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	Reason for change:
	1. In RAN2#103b, it was agreed to align the SN association of duplication and non-duplication packet for R15 traffic, but keep the legacy way for R14 traffic. Accordingly, the reordering procedure is applicable to both duplication mode and non-duplication mode for a R15 SLRB. 
2. RAN2#103b also agreed to go for option 1 about [103#42] email discussion (R2-1815671), where “0” in PDCP SN space for R15 SLRB is not used. Therefore, the Next_PDCP_TX_SN should not be set to “0” at establishment of the PDCP entity mapped with the SLRB of which the indicated SL-V2X-TxProfile is rel15.

	
	

	Summary of change:
	In subclause 5.1.2.1.4.1:

1.    Remove the text “for duplicated transmission” for SLRB to clarify the reordering procedure is applicable to both duplication mode and non-duplication mode.
In subclause 7.1:
2.  The Next_PDCP_TX_SN of a PDCP entity mapped with SLRB of which the indicated SL-V2X-TxProfile is rel15 should be set to “1” at establishment of the PDCP entity.
Impact analysis

Impacted functionality:

Procedures when a PDCP PDU is received from the lower layers and state variables.
Inter-operability:

1.  If the network is implemented according to the CR and the UE is not, there are no inter-operability problems. 

2.  If the UE is implemented according to the CR and the network is not, there are no inter-operablitiy problems.
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5.1.2.1.4.1
Procedures when a PDCP PDU is received from the lower layers

For DRBs mapped on RLC AM or RLC UM, SLRB and for LWA bearers, or for DRBs and SRBs when PDCP duplication is used, when the reordering function is used, at reception of a PDCP Data PDU from lower layers, the UE shall:
-
if received PDCP SN – Last_Submitted_PDCP_RX_SN > Reordering_Window or 0 <= Last_Submitted_PDCP_RX_SN – received PDCP SN < Reordering_Window:
-
if the PDCP PDU was received on WLAN:

-
if received PDCP SN > Next_PDCP_RX_SN:
-
for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN - 1 and the received PDCP SN;
-
else:
-
for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN and the received PDCP SN;

-
if received PDCP SN > Next_PDCP_RX_SN:

-
decipher the PDCP PDU as specified in the subclause 5.6, and perform integrity verification of the PDCP Data PDU (if applicable) using COUNT based on RX_HFN - 1 and the received PDCP SN.

-
else:

-
decipher the PDCP PDU as specified in the subclause 5.6, and perform integrity verification of the PDCP Data PDU (if applicable) using COUNT based on RX_HFN and the received PDCP SN.
-
if integrity verification fails:

-
indicate the integrity verification failure to upper layer.
-
discard the PDCP PDU;
-
else if Next_PDCP_RX_SN – received PDCP SN > Reordering_Window:
-
increment RX_HFN by one;

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
else if received PDCP SN – Next_PDCP_RX_SN >= Reordering_Window:

-
use COUNT based on RX_HFN – 1 and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU.

-
else if received PDCP SN >= Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
if Next_PDCP_RX_SN is larger than Maximum_PDCP_SN:

-
set Next_PDCP_RX_SN to 0;

-
increment RX_HFN by one.

-
else if received PDCP SN < Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification of the PDCP PDU;
-
if the PDCP PDU has not been discarded in the above:

-
if a PDCP SDU with the same PDCP SN is stored:
-
perform deciphering and integrity verification (if applicable) of the PDCP PDU;

-
if integrity verification fails:

-
indicate the integrity verification failure to upper layer.
-
discard the PDCP PDU;
-
else:

-
perform deciphering and integrity verification (if applicable) of the PDCP PDU and store the resulting PDCP SDU;

-
if integrity verification fails:

-
indicate the integrity verification failure to upper layer;

-
discard the PDCP Data PDU.

-
if the PDCP PDU has not been discarded in the above:
-
if received PDCP SN = Last_Submitted_PDCP_RX_SN + 1 or received PDCP SN = Last_Submitted_PDCP_RX_SN – Maximum_PDCP_SN:
-
deliver to upper layers in ascending order of the associated COUNT value:

-
all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from the COUNT value associated with the received PDCP PDU;
-
set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers;

-
if t-Reordering is running:
-
if the PDCP SDU with Reordering_PDCP_RX_COUNT – 1 has been delivered to upper layers:

-
stop and reset t-Reordering;
-
if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above):

-
if there is at least one stored PDCP SDU:

-
start t-Reordering;

-
set Reordering_PDCP_RX_COUNT to the COUNT value associated to RX_HFN and Next_PDCP_RX_SN.
7.1
State variables

This sub clause describes the state variables used in PDCP entities in order to specify the PDCP protocol.
All state variables are non-negative integers.

The transmitting side of each PDCP entity shall maintain the following state variables:

a)
Next_PDCP_TX_SN

The variable Next_PDCP_TX_SN indicates the PDCP SN of the next PDCP SDU for a given PDCP entity. At establishment of the PDCP entity, the UE shall set Next_PDCP_TX_SN to 0. For the PDCP entity mapped with SLRB of which the indicated SL-V2X-TxProfile is rel15 (3GPP TS 36.331 [3]), the UE shall set Next_PDCP_TX_SN to 1 at establishment of the PDCP entity.
 End of Change 
