

	
3GPP TSG-RAN WG2 Meeting #104	R2-1816530
Spokane, USA, 12 - 16 November 2018
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	38.331 
	CR
	0541
	rev
	-
	Current version:
	15.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	X
	Core Network
	



	

	Title:	
	Clarification to no barring configuration for Implicit UAC

	
	

	Source to WG:
	Nokia, Nokia Shanghai Bell

	Source to TSG:
	R2

	
	

	Work item code:
	NR_newRAT-Core
	
	Date:
	[bookmark: _GoBack]2018-11

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	There Unified Access Control allow Implicit barring configuration, which use the uac-ImplicitACBarringList to list association of all Access Categories with barring info set Index:
- SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex 
To indicate no barring for a particular Access Category in the Implicit method, RAN2#103 agreed that such Access Category should be paried with Index that corresponds to non existing entry in the uac-BarringInfoSetList.
The requirement implies non cosistent configuration settings on the NW side (the index needs to be indicated for the Access Category, but the uac-BarringInfoSetList needs to have a missing entry for that index value), that remains unclear in the current specification.

	
	

	Summary of change:
	1. Unified Access Control procedures for uac-ImplicitACBarringList (PLMN specific) refer to the determined Access Category by the UE 

Impact analysis
Impacted functionality: Unified Access Control (Implicit configuration)
Inter-operability: 
1. If the network is implemented according to the CR and the UE is not, the UE can accidentally use the barring configuration from uac-BarringForCommon, instead of PLMN specific.
2. If the UE is implemented according to the CR and the network is not, the barring configuration is ambiguous. 

	
	

	Consequences if not approved:
	Implicit UAC configuration will not work properly.

	
	

	Clauses affected:
	6.3.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	




Page 1






First Modified Subclause
[bookmark: _Toc524434692][bookmark: _Hlk525471798][bookmark: _Hlk525459510]–	UAC-BarringInfoSetIndex
The IE UAC-BarringInfoSetIndex provides the index of the entry in uac-BarringInfoSetList. 
UAC-BarringInfoSetIndex information element
-- ASN1START
-- TAG-UAC-BARRING-INFO-SET-INDEX-START

UAC-BarringInfoSetIndex  ::=                INTEGER (1..maxBarringInfoSet)

-- TAG-UAC-BARRING-INFO-SET-INDEX-STOP
-- ASN1STOP

	UAC-BarringInfoSetIndex field descriptions

	uac-barringInfoSetIndex
Index of the entry in field uac-BarringInfoSetList. Value 1 corresponds to the first entry in uac-BarringInfoSetList, value 2 corresponds to the second entry in this list and so on. An index value referring to an entry not included in uac-BarringInfoSetList indicates no barring.


[bookmark: _Toc524434693]–	UAC-BarringInfoSetList
The IE UAC-BarringInfoSetList provides a list of access control parameter sets. An access category can be configured with access parameters according to one of the sets. 
UAC-BarringInfoSetList information element
-- ASN1START
-- TAG-UAC-BARRING-INFO-SET-LIST-START

UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {
    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                    p50, p60, p70, p75, p80, p85, p90, p95},
    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))
}

-- TAG-UAC-BARRING-INFO-SET-LIST-STOP
-- ASN1STOP

	UAC-BarringInfoSetList field descriptions

	uac-BarringInfoSetList
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set by uac-barringInfoSetIndex. Association of an access category with an index that has no corresponding entry in the uac-BarringInfoSetList is valid configuration and indicates no barring.

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 2 in the bit string corresponds to Access Identity 11, bit 3 in the bit string corresponds to Access Identity 12 and so on. , bit 4 in the bit string corresponds to Access Identity 13, bit 5 in the bit string corresponds to Access Identity 14, bit 6 in the bit string corresponds to Access Identity 15. Value 0 means that access attempt is allowed for the corresponding access identity.

	uac-BarringFactor
Represents the probability that access attempt would be allowed during access barring check.

	uac-BarringTime
The minimum time before a new access attempt is to be performed after an access attempt was barred at access barring check for the same access category.


[bookmark: _Toc524434694]–	UAC-BarringPerCatList
The IE UAC-BarringPerCatList provides access control parameters for a list of access categories. 
UAC-BarringPerCatList information element
-- ASN1START
-- TAG-UAC-BARRING-PER-CAT-LIST-START

UAC-BarringPerCatList ::=           SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::=               SEQUENCE {
   accessCategory                       INTEGER (1..maxAccessCat-1),
   uac-barringInfoSetIndex              UAC-BarringInfoSetIndex
}

-- TAG-UAC-BARRING-PER-CAT-LIST-STOP
-- ASN1STOP

	UAC-BarringPerCatList field descriptions

	accessCategory
The Access Category according to [TS 22.261]


[bookmark: _Toc524434695]–	UAC-BarringPerPLMN-List
The IE UAC-BarringPerPLMN-List provides access category specific access control parameters, which are configured per PLMN. 
UAC-BarringPerPLMN-List information element
-- ASN1START
-- TAG-UAC-BARRING-PER-PLMN-LIST-START

UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
    }                                                                                                                   OPTIONAL
}

-- TAG-UAC-BARRING-PER-PLMN-LIST-STOP
-- ASN1STOP

	UAC-BarringPerPLMN-List field descriptions

	uac-BarringPerPLMN-List
Access control parameters for each access category valid only for a specific PLMN. UE behaviour upon absence of this field is specified in section 5.3.14.2.


End of Modified Subclause



