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RAN5 tests 22.3.3.2, 22.3.3.3 and 22.3.3.4 explicitly indicate that SRB1 shall be used.
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	Beginning of change


5.3.1.4
Connection control in NB-IoT

In NB-IoT, during the RRC connection establishment procedure, SRB1bis is established implicitly with SRB1. SRB1bis uses the logical channel identity defined in 9.1.2a, with the same configuration as SRB1 but no PDCP entity. SRB1bis is used until security is activated. The RRC messages to activate security (command and successful response) are sent over SRB1 being integrity protected and ciphering is started after completion of the procedure. In case of unsuccessful security activation, the failure message is sent over SRB1 and subsequent messages are sent over SRB1bis. Once security is activated, new RRC messages shall be transmitted using SRB1. A NB-IoT UE that only supports the Control Plane CIoT EPS optimisation (see TS 24.301 [35]) only establishes SRB1bis.

A NB-IoT UE only supports 0, 1 or 2 DRBs, depending on its capability. A NB-IoT UE that only supports the Control Plane CIoT EPS optimisation (see TS 24.301 [35]) does not need to support any DRBs and associated procedures.
Table 5.3.1.4-1 lists the procedures that are applicable for NB-IoT. All other procedures are not applicable; this is not further stated in the corresponding procedures.

Table 5.3.1.4-1: Connection control procedures applicable to a NB-IoT UE

	Sub-clause
	Procedures

	5.3.2
	Paging 

	5.3.3
	RRC connection establishment

	
	RRC connection resume (see NOTE)

	5.3.4
	Initial security activation (see NOTE)

	5.3.5
	RRC connection reconfiguration (see NOTE)

	5.3.7
	RRC connection re-establishment

	5.3.8
	RRC connection release

	5.3.9
	RRC connection release requested by upper layers

	5.3.10
	Radio resource configuration

	5.3.11
	Radio link failure related actions

	5.3.12
	UE actions upon leaving RRC_CONNECTED


NOTE:
Not applicable for a UE that only supports the Control Plane CIoT EPS optimisation (see TS 24.301 [35]).
