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	Reason for change:
	1. Clause A.1.1 lists diverging conditions A3 (GIBA) and A7 (emergency registration) for the To/From headers in REGISTER requests. IMS test case 19.1.6, step 15, however exercises the special scenario that a UE capable of IMS security runs an emergency registration using GIBA security (because visited network cannot perform IMS security). In other words, both A3 and A7 apply – which leads to a contradiction as both conditions specify diverging behaviour. The question is which of the two conditions applies in our scenario.
Even TS 24.229 has seemingly contradictory statements for such scenario:

a. Generic clause 5.1.1.1A specifies to use the first public user identity from the ISIM in emergency registration requests
b. Clause 5.1.1.2.6 for GIBA prescribes to derive a temporary public user identity from the IMSI, and to use that derived value as the public user identiy to be registered
c. Clause 5.1.6.2 for emergency registration prescribes to use the first entry in the list of public user identities provisioned in the UE


Bullets a) and c) seem to align such that we can focus on bullet a) vs bullet b). As bullet b) seems to be for the case where the UE has no ISIM, and hence no IMS AKA capabilities, we can assume bullet a) when UE has an ISIM, otherwise bullet b). This is already covered by NOTE 4 in TS 34.229-1, clause A.1.1 (and realized in TTCN with help of PIXIT px_UEwithISIM). So, we should simply follow A7 here and let the implementation of NOTE 4 treat the scenario accordingly. 
2. For headers Route, Via and Contact, clause A.2.1 does not properly address the scenario of conditions A2 (GIBA) and A7 (ermergency session within emergency registration) applying both. In addition, in existing test cases, A7 generally assumes IMS security to apply. Therefore, a new condition for this special scenario seems appropriate, as well as a clarification to A7.    

	
	

	Summary of change:
	1. Made condition A3 apply only when A7 does not hold at the same time. 
2. Introduced new condition, clarified A7

3. Deleted conditions A1 resp A3 from steps 13 resp 15.
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	Compliant UEs fail.
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	Other comments:
	This is the resubmission of the approved R5-174545 CR# 1122 rev 1.


<Start of modified section>
19.1.6.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. In the E-UTRA attach SS has indicated to the UE that the NW is VPLMN and the cell supports E-UTRA emergency bearers. UE is registered to IMS services, by executing the generic test procedure in Annex C.2 up to the last step.
SS is configured with the IMSI within the USIM application, the home domain name, public and private user identities (including the public emergency user identity allocated for the user) together with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) that is configured on the UICC card equipped into the UE. SS is listening to SIP default port 5060 for both UDP and TCP protocols. SS is able to perform AKAv1-MD5 authentication algorithm for that IMPI, according to 3GPP TS 33.203 [14] clause 6.1 and RFC 3310 [17].

Test procedure

1)-12) UE executes the procedures described in TS 36.508 [94] table 4.5A.4.3-1 steps 1 to 12 and parallel behaviour steps 1 for EPS emergency bearer context activation,

13) SS waits for the UE to send an initial REGISTER request containing “sos” SIP URI parameter in the Contact header field.

14) The SS responds to the REGISTER request with a 420 Bad Extension response,

15) The UE initiates IMS registration indicating support of GIBA. SS waits for the UE to send an initial REGISTER request.

16) The SS responds to the REGISTER request with valid 200 OK response,

17) The SS waits for the UE to send an INVITE request.
18)-20A) UE executes the procedures described in TS 36.508 [94] table 4.5A.4.3-1 steps 13 to 15 and parallel behaviour Steps 2-5 defined in annex C.22 of TS 34.229-1 for IMS Emergency call for EPS is established,
21)-24A) The UE releases the call.

25)-26) The SS deactivates EPS emergency bearer context.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-12
	
	Steps defined in TS 36.508 [94] table 4.5A.4.3-1
	EPS Bearer Activation procedure and IP address allocation according TS 36.508 [94] table 4.5A.4.3-1 for a UE with E-UTRA support.

	13
	(
	REGISTER
	UE sends initial registration for IMS services.

	14
	(
	420 Bad Extension
	The SS responds with a failure.

	15
	(
	REGISTER
	The UE sends initial registration for IMS services indicating support for GIBA procedure by not including an Authorization header field.

	16
	(
	200 OK
	The SS responds with 200 OK.

	17
	(
	INVITE
	UE sends INVITE request.

	18-2A0
	
	Step 2 to 5 s defined in annex C.22
	IMS emergency call setup with PSAP

	21-4A2
	(
	Steps defined in annex C.32
	The UE releases the call

	25-26
	
	EPS emergency bearer context deactivation by the SS.
	EPS Bearer Deactivation procedure according TS 36.508 [94] subclause 4.5A.15, applied to the identity of the Default EPS Bearer of the emergency PDN.


NOTE:
The default message contents in annex A are used.

Specific Message Contents

REGISTER (Step 13)

Use the default message “REGISTER” in annex A.1.1 with condition A7 “Initial unprotected or subsequent REGISTER for emergency registration”
420 Bad Extension for REGISTER (Step 14)

Use the default message “420 Bad Extension for REGISTER” in annex A.1.8
REGISTER (Step 15)

Use the default message “REGISTER” in annex A.1.1 with condition A7 “Initial unprotected or subsequent REGISTER for emergency registration”.
200 OK for REGISTER (Step 16)

Use the default message “200 OK for REGISTER” in annex A.1.3 with condition A2 “GIBA”
INVITE (Step 17)

Use the default message “INVITE” in annex A.2.1 with condition A19 “INVITE for creating an emergency session within an emergency registration using GIBA”.
<End of modified section>
