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13.1
3GPP™ Work Item Description

For guidance, see 3GPP Working Procedures, article 39; and 3GPP TR 21.900.
Information about Work Items can be found at http://www.3gpp.org/Work-Items
Title: 
UE Conformance Test Aspects - Mission Critical Improvements
Acronym: MCImp-UEConTest
Unique identifier: 
 NOTE:
If this is a RAN WID including Core and Perf. part, then Title, Acronym and Unique identifier refer to the feature WI. Please tick (X) the applicable box(es) in the table below:
	This WID includes a Testing part
	X

	and it addresses the following 3GPP work area:
	Radio Access
	

	
	Core Network
	X

	
	Services
	X


	
	

	
	


1
Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	
	

	No
	
	
	
	
	

	Don't know
	X
	X
	X
	X
	


2
Classification of the Work Item and linked work items
2.1
Primary classification
	
	Feature

	X
	Building Block (go to 2.3)

	
	Work Task

	
	Study Item


NOTE:
Normally, Core/Perf./Testing parts in RAN WIDs are Building Blocks. Only if they are under an SA or CT umbrella, we define them as work tasks. If you are in doubt, please contact MCC.
2.2
Parent and child Work Items 
Note: UID 730047 “Security of the Mission Critical Service (MCSec)” is implicitly tested in all test cases

	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	700027
	Mission Critical Improvements (MCImp)
	parent
Note: This RAN5 WI is testing aspects of:
- Enhancements for Mission Critical Push To Talk (MCImp-eMCPTT, 740022)

- Mission Critical Video over LTE (MCImp-MCVideo, 720053)
- Mission Critical Data over LTE (MCImp-MCData, 720054)


NOTE:
RAN agreed some time ago, that it describes the feature WI + Core/Perf. part WI or Testing part WI in one WID. Therefore, the table above should just include the feature WI Unique ID and title and Nature of relationship is "parent WID".
2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	740070
	UE Conformance Test Aspects - Support for Mission Critical Push To Talk over LTE (MCPTT) (MCPTT-ConTest)
	Pre-cursor Release 13 test specification work

	740023
	Stage 3 of Enhancements for Mission Critical Push To Talk
	Related to UID 740022

	740024
	CT1 aspects of Enhancements for Mission Critical Push To Talk
	Related to UID 740022

	740027
	CT6 aspects of Enhancements for Mission Critical Push To Talk
	Related to UID 740022

	730008
	Protocol enhancements for MCPTT over LTE
	Related to UID 740022

	730009
	CT1 aspects of MCPTTProtoc1
	Related to UID 740022

	730012
	CT6 aspects of MCPTTProtoc1
	Related to UID 740022

	750018
	MCVideo codecs and media handling
	Related to UID 720053

	740033
	Stage 3 of MCVideo
	Related to UID 720053

	740034
	CT1 aspects 3 of MCVideo
	Related to UID 720053

	740037
	CT6 aspects 3 of MCVideo
	Related to UID 720053

	740028
	Stage 3 of MCData
	Related to UID 720054

	740029
	CT1 aspects of MCData
	Related to UID 720054

	740032
	CT6 aspects of MCData
	Related to UID 720054


NOTE:
Also related or dependent WIs in other TSGs should be indicated.
3
Justification

With the planned building out of LTE networks designed for first responders in various countries around the world, the demand and need for Mission Critical services on LTE networks is growing.  3GPP has answered this demand with feasibility studies, architecture and information flow definitions, and specification work for Mission Critical Push To Talk (MCPTT), MCVideo and MCData.  MCPTT defines the service for voice-based push to talk communication that leverages Group Communication System Enablers (GCSE) and Proximity-based Services (ProSe). MCVideo defines the service for Group Call (including emergency group calls, imminent peril group calls, emergency alerts), Private Call (off-network) and Transmission Control. MCData defines the service for Short Data Service (SDS), File Distribution (FD) (on-network), Transmission and Reception Control, Handling of Disposition Notifications and Communication Release.
As Stage 3 work for MCPTT UE Conformance Test Specifications covering Release 13 is coming to a completion, now RAN5 needs to proactively respond to address developing test specifications that relate to Release 14 MCPTT, MCVideo and MCData requirements.

4
Objective

4.1
Objective of SI or Core part WI or Testing part WI
The objective of this work item is to provide conformance test specifications for the Rel-14 core requirements for MCPTT, MCVideo and MCData.
In general, in SA1, SA2, SA3, SA4 and SA6, functional architecture and information flows to support mission critical communication services are defined which will be reflected in this RAN5 work item.  In CT1, CT3, CT4 and CT6, MCPTT, MCVideo, and MCData protocol aspects are defined which, whenever relevant, will be reflected in this RAN5 work item.  In CT1, IMS profiles to support MCPTT, MCVideo, and MCData are defined which will be reflected in this RAN5 work item.

The MCPTT architecture utilises aspects of the IMS architecture defined in 3GPP TS 23.228, the Proximity-based Services (ProSe) architecture defined in 3GPP TS 23.303, the Group Communication System Enablers for LTE (GCSE_LTE) architecture defined in 3GPP TS 23.468 and the PS-PS access transfer procedures defined in 3GPP TS 23.237 to enable support of the MCPTT service. MCPTT media content is transmitted via LTE bearers, which are communication pipes with one end in the MCPTT server and the other end in the MCPTT UE. The uplink bearers are always allocated as unicast, but the downlink bearers can be allocated as unicast or as MBMS bearers, or both. To ensure complete verification of compliance, MCPTT UE conformance testing of all these underlying features including the requirements identified in TS 22.280 will be required.
The MCPTT Conformance testing shall cover aspects of the MCPTT service requirements that are defined in TS 22.280 including (but not limited to):

· First-to-answer call setup (with and without floor control)

· Floor control for audio cut-in enabled group

· Updating the selected MC Service user profile for an MC Service

· Ambient listening call

· MCPTT private call-back request

· Remote change of selected group

· Communication between security domains

MCVideo defines a service for Mission Critical video communication using 3GPP transport networks. Mission Critical refers to meeting the needs of agencies providing Public Safety services such as, but not limited to, Police, Fire and Ambulance services. Those needs include high reachability, availability and reliability of the service, low latency, real-time operating capabilities, highly secured operations, inter-operability with other services and systems, private and group communications, handling of emergencies and ability to provide prioritization, pre-emption, queuing and QoS. Although the service is designed for transport over commercial and dedicated 3GPP networks it is not expected to be limited to use over 3GPP networks. However, performance over other transport networks has not been considered when producing this document.

The MCVideo Conformance testing shall cover aspects of the MCVideo service requirements that are defined in TS 22.281 including (but not limited to):
· Video capture and encoding of the video information;

· Secure streaming and storing of the video information;

· Video decoding and rendering of the video information;

· Processing of the video information, including the ability to annotate video frames and recognize video features;

· Mission critical and public safety level functionality (e.g. group sessions, affiliations, end-to-end confidentiality, emergency type communications) and performance (e.g. low latency);

· Transmission and control of the parameters relevant to those functions;

· Secure operation such that video information can be reasonably un-impeachable when used in evidentiary procedures;

· Definition and configuration of MCVideo groups and applications;

· Configuration of the MCVideo users' profiles and of the MCVideo UEs; and

· Interoperability with other services and systems. 

While the streaming of video is part of the MCVideo Service, the non-real-time or offline transfer of a video clip stored as a file containing video data is covered by the MCData Service as defined in 3GPP TS .

An MCVideo video stream can be associated with a stand alone MCVideo group of users, or can be one of the streams of a multi-media MCX Service group.

An MCVideo UE is a device that provides video acquisition (e.g. has a camera), video rendering (has a display) or both and normally also has some encoding / decoding, communication and storage capabilities. 

MCData makes frequent use of a set of capabilities and enablers that allows for many end user services to be built on a common foundation. Several generic capabilities are defined for use in the MCData Service. These capabilities can be used on their own to transfer files, messages and other content to individuals and affiliated members of groups or combined with other services, through an application, to provide complete end users services as determined by the authorities implementing the service. The MCData generic capabilities are common for on-network and off-network.

It is not intended to invent new protocols for the MCData Service. Where existing protocols are efficient and sufficient, the service should make use of these protocols.

The MCData Conformance testing shall cover aspects of the MCData service requirements that are defined in TS 22.282 including (but not limited to):
· [R-5.2.2-001] The MCData Service shall provide an SDS feature for conveyance of limited size, variable content, messages. 

· [R-5.2.2-002] The MCData SDS shall provide a group service to affiliated members with policy assertion capabilities (e.g. certain types of message or content may only be relevant to certain members of a group due, for example, to location).

· [R-5.2.2-003] The MCData SDS shall provide a one to one service with policy assertion capabilities (e.g. policy to limit certain types of message or content to certain users due, for example, to location or user privilege). 

· [R-5.2.2-004] The MCData SDS shall provide the option to include a content payload of at least [1000] characters of 8 bit text or [500] characters of 16 bit text or [250] characters of 32 bit text and the necessary character encoding information (for example to identify alphabet used).

· [R-5.2.2-005] The MCData SDS shall provide the option to include a content payload of at least [1000] characters of hyperlink or interleaved text and hyperlink(s) to allow subsequent access to linked content (which may be a large file).

· [R-5.2.2-006] The MCData SDS shall provide the option to include a content payload of at least [1000] bytes of binary data to be used by a local running application and the necessary addressing detail to identify the intended application.

· [R-5.2.2-007] The MCData SDS shall provide a message thread indication so that multiple message flows can be managed independently. 

· [R-5.2.2-008] When replying to a message on the MCData SDS or sending any message which should be coupled with previously sent or received messages or message flows; the message thread indication shall use the same indication as was used for those previous messages. 

· [R-5.2.2-009] The MCData SDS shall provide a selectable read receipt indication. When requested, the receiving entity shall provide receipt indication for delivered and read messages as appropriate. 

· NOTE 1:
The read indication will implicitly indicate delivered as well. 

· [R-5.2.2-010] The MCData SDS shall provide a configurable read receipt indication. When configured, the receiving entity shall provide receipt indication addressed to the application for delivered and read messages as appropriate. 

· NOTE 2:
The read indication will implicitly indicate delivered as well. 

· [R-5.2.2-011] The MCData SDS shall permit delivery history interrogation for suitably authorized users. 

· [R-5.2.2-012] The MCData SDS shall provide the option to add a field indicating location of the sending user/UE.

· [R-5.2.2-013] The MCData SDS shall allow empty messages including only a field indicating location of the sending user/UE. 

4.2
Objective of Performance part WI
NOTE:
Leave empty if the WI proposal does not contain a RAN performance part.

4.3
RAN time budget request (not applicable to RAN5 WIs/SIs)
NOTE:
For all new RAN related WIs/SIs which are not led by RAN WG5 the WI/SI rapporteur has to fill out the attached Excel table to request time budgets for corresponding RAN WG meetings.
The Excel table has to be filled out for all affected RAN WGs and up to the target date of the WI/SI.
One time unit (TU) corresponds to ~ 2 hours in the meeting.
If no TU is needed leave the field empty otherwise enter a number >0 in the field.


For revisions of already approved WI/SI descriptions: Please remove the Excel table from the WID/SID's zip file. The time budgets are already recorded. If you want to modify them, then this has to be done via the status report and not via a revised WID/SID.


If this WID is covering Core and Performance part, then please fill out one line for each part in the attached Excel table.

5
Expected Output and Time scale

	New specifications

	Type 
	Series
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TS
	36.579-6
	Mission Critical Services over LTE; Part 6: Mission Critical Video (MCVideo) User Equipment (UE) Protocol conformance specification
	TSG RAN#85 (Sept 2019)
	TSG RAN#86 (Dec 2019)
	

	TS
	36.579-7
	Mission Critical Services over LTE; Part 7: Mission Critical Data (MCData) User Equipment (UE) Protocol conformance specification
	TSG RAN#85 (Sept 2019)
	TSG RAN#86 (Dec 2019)
	


NOTE:
If this is a RAN WID including Core and Perf. part, then all new Core part specs have to be listed first and then all new Perf. part specs. Indicate "Core part" or "Perf. part" under Remarks for each spec.
By default a new specs can only be new for one of both parts.
	Impacted existing TS/TR 

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	36.579-1
	Mission Critical Services over LTE; Part 1: Common test environment
	TSG RAN#88 (June  2020)
	Updates for Rel 14 MCPTT, MCData, and MCVideo

	36.579-2
	Mission Critical Services over LTE; Part 2: Mission Critical Push To Talk (MCPTT) User Equipment (UE) Protocol conformance specification
	TSG RAN#84 (June  2019)
	Updates for Rel 14 MCPTT

	36.579-3
	Mission Critical Services over LTE; Part 3: Mission Critical Push To Talk (MCPTT) Server Application conformance specification
	TSG RAN#84 (June  2019)
	Updates for Rel 14 MCPTT

	36.579-4
	Mission Critical Services over LTE; Part 4: Test Applicability and Implementation Conformance Statement (ICS) proforma specification
	TSG RAN#88 (June  2020)
	Updates for Rel 14 MCPTT, MCData, and MCVideo

	36.579-5
	Mission Critical Services over LTE; Part 5: Abstract test suite (ATS)
	TSG RAN#88 (June  2020)
	Updates for Rel 14 MCPTT, MCData, and MCVideo

	36.509
	E-UTRA and

Evolved Packet Core (EPC); Special conformance testing functions for User Equipment (UE)
	TSG RAN#88 (June  2020)
	Updates for Rel 14 MCPTT, MCData, and MCVideo
Possible updates for ProSe enhancements to support Rel 14 MCS

	36.508
	Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet Core (EPC); Common test environments for User Equipment (UE) conformance testing
	TSG RAN#88 (June  2020)
	Updates for Rel 14 MCPTT, MCData, and MCVideo
Possible updates for ProSe enhancements to support Rel 14 MCS

	36.523-1
	Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet Core (EPC); User Equipment (UE) conformance specification; Part 1: Protocol conformance specification
	TSG RAN#88 (June  2020)
	Updates for Rel 14 MCPTT, MCData, and MCVideo
Possible updates for ProSe enhancements to support Rel 14 MCS

	36.523-2
	Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet Core (EPC); User Equipment (UE) conformance specification; Part 2: Implementation Conformance Statement (ICS) proforma specification
	TSG RAN#88 (June  2020)
	Updates for Rel 14 MCPTT, MCData, and MCVideo
Possible updates for ProSe enhancements to support Rel 14 MCS

	36.523-3
	Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet Core (EPC); User Equipment (UE) conformance specification; Part 3: Test suites
	TSG RAN#88 (June  2020)
	Updates for Rel 14 MCPTT, MCData, and MCVideo
Possible updates for ProSe enhancements to support Rel 14 MCS


NOTE:
If this is a RAN WID including Core and Perf. part, then all new Core part specs have to be listed first and then all new Perf. part specs. Indicate "Core part" or "Perf. part" under Remarks for each spec.
If an existing spec is affected by both (Core part and Perf. part), then it has to be listed twice with appropriate approval dates.

6
Work item Rapporteur(s)
Kahn, Jason, NIST, jason.kahn@nist.gov
7
Work item leadership

RAN5
8
Aspects that involve other WGs
NOTE:
For RAN WIDs: Section 8 applies only to WGs outside of TSG RAN because RAN WG aspects have to be covered in section 4.
9
Supporting Individual Members
	Supporting IM name

	FirstNet

	NIST (US Department of Commerce)

	AT&T

	Samsung

	Ericsson

	Spirent

	Motorola Mobility

	Qualcomm

	Telecom Italia

	Nokia

	French MoI

	BMWi

	TCCA

	UK Home Office

	Suomen Virveverkko Oy

	Bittium

	Leonardo

	Quixoticity

	A.S.T.R.I.D.S.A.


