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Introduction

As one major scenario of IMT-2020 system, Massive machine type communications (MMTC) should be supported in the submission of 3GPP to ITU-R. Though some discussion occurred related to NB IoT and eMTC, it has not been discussed in NR widely and systematically since Rel-15. It is proposed in the discussion paper to discuss MMTC capabilities of NR in Rel-16, not only targeting IMT-2020 submission but also for real commercial deployment scenarios after 2020.
Study on MMTC capabilities of NR

LPWA (low power wide area) is a typical use case for MMTC and some technologies have been designed for it including NB IoT and eMTC. Meanwhile, some study has identified more use cases than LPWA. In the study done by SA1 (3GPP TR 22.862), use cases with corresponding requirements are captured including variable date size, resource efficiency, diverted device types, etc, besides connection density.

One potential user case of MMTC is video surveillance. Some industry research shows the total number of camera in the world will be around 44 billion in the world. Video surveillance could be widely used to traffic monitoring, public security, Infrastructure Security, corporate security, industrial safe, hospital, etc. In the urban area, the density of camera for surveillance would be much higher than today, especially when AI (artificial intelligence) is used to assist image processing and make decisions. This could lead to very high volume data transmission. It can be deduced there may be some differences of traffic characteristic from normal eMBB traffic. Additionally, for long tern consideration, as for the different behaviour pattern from machine learning, machine processing, potential impacts on protocol design and network architecture may change dramatically. 
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NB IoT and eMTC provides very larger coverage, huge connection density with quite low data rates. Some emerging applications may happen with higher data rates (several Mbps, up to several tens Mbps) with less connection density and more frequent packet arrival rate, e.g. connected devices in smart home, etc. NR could also be supposed to support this kind of application. In this case, connections will be tens, even more, times of current eMBB connections, e.g. one or two handsets per person, and power assumption is not the key factor to consider.

There are also more use cases to become dominant applications in the future, like wearable devices, etc. All of these may have different traffic model and technical requirements.
Meanwhile, from device point of view, diverse types of NR devices also need to consider. When NR is deployed, some M2M services could run over it naturally and some of them may be cost-sensitive, e.g. POS machines. So it is proposed to study and define some UE categories or profiles for the applications based on Rel-15 NR UE categories. 

The basic requirement to MMTC scenario is connection density (1,000,000 connection/km2). However, even from the use cases we can see today or near future, more technical requirements need to be met in NR to serve diverted MMTC services.

To have NR be capable of handling MMTC services well, it is proposed to take some actions in Rel-16, e.g.:

· Identify some typical use cases that could run over NR networks and corresponding technical requirements to radio design;
· Evaluation of the technical requirements based on Rel-15 NR capabilities and Rel-16 features that are ongoing in parallel, and identify gaps;

· Start WI(s) for the identified requirements and corresponding technical points, or add some feature building blocks in related Rel-16 WI(s), etc.
Conclusion

To target a well-designed NR system to serve all services from the beginning, it is proposed to initiate work for MMTC capabilities of NR by taking both of network side and device side into account.
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