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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

ACL functionality: A functionality controlling the access to network nodes. In case of Access Control Lists (ACL) functionality is applied in a network node the network node may only accept connections from other peer network nodes once the source addresses of the sending network node is already known in the target node.

CSG Cell: an E-UTRAN cell broadcasting a CSG indicator set to true and a CSG identity. This cell operates in Closed Access Mode as defined in TS 22.220 [28].

DCN-ID: DCN identity identifies a specific decicated core network (DCN).

Dual Connectivity: as defined in TS 36.300 [14].

Elementary Procedure: S1AP consists of Elementary Procedures (EPs). An Elementary Procedure is a unit of interaction between eNBs and the EPC. These Elementary Procedures are defined separately and are intended to be used to build up complete sequences in a flexible manner. If the independence between some EPs is restricted, it is described under the relevant EP description. Unless otherwise stated by the restrictions, the EPs may be invoked independently of each other as standalone procedures, which can be active in parallel. The usage of several S1AP EPs together or together with EPs from other interfaces is specified in stage 2 specifications (e.g., TS 23.401 [11] and TS 36.300 [14]).

An EP consists of an initiating message and possibly a response message. Two kinds of EPs are used:

-
Class 1: Elementary Procedures with response (success and/or failure).

-
Class 2: Elementary Procedures without response.

For Class 1 EPs, the types of responses can be as follows:

Successful:

-
A signalling message explicitly indicates that the elementary procedure successfully completed with the receipt of the response.

Unsuccessful:

-
A signalling message explicitly indicates that the EP failed.

-
On time supervision expiry (i.e., absence of expected response).

Successful and Unsuccessful:

-
One signalling message reports both successful and unsuccessful outcome for the different included requests. The response message used is the one defined for successful outcome.

Class 2 EPs are considered always successful.

eNB UE S1AP ID: as defined in TS 36.401 [2]. 

Hybrid Cell: an E-UTRAN cell broadcasting a CSG indicator set to false and a CSG identity. This cell operates in Hybrid Access Mode as defined in TS 22.220 [28].

MME UE S1AP ID: as defined in TS 36.401 [2].

E-RAB: as defined in TS 36.401 [2].

NOTE 1:
The E-RAB is either a default E-RAB or a dedicated E-RAB.

E-RAB ID: the E-RAB ID uniquely identifies an E-RAB for one UE.
NOTE 2:
The E-RAB ID remains unique for the UE even if the UE-associated logical S1-connection is released during periods of user inactivity.
Data Radio Bearer: the Data Radio bearer transports the packets of an E-RAB between a UE and an eNB. There is a one-to-one mapping between the E-RAB and the Data Radio Bearer.

Secondary Cell Group: as defined in TS 36.300 [14].

UE-associated signalling: When S1-AP messages associated to one UE uses the UE-associated logical S1-connection for association of the message to the UE in eNB and EPC.

UE-associated logical S1-connection: The UE-associated logical S1-connection uses the identities MME UE S1AP ID and eNB UE S1AP ID according to definition in TS 23.401 [11]. For a received UE associated S1-AP message the MME identifies the associated UE based on the MME UE S1AP ID IE and the eNB identifies the associated UE based on the eNB UE S1AP ID IE. The UE-associated logical S1-connection may exist before the S1 UE context is setup in eNB.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ACL
Access Control List

BBF
Broadband Forum

CCO
Cell Change Order

CDMA
Code Division Multiple Access
CID
Cell-ID (positioning method)
CIoT
Cellular Internet of Things
CS
Circuit Switched

CSG
Closed Subscriber Group
CN
Core Network

DCN
Dedicated Core Network

DL
Downlink

eAN
evolved Access Network

ECGI
E-UTRAN Cell Global Identifier
E-CID
Enhanced Cell-ID (positioning method)
eHRPD
evolved High Rate Packet Data

eNB
E-UTRAN NodeB

EN-DC
E-UTRA-NR Dual Connectivity
EP
Elementary Procedure

EPC
Evolved Packet Core
EPS
Evolved Packet System

E-RAB
E-UTRAN Radio Access Bearer

E-SMLC
Evolved Serving Mobile Location Centre
E-UTRAN
Evolved UTRAN

GBR
Guaranteed Bit Rate
GNSS
Global Navigation Satellite System

GUMMEI
Globally Unique MME Identifier

GTP
GPRS Tunnelling Protocol

HFN
Hyper Frame Number

HRPD
High Rate Packet Data

IE
Information Element
IoT
Internet of Things
L-GW
Local GateWay

LHN
Local Home Network

LHN ID
Local Home Network ID

LIPA
Local IP Access 

LPPa
LTE Positioning Protocol Annex
MBSFN
Multimedia Broadcast multicast service Single Frequency Network

MDT
Minimization of Drive Tests

MME
Mobility Management Entity

NAS
Non Access Stratum
NB-IoT
Narrowband IoT
NNSF
NAS Node Selection Function 

OTDOA
Observed Time Difference of Arrival
PS
Packet Switched
ProSe
Proximity Services

PWS
Public Warning System
PDCP
Packet Data Convergence Protocol

PLMN
Public Land Mobile Network

PS
Packet Switched

RRC
Radio Resource Control

RIM
RAN Information Management

SCTP
Stream Control Transmission Protocol
SCG
Secondary Cell Group
S-GW
Serving GateWay

SN
Sequence Number

SIPTO
Selected IP Traffic Offload

SIPTO@LN
Selected IP Traffic Offload at the Local Network

S-TMSI
S-Temporary Mobile Subscriber Identity

TAI
Tracking Area Identity

TEID
Tunnel Endpoint Identifier

UE
User Equipment

UE-AMBR
UE-Aggregate Maximum Bitrate

UL
Uplink
UTDOA
Uplink Time Difference of Arrival
V2X
Vehicle-to-Everything
4
General

4.1
Procedure Specification Principles

The principle for specifying the procedure logic is to specify the functional behaviour of the terminating node exactly and completely. Any rule that specifies the behaviour of the originating node shall be possible to be verified with information that is visible within the system.

The following specification principles have been applied for the procedure text in clause 8:

-
The procedure text discriminates between:

1)
Functionality which “shall” be executed


The procedure text indicates that the receiving node “shall” perform a certain function Y under a certain condition. If the receiving node supports procedure X but cannot perform functionality Y requested in the REQUEST message of a Class 1 EP, the receiving node shall respond with the message used to report unsuccessful outcome for this procedure, containing an appropriate cause value.

2)
Functionality which “shall, if supported” be executed


The procedure text indicates that the receiving node “shall, if supported,” perform a certain function Y under a certain condition. If the receiving node supports procedure X, but does not support functionality Y, the receiving node shall proceed with the execution of the EP, possibly informing the requesting node about the not supported functionality.

-
Any required inclusion of an optional IE in a response message is explicitly indicated in the procedure text. If the procedure text does not explicitly indicate that an optional IE shall be included in a response message, the optional IE shall not be included. For requirements on including Criticality Diagnostics IE, see clause 10.
4.2
Forwards and Backwards Compatibility

The forwards and backwards compatibility of the protocol is assured by mechanism where all current and future messages, and IEs or groups of related IEs, include ID and criticality fields that are coded in a standard format that will not be changed in the future. These parts can always be decoded regardless of the standard version.

4.3
Specification Notations

For the purposes of the present document, the following notations apply:

Procedure
When referring to an elementary procedure in the specification the Procedure Name is written with the first letters in each word in upper case characters followed by the word “procedure”, e.g., E-RAB procedure.

Message
When referring to a message in the specification the MESSAGE NAME is written with all letters in upper case characters followed by the word “message”, e.g., MESSAGE NAME message.

IE
When referring to an information element (IE) in the specification the Information Element Name is written with the first letters in each word in upper case characters and all letters in Italic font followed by the abbreviation “IE”, e.g., Information Element IE.

Value of an IE
When referring to the value of an information element (IE) in the specification the “Value” is written as it is specified in subclause 9.2 enclosed by quotation marks, e.g., “Value”.

5
S1AP Services

S1AP provides the signalling service between E-UTRAN and the evolved packet core (EPC) that is required to fulfil the S1AP functions described in clause 7. S1AP services are divided into two groups:

Non UE-associated services:
They are related to the whole S1 interface instance between the eNB and MME utilising a non UE-associated signalling connection.

UE-associated services:
They are related to one UE. S1AP functions that provide these services are associated with a UE-associated signalling connection that is maintained for the UE in question.

6
Services Expected from Signalling Transport

The signalling connection shall provide in sequence delivery of S1AP messages. S1AP shall be notified if the signalling connection breaks.

7
Functions of S1AP

The S1AP protocol has the following functions:

-
E-RAB management function: This overall functionality is responsible for setting up, modifying and releasing E-RABs, which are triggered by the MME. The release and modification of E-RABs may be triggered by the eNB as well.

-
Initial Context Transfer function: This functionality is used to establish an S1UE context in the eNB, to setup the default IP connectivity, to setup one or more E-RAB(s) if requested by the MME, and to transfer NAS signalling related information to the eNB if needed.

-
UE Capability Info Indication function: This functionality is used to provide the UE Capability Info when received from the UE to the MME.

-
Mobility Functions for UEs in LTE_ACTIVE in order to enable

-
a change of eNBs within SAE/LTE (Inter MME/Serving SAE-GW Handovers) via the S1 interface (with EPC involvement).

-
a change of RAN nodes between different RATs (Inter-3GPP-RAT Handovers) via the S1 interface (with EPC involvement).

-
Paging: This functionality provides the EPC with the capability to page the UE.

-
S1 interface management functions comprise the:

-
Reset functionality to ensure a well defined initialisation on the S1 interface.

-
Error Indication functionality to allow a proper error reporting/handling in cases where no failure messages are defined.

-
Overload function to indicate the load situation in the control plane of the S1 interface. 

-
Load balancing function to ensure equally loaded MMEs within an MME pool area

-
S1 Setup functionality for initial S1 interface setup for providing configuration information

-
eNB and MME Configuration Update functions are to update application level configuration data needed for the eNB and MME to interoperate correctly on the S1 interface.

-
NAS Signalling transport function between the UE and the MME is used:

-
to transfer and reroute NAS signalling related information and to establish the S1 UE context in the eNB.

-
to transfer NAS signalling related information when the S1 UE context in the eNB is already established.

-
S1 UE context Release function: This functionality is responsible to manage the release of UE specific context in the eNB and the MME.

-
UE Context Modification function: This functionality allows to modify the established UE Context partly.

-
UE Context Resumption function: This functionality allows keeping the UE Context in the eNB for a UE in RRC_IDLE that has been enabled to use User Plane EPS Optimization (see TS 23.401 [11]) and to resume the RRC connection without the need to re-establish the UE Context.

-
Status Transfer: This functionality transfers PDCP SN Status information from source eNB to target eNB in support of in-sequence delivery and duplication avoidance for intra LTE handover. 

-
Trace function: This functionality is to control a trace session recording for a UE in ECM_CONNECTED or to control an MDT session transferring MDT measurements collected by the UE.
-
Location Reporting: This functionality allows MME to be aware of the UE’s current location.
-
LPPa Signalling transport:  This functionality transfers LPPa messages between eNB and E-SMLC over the S1 interface.
-
S1 CDMA2000 Tunnelling function: This functionality is to carry CDMA2000 signalling between UE and CDMA2000 RAT over the S1 Interface.

-
Warning message transmission function:
This functionality provides the means to start and overwrite the broadcasting of warning message.

-
RAN Information Management (RIM) function: This functionality allows the request and transfer of RAN information (e.g., GERAN system information) between two RAN nodes via the core network.

-
Configuration Transfer function: This functionality allows the request and transfer of RAN configuration information (e.g., SON information) between two RAN nodes via the core network. 

-
UE Radio Capability Match function. The functionality enables the eNB to derive and provide an indication to the MME whether the UE radio capabilities are compatible with the network configuration for voice continuity.
-
PWS Restart Indication function. The functionality enables the eNB to inform the MME that PWS information for some or all cells of the eNB are available for reloading from the CBC if needed.
-
PWS Failure Indication function. The functionality enables the eNB to inform the MME that ongoing PWS operation for one or more cells of the eNB has failed.
-
Connection Establishment Indication function. The functionality enables the MME to complete the establishment of the UE-associated logical S1-connection.
-
Retrieve UE Information function. The functionality enables the eNB to request UE information from the MME.
-
UE Information Transfer function. The functionality enables the MME to transfer UE information to the eNB.
-
CP Relocation function. The functionality enables the initiation of the UE-associated logical S1-connection for a NB-IOT UE using Control Plane CIoT EPS Optimisation following a re-establishment request.
-
Report of Secondary RAT data volumes function. The functionality enables the eNB to report Secondary RAT usage data information in case of EN-DC as specified in TS 23.401 [11].
8
S1AP Procedures

8.1
List of S1AP Elementary procedures

In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):

Table 1: Class 1 procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Handover Preparation
	HANDOVER REQUIRED
	HANDOVER COMMAND
	HANDOVER PREPARATION FAILURE

	Handover Resource Allocation
	HANDOVER REQUEST
	HANDOVER REQUEST ACKNOWLEDGE
	HANDOVER FAILURE

	Path Switch Request
	PATH SWITCH REQUEST
	PATH SWITCH REQUEST ACKNOWLEDGE
	PATH SWITCH REQUEST FAILURE

	Handover Cancellation
	HANDOVER CANCEL
	HANDOVER CANCEL ACKNOWLEDGE
	

	E-RAB Setup
	E-RAB SETUP REQUEST
	E-RAB SETUP RESPONSE
	

	E-RAB Modify
	E-RAB MODIFY REQUEST
	E-RAB MODIFY RESPONSE
	

	E-RAB Modification Indication
	E-RAB MODIFICATION INDICATION
	E-RAB MODIFICATION CONFIRM
	

	E-RAB Release
	E-RAB RELEASE COMMAND
	E-RAB RELEASE RESPONSE
	

	Initial Context Setup
	INITIAL CONTEXT SETUP REQUEST
	INITIAL CONTEXT SETUP RESPONSE
	INITIAL CONTEXT SETUP FAILURE

	Reset
	RESET
	RESET ACKNOWLEDGE
	

	S1 Setup
	S1 SETUP REQUEST
	S1 SETUP RESPONSE
	S1 SETUP FAILURE

	UE Context Release
	UE CONTEXT RELEASE COMMAND
	UE CONTEXT RELEASE COMPLETE
	

	UE Context Modification
	UE CONTEXT MODIFICATION REQUEST
	UE CONTEXT MODIFICATION RESPONSE
	UE CONTEXT MODIFICATION FAILURE

	eNB Configuration Update
	ENB CONFIGURATION UPDATE
	ENB CONFIGURATION UPDATE ACKNOWLEDGE
	ENB CONFIGURATION UPDATE FAILURE

	MME Configuration Update
	MME CONFIGURATION UPDATE
	MME CONFIGURAION UPDATE ACKNOWLEDGE
	MME CONFIGURATION UPDATE FAILURE

	Write-Replace Warning 
	WRITE-REPLACE WARNING REQUEST
	WRITE-REPLACE WARNING RESPONSE
	

	Kill
	KILL REQUEST
	KILL RESPONSE
	

	UE Radio Capability Match
	UE RADIO CAPABILITY MATCH REQUEST
	UE RADIO CAPABILITY MATCH RESPONSE
	

	UE Context Modification Indication
	UE CONTEXT MODIFICATION INDICATION
	UE CONTEXT MODIFICATION CONFIRM
	

	UE Context Suspend
	UE CONTEXT SUSPEND REQUEST
	UE CONTEXT SUSPEND RESPONSE
	

	UE Context Resume
	UE CONTEXT RESUME REQUEST
	UE CONTEXT RESUME RESPONSE
	UE CONTEXT RESUME FAILURE


Table 2: Class 2 procedures

	Elementary Procedure
	Message

	Handover Notification
	HANDOVER NOTIFY

	E-RAB Release Indication
	E-RAB RELEASE INDICATION

	Paging
	PAGING

	Initial UE Message
	INITIAL UE MESSAGE

	Downlink NAS Transport
	DOWNLINK NAS TRANSPORT

	Uplink NAS Transport
	UPLINK NAS TRANSPORT

	NAS non delivery indication
	NAS NON DELIVERY INDICATION

	Error Indication
	ERROR INDICATION

	UE Context Release Request
	UE CONTEXT RELEASE REQUEST

	DownlinkS1 CDMA2000 Tunnelling
	DOWNLINK S1 CDMA2000 TUNNELLING

	Uplink S1 CDMA2000 Tunnelling
	UPLINK S1 CDMA2000 TUNNELLING

	UE Capability Info Indication
	UE CAPABILITY INFO INDICATION

	eNB Status Transfer
	eNB STATUS TRANSFER

	MME Status Transfer
	MME STATUS TRANSFER

	Deactivate Trace
	DEACTIVATE TRACE

	Trace Start
	TRACE START

	Trace Failure Indication
	TRACE FAILURE INDICATION

	Location Reporting Control
	LOCATION REPORTING CONTROL

	Location Reporting Failure Indication
	LOCATION REPORTING FAILURE INDICATION

	Location Report
	LOCATION REPORT

	Overload Start
	OVERLOAD START

	Overload Stop
	OVERLOAD STOP

	eNB Direct Information Transfer
	eNB DIRECT INFORMATION TRANSFER

	MME Direct Information Transfer
	MME DIRECT INFORMATION TRANSFER

	eNB Configuration Transfer
	eNB CONFIGURATION TRANSFER

	MME Configuration Transfer
	MME CONFIGURATION TRANSFER

	Cell Traffic Trace
	CELL TRAFFIC TRACE

	Downlink UE Associated LPPa Transport
	DOWNLINK UE ASSOCIATED LPPA TRANSPORT

	Uplink UE Associated LPPa Transport
	UPLINK UE ASSOCIATED LPPA TRANSPORT

	Downlink Non UE Associated LPPa Transport
	DOWNLINK NON UE ASSOCIATED LPPA TRANSPORT

	Uplink Non UE Associated LPPa Transport
	UPLINK NON UE ASSOCIATED LPPA TRANSPORT

	PWS Restart Indication
	PWS RESTART INDICATION

	Reroute NAS Request
	REROUTE NAS REQUEST

	PWS Failure Indication
	PWS FAILURE INDICATION

	Connection Establishment Indication
	CONNECTION ESTABLISHMENT INDICATION

	NAS Delivery Indication
	NAS DELIVERY INDICATION

	Retrieve UE Information
	RETRIEVE UE INFORMATION

	UE Information Transfer
	UE INFORMATION TRANSFER

	eNB CP Relocation Indication
	eNB CP RELOCATION INDICATION

	MME CP Relocation Indication
	MME CP RELOCATION INDICATION

	Secondary RAT Report
	SECONDARY RAT REPORT


The following applies concerning interference between Elementary Procedures:

-
The Reset procedure takes precedence over all other EPs.

-
The UE Context Release procedure takes precedence over all other EPs that are using the UE-associated signalling. 

******   NEXT CHANGE  ******
8.2.2
E-RAB Modify
8.2.2.1
General

The purpose of the E-RAB Modify procedure is to enable modifications of already established E-RABs for a given UE. The procedure uses UE-associated signalling.

8.2.2.2
Successful Operation
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Figure 8.2.2.2-1: E-RAB Modify procedure. Successful operation.

The MME initiates the procedure by sending an E-RAB MODIFY REQUEST message to the eNB. 

-
The E-RAB MODIFY REQUEST message shall contain the information required by the eNB to modify one or several E-RABs of the existing E-RAB configuration. 

Information shall be present in the E-RAB MODIFY REQUEST message only when any previously set value for the E-RAB configuration is requested to be modified.

Upon reception of the E-RAB MODIFY REQUEST message, and if resources are available for the requested target configuration, the eNB shall execute the modification of the requested E-RAB configuration. For each E-RAB that shall be modified and for which the Transport Information IE is not included and based on the new E-RAB level QoS parameters IE the eNB shall modify the Data Radio Bearer configuration and change allocation of resources on Uu according to the new resource request. The eNB shall pass the NAS-PDU IE received for the E-RAB to the UE when modifying the Data Radio Bearer configuration. The eNB does not send the NAS PDUs associated to the failed Data radio bearers to the UE. The eNB shall change allocation of resources on S1 according to the new resource request.

If the E-UTRAN failed to modify an E-RAB the E-UTRAN shall keep the E-RAB configuration as it was configured prior the E-RAB MODIFY REQUEST.

The E-RAB MODIFY REQUEST message may contain the

-
the UE Aggregate Maximum Bit Rate IE,
-
the Secondary RAT Usage Data Request IE.
If the UE Aggregate Maximum Bit Rate IE is included in the E-RAB MODIFY REQUEST, the eNB shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;
-
use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.
If the UE Aggregate Maximum Bit Rate IE is not contained in the E-RAB MODIFY REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 

The modification of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
If the Transport Information IE is included in the E-RAB MODIFY REQUEST message, the eNB shall use the included information as the new S-GW address and uplink packet destination for the relevant E-RAB as defined in TS 23.401 [11], and it shall ignore the E-RAB Level QoS Parameters and NAS-PDU IEs for the same E-RAB.

The eNB shall report to the MME, in the E-RAB MODIFY RESPONSE message, the result for all the requested E-RABs to be modified.

-
A list of E-RABs which are successfully modified shall be included in the E-RAB Modify List IE.

-
A list of E-RABs which failed to be modified, if any, shall be included in the E-RAB Failed to Modify List IE.
When the eNB reports unsuccessful modification of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for an unsuccessful modification, e.g., “Radio resources not available”, “Failure in the Radio Interface Procedure”.

In case of a modification of an E-RAB the EPC must be prepared to receive user data according to the modified E-RAB profile prior to the E-RAB MODIFY RESPONSE message.

If the Secondary RAT Usage Data Request IE set to "requested" was included in the E-RAB MODIFY REQUEST message, and the eNB supports EN-DC and has secondary RAT usage data to report, then the Secondary RAT Usage Report List IE shall be included in the E-RAB MODIFY RESPONSE message.

Interactions with Handover Preparation procedure:

If a handover becomes necessary during E-RAB modify, the eNB may interrupt the ongoing E-RAB Modify procedure and initiate the Handover Preparation procedure as follows:

1.
The eNB shall send the E-RAB MODIFY RESPONSE message in which the eNB shall indicate, if necessary 

-
all the E-RABs fail with an appropriate cause value, e.g., “S1 intra system Handover triggered”, “S1 inter system Handover triggered” or “X2 Handover triggered”.

2.
The eNB shall trigger the handover procedure.

8.2.2.3
Unsuccessful Operation

The unsuccessful operation is specified in the successful operation section.

8.2.2.4
Abnormal Conditions

If the eNB receives a E-RAB MODIFY REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]) for a E-RAB previously configured as a non-GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the eNB shall consider the modification of the corresponding E-RAB as failed. 
If the eNB receives an E-RAB MODIFY REQUEST message containing several E-RAB ID IEs (in the E-RAB to be Modified List IE) set to the same value, the eNB shall report the modification of the corresponding E-RABs as failed in the E-RAB MODIFY RESPONSE with the appropriate cause value, e.g., “Multiple E-RAB ID instances”.

If the eNB receives an E-RAB MODIFY REQUEST message containing some E-RAB ID IEs that eNB does not recognize, the eNB shall report the corresponding invalid E-RABs as failed in the E-RAB MODIFY RESPONSE with the appropriate cause value, e.g., “Unknown E-RAB ID”.
8.2.3
E-RAB Release
8.2.3.1
General

The purpose of the E-RAB Release procedure is to enable the release of already established E-RABs for a given UE. The procedure uses UE-associated signalling.
8.2.3.2
Successful Operation

8.2.3.2.1
E-RAB Release – MME initiated
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Figure 8.2.3.2.1-1: E-RAB Release procedure. Successful operation.

The MME initiates the procedure by sending an E-RAB RELEASE COMMAND message. 

The E-RAB RELEASE COMMAND message shall contain the information required by the eNB to release at least one E-RAB in the E-RAB To Be Released List IE. If a NAS-PDU IE is contained in the message, the eNB shall pass it to the UE.

Upon reception of the E-RAB RELEASE COMMAND message the eNB shall execute the release of the requested E-RABs. For each E-RAB to be released the eNB shall release the corresponding Data Radio Bearer and release the allocated resources on Uu. The eNB shall pass the value contained in the E-RAB ID IE received for the E-RAB to the radio interface protocol for each Data Radio Bearer to be released. The eNB shall release allocated resources on S1 for the E-RABs requested to be released.
The E-RAB RELEASE COMMAND message may contain 

-
the UE Aggregate Maximum Bit Rate IE.

If the UE Aggregate Maximum Bit Rate IE is included in the E-RAB RELEASE COMMAND the eNB shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
If the UE Aggregate Maximum Bit Rate IE is not contained in the E-RAB RELEASE COMMAND message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context.

The eNB shall report to the MME, in the E-RAB RELEASE RESPONSE message, the result for all the E-RABs to be released.

-
A list of E-RABs which are released successfully shall be included in the E-RAB Release List IE.

-
A list of E-RABs which failed to be released, if any, shall be included in the E-RAB Failed to Release List IE. 

The eNB shall be prepared to receive an E-RAB RELEASE COMMAND message on an established UE-associated logical S1-connection containing an E-RAB Release List IE at any time and shall always reply to it with an E-RAB RELEASE RESPONSE message.

The eNB shall, if supported, report in the E-RAB RELEASE RESPONSE message location information of the UE in the User Location Information IE.

After sending an E-RAB RELEASE RESPONSE message containing an E-RAB ID within the E-RAB Release List IE, the eNB shall be prepared to receive an E-RAB SETUP REQUEST message requesting establishment of an E-RAB with this E-RAB ID.

If the User Location Information IE is included in the E-RAB RELEASE RESPONSE message, the MME shall handle this information as specified in TS 23.401 [11].

If the Secondary RAT Usage Report List IE is included in the E-RAB RELEASE RESPONSE message, the MME shall handle this information as specified in TS 23.401 [11].

8.2.3.2.2
E-RAB Release Indication – eNB initiated
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Figure 8.2.3.2.2-1: E-RAB Release INDICATION procedure. Successful operation.

The eNB initiates the procedure by sending an E-RAB RELEASE INDICATION message towards the MME.

The E-RAB RELEASE INDICATION message shall contain at least one E-RAB released at the eNB, in the E-RAB Released List IE.

The eNB shall, if supported, report in the E-RAB RELEASE INDICATION message location information of the UE in the User Location Information IE.

Upon reception of the E-RAB RELEASE INDICATION message the MME shall normally initiate the appropriate release procedure on the core network side for the E-RABs identified in the E-RAB RELEASE INDICATION message.
If the User Location Information IE is included in the E-RAB RELEASE INDICATION message, the MME shall handle this information as specified in TS 23.401 [11].
If the Secondary RAT Usage Report List IE is included in the E-RAB RELEASE INDICATION message, the MME shall handle this information as specified in TS 23.401 [11].

Interaction with UE Context Release Request procedure:

If the eNB wants to remove all remaining E-RABs, e.g., for user inactivity, the UE Context Release Request procedure shall be used instead. 

8.2.3.3
Abnormal Conditions

If the eNB receives an E-RAB RELEASE COMMAND message containing multiple E-RAB ID IEs (in the E-RAB To Be Released List IE) set to the same value, the eNB shall initiate the release of one corresponding E-RAB and ignore the duplication of the instances of the selected corresponding E-RABs.
If the MME receives an E-RAB RELEASE INDICATION message containing multiple E-RAB ID IEs (in the E-RAB Released List IE) set to the same value, the MME shall initiate the release of one corresponding E-RAB and ignore the duplication of the instances of the selected corresponding E-RABs.
If the eNB receives an E-RAB RELEASE COMMAND message containing some E-RAB ID IEs that eNB does not recognize, the eNB shall report the corresponding invalid E-RABs as failed in the E-RAB RELEASE RESPONSE message with the appropriate cause, e.g., “Unknown E-RAB ID”.
8.2.4
E-RAB Modification Indication
8.2.4.1
General

The purpose of the E-RAB Modification Indication procedure is to enable the eNB to request modifications of already established E-RABs for a given UE. The procedure uses UE-associated signalling.

8.2.4.2
Successful Operation
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Figure 8.2.4.2-1: E-RAB Modification Indication procedure. Successful operation.

The eNB initiates the procedure by sending an E-RAB MODIFICATION INDICATION message to the MME.

The Transport Layer Address IE and DL GTP TEID IE included in the E-RAB To Be Modified Item IEs IE in the E-RAB MODIFICATION INDICATON message shall be considered by the MME as the new DL address of the E-RABs. The Transport Layer Address IE and DL GTP TEID IE included in the E-RAB Not To Be Modified Item IEs IE in the E-RAB MODIFICATION INDICATION message shall be considered by the MME as the E-RABs with unchanged DL address

If the Secondary RAT Usage Report List IE is included in the E-RAB MODIFICATION INDICATION message, the MME shall handle this information as specified in TS 23.401 [11].

The E-RAB MODIFICATION CONFIRM message shall contain the result for all the E-RABs that were requested to be modified according to the E-RAB To Be Modified Item IEs IE of the E-RAB MODIFICATION INDICATION message as follows:

-
A list of E-RABs which are successfully modified shall be included in the E-RAB Modify List IE.

-
A list of E-RABs which failed to be modified, if any, shall be included in the E-RAB Failed to Modify List IE.
-
A list of E-RABs which are to be released, if any, shall be included in the E-RAB To Be Released List IE.
If the E-RAB Failed to Modify List IE is received in the E-RAB MODIFICATION CONFIRM message, the eNB shall either

-
release all corresponding E-UTRA and E-UTRAN resources for the concerned E-RAB or

-
keep the previous transport information before sending the E-RAB MODIFICATION INDICATION message unchanged for the concerned E-RAB.
If the E-RAB To Be Released List IE is received in the E-RAB MODIFICATION CONFIRM message, the eNB shall release all corresponding E-UTRA and E-UTRAN resources for the concerned E-RAB.
If the CSG Membership Info IE is included in the E-RAB MODIFICATION INDICATION message, the MME shall use the information for CSG membership verification as specified in TS 36.300 [14] and provide the result of the membership verification in the CSG Membership Status IE contained in the E-RAB MODIFICATION CONFIRM message.

If PLMN Identity IE is received in the CSG Membership Info IE in the E-RAB MODIFICATION INDICATION message, the MME shall use it for CSG membership verification as specified in TS 36.300 [14].

When the MME reports unsuccessful modification of an E-RAB, the cause value should be precise enough to enable the eNB to know the reason for an unsuccessful modification.
If the Tunnel Information for BBF IE is received in the E-RAB MODIFICATION INDICATION message, the MME shall, if supported, use it in the core network as specified in TS 23.139 [37].
8.2.4.3
Unsuccessful Operation

The unsuccessful operation is specified in the successful operation section.

8.2.4.4
Abnormal Conditions

Interaction with UE Context Release Request procedure:

If the E-RAB MODIFICATION INDICATION message does not contain all the E-RABs previously included in the UE Context, the MME shall trigger the UE Context Release procedure.

If the E-RAB MODIFICATION INDICATION message contains several E-RAB ID IEs set to the same value, the MME shall trigger the UE Context Release procedure.
If the CSG Membership Info IE in the E-RAB MODIFICATION INDICATION message does not contain the Cell Access Mode IE set to "hybrid", the MME shall trigger the UE Context Release procedure.
8.3
Context Management procedures
8.3.1
Initial Context Setup
8.3.1.1
General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup Item IE may contain:

-
the NAS-PDU IE,

-
the Correlation ID IE in case of LIPA operation,

-
the SIPTO Correlation ID IE in case of SIPTO@LN operation,

-
the Bearer Type IE.

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE.

-
the Handover Restriction List IE, which may contain roaming or access restrictions.

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the CS Fallback Indicator IE.

-
the SRVCC Operation Possible IE.

-
the CSG Membership Status IE.

-
the Registered LAI IE.

-
the GUMMEI IE, which indicates the MME serving the UE, and shall only be present according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14].

-
the MME UE S1AP ID 2 IE, which indicates the MME UE S1AP ID assigned by the MME, and shall only be present according to subclause 4.6.2 of TS 36.300 [14]. 

-
the Management Based MDT Allowed IE.

-
the Management Based MDT PLMN List IE.

-
the Additional CS Fallback Indicator IE.

-
the Masked IMEISV IE.

-
the Expected UE Behaviour IE.

-
the ProSe Authorized IE.

-
the UE User Plane CIoT Support Indicator IE.

-
the V2X Services Authorized IE.

-
the UE Sidelink Aggregate Maximum Bit Rate IE.
-
the NR UE Security Capabilities IE.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

If the Correlation ID IE is included in the INITIAL CONTEXT SETUP REQUEST message towards the eNB with L-GW function for LIPA operation, then the eNB shall use this information for LIPA operation for the concerned E-RAB.

If the SIPTO Correlation ID IE is included in the INITIAL CONTEXT SETUP REQUEST message towards the eNB with L-GW function for SIPTO@LN operation, then the eNB shall use this information for SIPTO@LN operation for the concerned E-RAB.

If the Bearer Type IE is included in the INITIAL CONTEXT SETUP REQUEST message and is set to “non IP”, then the eNB shall not perform header compression for the concerned E-RAB.

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

If the Expected UE Behaviour IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information and may use it to determine the RRC connection time.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.

-
store the received Handover Restriction List in the UE context.

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in TS 36.300 [14].

-
store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [9].

-
store the received UE Security Capabilities in the UE context.
-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15].

-
store the received CSG Membership Status, if supported, in the UE context.

-
store the received Management Based MDT Allowed information, if supported, in the UE context.

-
store the received Management Based MDT PLMN List information, if supported, in the UE context.

 -
store the received ProSe Authorization information, if supported, in the UE context.

-
store the received V2X Services Authorization information, if supported, in the UE context.

-
store the received UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for V2X services.
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except if the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is not present in which case the eNB may use the information in the Handover Restriction List IE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming and no access restriction apply to the UE. The eNB shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup E-RABs has a particular ARP value (TS 23.401 [11]);

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is not present and, in case the Handover Restriction List IE is applied, no suitable target is found, in which case it shall process according to TS 23.272 [17];

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is set to “no restriction”, in which case it shall process according to TS 23.272 [17].

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE ,within the MDT Configuration IE, set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBSFN MDT”, initiate the requested MDT session as described in TS 32.422 [10] and the eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-AreaId IE in the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall reply with the INITIAL CONTEXT SETUP RESPONSE message and then act as defined in TS 23.272 [17].
If the Registered LAI IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the eNB may take the Registered LAI IE into account when selecting the target cell or frequency and then act as defined in TS 23.272 [17].
If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Key IE.
If the GUMMEI IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it for subsequent X2 handovers.

If the MME UE S1AP ID 2 IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it for subsequent X2 handovers.

If the Management Based MDT Allowed IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall use it, if supported, together with information in the Management Based MDT PLMN List IE, if available in the UE context, to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [10].

If the UE User Plane CIoT Support Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message and is set to "supported", the eNB shall, if supported, consider that User Plane CIoT EPS Optimisation as specified in TS 23.401[11] is supported for the UE. 

If the Enhanced Coverage Restricted IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall store this information in the UE context and use it as defined in TS 23.401 [11].
If the NR UE Security Capabilities IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 33.401 [15].
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment, e.g., “Radio resources not available”, “Failure in the Radio Interface Procedure”.

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
8.3.2
UE Context Release Request (eNB initiated)
8.3.2.1
General

The purpose of the UE Context Release Request procedure is to enable the eNB to request the MME to release the UE-associated logical S1-connection due to E-UTRAN generated reasons, e.g., “TX2RELOCOverall Expiry”. The procedure uses UE-associated signalling.

8.3.2.2
Successful Operation
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Figure 8.3.2.2-1: UE Context Release Request procedure. Successful operation.

The eNB controlling a UE-associated logical S1-connection initiates the procedure by generating a UE CONTEXT RELEASE REQUEST message towards the affected MME node. 

The UE CONTEXT RELEASE REQUEST message shall indicate the appropriate cause value, e.g., “User Inactivity”, “Radio Connection With UE Lost”, “CSG Subscription Expiry”, “CS Fallback triggered”, “Redirection towards 1xRTT”, “Inter-RAT Redirection”, “UE Not Available for PS Service”, “Release due to pre-emption”, for the requested UE-associated logical S1-connection release. 
If the Secondary RAT Usage Report List IE is included in the UE CONTEXT RELEASE REQUEST message, the MME shall handle this information as specified in TS 23.401 [11].
Interactions with UE Context Release procedure:
The UE Context Release procedure should be initiated upon reception of a UE CONTEXT RELEASE REQUEST message. 
8.3.3
UE Context Release (MME initiated)

8.3.3.1
General

The purpose of the UE Context Release procedure is to enable the MME to order the release of the UE-associated logical connection due to various reasons, e.g., completion of a transaction between the UE and the EPC, or completion of successful handover, or completion of handover cancellation, or release of the old UE-associated logical S1-connection when two UE-associated logical S1-connections toward the same UE is detected after the UE has initiated the establishment of a new UE-associated logical S1-connection, or the UE is no longer allowed to access the CSG cell (i.e., the UE becomes a non-member of the currently used CSG cell). The procedure uses UE-associated S1 connection.
8.3.3.2
Successful Operation
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Figure 8.3.3.2-1: UE Context Release procedure. Successful operation.

The MME initiates the procedure by sending the UE CONTEXT RELEASE COMMAND message to the eNB. 

The UE CONTEXT RELEASE COMMAND message shall contain the UE S1AP ID pair IE if available, otherwise the message shall contain the MME UE S1AP ID IE.

The MME provides the cause IE set to “Load Balancing TAU Required” in the UE CONTEXT RELEASE COMMAND message sent to the eNB for all load balancing and offload cases in the MME. 

Upon reception of the UE CONTEXT RELEASE COMMAND message, the eNB shall release all related signalling and user data transport resources and reply with the UE CONTEXT RELEASE COMPLETE message. In case of eNB supporting L-GW function for LIPA and/or SIPTO@LN operation, the eNB shall also release any related tunnel resources. In case of successful handover, the eNB using L-GW function for SIPTO@LN operation shall also request using intra-node signalling the collocated L-GW to release the SIPTO@LN PDN connection as defined in TS 23.401 [11].
The eNB shall, if supported, report in the UE CONTEXT RELEASE COMPLETE message location information of the UE in the User Location Information IE.

If the User Location Information IE is included in the UE CONTEXT RELEASE COMPLETE message, the MME shall handle this information as specified in TS 23.401 [11].
If the Information on Recommended Cells and eNBs for Paging IE is included in the UE CONTEXT RELEASE COMPLETE message, the MME shall, if supported, store it and may use it for subsequent paging. 

If the Cell Identifier and Coverage Enhancement Level IE is included in the UE CONTEXT RELEASE COMPLETE message, the MME shall, if supported, store it and use it for subsequent paging.
If the Secondary RAT Usage Report List IE is included in the UE CONTEXT RELEASE COMPLETE message, the MME shall handle this information as specified in TS 23.401 [11].

8.3.3.3
Abnormal Conditions

If the UE Context Release procedure is not initiated towards the eNB before the expiry of the timer TS1RELOCOverall, the eNB shall request the MME to release the UE context.

If the UE returns to the eNB before the reception of the UE CONTEXT RELEASE COMMAND message or the expiry of the timer TS1RELOCOverall, the eNB shall stop the TS1RELOCOverall and continue to serve the UE.

8.3.4
UE Context Modification
8.3.4.1
General
The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g., with the Security Key or the Subscriber Profile ID for RAT/Frequency priority. The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.
The UE CONTEXT MODIFICATION REQUEST message may contain.

-
the Security Key IE.
-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the UE Aggregate Maximum Bit Rate IE.

-
the CS Fallback Indicator IE.

-
the UE Security Capabilities IE. 

-
the CSG Membership Status IE.

-
the Registered LAI IE.

-
the Additional CS Fallback Indicator IE.

-
the ProSe Authorized IE.

-
the SRVCC Operation Possible IE.

-
the SRVCC Operation Not Possible IE.

-
the V2X Services Authorized IE.

-
the UE Sidelink Aggregate Maximum Bit Rate IE.
-
the NR UE Security Capabilities IE.
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the eNB shall
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15]

-
store the UE Security Capabilities IE and take them into use together with the received keys according to TS 33.401 [15].
-
if supported, store the NR UE Security Capabilities IE and use it as defined in TS 33.401 [15]
-
store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in TS 36.300 [14].

If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message the eNB shall:
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

-
use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

If the CSG Membership Status IE is received in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall take the following action:

-
If the cell that serves the UE is a hybrid cell, the eNB shall store the value contained in the CSG Membership Status IE and replace any previously stored membership status value by this new one. It shall then use it as defined in TS 36.300 [14].

-
If the cell that serves the UE is a CSG cell, and the CSG Membership Status IE is set to “not-member”, the eNB should initiate actions to ensure that the UE is no longer served by the CSG cell as defined in TS 36.300 [14].

-
If the UE is in dual connectivity operation and the cell configured as SCG is a hybrid cell, the eNB shall inform the eNB serving the SCG of the updated CSG membership status.
If the UE Aggregate Maximum Bit Rate IE is not contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 
If the CS Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE Context is subject to CS Fallback. The eNB shall reply with the UE CONTEXT MODIFICATION RESPONSE message and then act as defined in TS 23.272 [17]. If the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is not present and, in case the Handover Restriction List information that may exist in the UE context is applied, no suitable target is found, or if the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is set to “no restriction”, the eNB shall consider that no roaming and no access restriction apply to the UE and process according to TS 23.272 [17].
If the Registered LAI IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the eNB may take the Registered LAI IE into account when selecting the target cell or frequency and then act as defined in TS 23.272 [17].
If the ProSe Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall, if supported, update its ProSe authorization information for the UE accordingly. If the ProSe Authorized IE includes one or more IEs set to “not authorized”, the eNB shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant ProSe service(s).

If the SRVCC Operation Possible IE is included in UE CONTEXT MODIFICATION REQUEST message, the eNB shall store content of the received SRVCC Operation Possible IE in the UE context and, if supported, use it as defined in TS 23.216 [9].

If the SRVCC Operation Not Possible IE is included in UE CONTEXT MODIFICATION REQUEST message, the eNB shall, if supported, remove the SRVCC Operation Possible information from the UE context.

If the V2X Services Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall, if supported, update its V2X services authorization information for the UE accordingly. If the V2X Services Authorized IE includes one or more IEs set to “not authorized”, the eNB shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant service(s).

If the UE Sidelink Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall, if supported:
-
replace the previously provided UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value; 

-
use the received value for the concerned UE’s sidelink communication in network scheduled mode for V2X services.

The eNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the MME the successful update of the UE context.

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the eNB.

******   NEXT CHANGE  ******
8.3.7
UE Context Suspend
8.3.7.1
General

The purpose of the UE Context Suspend procedure is to suspend the UE context, the UE-associated logical S1-connection and the related bearer contexts in the E-UTRAN and the EPC.
8.3.7.2
Successful Operation
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Figure 8.3.7.2-1: UE Context Suspend procedure. Successful operation.

The eNB initiates the procedure by sending the UE CONTEXT SUSPEND REQUEST message to the MME.

Upon receipt of the UE CONTEXT SUSPEND REQUEST the MME shall act as defined in TS 23.401 [11].

Upon receipt of the UE CONTEXT SUSPEND RESPONSE message the eNB shall suspend the UE context, the UE-associated logical S1-connection and the related bearer contexts and send the UE to RRC_IDLE.

If the Information on Recommended Cells and eNBs for Paging IE is included in the UE CONTEXT SUSPEND REQUEST message, the MME shall, if supported, store it and may use it for subsequent paging.
If the Cell Identifier and Coverage Enhancement Level IE is included in the UE CONTEXT SUSPEND REQUEST message, the MME shall, if supported, store it and use it for subsequent paging.
If the Secondary RAT Usage Report List IE is included in the UE CONTEXT SUSPEND REQUEST message, the MME shall handle this information as specified in TS 23.401 [11].

If the Security Context IE is included in the UE CONTEXT SUSPEND RESPONSE message, the eNB shall store the received Security Context IE in the UE context and remove any existing unused stored {NH, NCC} as specified in TS 33.401 [15].
******   NEXT CHANGE  ******
8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE.

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains roaming or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has a particular ARP value (TS 23.401 [11]).

The target eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

Upon reception of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.
If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of the received SRVCC Operation Possible IE in the UE context and, if supported, use it as defined in TS 23.216 [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in TS 33.401 [15].

If the Trace Activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBSFN MDT”, initiate the requested MDT session as described in TS 32.422 [10] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-AreaId IE in the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

If the CSG Id IE is received in the HANDOVER REQUEST message, the eNB shall compare the received value with the CSG Id broadcast by the target cell.

If the CSG Membership Status IE is received in the HANDOVER REQUEST message and the CSG Membership Status is set to “member”, the eNB may provide the QoS to the UE as for member provided that the CSG Id received in the HANDOVER REQUEST messages corresponds to the CSG Id broadcast by the target cell.

If the CSG Membership Status IE and the CSG Id IE are received in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the eNB may provide the QoS to the UE as for a non member and shall send back in the HANDOVER REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.

If the target cell is CSG cell or hybrid cell, the target eNB shall include the CSG ID IE in the HANDOVER REQUEST ACKNOWLEDGE message.

If the target eNB receives the CSG Id IE and the CSG Membership Status IE is set to “non member” in the HANDOVER REQUEST message and the target cell is a closed cell and at least one of the E-RABs has a particular ARP value (see TS 23.401 [11]), the eNB shall send back the HANDOVER REQUEST ACKNOWLEDGE message to the MME accepting those E-RABs and failing the other E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the content of the received Subscriber Profile ID for RAT/Frequency priority IE in the UE context and use it as defined in TS 36.300 [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information, to be used for future handover preparations.

If the Mobility Information IE is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [14].

If the Expected UE Behaviour IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information and may use it to determine the RRC connection time. 
If the Bearer Type IE is included in the HANDOVER REQUEST message and is set to “non IP”, then the eNB shall not perform header compression for the concerned E-RAB.

After all necessary resources for the admitted E-RABs have been allocated, the target eNB shall generate the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell, if any, shall be included in the E-RABs Failed to Setup List IE.

If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given E-RAB within the E-RABs To Be Setup List IE set to “Data forwarding not possible”, then the target eNB may decide not to include the DL Transport Layer Address IE and the DL GTP-TEID IE and for intra LTE handover the UL Transport Layer Address IE and the UL GTP-TEID IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message for that E-RAB.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL GTP-TEID IE and the UL Transport Layer Address IE for a given bearer in the E-RABs Admitted List IE, then it means the target eNB has requested the forwarding of uplink data for this given bearer.

If the Request Type IE is included in the HANDOVER REQUEST message, then the target eNB should perform the requested location reporting functionality for the UE as described in subclause 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Context IE.
The GUMMEI IE shall only be contained in the HANDOVER REQUEST message according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14]. If the GUMMEI IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

The MME UE S1AP ID 2 IE shall only be contained in the HANDOVER REQUEST message according to subclause 4.6.2 of TS 36.300 [14].If the MME UE S1AP ID 2 IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selections of the UE for management based MDT defined in TS 32.422 [10].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling. 

If the HANDOVER REQUEST contains a Target Cell ID IE, as part of the Source eNB to Target eNB Transparent Container IE, for a cell which is no longer active, the eNB may respond with an HANDOVER REQUEST ACKNOWLEDGE in case the PCI of the deactivated cell is in use by another active cell.

If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).

If the UE User Plane CIoT Support Indicator IE is included in the HANDOVER REQUEST message and is set to "supported", the eNB shall, if supported, consider that User Plane CIoT EPS Optimisation as specified in TS 23.401[11] is supported for the UE.

If the CE-mode-B Support Indicator IE is included in the HANDOVER REQUEST ACKNOWLEDGE message and set to "supported", the MME shall, if supported, use the extended NAS timer settings for the UE as specified in TS 24.301[24].

If the V2X Services Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant service(s).

If the UE Sidelink Aggregate Maximum Bit Rate IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, use the received value for the concerned UE’s sidelink communication in network scheduled mode for V2X services. 

If the Enhanced Coverage Restricted IE is included in the HANDOVER REQUEST message, the eNB shall store this information in the UE context and use it as defined in TS 23.401 [11].
If the NR UE Security Capabilities IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 33.401 [15].
******   NEXT CHANGE  ******
8.4.4
Path Switch Request

8.4.4.1
General

The purpose of the Path Switch Request procedure is to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.

8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The eNB initiates the procedure by sending the PATH SWITCH REQUEST message to the MME.

If the ‎E-RAB To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all E-RABs previously included in the UE Context, the MME shall consider the non included E-RABs as implicitly released by the eNB.

When the eNB has received from the radio interface the RRC Resume Cause IE, it shall include it in the PATH SWITCH REQUEST message.
After all necessary updates including the UP path switch have been successfully completed in the EPC for at least one of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the eNB and the procedure ends. The UE-associated logical S1-connection shall be established at reception of the PATH SWITCH REQUEST ACKNOWLEDGE message.

In case the EPC failed to perform the UP path switch for at least one, but not all, of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall include the E-RABs it failed to perform UP path switch in the PATH SWITCH REQUEST ACKNOWLEDGE E-RAB To Be Released List IE. In this case, the eNB shall release the corresponding data radio bearers, and the eNB shall regard the E-RABs indicated in the E-RAB To Be Released List IE as being fully released.

If the CSG Id IE and no Cell Access Mode IE are received in the PATH SWITCH REQUEST message, the MME shall use it in the core network as specified in TS 23.401 [11]. If the CSG Id IE and the Cell Access Mode IE set to “hybrid” are received in the PATH SWITCH REQUEST message, the MME shall decide the membership status of the UE and use it in the core network as specified in TS 23.401 [11]. If no CSG Id IE and no Cell Access Mode IE are received in the PATH SWITCH REQUEST message and the UE was previously either in a CSG cell or in a hybrid cell, the MME shall consider that the UE has moved into a cell that is neither a CSG cell nor a hybrid cell and use this as specified in TS 23.401 [11].

If the GUMMEI of the MME currently serving the UE is available at the eNB (see TS 36.300 [14]) the eNB shall include the Source MME GUMMEI IE within the PATH SWITCH REQUEST message.

Upon reception of the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it for the next X2 handover or Intra eNB handovers as specified in TS 33.401 [15].

The PATH SWITCH REQUEST ACKNOWLEDGE message may contain

-
the UE Aggregate Maximum Bit Rate IE.

-
the MME UE S1AP ID 2 IE, which indicates the MME UE S1AP ID assigned by the MME.

If the UE Aggregate Maximum Bit Rate IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
If the UE Aggregate Maximum Bit Rate IE is not contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context.

In case the EPC decides to change the uplink termination point of the tunnels, it may include the E-RAB To Be Switched in Uplink List IE in the PATH SWITCH REQUEST ACKNOWLEDGE message to specify a new uplink transport layer address and uplink GTP-TEID for each respective E-RAB for which it wants to change the uplink tunnel termination point. 

When the eNB receives the PATH SWITCH REQUEST ACKNOWLEDGE message and if this message includes the E-RAB To Be Switched in Uplink List IE, the eNB shall start delivering the uplink packets of the concerned E-RABs to the new uplink tunnel endpoints as indicated in the message.

When the eNB receives the PATH SWITCH REQUEST ACKNOWLEDGE message including the CSG Membership Status IE, and if the cell that serves the UE is a hybrid cell, the eNB shall use it as defined in TS 36.300 [14].

If the MME UE S1AP ID 2 IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall store this information in the UE context and use it for subsequent X2 handovers.

If the Tunnel Information for BBF IE is received in the PATH SWITCH REQUEST message, the MME shall, if supported, use it in the core network as specified in TS 23.139 [37].

If the LHN ID IE is included in the PATH SWITCH REQUEST message, the MME shall, if supported, use it as specified in TS 23.401 [11].

If the ProSe Authorized IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported, update its ProSe authorization information for the UE accordingly. If the ProSe Authorized IE includes one or more IEs set to “not authorized”, the eNB shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant ProSe service(s).

If the UE User Plane CIoT Support Indicator IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message and is set to "supported", the eNB shall, if supported, consider that User Plane CIoT EPS Optimisation as specified in TS 23.401[11] is supported for the UE.

If the V2X Services Authorized IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported, update its V2X services authorization information for the UE accordingly. If the V2X Services Authorized IE includes one or more IEs set to “not authorized”, the eNB shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant service(s).

If the UE Sidelink Aggregate Maximum Bit Rate IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported:

-
replace the previously provided UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value;
-
use the received value for the concerned UE’s sidelink communication in network scheduled mode for V2X services.

If the Enhanced Coverage Restricted IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall store this information in the UE context and use it as defined in TS 23.401 [11].
If information on the UE’s NR security capabilities is available at the eNB (see TS 33.401 [15]) the eNB shall include the NR UE Security Capabilities IE within the PATH SWITCH REQUEST message.
If the NR UE Security Capabilities IE is included in the PATH SWITCH REQUEST message, the MME shall, if supported, consider that the eNB has stored the respective information in the UE context, and proceed as defined in TS 33.401 [15].
If the NR UE Security Capabilities IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 33.401 [15].
******   NEXT CHANGE  ******
8.17
LPPa transport

8.17.1
General
The purpose of the LPPa Transport procedure is to carry LPPa signalling (defined in TS 36.455 [34]) between eNB and E-SMLC over the S1 Interface as defined in TS 36.455 [34]. The procedure may use UE-associated signalling or non-UE associated signalling. The UE-associated signalling is used to support E-CID and UTDOA positioning of a specific UE. The non-UE associated signalling is used to obtain assistance data from an eNB to support OTDOA positioning for any UE.
8.17.2
Successful Operations

8.17.2.1
DOWNLINK UE ASSOCIATED LPPA TRANSPORT
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Figure 8.17.2.1-1: DOWNLINK UE ASSOCIATED LPPA Transport Procedure

The MME initiates the procedure by sending the DOWNLINK UE ASSOCIATED LPPA TRANSPORT message to eNB.
8.17.2.2
UPLINK UE ASSOCIATED LPPA TRANSPORT
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Figure 8.17.2.2-1: UPLINK UE ASSOCIATED LPPA TRANSPORT Procedure

The eNB initiates the procedure by sending the UPLINK UE ASSOCIATED LPPA TRANSPORT message to MME.

8.17.2.3
DOWNLINK NON UE ASSOCIATED LPPA TRANSPORT
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Figure 8.17.2.3-1: DOWNLINK NON UE ASSOCIATED LPPA Transport Procedure

The MME initiates the procedure by sending the DOWNLINK NON UE ASSOCIATED LPPA TRANSPORT message to eNB.
8.17.2.4
UPLINK NON UE ASSOCIATED LPPA TRANSPORT
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Figure 8.17.2.4-1: UPLINK NON UE ASSOCIATED LPPA TRANSPORT Procedure

The eNB initiates the procedure by sending the UPLINK NON UE ASSOCIATED LPPA TRANSPORT message to MME.

8.17.3
Unsuccessful Operation

Not applicable

8.17.4
Abnormal Conditions

If an MME receives an UPLINK UE ASSOCIATED LPPA TRANSPORT message with an unknown Routing ID for the UE, the MME shall ignore the message.

If an MME receives an UPLINK NON UE ASSOCIATED LPPA TRANSPORT message indicating an unknown or unreachable Routing ID, the MME shall ignore the message.
8.xx
Secondary RAT Report
8.xx.1
General
The purpose of the Secondary RAT Report procedure is to provides information on the used NR resources during EN-DC operation.
8.xx.2
Successful Operations

8.xx.2.1
SECONDARY RAT REPORT
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Figure 8.xx.2.1-1: Secondary RAT Report Procedure

The eNB initiates the procedure by sending the SECONDARY RAT REPORT message to MME.

8.xx.3
Unsuccessful Operation

Not applicable

8.xx.4
Abnormal Conditions

Not applicable

9.1.3.3
E-RAB MODIFY REQUEST
This message is sent by the MME and is used to request the eNB to modify the Data Radio Bearers and the allocated resources on Uu and S1 for one or several E-RABs or to change the S-GW as defined in TS 23.401 [11].
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB to be Modified List
	
	1
	
	
	YES
	reject

	>E-RAB To Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>NAS-PDU
	M
	
	9.2.3.5
	
	-
	

	>>Transport Information
	O
	
	
	
	YES
	reject

	>>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>>UL GTP TEID
	M
	
	GTP-TEID

9.2.2.2
	
	-
	

	Secondary RAT Usage Data Request
	O
	
	ENUMERATED (requested, …)
	
	Yes
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.4
E-RAB MODIFY RESPONSE
This message is sent by the eNB and is used to report the outcome of the request from the E-RAB MODIFY REQUEST message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Modify List
	
	0..1
	
	
	YES
	ignore

	>E-RAB Modify Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	E-RAB Failed to Modify List 
	O
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Modify List IE and E-RAB Failed to Modify List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	Ignore

	Secondary RAT Usage Report List
	O
	
	9.2.1.x
	
	Yes
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.6
E-RAB RELEASE RESPONSE
This message is sent by the eNB and is used to report the outcome of the request from the E-RAB RELEASE COMMAND message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Release List 
	
	0..1
	
	
	YES
	ignore

	>E-RAB Release Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	E-RAB Failed to Release List 
	O
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Release List IE and E-RAB Failed to Release List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	User Location Information
	O
	
	9.2.1.93
	
	YES
	Ignore

	Secondary RAT Usage Report List
	O
	
	9.2.1.x
	
	Yes
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.7
E-RAB RELEASE INDICATION

This message is sent by the eNB and is used to indicate the MME to release one or several E-RABs for one UE.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB Released List 
	M
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Released List IE.
	YES
	ignore

	User Location Information
	O
	
	9.2.1.93
	
	YES
	Ignore

	Secondary RAT Usage Report List
	O
	
	9.2.1.x
	
	Yes
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.8
E-RAB MODIFICATION INDICATION
This message is sent by the eNB and is used to request the MME to apply the indicated modification for one or several E-RABs.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB to be Modified List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>DL GTP TEID
	M
	
	GTP-TEID

9.2.2.2
	
	-
	

	E-RAB not to be Modified List
	
	0..1
	
	
	YES
	reject

	>E-RAB not to Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>DL GTP TEID
	M
	
	GTP-TEID

9.2.2.2
	
	-
	

	CSG Membership Info
	
	0..1
	
	
	YES
	reject

	>CSG Membership Status
	M
	
	9.2.1.73
	
	-
	

	>CSG Id
	M
	
	9.2.1.62
	
	-
	

	>Cell Access Mode 
	O
	
	9.2.1.74
	
	-
	

	>PLMN Identity
	O
	
	9.2.3.8
	
	-
	

	Tunnel Information for BBF
	O
	
	Tunnel Information 9.2.2.3
	Indicating HeNB’s Local IP Address assigned by the broadband access provider, UDP port Number.
	YES
	Ignore

	Secondary RAT Usage Report List
	O
	
	9.2.1.x
	
	Yes
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256.


******   NEXT CHANGE  ******
9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request the setup of a UE context.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore

	>>SIPTO Correlation ID
	O
	
	Correlation ID

9.2.1.80
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see TS 33.401 [15].
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.2.1.89
	
	YES
	ignore

	Additional CS Fallback Indicator
	C-ifCSFBhighpriority
	
	9.2.3.37
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.38
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.1.96
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.Xy
	
	YES
	ignore


******   NEXT CHANGE  ******
9.1.4.5
UE CONTEXT RELEASE REQUEST

This message is sent by the eNB to request the release of the UE-associated S1-logical connection over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	GW Context Release Indication
	O
	
	9.2.1.84
	
	YES
	reject

	Secondary RAT Usage Report List
	O
	
	9.2.1.x
	
	Yes
	ignore


9.1.4.6
UE CONTEXT RELEASE COMMAND

This message is sent by the MME to request the release of the UE-associated S1-logical connection over the S1 interface.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	CHOICE UE S1AP IDs
	M
	
	
	
	YES
	reject

	>UE S1AP ID pair
	
	
	
	
	
	

	>>UE S1AP ID pair
	M
	
	9.2.3.18
	
	
	

	>MME UE S1AP ID
	
	
	
	
	
	

	>>MME UE S1AP ID
	M
	
	9.2.3.3
	
	
	

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore


9.1.4.7
UE CONTEXT RELEASE COMPLETE
This message is sent by the eNB to confirm the release of the UE-associated S1-logical connection over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	User Location Information
	O
	
	9.2.1.93
	
	YES
	ignore

	Information on Recommended Cells and eNBs for Paging
	O
	
	9.2.1.105
	
	YES
	ignore

	Cell Identifier and Coverage Enhancement Level
	O
	
	9.2.1.109
	
	YES
	Ignore

	Secondary RAT Usage Report List
	O
	
	9.2.1.x
	
	Yes
	ignore


9.1.4.8
UE CONTEXT MODIFICATION REQUEST

This message is sent by the MME to provide UE Context information changes to the eNB.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Security Key
	O
	
	9.2.1.41
	A fresh KeNB is provided after performing a key-change on the fly procedure in the MME, see TS 33.401 [15].
	YES
	reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	UE Security Capabilities
	O
	
	9.2.1.40
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore

	Additional CS Fallback Indicator
	C-ifCSFBhighpriority
	
	9.2.3.37
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	SRVCC Operation Not Possible
	O
	
	9.2.1.119
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.Xy
	
	YES
	ignore


******   NEXT CHANGE  ******
9.1.4.15
UE CONTEXT SUSPEND REQUEST
This message is sent by the eNB to request the MME to suspend the UE context and the related bearer contexts.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Information on Recommended Cells and eNBs for Paging
	O
	
	9.2.1.105
	
	YES
	ignore

	Cell Identifier and Coverage Enhancement Level 
	O
	
	9.2.1.109
	
	YES
	Ignore

	Secondary RAT Usage Report List
	O
	
	9.2.1.x
	
	Yes
	ignore


******   NEXT CHANGE  ******
9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver UL PDUs.
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Data Forwarding Not Possible
	O
	
	9.2.1.76
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES
	reject

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in TS 33.401 [15].
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the  MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.2.1.89
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.38
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.1.96
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.Xy
	
	YES
	ignore


******   NEXT CHANGE  ******
9.1.5.8
PATH SWITCH REQUEST

This message is sent by the eNB to request the MME to switch DL GTP tunnel termination point(s) from one end-point to another.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB To Be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>E-RABs Switched in Downlink Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver DL PDUs.
	-
	

	Source MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	TAI
	M
	
	9.2.3.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	ignore

	CSG Id
	O
	
	9.2.1.62
	
	YES
	ignore

	Cell Access Mode
	O
	
	9.2.1.74
	
	YES
	ignore

	Source MME GUMMEI
	O
	
	9.2.3.9
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Tunnel Information for BBF
	O
	
	Tunnel Information 9.2.2.3
	Indicating HeNB’s Local IP Address assigned by the broadband access provider, UDP port Number.
	YES
	ignore

	LHN ID
	O
	
	9.2.1.92
	
	YES
	ignore

	RRC Resume Cause
	O
	
	RRC Establishment Cause

9.2.1.3a
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.Xy
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.1.5.9
PATH SWITCH REQUEST ACKNOWLEDGE

This message is sent by the MME to inform the eNB that the path switch has been successfully completed in the EPC.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	E-RAB To Be Switched in Uplink List
	
	0..1
	
	
	YES
	ignore

	>E-RABs Switched in Uplink Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	E-RAB To Be Released List
	O
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB To Be Switched in Uplink List IE and E-RAB to Be Released List IE.
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	One pair of {NCC, NH} is provided.
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.Xy
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


******   NEXT CHANGE  *****
9.1.19
LPPa Transport Messages

9.1.19.1
DOWNLINK UE ASSOCIATED LPPA TRANSPORT

This message is sent by the MME and is used for carrying LPPa message over the S1 interface.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Routing ID
	M
	
	9.2.3.33
	
	YES
	reject

	LPPa-PDU
	M
	
	9.2.3.32
	
	YES
	reject


9.1.19.2
UPLINK UE ASSOCIATED LPPA TRANSPORT

This message is sent by the eNB and is used for carrying LPPa message over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Routing ID
	M
	
	9.2.3.33
	
	YES
	reject

	LPPa-PDU
	M
	
	9.2.3.32
	
	YES
	reject


9.1.19.3
DOWNLINK NON UE ASSOCIATED LPPA TRANSPORT

This message is sent by the MME and is used for carrying LPPa message over the S1 interface.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Routing ID
	M
	
	9.2.3.33
	
	YES
	reject

	LPPa-PDU
	M
	
	9.2.3.32
	
	YES
	reject


9.1.19.4
UPLINK NON UE ASSOCIATED LPPA TRANSPORT

This message is sent by the eNB and is used for carrying LPPa message over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Routing ID
	M
	
	9.2.3.33
	
	YES
	reject

	LPPa-PDU
	M
	
	9.2.3.32
	
	YES
	reject


9.1.xx
Secondary RAT Report Messages

9.1.xx.1
SECONDARY RAT REPORT
This message is sent by the eNB to report Secondary RAT usage.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Secondary RAT Usage Report list
	M
	
	9.2.1.x
	
	YES
	ignore

	Handover Flag
	O
	
	9.2.1.y
	
	YES
	ignore


******   NEXT CHANGE  *****
9.2.1.18
GBR QoS Information

This IE indicates the maximum and guaranteed bit rates of a GBR bearer for downlink and uplink.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	E-RAB Maximum Bit Rate Downlink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the maximum downlink E-RAB Bit Rate as specified in TS 23.401 [11] for this bearer.
If the Extended E-RAB Maximum Bit Rate Downlink IE is included, the E-RAB Maximum Bit Rate Downlink IE shall be ignored.

	E-RAB Maximum Bit Rate Uplink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the maximum uplink E-RAB Bit Rate as specified in TS 23.401 [11] for this bearer.
If the Extended E-RAB Maximum Bit Rate Uplink IE is included, the E-RAB Maximum Bit Rate Uplink IE shall be ignored.

	E-RAB Guaranteed Bit Rate Downlink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the downlink guaranteed E-RAB Bit Rate as specified in TS 23.401 [11] (provided that there is data to deliver) for this bearer.
If the Extended E-RAB Guaranteed Bit Rate Downlink IE is included, the E-RAB Guaranteed Bit Rate Downlink IE shall be ignored.

	E-RAB Guaranteed Bit Rate Uplink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the uplink guaranteed E-RAB Bit Rate as specified in TS 23.401 [11] (provided that there is data to deliver) for this bearer.
If the Extended E-RAB Guaranteed Bit Rate Uplink IE is included, the E-RAB Guaranteed Bit Rate Uplink IE shall be ignored.

	Extended E-RAB Maximum Bit Rate Downlink
	O
	
	Extended Bit Rate 9.2.1.xx
	Desc.: This IE indicates the maximum downlink E-RAB Bit Rate as specified in TS 23.401 [11] for this bearer.

	Extended E-RAB Maximum Bit Rate Uplink
	O
	
	Extended Bit Rate 9.2.1.xx
	Desc.: This IE indicates the  maximum uplink E-RAB Bit Rate as specified in TS 23.401 [11] for this bearer.

	Extended E-RAB Guaranteed Bit Rate Downlink
	O
	
	Extended Bit Rate 9.2.1.xx
	Desc.: This IE indicates the  downlink guaranteed E-RAB Bit Rate as specified in TS 23.401 [11] (provided that there is data to deliver) for this bearer.

	Extended E-RAB Guaranteed Bit Rate Uplink
	O
	
	Extended Bit Rate 9.2.1.xx
	Desc.: This IE indicates the  uplink guaranteed E-RAB Bit Rate as specified in TS 23.401 [11] (provided that there is data to deliver) for this bearer.


9.2.1.19
Bit Rate

This IE indicates the number of bits delivered by E-UTRAN in UL or to E-UTRAN in DL or by UE in sidelink within a period of time, divided by the duration of the period. It is used, for example, to indicate the maximum or guaranteed bit rate for a GBR bearer, or an aggregated maximum bit rate.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Bit Rate
	
	
	INTEGER (0..10,000,000,000)
	The unit is: bit/s.


9.2.1.20
UE Aggregate Maximum Bit Rate

The UE Aggregate Maximum Bitrate is applicable for all Non-GBR bearers per UE which is defined for the Downlink and the Uplink direction and provided by the MME to the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE Aggregate Maximum Bit Rate
	
	
	
	Applicable for non-GBR E-RABs.

	>UE Aggregate Maximum Bit Rate Downlink
	M
	
	Bit Rate 9.2.1.19
	This IE indicates the UE Aggregate Maximum Bit Rate as specified in TS 23.401 [11] in the downlink direction.
If the Extended UE Aggregate Maximum Bit Rate Downlink IE is included, the UE Aggregate Maximum Bit Rate Downlink IE shall be ignored.

	>UE Aggregate Maximum Bit Rate Uplink
	M
	
	Bit Rate 9.2.1.19
	This IE indicates the UE Aggregate Maximum Bit Rate as specified in TS 23.401 [11] in the uplink direction. Receiving both the UE Aggregate Maximum Bit Rate Downlink IE and the UE Aggregate Maximum Bit Rate Uplink IE equal to value zero shall be considered as a logical error by the eNB.
If the Extended UE Aggregate Maximum Bit Rate Uplink IE is included, the UE Aggregate Maximum Bit Rate Uplink IE shall be ignored.

	>Extended UE Aggregate Maximum Bit Rate Downlink
	O
	
	Extended Bit Rate 9.2.1.xx
	This IE indicates the UE Aggregate Maximum Bit Rate as specified in TS 23.401 [11] in the downlink direction.

	>Extended UE Aggregate Maximum Bit Rate Uplink
	O
	
	Extended Bit Rate 9.2.1.xx
	This IE indicates the UE Aggregate Maximum Bit Rate as specified in TS 23.401 [11] in the uplink direction. 


-- Skip the unchanged sections --
9.2.1.22
Handover Restriction List
This IE defines roaming or access restrictions for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, e.g., handover and CCO, or for SCG selection during dual connectivity operation. If the eNB receives the Handover Restriction List IE, it shall overwrite previously received restriction information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality 

	Serving PLMN
	M
	
	9.2.3.8
	
	
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of “equivalent PLMNs” as defined in TS 24.301 [24].

This list is part of the roaming restriction information. Roaming restrictions apply to PLMNs other than the Serving PLMN and Equivalent PLMNs.
	
	

	>PLMN Identity
	M
	
	9.2.3.8
	
	
	

	Forbidden TAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	Intra LTE roaming restrictions.
	
	

	>PLMN Identity
	M
	
	9.2.3.8
	The PLMN of forbidden TACs.
	
	

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	
	
	

	>>TAC
	M
	
	9.2.3.7
	The TAC of the forbidden TAI.
	
	

	Forbidden LAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	Inter-3GPP RAT roaming restrictions.
	
	

	>PLMN Identity
	M
	
	9.2.3.8
	
	
	

	>Forbidden LACs
	
	1..<maxnoofForbLACs>
	
	
	
	

	>>LAC
	M
	
	OCTET STRING (SIZE(2))
	
	
	

	Forbidden inter RATs
	O
	
	ENUMERATED(ALL, GERAN, UTRAN, CDMA2000, …,

GERAN and UTRAN, CDMA2000 and UTRAN)
	Inter-3GPP and 3GPP2 RAT access restrictions. “ALL” means that all RATs mentioned in the enumeration of this IE are restricted.
	
	

	NR Restriction
	O
	
	ENUMERATED(NRrestricted, …)
	Restriction to use NR.
	YES
	ignore


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMN Ids. Value is 15.

	maxnoofEPLMNsPlusOne
	Maximum no. of equivalent PLMN Ids plus one. Value is 16.

	maxnoofForbTACs
	Maximum no. of forbidden Tracking Area Codes. Value is 4096.

	maxnoofForbLACs
	Maximum no. of forbidden Location Area Codes. Value is 4096.


9.2.1.123
Enhanced Coverage Restricted
This IE provides information on the restriction information of using Coverage Enhancement.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Enhanced Coverage Restricted
	O
	
	ENUMERATED (restricted, ...)
	Indicates whether the UE is restricted to use coverage enhancement.

Value “restricted” indicates that the UE is not allowed to use coverage enhancement.
	-
	-


9.2.1.x
Secondary RAT Usage Report List
This IE provides information on the NR resources used with EN-DC. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Secondary RAT usage report Item
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	ignore

	>E-RAB ID
	M
	
	9.2.1.2
	
	-
	-

	>Secondary RAT Type
	M
	
	ENUMERATED (nR, …)
	
	-
	-

	>E-RAB Usage Report List
	
	1
	
	
	-
	-

	>>E-RAB Usage Report Item
	
	1.. <maxnoof time periods>
	
	
	EACH
	ignore

	>>>Start timestamp
	M
	
	OCTET STRING (SIZE(4))
	encoded in the same format as the first four octets of the 64-bit timestamp format as defined in section 6 of IETF RFC 5905 [xx]. It indicates the UTC time when the recording of the Secondary RAT Data Volume was started.
	-
	-

	>>>End timestamp
	M
	
	OCTET STRING (SIZE(4))
	encoded in the same format as the first four octets of the 64-bit timestamp format as defined in section 6 of IETF RFC 5905 [xx]. It indicates the UTC time when the recording of the Secondary RAT Data Volume was ended.
	-
	-

	>>>Usage count UL
	M
	
	INTEGER 
	The unit is: octets
	-
	-

	>>>Usage count DL
	M
	
	INTEGER
	The unit is: octets
	-
	-


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.

	maxnoof time periods
	Maximum no. of time reporting periods. Value is 2.


9.2.1.y
Handover Flag
This IE indicates that the MME should buffer the secondary RAT usage report since the report is sent due to handover as defined in TS 23.401 [11]. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Handover Flag
	M
	
	ENUMERATED (handover_preparation, …)
	


9.2.1.xx
Extended Bit Rate

This IE indicates the number of bits delivered by E-UTRAN in UL or to E-UTRAN in DL within a period of time, divided by the duration of the period. It is used, for example, to indicate the maximum or guaranteed bit rate for a GBR bearer, or an aggregated maximum bit rate.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Extended Bit Rate
	
	
	INTEGER (10,000,000,001..4,000,000,000,000, ...)
	The unit is: bit/s


9.2.1.Xy
NR UE Security Capabilities
This IE defines the supported algorithms for encryption and integrity protection in NR as defined in TS 33.401 [15].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NR Encryption Algorithms 
	M
	
	BIT STRING (SIZE(16, …))
	Each position in the bitmap represents an encryption algorithm:

“all bits equal to 0” – UE supports no other NR algorithm than NEA0,

“first bit” – 128-NEA1,

“second bit” – 128-NEA2,

“third bit” – 128-NEA3,

other bits reserved for future use. Value ‘1’ indicates support and value ‘0’ indicates no support of the algorithm.

Algorithms are defined in TS 33.401 [15].

	NR Integrity Protection Algorithms
	M
	
	BIT STRING (SIZE(16, …))
	Each position in the bitmap represents an integrity protection algorithm:

“all bits equal to 0” – UE supports no other NR algorithm than NIA0,

“first bit” – 128-NIA1,

“second bit” – 128-NIA2,

“third bit” – 128-NIA3,

other bits reserved for future use.

Value ‘1’ indicates support and value ‘0’ indicates no support of the algorithm.

Algorithms are defined in TS 33.401 [15].


9.3
Message and Information Element Abstract Syntax (with ASN.1)

9.3.0
General

S1AP ASN.1 definition conforms to ITU-T Rec. X.691 [4], ITU-T Rec. X.680 [5] and ITU-T Rec. X.681 [6].
The ASN.1 definition specifies the structure and content of S1AP messages. S1AP messages can contain any IEs specified in the object set definitions for that message without the order or number of occurrence being restricted by ASN.1. However, for this version of the standard, a sending entity shall construct a S1AP message according to the PDU definitions module and with the following additional rules:

-
IEs shall be ordered (in an IE container) in the order they appear in object set definitions.

-
Object set definitions specify how many times IEs may appear. An IE shall appear exactly once if the presence field in an object has value "mandatory". An IE may appear at most once if the presence field in an object has value "optional" or "conditional". If in a tabular format there is multiplicity specified for an IE (i.e., an IE list) then in the corresponding ASN.1 definition the list definition is separated into two parts. The first part defines an IE container list where the list elements reside. The second part defines list elements. The IE container list appears as an IE of its own. For this version of the standard an IE container list may contain only one kind of list elements.

NOTE:
In the above “IE” means an IE in the object set with an explicit ID. If one IE needs to appear more than once in one object set, then the different occurrences will have different IE IDs.

If a S1AP message that is not constructed as defined above is received, this shall be considered as Abstract Syntax Error, and the message shall be handled as defined for Abstract Syntax Error in subclause 10.3.6.

Subclause 9.3 presents the Abstract Syntax of S1AP protocol with ASN.1. In case there is contradiction between the ASN.1 definition in this subclause and the tabular format in subclause 9.1 and 9.2, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the tabular format shall take precedence.

9.3.1
Usage of private message mechanism for non-standard use

The private message mechanism for non-standard use may be used:

-
for special operator- (and/or vendor) specific features considered not to be part of the basic functionality, i.e., the functionality required for a complete and high-quality specification in order to guarantee multivendor interoperability;

-
by vendors for research purposes, e.g., to implement and evaluate new algorithms/features before such features are proposed for standardisation.

The private message mechanism shall not be used for basic functionality. Such functionality shall be standardised.
9.3.2
Elementary Procedure Definitions

-- **************************************************************

--

-- Elementary Procedure definitions

--

-- **************************************************************

S1AP-PDU-Descriptions  { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-PDU-Descriptions (0)}

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

Lots of unchanged parts in 9.3.2 not shown


NASDeliveryIndication,


RetrieveUEInformation,


UEInformationTransfer,


ENBCPRelocationIndication,


MMECPRelocationIndication,

SecondaryRATReport
FROM S1AP-PDU-Contents

Lots of unchanged parts in 9.3.2 not shown


id-RetrieveUEInformation,


id-UEInformationTransfer,


id-eNBCPRelocationIndication,


id-MMECPRelocationIndication,

id-SecondaryRATReport
FROM S1AP-Constants;

Lots of unchanged parts in 9.3.2 not shown

S1AP-ELEMENTARY-PROCEDURES-CLASS-2 S1AP-ELEMENTARY-PROCEDURE ::= {



handoverNotification


|


e-RABReleaseIndication


|


paging 






|


downlinkNASTransport


|


initialUEMessage



|


uplinkNASTransport



|


errorIndication




|

nASNonDeliveryIndication

|


uEContextReleaseRequest


|


downlinkS1cdma2000tunnelling
|


uplinkS1cdma2000tunnelling

|


uECapabilityInfoIndication

|


eNBStatusTransfer



|


mMEStatusTransfer



|


deactivateTrace




|


traceStart





|


traceFailureIndication


|


cellTrafficTrace



|


locationReportingControl

|


locationReportingFailureIndication
|


locationReport




|


overloadStart




|


overloadStop




|

eNBDirectInformationTransfer
|


mMEDirectInformationTransfer
|


eNBConfigurationTransfer

|


mMEConfigurationTransfer

|


privateMessage




,


...,


downlinkUEAssociatedLPPaTransport
|


uplinkUEAssociatedLPPaTransport
|

downlinkNonUEAssociatedLPPaTransport
|


uplinkNonUEAssociatedLPPaTransport
|


pWSRestartIndication


|


rerouteNASRequest



|


pWSFailureIndication





|


connectionEstablishmentIndication
|


nASDeliveryIndication


|

retrieveUEInformation


|

uEInformationTransfer


|


eNBCPRelocationIndication




|

mMECPRelocationIndication

|

secondaryRATReport
}

-- **************************************************************

--

-- Interface Elementary Procedures

--

-- **************************************************************

Lots of unchanged parts in 9.3.2 not shown

mMECPRelocationIndication S1AP-ELEMENTARY-PROCEDURE ::= {


INITIATING MESSAGE

MMECPRelocationIndication


PROCEDURE CODE


id-MMECPRelocationIndication

CRITICALITY



reject

}
secondaryRATReport S1AP-ELEMENTARY-PROCEDURE ::= {


INITIATING MESSAGE

SecondaryRATReport

PROCEDURE CODE


id-SecondaryRATReport

CRITICALITY


ignore
}
END

9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for S1AP.

--

-- **************************************************************

S1AP-PDU-Contents { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

Lots of unchanged parts in 9.3.3 not shown


DLNASPDUDeliveryAckRequest,


Coverage-Level,


EnhancedCoverageRestricted,


DL-CP-SecurityInformation,


UL-CP-SecurityInformation,

SecondaryRATusageDataRequst,

SecondaryRATusageReportList,

HandoverFlag,

NRUESecurityCapabilities
FROM S1AP-IEs

Lots of unchanged parts in 9.3.3 not shown


id-Coverage-Level,


id-EnhancedCoverageRestricted,


id-UE-Level-QoS-Parameters,


id-DL-CP-SecurityInformation,


id-UL-CP-SecurityInformation,

id-SecondaryRATusageDataRequst,

id-SecondaryRATusageReportList,

id-HandoverFlag,


id-NRUESecurityCapabilities
FROM S1AP-Constants;

-- **************************************************************

--

-- Common Container Lists

--

-- **************************************************************

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- HANDOVER RESOURCE ALLOCATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Handover Request

--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container

{ {HandoverRequestIEs} },


...

}

HandoverRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-HandoverType






CRITICALITY reject
TYPE HandoverType





PRESENCE mandatory}|


{ ID id-Cause








CRITICALITY ignore
TYPE Cause







PRESENCE mandatory}|


{ ID id-uEaggregateMaximumBitrate



CRITICALITY reject
TYPE UEAggregateMaximumBitrate


PRESENCE mandatory}|


{ ID id-E-RABToBeSetupListHOReq




CRITICALITY reject
TYPE E-RABToBeSetupListHOReq


PRESENCE mandatory}|


{ ID id-Source-ToTarget-TransparentContainer
CRITICALITY reject
TYPE Source-ToTarget-TransparentContainer
PRESENCE mandatory}|


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities


PRESENCE mandatory}|


{ ID id-HandoverRestrictionList




CRITICALITY ignore
TYPE HandoverRestrictionList


PRESENCE optional}|

{ ID id-TraceActivation






CRITICALITY ignore
TYPE TraceActivation




PRESENCE optional}|


{ ID id-RequestType







CRITICALITY ignore
TYPE RequestType





PRESENCE optional}|


{ ID id-SRVCCOperationPossible




CRITICALITY ignore
TYPE SRVCCOperationPossible


PRESENCE optional}|


{ ID id-SecurityContext






CRITICALITY reject
TYPE SecurityContext




PRESENCE mandatory}|


{ ID id-NASSecurityParameterstoE-UTRAN


CRITICALITY reject
TYPE NASSecurityParameterstoE-UTRAN

PRESENCE conditional


-- This IE shall be present if the Handover Type IE is set to the value "UTRANtoLTE" or "GERANtoLTE" --



}|


{ ID id-CSG-Id








CRITICALITY reject
TYPE CSG-Id







PRESENCE optional}|


{ ID id-CSGMembershipStatus





CRITICALITY ignore
TYPE CSGMembershipStatus



PRESENCE optional}|


{ ID id-GUMMEI-ID







CRITICALITY ignore
TYPE GUMMEI







PRESENCE optional}|


{ ID id-MME-UE-S1AP-ID-2





CRITICALITY ignore
TYPE MME-UE-S1AP-ID





PRESENCE optional}|


{ ID id-ManagementBasedMDTAllowed



CRITICALITY ignore
TYPE ManagementBasedMDTAllowed


PRESENCE optional}|


{ ID id-ManagementBasedMDTPLMNList



CRITICALITY ignore
TYPE MDTPLMNList





PRESENCE optional}|


{ ID id-Masked-IMEISV






CRITICALITY ignore
TYPE Masked-IMEISV





PRESENCE optional}|


{ ID id-ExpectedUEBehaviour





CRITICALITY ignore
TYPE ExpectedUEBehaviour



PRESENCE optional}|


{ ID id-ProSeAuthorized






CRITICALITY ignore
TYPE ProSeAuthorized




PRESENCE optional}|


{ ID id-UEUserPlaneCIoTSupportIndicator


CRITICALITY ignore
TYPE UEUserPlaneCIoTSupportIndicator 

PRESENCE optional}|


{ ID id-V2XServicesAuthorized




CRITICALITY ignore
TYPE V2XServicesAuthorized


PRESENCE optional}|


{ ID id-UESidelinkAggregateMaximumBitrate

CRITICALITY ignore
TYPE UESidelinkAggregateMaximumBitrate

PRESENCE optional}|


{ ID id-EnhancedCoverageRestricted



CRITICALITY ignore
TYPE EnhancedCoverageRestricted


PRESENCE optional}|

{ ID id-NRUESecurityCapabilities



CRITICALITY ignore
TYPE NRUESecurityCapabilities


PRESENCE optional},

...

}

E-RABToBeSetupListHOReq 




::= E-RAB-IE-ContainerList { {E-RABToBeSetupItemHOReqIEs} }

E-RABToBeSetupItemHOReqIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSetupItemHOReq



CRITICALITY reject
TYPE E-RABToBeSetupItemHOReq


PRESENCE mandatory
},


...

}

E-RABToBeSetupItemHOReq ::= SEQUENCE {


e-RAB-ID






E-RAB-ID,


transportLayerAddress



TransportLayerAddress,


gTP-TEID






GTP-TEID,


e-RABlevelQosParameters



E-RABLevelQoSParameters,


iE-Extensions





ProtocolExtensionContainer { {E-RABToBeSetupItemHOReq-ExtIEs} }

OPTIONAL,


...

}

E-RABToBeSetupItemHOReq-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


{ ID id-Data-Forwarding-Not-Possible

CRITICALITY ignore
EXTENSION Data-Forwarding-Not-Possible
PRESENCE optional}|


{ ID id-BearerType






CRITICALITY reject
EXTENSION BearerType




PRESENCE optional},


...

}

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- PATH SWITCH REQUEST ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Path Switch Request

--

-- **************************************************************

PathSwitchRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { PathSwitchRequestIEs} },


...

}

PathSwitchRequestIEs S1AP-PROTOCOL-IES ::= {



{ ID id-eNB-UE-S1AP-ID




CRITICALITY reject
TYPE ENB-UE-S1AP-ID



PRESENCE mandatory}|


{ ID id-E-RABToBeSwitchedDLList


CRITICALITY reject
TYPE E-RABToBeSwitchedDLList
PRESENCE mandatory}|


{ ID id-SourceMME-UE-S1AP-ID


CRITICALITY reject
TYPE MME-UE-S1AP-ID



PRESENCE mandatory}|


{ ID id-EUTRAN-CGI





CRITICALITY ignore
TYPE EUTRAN-CGI




PRESENCE mandatory}|


{ ID id-TAI







CRITICALITY ignore
TYPE TAI





PRESENCE mandatory}|


{ ID id-UESecurityCapabilities


CRITICALITY ignore
TYPE UESecurityCapabilities

PRESENCE mandatory}|


{ ID id-CSG-Id






CRITICALITY ignore
TYPE CSG-Id





PRESENCE optional}|


{ ID id-CellAccessMode




CRITICALITY ignore
TYPE CellAccessMode



PRESENCE optional}|


{ ID id-SourceMME-GUMMEI



CRITICALITY ignore
TYPE GUMMEI





PRESENCE optional}|


{ ID id-CSGMembershipStatus



CRITICALITY ignore
TYPE CSGMembershipStatus

PRESENCE optional}|

-- Extension for Release 11 to support BBAI -- 


{ ID id-Tunnel-Information-for-BBF

CRITICALITY ignore
TYPE TunnelInformation


PRESENCE optional}|


{ ID id-LHN-ID






CRITICALITY ignore
TYPE LHN-ID





PRESENCE optional}|

{ ID id-RRC-Resume-Cause



CRITICALITY ignore
TYPE RRC-Establishment-Cause
PRESENCE optional }|

{ ID id-NRUESecurityCapabilities



CRITICALITY ignore
TYPE NRUESecurityCapabilities


PRESENCE optional},


...

}

E-RABToBeSwitchedDLList




::= E-RAB-IE-ContainerList { {E-RABToBeSwitchedDLItemIEs} }

E-RABToBeSwitchedDLItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSwitchedDLItem


CRITICALITY reject
TYPE E-RABToBeSwitchedDLItem


PRESENCE mandatory
},


...

}

E-RABToBeSwitchedDLItem ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


transportLayerAddress


TransportLayerAddress,


gTP-TEID





GTP-TEID,


iE-Extensions




ProtocolExtensionContainer { { E-RABToBeSwitchedDLItem-ExtIEs} }


OPTIONAL,


...

}

E-RABToBeSwitchedDLItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- Path Switch Request Acknowledge

--

-- **************************************************************

PathSwitchRequestAcknowledge ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { PathSwitchRequestAcknowledgeIEs} },


...

}

PathSwitchRequestAcknowledgeIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID




CRITICALITY ignore
TYPE MME-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-eNB-UE-S1AP-ID




CRITICALITY ignore
TYPE ENB-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY ignore
TYPE UEAggregateMaximumBitrate


PRESENCE optional}|


{ ID id-E-RABToBeSwitchedULList


CRITICALITY ignore
TYPE E-RABToBeSwitchedULList


PRESENCE optional}|


{ ID id-E-RABToBeReleasedList


CRITICALITY ignore
TYPE E-RABList






PRESENCE optional}|


{ ID id-SecurityContext




CRITICALITY reject
TYPE SecurityContext




PRESENCE mandatory}|


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics



PRESENCE optional}|


{ ID id-MME-UE-S1AP-ID-2



CRITICALITY ignore
TYPE MME-UE-S1AP-ID





PRESENCE optional}|


{ ID id-CSGMembershipStatus



CRITICALITY ignore
TYPE CSGMembershipStatus



PRESENCE optional}|


{ ID id-ProSeAuthorized




CRITICALITY ignore
TYPE ProSeAuthorized




PRESENCE optional}|


{ ID id-UEUserPlaneCIoTSupportIndicator
CRITICALITY ignore
TYPE UEUserPlaneCIoTSupportIndicator
PRESENCE optional}|


{ ID id-V2XServicesAuthorized


CRITICALITY ignore
TYPE V2XServicesAuthorized



PRESENCE optional}|


{ ID id-UESidelinkAggregateMaximumBitrate

CRITICALITY ignore
TYPE UESidelinkAggregateMaximumBitrate
PRESENCE optional}|


{ ID id-EnhancedCoverageRestricted

CRITICALITY ignore
TYPE EnhancedCoverageRestricted


PRESENCE optional}|

{ ID id-NRUESecurityCapabilities



CRITICALITY ignore
TYPE NRUESecurityCapabilities


PRESENCE optional},


...

}

E-RABToBeSwitchedULList ::= E-RAB-IE-ContainerList { {E-RABToBeSwitchedULItemIEs} }

E-RABToBeSwitchedULItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSwitchedULItem

CRITICALITY ignore
TYPE E-RABToBeSwitchedULItem

PRESENCE mandatory
},


...

}

E-RABToBeSwitchedULItem ::= SEQUENCE {


e-RAB-ID






E-RAB-ID,


transportLayerAddress



TransportLayerAddress,


gTP-TEID






GTP-TEID,


iE-Extensions





ProtocolExtensionContainer { { E-RABToBeSwitchedULItem-ExtIEs} }
OPTIONAL,


...

}

E-RABToBeSwitchedULItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- E-RAB MODIFY ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- E-RAB Modify Request
--

-- **************************************************************

E-RABModifyRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {E-RABModifyRequestIEs} },


...

}

E-RABModifyRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID





CRITICALITY reject
TYPE MME-UE-S1AP-ID






PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID





CRITICALITY reject
TYPE ENB-UE-S1AP-ID






PRESENCE mandatory
}|


{ ID id-uEaggregateMaximumBitrate


CRITICALITY reject
TYPE UEAggregateMaximumBitrate


PRESENCE optional
}|


{ ID id-E-RABToBeModifiedListBearerModReq
CRITICALITY reject
TYPE E-RABToBeModifiedListBearerModReq

PRESENCE mandatory
}|


{ ID id-SecondaryRATusageDataRequst
CRITICALITY ignore
TYPE SecondaryRATusageDataRequst

PRESENCE optional
},


...

}

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- E-RAB Modify Response
--

-- **************************************************************

E-RABModifyResponse ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {E-RABModifyResponseIEs} },


...

}

E-RABModifyResponseIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID




CRITICALITY ignore
TYPE MME-UE-S1AP-ID





PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID




CRITICALITY ignore
TYPE ENB-UE-S1AP-ID





PRESENCE mandatory
}|


{ ID id-E-RABModifyListBearerModRes

CRITICALITY ignore
TYPE E-RABModifyListBearerModRes

PRESENCE optional
}|


{ ID id-E-RABFailedToModifyList


CRITICALITY ignore
TYPE E-RABList






PRESENCE optional
}|


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics



PRESENCE optional
}|


{ ID id-SecondaryRATusageReportList

CRITICALITY ignore
TYPE SecondaryRATusageReportList


PRESENCE optional
},


...

}

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- E-RAB Release Response
--

-- **************************************************************

E-RABReleaseResponse ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { E-RABReleaseResponseIEs } },


...

}

E-RABReleaseResponseIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID




CRITICALITY ignore
TYPE MME-UE-S1AP-ID





PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID




CRITICALITY ignore
TYPE ENB-UE-S1AP-ID





PRESENCE mandatory
}|


{ ID id-E-RABReleaseListBearerRelComp
CRITICALITY ignore
TYPE E-RABReleaseListBearerRelComp
PRESENCE optional
}|


{ ID id-E-RABFailedToReleaseList

CRITICALITY ignore
TYPE E-RABList






PRESENCE optional
}|


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics



PRESENCE optional
}|

-- Extension for Release 12 to support User Location Information -- 


{ ID id-UserLocationInformation


CRITICALITY ignore
TYPE UserLocationInformation


PRESENCE optional
}|


{ ID id-SecondaryRATusageReportList

CRITICALITY ignore
TYPE SecondaryRATusageReportList


PRESENCE optional
},


...

}

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- E-RAB RELEASE INDICATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- E-RAB Release Indication

--

-- **************************************************************

E-RABReleaseIndication ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {E-RABReleaseIndicationIEs} },


...

}

E-RABReleaseIndicationIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID




PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID




CRITICALITY reject
TYPE ENB-UE-S1AP-ID




PRESENCE mandatory
}|


{ ID id-E-RABReleasedList



CRITICALITY ignore
TYPE E-RABList





PRESENCE mandatory
}|

-- Extension for Release 12 to support User Location Information -- 


{ ID id-UserLocationInformation


CRITICALITY ignore
TYPE UserLocationInformation

PRESENCE optional
}|


{ ID id-SecondaryRATusageReportList

CRITICALITY ignore
TYPE SecondaryRATusageReportList

PRESENCE optional
},


...

}
-- **************************************************************

--

-- INITIAL CONTEXT SETUP ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Initial Context Setup Request

--

-- **************************************************************

InitialContextSetupRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {InitialContextSetupRequestIEs} },


...

}

InitialContextSetupRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-eNB-UE-S1AP-ID




CRITICALITY reject
TYPE ENB-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY reject
TYPE UEAggregateMaximumBitrate


PRESENCE mandatory}|


{ ID id-E-RABToBeSetupListCtxtSUReq

CRITICALITY reject
TYPE E-RABToBeSetupListCtxtSUReq

PRESENCE mandatory}|


{ ID id-UESecurityCapabilities


CRITICALITY reject
TYPE UESecurityCapabilities



PRESENCE mandatory}|


{ ID id-SecurityKey





CRITICALITY reject
TYPE SecurityKey





PRESENCE mandatory}|


{ ID id-TraceActivation




CRITICALITY ignore
TYPE TraceActivation




PRESENCE optional}|


{ ID id-HandoverRestrictionList


CRITICALITY ignore
TYPE HandoverRestrictionList


PRESENCE optional}|


{ ID id-UERadioCapability



CRITICALITY ignore
TYPE UERadioCapability




PRESENCE optional}|


{ ID id-SubscriberProfileIDforRFP

CRITICALITY ignore
TYPE SubscriberProfileIDforRFP


PRESENCE optional}|


{ ID id-CSFallbackIndicator



CRITICALITY reject
TYPE CSFallbackIndicator



PRESENCE optional}|


{ ID id-SRVCCOperationPossible


CRITICALITY ignore
TYPE SRVCCOperationPossible



PRESENCE optional}|


{ ID id-CSGMembershipStatus



CRITICALITY ignore
TYPE CSGMembershipStatus



PRESENCE optional}|

{ ID id-RegisteredLAI




CRITICALITY ignore
TYPE LAI







PRESENCE optional}|


{ ID id-GUMMEI-ID





CRITICALITY ignore
TYPE GUMMEI







PRESENCE optional}|


{ ID id-MME-UE-S1AP-ID-2



CRITICALITY ignore
TYPE MME-UE-S1AP-ID





PRESENCE optional}|


{ ID id-ManagementBasedMDTAllowed

CRITICALITY ignore
TYPE ManagementBasedMDTAllowed


PRESENCE optional}|


{ ID id-ManagementBasedMDTPLMNList

CRITICALITY ignore
TYPE MDTPLMNList





PRESENCE optional}|


{ ID id-AdditionalCSFallbackIndicator
CRITICALITY ignore
TYPE AdditionalCSFallbackIndicator
PRESENCE conditional}|


{ ID id-Masked-IMEISV




CRITICALITY ignore
TYPE Masked-IMEISV





PRESENCE optional}|


{ ID id-ExpectedUEBehaviour



CRITICALITY ignore
TYPE ExpectedUEBehaviour



PRESENCE optional}|


{ ID id-ProSeAuthorized




CRITICALITY ignore
TYPE ProSeAuthorized




PRESENCE optional}|


{ ID id-UEUserPlaneCIoTSupportIndicator
CRITICALITY ignore
TYPE UEUserPlaneCIoTSupportIndicator
PRESENCE optional}|


{ ID id-V2XServicesAuthorized


CRITICALITY ignore
TYPE V2XServicesAuthorized



PRESENCE optional}|


{ ID id-UESidelinkAggregateMaximumBitrate

CRITICALITY ignore
TYPE UESidelinkAggregateMaximumBitrate
PRESENCE optional}|


{ ID id-EnhancedCoverageRestricted

CRITICALITY ignore
TYPE EnhancedCoverageRestricted


PRESENCE optional}|

{ ID id-NRUESecurityCapabilities



CRITICALITY ignore
TYPE NRUESecurityCapabilities


PRESENCE optional},


...

}

E-RABToBeSetupListCtxtSUReq ::= SEQUENCE (SIZE(1.. maxnoofE-RABs)) OF ProtocolIE-SingleContainer { {E-RABToBeSetupItemCtxtSUReqIEs} }

E-RABToBeSetupItemCtxtSUReqIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSetupItemCtxtSUReq
CRITICALITY reject
TYPE E-RABToBeSetupItemCtxtSUReq

PRESENCE mandatory
},


...

}

E-RABToBeSetupItemCtxtSUReq ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


e-RABlevelQoSParameters


E-RABLevelQoSParameters,


transportLayerAddress


TransportLayerAddress,


gTP-TEID





GTP-TEID,

nAS-PDU






NAS-PDU

OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { {E-RABToBeSetupItemCtxtSUReqExtIEs} } OPTIONAL,


...

}

E-RABToBeSetupItemCtxtSUReqExtIEs S1AP-PROTOCOL-EXTENSION ::= {


{ ID id-Correlation-ID




CRITICALITY ignore
EXTENSION Correlation-ID


PRESENCE optional}|


{ ID id-SIPTO-Correlation-ID


CRITICALITY ignore
EXTENSION Correlation-ID


PRESENCE optional}|


{ ID id-BearerType





CRITICALITY reject
EXTENSION BearerType



PRESENCE optional},


...

}

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- UE CONTEXT RELEASE ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- UE Context Release Request

--

-- **************************************************************

UEContextReleaseRequest ::= SEQUENCE {


protocolIEs                     ProtocolIE-Container       {{UEContextReleaseRequest-IEs}},


...

}

UEContextReleaseRequest-IEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID




PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID




CRITICALITY reject
TYPE ENB-UE-S1AP-ID




PRESENCE mandatory
}|


{ ID id-Cause






CRITICALITY ignore
TYPE Cause







PRESENCE mandatory
}|


{ ID id-GWContextReleaseIndication

CRITICALITY reject
TYPE GWContextReleaseIndication

PRESENCE optional
}|


{ ID id-SecondaryRATusageReportList
CRITICALITY ignore
TYPE SecondaryRATusageReportList
PRESENCE optional },


...

}

-- **************************************************************

--

-- UE Context Release Command

--

-- **************************************************************

UEContextReleaseCommand ::= SEQUENCE {


protocolIEs                     ProtocolIE-Container       {{UEContextReleaseCommand-IEs}},


...

}

UEContextReleaseCommand-IEs S1AP-PROTOCOL-IES ::= {


{ ID id-UE-S1AP-IDs




CRITICALITY reject
TYPE UE-S1AP-IDs




PRESENCE mandatory
}|


{ ID id-Cause





CRITICALITY ignore
TYPE Cause






PRESENCE mandatory
},


...

}

-- **************************************************************

--

-- UE Context Release Complete
--

-- **************************************************************

UEContextReleaseComplete ::= SEQUENCE {


protocolIEs                     ProtocolIE-Container       {{UEContextReleaseComplete-IEs}},


...

}

UEContextReleaseComplete-IEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID







CRITICALITY ignore
TYPE MME-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-eNB-UE-S1AP-ID







CRITICALITY ignore
TYPE ENB-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-CriticalityDiagnostics





CRITICALITY ignore
TYPE CriticalityDiagnostics



PRESENCE optional}|

-- Extension for Release 12 to support User Location Information -- 


{ ID id-UserLocationInformation





CRITICALITY ignore
TYPE UserLocationInformation



PRESENCE optional}|

-- Extension for Release 13 to support Paging Optimisation


{ ID id-InformationOnRecommendedCellsAndENBsForPaging
CRITICALITY ignore
TYPE InformationOnRecommendedCellsAndENBsForPaging

PRESENCE optional}|

-- Extension for Release 13 to support coverage enhancement paging –


{ ID id-CellIdentifierAndCELevelForCECapableUEs

CRITICALITY ignore
TYPE CellIdentifierAndCELevelForCECapableUEs
PRESENCE optional}|


{ ID id-SecondaryRATusageReportList



CRITICALITY ignore
TYPE SecondaryRATusageReportList

PRESENCE optional },


...

}

-- **************************************************************

--

-- UE CONTEXT MODIFICATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- UE Context Modification Request

--

-- **************************************************************

UEContextModificationRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { UEContextModificationRequestIEs} },


...

}

UEContextModificationRequestIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-eNB-UE-S1AP-ID




CRITICALITY reject
TYPE ENB-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-SecurityKey





CRITICALITY reject
TYPE SecurityKey





PRESENCE optional}|


{ ID id-SubscriberProfileIDforRFP

CRITICALITY ignore
TYPE SubscriberProfileIDforRFP


PRESENCE optional}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY ignore
TYPE UEAggregateMaximumBitrate


PRESENCE optional}|


{ ID id-CSFallbackIndicator



CRITICALITY reject
TYPE CSFallbackIndicator



PRESENCE optional}|


{ ID id-UESecurityCapabilities


CRITICALITY reject
TYPE UESecurityCapabilities



PRESENCE optional}|


{ ID id-CSGMembershipStatus



CRITICALITY ignore
TYPE CSGMembershipStatus



PRESENCE optional}|

{ ID id-RegisteredLAI




CRITICALITY ignore
TYPE LAI







PRESENCE optional}|


{ ID id-AdditionalCSFallbackIndicator
CRITICALITY ignore
TYPE AdditionalCSFallbackIndicator
PRESENCE conditional}|


{ ID id-ProSeAuthorized




CRITICALITY ignore
TYPE ProSeAuthorized




PRESENCE optional}|


{ ID id-SRVCCOperationPossible


CRITICALITY ignore
TYPE SRVCCOperationPossible



PRESENCE optional}|


{ ID id-SRVCCOperationNotPossible

CRITICALITY ignore
TYPE SRVCCOperationNotPossible


PRESENCE optional}|


{ ID id-V2XServicesAuthorized


CRITICALITY ignore
TYPE V2XServicesAuthorized



PRESENCE optional}|


{ ID id-UESidelinkAggregateMaximumBitrate

CRITICALITY ignore
TYPE UESidelinkAggregateMaximumBitrate
PRESENCE optional}|

{ ID id-NRUESecurityCapabilities



CRITICALITY ignore
TYPE NRUESecurityCapabilities


PRESENCE optional},

...

}

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- E-RAB MODIFICATION INDICATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- E-RAB Modification Indication
--

-- **************************************************************

E-RABModificationIndication ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { E-RABModificationIndicationIEs} },


...

}

E-RABModificationIndicationIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-eNB-UE-S1AP-ID






CRITICALITY reject
TYPE ENB-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-E-RABToBeModifiedListBearerModInd

CRITICALITY reject
TYPE E-RABToBeModifiedListBearerModInd

PRESENCE mandatory}|


{ ID id-E-RABNotToBeModifiedListBearerModInd
CRITICALITY reject
TYPE E-RABNotToBeModifiedListBearerModInd
PRESENCE optional}|


{ ID id-CSGMembershipInfo





CRITICALITY reject
TYPE CSGMembershipInfo




PRESENCE optional}|

-- Extension for Release 11 to support BBAI -- 


{ ID id-Tunnel-Information-for-BBF



CRITICALITY ignore
TYPE TunnelInformation




PRESENCE optional}|


{ ID id-SecondaryRATusageReportList


CRITICALITY ignore
TYPE SecondaryRATusageReportList

PRESENCE optional },


...

}

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- UE CONTEXT SUSPEND ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- UE Context Suspend Request
--

-- **************************************************************

UEContextSuspendRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { UEContextSuspendRequestIEs} },


...

}

UEContextSuspendRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID








CRITICALITY reject
TYPE MME-UE-S1AP-ID



PRESENCE mandatory}|


{ ID id-eNB-UE-S1AP-ID








CRITICALITY reject
TYPE ENB-UE-S1AP-ID



PRESENCE mandatory}|


{ ID id-InformationOnRecommendedCellsAndENBsForPaging
CRITICALITY ignore
TYPE InformationOnRecommendedCellsAndENBsForPaging PRESENCE optional}|


{ ID id-CellIdentifierAndCELevelForCECapableUEs


CRITICALITY ignore
TYPE CellIdentifierAndCELevelForCECapableUEs
PRESENCE optional}|


{ ID id-SecondaryRATusageReportList



CRITICALITY ignore
TYPE SecondaryRATusageReportList

PRESENCE optional },


...

}

Lots of unchanged parts in 9.3.3 not shown

-- **************************************************************

--

-- MME CP Relocation Indication

--

-- **************************************************************

MMECPRelocationIndication ::= SEQUENCE {


protocolIEs


ProtocolIE-Container { { MMECPRelocationIndicationIEs} },


...

}

MMECPRelocationIndicationIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID



PRESENCE mandatory}|

{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID



PRESENCE mandatory},

...

}

-- **************************************************************

--

-- Secondary RAT Report
--

-- **************************************************************

SecondaryRATReport ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { SecondaryRATReportIEs} },


...

}

SecondaryRATReportIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID






CRITICALITY ignore
TYPE MME-UE-S1AP-ID



PRESENCE mandatory}|


{ ID id-eNB-UE-S1AP-ID





CRITICALITY ignore
TYPE ENB-UE-S1AP-ID



PRESENCE mandatory}|


{ ID id-SecondaryRATusageReportList


CRITICALITY ignore
TYPE SecondaryRATusageReportList
PRESENCE optional}|


{ ID id-HandoverFlag






CRITICALITY ignore
TYPE HandoverFlag




PRESENCE optional},


...
}

END

9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

S1AP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-E-RABInformationListItem,


id-E-RABItem,


id-Bearers-SubjectToStatusTransfer-Item,

id-Time-Synchronisation-Info,

id-x2TNLConfigurationInfo,


id-eNBX2ExtendedTransportLayerAddresses,


id-MDTConfiguration,


id-Time-UE-StayedInCell-EnhancedGranularity,


id-HO-Cause,


id-M3Configuration,


id-M4Configuration,


id-M5Configuration,


id-MDT-Location-Info,


id-SignallingBasedMDTPLMNList,

id-MobilityInformation,


id-ULCOUNTValueExtended,


id-DLCOUNTValueExtended,


id-ReceiveStatusOfULPDCPSDUsExtended,


id-eNBIndirectX2TransportLayerAddresses,


id-Muting-Availability-Indication,


id-Muting-Pattern-Information,

id-NRrestriction,


id-Synchronisation-Information,


id-uE-HistoryInformationFromTheUE,


id-LoggedMBSFNMDT,


id-SON-Information-Report,


id-RecommendedCellItem,


id-RecommendedENBItem,


id-ProSeUEtoNetworkRelaying,


id-ULCOUNTValuePDCP-SNlength18,


id-DLCOUNTValuePDCP-SNlength18,


id-ReceiveStatusOfULPDCPSDUsPDCP-SNlength18,


id-M6Configuration,


id-M7Configuration,


id-RAT-Type,

id-extended-e-RAB-MaximumBitrateDL,


id-extended-e-RAB-MaximumBitrateUL,


id-extended-e-RAB-GuaranteedBitrateDL,


id-extended-e-RAB-GuaranteedBitrateUL,


id-extended-uEaggregateMaximumBitRateDL,


id-extended-uEaggregateMaximumBitRateUL,

id-SecondaryRATusageReportItem,


id-E-RABUsageReportItem,

maxnoofCSGs,

maxnoofE-RABs,


maxnoofErrors,


maxnoofBPLMNs,


maxnoofPLMNsPerMME,


maxnoofTACs,

maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,


maxnoofForbLACs,


maxnoofForbTACs,


maxnoofCells,


maxnoofCellID,


maxnoofDCNs,


maxnoofEmergencyAreaID,


maxnoofTAIforWarning,


maxnoofCellinTAI,


maxnoofCellinEAI,


maxnoofeNBX2TLAs,


maxnoofeNBX2ExtTLAs,


maxnoofeNBX2GTPTLAs,


maxnoofRATs,


maxnoofGroupIDs,


maxnoofMMECs,


maxnoofTAforMDT,


maxnoofCellIDforMDT,


maxnoofMDTPLMNs,


maxnoofCellsforRestart,


maxnoofRestartTAIs,


maxnoofRestartEmergencyAreaIDs,


maxnoofMBSFNAreaMDT,


maxEARFCN,


maxnoofCellsineNB,


maxnoofRecommendedCells,


maxnoofRecommendedENBs,

maxnooftimeperiods
FROM S1AP-Constants

Lots of unchanged parts in 9.3.4 not shown

-- E

EARFCN ::= INTEGER(0..maxEARFCN, ...)

Lots of unchanged parts in 9.3.4 not shown

E-RABLevelQoSParameters ::= SEQUENCE {


qCI


QCI,


allocationRetentionPriority

AllocationAndRetentionPriority,


gbrQosInformation




GBR-QosInformation











OPTIONAL,


iE-Extensions





ProtocolExtensionContainer { {E-RABQoSParameters-ExtIEs} }
OPTIONAL,


...

}

E-RABUsageReportList ::= SEQUENCE (SIZE(1..maxnooftimeperiods)) OF ProtocolIE-SingleContainer { {E-RABUsageReportItemIEs} }
E-RABUsageReportItemIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABUsageReportItem
 CRITICALITY ignore 
TYPE E-RABUsageReportItem 
PRESENCE mandatory },


...

}

E-RABUsageReportItem ::= SEQUENCE {


startTimestamp




OCTET STRING (SIZE(4)),


endTimestamp




OCTET STRING (SIZE(4)),

usageCountUL




INTEGER,

usageCountDL




INTEGER,

iE-Extensions



ProtocolExtensionContainer { { E-RABUsageReportItem-ExtIEs} } OPTIONAL,


...

}

E-RABUsageReportItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
E-RABQoSParameters-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Lots of unchanged parts in 9.3.4 not shown

ExpectedHOInterval ::= ENUMERATED {


sec15, sec30, sec60, sec90, sec120, sec180, long-time,


...

}

ExtendedBitRate
::= INTEGER (10000000001..4000000000000, ...) 

ExtendedRNC-ID




::= INTEGER (4096..65535)

Lots of unchanged parts in 9.3.4 not shown

-- G

GBR-QosInformation ::= SEQUENCE {


e-RAB-MaximumBitrateDL


BitRate,


e-RAB-MaximumBitrateUL


BitRate,


e-RAB-GuaranteedBitrateDL

BitRate,


e-RAB-GuaranteedBitrateUL

BitRate,


iE-Extensions




ProtocolExtensionContainer { { GBR-QosInformation-ExtIEs} } OPTIONAL,


...

}

GBR-QosInformation-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {
-- Extension for maximum bitrate > 10G bps --

{ ID id-extended-e-RAB-MaximumBitrateDL
CRITICALITY ignore
EXTENSION ExtendedBitRate
PRESENCE optional}|


{ ID id-extended-e-RAB-MaximumBitrateUL
CRITICALITY ignore
EXTENSION ExtendedBitRate
PRESENCE optional}|


{ ID id-extended-e-RAB-GuaranteedBitrateDL
CRITICALITY ignore
EXTENSION ExtendedBitRate
PRESENCE optional}|


{ ID id-extended-e-RAB-GuaranteedBitrateUL
CRITICALITY ignore
EXTENSION ExtendedBitRate
PRESENCE optional},

...
}
GTP-TEID




::= OCTET STRING (SIZE (4))

Lots of unchanged parts in 9.3.4 not shown

-- H

HandoverFlag ::= ENUMERATED {


handoverPreparation,


...

}

HandoverRestrictionList ::= SEQUENCE {


servingPLMN




PLMNidentity,


equivalentPLMNs



EPLMNs




OPTIONAL,


forbiddenTAs



ForbiddenTAs


OPTIONAL,


forbiddenLAs



ForbiddenLAs


OPTIONAL,


forbiddenInterRATs


ForbiddenInterRATs

OPTIONAL, 


iE-Extensions



ProtocolExtensionContainer { {HandoverRestrictionList-ExtIEs} }
OPTIONAL,


...

}
HandoverRestrictionList-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {

{ ID id-NRrestriction

CRITICALITY ignore
EXTENSION NRrestriction
PRESENCE optional},

...

}

Lots of unchanged parts in 9.3.4 not shown

-- N

NAS-PDU ::=  OCTET STRING

NASSecurityParametersfromE-UTRAN ::= OCTET STRING

NASSecurityParameterstoE-UTRAN ::= OCTET STRING
NB-IoT-DefaultPagingDRX ::= ENUMERATED {


v128,


v256,


v512,


v1024,


...


}

NB-IoT-Paging-eDRXInformation ::= SEQUENCE { 


nB-IoT-paging-eDRX-Cycle

NB-IoT-Paging-eDRX-Cycle,


nB-IoT-pagingTimeWindow


NB-IoT-PagingTimeWindow


OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { { NB-IoT-Paging-eDRXInformation-ExtIEs} } OPTIONAL,


...

}

NB-IoT-Paging-eDRXInformation-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

NB-IoT-Paging-eDRX-Cycle ::= ENUMERATED{hf2, hf4, hf6, hf8, hf10, hf12, hf14, hf16, hf32, hf64, hf128, hf256, hf512, hf1024, ...}

NB-IoT-PagingTimeWindow ::= ENUMERATED{s1, s2, s3, s4, s5, s6, s7, s8, s9, s10, s11, s12, s13, s14, s15, s16, ...}

NB-IoT-UEIdentityIndexValue ::= BIT STRING (SIZE (12))

NextPagingAreaScope ::= ENUMERATED {


same,


changed,


...

}

NRencryptionAlgorithms ::= BIT STRING (SIZE (16,...))
NRintegrityProtectionAlgorithms ::= BIT STRING (SIZE (16,...))
NRrestriction ::= ENUMERATED {


nRrestricted,


...

}
NRUESecurityCapabilities ::= SEQUENCE {


NRencryptionAlgorithms



NRencryptionAlgorithms,


NRintegrityProtectionAlgorithms

NRintegrityProtectionAlgorithms,


iE-Extensions





ProtocolExtensionContainer { { NRUESecurityCapabilities-ExtIEs} }
OPTIONAL,

...

}

NRUESecurityCapabilities-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {

...

}
NumberofBroadcastRequest ::= INTEGER (0..65535)

NumberOfBroadcasts ::= INTEGER (0..65535)

-- O
Lots of unchanged parts in 9.3.4 not shown

-- R

ReceiveStatusofULPDCPSDUs ::= BIT STRING (SIZE(4096))

ReceiveStatusOfULPDCPSDUsExtended ::= BIT STRING (SIZE(1..16384))

ReceiveStatusOfULPDCPSDUsPDCP-SNlength18 ::= BIT STRING (SIZE(1..131072))

RecommendedCellsForPaging ::= SEQUENCE {


recommendedCellList


RecommendedCellList,


iE-Extensions



ProtocolExtensionContainer { { RecommendedCellsForPaging-ExtIEs} }
OPTIONAL,


...

}

RecommendedCellsForPaging-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

RecommendedCellList ::= SEQUENCE (SIZE(1.. maxnoofRecommendedCells)) OF ProtocolIE-SingleContainer { { RecommendedCellItemIEs } }

RecommendedCellItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-RecommendedCellItem
CRITICALITY ignore 
TYPE RecommendedCellItem

PRESENCE mandatory },


...

}

RecommendedCellItem::= SEQUENCE {


eUTRAN-CGI



EUTRAN-CGI,


timeStayedInCell

INTEGER (0..4095)

OPTIONAL,


iE-Extensions


ProtocolExtensionContainer { { RecommendedCellsForPagingItem-ExtIEs} }
OPTIONAL,


...

}

RecommendedCellsForPagingItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

RecommendedENBsForPaging ::= SEQUENCE {


recommendedENBList

RecommendedENBList,


iE-Extensions


ProtocolExtensionContainer { { RecommendedENBsForPaging-ExtIEs} }
OPTIONAL,


...

}

RecommendedENBsForPaging-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

RecommendedENBList::= SEQUENCE (SIZE(1.. maxnoofRecommendedENBs)) OF ProtocolIE-SingleContainer { { RecommendedENBItemIEs } }

RecommendedENBItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-RecommendedENBItem
CRITICALITY ignore
TYPE RecommendedENBItem

PRESENCE mandatory },


...

}

RecommendedENBItem ::= SEQUENCE {


mMEPagingTarget


MMEPagingTarget,


iE-Extensions


ProtocolExtensionContainer { { RecommendedENBItem-ExtIEs} }
OPTIONAL,


...

}

RecommendedENBItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

RelativeMMECapacity



::= INTEGER (0..255)

RelayNode-Indicator ::= ENUMERATED {


true,


...

}

RAC




::= OCTET STRING (SIZE (1))

RAT-Type ::= ENUMERATED {


nbiot,


...

}

ReportAmountMDT ::= ENUMERATED{r1, r2, r4, r8, r16, r32, r64, rinfinity}

ReportIntervalMDT ::= ENUMERATED {ms120, ms240, ms480, ms640, ms1024, ms2048, ms5120, ms10240, min1, min6, min12, min30, min60} 

M1ReportingTrigger ::= ENUMERATED{


periodic,


a2eventtriggered,


...,


a2eventtriggered-periodic

}

RequestType
::= SEQUENCE {


eventType 



EventType,

reportArea 



ReportArea,

iE-Extensions


ProtocolExtensionContainer { { RequestType-ExtIEs} }
OPTIONAL,

...

}

RequestType-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

RIMTransfer ::= SEQUENCE {


rIMInformation


RIMInformation,


rIMRoutingAddress

RIMRoutingAddress

OPTIONAL,


iE-Extensions


ProtocolExtensionContainer { { RIMTransfer-ExtIEs} }
OPTIONAL,

...

}

RIMTransfer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

RIMInformation ::= OCTET STRING

RIMRoutingAddress ::= CHOICE {


gERAN-Cell-ID


GERAN-Cell-ID,


...,


targetRNC-ID


TargetRNC-ID,


eHRPD-Sector-ID


OCTET STRING (SIZE(16))

}

ReportArea ::= ENUMERATED {


ecgi,


...

}

RepetitionPeriod ::= INTEGER (0..4095)

RLFReportInformation ::= SEQUENCE {


uE-RLF-Report-Container






UE-RLF-Report-Container,


uE-RLF-Report-Container-for-extended-bands

UE-RLF-Report-Container-for-extended-bands

OPTIONAL,


iE-Extensions








ProtocolExtensionContainer {{ RLFReportInformation-ExtIEs}} OPTIONAL,


...

}

RLFReportInformation-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

RNC-ID ::= INTEGER (0..4095)

RRC-Container ::= OCTET STRING

RRC-Establishment-Cause ::= ENUMERATED {


emergency,


highPriorityAccess,


mt-Access,


mo-Signalling,


mo-Data,


...,


delay-TolerantAccess,


mo-VoiceCall,


mo-ExceptionData

}

ECGIListForRestart ::= SEQUENCE (SIZE(1..maxnoofCellsforRestart)) OF EUTRAN-CGI

Routing-ID ::= INTEGER (0..255)

Lots of unchanged parts in 9.3.4 not shown

-- S

SecurityKey
::= BIT STRING (SIZE(256))

SecurityContext ::= SEQUENCE {


nextHopChainingCount

INTEGER (0..7),


nextHopParameter


SecurityKey,


iE-Extensions



ProtocolExtensionContainer { { SecurityContext-ExtIEs} }
OPTIONAL,


...
}

SecurityContext-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

SecondaryRATType ::= ENUMERATED {


nR,


...

}

SecondaryRATusageDataRequst ::= ENUMERATED {


requested,


...

}

SecondaryRATusageReportList ::= SEQUENCE (SIZE(1.. maxnoofE-RABs)) OF ProtocolIE-SingleContainer { {SecondaryRATusageReportItemIEs} }
SecondaryRATusageReportItemIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-SecondaryRATusageReportItem
 CRITICALITY ignore 
TYPE SecondaryRATusageReportItem 
PRESENCE mandatory },


...

}

SecondaryRATusageReportItem ::= SEQUENCE {


e-RAB-ID




E-RAB-ID,


secondaryRATType


SecondaryRATType,

e-RABUsageReportList

E-RABUsageReportList,


iE-Extensions



ProtocolExtensionContainer { { SecondaryRATusageReportItem-ExtIEs} } OPTIONAL,


...

}

SecondaryRATusageReportItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
SerialNumber ::= BIT STRING (SIZE (16))

Lots of unchanged parts in 9.3.4 not shown

-- U

UEAggregateMaximumBitrate ::= SEQUENCE {


uEaggregateMaximumBitRateDL

BitRate,


uEaggregateMaximumBitRateUL

BitRate,


iE-Extensions




ProtocolExtensionContainer { {UEAggregate-MaximumBitrates-ExtIEs} } OPTIONAL,


...

}

UEAggregate-MaximumBitrates-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {

-- Extension for maximum bitrate > 10G bps --

{ ID id-extended-uEaggregateMaximumBitRateDL 
CRITICALITY ignore
EXTENSION ExtendedBitRate
PRESENCE optional}|


{ ID id-extended-uEaggregateMaximumBitRateUL

CRITICALITY ignore
EXTENSION ExtendedBitRate
PRESENCE optional},

...

}

Lots of unchanged parts in 9.3.4 not shown

-- Y

-- Z

END

9.3.6
Constant Definitions

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

S1AP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


ProcedureCode,


ProtocolIE-ID

FROM S1AP-CommonDataTypes;

-- **************************************************************

--

-- Elementary Procedures

--

-- **************************************************************

id-HandoverPreparation





ProcedureCode ::= 0

Lots of unchanged parts in 9.3.6 not shown

id-RetrieveUEInformation




ProcedureCode ::= 58
id-UEInformationTransfer




ProcedureCode ::= 59
id-eNBCPRelocationIndication



ProcedureCode ::= 60

id-MMECPRelocationIndication



ProcedureCode ::= 61
id-SecondaryRATReport





ProcedureCode ::= 62
-- **************************************************************

--

-- Extension constants

--

-- **************************************************************

Lots of unchanged parts in 9.3.6 not shown

maxnoofCellsforRestart




INTEGER ::= 256

maxnoofRestartTAIs





INTEGER ::= 2048

maxnoofRestartEmergencyAreaIDs


INTEGER ::= 256
maxEARFCN







INTEGER ::= 262143

maxnoofMBSFNAreaMDT





INTEGER ::= 8
maxnoofRecommendedCells




INTEGER ::= 16

maxnoofRecommendedENBs




INTEGER ::= 16
maxnooftimeperiods





INTEGER ::= 2
-- **************************************************************

--

-- IEs

--

-- **************************************************************

id-MME-UE-S1AP-ID








ProtocolIE-ID ::= 0

Lots of unchanged parts in 9.3.6 not shown

id-EnhancedCoverageRestricted





ProtocolIE-ID ::= 251
id-UE-Level-QoS-Parameters






ProtocolIE-ID ::= 252
id-DL-CP-SecurityInformation





ProtocolIE-ID ::= 253
id-UL-CP-SecurityInformation





ProtocolIE-ID ::= 254

id-extended-e-RAB-MaximumBitrateDL




ProtocolIE-ID ::= 255

id-extended-e-RAB-MaximumBitrateUL




ProtocolIE-ID ::= 256

id-extended-e-RAB-GuaranteedBitrateDL



ProtocolIE-ID ::= 257

id-extended-e-RAB-GuaranteedBitrateUL



ProtocolIE-ID ::= 258

id-extended-uEaggregateMaximumBitRateDL



ProtocolIE-ID ::= 259

id-extended-uEaggregateMaximumBitRateUL



ProtocolIE-ID ::= 260
id-NRrestriction








ProtocolIE-ID ::= 261
id-SecondaryRATusageReportList





ProtocolIE-ID ::= 264
id-SecondaryRATusageReportItem





ProtocolIE-ID ::= 265
id-HandoverFlag









ProtocolIE-ID ::= 266
id-E-RABUsageReportItem







ProtocolIE-ID ::= 267
id-SecondaryRATusageDataRequst





ProtocolIE-ID ::= 268
id-NRUESecurityCapabilities






ProtocolIE-ID ::= 269
END
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