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< Start of Modified Section >
26.9.6.1.1
Structured procedures / emergency call / idle updated / preferred channel rate

26.9.6.1.1.1
Conformance requirement

1)
For R97/98 MS: The MS in the "idle, updated" state, as after a successful location update, after the number 112 (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico) has been entered by user, shall send a CHANNEL REQUEST message with correct establishment cause ("emergency call").


For R99 MS: When a SIM/USIM containing stored emergency numbers is present, those numbers are identified as emergency numbers. As an optional requirement, the ME shall also identify 112 and 911 as emergency numbers irrespective of whether these are stored in the SIM/USIM. Any other emergency numbers stored in the ME shall be ignored.
When no emergency numbers are stored within the SIM the following numbers shall be stored in the ME for use as emergency numbers: 112, and 911.
When no emergency numbers are stored within the USIM the following numbers shall be stored in the ME for use as emergency numbers: 112, and 911.

2)
After assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel shall be a CM SERVICE REQUEST message specifying the correct CKSN and TMSI , with CM Service Type "emergency call establishment".

3)
Authentication and cipher mode setting shall be performed successfully.

4)
After cipher mode setting acceptance by the network, the MS shall send an EMERGENCY SETUP message.

5), 6)
The emergency call shall be correctly established. The assignment procedure shall be correctly performed.

7)
After receipt of a CONNECT ACKNOWLEDGE message during correct establishment of the emergency call the TCH shall be through connected in both directions if an appropriate TCH is available.

8)
The call shall be cleared correctly.

Requirement Reference:

For conformance requirement 1 and 2:


3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.3.1.1,
3GPP TS 04.08 / 3GPP TS 24.008 subclauses 5.2.1 and 4.5.1.5, 
3GPP TS 02.30 clause 4, 
3GPP TS 22.101 clauses 8.

For conformance requirement 3:


3GPP TS 04.08 / 3GPP TS 44.018, subclause 3.4.7,
3GPP TS 04.08 / 3GPP TS 24.008 subclause 4.3.2.

For conformance requirement 4:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.2.1.1.

For conformance requirement 5 and 6:


3GPP TS 04.08 / 3GPP TS 24.008, subclauses 5.2.1.1,
3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.4.3.

For conformance requirement 7:


3GPP TS 04.08 / 3GPP TS 24.008, subclauses 5.2.1.6 and 5.1.3.

For conformance requirement 8:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.4.

26.9.6.1.1.2
Test purpose

1)
To verify that an R97/R98 MS supporting speech in the MM state "idle, updated", when made to call the number 112 (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico), sends a CHANNEL REQUEST message with establishment cause "emergency call". 
To verify that an R99 MS supporting speech (or a R97/98 MS using the R99 Emergency Numbers) in the MM state "idle, updated", when made to call the number 112 or 911, sends a CHANNEL REQUEST message with establishment cause "emergency call".

2)
To verify that after assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel is a CM SERVICE REQUEST message specifying the correct CKSN and TMSI, with CM Service Type "emergency call establishment".

3)
To verify that authentication and cipher mode setting are performed successfully.

4)
To verify that after cipher mode setting acceptance by the SS, the MS sends an EMERGENCY SETUP message.

5)
To verify that subsequently, the SS having sent a CALL PROCEEDING message and then an ALERT message and having initiated the assignment procedure of an appropriate speech traffic channel, which, if the MS supports both TCH/FS and TCH/HS, is at the preferred rate, the MS performs correctly that assignment procedure.

6)
To verify subsequent correct performance of a connect procedure.

7)
To verify that subsequently the MS has through connected the TCH in both directions.

8)
To verify that the call is cleared correctly.

26.9.6.1.1.3
Method of test

Initial Conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in MM-state "idle, updated" with valid TMSI and CKSN.

Specific PICS statements:

-
Speech supported for Half rate version 1 (GSM HR) (TSPC_AddInfo_Half_rate_version_1)

-
Use of R99 Emergency numbers (TSPC_R99_Emerg)

PIXIT statements:

-
.

Foreseen Final State of the MS

The MS is in MM-state "idle, updated" with valid TMSI and CKSN.

Test procedure

The MS is made to initiate an emergency call. The call is established with late assignment. Having reached the active state, the call is cleared by the SS.

Maximum Duration of Test

1 minute.

Expected Sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The appropriate emergency call number is entered.

	3
	MS -> SS
	CHANNEL REQUEST
	Establishment cause is emergency call establishment.

	4
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	5
	MS -> SS
	CM SERVICE REQUEST
	Message is contained in SABM. The CM service type IE indicates "emergency call establishment".

	6
	SS -> MS
	AUTHENTICATION REQUEST
	

	7
	MS -> SS
	AUTHENTICATION RESPONSE
	SRES specifies correct value.

	8
	SS -> MS
	CIPHERING MODE COMMAND
	SS starts deciphering after sending the message.

	9
	MS -> SS
	CIPHERING MODE COMPLETE
	Shall be sent enciphered. All following messages shall be sent enciphered.

	10
	SS
	
	SS starts ciphering.

	11
	MS -> SS
	EMERGENCY SETUP
	If half rate speech version 1 is supported, the message must contain one bearer capability IE indicating in the radio channel requirement field "dual rate/half rate preferred" or "dual rate/full rate preferred".  If half rate speech version 1 is not supported, the message must either contain no bearer capability IE or contain one bearer capability IE indicating in the radio channel requirement field "full rate channel".
If the emergency category IE is included, then SS verifies that the Emergency Service Category IE bit 6 and bit 7 is not set to 1


	12
	SS -> MS
	CALL PROCEEDING
	

	13
	SS -> MS
	ALERTING
	

	14
	SS -> MS
	ASSIGNMENT COMMAND
	The rate of the channel is that one indicated by the EMERGENCY SETUP message, if that message did not offer a choice, and the rate is the preferred one else.

	15
	MS -> SS
	ASSIGNMENT COMPLETE
	

	16
	SS -> MS
	CONNECT
	

	17
	MS -> SS
	CONNECT ACKNOWLEDGE
	

	18
	MS
	
	The TCH is through connected in both directions.

	19
	SS -> MS
	DISCONNECT
	

	20
	MS -> SS
	RELEASE
	

	21
	SS -> MS
	RELEASE COMPLETE
	

	23
	SS -> MS
	CHANNEL RELEASE
	The main signalling link is released.


Note:
According to the conformance requirements there is no need to execute the test case by dialling the number 08 for an R99 MS (or a R97/98 MS using the R99 Emergency numbers)

Specific Message Contents:

None.

26.9.6.1.2
Structured procedures / emergency call / idle updated, non-preferred channel rate

This test is identical to the test in subclause 26.9.6.1.1 except that in step 14 the assigned TCH has the non-preferred rate.

26.9.6.1.3
Structured procedures / emergency call / idle updated / EAB active

26.9.6.1.3.1
Conformance requirement

The preliminary access barring check shall indicate network access is barred if all of the following conditions are satisfied: 

· the establishment cause for the request received from the MM sublayer is not "emergency call".

· the SYSTEM INFORMATION TYPE 21 message is broadcast in the cell and includes EAB information;

· the mobile station is a member of a subcategory of mobile stations targeted by the EAB information;

· the EAB Authorization Mask sent in the EAB information indicates the mobile station’s access class is not authorized;

· the mobile station is not a member of any of the authorized special access classes (i.e. an Access Class in the range 11-15) permitted by the network;

An MS configured for NAS signalling low priority indicates this by including the Device properties IE in the appropriate NAS message and setting the low priority indicator to "MS is configured to NAS signalling low priority" except for the following cases in which the MS shall set the low priority indicator to "MS is not configured for NAS signalling low priority":
-
the MS is performing an attach for emergency bearer services;

-
the MS has a PDN connection for emergency bearer services established and is performing mobility management procedures, or is establishing a PDN connection for emergency bearer services;

-
the MS is accessing the network with access class 11 – 15; or

-
the MS is responding to paging.

Reference:

3GPP TS 44.018 subclause 3.3.1.4, 3GPP TS 24.008 subclause 1.8

26.9.6.1.3.2
Test purpose

To verify that the MS, configured for Extended Access class Barring can initiate an emergency call when EAB is being broadcast

To verify that the Low Access Priority indicator is set in the Service Request message

26.9.6.1.3.3
Method of test

Initial Conditions

System Simulator:


1 cell, default parameters.

The SYSTEM INFORMATION TYPE 3 message indicates that the SYSTEM INFORMATION TYPE 21 is sent on the BCCH by setting the SYSTEM INFORMATION 21 Indicator in the SI3 Rest Octet IE.

The SYSTEM INFORMATION TYPE 21 is sent on the BCCH. The SI 21 Rest Octets information element is configured with: EAB Authorization Mask set to”xxxxxxxxx1” and EAB Subcategory set to “00”.

Mobile Station:


The MS is in MM-state "idle, updated" with valid TMSI and CKSN.¨

The MS is configured for “Extended Access Barring”

The MS belong to access class 0

Specific PICS statements:

-

PIXIT statements:

-

Foreseen Final State of the MS

The MS is in MM-state "idle, updated" with valid TMSI and CKSN.

Test procedure

The SS waits until all system information messages, including SYSTEM INFORMATION TYPE 21, is sent. The SI 21 Rest Octets information element is configured with: EAB Authorization Mask set to”xxxxxxxxx1” and EAB Subcategory set to “00” in SYSTEM INFORMATION TYPE 21.

The MS is made to initiate an emergency call. The call is established with late assignment. Having reached the active state, the call is cleared by the SS.

Maximum Duration of Test

1 minute.

Expected Sequence

	Step
	Direction
	Message
	Comments

	1
	
	
	The SS waits until it has sent all system information messages

	2
	MS
	
	The appropriate emergency call number is entered.

	3
	MS -> SS
	CHANNEL REQUEST
	Establishment cause is emergency call establishment.

	4
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	5
	MS -> SS
	CM SERVICE REQUEST
	Message is contained in SABM. The CM service type IE indicates "emergency call establishment". The Device properties IE indicates “NAS signalling low priority”

	6
	SS -> MS
	AUTHENTICATION REQUEST
	

	7
	MS -> SS
	AUTHENTICATION RESPONSE
	SRES specifies correct value.

	8
	SS -> MS
	CIPHERING MODE COMMAND
	SS starts deciphering after sending the message.

	9
	MS -> SS
	CIPHERING MODE COMPLETE
	Shall be sent enciphered. All following messages shall be sent enciphered.

	10
	SS
	
	SS starts ciphering.

	11
	MS -> SS
	EMERGENCY SETUP
	If the emergency category IE is included, then SS verifies that the Emergency Service Category IE bit 6 and bit 7 is not set to 1


	12
	SS -> MS
	CALL PROCEEDING
	

	13
	SS -> MS
	ALERTING
	

	14
	SS -> MS
	ASSIGNMENT COMMAND
	

	15
	MS -> SS
	ASSIGNMENT COMPLETE
	

	16
	SS -> MS
	CONNECT
	

	17
	MS -> SS
	CONNECT ACKNOWLEDGE
	

	18
	MS
	
	The TCH is through connected in both directions.

	19
	SS -> MS
	DISCONNECT
	

	20
	MS -> SS
	RELEASE
	

	21
	SS -> MS
	RELEASE COMPLETE
	

	23
	SS -> MS
	CHANNEL RELEASE
	The main signalling link is released.


Specific Message Contents:

SYSTEM INFORMATION TYPE 3 broadcast in the cell:

Same as default content except

	Information Element
	Value/remark

	SI 3 Rest Octets
	

	
SYSTEM INFORMATION 21 Indicator
	H (SYSTEM INFORMATION TYPE 21 message is available)

	
SI21_POSITION
	0 (SYSTEM INFORMATION TYPE 21 message is sent on BCCH Norm)


SYSTEM INFORMATION TYPE 21 broadcast by Cell A initially and in steps 11 and 20:

Same as default content except

	Information Element
	Value/remark

	SI 21 Rest Octets
	

	
EAB Authorization Mask
	‘xxxxxxxxx1’ (MSs configured for EAB and a member of Access Class 0 are barred)

	
EAB Subcategory
	‘00’ (applicable to all mobile stations configured for EAB)


26.9.6.2
Structured procedures / emergency call / idle, no IMSI

26.9.6.2.1
Structured procedures / emergency call / idle, no IMSI / accept case

26.9.6.2.1.1
Conformance requirement

1)
The MS in the "idle, updated" state, as after a successful location update, after the number 112 (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico) has been entered  by user, shall send a CHANNEL REQUEST message with correct establishment cause ("emergency call").

2)
After assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel shall be a CM SERVICE REQUEST message specifying the correct IMEI and a non-available CKSN, with CM Service Type "emergency call establishment".

3)
After cipher mode setting acceptance by the network, the MS shall send an EMERGENCY SETUP message.

4),5)
The emergency call shall be correctly established. The assignment procedure shall be correctly performed.

6)
After receipt of a CONNECT ACKNOWLEDGE message during correct establishment of the emergency call the TCH shall be through connected in both directions if an appropriate TCH is available.

7)
The call shall be cleared correctly.

Requirement Reference:

For conformance requirement 1 and 2:


3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.3.1.1,
3GPP TS 04.08 / 3GPP TS 24.008 subclauses 5.2.1 and 4.5.1.5,
3GPP TS 02.30 clause 4.

For conformance requirement 3:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.2.1.1.

For conformance requirements 4 and 5:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.2.1.1,
3GPP TS 04.08 / 3GPP TS 44.018 subclause 3.4.3.

For conformance requirement 6:


3GPP TS 04.08 / 3GPP TS 24.008, subclauses 5.2.1.6 and 5.1.3.

For conformance requirement 7:


3GPP TS 04.08 / 3GPP TS 24.008, subclause 5.4.

26.9.6.2.1.2
Test purpose

1)
To verify that the MS in the "idle, no IMSI" state (no SIM inserted) when made to call the number 112 (for GSM 900 and 1800 MS), or 911 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in USA and Canada), or 08 (for GSM 710, GSM 750, T-GSM 810, GSM 850 and PCS 1 900 MS in Mexico), sends a CHANNEL REQUEST message with establishment cause "emergency call".

2)
To verify that after assignment of a dedicated channel the first layer message sent by the MS on the assigned dedicated channel is a CM SERVICE REQUEST message in which the cipher key sequence number IE indicates "no key is available", the CM service type IE indicates "emergency number establishment", and the mobile identity IE specifies the IMEI of the MS.

3)
To verify that after receipt of a CM SERVICE ACCEPT message from the SS, the MS sends an EMERGENCY SETUP message.

4)
To verify that subsequently, the SS having sent a CALL PROCEEDING message and then an ALERT message and having initiated the assignment procedure of an appropriate speech traffic channel, which, if the MS supports both TCH/FS and TCH/HS, is at the preferred rate, the MS performs correctly that assignment procedure.

5)
To verify subsequent correct performance of a connect procedure.

6)
To verify that subsequently the MS has through connected the TCH in both directions.

7)
To verify that the call is cleared correctly.

26.9.6.2.1.3
Method of test

Initial Conditions

System Simulator:


1 cell, default parameters.

Mobile Station:


The MS is in MM-state "idle, no IMSI", no SIM inserted.

Specific PICS statements:

-
.

PIXIT statements:

-
.

Foreseen Final State of the MS

The MS is in MM-state "idle, no IMSI", no SIM inserted.

Test procedure

The MS is made to initiate an emergency call. The call is established without authentication, without ciphering, with late assignment. Having reached the active state, the call is cleared by the SS.

Maximum Duration of Test

1 minute.

Expected Sequence

	Step
	Direction
	Message
	Comments

	1
	MS
	
	The appropriate emergency call number is entered.

	3
	MS -> SS
	CHANNEL REQUEST
	Establishment cause is "emergency call".

	4
	SS -> MS
	IMMEDIATE ASSIGNMENT
	

	5
	MS -> SS
	CM SERVICE REQUEST
	Message is contained in SABM. The CM service type IE indicates "emergency call establishment". The mobile identity IE specifies the IMEI of the MS. The cipher key sequence number IE indicates "no key is available".

	4
	SS -> MS
	CM SERVICE ACCEPT
	

	11
	MS -> SS
	EMERGENCY SETUP
	If the emergency category IE is included, then SS verifies that the Emergency Service Category IE bit 6 and bit 7 is not set to 1


	12
	SS -> MS
	CALL PROCEEDING
	

	13
	SS -> MS
	ALERTING
	

	14
	SS -> MS
	ASSIGNMENT COMMAND
	The rate of the channel is one indicated by the EMERGENCY SETUP message.

	15
	MS -> SS
	ASSIGNMENT COMPLETE
	

	16
	SS -> MS
	CONNECT
	

	17
	MS -> SS
	CONNECT ACKNOWLEDGE
	

	18
	MS
	
	The TCH is through connected in both directions.

	19
	SS -> MS
	DISCONNECT
	

	20
	MS -> SS
	RELEASE
	

	21
	SS -> MS
	RELEASE COMPLETE
	

	23
	SS -> MS
	CHANNEL RELEASE
	The main signalling link is released.


< End of Modified Section >

