
3GPP TSG-RAN WG5 Testing
R5s170043
12 Dec 2016 – 31 Dec 2017
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	36.523-3
	CR
	3551
	rev
	-
	Current version:
	13.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	Correction to common IP function fl_TCP_Close()


	6
	

	Source to WG:
	Keysight Technologies UK

	Source to TSG:
	R5

	
	

	Work item code:
	TEI8_Test
	
	Date:
	2017-01-03

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	When performing stopping or restarting of IP handling for a PDN, a series of TCP socket closures may be performed. If a TCP socket is closed with the parameter p_WaitForCNF set to FALSE, the execution will move on as soon as the close request is sent to the SS. If a subsequent close operation then has the parameter p_WaitForCNF set to TRUE, it is possible that the CNF sent from the SS for the previous close operation may be in the message queue before the CNF for the current close operation. This can cause the TTCN execution to block in the alt statement inside fl_TCP_Close().

	
	

	Summary of change:
	Add additional event handling to TCP function fl_TCP_Close() to consume any TCP close confirmations received for a different TCP connection.

	
	

	Consequences if not approved:
	A conformant UE may fail the test case.

	
	

	Clauses affected: 
	fl_TCP_Close()


	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR … CR …

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


Change 1 

	Function name
	fl_TCP_Close()

	Reason for change
	When performing stopping or restarting of IP handling for a PDN, a series of TCP socket closures may be performed. If a TCP socket it closed with the parameter p_WaitForCNF set to FALSE, the execution will move on as soon as the close request is sent to the SS. If a subsequent close operation then has the parameter p_WaitForCNF set to TRUE, it is possible that the CNF sent from the SS for the previous close operation may be in the message queue before the CNF for the current close operation. This can cause the TTCN execution to block in the alt statement inside fl_TCP_Close().



	Summary of change
	Add additional event handling to TCP function fl_TCP_Close() to consume any TCP close confirmations received for a different TCP connection.

	TTCN module
	TCP_Functions.ttcn

	MCC160 Comment
	


Before change

/*

   * @desc      close TCP connection of TCP server;

   *            p_RemoteSocket shall be omit if (and only if) the server shall be stopped;

   *            otherwise p_LocalSocket and p_RemoteSocket shall refer to the TCP connection to be released

   * @param     p_IP_Connection

   * @param     p_WaitForCNF        (default value: true)

   * @status    APPROVED (IMS, IMS_IRAT, LTE, LTE_A_IRAT, LTE_A_R10_R11, LTE_A_R12, LTE_IRAT, POS, UTRAN)

   */

  function fl_TCP_Close(template (value) IP_Connection_Type p_IP_Connection,

                        boolean p_WaitForCNF := true) runs on IP_PTC

  {

    IP_SOCK_CTRL.send(cs_TCP_CLOSE_REQ(p_IP_Connection));

    if (p_WaitForCNF) {

      alt {

        [] IP_SOCK_CTRL.receive(cr_TCP_CLOSE_CNF(p_IP_Connection)) { }

        [] IP_SOCK_CTRL.receive(cr_TCP_CLOSE_IND(p_IP_Connection)) { repeat; }   // @sic R5s150270 change 1 sic@

      }

    }

  }
After change

/*

   * @desc      close TCP connection of TCP server;

   *            p_RemoteSocket shall be omit if (and only if) the server shall be stopped;

   *            otherwise p_LocalSocket and p_RemoteSocket shall refer to the TCP connection to be released

   * @param     p_IP_Connection

   * @param     p_WaitForCNF        (default value: true)

   * @status    APPROVED (IMS, IMS_IRAT, LTE, LTE_A_IRAT, LTE_A_R10_R11, LTE_A_R12, LTE_IRAT, POS, UTRAN)

   */

  function fl_TCP_Close(template (value) IP_Connection_Type p_IP_Connection,

                        boolean p_WaitForCNF := true) runs on IP_PTC

  {

    IP_SOCK_CTRL.send(cs_TCP_CLOSE_REQ(p_IP_Connection));

    if (p_WaitForCNF) {

      alt {

        [] IP_SOCK_CTRL.receive(cr_TCP_CLOSE_CNF(p_IP_Connection)) { }

        [] IP_SOCK_CTRL.receive(cr_TCP_CLOSE_IND(p_IP_Connection)) { repeat; }   // @sic R5s150270 change 1 sic@

        [] IP_SOCK_CTRL.receive(cr_TCP_CLOSE_CNF(?)) {repeat; } 

      }

    }

  }
