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A.4.5
Additional information

Table A.12: Additional information

	Item
	Additional information
	Reference
	Status
	Release
	Mnemonic
	Support

	1
	Void
	
	
	
	
	

	2
	Void
	
	
	
	
	

	3
	Void
	
	
	
	
	

	4
	UE capable of being configured to initiate Dedicated PDP Context
	24.229 [10], 9.2.1
	o
	Rel-5
	pc_InitiatesDedicatedPDPContext
	

	5
	UE capable of being configured to initiate P-CSCF discovery via PCO
	24.229 [10], 9.2.1
	o
	Rel-5
	pc_InitiateP_CSCFDiscovery_viaPCO
	

	6
	Void
	
	
	
	
	

	7
	UE capable of being configured to initiate P-CSCF discovery via DHCPv6
	24.229 [10], 9.2.1
	o
	Rel-5
	pc_InitiateP_CSCFDiscovery_viaDHCPv6
	

	8
	UE supports P-CSCF discovery via PCO
	24.229 [10], 9.2.1
	o
	Rel-5
	pc_P_CSCFDiscovery_viaPCO
	

	9
	Void
	
	
	
	
	

	10
	UE supports P-CSCF discovery via DHCPv6
	24.229 [10], 9.2.1
	o
	Rel-5
	pc_P_CSCFDiscovery_viaDHCPv6
	

	11
	Void
	
	
	
	
	

	12
	UE capable of initiating a bidirectional voice session over IMS
	24.229 [10], 5.1.6
	o
	Rel-5
	pc_BidirecVoiceOverIMS
	

	13
	Void
	
	
	
	
	

	14
	Void
	
	
	
	
	

	15
	Void
	
	
	
	
	

	16
	UE Supports " IPv6 address with embedded IPv4 address" in PCO IE
	23.981 [18], 5.2.1
	o
	Rel-6
	
	

	17
	UE Supports IPv4 address in PCO IE
	23.981 [18], 5.2.1
	o
	Rel-6
	
	

	18
	Void
	
	
	
	
	

	19
	UE supports UI capable of showing user notification for Message Waiting Indication
	24.173 [55], Annex F
	o
	Rel-7
	
	

	20
	Void
	
	
	
	
	

	21
	Void
	
	
	
	
	

	22
	Void
	
	
	
	
	

	23
	Void
	
	
	
	
	

	24
	UE supports no reply timer setting
	24.604 [68], 4.9.1.4
	o
	Rel-8
	
	

	
	
	IR.92 [83], 2.3.8
	m
	a) 
	
	

	25
	UE supports sending DTMF events over RTP
	26.114 [56], Annex G
	o
	Rel-7
	
	

	
	
	IR.92 [83], 3.3
	m
	
	
	

	26
	UE supports IMS emergency services
	24.229 [10], 5.1.6
	o
	Rel-9
	pc_IMS_EmergencyCall
	

	27
	UE is capable of obtain ing location information
	24.229 [10] 4.7, 36.509 [79] 4.1, 5.5.2, 34.109 [78] 5.4.2
	o
	Rel-9
	pc_IMS_Geolocation
	

	28
	UE supports P-CSCF discovery in home network while roaming
	24.229 [10], L.2.2.1
	o
	Rel-8
	
	

	29
	UE supports emergency speech call over 1xRTT
	C.S0005-E [74]
	
	
	pc_CS_Em_Call_in_1xRTT
	

	30
	UE supports Session-ID
	24.229 [10], 4.10.1
	o
	Rel-9
	pc_IMS_SessionIdSupported
	

	31
	UE supports end-to-access-edge media security using SDES
	24.229 [10], 4.2.B.2
	o
	Rel-9
	
	

	32
	UE supports video 
	26.114 [56], 5.2.2
	o
	Rel-7
	pc_IMS_Video_FeatureTag
	

	
	
	IR.94 [75], 2.2
	m
	
	
	

	33
	UE supports Communication Hold during emergency call
	23.167 [76], 7.1.1
	o
	Rel-9
	pc_CommunicationHold_DuringEmergencyCall
	

	34
	UE indicates g.3gpp.srvcc-alerting media feature tag in INVITE request or 180 (Ringing) response
	24.237 [77], 12.2.3B.1
	o
	Rel-10
	pc_IMS_SRVCCAlert
	

	35
	Void
	
	
	
	
	

	36
	UE indicates g.3gpp.ps2cs-srvcc-orig-pre-alerting media feature tag in INVITE request
	24.237 [77] 6A.2.2.2
	o
	Rel-12
	pc_BSRVCC
	

	37
	UE indicates OMA-TS-XDM_MO-V1_1-20080627-A.doc, section 5.2.8 "Node: /<X>/ AAUTHNAME" is configured
	24.623 [81], Annex B.2
	o
	Rel-8
	pc_XCAP_UsernameIsConfiguredInUE
	

	38
	The UE use the default public user identity received in P-Associated -URI header in 200 OK for REGISTER as XCAP User Identity (XUI)
	IR.92 [83]
	m
	
	pc_XCAP_XUIisDefaultPublicUserId
	

	
	
	24.623 [81]
	o
	Rel-8
	
	

	39
	UE has the method that support IMS deregistration
	24.229 [10], 5.1.1.6
	o
	Rel-5
	pc_IMS_Deregistration
	

	40
	UE supports Cs to PS SRVCC
	24.237 [77], 6.2.3
	o
	Rel-11
	pc_IMS_CS_PS_SRVCC
	

	41
	UE supports Cs to PS SRVCC in alerting state
	24.237 [77], 6.2.3
	o
	Rel-11
	pc_IMS_CS_PS_SRVCCAlert
	

	42
	UE supports Cs to PS SRVCC and the MSC server assisted mid-call feature
	24.237 [77], 6.2.3
	o
	Rel-11
	pc_IMS_CS_PS_SRVCCMidCall
	

	43
	Void
	
	
	
	
	

	44
	Void.
	
	
	
	
	

	45
	UE supports early media
	24.229 [10], 5.1.3
	o
	Rel-8
	pc_EarlyMedia
	

	46
	UE indicates g.3gpp.accesstype media feature tag in REGISTER 
	24.237 [77], 6.2.2
	c1
	Rel-11
	
	

	47
	Void
	
	
	
	
	

	
	
	24.147 [19], 5.3.1.2
	o
	
	
	

	48
	UE supports Multiple IMPU
	24.229 [10], 5.1.1.4, 5.1.1.1A
	o
	Rel-6
	pc_MultipleIMPU
	

	Conditions/Options

	c1: IF [73] A.4.4-1/32 THEN m ELSE o - - SC UE indicates accesstype.


