PAGE  
Page 
Draft prETS 300 ???: Month YYYY


3GPP TSG-RAN WG5 Meeting #64
(
R5-144180
Dresden, Germany, 18 - 22 August 2014
	CR-Form-v11

	CHANGE REQUEST

	

	(

	37.901
	CR
	0043
	(

rev
	-
	(

Current version:
	11.11.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/Change-Requests.

	


	Proposed change affects: (

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:
(

	Correction to LTE Integrity Setting

	
	

	Source to WG:
(

	Anite

	Source to TSG:
(

	R5

	
	

	Work item code:
(

	TEI11_Test
	
	Date: (

	2014-07-22

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-11

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12) 
Rel-13
(Release 13)

	
	

	Reason for change:
(

	For LTE testing, Appendix A.3.1 states 
“Ciphering and integrity of RRC and NAS messages and user plane data will be set to null for UDP and AES for FTP to check CPU processing ability of UE. Refer to TS 33.401 [8].”
However, as per 3GPP TS 33.401 section 5.1.4.1 for the Integrity Requirements , “EIA0 shall only be used for unauthenticated emergency calls” and “User plane packets between the eNB and the UE shall not be integrity protected on the Uu interface.” 
And in TS 36.508 Table 4.6.4-2, it specifies that the integrity protection algorithm “set to one of the algorithms supported by the UE as indicated in the IE "UE network  capability" in the ATTACH REQUEST message.”  for RF/RRM test cases.
Therefore the A.3.1 configuration is not consistant with the general setting in 36.508 for RF/RRM test, and may not be support by the UE under testing

	
	

	Summary of change:
(

	Reworded A.3.1 regards integrity protection algorithm setting to be inline with 36.508

	
	

	Consequences if 
(

not approved:
	integrity protection algorithm setting in A.3.1 remains inconsistent with other RF/RRM test, and may not be support by the UE under testing

	
	

	Clauses affected:
(

	A.3.1.  

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
(

	


A.3.1
General

The following test procedures will evaluate the UE Application Layer Data Throughput Performance for LTE.

For a tethered data configuration, the UE will be tethered to a laptop using the appropriate UE to PC interface Modem or Network Interface Connection (NIC) drivers as recommended by the UE manufacturer for the intended use by the customer/user. In most cases, a laptop with an embedded modem is considered to be a tethered data configuration as opposed to an embedded data configuration due to the UE to PC interface. Refer to the Tethered Data connection diagram in figure C.2.1-1.

For an embedded data configuration, the UE will be the endpoint of the measurement and will have the appropriate data client test applications called out in the test procedures. Refer to the Embedded Data connection diagram in figure C.2.2-1.

The UE should be tested in any data configuration that it supports (tethered and/or embedded).

The propagation conditions are specified in Annex B of TS 36.521-1 [2] and the Down link Physical channels are specified in Annex C TS 36.521-1 [2]. Unless stated otherwise, DL power control is OFF.

The common RF test conditions of Performance requirements are defined in clause A.3 of TS 36.521-1 [2], and each test conditions in clause 9 should refer to clause A.5 of TS 36.521-1 [2]. Individual test conditions are defined in the paragraph of each test.

All throughput measurements in Annex A.3 shall be performed according to the following general rules:

-
The measured UE Application Layer Throughput, T, is defined in clause 5.1.2.

-
Minimum test time is necessary for both static and multipath fading profiles to ensure stabilization of the FTP or UDP Application throughput.  The following table provides statistical accuracy and simplifies the process by breaking it down into Static and faded profiles where the faded profile duration is sufficient for all faded standard fade models.

Table A.3.1-1: Transfer Duration Times

	Profile
	Minimum Test Time

	Static
	60s

	Faded (EPA5,EVA5, ETU70, ETU300)
	Note: 

Reuse, as far as possible, the minimum test times from 36.521‑1 Annex G.3.5


-
FTP file size shall be selected according to the test purpose and receive design to meet the minimum test times.

-
UDP blast duration shall be selected to meet the minimum test times using a sufficient rate to prevent physical layer DTX based upon the UE Category.

The performance characteristics for a particular UE will be determined by all possible LTE transmission modes, i.e. SIMO, Transmit Diversity, Open loop MIMO and Closed loop MIMO. Results shall be recorded for the following sections which characterize the UE performance across a variety of application layer scenarios utilizing both FTP and UDP protocols.

-
FTP Downlink Performance

-
UDP Downlink Performance

-
FTP Uplink Performance

-
UDP Uplink Performance
-
Stress Test Performance

-
UDP Power Sweep Performance

-
UDP Downlink vs. SNR Performance
IP header compression will not be used.

The integrity protection algorithm of RRC and NAS messages shall be set to one of the algorithms supported by the UE under test. The ciphering of RRC and NAS messages and user plane data will be set to null for UDP and AES for FTP to check CPU processing ability of UE. Refer to TS 33.401 [8].

The recorded UE throughput for the FTP and UDP Downlink and Uplink Performance test procedures shall be based upon the simple average of 5 transfers for each test condition. 

Unless otherwise stated, the UE output power for the tests shall be set0 dBm with ±2dBm tolerance.

Unless stated otherwise, power control of the Downlink is OFF.

The physical channels specified in TS 36.211 [9] clause 6 (for downlink physical channels) shall be as defined in the respective sections below.

In addition to any recommendations made in this clause and the downlink test procedures herein, the uplink shall be configured to allow the UE under test to achieve the maximum downlink throughput.
In addition to any recommendations made in this clause and the uplink test procedures herein, the uplink shall be configured to allow the uplink to achieve maximum uplink throughput as per Annex F.2. For a given UE category and channel bandwidth the reference channel with highest throughput supported be that UE category is chosen. The downlink shall be configured accordingly to allow the UE under test to achieve said uplink throughput.

The requirement for a UE that support E-UTRA in downlink shall be tested according to the declared UE PDSCH category.

The fading of the signals and the AWGN signals applied to each receiver antenna connector shall be uncorrelated. The levels of the test signal applied to each of the antenna connectors shall be as defined in the respective test cases.

The test procedures defined herein are based on UE(s) that utilize a dual-antenna receiver.

For all test procedures, the SNR is defined as:
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where the superscript indicates the receiver antenna connector. The SNR requirement applies for the UE categories given for each test.

The parameters specified in Table A.3.1-2 are valid for all FDD tests unless otherwise stated.
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