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Definitions, symbols and abbreviations

4
Overall architecture

4.1
General

The overall UMTS architecture and UTRAN architectures are described in TS 25.401 [4] and TS 25.410 [5]. For clarity and ease of understanding, at appropriate places references to TR-069 [7] and associated methods are described briefly although they are beyond the scope of this specification.

The reference model shown in Figure 4.1-1 below contains the network elements that make up the HNB access network. There is a one-to-many relationship between a HNB-GW and the HNB(s) it serves.
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Figure 4.1-1. HNB access network reference model.

The HNB-GW appears to the CN as an RNC and serves as a concentrator of HNB connections. The Iu interface between the CN and the HNB-GW serves the same purpose as the interface between the CN and a RNC. The HNB GW is uniquely identified towards the CN on a particular Iu interface by the RNC ID. One HNB serves only one cell.

The HNB-GW appears to other RNCs as an RNC and serves as a concentrator of HNB connections. The HNB GW is uniquely identified towards the RNC on a particular Iur interface by the RNC ID.

The Local Gateway (L-GW) may be present only when the HNB operates in LIPA mode. When present, it is co-located with the HNB, in which case the HNB has a Gn/S5 interface towards the SGSN/SGW which does not use the HNB-GW, and a Gi interface towards the residential/IP network.

If the L-GW is present within the HNB, the HNB shall use for Gn/S5 connectivity the same secure interface established by the HNB for Iuh signalling as specified in TS 33.320 [16].

If the HNB-GW is supporting Fixed Broadband Access network interworking function, the HNB-GW uses a S15 interface towards PCRF for CS sessions as specified in TS 23.139 [36].

The HNB may be assigned the same inner IP address for the Gn/S5 interfaces as for the Iuh interface, or a different IP address.

NOTE:
If the HNB uses the same IP address for Gn/S5 and the Iuh interface, they should be assigned distinct ranges of TEIDs in order to be able to discriminate downlink GTP-U packets.

NOTE:
The Security gateway is a logically separated entity and may be implemented either as a separate physical element or integrated into, for example, a HNB-GW.

The HNB access network includes the functional entities as shown in Figure 4.1-1 and detailed below.

The HNB access network supports Iurh connectivity between HNBs and connectivity between HNBs and RNCs via the HNB-GW.

This version of specification supports three different Iurh connectivity options:

-
Option1: Direct Iurh interface connectivity between the two involved HNBs. 
In this case the HNB-GW is not involved at all in Iurh RNL signalling.

-
Option 2: Iurh interface connectivity between HNBs with the HNB-GW serving as an Iurh proxy. 
In this case the HNB-GW, acting as an Iurh-proxy, appears to a HNB as the peer HNB. 
For this connectivity option the role of the HNB-GW is transparent with regard to RNSAP signalling. Conveying respective signalling messages via the HNB-GW is performed by routing based on information provided by the RNSAP User Adaptation (RNA) layer, see TS 25.471 [19]. 

-
Option 3: Iurh interface connectivity between HNBs and the HNB-GW utilised for transporting RNL signalling between those HNBs and RNCs via the HNB-GW.

NOTE:
If Option 2 and Option 3 coexist, they share the same SCTP association.

Iurh connectivity between one pair of HNBs shall either support direct Iurh connectivity or Iurh connectivity via the HNB-GW, not both at the same time.

With respect to HNB-HNB mobility, there is no requirement for a HNB to support direct Iurh connectivity and Iurh connectivity via the HNB-GW at the same time in the current release of the specification.

<next change>
4.2
Functional split

The UTRAN functions in the HNB are supported by RANAP, whereas the HNB specific functions are supported by the Home NodeB Application Protocol (HNBAP) between the HNB and the HNB-GW. The HNB-GW provides a concentration function for the control plane and may provide a concentration function for the user plane.

This sub-clause defines the functional split between the core network and the UMTS radio access network. The functional split is shown in Table 4.2-1 and 4.2-2.

Table 4.2-1. Functional split for UTRAN function in the HNB access.

	Function
	HNB
	HNB-GW
	CN

	RAB management functions:
	
	
	

	RAB establishment, modification and release
	X
	X Note 1
	X

	RAB characteristics mapping Iu transmission bearers
	X
	X
	

	RAB characteristics mapping Uu bearers
	X
	
	

	RAB queuing, pre-emption and priority
	X
	
	X

	Radio Resource Management functions:
	
	
	

	Radio Resource admission control
	X
	
	

	Broadcast Information
	X
	X Note 2
	X

	Iu link Management functions:
	
	
	

	Iu signalling link management
	X
	X
	X

	ATM VC management
	
	X
	X

	AAL2 establish and release
	
	X
	X

	AAL5 management
	
	X
	X

	GTP-U Tunnels management
	X
	X
	X

	TCP Management
	
	X
	X

	Buffer Management
	X
	X
	

	Iu U-plane (RNL) Management:
	
	
	

	Iu U-plane frame protocol management
	
	
	X

	Iu U-plane frame protocol initialization
	X
	
	

	Mobility management functions:
	
	
	

	Location information reporting
	X
	
	X

	Handover and Relocation
	
	
	

	  Inter RNC hard HO, Iur not used or not available
	X
	X
	X

	  Serving RNS Relocation (intra/inter MSC)
	X
	X
	X

	  Inter system hard HO (UMTS-GSM)
	X
	X
	X

	Inter system Change (UMTS-GSM)
	X
	
	X

	Paging Triggering
	X
	
	X

	Paging Optimization
	
	X
	

	GERAN System Information Retrieval
	X
	
	X

	Security Functions:
	
	
	

	Data confidentiality
	
	
	

	   Radio interface ciphering
	X
	
	

	   Ciphering key management
	
	
	X

	   User identity confidentiality
	X
	
	X

	Data integrity
	
	
	

	   Integrity checking
	X
	
	

	   Integrity key management
	
	
	X

	Service and Network Access functions:
	
	
	

	CN Signalling data
	X
	
	X

	Data Volume Reporting
	X
	
	

	UE Tracing
	X
	
	X

	Location reporting
	X
	
	X

	Positioning
	X
	X
	

	Iu Co-ordination functions:
	
	
	

	Paging co-ordination
	X
	
	X

	NAS Node Selection Function
	
	X
	

	MOCN Rerouting Function
	
	X
	X

	Note 1:
This function could be needed for TNL address translation in the HNB-GW when there is no user plane direct transport connection between HNB and CN

Note 2:
HNB-GW is able to perform the filtering of SABP messages i.e. determines from the SAI list to which HNB the SABP message needs to be sent and then distributes the SABP messages to the appropriate HNBs. This is an optional function in HNB-GW.


<next change>
6.1.4.3
RAN Level Parameters

Table 6.1.4.3-1. RAN Level Parameters.

	Parameter
	Description
	Presence
	3GPP Reference

	RNCID for HNB
	RNC ID used by HNB 
	M
	TS 32.642 [24] sec. 6.3.8

	Cell ID
	28-bit “Cell ID” in SIB3
	M
	TS 25.331 [25] sec. 10.3.2.2

	HSPA related
	HSflag
	Whether HSDPA/HSUPA is used or not
	O
	TS 32.642 [24] sec. 6.3.9

	HCS related
	UseOfHCS

HCSPrio

QHCS
	
	M
	TS 25.331 [25] sec. 10.3.7.47 and 10.3.7.12,

TS 32.642 [24] sec. 6.3.9

	Cell selection / reselection related
	Quality measure

QqualMin

QqualMin-offset

QrxlevMin

QrxlevMin-offset

Sintrasearch

Sintersearch

SsearchRAT

SsearchHCS

Treselections

UETxPwrMaxRACH

QHyst1
	CPICH Ec/N0 or RSCP

if Ec/N0 is used

if RSCP is used


	O (Note 1)
	TS 25.331 [25] sec. 10.3.2.3 and 10.3.2.4,

TS 32.642 [24] sec. 6.3.9,

TS 25.304 [29]

	Intra Freq Measurement Related
	Filter coefficient

Measurement quantity for freq quality estimate

Hysteresis for event 1x

Threshold for event 1x

TimetoTrigger for event 1x

Weighting factor for event 1x

Reporting Range

Triggering Condition
	Filter coefficient

CPICH Ec/No, CPICH RSCP, or pathloss

 “x” in 1x includes applicable events from 1A to 1J


	O (Note 1)
	TS 25.331 [25] sec. 10.3.7.38 and 10.3.7.39

	Inter-Freq Measurement Related
	Filter coefficient

Measurement quantity for freq quality estimate

Hysteresis for event 2x

Threshold for event 2x

TimetoTrigger for event 2x

Weighting factor for event 2x
	Filter coefficient

CPICH Ec/No, CPICH RSCP

 “x” in 2x includes applicable events from 2A to 2F


	O (Note 1)
	TS 25.331 [25] sec. 10.3.7.18 and 10.3.7.19

	Inter-RAT Measurement Related
	Filter coefficient

BSIC verification required

Hysteresis for event 3x

Threshold for event 3x

TimetoTrigger for event 3x

Weighting factor for event 3x
	Filter coefficient

“required” / “not required”

“x” in 3x includes applicable events from 3A to 3D


	O (Note 1)
	TS 25.331 [25] sec. 10.3.7.29 and 10.3.7.30

	RRC related
	N30x, N31x

T30x, T31x, T320
	RRC constants

RRC timers
	O (Note 1)
	TS 25.331 [25] sec. 10.3.3.43 and 10.3.3.44

	Neighbour list (UTRA Intra-Freq cell info list)
	RNCID

C-Id

LAC

RAC

PSC
	Defined for each intra-freq cells

C-Id is either 12 or 16 bits depending on RNCID length. 
	O (Note 2)
	TS 32.642 [24] sec. 6.3.10,

TS 25.401 [4] sec. 6.1,

TS 25.413 [9] sec. 9.2.1.28



	Neighbour list (UTRA Inter-Freq cell info list)
	RNCID

C-Id

LAC

RAC

UARFCN (DL)

PSC
	Defined for each inter-freq cells

C-Id is either 12 or 16 bits depending on RNCID length
	O (Note 2)
	TS 32.642 [24] sec. 6.3.10,

TS 25.401 [4] sec. 6.1,

TS 25.413 [9] sec. 9.2.1.28

	Neighbour list (GERAN cell info list)
	CelID

BSIC

BandIndicator

BCCHARFCN
	Defined for each inter-RAT cells (assume GSM cell only).
	O (Note 2)
	TS 32.652 [27] sec. 6.3.5

	HNB Positioning related
	PCAP supported
SAS indication
	Indicates if PCAP is supported.

Defined if HNB positioning is supported for multiple SASs.
	O
	TS 25.470[zz]

	Note 1:
Marked as optional based on the operator preference on the extent of provisioning that the HMS performs to the HNB vs. the level of autonomy that HNB has for auto-configuration. In case this IE is absent, default value is assumed (additional implication is that HNB has a set of default parameter values).

Note 2:
Marked as optional due to several implications: 1) there may be no suitable neighbour cell available based on the RF scanning procedure described earlier, 2) based on operator deployment policy (e.g. dedicated RF channel for HNB layer vs. macro layer), and 3) operator preference on the extent of provisioning that the HMS performs to the HNB vs. the level of autonomy that HNB has for auto-configuration. Regarding 3) above, this may include capabilities such as the HMS to add or remove neighbour cells initially detected by the HNB during the radio environment scanning process, and the HNB to extend the received Neighbour list based on auto-configuration capabilities.


<next change>
7
Iuh interface protocol structure

7.1
General

Figure 7.2-1 shows the Control Plane and the User Plane protocol structures over the Iuh interface. For the control plane, the HNBAP protocol provides the signalling service between the HNB and the HNB-GW required to fulfil the functions described in TS 25.469 [3].

RUA provides the signalling service between the HNB and the HNB-GW that is required to fulfil the functions described in TS 25.468 [2].
PUA provides the signalling service between the HNB and HNB-GW that is required to fulfil the functions described in TS 25.470[zz].
The payload protocol identifier (PPI) field in SCTP (IETF RFC 4960 [6]) is set to the value 19 assigned by IANA for use with the RUA protocol. In addition, the value 20 is assigned for the PPI for HNBAP. The value 31 is assigned for the PPI for SABP. The value xx is assigned for the PPI for PUA. The multiplexing protocol as specified in TS 25.444 [8] provides the means to multiplex CS user plane on the uplink.

The destination port number field in SCTP (IETF RFC 4960 [6]) is set to the value 29169 assigned by IANA for setup of the common SCTP association in HNBAP, RUA, PUA and SABP.

For Iurh there shall be an SCTP association for each direct Iurh interface between HNBs. For operation via the HNB-GW there shall be a single SCTP association common to all Iurh interface instances. This association shall be separate from the Iuh SCTP association established between the HNB and the HNB-GW.

The payload protocol identifier (PPI) field in IETF RFC 4960 [6] is set to the value 42 registered by IANA for the use with the RNA protocol. 

The destination port number field in IETF RFC 4960 [6] is set to the value 25471 assigned by IANA for setup of the SCTP association in RNA.

7.2
Iuh

Figure 7.2-1 shows the protocol structure for Iuh, following the structure described in TS 25.401 [4].
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Note 1 ) RTCP is optional.   Note 2 ) Iu UP is terminated in CN and HNB only (i.e. not in the HNB GW)  
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Figure 7.2-1. Iuh–Interface Protocol Stack.

7.3
Iurh

********************************************

<new material>
7.y.1
Iupc-Iuh Interface Control Plane Protocol Stack


Figure 7.y.1-1 shows the control plane protocol stack for connectivity between a HNB and a SAS via the HNB-GW.
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Figure 7.y.1-1: Iupc-Iuh Interfaces Protocol Stack for connectivity between a HNB and a SAS via the HNB-GW.

7.y.2
Interworking between the PCAP User Adaptation Layer (PUA) and the Signalling Connection Control Part (SCCP)

7.y.2.1
General

This section describes usage of PUA and SCCP for connectivity between a HNB and a SAS via HNB-GW.

RNL signalling between a SAS and a HNB-GW utilises services provided by the SCCP (ITU-T Rec. Q.711 [32] / ITU-T Rec. Q.712 [33]/ ITU-T Rec. Q.713 [34]/ ITU-T Rec. Q.714 [35]) as defined for Iupc interface signalling transport between an RNC and a SAS (see 3GPP TS 25.450 [xx]), since the HNB-GW is seen as an RNC for connection via Iupc interface to the SAS.

The Interworking functions at the HNB-GW deal with:

-
extracting or inserting the PCAP transaction ID information on the Iuh connection or on the Iupc connection of the SAS-HNB signalling connectivity,

-
Iupc mapping of PCAP transaction IDs to provide the SAS with a consistent view aligned with the HNB-GW acting as one RNC,

-
Iuh mapping of PCAP transaction ID on messages from the SAS to a local PCAP transaction ID for the HNB and mapping of local PCAP transaction ID on messages from the HNB to the corresponding PCAP transaction ID for the SAS.
-
Iuh mapping of PCAP transaction ID received from the SAS to direct connectionless messages to the correct HNB.

-
for connection oriented signalling, performing appropriate mapping between PUA level and SCCP level using the PUA context id and the SCCP connection information.
-
For connectionless signalling, ensuring uniqueness of the PCAP Transaction ID for connectionless PCAP messages mapped to the same SCCP connection.
-
respective routing of PCAP messages (see 3GPP TS 25.453[yy]) based on available address information.

In general, (i) Iupc connectivity between the HNB-GW and the SAS is established by configuration, while (ii) the Iuh connectivity for support of PCAP between the HNB and the HNB-GW is performed via the HNB registration procedure.

The following subclauses describe the interworking between PUA and SCCP at the HNB-GW.

7.y.2.2

Establishment of signalling connection over Iuh and Iupc connections between HNB and SAS via HNB-GW
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Figure 7.y.2.2-1: Establishment of signalling connection over Iupc and Iuh connections between HNB and SAS via HNB-GW – HNB Initiated.

1.
If the Source HNB is configured for Iupc-connectivity via the HNB-GW, and wants to send a PCAP message to the SAS for which a signalling connection over the Iuh and Iupc connections has to be established, it issues a PUA:CONNECT message containing the PUA Context Id and the PCAP PDU1.
2.
The HNB-GW identifies the signalling interface to which the PCAP message shall be routed to and maintains a mapping between the PUA-based signalling connection and the SCCP-based signalling connection for the HNB-SAS end-to-end. If the SAS indicator is included in the PUA: Connect message the HNB-GW may use this to route the PCAP message to the selected SAS.
3.
The HNB-GW sends PCAP PDU1 to the SAS and the SAS sends back PCAP PDU2 (see TS 25.450 [xx]).

4.
The HNB-GW routes the PCAP PDU2 towards the Source HNB.

5.
The HNB-GW sends a PUA:Direct Transfer message, including PCAP PDU2 if any, received from the SAS to the source HNB.

7.y.2.3

Establishment of signalling connection over Iuh – Refusal from SAS
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Figure 7.y.2.3-1: Establishment of signalling connection over Iuh and Iupc connections between HNB and SAS via HNB-GW – HNB Initiated with refusal from SAS.

1.
If the Source HNB is configured for Iupc-connectivity via the HNB-GW, and wants to send a PCAP message to the SAS for which a signalling connection over the Iuh and Iupc connections has to be established, it issues a PUA:CONNECT message containing the PUA Context Id and the PCAP PDU1.
2.
The HNB-GW identifies the signalling interface to which the PCAP message shall be routed to and maintains a mapping between the PUA-based signalling connection and the SCCP-based signalling connection for the HNB-SAS end-to-end. If the SAS indicator is included in the PUA: Connect message the HNB-GW may use this to route the PCAP message to the selected SAS.
3.
The HNB-GW sends PCAP PDU1 to the SAS as received from the HNB via SCCP Connection Request  and the SAS refuses the connection request (see TS 25.450 [xx]).

4.
The HNB-GW maps the SCCP:CREF message into a PUA:DISCONNECT.

5.
The HNB-GW sends a PUA:DISCONNECT message to the source HNB, including the optional PCAP PDU2 if received from the SAS.

7.y.2.4
Transport of PCAP signalling messages via signalling connection established over Iupc and Iuh connections

7.y.2.4.1
HNB initiated
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Figure 7.y.2.4.1-1: Transport of PCAP messages via signalling connection over Iuh and Iupc connections – HNB initiated.

If the Source HNB wants to send a PCAP message to the SAS for which a connection oriented data transfer service is already established for a location session, it issues a PUA:DIRECT TRANSFER message towards the HNB-GW which contains the PUA Context Id and the PCAP PDU.

The HNB-GW will forward the PCAP PDU to the SAS within an SCCP message.

7.y.2.4.2
SAS initiated

[image: image9.emf]2. PUA:DIRECT TRANSFER(PCAPContext Id, PCAPPDU)
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2. HNB-GW routesthe PCAP PDU to 

the appropriate HNB.


Figure 7.y.2.4.2-1: Transport of PCAP messages via signalling connection over Iupc and Iuh connections – SAS initiated.

If the SAS wants to send a PCAP message to the Receiving HNB for which a connection oriented data transfer service is already established for a location session, it will send to the HNB-GW the PCAP PDU within an SCCP message.

The HNB-GW will then generate a PUA:DIRECT TRANSFER message and will route the PCAP PDU to the correct HNB.

7.y.2.5
Release of signalling connection over Iupc and Iuh Connections
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3.SCCP Release as described in TS 25.450[xx]


Figure 7.y.2.5-1: Release of established signalling connection over Iupc and Iuh connections – HNB initiated.

If an HNB wants to release a signalling connection previously established over Iupc and Iuh connections towards a SAS, it sends a PUA:DISCONNECT message, which includes the PUA Context Id and may include a PCAP PDU. The HNB-GW maps the PUA:DISCONNECT message to an SCCP:Release message and triggers the SCCP connection release procedure defined in TS 25.450 [xx] for the coresponding SCPP connection.  

7.y.2.6
Transport of PCAP signalling messages via the connectionless data transfer service

7.y.2.6.1
HNB initiated
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Figure 7.y.2.6.1-1: Connectionless data transfer over Iuh and Iupc connections – HNB initiated.

If the HNB wants to send in a connectionless manner a PCAP PDU to the HNB-GW for the SAS, it issues a PUA:CONNECTIONLESS TRANSFER message containing the PCAP PDU. The HNB-GW then generates and routes the PCAP PDU within a connectionless SCCP message towards the SAS. If the SAS indicator is included in the PUA: Connectionless Transfer message the HNB-GW may use this to route the PCAP message to the selected SAS.
7.y.2.6.2
SAS initiated
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Figure 7.y.2.6.2-1: Connectionless data transfer over Iupc and Iuh connections – SAS initiated.

If the SAS sends a PCAP PDU to the HNB-GW for the Receiving HNB, the HNB-GW has to be able to route the message to the correct HNB. The HNB-GW uses the PCAP transaction ID to determine the correct destination HNB.  Then the HNB-GW issues a PUA:CONNECTIONLESS TRANSFER message containing the PCAP PDU. 
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