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Overview

This document lists all the changes needed to correct problems in the TTCN implementation of test case 10.5.3, which is part of the LTE test suite. 

The test case can be demonstrated to run with one LTE UE (see section 6). Execution log files are provided as evidence. 
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Corrections required for test case 10.5.3
Introduction

This section describes the changes required to make test 10.5.3 run correctly with a LTE UE. The TTCN used to pass this test case belongs to IWD_10wk42 release.

Change 1

	Testcase name
	10.5.3

	Reason for change
	In step 1 and step 7 UE have to request connectivity to an additional PDN according to specification 36.523-1-920 section 10.5.3 :

“Cause the UE to request connectivity to an additional PDN”


According to specification 24.301-870 section 6.5.1.2:

“In order to request connectivity to an additional PDN, the UE shall send a PDN CONNECTIVITY REQUEST message including a requested APN to the MME” 

According to 36.523-1-920 Table 10.5.3.3.3-1 Access point name in Step 2 is APN-1.

According to 36.523-1-920 Table 10.5.3.3.3-4 Access point name in Step 9A is APN-2.

Thus requested APN have to be added to AT command in Step1 and Step7

	Summary of change
	Add  tsc_APN1_string parameter to f_UT_RequestAdditionalPDNConnectivity in step 1

Create tsc_APN2_string and add  tsc_APN2_string parameter to f_UT_RequestAdditionalPDNConnectivity in step 2

	Source of change
	ESM_testcases.ttcn


Before change:

	// Cause the UE to request connectivity to an additional PDN.

    //@siclog "Step 1" siclog@

    f_UT_RequestAdditionalPDNConnectivity(UT, hex2int(v_EpsBearerId2), "");

    // The UE transmits a SERVICE REQUEST

    //@siclog "Step 1A" siclog@

    v_NasInd := f_EUTRA_RRC_ConnEst_DefWithNas(eutra_CellA,

                                               tsc_RRC_TI_Def,

                                               cr_EstablishmentCause_MoData,

                                               cr_NAS_Indication (tsc_SHT_IntegrityProtected,

                                                                  cr_508_SERVICE_REQUEST(f_EUTRA_SecurityKSIasme_Get())));
…

// The SS releases the RRC connection

    //@siclog "Step 6" siclog@

    f_EUTRA_RRC_ConnectionRelease(eutra_CellA, tsc_RRC_TI_Def, other);

    // Cause the UE to request connectivity to an additional PDN.

    //@siclog "Step 7" siclog@

    f_UT_RequestAdditionalPDNConnectivity(UT, hex2int(v_EpsBearerId2), "");


After change:

	   const charstring tsc_APN2_string := "APN-2";
…
    // Cause the UE to request connectivity to an additional PDN.

    //@siclog "Step 1" siclog@

    f_UT_RequestAdditionalPDNConnectivity(UT, hex2int(v_EpsBearerId2), tsc_APN1_string);     
    // The UE transmits a SERVICE REQUEST

    //@siclog "Step 1A" siclog@

    v_NasInd := f_EUTRA_RRC_ConnEst_DefWithNas(eutra_CellA,

                                               tsc_RRC_TI_Def,

                                               cr_EstablishmentCause_MoData,

                                               cr_NAS_Indication (tsc_SHT_IntegrityProtected,

                                                                  cr_508_SERVICE_REQUEST(f_EUTRA_SecurityKSIasme_Get())));
…

// The SS releases the RRC connection

    //@siclog "Step 6" siclog@

    f_EUTRA_RRC_ConnectionRelease(eutra_CellA, tsc_RRC_TI_Def, other);

    // Cause the UE to request connectivity to an additional PDN.

    //@siclog "Step 7" siclog@

    f_UT_RequestAdditionalPDNConnectivity(UT, hex2int(v_EpsBearerId2), tsc_APN2_string);



Change 2

	Testcase name
	10.5.3

	Reason for change
	Wrong variable v_NasInd used to derive PDN Connectivity Request.

	Summary of change
	Replaced variable v_NasInd.Pdu.PiggybackedPduList[0] with v_ReceivedAsp.Signalling.Nas[0].Pdu

	Source of change
	ESM_testcases.ttcn


Before change:

	// Step 2. The UE transmits a PDN CONNECTIVITY REQUEST message as specified to request an additional PDN.

    SRB.receive ( car_SRB2_NasPdu_IND ( eutra_CellA,

                                        cr_NAS_Indication ( tsc_SHT_IntegrityProtected_Ciphered,

                                                            cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()), cr_AccessPointName(v_APN_Value))))) -> value v_ReceivedAsp;

    v_PDNConnReq := v_NasInd.Pdu.PiggybackedPduList[0].Msg.pDN_CONNECTIVITY_REQUEST;
    v_PTId_UE := v_PDNConnReq.procedureTransactionIdentifier;


After change:

	    // Step 2. The UE transmits a PDN CONNECTIVITY REQUEST message as specified to request an additional PDN.

    SRB.receive ( car_SRB2_NasPdu_IND ( eutra_CellA,

                                        cr_NAS_Indication ( tsc_SHT_IntegrityProtected_Ciphered,

                                                            cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()), cr_AccessPointName(v_APN_Value))))) -> value v_ReceivedAsp;

    v_PDNConnReq := v_ReceivedAsp.Signalling.Nas[0].Pdu.Msg.pDN_CONNECTIVITY_REQUEST;   
    v_PTId_UE := v_PDNConnReq.procedureTransactionIdentifier;


Change 3

	Testcase name
	10.5.3

	Reason for change
	According to specification 24.301-870 Annex D section D1 if a SERVICE REQUEST is requested, the RRC establishment cause shall be set to MO data.
According to specification 36.523-1-920 section 10.5.3 in Step 8 UE should transmit SERVICE REQUEST and after SS will establish a DRB associated with the default EPS bearer contex (Step 9) UE will send PDN CONNECTIVITY REQUEST (Step 9A). 
Thus in Step 8 only SERVICE REQUEST should be expected.

	Summary of change
	Replaced template cr_EstablishmentCause_MoSignalling with cr_EstablishmentCause_MoData.
Replaced template cr_NAS_IndicationWithPiggybacking with cr_NAS_Indication.

	Source of change
	ESM_testcases.ttcn


Before change:

	    //@siclog "Step 8" siclog@

    //  The UE transmits a SERVICE REQUEST

    v_NasInd := f_EUTRA_RRC_ConnEst_DefWithNas(eutra_CellA,

                                               tsc_RRC_TI_Def,

                                               cr_EstablishmentCause_MoSignalling,

                                               cr_NAS_IndicationWithPiggybacking (tsc_SHT_IntegrityProtected,

                                                                                  cr_508_SERVICE_REQUEST(f_EUTRA_SecurityKSIasme_Get()),

                                                                                  cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()))));
    //@siclog "Step 9" siclog@

    // The SS establishes a DRB associated with the default EPS bearer context activated during the preamble.

    // Activate security in AS with parameters from AKA performed in preamble

    v_NasCountUL := v_NasInd.SecurityProtection.NasCount;




After change:

	//@siclog "Step 8" siclog@

    //  The UE transmits a SERVICE REQUEST

    v_NasInd := f_EUTRA_RRC_ConnEst_DefWithNas(eutra_CellA,

                                               tsc_RRC_TI_Def,

                                               cr_EstablishmentCause_MoData,


 

                                               cr_NAS_Indication (tsc_SHT_IntegrityProtected,

                                                                  cr_508_SERVICE_REQUEST(f_EUTRA_SecurityKSIasme_Get())));   

    //@siclog "Step 9" siclog@

    // The SS establishes a DRB associated with the default EPS bearer context activated during the preamble.

    // Activate security in AS with parameters from AKA performed in preamble

    v_NasCountUL := v_NasInd.SecurityProtection.NasCount;


Change 4

	Testcase name
	10.5.3

	Reason for change
	Wrong variable v_NasInd used to derive PDN Connectivity Request.

According to 36.523-1-920 Table 10.5.3.3.3-5 Access point name in ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message in Step 9B is APN-2.



	Summary of change
	Replaced variable v_NasInd.Pdu.PiggybackedPduList[0] with v_ReceivedAsp.Signalling.Nas[0].Pdu
Create variable tsc_APN2 and add it as expected Acces Point Name.

	Source of change
	ESM_testcases.ttcn


Before change:

	var AccessPointName v_AccessPointName;
…

SRB.receive ( car_SRB2_NasPdu_IND ( eutra_CellA,

                                        cr_NAS_Indication ( tsc_SHT_IntegrityProtected_Ciphered,

                                                            cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()), cr_AccessPointName(v_APN_Value))))) -> value v_ReceivedAsp;

    f_EUTRA_PreliminaryPass(__FILE__, __LINE__, "Step 9A");

    v_PDNConnReq := v_NasInd.Pdu.PiggybackedPduList[0].Msg.pDN_CONNECTIVITY_REQUEST;
    v_PTId_UE := v_PDNConnReq.procedureTransactionIdentifier;

    v_AccessPointName := v_PDNConnReq.accessPointName;
    v_Pco := v_PDNConnReq.protocolConfigurationOptions;


After change:

	const octetstring tsc_APN2 := '0541504E2D32'O;
…  
var template (value) AccessPointName v_AccessPointName;
…
  SRB.receive ( car_SRB2_NasPdu_IND ( eutra_CellA,

                                        cr_NAS_Indication ( tsc_SHT_IntegrityProtected_Ciphered,

                                                            cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()), cr_AccessPointName(tsc_APN2))))) -> value v_ReceivedAsp;


    f_EUTRA_PreliminaryPass(__FILE__, __LINE__, "Step 9A");

    v_PDNConnReq := v_ReceivedAsp.Signalling.Nas[0].Pdu.Msg.pDN_CONNECTIVITY_REQUEST;
 

    v_PTId_UE := v_PDNConnReq.procedureTransactionIdentifier;

    v_AccessPointName := cs_AccessPointName(tsc_APN2);

 

    v_Pco := v_PDNConnReq.protocolConfigurationOptions;


Anite Changes

Change 1

	Testcase name
	f_TC_10_5_3_EUTRA

	Reason for change
	1. The contents of PDN CONNECTIVITY REQUEST message is extracted as if it is received as a piggybacked message at Step 2 & 9A.

2. The format of the APN received in the PDN CONNECTIVITY REQUEST (TLV Format) is different from the one sent in ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST where it is in LV format.

3. The establishment cause mo-Signalling is incorrect at Step 8. It should be mo-Data as per the test specification.

4. PDN CONNECTIVITY REQUEST message is not received as piggybacked to the SERVICE REQUEST messages at Step 8. Instead it is received after the default radio bearer establishment.

	Summary of change
	1. The contents of PDN CONNECTIVITY REQUEST message are not extracted from the piggybacked PDU at Step 2 & 9A.
2. The required format conversion is done at Step 2 & 9A.

3. Establishment cause is changed to ‘mo-Data’
4. Changes are done to receive the PDN CONNECTIVITY REQUEST and SERVICE REQUEST messages separately.

	Source of change
	File : ESM_testcases.ttcn


Before:

	File ESM_testcases.ttcn
  function fl_TC_10_5_3_Body() runs on EUTRA_PTC

  {

   ……………….

   ……………….
    //@siclog "Step 2" siclog@

    // Step 2. The UE transmits a PDN CONNECTIVITY REQUEST message as specified to request an additional PDN.

    SRB.receive ( car_SRB2_NasPdu_IND ( eutra_CellA,

                                        cr_NAS_Indication ( tsc_SHT_IntegrityProtected_Ciphered,

                                                            cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()), cr_AccessPointName(v_APN_Value))))) -> value v_ReceivedAsp;

    v_PDNConnReq := v_NasInd.Pdu.PiggybackedPduList[0].Msg.pDN_CONNECTIVITY_REQUEST;
    v_PTId_UE := v_PDNConnReq.procedureTransactionIdentifier;

    v_AccessPointName := v_PDNConnReq.accessPointName;
    v_Pco := v_PDNConnReq.protocolConfigurationOptions;

   ……………….

   ……………….
    //@siclog "Step 8" siclog@

    //  The UE transmits a SERVICE REQUEST

    v_NasInd := f_EUTRA_RRC_ConnEst_DefWithNas(eutra_CellA,

                                               tsc_RRC_TI_Def,

                                               cr_EstablishmentCause_MoSignalling,

                                               cr_NAS_IndicationWithPiggybacking (tsc_SHT_IntegrityProtected,

                                                                                  cr_508_SERVICE_REQUEST(f_EUTRA_SecurityKSIasme_Get()),

                                                                                  cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()))));
   ……………….

   ……………….
    //@siclog "Step 9A" siclog@

    // Check: Does the UE transmit a PDN CONNECTIVITY REQUEST as specified to request an additional PDN?

    SRB.receive ( car_SRB2_NasPdu_IND ( eutra_CellA,

                                        cr_NAS_Indication ( tsc_SHT_IntegrityProtected_Ciphered,

                                                            cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()), cr_AccessPointName(v_APN_Value))))) -> value v_ReceivedAsp;

    f_EUTRA_PreliminaryPass(__FILE__, __LINE__, "Step 9A");

    v_PDNConnReq := v_NasInd.Pdu.PiggybackedPduList[0].Msg.pDN_CONNECTIVITY_REQUEST;

    v_PTId_UE := v_PDNConnReq.procedureTransactionIdentifier;

    v_AccessPointName := v_PDNConnReq.accessPointName;

    v_Pco := v_PDNConnReq.protocolConfigurationOptions;

   ……………….

   ……………….

  } // function fl_TC_10_5_3_Body


After:

	File ESM_testcases.ttcn  

  function fl_TC_10_5_3_Body() runs on EUTRA_PTC

  {

   ……………….

   ……………….
    //@siclog "Step 2" siclog@

    // Step 2. The UE transmits a PDN CONNECTIVITY REQUEST message as specified to request an additional PDN.

    SRB.receive ( car_SRB2_NasPdu_IND ( eutra_CellA,

                                        cr_NAS_Indication ( tsc_SHT_IntegrityProtected_Ciphered,

                                                            cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()), cr_AccessPointName(v_APN_Value))))) -> value v_ReceivedAsp;

    v_NasInd := v_ReceivedAsp.Signalling.Nas[0];                               

    v_PDNConnReq := v_NasInd.Pdu.Msg.pDN_CONNECTIVITY_REQUEST;                  
    v_PTId_UE := v_PDNConnReq.procedureTransactionIdentifier;

    v_AccessPointName := cs_AccessPointName(v_APN_Value);                       
    v_Pco := v_PDNConnReq.protocolConfigurationOptions;

   ……………….

   ……………….
    //@siclog "Step 8" siclog@

    //  The UE transmits a SERVICE REQUEST

    v_NasInd := f_EUTRA_RRC_ConnEst_DefWithNas(eutra_CellA,

                                               tsc_RRC_TI_Def,

                                               cr_EstablishmentCause_MoData,                                

                                               cr_NAS_Indication (tsc_SHT_IntegrityProtected,               

                                                                  cr_508_SERVICE_REQUEST(f_EUTRA_SecurityKSIasme_Get())));
   ……………….

   ……………….
    //@siclog "Step 9A" siclog@

    // Check: Does the UE transmit a PDN CONNECTIVITY REQUEST as specified to request an additional PDN?

    SRB.receive ( car_SRB2_NasPdu_IND ( eutra_CellA,

                                        cr_NAS_Indication ( tsc_SHT_IntegrityProtected_Ciphered,

                                                            cr_PDNConnReqAdditionalPDN(cr_PDN_Type(f_GetPdnType()), cr_AccessPointName(v_APN_Value))))) -> value v_ReceivedAsp;

    f_EUTRA_PreliminaryPass(__FILE__, __LINE__, "Step 9A");

    v_NasInd := v_ReceivedAsp.Signalling.Nas[0];                                

    v_PDNConnReq := v_NasInd.Pdu.Msg.pDN_CONNECTIVITY_REQUEST;                  
    v_PTId_UE := v_PDNConnReq.procedureTransactionIdentifier;

    v_AccessPointName := cs_AccessPointName(v_APN_Value);                       
    v_Pco := v_PDNConnReq.protocolConfigurationOptions;

   ……………….

   ……………….
  } // function fl_TC_10_5_3_Body


Execution Log Files

LG UE
The LG  UE passed this test case on the Anritsu ME7832L LTE and Anite Conformance Toolset solution with Snow 3G integrity algorithm. The documentation below is enclosed as evidence of the successful test case run [1]:

· Test Case Execution log file :

In the log file (in html format) the complete test case execution can be seen. All message contents are fully decoded and can be verified. Preliminary verdicts and the final test case verdict can be seen in the log file.

Huawei CP V100 UE

The Huawei UE passed these test cases on the Anite Conformance Toolset solution with AES integrity algorithm. The documentation below is enclosed as evidence of the successful test case run [1]:

· Test Case Execution log files TC_10_5_3_Huawei-UE.html:

In the log files (in html format) the complete test case execution can be seen. All message contents are fully decoded and can be verified. Preliminary verdicts and the final test case verdict can be seen in the log files.

References

	[1]
	R5s100749: This archive comprises text format execution log file and the TTCN file.
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