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<************ Beginning of the second change ************>
A.1
Default messages for IMS Registration

A.1.1
REGISTER

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	REGISTER 
	
	

	
Request-URI
	
	SIP URI formed from px_HomeDomainName (when using ISIM) or

SIP URI formed from home domain name derived from px_IMSI (when using USIM)
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Route 
	
	(if present)
	
	RFC 3261 [15]

	
route-param
	A1, A3
	<sip:px_pcscf;lr>
	
	

	
route-param
	A2
	<sip:px_pcscf:protected server port of P-CSCF;lr>
	
	

	Via 
	
	
	
	RFC 3261 [15]
RFC 3581 [xx]

	
sent-protocol
	
	SIP/2.0/UDP (when using UDP) or 

SIP/2.0/TCP  (when using TCP)
	
	

	
sent-by
	A1, A3
	IP address or FQDN, port (optional) and not checked  
	
	

	
sent-by
	A2
	IP address or FQDN and protected server port of the UE
	
	

	
via-branch
	
	value starting with ‘z9hG4bk’
	
	

	
response-port
	A1
	rport
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1, A2
	px_PublicUserIdentity (when using ISIM) or

public user identity derived from px_IMSI (when using USIM)
	
	

	
addr-spec

addr-spec
	A3
A7
	public user identity derived from px_IMSI
px_PublicUserIdentity (if the UE is already registered to IMS or if the UE is using ISIM)  or
public user identity derived from px_IMSI (when UE is using USIM and UE is not yet registered to IMS)
	
	

	
tag
	
	must be present, value not checked
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1, A2
	px_PublicUserIdentity (when using ISIM) or

public user identity derived from px_IMSI (when using USIM)
	
	

	
addr-spec

addr-spec
	A3
A7
	public user identity derived from px_IMSI
px_PublicUserIdentity (if the UE is already registered to IMS or if the UE is using ISIM)  or
public user identity derived from px_IMSI (when UE is using USIM and UE is not yet registered to IMS)
	
	

	
tag
	
	must not be present
	
	

	Contact
	
	
	
	RFC 3261 [15]
draft-ietf-sip-gruu [61]

	
addr-spec
	A1, A3
	SIP URI to either indicate an unprotected port selected by the UE or no port at all. When A7 the SIP URI shall contain the req-type=sos URI parameter.
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and protected server port of UE. When A7 the SIP URI shall contain the req-type=sos URI parameter.
	
	

	
feature-param
	A4
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2)
	
	

	feature-param
	A6
	+g.3gpp.smsip
	
	

	
c-p-instance
	A5
	+sip.instance media feature tag with the instance ID of the UE
	
	

	
expires
	
	600000 (if present)
	
	

	Expires 
	
	(if present)
	
	RFC 3261 [15]

	
delta-seconds
	
	600000
	
	

	Require
	A1, A2
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1, A2
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Supported
	
	
	
	RFC 3261 [15]

	
option-tag
	A5
	gruu
	
	

	
option-tag
	
	path
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	A1, A3
	must be present, value not checked
	
	

	
value
	A2
	must be incremented from the previous REGISTER
	
	

	
method
	
	REGISTER
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked
	
	

	Security-Client
	A1, A2
	
	
	RFC 3329 [21]

	
mechanism-name
	
	ipsec-3gpp
	
	

	
algorithm
	
	hmac-md5-96
	
	

	
protocol
	
	esp (if present)
	
	

	
mode
	
	trans (if present)
	
	

	
encrypt-algorithm
	
	des-ede3-cbc or aes-cbc, if UE supports IPSec ESP confidentiality protection
null or parameter not present, if the UE does not support IPSec ESP confidentiality protection
	
	

	
spi-c
	
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	
	protected client port
	
	

	
port-s
	
	protected server port
	
	

	
mechanism-name
	
	ipsec-3gpp
	
	

	
algorithm
	
	hmac-sha-1-96
	
	

	
protocol
	
	esp (if present)
	
	

	
mode
	
	trans (if present)
	
	

	
encrypt-algorithm
	
	des-ede3-cbc or aes-cbc, if UE supports IPSec ESP confidentiality protection
null or parameter not present, if the UE does not support IPSec ESP confidentiality protection
	
	

	
spi-c
	
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	
	protected client port
	
	

	
port-s
	
	protected server port
	
	

	Security-Verify
	A2
	(not present when A1, A3)
	
	RFC 3329 [21]

	
sec-mechanism
	A2
	same value as SecurityServer header sent by SS
	
	

	Authorization
	A1
	
	
	RFC 2617 [16]

RFC 3310 [17]

	
username
	A1
	px_PrivateUserIdentity (when using ISIM) or

private user identity derived from px_IMSI (when using USIM)
	
	

	
realm
	A1
	px_HomeDomainName (when using ISIM) or

home domain name derived from px_IMSI (when using USIM)
	
	

	
nonce
	A1
	set to an empty value
	
	

	
digest-uri
	A1
	SIP URI formed from px_HomeDomainName (when using ISIM) or formed from home domain name derived from px_IMSI (when using USIM)
	
	

	
response
	A1
	set to an empty value
	
	

	Authorization
	A2
	
	
	RFC 2617 [16]

RFC 3310 [17]

	
username
	A2
	px_PrivateUserIdentity (when using ISIM) or

private user identity derived from px_IMSI (when using USIM)
	
	

	
realm
	A2
	 same value as received in the realm directive in the WWW Authenticate header sent by SS
	
	

	
nonce
	A2
	same value as in WWW-Authenticate header sent by SS
	
	

	
opaque
	A2
	px_Opaque
	
	

	
digest-uri
	A2
	SIP URI formed from px_HomeDomainName (when using ISIM) or formed from home domain name derived from px_IMSI (when using USIM)
	
	

	
qop-value
	A2
	auth
	
	

	
cnonce-value
	A2
	value assigned by UE affecting the response calculation
	
	

	
nonce-count
	A2
	counter to indicate how many times UE has sent the same value of nonce within successive REGISTERs, initial value shall be 1
	
	

	
response
	A2
	response calculated by UE
	
	

	
algorithm
	A2
	AKAv1-MD5
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A2
	(header optional when A1, A3)
	
	RFC 3455 [18]

	
access-net-spec
	A2
	access network technology and, if applicable, the cell ID
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	Initial unprotected REGISTER (IMS security, A.6a/2 3GPP TS 34.229-2 [5]) 

	A2
	Subsequent REGISTER sent over security associations (IMS security, A.6a/2 3GPP TS 34.229-2 [5]) 

	A3
	REGISTER for the case UE supports early IMS security (A.6a/1 3GPP TS 34.229-2 [5])

	A4
	The UE supports IMS Multimedia Telephony (MTSI) (A.12/18  3GPP TS 34.229-2 [5])

	A5
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A6
A7
	The UE supports SM-over-IP receiver (A.12/nn 3GPP TS 34.229-2 [5])
Initial IMS emergency registration


NOTE 1:
All choices for applicable conditions are described for each header.

NOTE 2:
The “=” may include optional linear white spaces according to the EQUAL definition in chapter 25.1, RFC 3261 [15].
A.1.2
401 Unauthorized for REGISTER

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	401
	
	

	
Reason-Phrase
	Unauthorized
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in REGISTER message
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec

	same value as received in REGISTER message
	
	

	
tag
	px_ToTagRegister
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec

	same value as received in REGISTER message
	
	

	
tag
	same value as received in REGISTER message
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in REGISTER message
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in REGISTER message
	
	

	WWW-Authenticate
	
	
	RFC 2617 [16]

RFC 3310 [17]

	
realm
	px_HomeDomainName or home domain name derived from px_IMSI NOTE: this value could be set different by the SS (see CP-060230)
	
	

	
algorithm
	AKAv1-MD5
	
	

	
qop-value
	auth
	
	

	
nonce
	Base 64 encoding of RAND and AUTN
	
	

	
opaque
	px_Opaque
	
	

	Security-Server
	
	
	RFC 3329 [21]

	
mechanism-name
	ipsec-3gpp
	
	

	
algorithm
	px_IpSecAlgorithm (hmac-md5-96 or hmac-sha-1-96)
	
	

	
spi-c
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	px_SSProtectedClientPort
	
	

	
port-s
	px_SSProtectedServerPort
	
	

	
Encrypt-algorithm
	des-ede3-cbc or aes-cbc, if UE supports IPSec ESP confidentiality protection (px_CiphAlgo_Def)
	
	

	
q
	0.9
	
	

	
Mechanism-name 
	Ipsec-3gpp
	
	

	
algorithm
	Algorithm not selected by px_IpSecAlgorithm (hmac-sha-1-96 or hmac-md5-96)
	
	

	
spi-c
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	px_SSProtectedClientPort
	
	

	
port-s
	px_SSProtectedServerPort
	
	

	
encrypt-algorithm
	des-ede3-cbc or aes-cbc, if UE supports IPSec ESP confidentiality protection (px_CiphAlgo_Def)
	
	

	
q
	0.7
	
	

	Content-Length
	
	
	RFC 3261 [15]

	
value
	0
	
	


A.1.3
200 OK for REGISTER

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in REGISTER message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	same value as received in REGISTER message
	
	

	
tag
	
	px_ToTagRegister
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in REGISTER message
	
	

	
tag
	
	same value as received in REGISTER message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in REGISTER message
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in REGISTER message
	
	

	Contact
	
	
	
	RFC 3261 [15]

draft-ietf-sip-gruu [61]

	
addr-spec
	
	same value as received in REGISTER message
	
	

	
pub-gruu
	A1
	Public GRUU as the SIP URI got from the To header of the REGISTER request, together with the gr parameter with an arbitrary value
	
	

	
temp-gruu
	A1
	Temporary GRUU with an arbitrary value in the user part and the host part matching with the domain of the To header of the REGISTER and gr parameter without any value (temp-gruu parameter missing when A3)
	
	

	
expires
	
	px_RegisterExpiration
	
	

	P-Associated-URI
	
	order of the parameters in this header must be like in this table 
	
	RFC 3455 [18]

	
addr-spec
	A2
	px_PublicUserIdentity
	
	

	
addr-spec

	A2

	px_AssociatedTelUri    any arbitary TEL URI for the user

	
	

	
addr-spec
	A3
	px_EmergencyPublicUserIdentity
	
	

	Service-Route
	
	(header missing when A3)
	
	RFC 3608 [19]

	
addr-spec
	A2
	px_scscf
	
	

	
uri-parameter
	
	lr
	
	

	Path
	
	
	
	RFC 3327 [20]

	
addr-spec
	
	px_pcscf
	
	

	
uri-parameter
	
	lr
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A2
	Response for an non-emergency registration

	A3
	Response for an emergency registration


<************ Beginning of the third change ************>
A.2
Default messages for Call Setup

A.2.1
INVITE for MO Call Setup

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]
RFC 5031 [yy]

	
Method
	
	INVITE
	
	

	
Request-URI
	A4
	px_CalleeUri
	
	

	
Request-URI
	A5
	px_CalleeContactUri
	
	

	
Request-URI
	A6, A7
	emergency service URN beginning as urn:service:sos
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]
RFC 3581 [xx]

	
sent-protocol
	
	SIP/2.0/UDP  (when using UDP) or 

SIP/2.0/TCP  (when using TCP)
	
	

	
sent-by
	A1, A7
	IP address or FQDN and protected server port of the UE
	
	

	
	A2
	IP address or FQDN, port (optional) and not checked
	
	

	
	A6
	IP address and unprotected server port of the UE
	
	

	
response-port
	A6
	rport
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:px_pcscf:px_SSProtectedServerPort;lr>, <sip:px_scscf;lr>
	
	

	
	A2
	<sip:px_pcscf:px_SSUnprotectedServerPort (optional);lr>, <sip:px_scscf;lr
	
	

	
	A6
	<sip:px_pcscf:px_SSUnprotectedServerPort>
	
	

	
	A7
	<sip:px_pcscf:px_SSProtectedServerPort>
	
	

	From
	
	
	
	RFC 3261 [15]

	
	A6
	Any SIP URI with display name as “Anonymous”
	
	

	
	A7
	px_EmergencyPublicUserIdentity
	
	

	
addr-spec
	A4
	any SIP URI (except public user identity derived from px_IMSI) matching with the URI within the P-Preferred-Identity header or px_PublicUserIdentity if there is no P-Preferred-Identity header within the INVITE request
	
	

	
tag
	A4
	must be present, value not checked
	
	

	
addr-spec
	A5
	local SIP URI of the UE as used in any previous request in the same dialog  (In the earlier requests within the same dialog this URI appears in From header within requests sent by the UE and in To header within requests sent by the SS)
	
	

	
tag
	A5
	local tag value corresponding to the SIP URI of the UE in the same dialog. (In the earlier requests within the same dialog this tag appears in From header within requests sent by the UE and in To header within requests sent by the SS)
	
	

	To
	
	
	
	RFC 3261 [15]
RFC 5031 [yy]

	
addr-spec
	A6, A7
	emergency service URN beginning as urn:service:sos
	
	

	
addr-spec
	A4
	px_CalleeUri
	
	

	
tag

	A4
	not present
	
	

	
addr-spec
	A5
	remote SIP URI of SS (i.e. the remote UE) as used in any previous request in the same dialog  (In the earlier requests within the same dialog this URI appears in To header within requests sent by the UE and in From header within requests sent by the SS)
	
	

	
tag
	A5
	remote tag value corresponding to the SIP URI of the SS in the same dialog. (In the earlier requests within the same dialog this tag appears in To header within requests sent by the UE and in From header within requests sent by the SS)
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	A4
	value different to that received in REGISTER message
	
	

	
callid
	A5
	value of Call-ID as in any previous request in the same dialog
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	A4
	must be present, value not checked
	
	

	
value
	A5
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one
	
	

	
method
	
	INVITE
	
	

	Supported
	
	
	
	RFC 3261 [15]
draft-ietf-sipcore-location-conveyance [zz]

	
option-tag
	
	100rel
	
	

	
option-tag
	A8
	geolocation
	
	

	Geolocation
	A8
	
	Rel-9
	draft-ietf-sipcore-location-conveyance [zz]


	
locationURI
	
	cid-url indicating the Content-Id of the PIDF-LO within the multipart MIME body of INVITE request. 
(Note that location-by-reference URI is not allowed as the SS does not provide any external storage for location info for the UE to refer.)
	
	

	
inserted-param
	
	inserted-by=“ value of sent-by within the Via header”
	
	

	
routing-param
	
	routing-allowed=yes
	
	

	Require
	
	(header optional in A2 and not present in A6)
	
	RFC 3261 [15]
RFC 3312 [31]

RFC 3329 [21]

	
option-tag
	A1, A7
	sec-agree
	
	

	
	
	
	
	

	Proxy-Require
	
	(header optional in A2 and not present in A6)
	
	RFC 3261 [15]

RFC 3329 [21]

	
option-tag
	A1, A7
	sec-agree
	
	

	
	
	
	
	

	Security-Verify
	A1, A7
	(not present in A2 or A6)
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	
	
	
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 3840 [63]
draft-ietf-sip-gruu [61]

	
addr-spec
	A1, A7
	SIP URI with IP address or FQDN and protected server port of UE or GRUU as returned by the SS in registration
	
	

	
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE or GRUU as returned by the SS in registration
	
	

	
	A6
	SIP URI with IP address and unprotected server port of UE
Content of the SIP URI parameters and feature tags is FFS due to open issues in TS 24.229.
	
	

	
feature-param
	A3
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2)
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp or
	
	

	
	
	multipart/mixed  (when A8)
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	
	(header optional when A2)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	(header optional when A5)
	Rel-7
	RFC 3261 [15]

	
Media-range
	A4
	application/sdp,application/3gpp-ims+xml
(additional medias can be added in any order)
	
	

	P-Preferred-Service
	
	
	
	draft-drage-sipping-service-identification [68]

	
Service-ID
	A3
	urn:urn-7:3gpp-service.ims.icsi.mmtel
	
	

	P-Preferred-Identity
	
	
	
	RFC 3325 [89]

	  PPreferredID-value
	A7
	px_EmergencyPublicUserIdentity
	
	

	Accept-Contact
	
	
	
	RFC 3841 [64]

	
ac-value
	A3
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2)
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	

	Message-body
	
	FFS
	
	RFC 4119 [kk]

	
	
	
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	early IMS security (A.6a/1 3GPP TS 34.229-2 [5])

	A3
	UE supports MTSI (A.12/18 3GPP TS 34.229-2 [5])

	A4
	INVITE creating a dialog

	A5
	re-INVITE within a dialog

	A6
	INVITE for creating an emergency session in case of no registration

	A7
	INVITE for creating an emergency session within an emergency registration

	A8
	UE supports providing its geographical location for emergency session setup and has obtained its location


NOTE 1:
All choices for applicable conditions are described for each header.
NOTE 2:
The “=” may include optional linear white spaces according to the EQUAL definition in chapter 25.1, RFC 3261 [15].
<************ Beginning of the fourth change ************>
A.2.3
183 Session in Progress for INVITE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	183
	
	

	
Reason-Phrase
	
	Session in Progress
	
	

	Record-Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
rec-route
	A1,A2
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:px_pcscf:px_SSProtectedServerPort;lr>
	
	

	
rec-route
	A3,A4
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:px_pcscf:px_SSUnprotectedServerPort (optional);lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in INVITE message
	
	

	Require
	
	
	
	RFC 3261 [15]

	
option-tag

	
	100rel
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in INVITE message
	
	

	
tag
	
	same value as received in INVITE message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in INVITE message
	
	

	
tag

	
	px_InviteToTag
	
	

	P-Asserted-Identity
	A5
	px_EmergencyTelURI


	
	RFC 3325 [89]


	
addr-spec
	
	A tel URI that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [39]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [39]
	
	

	
uri-parameter
	
	lr
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec 
	A1, A3
	px_CalleeContactUri
	
	

	
addr-spec 
	A2
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec 
	A4
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	Rseq
	
	
	
	RFC 3262 [33]

	
response-num
	
	px_RSeqNumFor183
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in INVITE message
	
	

	Cseq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in INVITE message
	
	

	Allow
	
	
	
	RFC 3261 [15]

	
method
	
	UPDATE
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	183 sent by the SS (IMS security ,A.6a/2 3GPP TS 34.229-2 [5])

	A2
	183 sent by the UE (IMS security ,A.6a/2 3GPP TS 34.229-2 [5])

	A3
	183 sent by the SS (early IMS security, A.6a/1 3GPP TS 34.229-2 [5])

	A4
	183 sent by the UE (early IMS security, A.6a/1 3GPP TS 34.229-2 [5])

	A5
	183 sent by the SS for INVITE for creating an emergency session


NOTE1:
All choices for applicable conditions are described for each header.

<************ Beginning of the fifth change ************>
A.2.6
180 Ringing for INVITE 

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	180
	
	

	
Reason-Phrase
	
	Ringing
	
	

	Record-Route
	
	
	
	RFC 3261 [15]

	
rec-route
	
	as defined for the common 183 response, see A.2.3
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in INVITE message
	
	

	Require
	
	
	
	RFC 3261 [15]

	
option-tag

	A3
	100rel
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in INVITE message
	
	

	
tag
	
	same value as received in INVITE message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in INVITE message
	
	

	
tag

	
	as defined for the common 183 response, see A.2.3
	
	

	P-Asserted-Identity
	A4
	px_EmergencyTelURI


	
	RFC 3325 [89]


	
addr-spec
	
	A tel URI that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [39]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [39]
	
	

	
uri-parameter
	
	lr
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	as defined for the common 183 response, see A.2.3
	
	

	Rseq
	
	
	
	RFC 3262 [33]

	
response-num
	A3
	previous RSeq number sent in the same direction incremented by one
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in INVITE message
	
	

	Cseq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in INVITE message
	
	

	P-Access-Network-Info
	
	(header missing when A1)
	
	

	
access-net-spec
	A2
	access network technology and, if applicable, the cell ID
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	180 sent by the SS

	A2
	180 sent by the UE

	A3
	Response sent reliably (e.g. always when it contains an SDP body)

	A4
	180 sent by the SS when setting up an emergency call


<************ Beginning of the sixth change ************>
A.3
Generic Common Messages

A.3.1
200 OK for other requests than REGISTER or SUBSCRIBE 

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in request
	
	

	Record-Route
	
	order of the parameters in this header must be like in this table
	
	

	
rec-route
	A1,A2
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:px_pcscf:px_SSProtectedServerPort;lr>
	
	

	
rec-route
	A3,A4
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:px_pcscf:px_SSUnprotectedServerPort (optional);lr>
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in request
	
	

	
tag
	
	same value as received in request
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in request
	
	

	
tag

	
	same value as received in request or 

px_InviteToTag added if missing from request
	
	

	P-Asserted-Identity
	A6
	px_EmergencyTelURI


	
	RFC 3325 [89]


	
addr-spec
	
	A tel URI that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [39]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [39]
	
	

	
uri-parameter
	
	lr
	
	

	Contact
	
	
	
	

	
addr-spec 
	A1, A3
	px_CalleeContactUri
	
	

	
addr-spec 
	A2
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec 
	A4
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in request
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in request
	
	

	P-Access-Network-Info
	
	
	
	

	
access-net-spec
	A5
	access network technology and, if applicable, the cell ID
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	Response sent by SS for INVITE (IMS security ,A.6a/2 TS 34.229-2 [5]))

	A2
	Response sent by UE for INVITE (IMS security ,A.6a/2 TS 34.229-2 [5]))

	A3
	Response sent by SS for INVITE (early IMS security, A.6a/1 TS 34.229-2 [5]))

	A4
	Response sent by UE for INVITE (early IMS security, A.6a/1 TS 34.229-2 [5]))

	A5
	Any response sent by the UE within a dialog

	A6
	Response sent by SS for INVITE  for emergency call


<************ Beginning of the seventh change ************>
C.16
Generic test procedure for setting up MTSI MT speech call, SS resources available

The generic test procedure for setting up MTSI MT speech call, SS resources available may be performed after successful IMS or early IMS registration.

Test procedure

1)
SS sends an INVITE request to the UE.

2) The UE accepts the session invite. 

3)
SS may receive 100 Trying from the UE.
4)
SS may receive 180 Ringing from the UE.

5)
SS may send PRACK to the UE to acknowledge the 180 Ringing.

6)
SS may receive 200 OK for PRACK from the UE.

7)
SS expects and receives 200 OK for INVITE from the UE, with proper SDP as answer.

8)
SS sends an ACK to acknowledge receipt of the 200 OK for INVITE

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with the first SDP offer.

	2
	
	
	Make UE accept the speech AMR offer.

	3
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response.

	4
	(
	180 Ringing 
	(Optional) The UE responds to INVITE with 180 Ringing.

	5
	(
	PRACK
	(Optional) SS shall send PRACK if  the 180 response contains 100rel option-tag in the Require header.

	6
	(
	200 OK
	(Optional) The UE acknowledges the PRACK with 200 OK.

	7
	(
	200 OK
	The UE responds INVITE with 200 OK.

	8
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “early IMS security”  when applicable

Specific Message Contents

INVITE (Step 1)

Use the default message "INVITE for MT Call" in annex A.2.9, with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

· v=0
· o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

· s=IMS conformance test
· c=IN (addrtype) (connection-address for SS)

· b=AS:30
Time description:

· t=0 0
Media description:
· m=audio (transport port) RTP/AVP 97
· b=AS:30
· b=RS:0

· b=RR:2000

Attributes for media:

· a=tcap:1 RTP/AVPF
· a=pcfg:1 t=1 
· a=rtpmap:97 AMR/8000/1 
· a=fmtp:97 mode-change-capability=2;  max-red=220 

· a=ptime:20
· a=maxptime:240
Attributes for preconditions:

· a=curr:qos local sendrecv
· a=curr:qos remote none
· a=des:qos mandatory local sendrecv
· a=des:qos optional remote sendrecv



100 Trying for INVITE (Step 3)

Use the default message “100 Trying for INVITE” in annex A.2.2

180 Ringing (Step 4)

Use the default message “180 Ringing for INVITE” in annex A.2.6 without the “Record-Route” header and with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	Header optional

Contents if present: 

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      value
	length of message-body

	Message-body
	Header optional

Contents if present: The following SDP types and values shall be present.
Session description:

· v=0
· o=- (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

· s=IMS conformance test
· c=IN (addrtype) (connection-address for UE) [Note 1]
· b=AS: (bandwidth-value)

Time description:

· t=0 0
Media description:
· m=audio (transport port) RTP/AVPF or RTP/AVP (fmt)
· c=IN (addrtype) (connection-address for UE) [Note 1]

· b=AS: (bandwidth-value)

· b=RS: (bandwidth-value)

· b=RR: (bandwidth-value)

Attributes for media: 

· a=acfg:1 t=1 [Note 2]
· a=rtpmap:(payload type) AMR/8000/1
· a=fmtp:(format)
Attributes for preconditions:

· a=curr:qos local sendrecv 
· a=curr:qos remote sendrecv
· a=des:qos mandatory local sendrecv
· a=des:qos mandatory remote sendrecv
Note 1: At least one "c=" field shall be present.

Note 2: Attribut acfg shall be present if RTP/AVPF is selected.


PRACK (step 5)

Use the default message "PRACK" in annex A.2.4. No content body is included in this PRACK message

200 OK (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1. 

200 OK for INVITE (Step 7)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	Header optional

Contents if present: 

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      value
	length of message-body

	Message-body
	Header not present if 180 Ringing (step 4) contained SDP.

Header present if 180 Ringing (step 4) did not contain SDP.

Contents if present: The same requirements for SDP types and values as specified in step 4.


ACK (Step 8)

Use the default message “ACK” in annex A.2.7.
C.x
Generic Test Procedure for IMS emergency registration over E-UTRA

The generic emergency registration test procedure:

1
The UE requests setting up the EPS emergency bearer context. 
Editor’s note:
The required radio bearer(s) are established by E-UTRA network. Specific procedures are FFS.
2
Optional P-CSCF address discovery using the DHCP procedure according to Annex C.3 for IPv6 or Annex C.4 for IPv4.
3
The UE initiates IMS emergency registration. SS waits for the UE to send an initial REGISTER request.

4
The SS responds to the initial REGISTER request with a valid 401 Unauthorized response.
5
The SS waits for the UE to set up a temporary set of security associations and to send another REGISTER request, over those security associations.
6
The SS responds to the second REGISTER request with valid 200 OK response, sent over the same temporary set of security associations that the UE used for sending the REGISTER request.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	The same messages as in steps 1 - 17 of Annex C.yy for EPS bearer context activation

	2
	
	
	Optional P-CSCF address discovery using the DHCP procedure according to Annex C.3 for IPv6 or Annex C.4 for IPv4.

	3
	(
	REGISTER
	The UE sends initial IMS emergency registration

	4
	(
	401 Unauthorized
	The SS responds with a valid AKAv1-MD5 authentication challenge and security mechanisms supported by the network.

	5
	(
	REGISTER
	The UE completes the security negotiation procedures, sets up a temporary set of SAs and uses those for sending another REGISTER with AKAv1-MD5 credentials.

	6
	(
	200 OK
	The SS responds with 200 OK.


NOTE:
The default message contents in annex A are used with the following exceptions:

Specific Message Contents:

EPS bearer context activation (step 1)
Editor’s note: The referred Annex C.yy describes the activation of EPS non-emergency bearer context. Requesting connectivity for EPS emergency bearer services is FFS.

REGISTER (Step 3)

Use the default message “REGISTER” in annex A.1.1 with condition A1 "Initial unprotected REGISTER" and condition A7 “Initial IMS emergency registration” simultaneously applying.

The contents of From and To headers of the REGISTER request shall be according to condition A7.
401 Unauthorized for REGISTER (Step 4)

Use the default message “401 Unauthorized for REGISTER” in annex A.1.2
REGISTER (Step 5)

Use the default message “REGISTER” in annex A.1.1 with condition A2 "Subsequent REGISTER sent over security associations" and condition A7 “Initial IMS emergency registration” simultaneously applying.

The contents of From and To headers of the REGISTER request shall be according to condition A7.

200 OK for REGISTER (Step 6)

Use the default message “200 OK for REGISTER” in annex A.1.3 with condition A3 “Response for an emergency registration”
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