Page 1



3GPP TSG-RAN3 Meeting #63 
(
R3-090480
Athens, Greece, 9th – 13th February 

	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	36.413
	CR
	0404
	(

rev
	1
	(

Current version:
	8.4.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	X
	Core Network
	X


	

	Title:
(

	Transparent containers handling in case of SRVCC operation to GERAN

	
	

	Source to WG:
(

	Nokia Siemens Networks

	Source to TSG:
(

	R3

	
	

	Work item code:
(

	RANimp-HSPAVoIP
	
	Date: (

	10/02/2009

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(

	Generic transparent containers were introduced during RAN3#62 meeting. However there is a need for one additional transparent container in case of SRVCC operation to GERAN DTM. Two generic containers have to be provided in HANDOVER REQUIRED and HANDOVER COMMAND messages.

	
	

	Summary of change:
(

	Additional transparent container in HANDOVER REQUIRED and HANDOVER COMMAND messages is introduced in order to support SR VCC operation with a target system GERAN DTM.
‘may’ is changed to ‘shall’ for inclusion of SRVCC HO Indication IE in the HANDOVER REQUIRED message if the SRVCC operation is needed.

	
	

	Consequences if 
(

not approved:
	SRVCC operation to GERAN DTM is not possible

	
	

	Clauses affected:
(

	2, 8.4.1.2, 9.1.5.1, 9.1.5.2, new 9.2.1.x1, new 9.2.1.x2, 9.3.3, 9.3.4

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


##partially omitted
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 36.401: “E-UTRAN Architecture Description”.

[3]
3GPP TS 36.410: “S1 General Aspects and Principles”.

[4]
ITU-T Recommendation X.691 (07/2002): "Information technology - ASN.1 encoding rules: Specification of Packed Encoding Rules (PER)".

[5]
ITU-T Recommendation X.680 (07/2002): "Information technology - Abstract Syntax Notation One (ASN.1): Specification of basic notation".

[6]
ITU-T Recommendation X.681 (07/2002): "Information technology - Abstract Syntax Notation One (ASN.1): Information object specification".

[7]
3GPP TS 32.421: "Trace concepts and requirements".

[8]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[9]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC)".

[10]
3GPP TS 32.422: "Trace control and configuration management".

[11]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for E-UTRAN access".

[12]
3GPP TS 36.414: “Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 data transport”.

[13]
3GPP TS 23.203: "Policy and charging control architecture"

[14]
3GPP TS 36.300: “Evolved Universal Terrestrial Radio Access (E-UTRA), Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; stage 2”.

[15]
3GPP TS 33.401: “Security architecture”.

[16]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRAN); Radio Resource Control (RRC) Protocol Specification".

[17]
3GPP TS 23.272: "Circuit Switched Fallback in Evolved Packet System; stage 2".
[18]
3GPP TS 48.018: "General Packet Radio Service (GPRS); BSS GPRS Protocol (BSSGP)".

[19]
3GPP TS 25.413: "UTRAN Iu interface RANAP signalling"

[20]
3GPP TS 36.304: “Evolved Universal Terrestrial Radio Access (E-UTRA), User Equipment (UE) procedures in idle mode”.
[x1]
3GPP TS 48.008: “Mobile Switching Centre - Base Station System (MSC-BSS) interface; Layer 3 specification”.
##partially omitted
8.4
Handover Signalling

8.4.1

Handover Preparation

8.4.1.1
General

The purpose of the Handover Preparation procedure is to request the preparation of resources at the target side via the EPC. There is only one Handover Preparation procedure ongoing at the same time for a certain UE.
Editor’s Note: It is FFS whether the eNodeB is allowed to initiate this procedure in case there is an already prepared handover for this particular UE either on S1or on any of its X2 interfaces.

8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation
The source eNodeB initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving MME. When the source eNodeB sends the HANDOVER REQUIRED message, it shall start the timer TS1RELOCprep. The source eNodeB shall indicate the appropriate cause value for the handover in the Cause IE. 

The source eNodeB shall include the Source to Target Transparent Container IE in the HANDOVER REQUIRED message. 

In case of intra-system handover, the container shall be encoded according to the definition of the Source eNB to Target eNB Transparent Container IE. In case of handover to UTRAN, the information in the Source to Target Transparent Container IE shall be encoded according to the Source RNC to Target RNC Transparent Container IE definition as specified in [19]. If the handover is to GERAN A/Gb mode then the Source to Target Transparent Container IE shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE.
Editor’s note: How to handle and control data forwarding is FFS.
When the preparation, including the reservation of resources at the target side is ready, the MME responds with the HANDOVER COMMAND message to the source eNodeB.

If the Target to Source Transparent Container IE has been received by the MME from the handover target then the transparent container shall be included in the HANDOVER COMMAND message.

Upon reception of the HANDOVER COMMAND message the source eNodeB shall stop the timer TS1RELOCprep and start the timer TS1RELOCOverall.
In case of intra-system handover, the information in the Target to Source Transparent Container IE shall be encoded according to the definition of the Target eNB to Source eNB Transparent Container IE. In case of inter-system handover to UTRAN, the Target to Source Transparent Container IE shall be encoded according to the Target RNC to Source RNC Transparent Container IE definition as specified in [19]. In case of inter-system handover to GERAN A/Gb mode, the Target to Source Transparent Container IE shall be encoded according to the Target BSS to Source BSS Transparent Container IE definition as described in [18].

If there are any E-RABs that could not be admitted in the target, they shall be indicated in the E-RABs to Release List IE.

If the DL forwarding IE is included within the Source eNodeB to Target eNodeB Transparent Container IE of the HANDOVER REQUIRED message and it is set to “DL forwarding proposed”, it indicates that the source eNodeB proposes forwarding of downlink data.
The source eNodeB may include the Direct Forwarding Path Availability IE in the HANDOVER REQUIRED message if a direct data path is available. 

If the HANDOVER REQUIRED message does not contain the Direct Forwarding Path Availability IE then indirect forwarding may be applied, if available.

The source eNodeB shall include the SRVCC HO Indication IE in the HANDOVER REQUIRED message if the SRVCC operation is needed as defined in [9]. The source eNodeB shall indicate to the MME in the SRVCC HO Indication IE if the handover shall be prepared for PS and CS domain or only for CS domain. In case of inter-system handover from E-UTRAN, the source eNodeB shall indicate in the Target ID IE, in case of inter-system handover to UTRAN, the Target RNC-ID of the RNC, in case of inter-system handover to GERAN A/Gb mode the Cell Global Identity (including the Routing Area Code) of the cell in the target system.

In case the SRVCC operation is performed, SRVCC HO Indication IE indicates that handover shall be prepared only for CS domain, the source eNB shall include in the HANDOVER REQUIRED message one Source to Target Transparent Container IEs and encode the information in the Source to Target Transparent Container IE according to the definition of the Old BSS to New BSS information IE as specified in [x1].
In case the SRVCC operation is performed, SRVCC HO Indication IE indicates that handover shall be prepared for PS and CS domain, and if
· the target system is GERAN without DTM support then, the source eNB shall include in the HANDOVER REQUIRED message one Source to Target Transparent Container IEs and encode the information in the Source to Target Transparent Container IE according to the definition of the Old BSS to New BSS information IE as specified in [x1].
· the target system is GERAN with DTM support, then the source eNB shall include in the HANDOVER REQUIRED message two Source to Target Transparent Container IEs. The first shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE as described in [18]. The second shall be encoded according to the definition of the Old BSS to New BSS information IE as specified in [x1].
In case the SRVCC operation is performed, SRVCC HO Indication IE indicates that handover shall be prepared only for CS domain, the HANDOVER COMMAND message shall contain one Target to Source Transparent Container IE that shall be encoded according to the definition of the Layer 3 Information IE as specified in [x1].

In case the SRVCC operation is performed, SRVCC HO Indication IE indicates that handover shall be prepared for PS and CS domain, and if
· the target system is GERAN without DTM support, then the HANDOVER COMMAND message shall contain one Target to Source Transparent Container IE that shall be encoded according to the definition of the Layer 3 Information IE as specified in [x1].
· the target system is GERAN with DTM support, then the HANDOVER COMMAND message shall contain two Target to Source Transparent Container IEs. The first IE shall be encoded according to the definition of the Layer 3 Information IE as specified in [x1]. The second IE shall be encoded according to the definition of the  Target BSS to Source BSS Transparent Container IE as specified in [18].
If the HANDOVER COMMAND message contains DL GTP TEID IE and DL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB accepts the forwarding of downlink data for this bearer, proposed by the source eNB.

If the HANDOVER COMMAND message contains UL GTP TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB requests forwarding of uplink data for this bearer.

For handover to an external system the eNB shall use the NAS downlink COUNT IE received in the HANDOVER COMMAND message as specified in [15].
Interactions with E-RAB Management procedures:

If, after a HANDOVER REQUIRED message is sent and before the Handover Preparation procedure is terminated, the source eNB receives a MME initiated E-RAB Management procedure on the same UE associated signaling connection, the source eNB shall either:

1.
cancel the Handover Preparation procedure by executing the Handover Cancel procedure with an appropriate cause value "Interaction with other procedure”. After successful completion of the Handover Cancel procedure, the source eNB shall continue the MME initiated E-RAB Management procedure

or

2.
terminate the MME initiated E-RAB Management procedure by sending the appropriate response message with the cause value “Handover Triggered” to the MME and then the source eNB shall continue with the handover procedure.
8.4.1.3
Unsuccessful Operation
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Figure 8.4.1.3-1: Handover preparation: unsuccessful operation
If the EPC or the target system is not able to accept any of the bearers or a failure occurs during the Handover Preparation, the MME sends the HANDOVER PREPARATION FAILURE message with an appropriate cause value to the source eNodeB. 

8.4.1.4
Abnormal Conditions

8.4.2

Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNodeB for the handover of a UE. 

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation
The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNodeB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which may contain roaming area or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context.

The eNB should use the information in Handover Restriction List IE to determine a target cell for handover. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

Upon receiption of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC operation possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the received SRVCC operation possible in the UE context and use it as defined in [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use to derive the security configuration as specified in [15] 

If the Trace activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in [10].
If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNodeB to Target eNodeB Transparent Container IE, the target eNB shall store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

Upon reception of the UE History Information IE, which is included within the Source eNodeB to Target eNodeB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory and may collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
After all necessary resources for the admitted E-RABs have been allocated the target eNodeB generates the HANDOVER REQUEST ACKNOWLEDGE message. The target eNodeB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell shall be included in the E-RABs Failed to Setup List IE.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP TEID IE and the DL Transport Layer Address IE IE within the E-RABs Admitted List IEs IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains UL GTP TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Admitted List IE then the target eNB requests forwarding of uplink data for this bearer.

If the Request Type IE is included in the HANDOVER REQUEST message then the target eNB should perform the requested location reporting functionality for the UE as described in section 8.11.
8.4.2.3
Unsuccessful Operation
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Figure 8.4.2.3-1: Handover resource allocation: unsuccessful operation
If the target eNodeB is not able to admit any of the E-RABs or a failure occurs during the Handover Preparation, it shall send the HANDOVER FAILURE message to the MME with an appropriate cause value. 

If the target eNodeB receives a HANDOVER REQUEST message containing RRC Container IE that does not include required information as specified in [16], the target eNodeB shall send the HANDOVER PREPARATION FAILURE message to the MME.

8.4.2.4
Abnormal Conditions

If the eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in [13]), and which does not contain the GBR QoS Information IE, the eNB shall not admit the corresponding E-RAB.  

If the eNB receives a HANDOVER REQUEST message containing several E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the eNB shall not admit the corresponding E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is not contained in the Source eNodeB to Target eNodeB Transparent Container IE whereas available in the source eNB, the target eNB shall trigger a local error handling.
##partially omitted
9.1.5.1
HANDOVER REQUIRED

This message is sent by the source eNodeB to the MME to request the preparation of resources at the target.

Direction: eNodeB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Handover Type
	M
	<IntraLTE, LTEtoUTRAN, LTEtoGERAN>
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Target ID
	M
	
	9.2.1.6
	
	YES
	reject

	Direct Forwarding Path Availability
	O
	
	9.2.3.15
	
	YES
	ignore

	SRVCC HO Indication
	O
	
	9.2.1.59
	
	YES
	reject

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	Source to Target Transparent Container
	O
	
	9.2.1.56
	
	YES
	reject


	Condition
	Explanation

	ifIntraLTE
	This IE shall be present if the Handover Type IE is set to the “Value” IntraLTE.

	ifLTEtoUTRAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoUTRAN.

	ifLTEtoGERAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoGERAN.


9.1.5.2
HANDOVER COMMAND

This message is sent by the MME to inform the source eNodeB that resources for the handover have been prepared at the target side.

Direction: MME ( eNodeB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Handover Type
	M
	<IntraLTE, LTEtoUTRAN, LTEtoGERAN>
	9.2.1.13
	
	YES
	reject

	NAS downlink COUNT
	C-ifNotIntraLTE
	
	BIT STRING (4)

[length is FFS]
	Four LSB of the NAS downlink count [15]
	YES
	reject

	E-RABs Subject to Forwarding List
	O
	
	
	
	YES
	ignore

	>E-RABs Subject to Forwarding Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>> E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>> DL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>> DL GTP TEID
	O
	
	9.2.2.2
	 To deliver forwarded DL PDCP SDUs
	-
	

	>> UL Transport Layer Address
	O
	
	9.2.2.1
	
	
	

	>> UL GTP TEID
	O
	
	9.2.2.2
	To deliver forwarded UL PDCP SDUs
	
	

	E-RABs to Release List
	O
	
	E-RAB List 

9.2.1.36
	
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Target to Source Transparent Container
	M
	
	9.2.1.57
	
	YES
	reject

	Target to Source Transparent Container
	O
	
	9.2.1.57
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


Editor’s Note: How to handle and control data forwarding is FFS. This means that the existence of, and the definition of the E-RABs Subject to Forwarding List IE is FFS.

	Condition
	Explanation

	ifIntraLTE
	This IE shall be present if the Handover Type IE is set to the “Value” IntraLTE.

	ifLTEtoUTRAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoUTRAN.

	ifLTEtoGERAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoGERAN.

	if ifNotIntraLTE
	This IE shall be present if the Handover Type IE is not set to the value "IntraLTE"


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


##partially omitted
9.2.1.x1
Old BSS to New BSS Information

This container is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode.

This IE is defined in [x1]. 

9.2.1.x2
Layer 3 Information

This container is used to transparently pass radio related information between the handover target and the handover source through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode.

This IE is defined in [x1]. 

##partially omitted
9.3.3
PDU Definitions

-- **************************************************************

--

-- Handover Required

--

-- **************************************************************

HandoverRequired ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { HandoverRequiredIEs} },


...

}

HandoverRequiredIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID




CRITICALITY reject
TYPE ENB-UE-S1AP-ID

 


PRESENCE mandatory
} |

{ ID id-HandoverType




CRITICALITY reject
TYPE HandoverType

 


PRESENCE mandatory
} |


{ ID id-Cause




CRITICALITY ignore
TYPE Cause

 


PRESENCE mandatory
} |


{ ID id-TargetID



CRITICALITY reject
TYPE TargetID
 



PRESENCE mandatory
} |


{ ID id-Direct-Forwarding-Path-Availability
CRITICALITY ignore
TYPE Direct-Forwarding-Path-Availability
PRESENCE optional } |


{ ID id-SRVCCHOIndication


CRITICALITY
reject
TYPE
SRVCCHOIndication

PRESENCE optional }|


{ ID id-Source-ToTarget-TransparentContainer CRITICALITY reject TYPE Source-ToTarget-TransparentContainer PRESENCE mandatory }|

{ ID id-Source-ToTarget-TransparentContainer CRITICALITY reject TYPE Source-ToTarget-TransparentContainer PRESENCE optional },

...

}

-- **************************************************************

--

-- Handover Command

--

-- **************************************************************

HandoverCommand ::= SEQUENCE {


protocolIEs


ProtocolIE-Container { { HandoverCommandIEs} },


...

}

HandoverCommandIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID

 


PRESENCE mandatory
} |

{ ID id-eNB-UE-S1AP-ID




CRITICALITY reject
TYPE ENB-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-HandoverType




CRITICALITY reject
TYPE HandoverType

 


PRESENCE mandatory
} |

{ ID id-NAS-DownlinkCount




CRITICALITY reject
TYPE NAS-DownlinkCount




PRESENCE conditional


-- This IE shall be present if Handover Type IE is not set to value "IntraLTE" --


}|


{ ID id-E-RABSubjecttoDataForwardingList




CRITICALITY ignore
TYPE E-RABSubjecttoDataForwardingList

 


PRESENCE optional
} |


{ ID id-E-RABtoReleaseListHOCmd




CRITICALITY ignore
TYPE E-RABList

 


PRESENCE optional
} |


{ ID id-Target-ToSource-TransparentContainer


CRITICALITY
reject
TYPE Target-ToSource-TransparentContainer

PRESENCE mandatory }|

{ ID id-Target-ToSource-TransparentContainer


CRITICALITY
reject
TYPE Target-ToSource-TransparentContainer

PRESENCE optional }|

{ ID id-CriticalityDiagnostics

CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional
},


...

}

NAS-DownlinkCount ::= BIT STRING (SIZE (4))
E-RABSubjecttoDataForwardingList ::= E-RAB-IE-ContainerList { {E-RABDataForwardingItemIEs} }

E-RABDataForwardingItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABDataForwardingItem


CRITICALITY ignore
TYPE E-RABDataForwardingItem


PRESENCE mandatory
},


...

}

E-RABDataForwardingItem ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


dL-transportLayerAddress



TransportLayerAddress 
OPTIONAL,


dL-gTP-TEID




GTP-TEID 
OPTIONAL,


uL-TransportLayerAddress


TransportLayerAddress
OPTIONAL,


uL-GTP-TEID






GTP-TEID
OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { { E-RABDataForwardingItem-ExtIEs} }


OPTIONAL,


...

}

E-RABDataForwardingItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

##partially omitted
9.3.4
Information Element Definitions

##partially omitted
-- L

LAC
::= OCTET STRING (SIZE (2))

LAI ::= SEQUENCE {


pLMNidentity



PLMNidentity,


lAC



LAC,


iE-Extensions


ProtocolExtensionContainer { {LAI-ExtIEs} } OPTIONAL

}

LAI-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

LastVisitedCell-Item ::= CHOICE {


e-UTRAN-Cell




LastVisitedEUTRANCellInformation,


uTRAN-Cell





LastVisitedUTRANCellInformation,


...

}
LastVisitedEUTRANCellInformation ::= SEQUENCE {


global-Cell-ID




EUTRAN-CGI,


cellType





CellType,


time-UE-StayedInCell


Time-UE-StayedInCell,


iE-Extensions




ProtocolExtensionContainer { { LastVisitedEUTRANCellInformation-ExtIEs} } OPTIONAL,


...

}

LastVisitedEUTRANCellInformation-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...
}

LastVisitedUTRANCellInformation
::= OCTET STRING

L3-Information



::= OCTET STRING

-- M

MessageIdentifier
::= OCTET STRING (SIZE (16))

MMEname ::= OCTET STRING

MME-Group-ID
::= OCTET STRING (SIZE (2))
MME-Code

::= OCTET STRING (SIZE (1))

MME-UE-S1AP-ID



::= INTEGER (0..4294967295)
M-TMSI


::= OCTET STRING (SIZE (4))

-- N

NAS-PDU ::=  OCTET STRING

NumberofBroadcastRequest ::= INTEGER (0..65535)

NumberofBroadcast ::= INTEGER (0..65535)

-- O
OldBSS-ToNewBSS-Information

::= OCTET STRING

OverloadAction ::= ENUMERATED {

reject-non-emergency-mo-dt,

reject-all-rrc-cr-signalling,

permit-emergency-sessions-only,


...

}
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