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<Start of modified section>
8.1.3.8a	RRC connection release / Redirection from E-UTRAN to GERAN / Redir-policy bit
8.1.3.8a.1	Test Purpose (TP)
(1)
with { UE in E-UTRA RRC_CONNECTED state }
ensure that {
  when { UE receives an RRCConnectionRelease message including an IE redirectedCarrierInfo set to geran and upper layers indicate that redirect to GERAN without AS security is not allowed}
   then { UE discards redirection to GERAN }
            }

8.1.3.8a.2	Conformance requirements
References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.5.1.2.4 and 5.5.3.2.4, TS 36.331, clause 5.3.8.3. Unless otherwise stated these are Rel-14 requirements.

[TS 24.301, clause 5.5.1.2.4]
…
If the redir-policy bit is set to “Unsecured redirection to GERAN not allowed” in the Network policy IE of the ATTACH ACCEPT message, the UE should set the network policy on unsecured redirection to GERAN for the current PLMN to “Unsecured redirection to GERAN not allowed” and indicate to the lower layers that unsecured redirection to a GERAN cell is not allowed. If the redir-policy bit is set to “Unsecured redirection to GERAN allowed” or if the Network policy IE is not included in the ATTACH ACCEPT message, the UE should set the network policy for the current PLMN to “Unsecured redirection to GERAN allowed” and indicate to the lower layers that unsecured redirection to a GERAN cell is allowed. If the Network policy IE is not provided by the network in the ATTACH ACCEPT message, the UE should set the network policy on unsecured redirection to GERAN to “Unsecured redirection to GERAN not allowed” and indicate this to the lower layers when any of the following events occurs:
-	the UE initiates an EPS attach or tracking area updating procedure in a PLMN different from the PLMN where the UE performed the last successful EPS attach or tracking area updating procedure;
-	the UE is switched on; or
-	the UICC containing the USIM is removed.
…
[TS 24.301, clause 5.5.1.2.4]
…
If the redir-policy bit is set to “Unsecured redirection to GERAN not allowed” in the Network policy IE of the TRACKING AREA UPDATE ACCEPT message, the UE should set the network policy on unsecured redirection to GERAN for the current PLMN to “Unsecured redirection to GERAN not allowed” and indicate to the lower layers that unsecured redirection to a GERAN cell is not allowed. If the redir-policy bit is set to “Unsecured redirection to GERAN allowed” or if the Network policy IE is not included in the TRACKING AREA UPDATE ACCEPT message, the UE should set the network policy on unsecured redirection to GERAN for the current PLMN to “Unsecured redirection to GERAN allowed” and indicate to the lower layers that unsecured redirection to a GERAN cell is allowed. If the Network policy IE is not provided by the network in the TRACKING AREA UPDATE ACCEPT message, the UE should set the network policy on unsecured redirection to GERAN to “Unsecured redirection to GERAN not allowed” and indicate this to the lower layers when any of the following events occurs:
-	the UE initiates an EPS attach or tracking area updating procedure in a PLMN different from the PLMN where the UE performed the last successful EPS attach or tracking area updating procedure;
-	the UE is switched on; or
-	the UICC containing the USIM is removed.
…

[TS 36.331, clause 5.3.8.3]
The UE shall:
1>	if the RRCConnectionRelease message includes redirectedCarrierInfo indicating redirection to geran:
…
2>	if AS security has not been activated, and 
2>	if upper layers indicate that redirect to GERAN without AS security is not allowed:
3>	ignore the content of the RRCConnectionRelease;
3>	perform the actions upon leaving RRC_CONNECTED or RRC_INACTIVE as specified in 5.3.12, with release cause ‘other’, upon which the procedure ends;
…
8.1.3.8a.3	Test description
8.1.3.8a.3.1	Pre-test conditions
System Simulator:
-	2 cells, one E-UTRA and one GERAN cell and different location areas: 
-	Cell 1 E-UTRA serving cell
-	Cell 24 GERAN neighbouring cell
-	Cell power levels are selected according to [18] so that camping on Cell 1 is guaranteed
-	System information combination 5 as defined in TS 36.508 [18] clause 4.4.3.1 is used in E-UTRA cells.
UE:
None.
Preamble:
-	The UE is in state Registered, Idle mode (state 2) according to [18] and Redir policy set to ‘Unsecured redirection to GERAN not allowed’ in ATTACH ACCEPT message.

8.1.3.8a.3.2	Test procedure sequence
Table 8.1.3.8a.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1-4
	Steps 2-5 of the generic procedure for Generic Radio Bearer establishment specified in TS 36.508 [18], subclause 4.5.3.3 in Cell 1 take place.
	
	
	-
	-

	5
	SS transmits an RRCConnectionRelease message (IE redirectedCarrierInfo including ARFCN of Cell 24).
	<--
	RRCConnectionRelease
	-
	-

	6
	Check: Does the UE send a CHANNEL REQUEST message on the cell 24 to transmit a ROUTING AREA UPDATE REQUEST message within 5s from step 5?
	-->
	CHANNEL REQUEST
	1
	F

	7
	Check: Does the test result of generic test procedure in TS 36.508 [18] subclause 6.4.2.2 indicate that the UE is in RRC IDLE on E-UTRAN cell 1?
	-
	-
	1
	-



8.1.3.8a.3.3	Specific message or IE contents
Table 8.1.3.8a.3.3-1: SystemInformationBlockType7 for cell 1 (preamble and all steps, Table 8.1.3.8a.3.2-1)
	Derivation Path: 36.508 table 4.4.3.3-6

	Information Element
	Value/remark
	Comment
	Condition

	SystemInformationBlockType7 ::= SEQUENCE {
	
	
	

	  carrierFreqsInfoList SEQUENCE (SIZE (1..maxGNFG)) OF SEQUENCE {
	
	
	

	    carrierFreqs SEQUENCE [n] {
	
	
	

	      startingARFCN
	Same as cell 24
	
	

	      bandIndicator
	Same as cell 24
	
	

	      followingARFCNs CHOICE {
	
	
	

	        equallySpacedARFCNs SEQUENCE {
	
	
	

	          arfcn-Spacing
	Same as cell 24
	
	

	          numberOfFollowingARFCNs
	Same as cell 24
	
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	    commonInfo SEQUENCE {
	
	
	

	      cellReselectionPriority
	3
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	



Table 8.1.3.8a.3.3-2: Message ATTACH ACCEPT (preamble)
	Derivation path: 36.508 table 4.7.2-1

	Information Element
	Value/Remark
	Comment
	Condition

	Network policy
	
	
	

	  Redir-policy
	0001’B
	Unsecured redirection to GERAN not allowed
	



Table 8.1.3.8a.3.3-3: RRCConnectionRelease message (step 5, Table 8.1.3.8a.3.2-1)
	Derivation Path: 36.508 table 4.6.1-15

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionRelease ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE {
	
	
	

	      rrcConnectionRelease-r8 SEQUENCE {
	
	
	

	        redirectedCarrierInfo CHOICE {
	
	
	

	          geran SEQUENCE {
	
	
	

	              startingARFCN
	Downlink ARFCN of Cell 24
	
	

	              bandIndicator
	The same band indicator of the Cell 24
	
	

	              followingARFCNs CHOICE {
	
	
	

	                explicitListOfARFCNs
	0 Entries
	
	

	            }
	
	
	

	          }
	
	
	

	        }
	
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
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