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<START OF CHANGES FOR REFERENCES>
[bookmark: _Toc42507324][bookmark: _Toc52307855][bookmark: _Toc52782267][bookmark: _Toc52782876][bookmark: _Toc59042745][bookmark: _Toc75459116][bookmark: _Toc90630556][bookmark: _Toc100778763][bookmark: _Toc101286097][bookmark: _Toc106817683][bookmark: _Toc106817808][bookmark: _Toc146139336]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: definitions][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 36.579-1: "Mission Critical (MC) services over LTE; Part 1: Common test environment".
[3]	3GPP TS 36.579-3: " Mission Critical (MC) services over LTE; Part 3: Mission Critical Push To Talk (MCPTT) Server Application test specification".
[4]	3GPP TS 36.579-4: " Mission Critical (MC) services over LTE; Part 4: Test Applicability and Implementation Conformance Statement (ICS).
[5]	3GPP TS 36.579-5: "Mission Critical (MC) services over LTE; Part 5: Abstract test suite (ATS)".
[6]	3GPP TS 36.523-1: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet Core (EPC); User Equipment (UE) conformance specification; Part 1: Protocol conformance specification".
[7]	Void
[8]	Void
[9]	3GPP TS 24.379: "Mission Critical Push To Talk (MCPTT) call control; Protocol specification".
[10]	Void
[11]	3GPP TS 24.481: "Mission Critical Services (MCS) group management; Protocol specification".
[12]	3GPP TS 24.482: "Mission Critical Services (MCS) identity management; Protocol specification".
[13]	3GPP TS 24.483: "Mission Critical Services (MCS) Management Object (MO)".
[14]	3GPP TS 24.484: "Mission Critical Services (MCS) configuration management; Protocol specification".
[15]	3GPP TS 33.179: " Security of Mission Critical Push To Talk (MCPTT) over LTE ".
[16]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[17]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[18]	Void
[19]	3GPP TS 36.509: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Special conformance testing functions for User Equipment (UE)".
[20]	3GPP TS 36.508: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access (E-UTRAN); Common Test Environments for User Equipment (UE) Conformance Testing".
[21]	OpenID Connect 1.0: "OpenID Connect Core 1.0 incorporating errata set 1", http://openid.net/specs/openid-connect-core-1_0.html.
[22]	3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".
[23]	Void
[24]	3GPP TS 36.579-2: "Mission Critical (MC) services over LTE; Part 2: Mission Critical Push To Talk (MCPTT) User Equipment (UE) Protocol conformance specification".
[25]	3GPP TS 36.579-6: "Mission Critical (MC) services over LTE; Part 6: Mission Critical Video (MCVideo) User Equipment (UE) Protocol conformance specification ".
[26]	Void
[27]	Void
[28]	Void
[29]	Void
[30]	3GPP TS 33.180: "Security of the mission critical service".
[31]	3GPP TS 24.282: "Mission Critical Data (MCData) signalling control; Protocol specification".
[32]	3GPP TS 24.582: "Mission Critical Data (MCData) media plane control; Protocol specification".
[33]	3GPP TS 23.282: "Functional architecture and information flows to support Mission Critical Data (MCData); Stage 2".
[34]	3GPP TS 22.282: "Mission Critical Data over LTE. Status: Under change control".
[35]	Void
[36]	IETF RFC 4826 (May 2007): "Extensible Markup Language (XML) Formats for Representing Resource Lists".
[37]	IETF RFC 4122 (July 2005): "A Universally Unique IDentifier (UUID) URN Namespace".
[bookmark: _Toc42507325][bookmark: _Toc52307856][bookmark: _Toc52782268][bookmark: _Toc52782877][bookmark: _Toc59042746][bookmark: _Toc75459117][bookmark: _Toc90630557][38]	IETF RFC 2046: "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types".
[39]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
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[bookmark: _Toc90630604][bookmark: _Toc100778811][bookmark: _Toc101286142][bookmark: _Toc106817728][bookmark: _Toc106817853][bookmark: _Toc146139395]6.4.2	On-network / Emergency Alert / Client Terminated (CT)
6.4.2.1	Test Purpose (TP)
(1)
with { UE (MCDATA Client) registered and authorized for MCDATA Service }
ensure that {
  when { the MCDATA Server notifies the UE (MCDATA Client) with an emergency alert with the location of emergency by sending the UE (MCDATA Client) a SIP MESSAGE }
    then { UE (MCDATA Client) acknowledges the emergency alert by sending a SIP 200 (OK) response and notifies the user of the emergency alert }
            }

(2)
with { UE (MCDATA Client) having been previously notified of an emergency alert}
ensure that {
  when { MCDATA Server sends an emergency alert cancellation to the UE (MCDATA Client) }
    then { UE (MCDATA Client) acknowledges the cancellation of the emergency state by sending a SIP 200 (OK) response and notifies the user of the cancellation }
            }

6.4.2.2	Conformance requirements
References: The conformance requirements covered in the current TC are specified in: TS 24.282, clauses 16.2.1.3. The following represents a copy/paste extraction of the requirements relevant to the test purpose; any references within the copy/paste text should be understood within the scope of the core spec they have been copied from. Unless otherwise stated, these are Rel-16 requirements.
[TS 24.282 clause 16.2.1.3]
Upon receipt of a "SIP MESSAGE request for emergency notification", the MCData client:
1)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "true", should display to the MCData user an indication of the MCData emergency alert and associated information, including:
a)	the MCData group identity contained in <mcdata-calling-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
b)	the originator of the MCData emergency alert contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and 
c)	the mission critical organization of the MCData emergency alert originator contained in the <mc-org> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
NOTE 1:	This is the case of the MCData client receiving the notification of another MCData user's emergency alert.
2)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "false":
a)	should display to the MCData user an indication of the MCData emergency alert cancellation and associated information, including:
i)	the MCData group identity contained in the <mcdata-calling-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	the originator of the MCData emergency alert contained in:
A)	if present, the <originated-by> element of the application/vnd.3gpp.mcdata-info+xml MIME body; or
B)	the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
b)	if the MCData ID contained in the <originated-by> element is the MCData ID of the receiving MCData user, shall set the MCData emergency alert state to "MDEA 1: no-alert"; and
c)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-ind> element is set to a value of "false":
i)	shall set the MCData emergency group state to "MDEG 1: no-emergency"; and
ii)	shall set the MCData emergency group communication state to "MDEGC 1: emergency-gc-capable";
NOTE 2:	This is the case of the MCData client receiving the notification of the cancellation by a third party of an MCData emergency alert. This can be the MCData emergency alert of another MCData user or the MCData emergency alert of the recipient, as determined by the contents of the <originated-by> element. Optionally, notification of the cancellation of the in-progress emergency state of the MCData group can be included.
3)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-ind> element set to a value of "true":
a)	should display to the MCData user an indication of the additional emergency MCData user participating in the MCData emergency group communication including the following, if not already displayed as part of step 1):
i)	the MCData group identity contained in the <mcdata-calling-group-id> element application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
b)	shall set the MCData emergency group state to "MDEG 2: in-progress" if not already set to that value;
NOTE 3:	This is the case of the MCData client receiving notification of an additional MCData user in an MCData emergency state (i.e., not the MCData user that originally triggered the in-progress emergency state of the group) joining the in-progress emergency group communication. An emergency alert indication, if included, is handled in step 1).
4)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-ind> element set to a value of "false":
a)	should display to the MCData user an indication of the cancellation of the in-progress emergency state of the MCData group communication including the following if not already displayed as part of step 2):
i)	the MCData group identity contained in the <mcdata-calling-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
b)	shall set the MCData emergency group state to "MDEG 1: no-emergency"; and
c)	shall set the MCData emergency group communication state to "MDEGC 1: emergency-gc-capable";
NOTE 4:	This is the case of the MCData client receiving the notification of the cancellation of the in-progress emergency state of the MCData group. In this case, the receiving MCData client is affiliated with the MCData group but not participating in the session. An emergency alert cancellation, if included, is handled in step 2). 
5)	shall generate a SIP 200 (OK) response according to rules and procedures of TS 24.229 [5]; and
6)	shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of TS 24.229 [5].
6.4.2.3	Test description
6.4.2.3.1	Pre-test conditions
System Simulator:
-	SS (MCData server)
-	For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4. The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCDATA operation in the MCDATA configuration document).
IUT:
-	UE (MCData client)
-	The test USIM set as defined in TS 36.579-1 [2] clause 5.5.10 is inserted.
Preamble:
[bookmark: _Hlk124941196]-	The UE has performed procedure 'MCData UE registration' as specified in TS 36.579-1 [2] clause 5.4.2B.
-	The UE has performed procedure 'MCX Authorization/Configuration and Key Generation' as specified in TS 36.579-1 [2] clause 5.3.2.
-	UE States at the end of the preamble
-	The UE is in E-UTRA Registered, Idle Mode state.
-	The MCData Client Application has been activated and User has registered-in as the MCDATA User with the Server as active user at the Client.
6.4.2.3.2	Test procedure sequence
Table 6.4.2.3.2-1: Main Behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Check: Does the UE (MCData Client) correctly perform procedure 'MCX SIP MESSAGE CT' as described in TS 36.579-1 [2] Table 5.3.33.3-1 informing about an emergency alert?
	-
	-
	-
	-

	-
	EXCEPTION: Step 2a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE displays an indication and associated information in case of an emergency alert.
	-
	-
	-
	-

	2a1
	IF pc_MCX_DisplayInfoEmergencyAlert THEN Check: Does the UE (MCData client) notify the user of the emergency alert?
(NOTE 1)
	-
	-
	1
	P

	3
	Check: Does the UE (MCData Client) correctly perform procedure 'MCX SIP MESSAGE CT' as described in TS 36.579-1 [2] Table 5.3.33.3-1 informing about cancellation of the emergency alert?
	-
	-
	2
	P

	-
	EXCEPTION: Step 4a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE displays an indication and associated information in case of an emergency alert cancellation.
	-
	-
	-
	-

	4a1
	Check: Does the UE (MCData Client) notify the user of the emergency alert cancellation?
(NOTE 1)
	-
	-
	2
	P

	NOTE 1:	This is expected to be done via a suitable implementation dependent MMI.



6.4.2.3.3	Specific message contents
Table 6.4.2.3.3-1: SIP MESSAGE from the SS (step 1, Table 6.4.2.3.2-1;
step 2, TS 36.579-1 [2] Table 5.3.33.3-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.7.2-1, condition LOCATION-INFO, ACCEPT-CONTACT-WITH-MEDIA-FEATURE-TAG

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	P-Asserted-Identity
	
	
	
	

	  name-addr
	tsc_MCData_PublicServiceId_A
	According to TS 24.282 [31] clause 6.3.2.1 the participating function forwards the P-Asserted-Identity received from the controlling function to the client
	
	

	Message-body
	
	
	
	

	  MIME body part
	
	MCData-Info
	
	

	    MIME-part-body
	MCData-Info as described in Table 6.4.2.3.3-2
	
	
	

	  MIME body part
	
	Location-info
	
	

	    MIME-part-body
	Location-info as described in Table 6.4.2.3.3-3
	
	
	



Table 6.4.2.3.3-2: MCData-Info in SIP MESSAGE (Table 6.4.2.3.3-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.2-3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcdata-info
	
	
	
	

	  mcdata-Params
	
	
	
	

	    mcdata-calling-group-id
	Encrypted <mcdata-calling-group-id> with mcdataURI set to px_MCData_Group_A_ID
	Encryption according to NOTE 1 in TS 36.579-1 [2] Table 5.5.3.2.2-3
	
	

	    alert-ind
	Encrypted <alert-ind> with mcdataBoolean set to true
	Encryption according to NOTE 1 in TS 36.579-1 [2] Table 5.5.3.2.2-3
	
	

	    anyEXT
	
	
	
	

	     mc-org
	px_MCX_DomainName_Organization_A
	Indicates the organization an MCData user belongs to
	
	



Table 6.4.2.3.3-3: Location-Info in SIP MESSAGE (Table 6.4.2.3.3-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.4.4-3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	location-info
	
	
	
	

	  Report
	
	
	
	

	    CurrentLocation
	
	
	
	

	      CurrentCoordinate
	
	
	
	

	        longitude
	px_MCX_CoordinateLongitude_Client_B (NOTE 1, 2)
	
	
	

	        latitude
	px_MCX_CoordinateLatitude_Client_B (NOTE 1, 3)
	
	
	

	NOTE 1:	Shall be encrypted as described in TS 36.579-1[2] Table 5.5.3.4.4-3A.
NOTE 2:	Longitude of px_MCX_CoordinateLongitude_Client_B degrees encoded according to TS 23.032 [39] clause 6.1.
NOTE 3:	Latitude of px_MCX_CoordinateLatitude_Client_B degrees encoded according to TS 23.032 [39] clause 6.1.



Table 6.4.2.3.3-4: SIP MESSAGE from the SS (step 3, Table 6.4.2.3.2-1;
step 2, TS 36.579-1 [2] Table 5.3.33.3-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.7.2-1, condition ACCEPT-CONTACT-WITH-MEDIA-FEATURE-TAG

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	P-Asserted-Identity
	
	
	
	

	  name-addr
	tsc_MCData_PublicServiceId_A
	According to TS 24.282 [31] clause 6.3.2.1 the participating function forwards the P-Asserted-Identity received from the controlling function to the client
	
	

	Message-body
	
	
	
	

	  MIME body part
	
	MCData-Info
	
	

	    MIME-part-body
	MCData-Info as described in Table 6.4.2.3.3-5
	
	
	



Table 6.4.2.3.3-5: MCData-Info in SIP MESSAGE (Table 6.4.2.3.3-4)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.2-3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcdata-info
	
	
	
	

	  mcdata-Params
	
	
	
	

	    mcdata-calling-group-id
	Encrypted <mcdata-calling-group-id> with mcdataURI set to px_MCData_Group_A_ID
	Encryption according to NOTE 1 in TS 36.579-1 [2] Table 5.5.3.2.2-3
	
	

	    alert-ind
	Encrypted <alert-ind> with mcdataBoolean set to false
	Encryption according to NOTE 1 in TS 36.579-1 [2] Table 5.5.3.2.2-3
	
	




[bookmark: _GoBack]<END OF CHANGES FOR 6.4.2>

