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 Broad market prospects for “batteryless” IoT devices
o RFID technology has been widely used in commercial and industry scenarios, such as warehousing and logistics, smart

retail, smart manufacturing, clothing management, smart medical care, air transportation, etc.

o Growing applications across various industrial verticals to boost the market growth: several forecasts show that the market
will double in the next ten years.
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Source 1: https://www.persistencemarketresearch.com/market-research/rfid-tags-market.asp; Source2: https://www.marketresearchfuture.com/reports/radio-frequency-
identification-market-3189



Justification and background (2/6)

Middle-end IoT

Low-end IoT

Ambient IoT

WiFi

LoRa

Zigbee Z-wave

RFID

SigFox

>80Mbps

~10Mbps

Xbps< ～ <10Mbps

X kbps

BlueTooth

Non-3GPP

RedCapLTE-Cat.4

eRedCapLTE-Cat.1/1b

NB-IoT

LTE-MTC

Ambient IoT

GSM-IoT

3GPP

Sparklink

Ambient 
IoT

High-end IoT

 A-IoT’s position in IoT world
o Energy harvest, extremely low complexity/cost (than NB-IoT).



 A-IoT is being studied by SA1 Rel-19 (TR 22.840)
o Motivation: Study the requirements for ultra-low complexity, very small device size/form factor (e.g. thickness of mm),

longer life cycle (maintenance free), etc.

o More than 30 use cases are divided into four categories: inventory, sensor, tracking and actuator control

o Functional and performance requirements (Refer to S1-232664 and S1-232651)
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 A-IoT is being studied by RAN (TR 38.848)
o Connect Topologies

o Deployment Scenarios

Topology 1

BS ↔ Ambient IoT device

Topology 2

BS ↔ intermediate node ↔ 
Ambient IoT device

Topology 3

BS ↔ assisting node ↔ Ambient 
IoT device ↔ BS

Topology 4

UE ↔ Ambient IoT device

Deployment scenario 1

Device indoors, 
basestation indoors

Deployment scenario 2

Device indoors, 
basestation outdoors
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Device indoors, UE-based 
reader

Deployment scenario 4

Device outdoors, 
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 A-IoT is being studied by RAN(TR 38.848)
o Device types defined in RAN

o Device A: No energy storage, no independent signal generation/amplification

o Device B: Has energy storage, no independent signal generation

o Device C: Has energy storage, has independent signal generation, i.e. active RF component for transmission

o General design targets

o Device power consumption

 Device A ≤ 10 uw;
 Device A ≪ Device B < Device C, or Device A ≤ Device B < Device C
 Device C ≤ 1 mW to ≤ 10 mW

o Device complexity

 Device A: Comparable to UHF RFID ISO18000-6C (EPC C1G2)
 Device A < Device B < Device C
 Device C: Orders-of-magnitude lower than NB-IoT

o Data rate

 Maximum data rate >= 5 kbps
 Minimum  data rate >= 0.1 kbps
 Note: at least for uplink
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 A-IoT guidance for RAN WGs
o In Chair’s summary for RAN Rel-19 Package (RP-232745), the following potential objectives are provided:

Potential objectives:
• Consider all Devices A, B and C in the SI?

• Down-selection among:

• Deployment scenario 1 with Topology 1

• Deployment scenario 2 with Topology 1

• Deployment scenario 2 with Topology 2

• Deployment scenario 4 with Topology 1

• Deployment scenario 4 with Topology 3

• FR1 licensed spectrum, focusing on FDD only

• Downselection Spectrum in-band to NR, 
in guard-band to LTE/NR, and in 
standalone band(s)

• Evaluations and remaining feasibility assessments

• Device architecture and characteristics

• Evaluation methodology and assumptions

• Design target evaluations

• Coexistence evaluations

• Physical layer study on:

• Waveform and multiple access

• Frame structure and numerology

• Modulation and channel coding

• Physical layer signals/channels

• Physical layer procedures including initial access and mobility, 
scheduling, (H)ARQ, power control, etc

• Higher layers study on:

• Compact protocol stack and lightweight signaling procedure, 
including mobility aspects

• Control plane functionalities, including CN connectivity

• User plane functionalities

• Security aspects (*Note: This does not necessarily 
mean security has RAN impact)

• RAN3 aspects for study:

• Enabling necessary CN-RAN signalling

• RAN architecture aspects, if any

• RAN4 aspects for study:

• Feasibility study of BS/UE/device architectures

• Link budget study

• Coexistence analysis

• RRM

o In the contribution, we will provide our views for A-IoT scope



Views on potential objectives (1/4)  - general issues

 SI or SI+WI
• A urgent use cases oriented WI is considerable in R19.
• If a WI is needed, a properly-focused scope of SI is required.

 For Device types:
• For simplify, Devices A and B are prioritized.
• Device C can be addressed in the later Release.

 For connectivity topologies and deployment scenarios
• Prefer to prioritize them rather than down-select or preclude some of them.

− Deployment scenario 1 with Topology 1 (High priority)

− Deployment scenario 2 with Topology 1 (Middle - priority)

− Deployment scenario 2 with Topology 2 (Middle/High - priority)

− Deployment scenario 4 with Topology 1 (Middle - priority)

− Deployment scenario 4 with Topology 3 (Middle/High - priority)

 For type of spectrum
• Prefer to study FR1 licensed spectrum FDD first.

 Deployment mode
• Fine to study all standalone band(s), in-band to NR, and guard-band to LTE/NR operation modes.



Views on potential objectives (2/4) - RAN1 Scope

 Physical layer study on
• Waveform and multiple access

− Meet the requirements of low power consumption and low complexity e.g., OOK/ASK/FSK-based 
waveform, etc. 

− Select appropriate multiple access schemes on the premise of low power consumption and low complexity, 
as well as more connections requirement. 

• Frame structure and numerology
− Match new power consumption and traffic characteristic requirements.

• Modulation and channel coding
− Meet the requirements of low power consumption and low complexity e.g., Manchester encoding, etc.

• Physical layer signals/channels
• Physical layer procedures including

− Initial access and mobility, 
− Scheduling, (H)ARQ, 
− Power control,
− Power management, 
− Coexistence,
− etc



Views on potential objectives (3/4) - RAN2 Scope

 Higher layer study on
• Light protocol stack design

− Design a light control plane protocol stack(e.g.,light RRC/RLC/MAC) based on new traffic characteristics

− Design a light user plane protocol stack(e.g., light PDCP/RLC/MAC) based on new traffic characteristics

• Simplified signaling procedure design

− Design the basic set of signaling procedures such as:

◦ RRC state management (Simplified RRC state)

◦ Power management

◦ System information

◦ Paging/inventory 

◦ Cell (re)selection

• Security

− Security mechanisms (SA3 involve)
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Views on potential objectives (4/4) - RAN4 Scope

 RAN4 study on
• Receiver/transmitter architecture（power consumption /complexity/ low cost）

• Receiver architecture
− Device A/B：RFID/LP WUS receiver

− Device C (if any):  LP-WUS/NB-IoT

• Transmitter architecture
− Device A/Device B: backscattering w/o PA amplifier

− Device C (if any): NB-IoT

• Coexistence and interference

• Coexistence with legacy UEs
• Coexistence with other A-IoTs
• Coexistence with existing 3GPP technology

− I,e, LTE/NR/NB-IoT: in-band to NR, stand-alone, in guard-band

• Interference
− Self-interference :carrier wave and  A-IoT receiver; interference from other signals: gNB and devices 

• RRM

• Mobility management (tag mobility)
• Measurement performance requirements

• Link budget study



Proposal for Rel. 19 A-IoT (1/1) 

• Proposal 1: A properly-focused scope of SI is required.

• Proposal 2: Devices A and B are prioritized in R19.

• Proposal 3: Deployment scenario 1 with Topology 1 can be prioritized in R19.

• Proposal 4: Study FR1 licensed spectrum FDD first.

• Proposal 5: Study all standalone band(s), in-band to NR, and guard-band to LTE/NR operation modes.

• Proposal 6: The SI should focus on the design of key/essential technologies and procedures.
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