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Introduction
In RAN#99 meeting, the following RAN design targets were agreed for Ambient IoT:
	Agree to set at least the design targets below in Ambient IoT in the RAN SI.
A)  Device power consumption
B)  Device complexity
C)  Coverage
D)  Data rate
E)  Maximum message size (or maximum ‘TB’ size)
F)  Latency
G)  Positioning accuracy
H)  Connection/device density
I)  Device speed


[bookmark: OLE_LINK2]In this contribution, we provide our analysis on the feasibilities of these design targets for Ambient IoT (except coverage target). And based on the analysis, the relevant proposals and TP for TR 38.848 are given. 
Discussion
1.1 [bookmark: OLE_LINK6]Coverage
The feasibility assessment for Ambient IoT according to the coverage evaluation can be found in a separate document [4].
1.2 User experienced data rate
In [5], based on some analysis, we suggest the following for the RAN target of user experienced data rate:
The user experienced data rate for both uplink and downlink is maximum not less than 5 kbps and minimum not less than 0.1 kbps. 
For an Ambient IoT device, the data rate is associated with transmission bandwidth, coding rate, modulation order and potential number of repetitions etc. And it can initially be estimated based on the following formula:
 (Kbps)
[bookmark: OLE_LINK7][bookmark: OLE_LINK25]Wherein,  is the bandwidth (KHz), C is coding rate,  is the number of modulation order and R is expansion factor related to transmission duration. 
[bookmark: OLE_LINK18][bookmark: OLE_LINK26][bookmark: OLE_LINK29][bookmark: OLE_LINK27][bookmark: OLE_LINK9][bookmark: OLE_LINK19]Assuming the transmission bandwidth is 360 KHz that corresponds to 2 PRBs for 15KHz SCS, 1 PRB for 30KHz SCS or 6 subcarriers for 60KHz SCS, if an Ambient IoT device is configured with Manchester code (coding rate of 1/2), ASK and expansion factor of R=1, the data rate is equal to 180 Kbps excluding non-data resources (CRC, preamble, guard interval, etc.). Since some technologies (e.g. low coding rate or large number of repetitions) may be considered to improve coverage performance, it may cause lower transmission efficiency and data rate. If the transmission efficiency is decreased to 1/32, e.g., expansion factor of R=32, the data rate still can be greater than 5 Kbps. Therefore, for user experienced data rate target, the maximum of larger than or equal to 5 Kbps is feasible.
Assuming the transmission bandwidth is 15 KHz (single subcarrier), if an Ambient IoT device is configured with Manchester code, ASK and expansion factor of R=1, the data rate is equal to 7.5 Kbps excluding non-data resources. In addition, even if the equivalent transmission time of each data is extended to 64 times (e.g. expansion factor of R=64) to enhance coverage range, the data rate still can be greater than 0.1 Kbps. Hence, for user experienced data rate target, the minimum of larger than or equal to 0.1 Kbps is also feasible.
Proposal 1: It’s feasible for ambient IoT devices to achieve the user experienced data rate of maximum not less than 5 kbps and minimum not less than 0.1 kbps in both uplink and downlink.
Moreover, in order to increase user experienced data rate, one straightforward consideration may be to reduce the signaling overhead. For example, to simplify the protocol stack design or reduce the header bits of signaling can be considered.
Observation 1 for required function: To simplify the protocol stack design or reduce the header bits of signaling would be helpful for supporting the user experienced data rate target.

1.3 Maximum message size
[bookmark: OLE_LINK5]In [5], based on some analysis, we suggest the following for the RAN target of maximum message size:
The maximum message size target is 1000 bits.
The existing RFID device can support a memory of several hundred bits depending on the device capability. Similarly, the cost and complexity of memory for supporting packet with up to 1000 bits are acceptable for an Ambient IoT device. Furthermore, considering the application scenarios or use cases may be different for different device types, the different maximum message sizes can be defined for different device types, e.g. 256 bits for Device A and 1000 bits for Device B and C. 
Proposal 2: The maximum message size of 1000 bits is acceptable for Ambient IoT.
Moreover, in order try to reduce the requirement of the memory in Ambient IoT devices, the memory can only store the necessary and compact information. In higher layer, the simplified data process procedure, e.g., without segmentation or multiplex functions can be considered, which could increase the proportion of valid information carried in message. 
Observation 2 for required function: More efficient storage unit utilization and simplified signaling process procedure in higher layer would be helpful for supporting the maximum message size target.

1.4 Latency
[bookmark: OLE_LINK30][bookmark: OLE_LINK22]The transmission latency is generally related to the data rate and message size. And it can be initially derived from the below formula:
(s)
Assuming that the data rate can be 5 Kbps or 0.1 Kbps for Ambient IoT devices, the corresponding transmission latency can be given based on maximum message size for different use cases, as shown in the following Table 1.
Table 1 Transmission latency based on maximum message size
	Use case
	Message size (bits)
	Transmission latency of message

	
	
	Data rate = 5 Kbps
	Data rate = 0.1 Kbps

	Inventory
	256
	51 ms
	2.56 s

	Sensor
	800
	160 ms
	8 s

	Positioning
	1000
	200 ms
	10 s

	Command
	800
	160 ms
	8 s


[bookmark: OLE_LINK8]From Table 1, it can be observed that the transmission latency is within the range of 51 ~200 ms for data rate of 5 Kbps and 2.5 ~ 10 s for 0.1 Kbps, wherein, the latency of positioning is longest among use cases may due to the largest message size. 
The latest SA1 KPI requirements for Ambient IoT shows that the maximum allowed end-to-end latency is several seconds for inventory, less than 30 s for sensor, 1 second for positioning and several seconds for command [2]. However, as mentioned in [5], taking into account the large coverage scenarios, the re-attempts of random access procedure and/or re-transmission of packet data may be possible to occur. As a result, the actual transmission latency of message with 1000 bits could be greater than 1s during positioning. Therefore, in [5], we suggest a common latency of less than 30 s and think it would be feasible to all use cases in Ambient IoT.
[bookmark: OLE_LINK37]Additionally, the latency in seconds can also be applicable in some use cases, e.g. medium or small packet and short transmission distance.
Proposal 3: A common latency of less than 30 s would be feasible for all use cases in Ambient IoT. And the latency in seconds can also be applicable in some use cases.
Moreover, in higher layer, the simplified signaling process procedure could also be helpful for reducing the transmission latency.
Observation 3 for required function: In higher layer, the simplified signaling process procedure could also be helpful for reducing the transmission latency.

1.5 Positioning accuracy 
[bookmark: OLE_LINK36][bookmark: OLE_LINK20]Due to simple hardware structure and low complexity, it is difficult for Ambient IoT device receiver to perform a complex positioning estimation. Instead, positioning estimation may be performed on the peer node of Ambient IoT devices, e.g., the base station. 
[bookmark: OLE_LINK14][bookmark: OLE_LINK15]Positioning accuracy is highly dependent on Ambient IoT devices’ transmission bandwidth and synchronization performance which will be studied later in RAN1. Hence, a loose accuracy range would be appropriate for RAN design target and the specific positioning accuracy can be determined later in RAN1. Considering the SA1 requirements in different scenarios, device complexity and the current positioning technologies, less than 5 m for indoor and less than 30 m for outdoor could be generally feasible as RAN positioning accuracy targets. The detailed feasibility analysis on positioning accuracy can be left to the WG evaluation.
Proposal 4: For positioning accuracy, a loose accuracy range, e.g., less than 5 m for indoor and less than 30 m, would be appropriate and generally feasible for positioning accuracy target in RAN. The detailed feasibility analysis on positioning accuracy can be left to the WG evaluation.

1.6 [bookmark: OLE_LINK17]Connection/device density
[bookmark: OLE_LINK38][bookmark: OLE_LINK16]As mentioned in TR 22.840, the maximum device density is less than 2 million/km2 in outdoor for elderly health care scenario and 250/100m2 in indoor for remote lost item finding scenario. Then, for an indoor scenario with 1000 m2, the maximum number of devices would not exceed 2500. With reference to the existing access procedure in traditional RFID system, 2500 devices can access the network through an inventory procedure. For an outdoor scenario with coverage range of 500 m, the maximum number of devices is around 1.6 million. If all the devices need to access the network or be identified, the NW may need to group all the devices and perform inventory procedure dozens of times. That further means the access delay will significantly increase. 
[bookmark: OLE_LINK24]Therefore, for meeting the access requirements of a large number of devices, Ambient IoT should provide higher access efficiency compared to RFID. In addition, for more efficient use of radio resources, Ambient IoT device may also need to support both contention-based and contention-free access schemes. For example, the contention-based access scheme can be used for initial access of multiple devices or group-based initial access while the contention-free access scheme can be used for identified devices to re-connect to NW. Moreover, in high layer, the anti-collision scheme could be helpful for reducing the probability of collisions during access procedure of the Ambient IoT devices.
[bookmark: OLE_LINK21]Proposal 5: More efficient access schemes and capacity enhancement would be needed to make it feasible to support the higher connection/device density in Ambient IoT, e.g., higher than that in legacy RFID.

1.7 [bookmark: OLE_LINK23]Moving speed of device
According to SA1 requirements, the maximum speed is 10 km/h in automated warehousing, airport terminal/ shipping port and absolute positioning scenarios. Then, the moving speed less than or equal to 10km/h should be considered for Ambient IoT. 
[bookmark: OLE_LINK28][bookmark: OLE_LINK41]Even the moving speed is low, it may still result in a time-selective channel fading. According to the moving speed, the coherence time can be calculated for time-selective fading channel. For example, for 5 km/h and 10 km/h, the coherence time of channel is 240 ms and 120 ms respectively. Since the maximum transmission latency target in Ambient IoT is several seconds that is larger than the coherence time, in long transmission latency cases, data packet may experience the changed channel in time domain. This will cause decreased decoding performance. 
Proposal 6: The issue that a low speed moving ambient IoT device may experience the changed channel in long transmission latency case need to be studied. 
Moreover, the mobility management of Ambient IoT device is required. The base station may need to be aware of the coarse location of Ambient IoT devices and/or trace them, e.g., when they may switch to different gNBs.
Observation 4 for required function: The mobility management of Ambient IoT device is required.
[bookmark: OLE_LINK1]Conclusions
[bookmark: OLE_LINK10][bookmark: OLE_LINK11][bookmark: OLE_LINK3]In this contribution, we provide feasibility assessments on RAN design targets for Ambient IoT. And based on the assessments, the following observations and proposals are given:
Proposal 1: It’s feasible for ambient IoT devices to achieve the user experienced data rate of maximum not less than 5 kbps and minimum not less than 0.1 kbps in both uplink and downlink.
Proposal 2: The maximum message size of 1000 bits is acceptable for Ambient IoT.
Proposal 3: A common latency of less than 30 s would be feasible for all use cases in Ambient IoT. And the latency in seconds can also be applicable in some use cases.
Proposal 4: For positioning accuracy, a loose accuracy range, e.g., less than 5 m for indoor and less than 30 m, would be appropriate and generally feasible for positioning accuracy target in RAN. The detailed feasibility analysis on positioning accuracy can be left to the WG evaluation.
Proposal 5: More efficient access schemes and capacity enhancement would be needed to make it feasible to support the higher connection/device density in Ambient IoT, e.g., higher than that in legacy RFID.
Proposal 6: The issue that a low speed moving ambient IoT device may experience the changed channel in long transmission latency case need to be studied. 

Observation 1 for required function: To simplify the protocol stack design or reduce the header bits of signaling would be helpful for supporting the user experienced data rate target.
Observation 2 for required function: More efficient storage unit utilization and simplified signaling process procedure in higher layer would be helpful for supporting the maximum message size target.
Observation 3 for required function: In higher layer, the simplified signaling process procedure could also be helpful for reducing the transmission latency.
Observation 4 for required function: The mobility management of Ambient IoT device is required.
Based on the above proposals and observations, we further give text proposals for the section 6 in TR 38.848.
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Annex
	Text proposal for section 6 in TR 38.848:
6.x	Feasibility assessment
Note: Feasibility assessment based on coverage is mentioned in another document [4]
6.x.2 User experienced data rate
For an Ambient IoT device, the data rate is associated with transmission bandwidth, coding rate, modulation order and potential number of repetitions etc. And it can initially be estimated based on the following formula:
 (Kbps)
Wherein,  is the bandwidth (KHz), C is coding rate,  is the number of modulation order and R is expansion factor related to transmission duration. 
Assuming the transmission bandwidth is 360 KHz that corresponds to 2 PRBs for 15KHz SCS, 1 PRB for 30KHz SCS or 6 subcarriers for 60KHz SCS, if an Ambient IoT device is configured with Manchester code (coding rate of 1/2), ASK and expansion factor of R=1, the data rate is equal to 180 Kbps excluding non-data resources (CRC, preamble, guard interval, etc.). Since some technologies (e.g. low coding rate or large number of repetitions) may be considered to improve coverage performance, it may cause lower transmission efficiency and data rate. If the transmission efficiency is decreased to 1/32, e.g., expansion factor of R=32, the data rate still can be greater than 5 Kbps. Therefore, for user experienced data rate target, the maximum of larger than or equal to 5 Kbps is feasible.
Assuming the transmission bandwidth is 15 KHz (single subcarrier), if an Ambient IoT device is configured with Manchester code, ASK and expansion factor of R=1, the data rate is equal to 7.5 Kbps excluding non-data resources. In addition, even if the equivalent transmission time of each data is extended to 64 times (e.g. expansion factor of R=64) to enhance coverage range, the data rate still can be greater than 0.1 Kbps. Hence, for user experienced data rate target, the minimum of larger than or equal to 0.1 Kbps is also feasible.
6.x.3 Maximum message size
The existing RFID device can support a memory of several hundred bits depending on the device capability. Similarly, the cost and complexity of memory for supporting packet with up to 1000 bits would be acceptable for an Ambient IoT device. Furthermore, considering the application scenarios or use cases may be different for different device types, it’s also feasible to assume different maximum message sizes for different device types, e.g. 256 bits for Device A and 1000 bits for Device B and C.
More efficient storage unit utilization and simplified signaling process procedure in higher layer would be helpful for supporting the maximum message size target.
6.x.4 Latency
The transmission latency is generally related to the data rate and message size. And it can be initially derived from the below formula:
(s)
Assuming that the data rate can be 5 Kbps or 0.1 Kbps for Ambient IoT devices, the corresponding transmission latency can be given based on maximum message size for different use cases, as shown in the following Table.
Table 6.x.4-1 Transmission latency based on maximum message size
	Use case
	Message size (bits)
	Transmission latency of message

	
	
	Data rate = 5 Kbps
	Data rate = 0.1 Kbps

	Inventory
	256
	51 ms
	2.56 s

	Sensor
	800
	160 ms
	8 s

	Positioning
	1000
	200 ms
	10 s

	Command
	800
	160 ms
	8 s


From the above table, it can be observed that transmission latency is within the range of 51 ~200 ms for data rate of 5 Kbps and 2.5 ~ 10 s for 0.1 Kbps, wherein, the latency of positioning is longest among use cases because 
The latest SA1 KPI requirements for Ambient IoT shows that the maximum allowed end-to-end latency is several seconds for inventory, less than 30 s for sensor, 1 second for positioning and several seconds for command [2]. However, taking into account the large coverage scenarios, the re-attempts of random access procedure and/or re-transmission of packet data may be possible to occur. As a result, the actual transmission latency of message with 1000 bits could be greater than 1s during positioning. Therefore, it may be more suitable to assume a common latency of less than 30 s for all use cases in Ambient IoT, which is also feasible.
Additionally, the latency in seconds can also be applicable in some use cases, e.g. medium or small packet and short transmission distance.
6.x.5 Positioning accuracy
Due to simple hardware structure and low complexity, it is difficult for Ambient IoT device receiver to perform a complex positioning estimation. Instead, positioning estimation may be performed on the peer node of Ambient IoT devices, e.g., the base station. 
Positioning accuracy is highly dependent on Ambient IoT devices’ transmission bandwidth and synchronization performance which will be studied later in RAN1. Hence, a loose accuracy range would be appropriate for RAN design target and the specific positioning accuracy can be determined later in RAN1. Considering the SA1 requirements in different scenarios, device complexity and the current positioning technologies, less than 5 m for indoor and less than 30 m for outdoor could be generally feasible as RAN positioning accuracy targets. The detailed feasibility analysis on positioning accuracy can be left to the WG evaluation.
6.x.6 Connection/device density
As mentioned in TR 22.840, the maximum device density is less than 2 million/km2 in outdoor for elderly health care scenario and 250/100m2 in indoor for remote lost item finding scenario. Then, for an indoor scenario with 1000 m2, the maximum number of devices would not exceed 2500. With reference to the existing access procedure in traditional RFID system, 2500 devices can access the network through an inventory procedure. For an outdoor scenario with coverage range of 500 m, the maximum number of devices is around 1.6 million. If all the devices need to access the network or be identified, the NW may need to group all the devices and perform inventory procedure dozens of times. That further means the access delay will significantly increase. 
Therefore, for meeting the access requirements of a large number of devices, Ambient IoT should provide higher access efficiency compared to RFID. In addition, for more efficient use of radio resources, Ambient IoT device may also need to support both contention-based and contention-free access schemes. For example, the contention-based access scheme can be used for initial access of multiple devices or group-based initial access while the contention-free access scheme can be used for identified devices to re-connect to NW. Moreover, in high layer, the anti-collision scheme could be helpful for reducing the probability of collisions during access procedure of the Ambient IoT devices.
Shortly to say, more efficient access schemes and capacity enhancement would be needed to make it feasible to support the higher connection/device density in Ambient IoT, e.g., higher than that in legacy RFID.
6.x.7 Moving speed of device
According to SA1 requirements, the moving speed less than or equal to 10km/h need to be considered for Ambient IoT. 
Even the moving speed is low, it may still result in a time-selective channel fading. According to the moving speed, the coherence time can be calculated for time-selective fading channel. For example, for 5 km/h and 10 km/h, the coherence time of channel is 240 ms and 120 ms respectively. Since the maximum transmission latency target in Ambient IoT is several seconds that is larger than the coherence time, in long transmission latency cases, data packet may experience the changed channel in time domain. This will cause decreased decoding performance.
Shortly to say, the issue that a low speed moving device will experience the changed channel in time domain in long transmission latency cases need to be studied.
[bookmark: _GoBack]
6.y	Required functionalities
The assumptions on required functionality have been studied on the basis of supporting certain RAN design targets as well as other requirements. At least the following potential functionalities are identified in different sets, respectively, according to the purpose of each functionality assumed to be mainly used for.
Required functionality set #1: for supporting RAN design target
	Design target
	Functionality

	Device power and complexity
	· Backscattering for both Device A and Device B, optionally Backscattering for Device C
· Unified design for protocol stack for A-IoT device A, B and C, fairly simplified physical layer design and higher layer function for A-IoT device A and device B

	Coverage
	· Enough receiver sensitivity and transmitted power

	User experienced data rate
	· Simplified the protocol stack design
· Compact signaling design, e.g., to reduce the header bits of signaling

	Maximum message size
	· Simplified data process procedure

	Latency
	· Simplified signaling procedure and data process procedure

	Positioning accuracy
	· New positioning scheme

	Connection/Device density
	· More efficient access schemes, e.g., to support both contention-based and contention-free access schemes, to support anti-collision scheme.
· Capacity enhancements

	Moving speed of device
	· Mobility management



Required functionality set #2: for supporting other requirements
	Requirement
	Functionality

	Device management
	· Identifying devices capability
· Management the connection between A-IoT UEs and gNB
· Management the status of A-IoT UEs, e.g. whether access successfully, whether is activated

	Security*
	· Supporting authentication and authorization

	Mobility
	· Mobility management

	Interference management and coexistence
	· Eliminating the cross interference between gNBs 
· Eliminating the cross interference between A-IoT UEs 
· Eliminating the interference between edge A-IoT UEs in a gNB and adjacent gNBs

	CN connectivity
	· Mainly connectivity management between gNB and CN

	Forward compatibility
	


*Note: This does not necessarily mean security has RAN impact, further study is needed.







