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RAN plenary level study item on Ambient IoT was approved in RAN plenary #97e meeting with the latest SID in [2]. The study aims at a new 3GPP IoT technology which relies on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. 
The main objectives of the SI include device categorization, identification of the suitable deployment scenarios and their characteristics for use cases/services agreed in the related SA1 SI [3], formulation of set of RAN design targets, and identification of required functionality to be supported.
During the RAN plenary #100 meeting, progress was made on the TR. 
In this contribution, we address the remaining open issues in the RAN SI and then present our views.

Discussion 
Ambient IoT Device Categorization
Referring to TR 38.848, Ambient IoT devices are categorized as follows:
	Ambient IoT devices are characterized in the study according to their energy storage capacity, and capability of generating RF signals for their transmissions.
The study considers that a device has one of the following energy storage capacities:
- Storage capacity 1: No storage at all.
- Storage capacity 2: Up to E1 Joules
- Storage capacity 3: Up to E2 Joules
Editor's note: Values of E1 and E2 are FFS, and it is possible that E1 = E2, in which case storage 2 and 3 could be replaced by a single description such as "limited energy storage".
Relying on these storage capacities, the study considers the following set of Ambient IoT devices:
- Device A: No energy storage, no independent signal generation/amplification, i.e. backscattering transmission.
- Device B: Has energy storage, no independent signal generation, i.e. backscattering transmission. Use of stored energy can include amplification for reflected signals.
- Device C: Has energy storage, has independent signal generation, i.e., active RF components for transmission.
Editor's note: FFS whether to include device function; whether to include a target maximum power consumption for each device; whether/how to describe what stored energy is used for; if combinations of these devices are considered.


 
From the above, the energy storage values  and  are FFS. It is worth mentioning that these two parameters depend on a number of RAN design targets such as the device power consumption, coverage, user experience data rate, and maximum message size. According to TR 38.848, Section 5, the device power consumption is one RAN design target which has been specified for Device A and Device C only. Note, no such power consumption value corresponding to Device B has been captured in TR 38.848.
 
	For Device A, the power consumption target during transmitting/receiving is [≤ 1 μW] or [≤ 10 μW],
For Device B, the target during transmitting/receiving is such that:
-	Device A power consumption ≪ Device B power consumption < Device C power consumption; or 
-	Device A power consumption ≤ Device B power consumption < Device C power consumption.
The device power consumption for Device C is ≤ 1 mW to ≤ 10 mW.



Using the device power consumption, it is feasible to derive these energy storage values from other RAN design targets (such as the user experience data rate, and maximum message size) once they are defined. As such, it is not necessary to define the  and  values in the RAN SI, which can be derived during the Rel-19 RAN-WG level study/work item. It is sufficient for the TR to outline what RAN design targets in which  and  depend on.   
Proposal 1: Determining the energy storage values  and  can be done during the RAN SI or RAN WG SI/WI.          

RAN Design Targets for Ambient IoT
As of the last RAN plenary meeting, the status of the set of design target parameters is summarized in Table 1 according to TR 38.848, Section 5. 
Table 1: Summary of RAN design targets 
	RAN Design Parameter
	RAN Design Target 

	




Device power consumption 
	Device A: 
The power consumption target during transmitting/receiving is [≤ 1 μW] or [≤ 10 μW]

	
	Device B: 
Device A power consumption ≪ Device B power consumption < Device C power consumption, or 
Device A power consumption ≤ Device B power consumption < Device C power consumption

	
	Device C: 
≤ 1 mW to ≤ 10 mW

	Device complexity
	Device A: 
The complexity target is to be comparable to UHF RFID ISO18000-6C (EPC C1G2).

	
	Device B:
Device A complexity < Device B complexity < Device C complexity

	
	Device C: 
The complexity target is to be orders-of-magnitude lower than NB-IoT

	Coverage
	No consensus

	User experienced data rate
	At least for uplink, maximum not less than 5 kbps, and minimum not less than 0.1 kbps

	Maximum message size (or maximum ‘TB’ size)
	No consensus yet

	Latency
	No consensus yet 

	Positioning accuracy 
	No consensus yet

	Connection/device density
	No consensus yet

	Moving speed of device
	No consensus yet


 
As can be observed from Table 1, a number of RAN design targets, except for the ‘Device power consumption’, ‘Device complexity’ and ‘User experienced data rate’, are not resolved. Herein, we further evaluate and provide our views on the RAN design targets.   
· Coverage: In view of the low power consumption characteristics of an Ambient IoT device, its transmission power is very low. In addition, in the case of energy harvesting from RF signals, the distance between the power source node and the device needs to be short. Furthermore, the processing power at the device will also be very limited to ensure very low cost. All these contribute to potentially very short communication range. Overall, from radio access perspective, the target communication range is likely the most fundamental (and yet sometimes trickiest) parameter of the design. It also depends on other targets, for example data rate, latency, deployment scenarios (indoors or outdoors) and reliability as secondary factors. Consequently, such a parameter should be evaluated and determined by the RAN WG after initial study and evaluation. 
· Maximum message size: It depends on use cases and deployment scenarios (indoors or outdoors). Referring to TR 22.840 [3], two use cases, namely personal belongings finding and smart agriculture generate the largest message size, which is 1000 bits. Alternatively, the maximum message size can be derived from the maximum user experience 5 kbps and time of continuous “ON” for an ambient IoT device (e.g., Device C). As such, it is recommended to use 1000 bits as the starting point for the maximum message size, which can be further refined by the RAN WG using alternative approaches.

Proposal 2: As a starting point, the RAN design target for the maximum message size is [1000] bits.  

· Latency: In general, latency depends on data rates, signalling protocol overhead, use cases and deployment scenarios (indoors or outdoors). 
· Positioning accuracy: Positioning service-related requirements are for a subset of use cases, not necessarily relying on Ambient IoT technology, and likely adding unnecessary burden and complexity to the design. Therefore, they are not at this stage fundamental to the RAN design.
· Connection/device density: can be heavily dependent on deployment scenarios, resource availability, etc. Referring to the use cases in TR 22.840 [3], highest device density is 250 devices per 100 m2 for the finding remote lost item in indoors. Thus, it is expected the device density support by Ambient IoT is not more than this value. 

Proposal 3:  The RAN design target for device density is 250 devices per 100 m2.

· Moving speed of device: For most of the use cases specified in TR 22.840 [3], the Ambient IoT device is either static or with low velocity, and continuous service is not required when moving across service/coverage areas of the network. Therefore, mobility (as currently understood) is not a basic design target.
Based on the above analysis, we make the following proposal: 
Proposal 4: The final design targets for coverage, latency, positioning accuracy and device speed should be left to the RAN-19 RAN WG level study/work item as part of the evaluation methodology and KPI definitions.

Required functionalities for Ambient IoT
During RAN#100, two tables were captured in TR 38.848 as shown below. Table 1 corresponds to the required functionality set for supporting RAN design target and Table 2 corresponds to the required functionality set for supporting other requirements. There were no agreements reached regarding the functionality of each table at the last RAN plenary meeting. Hence, we provide our views (shown as blue text) on the functionality for each of the RAN design targets based upon the discussion in [4]. 
Proposal 5: For the required functionality for supporting RAN design targets and other requirements, adopt the potential functionalities identified in the following tables: 
Table 1: Required functionality set #1 for supporting RAN design target
	Design target
	Functionality

	Device power and complexity
	· Transmission technique of Device A and Device B is based on backscattering
· Simple noncoherent detection (e.g., envelope detector) is used in Device A, Device B and Device C
· Robust synchronization and modulation against inaccurate local RF frequency for Device C

	Coverage
	· Simple physical-layer techniques (e.g., forward error correction) for coverage enhancements 

	User experienced data rate
	· Lightweight protocol stack and signaling procedure

	Maximum message size
	· Lightweight protocol stack and signaling procedure

	Latency
	· Lightweight protocol stack and signaling procedure

	Positioning accuracy
	· Low-complexity positioning signalling

	Connection/Device density
	· Lightweight collision detection or avoidance mechanism in the uplink transmission

	Moving speed of device
	· Simple and robust low-order modulation (e.g., OOK, ASK, etc.) against Doppler shift



Table 2: Required functionality set #2 for supporting other requirements
	Requirement
	Functionality

	Device management
	· Management e.g. activation and deactivation of devices
· Communicate with all, a subset, or one of the Ambient IoT devices present

	Security*
	· Security (authentication, encryption, data integrity, authorization)

	Mobility
	· Mobility management (at least nomadic) 

	Interference management and coexistence
	· TBD

	CN connectivity
	· Supported

	Forward compatibility
	· Nice to have but not a hard requirement


*Note: This does not necessarily mean security has RAN impact, further study is needed.


Conclusions
We make the following proposals to address the remaining details in the RAN SI.  
Proposal 1: Determining the energy storage values  and  can be done during the RAN SI or RAN WG SI/WI.          
Proposal 2: As a starting point, the RAN design target for the maximum message size is [1000] bits.  
Proposal 3:  The RAN design target for device density is 250 devices per 100 m2.
Proposal 4: The final design targets for coverage, latency, positioning accuracy and device speed should be left to the RAN-19 RAN WG level study/work item as part of the evaluation methodology and KPI definitions.
Proposal 5: For the required functionality for supporting RAN design targets and other requirements, adopt the potential functionalities identified in the following tables: 
Table 1: Required functionality set #1 for supporting RAN design target
	Design target
	Functionality

	Device power and complexity
	· Transmission technique of Device A and Device B is based on backscattering
· Simple noncoherent detection (e.g., envelope detector) is used in Device A, Device B and Device C
· Robust synchronization and modulation against inaccurate local RF frequency for Device C

	Coverage
	· Simple physical-layer techniques (e.g., forward error correction) for coverage enhancements 

	User experienced data rate
	· Lightweight protocol stack and signaling procedure

	Maximum message size
	· Lightweight protocol stack and signaling procedure

	Latency
	· Lightweight protocol stack and signaling procedure

	Positioning accuracy
	· Low-complexity positioning signalling

	Connection/Device density
	· Lightweight collision detection or avoidance mechanism in the uplink transmission

	Moving speed of device
	· Simple and robust low-order modulation (e.g., OOK, ASK, etc.) against Doppler shift



Table 2: Required functionality set #2 for supporting other requirements
	Requirement
	Functionality

	Device management
	· Management e.g. activation and deactivation of devices
· Communicate with all, a subset, or one of the Ambient IoT devices present

	Security*
	· Security (authentication, encryption, data integrity, authorization)

	Mobility
	· Mobility management (at least nomadic) 

	Interference management and coexistence
	· TBD

	CN connectivity
	· Supported

	Forward compatibility
	· Nice to have but not a hard requirement


*Note: This does not necessarily mean security has RAN impact, further study is needed.
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