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[bookmark: _Toc12632586][bookmark: _Toc29305280][bookmark: _Toc37338085][bookmark: _Toc46488926][bookmark: _Toc52567279][bookmark: _Toc130939267][bookmark: _Toc12632587][bookmark: _Toc29305281][bookmark: _Toc37338086][bookmark: _Toc46488927][bookmark: _Toc52567280][bookmark: _Toc130939268]3	Definitions, symbols and abbreviations
[bookmark: _Toc37338087][bookmark: _Toc46488928][bookmark: _Toc52567281][bookmark: _Toc130939269]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
5GC	5G Core Network
5GS	5G System
A-AoA	Azimuth-Angle of Arrival
ADR	Accumulated Delta Range
AL	Alert Limit
AoA	Angle of Arrival
AP	Access Point
ARP	Antenna Reference Point
BDS	BeiDou Navigation Satellite System
BSSID	Basic Service Set Identifier
CID	Cell-ID (positioning method)
CLAS	Centimetre Level Augmentation Service
DL-AoD	Downlink Angle-of-Departure
DL-PRS	Downlink Positioning Reference Signal
DL-TDOA	Downlink Time Difference Of Arrival
DNU	Do Not Use
E-SMLC	Enhanced Serving Mobile Location Centre
E-CID	Enhanced Cell-ID (positioning method)
ECEF	Earth-Centered, Earth-Fixed
ECI	Earth-Centered-Inertial
EGNOS	European Geostationary Navigation Overlay Service
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
FDMA	Frequency Division Multiple Access
FKP	Flächenkorrekturparameter (Engl: Area Correction Parameters)
GAGAN	GPS Aided Geo Augmented Navigation
GLONASS	GLObal'naya NAvigatsionnaya Sputnikovaya Sistema (Engl.: Global Navigation Satellite System)
GMLC	Gateway Mobile Location Centre
GNSS	Global Navigation Satellite System
GPS	Global Positioning System
GRS80	Geodetic Reference System 1980
HESSID	Homogeneous Extended Service Set Identifier
LCS	LoCation Services
LMF	Location Management Function
LPP	LTE Positioning Protocol
MAC	Master Auxiliary Concept
MBS	Metropolitan Beacon System
MO-LR	Mobile Originated Location Request
MT-LR	Mobile Terminated Location Request
Multi-RTT	Multi-Round Trip Time
NavIC	NAVigation with Indian Constellation
NG-C	NG Control plane
NG-AP	NG Application Protocol
NI-LR	Network Induced Location Request
N-RTK	Network – Real-Time Kinematic
NRPPa	NR Positioning Protocol A
OTDOA	Observed Time Difference Of Arrival
PDU	Protocol Data Unit
posSI	Positioning System Information
posSIB	Positioning SIB
PPP	Precise Point Positioning
PPP-RTK	Precise Point Positioning – Real-Time Kinematic
PRS	Positioning Reference Signal (for E-UTRA)
PRU	Positioning Reference Unit
QZSS	Quasi-Zenith Satellite System
RP	Reception Point
RRM	Radio Resource Management
RSRP	Reference Signal Received Power
RSRPP	Reference Signal Received Path Power
RSRQ	Reference Signal Received Quality
RSSI	Received Signal Strength Indicator
RSTD	Reference Signal Time Difference
RTK	Real-Time Kinematic
SBAS	Space Based Augmentation System
SDT	Small Data Transmission
SET	SUPL Enabled Terminal
SIB	System Information Block
SLP	SUPL Location Platform
SP	Semi-Persistent
SRS	Sounding Reference Signal
SSB	Synchronization Signal Block
SSID	Service Set Identifier
SSR	State Space Representation
STEC	Slant TEC
SUPL	Secure User Plane Location
TADV	Timing Advance
TBS	Terrestrial Beacon System
TEC	Total Electron Content
TEG	Timing Error Group
TP	Transmission Point
TRP	Transmission-Reception Point
TTA	Time To Alert
TxTEG	Tx Timing Error Group
UE	User Equipment
UL-AoA	Uplink Angle of Arrival
UL-RTOA	Uplink Relative Time of Arrival
UL-SRS	Uplink Sounding Reference Signal
UL-TDOA	Uplink Time Difference of Arrival
URA	User Range Accuracy
WAAS	Wide Area Augmentation System
WGS-84	World Geodetic System 1984
WLAN	Wireless Local Area Network
Z-AoA	Zenith Angles of Arrival
[bookmark: _Toc12632588][bookmark: _Toc29305282]Next Modified Subclause
[bookmark: _Hlk93842271][bookmark: _Hlk93840853][bookmark: _Toc12632661][bookmark: _Toc29305355][bookmark: _Toc37338173][bookmark: _Toc46489016][bookmark: _Toc52567369]8.1.1a	Integrity Principle of Operation
For integrity operation, the network will ensure that:
P(Error > Bound for longer than TTA | NOT DNU) <= Residual Risk + IRallocation               (Equation 8.1.1a-1)
for all values of IRallocation in the range irMinimum <= IRallocation <= irMaximum
for all the errors in Table 8.1.2.1b-1, which have corresponding integrity assistance data available and where the corresponding DNU flag(s) are set to false.
The integrity risk probability is decomposed into a constant Residual Risk component provided in the assistance data as well as a variable IRallocation component that corresponds to the contribution from the Bound according to the Bound formula in Equation 8.1.1a-2. IRallocation may be chosen freely by the client based on the desired Bound, therefore the network should ensure that Equation 8.1.1a-1 holds for all possible choices of IRallocation. The Residual Risk and IRallocation components may be mapped to fault and fault-free cases respectively, but the implementation is free to choose any other decomposition of the integrity risk probability into these two components.
[bookmark: _Hlk96502874]The validity time of the integrity bounds is set as equal to twice the SSR Update Interval for the given SSR Assistance Data message, i.e. the time period between the SSR Epoch Time and the SSR Epoch Time plus twice the SSR Update Interval in the GPS time scale.
Equation 8.1.1a-1 holds for all assistance data that has been issued that is still within its validity period. If this condition cannot be met then the corresponding DNU flag must be set.
Equation 8.1.1a-1 holds at any epochs for which Assistance Data is provided. Providing Assistance Data without the Integrity Service Alert IE or Real Time Integrity IEs is interpreted as a DNU=FALSE condition. For any bound that is still valid (within its validity time), the network ensures that the Integrity Service Alert and/or Real Time Integrity IEs are also included in the provided Assistance Data if needed to satisfy the condition in Equation 8.1.1a-1. It is up to the implementation how to handle epochs for which integrity results are desired but there are no DNU flag(s) available, e.g. the Time To Alert (TTA) may be set such that there is a "grace period" to receive the next set of DNU flags.
Only those satellites for which the GNSS integrity assistance data are provided are monitored by the network and can be used for integrity related applications.
Where:
Error: Error is the difference between the true value of a GNSS parameter (e.g. ionosphere, troposphere etc.), and its value as estimated and provided in the corresponding assistance data as per Table 8.1.2.1b-1
Bound: Integrity Bounds provide the statistical distribution of the residual errors associated with the GNSS positioning corrections (e.g. RTK, SSR etc). Integrity bounds are used to statistically bound the residual errors after the positioning corrections have been applied. The bound is computed according to the Bound formula defined in Equation 8.1.1a-2. The bound formula describes a bounding model including a mean and standard deviation (e.g. paired over-bounding Gaussian). The bound may be scaled by multiplying the standard deviation by a K factor corresponding to an IRallocation, for any desired IRallocation within the permitted range.
Bound for a particular error is computed according to the following formula:
Bound = mean + K * stdDev																	(Equation 8.1.1a-2)
K = normInv(IRallocation / 2)
irMinimum <= IRallocation <= irMaximum
where:	mean: mean value for this specific error, as per Table 8.1.2.1b-1
	stdDev: standard deviation for this specific error, as per Table 8.1.2.1b-1

Time-to-Alert (TTA): The maximum allowable elapsed time from when the Error exceeds the Bound until a DNU flag must be issued.
Target Integrity Risk (TIR): The probability per unit of time that the Error exceeds the Bound without issuing a DNU flag within the TTA.
DNU: The DNU flag(s) corresponding to a particular error as per Table 8.1.2.1b-1. Where multiple DNU flags are specified, the DNU condition in Equation 8.1.1a-1 is present when any of the flags are true (logical OR of the flags).
Residual Risk: The residual risk is the component of the integrity risk provided in the assistance data as per Table 8.1.2.1b-1. This may correspond to the fault case risk but the implementation is permitted to allocate this component in any way that satisfies Equation 8.1.1a-1.
The Residual Risk is the Probability of Onset which is defined per unit of time and represents the probability that the feared event begins. Each Residual Risk is accompanied by a Mean Duration which represents the expected mean duration of the corresponding feared event and is used to convert the Probability of Onset to a probability that the feared event is present at any given time, i.e.
P(Feared Event is Present) = Mean Duration * Probability of Onset of Feared Event		(Equation 8.1.1a-3)
irMinimum, irMaximum: Minimum and maximum allowable values of IRallocation that may be chosen by the client. Provided as service parameters from the Network according to Integrity Service Parameters.
Correlation Times: The minimum time interval beyond which two sets of GNSS assistance data parameters for a given error can be considered to be independent from one another.
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