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Introduction
In RAN#97e meeting, a new SID “Study on Ambient IoT” has been agreed and further revised in RAN#98e meeting [1]. The main objectives of the SID are as following:
	· Identify the suitable deployment scenarios and their characteristics, at least for the use cases/services agreed in SA1’s “Study on Ambient power-enabled internet of Things”, comprising among at least the following aspects
· Indoor/outdoor environment
· base station characteristics, e.g. macro/micro/pico cells-based deployments
· Connectivity topologies, including which node(s) , e.g. base station, UE, relay, repeater, etc. can communicate with target devices
· TDD/FDD, and frequency bands in licensed or unlicensed spectrum
· Coexistence with UEs and infrastructure in frequency bands for existing 3GPP technologies
· Device originated and/or device terminated traffic assumption
NOTE: There can be more than one deployment scenario identified for a use case, and a deployment scenario may be common to more than one use case.
NOTE: Where more than one deployment scenario is identified for a use case, the trade-offs between them should also be studied. 
NOTE: The study shall not prioritize deployment aspects that should be coordinated with SA, e.g. public or private network, with or without CN connection.
NOTE: A representative use case can be studied for a group of use cases that have similar requirements.

· Formulate a set of RAN design targets based on the identified deployment scenarios and their characteristics for the relevant use cases, at least including
· Power consumption
· Complexity
· Coverage
· Data rate
· Positioning accuracy
NOTE: The requirements from SA1 on the relevant use cases shall be taken into consideration.
NOTE: The study shall aim to provide better coverage compared to existing non-3GPP technologies for the relevant use cases.
NOTE: Other RAN design targets in relation to connection density, mobility, security, latency, reliability etc. may be discussed, if necessary for the relevant use cases. 
NOTE: Detailed definitions of the RAN design targets should be discussed during the study.

· Compare and assess the feasibility of meeting the design targets for relevant use case on the basis of the deployment scenario(s) appropriate to it, and identify assumptions on required functionality to be supported.
NOTE: This is not to require a detailed WG-level of analysis.

Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.


In this contribution, we give our analysis on the feasibility about development scenarios of Ambient IoT. Based on the analysis, some suggestions are given for the following study in RAN.
Discussion
In RAN#99, the following 5 deployment scenarios are identified and captured in the TR 38.848:
· Deployment 1: Device indoors, base station indoors
· Deployment 2: Device indoors, base station outdoors
· Deployment 3: Device indoors, UE based reader
· Deployment 4: Device outdoors, Outdoor base station
· Deployment 5: Device outdoors, UE based reader

According to the communication environment, the deployment scenarios could be illustrated in the following Figure 1.
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Figure 1 Deployment scenarios
Under different deployment scenarios, one of the important factors which could reflect the feasibility of Ambient IoT is the communication distance, for example, the larger the communication distance, the higher the feasibility. 
Moreover, the main design targets of RAN include Coverage, Throughput, Latency, Positioning Accuracy, Connection Density, Power Consumption, Mobility, and Coexistence Impact. Every item may have impacts on the feasibility of Ambient IoT. If we want to evaluate all these targets, it may need long discussion on the evaluation methods, parameters and so on. However, considering the limited RAN TUs, it is difficult to completely evaluate all these aspects. So, we suggest to discuss feasibility of Ambient IoT based on the evaluation on Coverage only.
Proposal 1: If RAN agrees to discuss the feasibility of Ambient IoT, it is suggested to focus on the evaluation on Coverage.
In the following sections, the feasibility based on the evaluation on the coverage/the communication distance between base station/UE and AIoT device will be studied. 
2.1 Feasibility analysis based on the evaluation on coverage
For evaluation on coverage, Friis formula is an important foundation of radio technology which is generally used to estimate the loss of a signal from a wireless source to another receiving point. We could use this formula as baseline to calculate the communication distance under the different deployment scenarios.
· Downlink
For Deployment scenario 1, 3, 4, 5, the receive power in AIoT deceive could be calculated as below:
PAIoT (dBm) = PT (dBm) + GT (dBi) + GARX (dBi) + 20 log10(λ) - 20 log10(4π) - γlog10(d1)
The relevant link parameters are explained as following:
	PAIoT:	Received power at AIoT deceive. 

PT:		Transmitted power at base station for Deployment scenario 1,4, or UE for Deployment scenario 3,5
GT:		Tx antenna gain at base station for Deployment scenario 1,4, or UE for Deployment scenario 3,5
GARX:	Rx antenna gain at AIoT deceive 
λ:		Carrier wavelength
d1:     the distance from base station for Deployment scenario 1,4, or UE for Deployment scenario 3,5 to AIoT deceive 
γ: 	Path loss exponent


In general, the path loss exponent differs between indoor and outdoor environments. For Deployment scenario 2, the path loss has higher complexity than other scenarios. So, we listed this scenario separately. In order to simplify the calculation, the path loss exponent for indoor and outdoor could be averaged to a single value. Moreover, due to the shelters from wall, the building penetration loss couldn’t be ignored. The transmission power from base station outdoor would be reduced by the building penetration loss (PLtw). As a result, the received power in AIoT deceive in Deployment scenario 2 is as below:
PAIoT (dBm) = PT (dBm) + GT (dBi) + GARX (dBi) + 20 log10(λ) - 20 log10(4π) - γlog10(d1) - PLtw 
The building penetration loss (PLtw) is mentioned in 7.4.3 in TR 38.901[2], cited as below. It can be seen that the building penetration loss could reach to 20 dB.
Table 7.4.3-3. O2I building penetration loss model for single-frequency simulations <6 GHz
	Parameter
	Value
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	20 dB
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0.5 

with  being a single, link-specific, uniformly distributed variable between 0 and 25m
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	0 dB
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	7 dB (note: replacing the respective value in Table 7.4.1-1)


Observation 1: For Deployment scenario 2, the building penetration loss needs to be considered in the path loss.

· Uplink
For Device C, due to its capability of independent signal generation, the received power in base station or UE can be similar as downlink. But for Device A or B, due to its backscattering transmission, e.g., the received power at AIoT device is reflected to base station or UE, for Deployment scenario 1, 3, 4, 5, the received backscatter signal power in base station or UE need to be further evaluated as below:
PR (dBm) = PT (dBm) + GT (dBi) + GR (dBi) + GARX (dBi) + GATX (dBi) + 40 log10(λ)+ 10 log10(M) - 40 log10(4π) -γlog10(d1) - γlog10(d2)  
The relevant link parameters are explained as following:
	PR:		Received power at base station for Deployment scenario 1, 4, or UE for Deployment scenario 3, 5

GR:		Rx antenna gain at base station for Deployment scenario 1, 4, or UE for Deployment scenario 3, 5
GATX:	Tx antenna gain at AIoT deceive 
d2: 	the distance from AIoT deceive to base station for Deployment scenario 1, 4, or UE for Deployment scenario 3, 5 


Moreover, for Deployment scenario 2, the received power in base station is also reduced by the building penetration loss. Hence, the received backscatter signal power is calculated as below:
PR (dBm) = PT (dBm) + GT (dBi) + GR (dBi) + GARX (dBi) + GATX (dBi) + 40 log10(λ)+ 10 log10(M) - 40 log10(4π) -γlog10(d1) -γlog10(d2) - 2*PLtw
2.2 Comparison and assessment
According to the above analysis on the calculation formula, the communication distance could be evaluated and used for comparison and assessment for different deployment scenarios.
In the following calculations, general assumptions are summarized as below:
· The direct communication distance could easily reflect the capability of AIoT device and also the capability of the Topology. Hence, direct communication topology is taken as a basic for 5 deployment scenarios evaluation.
· For base station, according to TR 38.802[3], the transmission power is 53 dBm outdoor and 24 dBm indoor, the antenna gain is 8 dBi. The receiver sensitivity is -110 dBm.
· For UE, according to TR 38.802[3], the transmission power is 23 dBm outdoor and indoor, the antenna gain is 5 dBi. The receiver sensitivity is -100 dBm.
· For AIoT device A, with reference to RFID, the receiver sensitivity is assumed to be -18 dBm. And due to this backscattering transmission, modulation factor is set to 0.25. 
· For AIoT device B, it has a higher decoding capability, thus, the receiver sensitivity is assumed to be -36 dBm. Please note, here just for the purpose of calculation, we assume a higher receiver sensitivity value for device B compared to device A, but this doesn’t come from the real receiver assumption. Moreover, due to its amplification for reflected signals, modulation factor for device B is set to 1 and amplifying power is assumed to be 20 dB.
· For AIoT device C, it could also have a higher decoding capability, thus, the receiver sensitivity is assumed to be -54 dBm (with similar way to set this value as that for device B). Due to its active RF component for transmission, the transmission power is 4 dBm.
As a summary, the parameter settings are listed in the following Table 1. 
Table 1
	Carrier Frequency (fc)
	900 MHz

	AIoT device Tx Power (PTX) 
	4 dBm for device C

	AIoT device Tx Gain (GATX)
	0 dBi

	AIoT device Rx Gain (GARX)
	0 dBi

	AIoT device Modulation Factor
	0.25 for Device A or 1 for Device B

	AIoT device Rx Sensitivity (PAIoT)
	-18 dBm for Device A, 
-36 dBm for Device B,
-54 dBm for Device C

	base station Tx Power (PTX)
	53 dBm outdoor or 24 dBm indoor 

	base station Tx Gain (GTX)
	8 dBi

	base station Rx Gain (GRX)
	8 dBi

	base station Rx Sensitivity (PR)
	-110 dBm

	UE Tx Power (PTX)
	23 dBm

	UE Tx Gain (GTX)
	5 dBi

	UE Rx Gain (GRX)
	5 dBi

	UE Rx Sensitivity (PR)
	-100 dBm

	Building penetration loss (PL)
	20 dB

	Path Loss Exponent (γ)
	3.0 (outdoor urban), 2.5 (indoor)



Based on the Friis formula discussed in section 2.1, the calculated results of the communication distance under 5 deployment scenarios are summarized in Table 2:
Table 2
	Deployment scenario
	Device type
	BS/UE->AIoT device
(m)
	AIoT device->BS/UE
(m)

	1
(Basestation as the serving node for AIoT devices, Indoor)
	Device A
	5.4
	315.0

	
	Device B
	28.5
	659.3

	
	Device C
	149.8
	4160.1

	4
(Basestation as the serving node for AIoT devices, Outdoor)
	Device A
	38.0
	120.8

	
	Device B
	151.2
	223.5

	
	Device C
	602.1
	1037.3

	2
(Basestation as the serving node for AIoT devices, Outdoor->Indoor)
	Device A
	8.2
	26.0

	
	Device B
	32.6
	48.1

	
	Device C
	129.7
	223.5

	3
(UE as the serving node for AIoT devices, Indoor)
	Device A
	3.8
	95.1

	
	Device B
	19.8
	199.1

	
	Device C
	103.7
	1256.3

	5
(UE as the serving node for AIoT devices, Outdoor)
	Device A
	3.0
	44.5

	
	Device B
	12.0
	82.4

	
	Device C
	47.8
	382.5


Based on the above analysis and the calculation on communication distances for different Devices types in different deployment scenarios, we suggest to capture the following observations or preferences in comparison and assessment section of TR 38.848:
Proposal 2: It is suggested RAN to capture the following observations or preferences in comparison and assessment section of TR 38.848:
· The coverage distance depends on the transmission power, reception sensitivity, antenna gain, and path loss etc.
· For deployment scenario 1 and 4, if there is no obstacle, the base station could provide good coverage. Hence, Topology (1) is preferred in these scenarios. 
· For deployment scenario 2, due to the building penetration loss, the direct communication distance would be significantly shortened; even for uplink, the signal strength is weakened. Under the scenario with higher interference, the communication may fail. As Topology (2) could provide bidirectional signal reinforcement for AIoT devices, Topology (2) is preferred in these scenarios.
· For deployment scenario 3 and 5, the direct communication distance is limited.
· The lower modulation factor causes the shorter communication distance; hence, the communication distance of Device A is shorter than Device B and Device C. 
· When AIoT device with low receiver sensitivity is used, the downlink direct communication distance is shorter than uplink. In order to balance the downlink and uplink communication distance, Topology (3) could be further considered.
[bookmark: OLE_LINK1]Conclusions
[bookmark: OLE_LINK11][bookmark: OLE_LINK10]In this contribution, we give some further analysis on feasibility of Ambient IoT. Based on the discussion, the following proposals are given:
Observation 1: For Deployment scenario 2, the building penetration loss needs to be considered in the path loss.

Proposal 1: If RAN agrees to discuss the feasibility of Ambient IoT, it is suggested to focus on the evaluation on Coverage.
Proposal 2: It is suggested RAN to capture the following observations or preferences in comparison and assessment section of TR 38.848:
· The coverage distance depends on the transmission power, reception sensitivity, antenna gain, and path loss etc.
· For deployment scenario 1 and 4, if there is no obstacle, the base station could provide good coverage. Hence, Topology (1) is preferred in these scenarios. 
· For deployment scenario 2, due to the building penetration loss, the direct communication distance would be significantly shortened; even for uplink, the signal strength is weakened. Under the scenario with higher interference, the communication may fail. As Topology (2) could provide bidirectional signal reinforcement for AIoT devices, Topology (2) is preferred in these scenarios.
· For deployment scenario 3 and 5, the direct communication distance is limited.
· The lower modulation factor causes the shorter communication distance; hence, the communication distance of Device A is shorter than Device B and Device C. 
· When AIoT device with low receiver sensitivity is used, the downlink direct communication distance is shorter than uplink. In order to balance the downlink and uplink communication distance, Topology (3) could be further considered.
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