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1. Introduction

One objective of the SID “Study on Ambient IoT” is to assess the feasibility of the RAN design targets and identify the corresponding assumptions on required functionality [1].
	· Compare and assess the feasibility of meeting the design targets for relevant use case on the basis of the deployment scenario(s) appropriate to it, and identify assumptions on required functionality to be supported.

NOTE: This is not to require a detailed WG-level of analysis.


In RAN#99, a set of RAN design targets is identified, with the details of some targets been agreed [2]. The details of the remaining targets are discussed in [3]. This paper discusses about how to assess the feasibility of those design targets, and the associated assumptions on required functionality of the device and/or system. 
2. Discussions on device power consumption and complexity
According to the agreement in in RAN #98e, three types of device will be considered for Ambient IoT. Different targets on device power consumption and complexity have been proposed for each category in [3] and [2], respectively.
Table 1: Summary of design targets differentiated by device type

	Metric
	Target for Device A
	Target for Device B
	Target for Device C

	Power consumption
	≤1 μW
	Between Device A and C
	≤1 mW to ≤10 mW

	Complexity
	Comparable to UHF RFID ISO18000-6C (EPC C1G2)
	Between Device A and C
	Orders-of-magnitude lower than NB-IoT


2.1 Device A
The proposed design target of power consumption for Device A is to achieve ≤1 μW power consumption for transmitting or receiving processing, so as to support being powered by RF energy at a few ten meters from the source.
To transmit data by modulated RF signals, backscattering technique can be used by Ambient IoT device, which modifies some characteristic, e.g. amplitude, phase, or center frequency, of received RF carrier wave from the external source and reflects it. The backscattering circuitry can be implemented in a single transistor switch, with power consumption down to 1 μW [4]. Hence, backscattering is a required functionality for Ambient IoT.
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Figure 1.  Backscatter communicaiton
On the receiver side, devices with only passive components can have ultra-low power consumption by using non-coherent detection, i.e. without the need of mixing the received RF signal with locally generated carrier waves [5]. An example is RF envelope detection such as in [6], which can have a downlink power consumption as low as 1 μW. Hence, envelope detection is a required functionality for Ambient IoT.
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Figure 2.  Envelope Detector for OOK
From the above, it can be assumed that 1 μW power consumption for transmitting or receiving processing is feasible for Device A. Accordingly, the principle techniques of envelope detection and backscattering are similar to RFID for passive tag. It can be assumed that the device complexity of Device A can be similar to passive RFID tag. 
Observation 1: 1 μW device power consumption can be achieved for receiving operation by RF envelope detection and transmitting operation by backscattering techniques, respectively.
Feasibility conclusion 1: Device A can achieve the device power consumption design target of ≤1 μW.

Feasibility conclusion 2: Device A can achieve the design target of similar device complexity as passive RFID tag.

The above analysis and conclusions are also applicable to Device B based on simple integration of Device A and capacitor.
Required functionality 1: Backscattering for transmitting is a required functionality for both Device A and Device B of Ambient IoT.
Required functionality 2: Envelope detection for receiving is a required functionality for both Device A and Device B of Ambient IoT.
2.2 Device C
For Device C, power consumption of transmitting and receiving is expected to be sub-mW, which is 2~3 orders of magnitude lower than NB-IoT. The ultra-low device power consumption is beneficial to be compatible to more environmental, i.e. ambient, energy sources, and capable of using a supercapacitor with small volume (e.g., around or less than 100 mm3) to work consistently with discontinuous energy supply.
As a reference, RAN1 has recently begun studying low-power heterodyne/homodyne receiver architectures [7]. Referring to the emerging ultra-low power heterodyne/homodyne receiver architecture, the design target of sub-milliwatt power consumption for receiving is feasible for Device C [8][9]. By using similar architecture and techniques for the RF mixer, sub-milliwatt power consumption for transmitting can also be assumed, if the transmit power the Ambient IoT device is controlled to be ≤100 μW (-10 dBm).
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Figure 3. Illustration of heterodyne transceiver architecture
Compared with conventional 3GPP devices, Ambient IoT Device C is expected to achieve orders of magnitude lower power consumption mainly by the following three means.
1. Ultra-low power RF local oscillator: Some ultra-low power RF local oscillator with power consumption of around or less than 100 μW can be applied for Device C, such as ring oscillator. The cost is the inaccurate RF frequency and non-negligible phase noise for the local RF carrier wave. Consequently, Ambient IoT is assumed to require robust synchronization scheme to against large frequency error. Besides, it may also make OFDM modulation unsuitable for Ambient IoT, which is sensitive to frequency error.
2. IF envelope detection for receiving: After the down conversion of received RF signal,  IF envelope detection can be applied to the output IF signal for ultra-low power data demodulation, which is robust against the large frequency offset of the IF signal caused by the inaccurate local RF carrier wave.
3. Limited transmit power for transmitting: Except RF local oscillator and mixer in the heterodyne/homodyne transmitter, power amplifier also plays an important role in the power consumption of transmitting. Assuming 30% power-added efficiency for a power amplifier, its power consumption can be around 300uW if the transmit power is limited to be no higher than 100 μW (-10 dBm).
Observation 2: ≤1 mW power consumption for transmitting and receiving can be achieved for Device C by applying ultra-low power heterodyne/homodyne transceiver architecture and power amplifier.
Feasibility conclusion 3: Device C can achieve the device power consumption design target of ≤1 mW.

With the above essential assumptions on the implementation architecture of Device C, the device complexity can be expected to be no higher than Bluetooth by referring to the corresponding air interface. According to [10] and [11], the device complexity of Bluetooth is expected to be significantly lower than NB-IoT. It can also be assumed that the complexity of Device C can be significantly lower than NB-IoT.

Feasibility conclusion 4: Device C can achieve the design target of complexity significantly lower than NB-IoT.
Required functionality 3: Robust synchronization scheme against inaccurate local RF frequency is a required functionality for Device C.

Required functionality 4: Robust non-OFDM modulation against inaccurate local RF frequency of device is a required functionality for Device C.

Required functionality 5:  Envelope detection in the receiver for Device C is a required functionality for Ambient IoT.
2.3 Device B

There are two cases to be considered for Device B. One is the simple integration between Device A and capacitor, whose power consumption and complexity is expected to be similar to Device A. The other is to integrate more component based on Device A, such as reflection amplifier. Comparing to Device C, there will be no RF local oscillator and mixer for Device B, which consumes additional power of a few 100 μW. Consequently, the power consumption and complexity can be expected to be lower than Device C.
Feasibility conclusion 5: Device B can achieve the design targets of device power consumption and complexity between Device A and Device C.
3. Discussions on coverage
The target coverage has been proposed in our RAN design target paper [3]. This part of the SI is not to require a detailed WG-level type of analysis, as per the SID. Our suggestion is that RAN considers writing in the TR the elements it has considered as relevant for analysing coverage, but does not attempt to capture quantitative converged values for them, rather deferring that to RAN1. In summary, the elements we think need to be considered are:

Proposal 1: The TR captures the following aspects as relevant to evaluating coverage of an ambient IoT deployment or device:

· Transmit power of basestation or carrier wave node
· Antenna gain of basestation or carrier wave node
· Return loss of Ambient IoT device (for Device A/B); or transmit power of ambient IoT device (for device C)
· If applicable, amplification gain of Device B
· Antenna gain of Ambient IoT device
· Activation threshold, i.e. received power level at the tag below which the tag does not transmit, if applicable (for Device A/B) and receiver sensitivity (for Device A/B/C) of Ambient IoT device
· Receiver sensitivity of basestation or receiving node
· Interference margin
In the next sections, we illustrate how these elements can be used to assess feasibility. Since there is a need to include a link budget (whether via MIL or another way), we suggest that detail is best left to RAN1 analysis in the future.

What we present next is an example analysis using certain ISD or communication range assumptions and 3GPP channel models to derive a link budget, and demonstrate that under those reasonable assumptions, Ambient IoT can feasibly meet the design target. This is sufficient for a RAN level conclusion on feasibility, and RAN1 can be asked to provide further details of the channel model(s), methodological details, etc. under which designs will be evaluated.
3.1 Target coverage for the direct link between indoor basestation and Device A or B
The ISD of existing 3GPP indoor micro- or pico-cell basestation is typically around or less than 30 meters, especially for industry-oriented use cases. Considering the typical topology for indoor deployment shown in Figure 1, the effective communication range is assumed to be at least ISD/sqrt(2). To support the target ISD of 30 meters, the minimum communication range is about 22 meters, which requires a link budget of 62dB in InF-DH NLOS channel.
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Figure 1. Typical topology of indoor 3GPP cellular network
As discussed in our deployment scenarios paper [12], Device A or Device B based on the integration of Device A and capacitor is recommended for a large portion of indoor use cases of Ambient IoT. The link budget of them is assumed to be lower than Device C or Device B with additional functionalities (e.g., reflection amplifier) to Device A. In other words, if Device A and its integration with capacitor can meet the required coverage performance, there will be no problem for the other device categories. Consequently, the following link budget analysis will be based on Device A and its integration with capacitor. 
The following basic assumptions on the capability of basestation and Ambient IoT device will be used in the analysis. 
1. Transmit power of basestation: As a reference, the maximum effective radiated power (ERP) in the UHF ISM bands for RFID reader can reach 2 watts, which corresponds to transmit power of around 35 dBm including antenna gain. It can be assumed that the same or higher transmit power will be applied for Ambient IoT basestation in indoor scenarios. Joint transmission can be applied to increase the equivalent transmit power. In this way, the link budget of RF energy transmission can be significantly improved, which is regarded as the bottleneck of the link from basestation to device. Assuming joint transmission for the 4 basestations around an Ambient IoT device, the equivalent transmit power can be assumed to be improved by about 6 dB for RF energy transmission. On this basis, the equivalent transmit power of basestation can be regarded as (35+6) = 41 dBm.
2. Antenna gain of basestation: Considering the limited size and cost, the antenna gain of indoor basestation in 900 MHz bands can be assumed to be 2 dBi [13].
3. Return loss of Ambient IoT device: The return loss is mainly caused by the power splitting processing in the device and the impedance mismatch between antenna and device, which is usually around 8 dB or less for UHF RFID tag [14][15]. For Ambient IoT Device A and its integration with capacitor, a return loss of 8 dB can be also be assumed for the backscattered signal.
4. Antenna gain of Ambient IoT device: Considering omnidirectional antenna usually being used for IoT device in most cases, the antenna gain can be assumed to be 0 dBi for Ambient IoT device.

Based on the above assumptions, the target activation threshold of Ambient IoT device and receiver sensitivity of basestation can be identified as follows.

5. Activation threshold of Ambient IoT device: Based on the assumed transmit power and antenna gain of basestation, the target activation threshold of device corresponding to the target link budget of 62dB is (41-62) = -21 dBm. For Device A, the activation threshold of UHF RFID passive tag can be referred to, which can achieve -24 dBm [16]. For Device B based on the integration of Device A and capacitor, the activation threshold mainly relies on the threshold of rectifier in the RF energy harvester, which can be as low as around -35 dBm [17][18]. From the above, the target activation threshold of -21 dBm can be assumed to be feasible for both Device A and B.
6. Receiver sensitivity of basestation: The target receiver sensitivity of basestation depends on the target link budget and the lowest power of the backscattered signals from Ambient IoT device. As discussed above, the power of received signal corresponding to the target link budget of 65 dB is -21 dBm. Considering 8 dB return loss of Ambient IoT device, the power of backscattered signal can be (-21-8) = -29 dBm. To achieve the target link budget of 65 dB, the receiver sensitivity of basestation can be derived as (-29-65+2) = -92 dBm. As a reference, the receiver sensitivity of LTE or NR basestation can be as low as about -120 dBm. It is reasonable to assume that the target receiver sensitivity for Ambient IoT basestation is feasible.
From the above, the typical ISD of indoor micro- or pico-cell basestation can be assumed to be supported by both Device A and B. Obviously, Device C also could support the coverage of indoor BS due its higher capability than Device A/B.
For the link directly from basestation to Ambient IoT or from Ambient IoT device to basestation in Topology (3), the analysis should be the same as one of the above two links.
Feasibility conclusion 6: In Topology (1) and (3), Ambient IoT can achieve the design target of matching the typical ISD of indoor micro- or pico-cell basestation, by Device A/B/C.
3.2 Target coverage for the direct link between outdoor basestation and Device C
For the target use cases of Ambient IoT in outdoor scenarios, continuous coverage is recommended to be supported based on co-site deployment with existing 3GPP basestation in large local or wide service area. To meet the requirement, the target link budget for Ambient IoT can be derived as follows.
1. For the performance evaluations of existing 3GPP technologies, the ISD of macro-cell basestation is typically 500 meters and 1732 meters for urban and rural area, respectively. Considering the typical topology for outdoor deployment shown in Figure 2, the effective communication range is assumed to be at least ISD/sqrt(3). As an example, the minimum communication range corresponding to an ISD of 500 meters and 1732 meters is about 290 meters and 1000 meters, respectively. Assuming 900MHz frequency band for Ambient IoT network, the former corresponds to a path loss of 110 dB in UMa NLOS channel, while 119 dB in RMa NLOS channel for the latter.
2. Considering the further support of O2I coverage for Ambient IoT, additional building penetration loss has to be considered, which is assumed to be 20 dB and 10 dB for the wireless communications in sub-6GHz bands in urban and rural area, respectively. The corresponding path loss is 130 dB and 129 dB in urban and rural area, respectively. Consequently, the target link budget can be set to 130 dB.
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Figure 2. Typical topoloty of outdoor 3GPP cellular network
As discussed in our deployment scenarios paper [12], Device C is recommended for outdoor use cases of Ambient IoT. The link budget analysis will be based on Device C. The following basic assumptions on the capability of basestation and Ambient IoT device will be used in the analysis.

1. Transmit power of basestation: For the narrowband transmission of IoT technologies, PSD boosting technique can be used to improve link budget. As a reference, the transmit power of NB-IoT basestation is assumed to be 35 dBm and 43 dBm for in-band and standalone operation mode, respectively [19]. It can be assumed that the same or higher transmit power can also be applied for Ambient IoT basestation.
2. Antenna gain of basestation: The antenna gain of macro-cell basestation is typically 15 dBi for the licensed FDD bands around 900 MHz [20].
3. Transmit power of Ambient IoT device: As discussed in [3], the maximum transmit power of Device C can be assumed to be -10 dBm, under the constraints of sub-milliwatt power consumption for transmitting.

4. Antenna gain of Ambient IoT device: Considering omnidirectional antenna usually being used for IoT device in most cases, the antenna gain can be assumed to be 0 dBi for Ambient IoT device.

Based on the above assumptions and the link budget calculations, the target receiver sensitivity of both Device C and basestation can be identified.

5. Receiver sensitivity of Ambient IoT device: Based on the assumed transmit power and antenna gain of basestation, the target receiver sensitivity of Device C corresponding to the target link budget of 130 dB is (35+15-130) = -80 dBm and (43+15-130) = -72 dBm for in-band and standalone operation mode, respectively. The ultra-low power receiver architecture for LP-WUS can be referred for Device C, whose sensitivity is assumed to be -70 dBm ~ -100 dBm. Considering the minimum data rate of Ambient IoT is much lower than LP-WUS, the target receiver sensitivity of both -72 dBm and -80 dBm can be expected to be feasible.
6. Receiver sensitivity of basestation: Based on the assumed transmit power and antenna gain of Device C, the target receiver sensitivity of Ambient IoT basestation corresponding to the target link budget of 130 dB is (-10+15-130) = -125 dBm. To achieve the target, coverage enhancement techniques introduced in existing 3GPP technologies can be referred to, such as repetitions, narrow band transmission, and forward error correction code. As a reference, the receiver sensitivity of NB-IoT basestation can be as low as -141 dBm, which is much lower than the target. It can be expected that the target receiver sensitivity of Ambient IoT basestation can be achieved.
From the above, the typical ISD of outdoor macro- or micro-cell basestation can be assumed to be supported by Device C.

For the link directly from basestation to Ambient IoT or from Ambient IoT device to basestation in Topology (3), the analysis should be the same to one of the above two links.
Feasibility conclusion 7: In Topology (1) and (3), Ambient IoT can achieve the design target of matching the typical ISD of outdoor macro- or micro-cell basestation by Device C.
Required functionality 6: Coverage enhancement techniques with low device implementation complexity are a required functionality for Device C.
3.3 Target coverage for the direct link between UE type node and Ambient IoT device
The target communication range of 10 meters corresponds to a link budget of 52 dB in D2D LOS channel. For UE type node in Topology (2), (3) and (4), similar analysis to the above two sections can be applied. If Device A or B can support the target communication range of 10 meters, it is certainly no problem for Device C, which is expected to have much higher transmitting and receiving capability. The following analysis will be only based on Device A and B. The following basic assumptions on the capability of UE type node and Ambient IoT device will be used in the analysis.

1. Transmit power of UE type node: A maximum transmit power of 23 dBm can be assumed.
2. Antenna gain of UE: The antenna gain of UE is usually assumed as 0 dBi.
3. Return loss of Ambient IoT device: As clarified in section 3.1, a return loss of 8 dB can be assumed for the backscattered signal.

4. Antenna gain of Ambient IoT device: As clarified in section 3.1, the antenna gain can be assumed to be 0 dBi for Ambient IoT device.

Based on the above assumptions and the link budget calculations, the target receiver sensitivity of both Device A/0B and intermediate or assisting node can be identified.

5. Activation threshold of Ambient IoT device: Based on the assumed transmit power and antenna gain of basestation, the target activation threshold of device corresponding to the target link budget of 52 dB is (23-52) = -29 dBm. For Device A, the activation threshold of UHF RFID passive tag can be referred to, which can achieve -24 dBm. For Device B based on the integration of Device A and capacitor, the activation threshold mainly relies on the threshold of rectifier in the RF energy harvester, which can be as low as around -35 dBm. Consequently, Device B can possibly meet the target coverage, while Device A may not. However, if the transmit power of UE type node can be increased to 28 dBm EIRP, which is still 7 dB lower than the maximum transmit power of 35 dBm EIRP for RFID reader, Device A can also meet the target coverage.
6. Receiver sensitivity of UE type node: The target receiver sensitivity of UE type node depends on the target link budget and the lowest power of the backscattered signals from Ambient IoT device. For Device B, assuming transmit power of 23 dBm EIRP for the UE type node, the power of received signal corresponding to the target link budget of 52 dB is -29 dBm. Considering 8 dB return loss of Ambient IoT device, the power of backscattered signal can be (-29-8) = -37 dBm. To achieve the target link budget of 52 dB, the receiver sensitivity of intermediate or assisting node can be derived as (-37-52) = -89 dBm. For Device A, assuming transmit power of 28 dBm EIRP for the UE type node, the power of received signal corresponding to the target link budget of 52 dB is -24 dBm. Considering 8 dB return loss of Ambient IoT device, the power of backscattered signal can be (-24-8) = -32 dBm. To achieve the target link budget of 52 dB, the receiver sensitivity of intermediate or assisting node can be derived as (-32-52) = -84 dBm. As a reference, the receiver sensitivity of RFID reader can achieve -92 dBm [21]. It can be expected that a UE type node can reach similar receiver sensitivity to the RFID reader with similar size.
Feasibility conclusion 8: In Topology (2), (3) and (4), Ambient IoT can possibly achieve the target coverage of 10 meters between UE type node and Ambient IoT Device B/C. If the transmit power of UE type node can be increased to 28 dBm, Device A can also meet the target coverage.
For the intermediate or assisting node other than UE e.g. dedicated relay node, higher transmit power and receiving performance can be expected than UE type node, as the form factor and power consumption of such node is usually relaxed comparing to UE. However, both the transmitting and receiving capability of intermediate node are expected to be weaker than basestation. 

Feasibility conclusion 9: In Topology (2) and (3), Ambient IoT intermediate or assisting node (other than UE), can possibly support the target coverage between that for basestation and UE by Device B/C. For Device A, if the transmit power of intermediate or assisting node can be no lower than 28 dBm, the target coverage can also be possibly met.
4. Data rate, maximum message size, reporting period, latency, positioning accuracy, device density, and device speed
According to the agreements in RAN #99 and discussions in [2] and [3], respectively, we present another set of RAN design targets which are common across the Ambient IoT Devices A/B/C, summarized as follows:
Table 2: Summary of design targets common to device A/B/C
	Metric
	Design target

	Data rate
	Min: Not less than 0.1 kbps
Max: Not less than 5 kbps

	Maximum message size
	1000 bits

	Latency
	Max: 10 sec

	Positioning accuracy
	Indoor: 3 meters at 90% for location by cellular network

Outdoor: Several 10 meters at 90% for location by cellular network

	Device density
	Indoor: 250 devices per 100 m2
Outdoor: 20 devices per 100 m2

	Device speed
	10 km/h


4.1 User experienced data rate

The achievable data rate mainly depends on the allocated signal bandwidth and detailed physical layer design, such as modulation order, code rate of channel coding, repetition number, and overhead of reference signals. Assuming at least one PRB being allocated to Ambient IoT, the signal bandwidth can be 180 kHz or a little smaller considering some potential frequency guard interval. Without channel coding, repetitions and reference signals, the physical layer data rate can be the same number as the signal bandwidth in the case of the lowest-order modulation e.g. 1-bit ASK or BPSK being used. As the possible maximum signal bandwidth is around or higher than 20 times larger than 5 kHz, the maximum user experienced data rate can be higher than 5 kbps, even with e.g. code rate of 0.5, 2 repetitions, reference signals overhead of 50%, and signalling overhead of 50%. 
Feasibility conclusion 10: Ambient IoT can achieve the design target of a maximum user experienced data rate no lower than 5 kbps.

To meet the target maximum user experienced data rate, the protocol stack and signalling procedure of Ambient IoT are both expected to be minimized for efficient transmission of application data.
Required functionality 7: Compact protocol stack and signalling procedure are a required functionality for Ambient IoT.
The minimum user experienced data rate of 100 bps is mainly applied for the detailed evaluations of coverage, which is assumed to be done in the WG-level study.

Observation 3: The minimum user experienced data rate is applied for the coverage evaluations in WGs.
4.2 Maximum message size
As a reference, the existing UHF RFID passive tag can support a memory size of 800 bits, and report the message stored in the memory or fill the memory with received message by a single packet [22]. With the expectation of no lower capability than RFID, it can be assumed that Ambient IoT can also support a message size comparable to 800bits, which means the target maximum message size of 1000 bits should be feasible for all the device types.
Feasibility conclusion 11: Ambient IoT can achieve the design target of a maximum message size of 1000 bits.
4.3 Latency

In RAN#99, the minimum user experienced data rate was agreed as 0.1 kbps. The latency of wireless transmission mainly depends on the data rate, signalling procedure and protocol overhead. The typical message size in the target use cases of Ambient IoT is no more than 1000 bits, and the 0.1 kbps minimum user experienced data rate will apply in the worst coverage. It is therefore clearly possible to satisfy the 10 second latency target as per the proposed definition in [3]. 
Feasibility conclusion 12: Ambient IoT can achieve the design target of maximum latency no higher than 10 seconds.
4.4 Positioning accuracy

Since this RAN-level SI is not to conduct WG-level analysis, our proposal for assessing positioning feasibility is to take a reasonable comparison basis from other technologies which have some relevant similar radio characteristic(s), to ask if/how they manage to achieve a given level of positioning accuracy in a way that could reasonably be expected in Ambient IoT, and then to leave the detailed identification of technical solutions for Ambient IoT to WGs.
In indoor scenarios, the positioning of Ambient IoT can possibly be based on Device A, B, or C. As the backscattered signal by Device A is expected to be weaker than the signal backscattered by Device B or transmitted by Device C, it is assumed positioning based on Device A is more difficult to achieve high accuracy. The achievable positioning accuracy of Device A can refer to UHF RFID, whose passive tag is also based on backscattering without energy storage. The evaluation results in [23] and [24] show that positioning accuracy of less than 2 meters can be reached by RFID. It can be expected that Ambient IoT positioning based on Device A can achieve similar positioning accuracy, which satisfies the target positioning accuracy of 3 meters in indoor scenarios.
Feasibility conclusion 13: Ambient IoT can be assumed to achieve the design target positioning accuracy of 3 meters for indoor location by cellular network.
In outdoor scenarios, the positioning of Ambient IoT is assumed to be based on Device C, as the effective communication range of Device A and B may not meet the typical ISD of outdoor basestation. As a low-end IoT technology, the signal bandwidth of Ambient IoT is expected to be narrow e.g. one or a few PRBs of NR. In [25] and [26], it is seen that positioning accuracy of 20~30 meters can be reached by NB-IoT and LoRa, respectively. With proper deployment and positioning algorithm, it can be assumed that the target positioning accuracy of several 10 meters can be achieved by Ambient IoT in outdoor scenarios.
Feasibility conclusion 14: Ambient IoT can be assumed to achieve the design target positioning accuracy of several 10 meters for outdoor location by cellular network.
4.5 Connection/device density

The connection density mainly impacts the requirements on the capacity of the network. 
Considering the typical ISD of around 30 meters for indoor micro- or pico-cell basestation, the size of covered area is about 1000 m2 for each basestation. In the SA1 use case of finding remote lost item, there can be about 2500 devices per basestation assuming a connection density of 250 devices per 100 m2. The corresponding message size is 256 bits assuming a reporting period of 15 minutes. For the reporting of 2500 devices, the overall payload size is 640,000 bits, while the required average data rate is about 711 bps. Considering the minimum data rate of 100 bps and maximum data rate no lower than 5 kbps, it can be assumed that the required average data rate can be achieved. In other words, the requirement on connection density can be satisfied by the network capacity, as all the devices can be read in each period.
Considering the typical ISD of around 500 meters for outdoor macro- or micro-cell basestation, the size of covered area is about 264000 m2 per basestation, which is 88000 m2 per sector. In the SA1 use case of elderly health care, there can be about 17600 devices per sector assuming a connection density of 20 devices per 100 m2. The corresponding message size is less than 100 bits assuming a reporting period of 15 minutes. For the reporting of 17600 devices, the overall payload size is less than 1,760,000 bits, while the required average data rate is about 1.96 kbps. As the maximum data rate may exceed 5 kbps, it is possible that the required average data rate can be achieved. Even if it is difficult to meet the requirement by a single Ambient IoT carrier, conventional capacity extension methods, such as multiple carriers, can be applied. Consequently, the target device density can also be supported by outdoor Ambient IoT network.
Feasibility conclusion 15: The design target connection density of 250 devices per 100 m2 and 20 devices per 100 m2 can be supported by Ambient IoT for indoor and outdoor deployment, respectively.
In most target use cases of Ambient IoT, there are multiple devices within the coverage of each node, especially those involving inventory. When the devices trying to access Ambient IoT network simultaneously, collisions may happen between the data packets from them, which can lead to failed detection of all the collided packets. Without a contention-based random access scheme, low reliability and high latency can be expected for inventory due to the uncontrollable collisions. For example, the devices may repeat reporting unless receiving acknowledgement from the node. The possible persistent collisions will make the inventory failed. To solve the problem, proper random access schemes is needed.
Required functionality 8: Contention-based random access scheme is a required functionality for Ambient IoT.
4.6 Device speed
The Doppler shift corresponding to the target device speed of 10 km/h is 8.3 Hz at 900 MHz band. The Doppler shift is much smaller comparing to conventional signal bandwidth of at least several kHz in 3GPP (e.g., minimum 3.75kHz in NB-IoT). The corresponding coherent time of the time-variant channel is 120 ms. Assuming a symbol rate of several ksps corresponding to the possibly minimum signal bandwidth of several kHz, the symbol duration will be at 0.1 ms level, which is much shorter than the coherent time. The channel can be regarded as slow fading.
Regarding the transmission to Ambient IoT device, the lowest-order amplitude modulation e.g. 1-bit ASK or frequency modulation e.g. FSK is most likely be used, which is insensitive to the phase of channel response especially for non-coherent receiver. In this case, the impact of slow fading channel on receiving performance can be neglected.
Regarding the transmission from Ambient IoT device, lowest order modulation (e.g., 1-bit ASK or BPSK) is still expected for transmitter based on backscattering or low complex heterodyne architecture. For BPSK, as sophisticated channel estimation and equalization processing can be applied for the receiver of basestation, slow fading channel is expected to have little impact on the demodulation performance. At the very least, DBPSK should work well. It can be assumed that the target device speed can be supported for the transmission from Ambient IoT device.
Feasibility conclusion 16: The design target device speed of 10 km/h can be supported by Ambient IoT.

Required functionality 9: Robust low-order modulation (e.g. ASK, FSK or BPSK etc.) against Doppler shift is a required functionality.
5. Summary of the required functionalities for Ambient IoT
According to the discussions on the feasibility assessment of each RAN design target, the corresponding required functionalities for Ambient IoT have also been identified, which are summarized in Table 3.

Table 3 Summary of the required functionalities to achieve RAN design targets for Ambient IoT
	Design target
	Functionality

	Device power and complexity
	· Transmitting based on backscattering for both Device A and Device B
· Receiving based on envelope detection for Device A, Device B and Device C
· Robust synchronization scheme against inaccurate local RF frequency for Device C

· Robust non-OFDM modulation against inaccurate local RF frequency for Device C

· Robust low-order modulation (e.g. ASK, FSK or BPSK etc.) against Doppler shift
· Compact protocol stack and signaling procedure

	Coverage
	· Coverage enhancement techniques with low device complexity

	Data rate
	· Compact protocol stack and signaling procedure

	Latency
	· Compact protocol stack and signaling procedure

	Positioning accuracy
	· Positioning / localization / ranging

	Connection/Device density
	· Contention-based random access scheme


Except the functionalities in Table 3, the following ones in Table 4 are also regarded as important and essential functionalities for Ambient IoT.
Table 3 Summary of the remaining required functionalities for Ambient IoT
	Requirements
	Functionality
	Sources (SA1 use cases)

	Device management
	· Management e.g. activation and deactivation of devices
· Communicate with all, a subset, or one of the Ambient IoT devices present
	· Smart grids, manhole cover safety monitoring, bridge health monitoring 

	Security
	· Security (authentication, encryption, data integrity, authorization)
	· Automated warehousing, smart grids, smart homes, base station machine room environmental supervision, museum guide

	Mobility
	· Mobility management
	· Location service, airport terminal / shipping port, automated supply chain, smart laundry


Required functionality 10: Device management e.g. activation and deactivation of devices is a required functionality for Ambient IoT.

Required functionality 11: Communicate with all, a subset, or one of the Ambient IoT devices present is a required functionality for Ambient IoT.
Required functionality 12: Security (authentication, encryption, data integrity, authorization) is a required functionality for Ambient IoT.
Required functionality 13: Mobility management is a required functionality for Ambient IoT.
6. Conclusions

Observation 1: 1 μW device power consumption can be achieved for receiving operation by RF envelope detection and transmitting operation by backscattering techniques, respectively.

Observation 2: ≤1 mW power consumption for transmitting and receiving can be achieved for Device C by applying ultra-low power heterodyne/homodyne transceiver architecture and power amplifier.

Observation 3: The minimum user experienced data rate is applied for the coverage evaluations in WGs.
Feasibility conclusion 1: Device A can achieve the device power consumption design target of ≤1 μW.

Feasibility conclusion 2: Device A can achieve the design target of similar device complexity as passive RFID tag.

Feasibility conclusion 3: Device C can achieve the device power consumption design target of ≤1 mW.

Feasibility conclusion 4: Device C can achieve the design target of complexity significantly lower than NB-IoT.

Feasibility conclusion 5: Device B can achieve the design targets of device power consumption and complexity between Device A and Device C.
Feasibility conclusion 6: In Topology (1) and (3), Ambient IoT can achieve the design target of matching the typical ISD of indoor micro- or pico-cell basestation, by Device A/B/C.
Feasibility conclusion 7: In Topology (1) and (3), Ambient IoT can achieve the design target of matching the typical ISD of outdoor macro- or micro-cell basestation by Device C.

Feasibility conclusion 8: In Topology (2), (3) and (4), Ambient IoT can possibly achieve the target coverage of 10 meters between UE type node and Ambient IoT Device B/C. If the transmit power of UE type node can be increased to 28 dBm, Device A can also meet the target coverage.

Feasibility conclusion 9: In Topology (2) and (3), Ambient IoT intermediate or assisting node (other than UE), can possibly support the target coverage between that for basestation and UE by Device B/C. For Device A, if the transmit power of intermediate or assisting node can be no lower than 28 dBm, the target coverage can also be possibly met.
Feasibility conclusion 10: Ambient IoT can achieve the design target of a maximum user experienced data rate no lower than 5 kbps.

Feasibility conclusion 11: Ambient IoT can achieve the design target of a maximum message size of 1000 bits.
Feasibility conclusion 12: Ambient IoT can achieve the design target of maximum latency no higher than 10 seconds.

Feasibility conclusion 13: Ambient IoT can be assumed to achieve the design target positioning accuracy of 3 meters for indoor location by cellular network.
Feasibility conclusion 14: Ambient IoT can be assumed to achieve the design target positioning accuracy of several 10 meters for outdoor location by cellular network.
Feasibility conclusion 15: The design target connection density of 250 devices per 100 m2 and 20 devices per 100 m2 can be supported by Ambient IoT for indoor and outdoor deployment, respectively.
Feasibility conclusion 16: The design target device speed of 10 km/h can be supported by Ambient IoT.

Required functionality 1: Backscattering for transmitting is a required functionality for both Device A and Device B of Ambient IoT.
Required functionality 2: Envelope detection for receiving is a required functionality for both Device A and Device B of Ambient IoT.
Required functionality 3: Robust synchronization scheme against inaccurate local RF frequency is a required functionality for Device C.

Required functionality 4: Robust non-OFDM modulation against inaccurate local RF frequency of device is a required functionality for Device C.

Required functionality 5:  Envelope detection in the receiver for Device C is a required functionality for Ambient IoT.
Required functionality 6: Coverage enhancement techniques with low device implementation complexity are a required functionality for Device C.

Required functionality 7: Compact protocol stack and signalling procedure are a required functionality for Ambient IoT.
Required functionality 8: Contention-based random access scheme is a required functionality for Ambient IoT.
Required functionality 9: Robust low-order modulation (e.g. ASK, FSK or BPSK etc.) against Doppler shift is a required functionality.
Required functionality 10: Device management e.g. activation and deactivation of devices is a required functionality for Ambient IoT.

Required functionality 11: Communicate with all, a subset, or one of the Ambient IoT devices present is a required functionality for Ambient IoT.
Required functionality 12: Security (authentication, encryption, data integrity, authorization) is a required functionality for Ambient IoT.
Required functionality 13: Mobility management is a required functionality for Ambient IoT.
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