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1. Introduction

Through RAN#98e and #99, the framework of device categorization has been set up [1]. This paper mainly discusses about the two remaining issues on device characteristics, which are device function, and reference values for energy storage.
2. Discussions on the device function
In RAN#98e and #99, there were discussions about the reception capability for Ambient IoT device. The question is: if there can be some device type incapable of receiving external messages, but only transmitting according to some external trigger signal not carrying any message.
Regarding Device C, there seems no way to trigger it to transmit, if it is not capable of receiving external control messages or signalling, as it is not based on passively backscattering for transmitting. The following discussions will focus on Device A and B, which are both based on backscattering for transmitting.
From the view of target use cases, those involving the functionality of ‘command’ require Ambient IoT device to receive application messages from server.

From the view of reliable and efficient communication, interference and load management are important to wireless network. In conventional 3GPP technologies, such management is based on some features of air interface, such as addressing individual device(s) to react, applying some configurations (e.g., DRX for Device B or C) to a certain device, load management and interference management by scheduling among a large number of devices.

· The transmitting of an Ambient IoT device should be controllable to avoid non-negligible interference in the network, especially in licensed spectrum. Without the capability of receiving control message or signalling, Device A or B cannot judge if the received RF signal is for itself. In this case, the device will backscatter whenever the received RF signal falling into its effective frequency band. Even the co-band signal of other 3GPP technologies, such as NR or LTE, can trigger the device to backscatter. When there are huge number of such devices scattered everywhere, severe interference issue can be expected.
· In most practical use cases, there will probably be multiple Ambient IoT devices within the coverage of each basestation or node. For efficient access between possibly a large numbers of devices, suitable random access mechanism is necessary to avoid the collisions of data packets sent by different devices, especially for the use cases involving inventory. However, almost all the existing efficient contention resolution methods are based on signalling or message exchange between devices and basestation or node, especially in the case of unknown number of devices. The blind random access (e.g., binary exponential backoff with a pre-defined fixed window size) is sensitive to the actual number of devices to be connected, which may vary significantly case by case. It may lead to inefficient resource usage for a small number of devices or severe collisions for a large number of devices.
· If Ambient IoT device is unable to receive the acknowledgement corresponding to each transmission, it cannot be aware of any failed transmission. Blind re-transmission may not be able to solve the problem, as modulation and coding scheme may have to be adjusted in the case of poor link quality. For failed transmission due to collision, the blindly re-transmitted packets from different devices may collide with each other again. In other words, communication reliability cannot be guaranteed if retransmission cannot be properly scheduled according to the actual situation. 
From the view of device management by network or applications, considering the potential huge number of widely distributed Ambient IoT devices in the future, the capability of device activation and deactivation by network or application is important. This functionality requires Ambient IoT device to be able to receive external message.

Considering the above aspects, the reception capability should be assumed for each device category of Ambient IoT. Regarding the messages to be received by Ambient IoT device, there can be the following two types.
· Signalling or control messages from network (including RAN and CN) e.g. for access, paging, scheduling, configuration, security, mobility, and device management.
· Application data e.g. command, and activation or deactivation indication.
Proposal 1: The study and TR capture that any Device A, B, C of Ambient IoT can receive/demodulate at least the following messages.

· Signalling or control messages from network (including RAN and CN) if necessary e.g. for access, paging, scheduling, configuration, security, mobility, and device management etc.

· Application data e.g. command, and activation or deactivation indication.

3. Discussions on the reference values for energy storage
According to the discussions on the reference values for energy storage in RAN#98e and #99, there can be three levels. The first level is without energy storage, while the other two values of E1 and E2 can be derived as the rest part of this section.
3.1 E1: Energy stored to improve the transmitting and receiving capability of Device B
In indoor scenarios, the available ambient energy sources are relatively limited compared to outdoor scenarios. RF energy is an important controllable energy source supporting a certain effective distance with non-line-of-sight propagation. In addition, the RF energy harvester has the advantages of ultra-low cost and small form factor, which is especially suitable for Ambient IoT device. Assuming received RF signal power of -30 dBm and energy conversion efficiency of 25% for an RF energy harvester, the output power is around 0.25 μW. 
For Device A, the activation threshold depends on the device power consumption. As no energy storage, the output power of RF energy harvester has to be no lower than the device power consumption. For example, assuming power consumption of 1 μW for the transmitting or receiving of Device A, the output power of 0.25 μW corresponding to the received signal power of -30 dBm is insufficient to activate the device. The effective received RF signal power should be above 4 μW at the energy conversion efficiency of 25% to 50%, which corresponds to an activation threshold of -27 dBm to -24 dBm for Device A. 
Energy storage can be used to accumulate energy until it is sufficient for Ambient IoT device to complete one report. In this way, capacitor can be used to optimize the activation threshold of Device B over Device A. For Device B, a small capacitor can be integrated with Device A to store the harvested RF energy until it is sufficient for the device to complete one report. The corresponding activation threshold can be optimized to lower than -30 dBm, which mainly depends on the activation threshold of rectifier in the RF energy harvester as investigated in [2], [3]. 
The reference value for the energy storage depends on the time of continuous ‘ON’ status until end of an inventory process. Assuming a few thousand of devices being inventoried in a few 10 seconds, the last device to be read needs to continuously monitor the signalling or control message before being read. In other words, the time of continuous ‘ON’ status can be a few 10 seconds for a device in the inventory process, which depends on number of devices to be read. With device power consumption of about 1 uW, the consumed energy is at the level of (1 μW * 10 s) = 10 μJ, which is assumed to be stored in the energy storage.
Observation 1: Regarding the energy storage used to accumulate energy for Device B based on integration of Device A and capacitor to work continuously during an inventory possibly lasting for 10 second level, the stored energy is assumed to be at 10 μJ-level.
Proposal 2: Energy storage E1 is the amount used to accumulate energy for Device B based on integration of Device A and capacitor. 100 μJ can be used as reference upper bound (E1).
3.2 E2: Energy stored to support discontinuous energy supply for Device C
The target use cases involving sensor usually require stable periodic reporting from Ambient IoT device. Considering discontinuous ambient energy sources such as sunlight, there may be no energy delivered to the device for a long time at hour or even day level. Energy storage can be used to store sufficient energy for persistent work during the time. For this purpose, a supercapacitor is usually used to store the relatively large amount of energy, especially for Device C with power consumption of several 100 μW for receiving and transmitting.

As described in TR 22.840, many target use cases request periodic reporting from Ambient IoT device every 15 minutes. For each report, the device may need to work for a few seconds (e.g., 2 seconds) to monitor the downlink signalling and send data out, while sleeping in the other time. Assuming device power consumption of 500 μW for transmitting or receiving and 1 μW for sleep mode, the consumed energy is about 1.9 mJ every period, which corresponds to 182 mJ per day. If the device has to work for a few days (e.g., ≤5 days) without energy delivered from ambient sources, an energy storage with capacitance of 1 J can be regarded as reference.
Observation 2: Regarding the energy storage used to persistently supply energy to Device C for a few days (e.g., ≤5 days) in the case of discontinuous ambient IoT source, the stored energy required to support frequent periodic (e.g., 15 minutes period) reporting is assumed to be at 100 mJ level.
Proposal 3: Energy storage E2 is the amount used to persistently supply energy to Device C for frequent periodic (e.g., 15 minutes period) reporting during a few days (e.g., ≤5 days). 1 J can be used as a reference upper bound (E2).
4. Conclusions

Observation 1: Regarding the energy storage used to accumulate energy for Device B based on integration of Device A and capacitor to work continuously during an inventory possibly lasting for 10 second level, the stored energy is assumed to be at 10 μJ-level.

Observation 2: Regarding the energy storage used to persistently supply energy to Device C for a few days (e.g., ≤5 days) in the case of discontinuous ambient IoT source, the stored energy required to support frequent periodic (e.g., 15 minutes period) reporting is assumed to be at 100 mJ level.

Proposal 1: The study and TR capture that any Device A, B, C of Ambient IoT can receive/demodulate at least the following messages.

· Signalling or control messages from network (including RAN and CN) if necessary e.g. for access, paging, scheduling, configuration, security, mobility, and device management etc.

· Application data e.g. command, and activation or deactivation indication.

Proposal 2: Energy storage E1 is the amount used to accumulate energy for Device B based on integration of Device A and capacitor. 100 μJ can be used as reference upper bound (E1).

Proposal 3: Energy storage E2 is the amount used to persistently supply energy to Device C for frequent periodic (e.g., 15 minutes period) reporting during a few days (e.g., ≤5 days). 1 J can be used as a reference upper bound (E2).
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