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	Reason for change:
	According to 24.501, if UE include PDU session status IE in SERVICE REQUEST, SS shall include a PDU session status IE in SERVICE ACCEPT.
[24.501 5.6.1.4]
If the AMF needs to initiate PDU session status synchronization or a PDU session status IE was included in the SERVICE REQUEST message, the AMF shall include a PDU session status IE in the SERVICE ACCEPT message to indicate:
-	which single access PDU sessions associated with the access type the SERVICE ACCEPT message is sent over are not in 5GSM state PDU SESSION INACTIVE in the AMF; and
-	which MA PDU sessions are not in 5GSM state PDU SESSION INACTIVE and having user plane resources established in the AMF on the access the SERVICE ACCEPT message is sent over.


	
	

	Summary of change:
	Update SERVICE ACCEPT message to include PDU session status IE if the most recently SERVICE REQUEST include PDU session status IE.
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<Start of modified section 1>
[bookmark: _Toc21354075][bookmark: _Toc27749694]–	Service accept
Table 4.7.1-17: SERVICE ACCEPT
	Derivation Path: 24.501 clause 8.2.17

	Information Element
	Value/remark
	Comment
	Condition

	Extended protocol discriminator
	‘0111 1110’B
	5GS mobility management messages
	

	Security header type
	’0000’B
	Plain 5GS NAS message, not security protected
	

	Spare half octet
	'0000'B
	
	

	Service accept message identity
	‘0100 1110’B
	
	

	PDU session status
	The same value as the PDU session status IE of the most recently received SERVICE REQUEST messageNot Present
	
	

	PDU session reactivation result
	Not Present
	
	

	PDU session reactivation result error cause
	Not Present
	
	

	EAP message
	Not Present
	
	

	T3448 value
	Not Present
	
	

	5GS additional request result
	Not Present
	
	

	Forbidden TAI(s) for the list of "5GS forbidden tracking areas for roaming"
	Not Present
	
	

	Forbidden TAI(s) for the list of "5GS forbidden tracking areas for regional provision of service"
	Not Present
	
	



NOTE:	This message is always sent within SECURITY PROTECTED 5GS NAS MESSAGE message.
<End of modified section 1>
