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At RAN#97-e, a new study item on Ambient IoT [1] was approved. Initial discussions were taken at RAN#98-e [2] and continued in RAN#99 [5], [6]. A number of agreements were reached but there are a number of remaining open issues to address at this RAN plenary.
Discussion 
Connectivity topology
During RAN#99, it was agreed to continue with the first four topologies proposed in RAN#98-e [3] (and summarized in [6] as Topic 4-4).

	Topic 4-4: Connectivity topology
Agreement:
· Topology (1): BS <-> Ambient IoT device
· NOTE 1: Includes the possibility of BS Rx and BS Tx in different BSs
· Topology (2): BS <-> intermediate node <-> Ambient IoT device
· NOTE 1: Intermediate node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT
· Topology (3): BS <-> assisting node <-> Ambient IoT device <-> BS
· NOTE 1: Assisting node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT
· FFS: If the two BS can be different
· Topology (4): UE <-> Ambient IoT device
· FFS: Topology (5) UE <-> Ambient IoT device <-> {BS or UE}

NOTE: For potential topology (5), discuss its relation with other topologies, its necessity, etc. in RAN#99.
NOTE for all topologies: The Ambient IoT device may be provided with carrier wave from another node(s) either inside or outside the topology
NOTE for all topologies: The links in each topology may be bidirectional or unidirectional
FFS: Whether to consider combination of different topologies in the study.
FFS: BS, UE, or assisting node could be multiple BSs, UEs or assisting nodes, respectively.




In Topology (3), the FFS was not resolved: “FFS: If the two BS can be different”. We think it will be beneficial to support the case that two BSs are different in the study.

In TR 22.840 [4], “UC 5.4 – Use case on supporting Ambient IoT in Non-Public Network for logistics” describes an Ambient IoT use case in the NPN deployment as shown in Figure 1, where the data traffic is exchanged between the NPN Ambient IoT devices and the NPN base station in the unlicensed spectrum.
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[bookmark: _Ref129427789]Figure 1: Ambient IoT in non-public network for logistics, excepted from TR 22.840 [4] clause 5.4, “Use case on supporting Ambient IoT in Non-Public Network for logistics”, Figure 5.4.1-1.

In such a use case, in the downlink direction, an NPN base station may cover a large area and many thousands of Ambient IoT devices. A pragmatic approach to collecting responses from so many devices might be to deploy a multitude of assisting nodes, each covering a subset of the Ambient IoT device population and each potentially connected to another base station. The assisting nodes can also be used to supply energy via ambient RF power to the Amient IoT devices.

If the Ambient IoT devices responds immediately when illuminated by a valid signal, then, to avoid the requirement that the illuminating base station supports full duplex communication, a second base station, perhaps connected via an assisting node, can be used to receive reponses. 

Similarly, for positioning applications, better performance may be achieved by allowing signals from the Ambient IoT devices to be received by multiple receivers.

Therefore, at least for topology 3, it should be possible for the base stations to be different devices. A similar argument can also perhaps be made for topologies 1 and 2.


Proposal 1: RAN is kindly suggested to consider the case that two BSs are different in Topology (3) in the study.

Core network aspects
At RAN#98-e, core network related aspects were discussed. It was concluded in RP-223451 [3] as below.

	Conclusion 3-2: Discussion of CN-related aspects will be under the third objective of the SID. 



The third objective of SID [1] is captured as the following.

	· Identify the suitable deployment scenarios and their characteristics, at least for the use cases/services agreed in SA1’s “Study on Ambient power-enabled internet of Things”, comprising among at least the following aspects
· Indoor/outdoor environment
· Basestation characteristics, e.g. macro/micro/pico cells-based deployments
· Connectivity topologies, including which node(s) , e.g. basestation, UE, relay, repeater, etc. can communicate with target devices
· TDD/FDD, and frequency bands in licensed or unlicensed spectrum
· Coexistence with UEs and infrastructure in frequency bands for existing 3GPP technologies
· Device originated and/or device terminated traffic assumption
NOTE: There can be more than one deployment scenario identified for a use case, and a deployment scenario may be common to more than one use case.
NOTE: Where more than one deployment scenario is identified for a use case, the trade-offs between them should also be studied. 
NOTE: The study shall not prioritize deployment aspects that should be coordinated with SA, e.g. public or private network, with or without CN connection.
NOTE: A representative use case can be studied for a group of use cases that have similar requirements.



Ambient IoT is a new 3GPP IoT technology, relying on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. After reviewing 30 Ambient IoT use cases documented in TR 22.840 [4], we observe that connection with core network is certainly needed for functions such as authentication and authorization of the devices by the 5G System, transporting device-terminated command/report trigger and device-originated data from/to the application server(s) in the core network. However, in some use cases, the always-on connection with the core network is not necessary for the operation of the Ambient IoT device, e.g. “UC 5.14 – Use case on indoor positioning in shopping centre using Ambient IoT”, “UC 5.21 – Use case on Ambient IoT for Meseum Guide”. Instead, only sporadic and opportunistic small data transmission between the Ambient IoT device and the core network is required. Therefore, it is critical to investigate this new communication pattern within SA.

In addition, “UC 5.4 – Use case on supporting Ambient IoT in Non-Public Network for logistics” in TR 22.840 [4] discusses a use case of Ambient IoT device in the NPN deployment. This is an emerging area where Ambient IoT technology is expected for deployments. Therefore, it is necessary to study this within SA as well.

Proposal 2: Core network aspects are important, such as supporting sporadic and opportunistic small data transmission between the Ambient IoT device and the core network. RAN cordially asks SA to investigate the core network aspects, e.g. public or private network, with or without CN connection, of the Ambient IoT technology at the earliest convenience.

Security aspects
In the previous section, we observe that an ‘always on’ connection with the network is not necessary for the operation of the Ambient IoT device. Nevertheless, connection with the core network is certainly needed for authentication and authorization of the devices by the 5G System. Some examples include, “UC 5.8 – Use case on Finding Remote Lost Item” and “UC 5.12 – Use case on Ambient IoT service for personal belongings finding”, where a search for a lost item requires network authentication and authorization support to ensure, for example, that only a registered owner can authorise a search for an Ambient IoT device and any information collected by the server is returned only to the owner. In cases where a 3rd party UE is requested by the network to join the search, the Ambient IoT may need to validate the UE.

It will therefore be necessary to allow validation or authentication of Ambient IoT devices and also to allow the Ambient IoT device to validate network devices and UEs. The low power constraints of Ambient IoT devices pose special challenges in this respect and it is recommended that SA (and, in particular, SA3) is consulted at an early stage of the work.

Proposal 3: RAN cordially asks SA to investigate the security aspects of Ambient IoT technology.

Positioning
[bookmark: _Hlk136871196]A number of use cases in TR 22.840 [4] discuss the positioning function for the Ambient IoT technology, such as finding remote lost item, personal belongings finding, positioning/navigation in the shopping centre/meseum, elderly health care etc. We observe that positioning is a critical function of Ambient IoT technology in the 5G network.

The use cases cover indoor (e.g., “UC 5.8 – Finding Remote Lost Item”, “UC 5.10 – Ranging for Ambient IoT”, “UC 5.14 – Indoor positioning in shopping centre using Ambient IoT”) and outdoor (or large space) scenarios (“UC 5.5 – Intralogistics in automobile manufacturing”, “UC 5.9 – LCS for Ambient IoT”, “UC 5.12 – Ambient IoT service for personal belongings finding”). The assumptions on device power and system topology are likewise varied, as are requirements on positioning accuracy.

Based on the use cases in TR 22.840 [4], we propose the following design targets for Ambient IoT positioning:
· For topologies with a fixed infrastructure (e.g., topologies 1, 2 or 3):
· For Device A, the positioning accuracy target is ≤ 10 m.
· For Device B, the positioning accuracy target is ≤ 10 m (outdoors) or ≤ 3 m (indoors) horizontally and ≤ 3 m vertically.
· For Device C, the positioning accuracy target is ≤ 3 m.
· For topologies with handheld or mobile device (e.g., topologies 2, 3 or 4):
· For Device A, the positioning accuracy target is ≤ 3 m.
· For Devices B and C, the positioning accuracy target is ≤ 1 m, 10 degrees.

Proposal 4: RAN should consider the following design targets for Ambient IoT positioning: 
· For topologies with a fixed infrastructure (e.g., topologies 1, 2 or 3):
· For Device A, the positioning accuracy target is ≤ 10 m.
· For Device B, the positioning accuracy target is ≤ 10 m (outdoors) or ≤ 3 m (indoors) horizontally and ≤ 3 m vertically.
· For Device C, the positioning accuracy target is ≤ 3 m.
· For topologies with handheld or mobile device (e.g., topologies 2, 3 or 4):
· For Device A, the positioning accuracy target is ≤ 3 m.
· For Devices B and C, the positioning accuracy target is ≤ 1 m, 10 degrees.

As captured in the Ambient IoT SID [1], the existing positioning methods supported in NR might be unsuitable for an Ambient IoT device given its ultra-low complexity and ultra-low power nature.

	This study targets at a new 3GPP IoT technology, suitable for deployment in a 3GPP system, which relies on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. The study shall provide clear differentiation, i.e. addressing use cases and scenarios that cannot otherwise be fulfilled based on existing 3GPP LPWA IoT technology e.g. NB-IoT including with reduced peak Tx power.



It is important for Ambient IoT device to study and define new methods for positioning (e.g. based on contact tracing techniques such as sighting-reports by other devices) that can handle the severe limitations of the Ambient IoT devices. 

Proposal 5: RAN is kindly suggested to study new positioning methods optimized for Ambient IoT devices in addition to the exisiting postioning methods supported in NR.


Conclusion
In this contribution, we discussed a few remaining open issues from RAN#99 on Ambient IoT, related to connectivity topology, core network aspects, and design targets of Ambient IoT device related to positioning.  
A summary of the proposals can be found below:
Proposal 1: RAN is kindly suggested to consider the case that two BSs are different in Topology (3) in the study.
Proposal 2: Core network aspects are important, such as supporting sporadic and opportunistic small data transmission between the Ambient IoT device and the core network. RAN cordially asks SA to investigate the core network aspects, e.g. public or private network, with or without CN connection, of the Ambient IoT technology at the earliest convenience.
Proposal 3: RAN cordially asks SA to investigate the security aspects of Ambient IoT technology.
Proposal 4: RAN should consider the following design targets for Ambient IoT positioning: 
· For topologies with a fixed infrastructure (e.g., topologies 1, 2 or 3):
· For Device A, the positioning accuracy target is ≤ 10 m.
· For Device B, the positioning accuracy target is ≤ 10 m (outdoors) or ≤ 3 m (indoors) horizontally and ≤ 3 m vertically.
· For Device C, the positioning accuracy target is ≤ 3 m.
· For topologies with handheld or mobile device (e.g., topologies 2, 3 or 4):
· For Device A, the positioning accuracy target is ≤ 3 m.
· For Devices B and C, the positioning accuracy target is ≤ 1 m, 10 degrees.
Proposal 5: RAN is kindly suggested to study new positioning methods optimized for Ambient IoT devices in addition to the exisiting postioning methods supported in NR.
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