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1. Introduction

In RAN#97e, the SID “Study on Ambient IoT” was approved in RP-222685. 
In order to ensure that we can have a practical solution, certain system aspects need to be considered.

2. Connection/Device Density
Many of the use cases in TR 22.840 (e.g., Automated Warehousing, Medical Instruments, logistics) indicate that large numbers of tags will be located within a relatively small area.
Within a warehouse, goods might often be moved on 1 square metre pallets. The 1 cubic metre boxes on these pallets might well contain large numbers of items:
e.g. clothing or small manufactured items, each with their own tag:
Shoe box 40cm*25cm*20cm ( 96 shoes in 1 m3 box on a pallet

Small boxes 10 cm*10cm*10cm  ( 1000 tags in 1 m3 box on a pallet
Obviously, many 1m3 boxes can be in a warehouse. With 40% of a warehouse space occupied by boxes; 100 tags per box; and boxes stored 5 m high, a 40m*25m could have 0.4*100*5*40*25= 200 k tags in it.
Proposal 1:
a) The Ambient IoT system should support localised connections densities of 1000 devices within a 1m3 volume;

b) The Ambient IoT system should support warehouse deployments with an average of 200 devices per m2.
3. Device Identification
Multiple use cases in TR 22.840 also require the capability to check the status of the tag (at least presence/absence of the tag and often location of the tag) while the tag is in the warehouse.

This implies the following characteristics:

a) The radio system should support the ability to address individual tags.
· (Assuming that there are some scenarios where the tag does not register to the network and get allocated a short temporary ID,) this implies the need to be able to ‘page’ the tag with something like the 96 bit Electronic Product Code

b) Rather than “reflecting” every received radio signal, tags should be able to only react (reflect/transmit) when they receive something addressed to them (or their group).
c) Unless there is some DRX configuration agreed between the tag and “network”, the tag may spend a large amount of time receiving signals that address other tags.

As a consequence of the group addressing aspect of b):
d) When the received radio signal addresses a group of tags, some mechanism(s) are needed to distribute the load and interference of the uplink response signals.

Proposal 2: the following 4 radio system characteristics are captured into the RAN TR on Ambient IoT:
a) The radio system should support the ability to address individual tags using 96 bit IDs
b) Rather than “reflecting” every received radio signal, tags should be able to only react (reflect/transmit) when they receive something addressed to them (or their group).

c) Unless there is some DRX configuration agreed between the tag and “network”, the tag may spend a large amount of time receiving signals that address other tags.

d) When the received radio signal addresses a group of tags, some mechanism(s) are needed to distribute the load and interference of the uplink response signals.

4. Data packet size (identification, packet framing and security)
The SA1 TR 22.840 refers to the Electronic Product Code (“EPC”) standards [1], [2] in multiple use cases. The typical EPC length seems to be 96 bits.
Multiple SA1 use cases (e.g., 5.8, 5.12, 5.14, 5.21) discuss authentication and authorisation for the tags. Other use cases (5.5, 5.22) require the ability to collect charging data. When technical solutions are developed for this, it is likely that some form of Integrity Check will need to be signalled along with the device’s ID (EPC). To avoid replay attacks some sequence number would need to be associated with the integrity check. While SA3 need to be involved to calculate the exact values, it seems reasonable to assume that at least 64 bits are needed for the network to have assurance on the identity of the tag.
Observation 1: for use cases involving authentication and/or authorisation, at least 64 bits needs to be carried as a security overhead.

Some mechanisms will be needed to indicate the start of an uplink transmission, packet length, packet format, and – in the absence of an integrity check – some form of CRC. Excluding CRC/Integrity, this is likely to consume 24 bits.

Observation 2: packet framing overhead may be around 24 bits.

Assuming that some use cases will need security, it seems necessary to design a radio system that can support data packets made up of the EPC, Integrity Check and packet framing, i.e., 96+64+24=184 bits. 
Proposal 3: The radio system should support data packets of at least 184 bits (96 bit Electronic Product Code plus 64 bits for Integrity Checking plus 24 bits for packet framing).  

5. Summary and Proposals
Proposal 1:

a) The Ambient IoT system should support localised connections densities of 1000 devices within a 1m3 volume;

b) The Ambient IoT system should support warehouse deployments with an average of 200 devices per m2.

Proposal 2: the following 4 radio system characteristics are captured into the RAN TR on Ambient IoT:

a) The radio system should support the ability to address individual tags using 96 bit IDs.
b) Rather than “reflecting” every received radio signal, tags should be able to only react (reflect/transmit) when they receive something addressed to them (or their group).

c) Unless there is some DRX configuration agreed between the tag and “network”, the tag may spend a large amount of time receiving signals that address other tags.

d) When the received radio signal addresses a group of tags, some mechanism(s) are needed to distribute the load and interference of the uplink response signals.

Observation 1: for use cases involving authentication and/or authorisation, at least 64 bits needs to be carried as a security overhead.

Observation 2: packet framing overhead may be around 24 bits.

Proposal 3: The radio system should support data packets of at least 184 bits (96 bit Electronic Product Code plus 64 bits for Integrity Checking plus 24 bits for packet framing).
6. References

[1] 
GS1: "EPC Radio-Frequency Identity Protocols Generation-2 UHF RFID Standard (Release 2.1) "

[2]
EPC Tag Data standards version 1.1 Rev.1.24
