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Introduction
In RAN#98e and RAN#99, device categorization, grouping method of SA use cases, and characteristics for deployment scenarios are discussed. In this contribution, we will continue discussing the remaining issues for this study item.
Deployment Scenario and characteristics
In previous meeting, the following 5 deployment scenarios are studied and captured in the TR.
· Deployment 1: Device indoors, base station indoors
· Deployment 2: Device indoors, base station outdoors
· Deployment 3: Device indoors, UE based reader
· Deployment 4: Device outdoors, Outdoor base station
· Deployment 5: Device outdoors, UE based reader
In this section, we will discuss the remaining issues on deployment scenarios and characteristics for the representative use cases.
Deployment scenario and characteristics for representative use case
For deployment 1(Device indoor, base station indoor), the characteristics for the deployment scenario is complete, we will continue the discussion on deployment scenario 2, 3, 4, 5.
· Deployment 2 (Device indoor, BS outdoor) and Deployment 4 (Device outdoor, BS Outdoor)
For deployment with device indoor and BS outdoor, the device can directly communicate with intermediate node nearby in topology 2. Hence, for device A and device B, it is not difficult to meet the target coverage, since good coverage can be achieved by assistance of the link between BS and intermediate node. Similarly, for deployment 4 (Device outdoor, BS outdoor), device A and device B can also be used if continuous service availability is not required. Hence, Device A and Device B are applicable for deployment 2 and deployment 4.
[bookmark: PP1]Proposal 1: Device A and Device B are applicable for both deployment 2: Device indoor and BS outdoor, and deployment 4: Device outdoor and BS outdoor.
· The bracket for Device A or B in ‘Device characteristic’ row should be removed for these two deployment scenarios.
[bookmark: PP2]Proposal 2: Adopt changes to deployment 2 (Device indoor and BS outdoor), and deployment 4 (Device outdoor, BS outdoor) in Table 1 and Table 2 in RP-231019.
[bookmark: _Ref127527372]Table 1: Deployment 2: Device indoor and BS outdoor
	Applicable representative use cases
	Characteristics
	Description

	indoor inventory
indoor sensor
indoor positioning
indoor command
	Environment (of device)
	Indoor

	
	Base station characteristic (if any)
	Macro- or Micro- cell BS

	
	Connectivity topology
	Topology (1), (2)

	
	Spectrum
	Licensed FDD, or Licensed TDD

	
	Coexistence with existing 3GPP technologies
	Co-site or new site

	
	Traffic assumption
	Device terminated and originated

	
	Device characteristic
	Device [A or B] or C


Table 2: Deployment 4: Device outdoors, Outdoor base station
	Applicable representative use cases
	Characteristics
	Description

	outdoor inventory
outdoor sensor
outdoor positioning
outdoor command
	Environment (of device)
	Outdoor

	
	Base station characteristic (if any)
	Macro- or Micro- cell BS

	
	Connectivity topology
	Topology (1),(2),(3)

	
	Spectrum
	Licensed FDD or Licensed TDD

	
	Coexistence with existing 3GPP technologies
	Co-site or new site

	
	Traffic assumption
	Device terminated and originated

	
	Device characteristic
	Device [A or B] or C


· Deployment 3 (Device indoor, UE based reader) and Deployment 5 (Device outdoor, UE based reader)
For UE communicating directly with A-IoT device, one remaining issue is how to define ‘Legacy UE’ and ‘New UE’ from coexistence perspective. If UE communicating with A-IoT is supported, new software and/or hardware changes are needed to UE, and hence, such UEs should be new UEs. Specifically, the potential RF-front-end changes belong to hardware change, while the baseband changes can be hardware and/or software depending on the implementation. For Device A and B, the RF-front-end changes are needed to mitigate self-interference from carrier wave for supporting full duplex in UE transceiver. While Device C can transmit signals independently without relying on carrier wave, and thus, there is no self-interference issue so that the RFFE changes are not needed. 
[bookmark: OB1]Observation 1: For Device A and B, the RF-front-end changes are needed to mitigate self-interference from carrier wave for supporting full duplex in UE transceiver.
[bookmark: PP3]Proposal 3: For characteristics ‘Coexistence with existing 3GPP technologies’ for deployment 3 and 5, ‘New UE’ can be reported without further categorization.
For Device characteristics, Device C is also applied to the deployments with UE as reader. For example, sensor in smart home use case (indoor), as described in section 5.6 of TR22.840 [1], and finding remote lost item use case (outdoor) as described in section 5.8 of TR22.840 [1], device C works well to improve the quality of service.
[bookmark: PP4]Proposal 4: Device C is applicable for deployment 3: Device indoors and UE based reader, and deployment 5: Device outdoors and UE based reader.
· The bracket for Device C in ‘Device characteristic’ row should be removed for these two deployment scenarios.
For sensor use cases, the reader used to collect data reported from sensors can be deemed as a UE reader, as described in smart agriculture use case in section 5.20 of TR 22.840 [1]. Though the reader which communicates with the A-IoT devices may not be a typical cell phone from the device form perspective, the communication air interface and protocol could be the same as that of the cell phone. For example, for Smart laundry (indoor sensor, section 5.15 of 22.840), the communication module can be integrated in the washing machine, and for Automated warehousing (section 5.1 of 22.840), the communication module can be integrated in the gate of the warehouse. Consequently, it is also possible to use UE based reader for indoor or outdoor sensor use cases.
[bookmark: OB2]Observation 2: Though the UE reader which communicates with the A-IoT devices may not be a typical cell phone from the device form perspective, the communication air interface and protocol used could be the same as that of the cell phone.
[bookmark: PP5]Proposal 5: It is also possible to use UE based reader for indoor or outdoor sensor use cases.
Based on above discussion, we suggest to revise previous characteristics for deployment 3 (Device indoor and UE based reader), and deployment 5 (Device outdoor and UE based reader) as shown in Table 3 and Table 4.
[bookmark: PP6]Proposal 6: Adopt changes to deployment 3 (Device indoor and UE based reader), and deployment 5 (Device outdoor and UE based reader) in Table 3 and Table 4 of RP-231019.
Table 3: Deployment 3: Device indoors and UE based reader
	Applicable representative use cases
	Characteristics
	Description

	indoor inventory
[indoor sensor]
indoor positioning
indoor command
	Environment (of device)
	Indoor

	
	Base station characteristic (if any)
	None

	
	Connectivity topology
	Topology (4)

	
	Spectrum
	Licensed FDD, Licensed TDD or Unlicensed

	
	Coexistence with existing 3GPP technologies
	[Legacy UE or new UE]
New UE

	
	Traffic assumption
	Device terminated and originated

	
	Device characteristic
	Device A or B or [C]


Table 4: Deployment 5: Device outdoors, UE based reader
	Applicable representative use cases
	Characteristics
	Description

	outdoor inventory
[outdoor sensor]
outdoor positioning
outdoor command
	Environment (of device)
	Outdoor

	
	Base station characteristic (if any)
	None

	
	Connectivity topology
	Topology (4)

	
	Spectrum
	Licensed FDD or Licensed TDD

	
	Coexistence with existing 3GPP technologies
	[Legacy UE or new UE]
New UE

	
	Traffic assumption
	Device terminated and originated

	
	Device characteristic
	Device A or B or [C]



RAN Design targets and feasibility
According to SID, RAN should formulate RAN design targets for the Ambient IoT use cases, and in RAN#99, the following design targets were agreed for further study, and some of the targets were concluded. In this section, we provide further analysis on the design targets.
	Agree to set at least the design targets below in Ambient IoT in the RAN SI.
(a) Device power consumption
(b) Device complexity
(c) Coverage
(d) Data rate
(e) Maximum message size (or maximum ‘TB’ size)
(f) Latency
(g) Positioning accuracy
(h) Connection/device density
(i) Device speed (FFS absolute or relative or both)


· Power consumption
	Proposal 6-3a-v2 (Wed offline consensus): Device design target for power consumption during transmitting/receiving is:
· [Device A ≤ 10 μW] or [Device A ≤ 1 μW]
· Device A ≪ Device B < Device C, or Device A ≤ Device B < Device C
· Device C ≤ 1 mW to ≤ 10 mW


Considering Device A can only be powered by RF signals and there is no energy storage in passive device, the allowed power consumption during transmitting/receiving highly depends on the instantaneous harvested power from RF signal as the device is quickly de-energized without illuminating by the RF signal. Further, the hardware of Device A is quite similar to passive tags in RFID, for which the power consumption at 1uw and less can be achieved. Therefore, by considering both the instantaneous harvested power and the hardware, the power consumption for Device A could be < 10μW, e.g. 1μW level.
Further, for Device B, it also relies on energy backscattering, but with energy storage capability. Depending on low to high energy storage capability, the supported power consumption varies, e.g., with limited storage capability, the supported power consumption may be close to that for Device A, and with high storage capability and energy harvesting from ambient, the supported power consumption may be close to that for Device C. Thus, the power consumption for Device B could be Device A < Device B < Device C.
[bookmark: PP7]Proposal 7: For Device A and Device B, device design target for power consumption during transmitting/receiving is:
· Device A < 10μW, e.g. 1μW level
· Device A < Device B < Device C
· Coverage
The design targets of coverage are provided in SA1 TR. The coverage targets are different for indoor and outdoor deployments, and also different for different connection topologies. The design targets are summarized as follows.
· 10-30m for Indoor and topologies with UE communication with A-IoT device
· 30-50m for Indoor and topologies with BS communication with A-IoT device directly or indirection
· 100-500m for outdoor and topologies with BS communication with A-IoT device directly or indirection
RAN can take SA design targets as starting point and study the feasibility of these targets.
[bookmark: OB3] Observation 3: According to SA, the design targets for coverage are summarized as follows:
· 10-30m for Indoor and topologies with UE communication with A-IoT device directly
· 30-50m for Indoor and topologies with BS communication with A-IoT device directly or indirectly
· 100-500m for outdoor and topologies with BS communication with A-IoT device directly or indirectly
The coverage of A-IoT device depends on the bottleneck between DL link and reverse link. We provide preliminary link budget analysis on the BS/UE<-> device A and device B with reflection amplifier. The detailed assumptions for different devices are provided in the following tables. 
For Device C, the signal is generated by A-IoT device independently without relying on carrier wave, and the transmission power is typically between {-10, -20} dBm [4][5][6]. In this contribution, -20dBm transmission power is assumed for evaluation. Regarding the receiver sensitivity, a value comparable to LP-WUR in R18 SI can be considered. It is observed from many inputs that WUR can achieve similar or better coverage compared with PUSCH eMBB [2], and thus, -80dBm DL receiver sensitivity is assumed for Device C for coverage evaluation[3]. 
Table 5: The assumptions for coverage evaluation (topology 1: BS <-> A-IoT device)
	Parameters/Assumptions
	Device A (Passive)
	Device B (Semi-passive)

	Carrier frequency (GHz)
	0.9
	0.9

	gNB power(dBm)
	40
	23

	gNB antenna gain(dB)
	6
	0

	gNB Rx sensitivity(dBm)
	-102
	-102

	Received at A-IoT device
	

	A-IoT Rx sensitivity(dBm)
	-30
	-40

	LNA (dB)
	0
	10

	Tag power gain(dB)
	0
	10

	Return loss (dB)
	8
	8

	Propagation path
	UMa-LOS/InH-LOS
	UMa-LOS/InH-LOS


Table 6: The assumptions for coverage evaluation (topology 4: UE <-> A-IoT device)
	Parameters/Assumptions
	Device A
(Passive)
	Device B
(Semi-passive)

	Carrier frequency (GHz)
	0.9
	0.9

	UE power(dBm)
	23
	23

	UE antenna gain(dB)
	0
	0

	UE Rx sensitivity(dBm)
	-92
	-92

	Received at A-IoT device

	A-IoT Rx sensitivity(dBm) 
	-30
	-40

	LNA (dB)
	0
	10

	Tag Power gain (dB)
	0
	10

	Return loss (dB)
	8
	8

	Propagation path
	InH_LOS
	InH_LOS
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[bookmark: _Ref127527360]Figure 1. The coverage ranges between gNB and AIoT devices for BS to A-IoT link and reverse link
As shown in the above figures, the achieved coverage ranges for gNB and AIoT devices are given as below for Device A, Device B, and Device C in different scenarios, respectively: 
· 88 meters coverage can be achieved for BS<-> device A in UMa-LOS scenario;
· 20 meters coverage can be achieved for BS<-> device A in InH-LOS scenario;
· More than 200 meters coverage can be achieved for BS<->device B with amplifier in UMa-LOS scenario;
· 140 meters coverage can be achieved for BS<->device B with amplifier in InH-LoS scenario;
· More than 400 meters coverage can be achieved for BS<->device C in UMa-LOS scenario and in InH-LOS scenario.
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Figure 2. The coverage range between UE and AIoT devices for UE to A-IoT link and reverse link
As shown in the above figures, the achieved coverage ranges for UE and AIoT devices are given as below for Device A, Device B, and Device C in different scenarios, respectively: 
· 18 meters coverage can be achieved for UE<-> device A in InH-LOS scenario;
· 70 meters coverage can be achieved for UE<->device B with amplifier in InH-LOS scenario;
· 220 meters coverage can be achieved for UE<->device C in InH-LOS scenario.
As shown by the evaluation results, it is observed that the achieved coverage ranges are different for different device types and connection topologies. Hence, besides indoor/outdoor, we suggest to define the coverage design targets separately for different connection topologies and device types. Based on the evaluation, the coverage can be achieved for different device types and connection topologies are summarized as follows. 
· For BS connection directly with A-IoT device
· Device A: 18 meters coverage can be achieved for indoor; 88 meters coverage can be achieved for outdoor
· Device B: 140 meters coverage can be achieved for indoor; more than 200 meters coverage can be achieved for outdoor
· Device C: more than 400 meters coverage can be achieved for indoor and outdoor
· For UE connection directly with A-IoT device
· Device A: 18 meters coverage can be achieved for indoor
· Device B: 70 meters coverage can be achieved for indoor 
· Device C: 220 meters coverage can be achieved for indoor 
Note that the above evaluation is based on LOS propagation, the actual coverage may be conservative values in real deployments. Besides, the typical ISD is 30 meters, we still assume 30 meters as design targets for coverage even if higher coverage can be achieved in evaluation. For design targets for device B, the above coverage evaluation is obtained assuming device with reflection amplifier. If there is no reflection amplifier in device B, the coverage should be comparable with that of device A.
[bookmark: PP8]Proposal 8: Define the coverage design targets separately for different connection topologies and device types. 
· For BS connection directly to A-IoT device
· Device A: 	Less than 30 meters for indoor; 50-100 meters for outdoor
· Device B:  Device A < Device B < Device C 
· Device C:  ~ 400 meters for outdoor
· For UE connection directly to A-IoT device
· Device A: 10 meters  
· Device B: Device A < Device B < Device C 
· Device C: 30 meters for indoor, and ~100 meters for outdoor.
· Maximum message size (or maximum ‘TB’ size) 
[bookmark: _Hlk136436599]According to the SA use cases, the message size is generally in the range of [96bits~1000bits]. In addition, some additional bits for control / other data (e.g., location information, IP address of server) are required which depend on several factors e.g., scenario, service type, user-experienced data rate etc. Given that, the maximum message size is approximately one thousand bits.
[bookmark: PP9][bookmark: _Hlk136869264]Proposal 9: The maximum message size is approximately 1kbits.
· Latency
By analyzing the SA use cases, the latency level of hundreds of milliseconds is observed for medical instrument inventory management, positioning in parking and shopping areas. Specifically, the latency requirement of a few use cases is around 1 or 2 seconds. And for most of the use cases, the latency up to 10s is allowed. Especially for the use case of Airport Terminal/ Shipping Port, the Max. allowed end-to-end latency can even be larger than 1 minute. 
[bookmark: PP10]Proposal 10: The latency requirements are in the order of second e.g., 10s.
Data rate, message size, and signaling procedure have impacts on the latency. As analyzed above, the typical message size for Ambient IoT use cases is around 1kbits. Assuming a data rate of 5 kbps, the period of data transmission for 1kbits will be roughly 200ms. Thus, the minimum latency of 1 second is feasible for Ambient IoT. 
[bookmark: PP11]Proposal 11: It is feasible to achieve the minimum latency, i.e., <=1s, for Ambient IoT use cases.
· Positioning accuracy
For both indoor and outdoor scenarios, there are use cases requires positioning functionality. In some indoor positioning scenarios, the requirement of positioning accuracy is no more than 3 meters. And in some outdoor scenarios, the requirement of positioning accuracy is several tens of meters.
In [7],  the summary of UHF RFID localization methods and positioning accuracy in indoor scenarios are provided. For various UHF RFID localization methods, the positioning accuracy within 3m can be achieved for both active tags and passive tags. 
In some positioning methods, sampling rate is one of the main reasons affecting the positioning accuracy. In outdoor scenarios, 4MHz sampling rate is assumed which means the time resolution is 0.25 microseconds. The positioning accuracy is  which means positioning accuracy can be several tens of meters as long as sampling rate is great than 4MHz in an ideal situation. Based on the above research and analysis, we have the following proposal for positioning accuracy.
[bookmark: PP12]Proposal 12:  Positioning accuracy design target is:
a) Indoor: [<=3m] @ 90%
b) Outdoor: [several tens of meters] @ 90%
· Connection/device density
The connection/device density highly depends on the application scenarios and varies greatly among different SA use cases. For example, for logistics/supply or smart farming use cases, the device density can be up to hundreds of thousands per km2 or several million per km2 because of million units of materials are used in the manufacturing or farm areas. Besides, for the other use case such as indoor positioning or smart home etc. hundreds or tens of devices per 100m2 are common, which is usually denser than that of the outdoor use case. Moreover, there are also <5 or 10 per 100m2 device density for personal belongings positioning cases. 
The connection density highly depends on the capacity of the network. Since the high connection density mainly happens in indoor scenarios, by considering the typical topologies of indoor deployment (e.g., ISD of around 30 meters for indoor micro or pico BS) and the Ambient IoT traffic with packet arrival every 1 message/15 minutes/device, there are 1.67 paging per second which is far below the maximum paging upper bound of the system. Thus, the required connection density i.e., 1.5 device per m2 can be fulfilled by the network capacity. In other words, the requirement on connection density can be satisfied by the network capacity, as all the devices can be read in each period.
[bookmark: PP13]Proposal 13: The connection density target for Ambient IoT is: 1 or 1.5 devices per m2.
· Device speed 
[bookmark: OLE_LINK10]Based on the SA use cases, the device speed is in the range of [3~20]km/h for three use cases. And the other are mostly stationary or low speed moving cases.
[bookmark: OB5]Observation 4: The oriented device speed of SA use cases is [3~20]km/h or stationary.
Required functionality for the use cases 
According to the use cases in TR22.840, required functionalities for the use cases are summarized as follows. The required functionalities are provided for each service type in grouping B.
For inventory use cases
· Inventory/communicate with All A-IoT devices, subset/group of A-IoT devices, one specific A-IoT device;
· Collect ID and stored data from A-IoT devices;
· Provide control signaling or Write data to A-IoT device;
· Procedures supporting efficient access from large number of A-IoT devices
· Activate or deactivate A-IoT devices
For sensor use cases
· Collect sensor Data from A-IoT devices, which may include 
· DL triggered reporting and UL active reporting
· Periodical reporting and on demand reporting
For positioning use cases
· Support Positioning/tracking of A-IoT devices, including following cases.
· coarse positioning: determine whether A-IoT device is in coverage range of gNB/UE
· accurate positioning: determine the distance/direction of A-IoT devices.
· mobility management for Ambient IoT devices
· Support Positioning of UE with assist of multiple A-IoT devices. 
For command use case (which can be covered by functionalities of other use cases)
· Provide control signaling or Write data to A-IoT device;
· Activate or deactivate A-IoT devices
[bookmark: PP14]Proposal 14: The following functionalities are identified for inventory use cases.
· Inventory/communicate with All A-IoT devices, subset/group of A-IoT devices, one specific A-IoT device;
· Collect ID and stored data from A-IoT devices;
· Provide control signaling or Write data to A-IoT device;
· Procedures supporting efficient access from large number of A-IoT devices;
· Activate or deactivate A-IoT devices.
[bookmark: PP15]Proposal 15: The following functionalities are identified for sensor use cases.
· Collect sensor Data from A-IoT devices, which may include 
· DL triggered reporting and UL active reporting
· Periodical reporting and on demand reporting
[bookmark: PP16]Proposal 16: The following functionalities are identified for positioning use cases.
· Support Positioning/tracking of A-IoT devices, including following cases.
· coarse positioning: determine whether A-IoT device is in coverage range of gNB/UE
· accurate positioning: determine the distance/direction of A-IoT devices.
· mobility management for Ambient IoT devices
· Support Positioning of UE with assist of multiple A-IoT devices. 
According to the summaries above, there are overlapping required functionalities for different type of use cases. 
The traffic assumption for sensor use cases are categorized as DO-DTT and DO-DOA. For sensors with DO-DTT traffic, the functionalities may largely overlap functionalities for inventory use cases, since data collection is also required for inventory use cases. Besides, for positioning use cases which only require coarse positioning, i.e., identify whether the A-IoT device is in coverage of a reader, it can also be supported by inventory procedure. Besides, the functionalities for command can be covered by other use cases, e.g., inventory use cases, in which commands between BS and A-IoT device is also generally used. 
[bookmark: OB11][bookmark: OB6]Observation 5: There are overlapping functionalities among A-IoT use cases
· Functionality for Sensor with DO-DTT traffic can be covered by that for inventory use cases, which also support data collection.
· For Positioning use case which only requires cell level positioning (appearance in coverage), can be covered by inventory use cases.
· Command use cases can be covered by inventory use cases, since it is generally required.
In addition to functionalities to use cases, there are also some general functionalities required which are applicable to all use cases. For example, the carrier wave should be provided for reflection for Device A and Device B, which relies on backscattering. Besides, to support A-IoT devices, RFFE change on BS and UE is needed for receive backscattering signal from Device A and Device B. Other hardware changes to fulfill the potential new RF requirements to support A-IoT deployments well co-existing in NR deployment. In higher layer, security mechanisms, including authentication, authorization, encryption and data integrity, may be needed for different use cases.
[bookmark: PP17]Proposal 17: The following functionalities are generally required for different group of use cases.
· The carrier wave should be provided for Device A and Device B, which relies on backscattering.
· RF change to support backscatter communication and co-existence with NR deployments.
· Security mechanisms, including authentication, authorization, encryption and data integrity, may be needed for different group of use cases.
Although different connection topologies are defined for A-IoT deployments, the basic functionalities supported by A-IoT devices should be common among different connection topologies. Specifically, the air interface, including signal/channel design should be the same for both BS based reader and UE based reader involved topologies. Thus, A-IoT device can be easily deployed in different connection topologies.
[bookmark: PP18]Proposal 18: For each A-IoT device type, common air interface should be designed for supporting A-IoT devices in different connection topologies with either reader device BS or UE involved.
[bookmark: OLE_LINK14][bookmark: OLE_LINK13]Conclusions
In this paper, we discussed several aspects on ambient IoT study, and we have the following conclusions.
Proposal 1: Device A and Device B are applicable for both deployment 2: Device indoor and BS outdoor, and deployment 4: Device outdoor and BS outdoor.
· The bracket for Device A or B in ‘Device characteristic’ row should be removed for these two deployment scenarios.
Proposal 2: Adopt changes to deployment 2 (Device indoor and BS outdoor), and deployment 4 (Device outdoor, BS outdoor) in Table 1 and Table 2 in RP-231019.
Observation 1: For Device A and B, the RF-front-end changes are needed to mitigate self-interference from carrier wave for supporting full duplex in UE transceiver.
Proposal 3: For characteristics ‘Coexistence with existing 3GPP technologies’ for deployment 3 and 5, ‘New UE’ can be reported without further categorization.
Proposal 4: Device C is applicable for deployment 3: Device indoors and UE based reader, and deployment 5: Device outdoors and UE based reader.
· The bracket for Device C in ‘Device characteristic’ row should be removed for these two deployment scenarios.
Observation 2: Though the UE reader which communicates with the A-IoT devices may not be a typical cell phone from the device form perspective, the communication air interface and protocol used could be the same as that of the cell phone.
Proposal 5: It is also possible to use UE based reader for indoor or outdoor sensor use cases.
Proposal 6: Adopt changes to deployment 3 (Device indoor and UE based reader), and deployment 5 (Device outdoor and UE based reader) in Table 3 and Table 4 of RP-231019.
Proposal 7: For Device A and Device B, device design target for power consumption during transmitting/receiving is:
· Device A < 10μW, e.g. 1μW level
· Device A < Device B < Device C
 Observation 3: According to SA, the design targets for coverage are summarized as follows:
· 10-30m for Indoor and topologies with UE communication with A-IoT device directly
· 30-50m for Indoor and topologies with BS communication with A-IoT device directly or indirectly
· 100-500m for outdoor and topologies with BS communication with A-IoT device directly or indirectly
Proposal 8: Define the coverage design targets separately for different connection topologies and device types. 
· For BS connection directly to A-IoT device
· Device A: 	Less than 30 meters for indoor; 50-100 meters for outdoor
· Device B:  Device A < Device B < Device C 
· Device C:  ~ 400 meters for outdoor
· For UE connection directly to A-IoT device
· Device A: 10 meters  
· Device B: Device A < Device B < Device C 
· Device C: 30 meters for indoor, and ~100 meters for outdoor.
Proposal 9: The maximum message size is approximately 1kbits.
Proposal 10: The latency requirements are in the order of second e.g., 10s.
Proposal 11: It is feasible to achieve the minimum latency, i.e., <=1s, for Ambient IoT use cases.
Proposal 12:  Positioning accuracy design target is:
c) Indoor: [<=3m] @ 90%
d) Outdoor: [several tens of meters] @ 90%
Proposal 13: The connection density target for Ambient IoT is: 1 or 1.5 devices per m2.
Observation 4: The oriented device speed of SA use cases is [3~20]km/h or stationary.
Proposal 14: The following functionalities are identified for inventory use cases.
· Inventory/communicate with All A-IoT devices, subset/group of A-IoT devices, one specific A-IoT device;
· Collect ID and stored data from A-IoT devices;
· Provide control signaling or Write data to A-IoT device;
· Procedures supporting efficient access from large number of A-IoT devices;
· Activate or deactivate A-IoT devices.
Proposal 15: The following functionalities are identified for sensor use cases.
· Collect sensor Data from A-IoT devices, which may include 
· DL triggered reporting and UL active reporting
· Periodical reporting and on demand reporting
Proposal 16: The following functionalities are identified for positioning use cases.
· Support Positioning/tracking of A-IoT devices, including following cases.
· coarse positioning: determine whether A-IoT device is in coverage range of gNB/UE
· accurate positioning: determine the distance/direction of A-IoT devices.
· mobility management for Ambient IoT devices
· Support Positioning of UE with assist of multiple A-IoT devices. 
Observation 5: There are overlapping functionalities among A-IoT use cases
· Functionality for Sensor with DO-DTT traffic can be covered by that for inventory use cases, which also support data collection.
· For Positioning use case which only requires cell level positioning (appearance in coverage), can be covered by inventory use cases.
· Command use cases can be covered by inventory use cases, since it is generally required.
Proposal 17: The following functionalities are generally required for different group of use cases.
· The carrier wave should be provided for Device A and Device B, which relies on backscattering.
· RF change to support backscatter communication and co-existence with NR deployments.
· Security mechanisms, including authentication, authorization, encryption and data integrity, may be needed for different group of use cases.
[bookmark: _GoBack]Proposal 18: For each A-IoT device type, common air interface should be designed for supporting A-IoT devices in different connection topologies with either reader device BS or UE involved.
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