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Increasing robustness of FANR in acknowledged RLC mode 
1 Introduction

The problem to provide a reliable data transfer using FANR has been discussed during GERAN#36 on the basis of [GP-071759]. The problem with FANR is the rather poor error performance of the selected CRC of the PAN in comparison with the CRC of the Packet Uplink/Downlink Ack/Nack message. A number of potential error cases have been analysed in [1] proposing that an indication should be sent when a potential error case has been discovered but there are actually no means introduced to increase the reliability to what can be achieved with the using legacy procedures. The goal for FANR usage in RLC acknowledged mode should be to at least retain the same level of reliability as for legacy ACK/NACK reporting because of unrecoverable error stalling the protocol.  This paper shows how this could be achieved.
2 Problem description 
The basic problems are:

Problem 1 – The oldest outstanding data block (i.e. start of the transmit window) is indicated as correct but this was due to a false Ack in a received PAN

Problem 2 - An outstanding data block other than the oldest outstanding data block is indicated as correct but this is false for the same reason as described in problem 1 above (note that in this case the missing data block will eventually be perceived as the oldest outstanding data block by the receiver)
The essential problem is when either of these two conditions occur the RLC protocol machine gets stalled because of a receiver and transmitter mismatch related to the start of the transmit window and this mismatch cannot be resolved. If the transmitter end-point believes that the oldest outstanding data block has been received by the receiver end-point it advances the active transmit window by at least one and oldest data is lost. When a new correctly decoded PAN, or PUAN/PDAN, with a Nack of the data block is received the transmitter cannot resend the block with this BSN because it is no longer within the transmit window. 
3 Solution
The best solution would be to increase the CRC for PAN but this will limit the error reporting capability or making the PAN more error prone and is not further considered.

Another solution will be to limit the advancing of the lower end of the transmit window only to the cases when a PDAN/PUAN has been received containing an ACK of the BSN equal to V(A). One could also believe that if two PANs have been received with same positive Ack value for the lower end of the transmit window then this should be reliable enough to safely advance the lower end of the window but since the CRC is the same for the two PANs it may very well be so that the second is also in error and it is therefore not considered safe enough. It will also complicate the procedures more since both the transmitter and receiver end-points need to keep track of the transmitted/received PANs increasing the number of protocol states. 
Regarding the second problem described in Section 2 above the BSNs that have been falsely indicated as acknowledged (and also those that have been falsely negative acknowledged) will also be taken care of by the PUAN/PDAN based solution (i.e. prior to them becoming viewed as oldest outstanding data block by the receiver) since V(A) can only be advanced by reception of a PUAN/PDAN. 

4 Conclusion
A solution has been outlined that will increase the robustness of the protocol to a similar level as legacy PUAN/PDAN reporting for the reliable data transfer within RLC acknowledged mode. This is done without adding new any messages while not hampering the speed of delivery of data blocks to higher layers at the receiving side. The only addition/change made to the RLC protocol is to when advance the V(A) and how to update the V(B) based on PAN reports and PUAN/PDAN messages.
The required draft changes to TS 44.060 are shown in Annex A. Note that receiver behaviour need not to be changed since it is determined by the network, i.e. issuing enough polls in case of DL TBFs and submit enough PACKET UPLINK ACK/NACK messages in case of UL TBFs to avoid stalling. What is enough depends on e.g. radio conditions and window size. A new internal state in V(B), called TENTATIVELY ACKNOWLEDGED, is introduced to identify what BSNs has been acknowledged by a PAN. This will also avoid unnecessary re-transmissions of PAN Acknowledged data blocks that may otherwise occur because pre-emptive transmissions (if PENDING-ACK state would be retained instead).  
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ANNEX A: Draft changes to 3GPP TS 44.060 
9.1.2
Acknowledge state variable V(A)

In RLC acknowledged mode, each RLC endpoint transmitter shall have an associated acknowledge state variable V(A). V(A) contains the BSN value of the oldest RLC data block that has not been positively acknowledged by its peer. V(A) can take on the values 0 through SNS - 1. V(A) shall be set to the value 0 at the beginning of each TBF in which the RLC endpoint is the transmitter. The value of V(A) shall be updated from the values received from its peer in the received block bitmap (RBB) of the Packet Ack/Nack message (see sub-clause 9.1.8)
Furthermore, [ V(S) - V(A) ] modulo SNS £ WS.

In RLC non-persistent mode, each RLC endpoint transmitter shall have an associated acknowledge state variable V(A). V(A) contains the BSN value of the oldest RLC data block that has not yet been positively acknowledged by the corresponding peer or peers. V(A) can take on the values 0 through SNS - 1. V(A) shall be set to the value 0 at the beginning of each MBMS bearer or EGPRS TBF for which the RLC endpoint is the transmitter. 
-
When RLC non-persistent mode is used for an MBMS bearer the value of V(A) shall be updated from the values received from its peers in the received block bitmap (RBB) of the MBMS DOWNLINK ACK/NACK message (see sub-clause 9.1.8). 

-
When RLC non-persistent mode is used for an EGPRS TBF the value of V(A) shall be updated from the values received from its peer in the PACKET UPLINK ACK/NACK message, the EGPRS PACKET DOWNLINK ACK/NACK message, the EGPRS PACKET DOWNLINK ACK/NACK TYPE 2 message or the PAN field. 

-
V(A) shall be set to BSN’, where BSN’ is the BSN value of the oldest RLC data block not yet positively acknowledged by the corresponding peer or peers which meets the condition [V(S) - BSN’] modulo SNS ( WS, or it shall be set to V(S) if all RLC data blocks have been positively acknowledged by the corresponding peer or peers.
-
When FANR is used in RLC Acknowledged mode V(A) shall only be changed by the content of a PACKET DOWNLINK ACK/NACK message for TBFs in downlink direction or a PACKET UPLINK ACK/NACK message for TBFs in uplink direction.    
---------------------- NEXT CHANGE ------------------------
9.1.3.2
Acknowledge State Array V(B) for EGPRS TBF Mode

9.1.3.2.1
EGPRS TBF running in RLC acknowledged mode

In RLC acknowledged mode, each RLC endpoint transmitter shall have an associated acknowledge state array (V(B)). V(B) is an array of SNS elements indicating the acknowledgement status of WS previous RLC data blocks. The array is indexed relative to the acknowledge state variable V(A) modulo SNS. The values of V(B) shall be updated from the values received from its peer in the reported bitmap (RB) of the Packet Ack/Nack message (see sub-clause 9.1.8). If a compressed reported bitmap is received, decompression shall be first applied according to sub-clause 9.1.10. If FANR is used and a PAN field is received, the BSNs in the RB containing Acknowledged values shall be set the TENTATIVELY ACKNOWLEDGED (TACK) in V(B). If FANR is used and a PUAN or PDAN is received the RB will update V(B). If FANR is used and the received SSN of the PUAN or EGPRS PDAN  reports from the start of the receive window V(Q), then if [ V(Q) > V(A) ]  modulo SNS then all BSNs in the range [ V(A) £ BSN < (the received value of start of  receive window) ] modulo SNS shall be set to Acknowledged in V(B).   
The transmitter shall transmit the oldest RLC data block whose corresponding element in V(B) indexed relative to V(A) has the value NACKED. As each RLC data block is transmitted the corresponding element in V(B) is set to the value PENDING_ACK. If the RLC data block to be transmitted is split over two radio blocks, both radio blocks shall be transmitted. On initial transmission the RLC data blocks are sent with one of the initial code rates (the rate 1/3 encoded data is punctured with Puncturing Scheme (PS) 1 of the selected Modulation and Coding Scheme MCS) and if the RLC data block is required to be retransmitted it is sent with PS 2 of the selected MCS. On subsequent retransmissions the RLC data block is transmitted with PS in a cyclic process (refer to sub-clause 9.3.2.1).
If [ V(S) < V(A) + WS ] modulo SNS and no RLC data blocks have a corresponding element in V(B) with the value NACKED, the RLC data block with BSN = V(S) shall be transmitted and the corresponding element in V(B) shall be set to the value PENDING_ACK. If the transmitter is the mobile station, the pre-emptive transmission bit is set to '1' in the PACKET UPLINK ACK/NACK message and there are no further RLC data blocks available for transmission (i.e. the RLC data block with BSN= V(S) does not exist), the sending side shall transmit the oldest RLC data block whose corresponding element in V(B) has the value PENDING_ACK, then the next oldest block whose corresponding element in V(B) has the value PENDING_ACK, etc. If all RLC data blocks whose corresponding element in V(B) has the value PENDING_ACK have been transmitted once, the process shall be repeated beginning with the oldest RLC data block.
If [V(S) = V(A) + WS] modulo SNS (i.e. the transmit window is stalled), the sending side shall transmit the oldest RLC data block whose corresponding element in V(B) has the value PENDING_ACK, then the next oldest RLC data block whose corresponding element in V(B) has the value PENDING_ACK, etc. If all RLC data blocks whose corresponding element in V(B) has the value PENDING_ACK has been transmitted once, the process shall be repeated beginning with the oldest RLC data block. This process of transmitting the oldest RLC data blocks whose value in V(B) has the value PENDING_ACK shall continue as long as equation [V(S)=V(A)+WS]modulo SNS holds. If the transmitter is the mobile station and the pre-emptive transmission bit is set to '0' in the PACKET UPLINK ACK/NACK message the transmitter shall not transmit the oldest RLC data block whose corresponding element in V(B) has the value PENDING_ACK (and the next continuing indefinitely). When a PACKET UPLINK ACK/NACK message or a PAN field is received the mobile station shall retransmit the RLC blocks which are set to NACKED in V(B) and new RLC data blocks as far as the transmit window (if advanced) allows. However if the RLC data block is the last in the TBF it shall be retransmitted even if its state is PENDING_ACK. The default for the mobile side is that the transmitter shall use pre-emptive transmission. If the transmitter is on the network side this process (pre-emptive transmission) of transmitting the oldest RLC data blocks whose value in V(B) has the value PENDING_ACK is optional.

NOTE:
If the Mobile Station only has RLC data blocks whose value in V(B) has the value PENDING_ACK and the pre-emptive transmission bit is set to '0', the rules defined in sub-clause 8.1.1 apply (i.e. PACKET UPLINK DUMMY CONTROL BLOCK messages are sent).

When an element in V(B) falls outside of the active transmit window, i.e. [ V(A) £ BSN < V(S) ] modulo SNS, the element shall be set to the value INVALID.
In the extended uplink TBF mode, if V(S) = V(A) and there is no RLC data block with BSN = V(S) available, the mobile station shall stop sending RLC data blocks. The mobile station shall continue sending RLC data blocks when a RLC data block with BSN = V(S) is available.
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