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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

Network sharing is emerging as a mechanism for operators to substantially and sustainable improve network costs and to efficiently utilize network capacity. The traditional model of single ownership of all network layers and elements is being challenged and more and more operators are adopting Network sharing as a means of cutting the heavy costs involved in initial roll-out, capital expenses (CapEx) and operating expenses (OpEx).

In general, increasing number of operators are sharing their mobile networks. Main arguments presented are:
· Increased rollout speed

· Quickly expand coverage to meet customer demand for wider coverage

· Sharing low traffic areas gains long term cost advantage  

· Sharing high license burdens

· Cost efficiency CAPEX&OPEX

· Joined effort to offer availability of services at more affordable price.

Network Sharing has some major implications on the operations of the Network. Alignment on operational priorities, common network planning/evolution strategy, sharing end user data/subscriber data, sharing performance data, alarms etc in the shared network need to be considered carefully. Privacy, security and competitive information are also important for the operations of a shared network.

1
Scope

This technical report is aimed at addressing the operational implications of Network Sharing. 

There are a wide variety of deployment scenarios for Network Sharing. 
Scenarios identified in TR 23.251 and TR 22.951 are taken into consideration to identify OAM impacts.
TS 23.251 ""Network Sharing; Architecture and functional description"" Specifies the stage 2 descriptions  which are also considered to address OAM aspects.

NGCOR defined RAN sharing requirements are taken into account as input for this study.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]

3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 22.951 "Service aspects and requirements for network sharing".  

[3]
3GPP TS 23.251 "Network Sharing; Architecture and functional description.".
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1], TR 22.951[2], TR 23.251 [3] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1], TR 22.951 [2], TR 23.251 [3].

3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], TR 22.951 [2], TR 23.251 [3] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

MDT
Minimization of Drive Test
NGCOR
NEXT GENERATION CONVERGED OPERATIONS REQUIREMENTS
OAM
Operations, Administration, and Maintenance
SON
Self Optimizing Networks
4
Operational Scenarios for Network Sharing
Editor’s Note: This section identifies the operational problems to be addressed including the impact on each of the OAM domains for network sharing deployment scenarios.
4.1
Scenario 1: Multiple Operators Core Network sharing common radio access network
4.1.1
General Description
The scenario described is for the RAN access Network that is shared by multiple operators with independent core network. 

The RAN sharing can potentially be based on several factors like dedicated carriers, geographical area, shared resources etc.:

The chart below shows that a shared RAN network will be composed of not only the RAN nodes that are shared but also RAN nodes that are not shared by the operators.


[image: image3.emf]BTS

BSC

MSC/

SGSN

MSC/

SGSN

HLR HLR

GSM/EDGE

NodeB

RNC

MSC/

SGSN

MSC/

SGSN

HLR HLR

WCDMA

eNB

MME/

S-PGW

MME/

S-PGW

HSS HSS

LTE

Multiple operators sharing the RAN access network

Operator A

Operator B

PLMN A

PLMN A

PLMN B

PLMN A

PLMN B

PLMN B

BTS

BSC

BTS

BSC

NodeB

RNC

NodeB

RNC

eNB

eNB

PLMN A PLMN A PLMN A

PLMN B

PLMN B PLMN B


Note: An operator can also have multiple PLMNs. This is currently focused on all operations within the same country.

A RAN, even if shared between several operators, will always belong to a given operator. So there will always be a primary PLMN. 

In all RAN sharing cases where multiple operators are involved the following impacts need to be analysed:

1. Handling of multiple PLMN IDs with the RAN. The ability to be able to filter/distinguish certain PLMN specific information based on PLMN is important for the operators sharing the RAN.

2. In addition, a single operator may have multiple PLMNs. 

3. Ability to define policies that allow OAM to control actions per operator (and/or per PLMN) (example initiation of call trace etc.).

To address the above impact various OAM deployment scenarios for a RAN shared network needs to be analysed.

4.1.2
Use case description
For the RAN sharing scenarios there are several different OAM deployment options and such deployments are analysed below: 

4.1.2.1 
Scenario 1A: Shared node managed by Master Operator DM.
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Scenario 1A

In this scenario the DM managing the shared node is owned by one of the operators (master operator). Each operator has his own NM. Each operator also manages the nodes that are not shared. 

This scenario aligns with the scenario defined in NGCOR document, business requirements defined in Ref[3]: Business Scenario 4, Section 3.4.2.

4.1.2.2 
Scenario 1B: Shared node managed by Master Operator DM (3GPP defined).
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Scenario 1B

In this scenario the DM managing the shared node is owned by one of the operators (master operator). Each operator has his own NM. Each operator also manages the nodes that are not shared. 

This scenario aligns with the scenario defined in NGCOR document, business requirements defined in Ref[3]: Business Scenario 4, Section 3.4.2.

This is a 3GPP defined shared scenario.

4.1.2.3 
Scenario 1C: Master Operator – Manages all RAN.
A slight variation to scenario 1A can be as stated below. The shared node is managed by neither operator but is managed by a third party. In some cases if the operators do not want to deal with the day to day management of the nodes but still want just the high level view  their network, the node level management may be out sourced to a different company. Example of such deployment is public safety scenarios.
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Scenario 1C

4.1.2.4 
Scenario 1D: Master Operator – Manages all RAN (3GPP defined).
A slight variation to scenario 1C can be as stated below. The shared node is managed by neither operator but is managed by a third party. In some cases if the operators do not want to deal with the day to day management of the nodes but still want just the high level view their network, the node level management may be out sourced to a different company. Example of such deployment is public safety scenarios.
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Scenario 1D

This is a 3GPP defined shared scenario.

4.1.2.5 
Scenario 1E: Network sharing between operators who own independent equipment and no DM/NM sharing

In this scenario the operator A owns his network completely and Operator B owns his network completely. The Operator A’s subscribers with PLMN A can be serviced by Operator B’s network as though it is an extension of the Operator A’s network. The UE traversing to Operator B’s Network will see Operator A’s information and will appear to be in the same PLMN.
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Scenario 1E
4.1.3
Fault Management impact
Alarms raised by the 3GPP nodes are generally associated with equipment, resources on the node etc and are alarms that all operators sharing the RAN resources would need to know.

However, there can be alarms raised when resources allocated on a PLMN basis or application that is PLMN specific needs attention. In those cases there may be need to filter alarms based on PLMN when delivered to the NM, particularly if the alarms are operator sensitive information. 

Example: CAC (Call Admission Control) failure alarm. 

Several options for addressing the above are explored here.

Option 1: Introduce information in alarm (a new attribute) that identifies the PLMN. The parameter can be optional. This attribute will not be applicable to a large category of the alarms. 

Option 2: Introduce the PLMN identification in the additional text or additionalInfo attributes in the alarm. This implies a vendor specific string.

Option 3: Change the NRM to introduce an <<InformationObjectClass>> or <<supportIOC>> for representing the PLMN. The alarm raised that is PLMN specific can be identified by the DN in the alarm. The exact modeling will be explored later.

Option 4: No changes. There is really no need to identify the alarm specific to a PLMN.

Option 5: Add an attribute to each monitored entity to identify the PLMN. 

4.1.4
Performance Management impact
There are several categories of counters that characterize QoS and are split per operator. These need to be identified 

Editor’s Note: Identification of the PM counters which need to be per PLMN is TBD.

Option 1: Introduce the PLMN identification in an additional tag in the 3GPP PM file (a proprietary or standardized extension).

Option 2: Change the NRM to introduce an object class for representing the PLMN. The PM counters can be associated with the PLMN object. 

Option 3: No changes needed. There is no need to separate these counter per PLMN.

4.1.5
Configuration Management impact
4.1.6
Security Management impact
4.1.7
MDT/Call Trace impact

4.1.8
Impact on management of SON and related topics 
4.1.9
Other Impacts

4.2 
Scenario 2: RN in a RAN sharing scenario 
4.2.1
General Description

Even though operators may reach an agreement to share the DeNB in a RAN sharing scenario, it is possible that each operator would want to deploy RNs independently and for the exclusive use of their customers e.g. to address coverage issues raised by a customer. In this scenario it can happen that an operator wants a RN to select a different PLMN on the shared Cell of the DeNB than the primary PLMN of the cell.  It should be possible to configure the RN to select the correct PLMN on a shared cell. The following describes this scenario in more details.
RN Pre-configuration (Phase 1)

Consider a scenario where a RN Connects to a RAN shared Cell on say PLMN A in phase 1 to obtain RN pre-configuration information.  OAM would like to indicate that RN needs to connect to a PLMN B on shared cell for RN operation e.g. because only CN B has the MME RN or is for exclusive use by the operator B. Figure 1 illustrates the need for the DeNB Cell List information to be updated to include information about the PLMN which RN should connect to.
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Figure 1: Illustration of scenario where RN connects to RN OAM via a PLMN A but is requested by OAM to connect as a RN on PLMN B. 

According to TS 32.766 [1], the DeNB cell list is a list of ECGIs as referenced below:

 A.2.2.15
IOC RNFunction

Mapping from NRM IOC RNFunction attributes and associations to SS equivalent MOC RNFunction attributes

	Attribute of IOC RNFunction in 3GPP TS 32.762 [4]
	SS Attribute
	SS Type
	Support Qualifier
	Read Qualifier
	Write Qualifier

	id
	id
	string
	M
	M
	-

	servingCell
	servingCell
	GenericNetworkResourcesIRPSystem::

AttributeTypes::MOReference
	M
	M
	M

	candidateDeNBCells
	candidateDeNBCells
	genericEUTRANNRMAttributeTypes::

EcgiListType
	M
	M
	M


Editor’s note: the need of attribute candidateDeNBCells is for FFS.
This definition of the DeNB cell list seems appropriate for the non-RAN sharing case where the eNB is broadcasting only the primary PLMN. However, if the RN OAM needs the RN to connect to PLMN B on the shared cell, there is no way to indicate this information in the DeNB cell list. The definition of DeNB cell list should be updated to support the RAN sharing case.
4.2.2
Use case description

4.2.3
Fault Management impact

4.2.4
Performance Management impact

4.2.5
Configuration Management impact

4.2.6
Security Management impact

4.2.7
MDT/Call Trace impact

4.2.8
Impact on management of SON and related topics 

4.2.9
Other Impacts
5
Recommendation on OAM impacts for Network sharing
5.1
Impact on existing specification

5.2
Need for New specification
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