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1. Summary
The document is a contribution for Toolkit related sections.
4. Proposal

It is proposed to agree the following changes to 3GPP TR on the new secure platform.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3]
3GPP TS 24.383: "Mission Critical Push To Talk (MCPTT) Management Object (MO)".
[4]
3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to Proximity-services (ProSe) Function Protocol aspects; Stage 3".

[5]
3GPP TS 32.277: "Proximity-based Services (ProSe) charging"
[6]
3GPP TS 24.333: "Proximity-services (ProSe) Management Objects (MO)"

[X]
ETSI TS 102 221: "Smart Cards; UICC-Terminal interface; Physical and logical characteristics ".
[Y] 
ETSI TS 102 223: "Smart Cards; Card Application Toolkit"
* * * Next Change * * * *







* * * Next Change * * * *

4.5
 Toolkit

Enhanced ability to make use of the ME capabilities
4.5.1
User-related applications
4.5.1.x



Interaction with user authentication

Issues found when using the USAT command on which user authentication is needed: no mean to retrieve the user authentication status. For instance ENVELOPE (ProSe report) requires user authentication. 
The same issue is identified for second level application. 
Editor's note: This section is to be completed: providing a context and example of issues.
4.5.1.a



User Toolkit Menu

The User Toolkit Menu can be implemented by a toolkit application by using the proactive commands defined in ETSI TS 102 223 [Y]. At the time these commands were defined, the MEs had a different way to get the user input and to display the information if it is compared to state-of-the-art MEs (e.g. higher resolution screen, color , touch enabled screen, etc...). 

This results in that user toolkit menus used in the MEs do not provide the same user experience as applications running on these devices.
4.5.1.d



Timer
Timing features that may be used by a toolkit applet rely on the timer implementation of the ME and not on the UICC. This creates an external dependency where ME potentially could not manage the timer timely as it is described in section 6.4.1 of ETSI TS 102 223 [Y]: “The precision of the returned value cannot be relied upon in all cases due to potential terminal activities”.
This could be managed more efficiently if the UICC platform provides timer functionalities instead of the ME. In addition, as a consequence, it would reduce the amount of commands exchanged (see X.Y.Z).
4.5.2
System applications
4.5.2.y



Proactive commands
In the ME-UICC interface defined in the existing platform, the UICC plays a slave role in the communication with the ME in a way that the UICC cannot initiate by itself the communication with the ME in the case a command from the UICC to the ME is requested to be sent. To enable this case, it is defined in 3GPP TS 31.111 the command protocol in the CAT layer that enables the UICC to send the so-called proactive commands to the ME. 
This requires the active intervention of the ME in order to give the chance to the UICC to be able to send a proactive command by sending periodically a STATUS command. This creates an additional exchange of commands that could potentially delay the execution of the proactive command by the terminal, thus limiting the extension of new potential features.
It would be benificial if the new secure element supports interfaces providing remote wake up features e.g. as specified in ETSI TS 102 600.  

* * * Next Change * * * *
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Possible requirements resulting from existing features

- Provide a mechanism for the secure platform for 3GPP applications to initiate a proactive session with the ME. 
- For applications on the secure platform, provide a mean to retrieve the user authentication status.
- Provide a mechanism for rich user interface for applications on the secure platform.
- Provide the capability for the secure platform to manage timers internally.
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