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[bookmark: foreword][bookmark: _Toc85734047]Foreword
[bookmark: spectype3]This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
[bookmark: introduction]The constructions "is" and "is not" do not indicate requirements.
[bookmark: scope][bookmark: _Toc85734048]
1	Scope
This clause shall start on a new page.
The present document specifies the APIs for enabling the edge applications over 3GPP networks. The application layer architecture, functional requirements, procedures and information flows necessary for enabling edge applications over 3GPP networks are specified in 3GPP TS 23.558 [2]. The APIs are specified as RESTful APIs except for custom operations wherever required.
[bookmark: references][bookmark: _Toc85734049]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.558: "Architecture for enabling Edge Applications".
[3]	Open API: "OpenAPI Specification Version 3.0.0.", https://spec.openapis.org/oas/v3.0.0.
[4]	3GPP TR 21.900: "Technical Specification Group working methods".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 29.122: "T8 reference point for Northbound Application Programming Interfaces (APIs)".
[7]	IETF RFC 6455: "The Websocket Protocol".
[8]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[9]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[10]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[11]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[12]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[13]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[14]	3GPP TS 24.558: "Enabling Edge Applications; Protocol specification".
[15]	3GPP TS 29.214: "Policy and charging control over Rx reference point".
[16]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[bookmark: _Hlk506360308][17]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs".
[18]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[bookmark: definitions][bookmark: _Toc85734050]3	Definitions of terms, symbols and abbreviations
This clause and its three subclauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
[bookmark: _Toc85734051]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
For the purposes of the present document, the following terms and its definitions given in 3GPP TS 23.558 [2] shall apply:
Application Context
Application Context Relocation
Application Context Transfer
Application Server
Edge Computing Service Provider
Edge Data Network
EEC Context
Edge Hosting Environment
[bookmark: _Toc85734052]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc85734053]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AC	Application Client
ACID	Application Client Identification
ACR	Application Context Relocation
AF	Application Function
ASP	Application Service Provider
DN	Data Network
DNAI	Data Network Access Identifier
DNN	Data Network Name
EAS	Edge Application Server
EASID	Edge Application Server Identification
ECS	Edge Configuration Server
ECSP	Edge Computing Service Provider
EDN	Edge Data Network
EEC	Edge Enabler Client
EECID	Edge Enabler Client Identification
EES	Edge Enabler Server
EESID	Edge Enabler Server Identification
EHE	Edge Hosting Environment
FQDN	Fully Qualified Domain Name 
GPSI	Generic Public Subscription Identifier
LADN	Local Area Data Network 
NEF	Network Exposure Function
S-EAS	Source Edge Application Server
S-EES	Source Edge Enabler Server
SCEF	Service Capability Exposure Function
SSID	Service Set Identifier
T-EAS	Target Edge Application Server
T-EES	Target Edge Enabler Server
TAI	Tracking Area Identity
[bookmark: clause4][bookmark: _Toc85734054]4	Overview
This clause will provide the overview of the EdgeApp services, along with core network capabilities utilized by the Edge Enabler layer.
3GPP TS 23.558 [2] has specified the application layer architecture, requirements, procedures, information flows and the APIs, in order to support the edge applications over the 3GPP systems. Various features are defined to ensure the efficient use and deployment of edge applications, some of which include, registration, discovery, service provisioning, capability exposure and support for service continuity.
The present document specifies the north-bound APIs in detail, needed to support the services offered by EES and ECS over EDGE-3/6/9 interfaces for enabling the edge applications over 3GPP network.
[bookmark: _Toc85734055]5	Services offered by Edge Enabler Server
[bookmark: _Toc85734056]5.1	Introduction
This clause will provide the list of Edge Enabler Server services with their respective service operations. 
The table 5.1-1 lists the Edge Enabler Server APIs below the service name. A service description clause for each API gives a general description of the related API.
Table 5.1-1: List of EES Service APIs
	Service Name
	Service Operations
	Operation Semantics
	Consumer(s)

	Eees_EASRegistration
	Request
	Request/Response
	EAS

	
	Update
	Request/Response
	EAS

	
	Deregister
	Request/Response
	EAS

	Eees_UELocation
	Get
	Request/Response
	EAS

	
	Subscribe
	Subscribe/Notify
	EAS

	
	Notify
	
	

	
	UpdateSubscription
	
	

	
	Unsubscribe
	
	

	Eees_UEIdentifier
	Get
	Request/Response
	EAS

	Eees_AppClientInformation
	Subscribe
	Subscribe/Notify
	EAS

	
	Notify
	
	

	
	UpdateSubscription
	
	

	
	Unsubscribe
	
	

	Eees_SessionWithQoS
	Create
	Request/Response
	EAS

	
	Update
	Request/Response
	EAS

	
	Revoke
	Request/Response
	EAS

	
	Notify
	Subscribe/Notify
	EAS

	Eees_TargetEASDiscovery
	Request
	Request/Response
	EAS, EES

	Eees_ACRManagementEvent
	Subscribe
	Subscribe/Notify
	EAS

	
	Notify
	
	

	
	UpdateSubscription
	
	

	
	Unsubscribe
	
	

	Eees_SelectedTargetEAS
	Declare
	Request/Response
	EAS

	Eees_EECContextPull
	Request
	Request/Response
	EES

	Eees_EECContextPush
	Request
	Request/Response
	EES



Table 5.1-2 summarizes the corresponding Edge Enabler Server APIs defined in this specification. 
Table 5.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	
	
	
	
	
	



[bookmark: _Toc85734057]5.2	Eees_EASRegistration Service  
[bookmark: _Toc85734058]5.2.1	Service Description
The Eees_EASRegistration API, as defined in 3GPP TS 23.558 [2], allows an Edge Application Server via Eees interface to register, update its registration and deregister at a given Edge Enabler Server.
Editor’s Note: Details about EAS security credentials, verification and authorization of Eees_EASRegistration Request, Update and Delete, by the EES, to be aligned with security aspects defined by SA3.
[bookmark: _Toc85734059]5.2.2	Service Operations
[bookmark: _Toc85734060]5.2.2.1	Introduction
The service operation defined for Eees_EASRegistration API is shown in the table 5.2.2.1-1.
Table 5.2.2.1-1: Operations of the Eees_EASRegistration API
	Service operation name
	Description
	Initiated by

	Eees_EASRegistration_Request
	This service operation is used by the EAS to register itself to a given EES. 
	EAS

	Eees_EASRegistration_Update
	This service operation is used by the EAS to update its registration information at EES.
	EAS

	Eees_EASRegistration_Deregister
	This service operation is used by the EAS to deregister itself from a given EES.
	EAS



[bookmark: _Toc85734061]5.2.2.2	Eees_EASRegistration_Request
[bookmark: _Toc85734062]5.2.2.2.1	General
This service operation is used by EAS to register itself to a given EES.
[bookmark: _Toc85734063]5.2.2.2.2	EAS registering to EES using Eees_EASRegistration_Request operation
To register itself as an Edge Application Server at the EES, the EAS shall send an HTTP POST message to the Edge Enabler Server on the "EAS Registrations" collection resource. The body of the HTTP POST message shall include the EAS profile information, may include proposed expiration time for the registration, as specified in clause 8.1.2.2.3.1. 
Upon receiving the HTTP POST message from the EAS, the EES shall:
1. Process the EAS registration request information;
2. verify the identity of the Edge Application Server and check if the EAS is authorized to register itself at EES ;
3. if the EAS is authorized to register to EES, then the EES shall;
a.  store the EAS profile and create a new resource with the EAS registration information as specified in clause 8.1.2.1;
b. return the EAS registration information, the resource URI of the EAS registration information, in the response message. The response message may include expiration time to indicate when the EAS registration will automatically expire.  
If the expiration time is provided, then to maintain the registration, the EAS shall send a registration update request (as described in clause 5.2.2.3) prior to the expiration time. If the registration update request is not sent before the expiry time, then the EES shall treat the EAS as deregistered and remove the corresponding EAS registration resource.
[bookmark: _Toc85734064]5.2.2.3	Eees_EASRegistration_Update
[bookmark: _Toc85734065]5.2.2.3.1	General
This service operation is used by EAS to update its registration information at a given EES.
[bookmark: _Toc85734066]5.2.2.3.2	EAS updating registration information using Eees_EASRegistration_Update operation
To update the EAS registration information at the EES, the EAS shall send a HTTP PUT or PATCH message to the Edge Enabler Server on resource URI identifying the Individual EAS registration resource representation, as specified in clause 8.1.2.3.3.2 for HTTP PUT message and in clause 8.1.2.3.3.4 for HTTP PATCH message. 
The HTTP PUT message shall replace all properties in the existing resource with the EAS registration information in the request. The body of the HTTP PUT message shall include the EAS profile information, may include proposed expiration time to update the registration. This request shall not replace the easId property of the existing resource.
The HTTP PATCH message includes parameters (EAS Profile, expiry time) that need to be replaced in the existing Individual EAS registration resource.  This request shall not replace the easId property of the existing resource.
Upon receiving the HTTP PUT or PATCH message from the EAS, the EES shall:
1. check the registration update message from the EAS to see if the EAS is authorized to modify the requested registration resource;
2. if the EAS is authorized to update the registration information and the easId information in the request and the resource match, then the EES shall;
a. update the resource identified by Resource URI of the EAS registration information with the updated EAS registration information received in the HTTP PUT or PATCH request message; 
b. return the updated EAS registration information in the response. In the response message, the EES may provide an updated expiration time to indicate to the EAS when the updated registration will automatically expire.
If the expiration time is provided, then to maintain the registration, the EAS shall send a registration update prior to registration expiry time. If the registration update request is not sent before the expiry time, then the EES shall treat EAS as deregistered and remove the corresponding EAS registration resource.
[bookmark: _Toc85734067]5.2.2.4	Eees_EASRegistration_Deregister
[bookmark: _Toc85734068]5.2.2.4.1	General
This service operation is used by EAS to deregister itself from a given EES.
[bookmark: _Toc85734069]5.2.2.4.2	EAS deregistering from EES using Eees_EASRegistration_Deregister operation
To deregister itself from the EES, the EAS shall send HTTP DELETE message to the EES, on the resource URI identifying the Individual EAS registration resource representation as specified in clause 8.1.2.3.3.3. Upon receiving the HTTP DELETE request, the EES shall:
1. verify the identity of the EAS and check if the EAS is authorized to deregister the EAS registration information;
2. if the EAS is authorized to deregister the EAS registration information, then the EES shall deregister the EAS profile from the EES and delete the resource representing EAS registration information;
3. return the "204 Not Content" message to the EAS, indicating the successful deregistration of the EAS information.
[bookmark: _Toc85734070]5.3	Eees_UELocation Service  
[bookmark: _Toc85734071]5.3.1	Service Description
The Eees_UELocation API, as defined in 3GPP TS 23.558 [2], allows an Edge Application Server via Eees interface to obtain the UE location information as one time request or subscribe for continuous reporting.
Editor’s Note: Details about EAS security credentials, verification and authorization of Eees_UELocation service operations, by the EES, to be aligned with security aspects defined by SA3.
[bookmark: _Toc85734072]5.3.2	Service Operations
[bookmark: _Toc85734073]5.3.2.1	Introduction
The service operation defined for Eees_UELocation API is shown in the table 5.3.2.1-1.
Table 5.3.2.1-1: Operations of the Eees_UELocation API
	Service operation name
	Description
	Initiated by

	Eees_UELocation_Get
	This service operation is used by the EAS to request UE location information from a given EES. 
	EAS

	Eees_UELocation_Subscribe
	This service operation is used by the EAS to subscribe to EES, for continuous reporting of UE location information.
	EAS

	Eees_UELocation_Notify
	This service operation is used by the EES to notify the EAS about the UE location information.
	EES

	Eees_UELocation_UpdateSubscription
	This service operation is used by the EAS to update its subscription at EES, for continuous reporting of UE location information.
	EAS

	Eees_UELocation_Unsubscribe
	This service operation is used by the EAS to remove its subscription from EES, for continuous reporting of UE location information.
	EAS



[bookmark: _Toc85734074]5.3.2.2	Eees_UELocation_Get
[bookmark: _Toc85734075]5.3.2.2.1	General
This service operation is used by EAS to obtain a UE’s location information from a given EES.
[bookmark: _Toc85734076]5.3.2.2.2	EAS obtaining UE location information from EES using Eees_UELocation_Get operation
To obtain an UE’s location information from the EES, the EAS shall send an HTTP POST message to the EES on the URI "{apiRoot}/eees-uelocation/<apiVersion>/fetch" as specified in clause 8.2.3.2. The POST request includes:
-	the identifier of the UE for which location information is requested;
-	the accuracy of the requested location in terms of granularity and location QoS. 
Upon reception of the HTTP POST request from the EAS, the EES shall:
1. process the EAS UE location information request;
2. verify the identity of the Edge Application Server and check if the EAS is authorized to obtain UE location information;
3. if the EAS is authorized to obtain the UE’s location information, then the EES shall:
a. consider the location granularity information received in the request message to obtain the UE’s location information;
b. check if a valid locally cached UE location information is available, and if available then the EES shall return the UE location information in the format requested by the EAS along with the location accuracy and its timestamp;
c. if valid UE location information is not available in local cache, then the EES shall obtain the UE location information by consuming the 3GPP core network capabilities. The EES shall return the UE location information to EAS in the format requested by the EAS along with the location accuracy and its timestamp.
[bookmark: _Toc85734077]5.3.2.3	Eees_UELocation_Subscribe
[bookmark: _Toc85734078]5.3.2.3.1	General
This service operation is used by the EAS to subscribe for continuous UE(s) location reporting. 
[bookmark: _Toc85734079]5.3.2.3.2	EAS subscribing to continuous UE(s) location reporting from EES using Eees_UELocation_Subscribe operation
To subscribe to continuous UE(s) location information reporting at the EES, the EAS shall send a HTTP POST message to the EES on the "Location Information Subscriptions" resource. The body of the POST message shall include EAS identifier, the identifier of the UE or the identifier of the group uniquely identifying a group of UEs, Notification Destination URI and may include location format that is understood by EAS, location QoS, proposed expiry time of the subscription and reporting requirements, as specified in clause 8.2.2.2.3.1. 
Upon receiving the HTTP POST message from the EAS, the EES shall:
1. Process the EAS UE location information subscription request;
2. verify the identity of the Edge Application Server and check if the EAS is authorized to subscribe for the continuous UE(s) location reporting;
3. if the EAS is authorized to subscribe for the continuous UE(s) location information reporting, then the EES shall;
a.  create a new resource with the Location Information Subscription as specified in clause 8.2.2.1;
b.  return the EAS’s location subscription information, the resource URI of the EAS location subscription, in the response message. The response message may include expiration time to indicate when the location information subscription will automatically expire;
EES shall obtain the UE location information by consuming the 3GPP core network capabilities from NEF as specified in 3GPP TS 29.522 [10], from SCEF as specified in 3GPP TS 29.122 [6] or from LMF as specified in 3GPP TS 29.572 [11]. The EES may also consume the UE mobility analytics from NEF as specified in 3GPP TS 29.522 [10] or from NWDAF as specified in 3GPP TS 29.520 [12].
If the expiration time is provided, then to maintain the registration, the EAS shall send a subscription update request (as described in clause 5.3.2.5) prior to the expiration time. If the subscription update request is not sent before the expiry time, then the EES shall treat the subscription as unsubscribed and remove the corresponding EAS’s Individual Location Information Subscription resource.
[bookmark: _Toc85734080]5.3.2.4	Eees_UELocation_Notify
[bookmark: _Toc85734081]5.3.2.4.1	General
This service operation is used by the EES to send UE(s) location information notifications to the EAS.
[bookmark: _Toc85734082]5.3.2.4.2	EES notifying the UE(s) location reporting to EAS using Eees_UELocation_Notify operation
The EES determines to notify the EAS with the UE location information, when the UE location information is available either locally cached or from the 3GPP core network.
To notify the UE(s) location information events, the EES shall send an HTTP POST message using the Notification Destination URI received in the subscription request. The body of the HTTP POST message shall include LocationNotification. LocationNotification includes location information of each UE with accuracy, timestamp and type. The location information of each UE may be actual location change or predictive location report from the UE mobility analytics report from NEF as specified in 3GPP TS 29.522 [10] or from NWDAF as specified in 3GPP TS 29.520 [12]. The EES may modify the UE location information in the format requested by the EAS in the subscription request.
Upon receiving the HTTP POST message, the EAS shall process the Location Notification.
[bookmark: _Toc85734083]5.3.2.5	Eees_UELocation_UpdateSubscription
[bookmark: _Toc85734084]5.3.2.5.1	General
This service operation is used by the EAS to update its location information subscription at the EES.
[bookmark: _Toc85734085]5.3.2.5.2	EAS updating continuous UE(s) location reporting subscription at EES using Eees_UELocation_UpdateSubscribe operation
To update continuous UE(s) location information reporting subscription at the EES, the EAS shall send a HTTP PATCH or PUT message to the EES on resource URI identifying the "Individual Location Information" Subscription resource representation, as specified in clause 8.2.2.3.3.2 for HTTP PATCH message and in clause 8.2.2.3.3.3 for HTTP PUT message. 
The PATCH message includes the parameters (location QoS, location granularity, Notification Destination, Reporting requirements and proposed expiry time) that need to be replaced in the existing subscription resource. 
The PUT message shall replace all the properties of the existing resource with the location subscription information in the request. The request shall not replace the easId, ueId and groupId properties of the existing resource. 
Upon receiving the HTTP PATCH or PUT message from the EAS, the EES shall:
1. check the update subscription message from the EAS to see if the EAS is authorized to modify the requested subscription resource;
2. if the EAS is authorized to update the location information subscription and the easId of the requesting EAS and the easId in the resource match, then the EES shall;
a. update the resource identified by Resource URI of the EAS location information subscription with the updated  information received in the HTTP PATCH or PUT request message; 
b. return the updated EAS Location information subscription in the response. In the response message, the EES may provide an updated expiration time to indicate to the EAS when the updated subscription will automatically expire.
If the expiration time is provided, then to maintain the subscription, the EAS shall send a update subscription prior to subscription expiry time. If the update subscription request is not sent before the expiry time, then the EES shall treat EAS subscription as unsubscribed and remove the corresponding EAS location information subscription resource.
[bookmark: _Toc85734086]5.3.2.6	Eees_UELocation_Unsubscribe
[bookmark: _Toc85734087]5.3.2.6.1	General
This service operation is used by the EAS to unsubscribe from an existing UE(s) location information subscription.
[bookmark: _Toc85734088]5.3.2.6.2	EAS unsubscribing to continuous UE(s) location reporting from EES using Eees_UELocation_Unsubscribe operation
To unsubscribe its location information subscription from the EES, the EAS shall send HTTP DELETE message to the EES, on the resource URI identifying the "Individual Location Information Subscription" resource representation as specified in clause 8.2.2.3.3.4. Upon receiving the HTTP DELETE request, the EES shall:
1. verify the identity of the EAS and check if the EAS is authorized to unsubscribe the Individual Location Information Subscription resource;
2. if the EAS is authorized to unsubscribe the Individual Location Information Subscription resource, then the EES shall unsubscribe the EAS subscription identified by the subscriptionId from the EES and delete the resource representing Individual Location Information Subscription resource represented by subscriptionId;
3. return the "204 Not Content" message to the EAS, indicating the successful removal of the subscription information and may unsubscribe to the corresponding 3GPP core network service subscriptions.
[bookmark: _Toc85734089]5.4	Eees_UEIdentifier Service  
[bookmark: _Toc85734090]5.4.1	Service Description
The Eees_UEIdentifier API, as defined in 3GPP TS 23.558 [2], allows an Edge Application Server via Eees interface to obtain an identifier uniquely identifying a UE from the EES.
Editor’s Note: Details about EAS security credentials, verification and authorization of Eees_UEIdentifier service operation, by the EES, to be aligned with security aspects defined by SA3. 
[bookmark: _Toc85734091]5.4.2	Service Operations
[bookmark: _Toc85734092]5.4.2.1	Introduction
The service operation defined for Eees_UEIdentifier API is shown in the table 5.4.2.1-1.
Table 5.4.2.1-1: Operations of the Eees_UEIdentifier API
	Service operation name
	Description
	Initiated by

	Eees_UEIdentifier_Get
	This service operation is used by the EAS to request UE identifier from a given EES. 
	EAS



[bookmark: _Toc85734093]5.4.2.2	Eees_UEIdentifier_Get
[bookmark: _Toc85734094]5.4.2.2.1	General
This service operation is used by EAS to obtain a UE’s identifier (UE ID, as specified in 3GPP TS 23.558 [2]) from a given EES.
[bookmark: _Toc85734095]5.4.2.2.2	EAS obtaining UE identifier from EES using Eees_UEIdentifier_Get operation
To obtain an UE’s Identifier from the EES, the EAS shall send a HTTP POST message to the EES on the "Identifier Information of UEs" resource as specified in clause 8.3.2.2.4.2. The request body of the POST message includes the information about the user or UE available with EAS, for which the UE identifier is requested. 
Upon receiving the HTTP POST message from the EAS, the EES shall:
1. Process the EAS UE Identifier request;
2. verify the identity of the EAS and check if the EAS is authorized to obtain the UE Identifier;
3. if the EAS is authorized to obtain the UE’s Identifier information, then the EES shall;
a.  obtain the UE identifier based on the user information received;
b.  return the UE identifier to the EAS.
Editor’s Note: How the user’s consent is obtained to share the UE identifier with EAS is FFS and to be aligned with security aspects defined by SA3.
Editor’s Note: How EES determines the UE identifier is FFS and to be aligned with stage 2 aspects.
Editor’s Note: It is FFS, usage of GET method or custom operation without resource, for Eees_UEIdentifier_Get service operation is based on clarification from CT4.
[bookmark: _Toc85734096]5.5	Eees_AppClientInformation Service  
[bookmark: _Toc85734097]5.5.1	Service Description
The Eees_AppClientInformation API, as defined in 3GPP TS 23.558 [2], allows an Edge Application Server via Eees interface to obtain the information about the capabilities of the ACs based on certain filter criteria.
Editor’s Note: Details about EAS security credentials, verification and authorization of Eees_AppClientInformation service operations, by the EES, to be aligned with security aspects defined by SA3.
[bookmark: _Toc85734098]5.5.2	Service Operations
[bookmark: _Toc85734099]5.5.2.1	Introduction
The service operation defined for Eees_AppClientInformation API is shown in the table 5.5.2.1-1.
Table 5.5.2.1-1: Operations of the Eees_AppClientInformation API
	Service operation name
	Description
	Initiated by

	Eees_AppClientInformation_Subscribe
	This service operation is used by the EAS to subscribe to EES, for reporting of AC information.
	EAS

	Eees_AppClientInformation_Notify
	This service operation is used by the EES to notify the EAS about the AC information.
	EES

	Eees_AppClientInformation_UpdateSubscription
	This service operation is used by the EAS to update its subscription at EES, for reporting of AC information.
	EAS

	Eees_AppClientInformation_Unsubscribe
	This service operation is used by the EAS to remove its subscription from EES, for reporting of AC information.
	EAS


 
[bookmark: _Toc85734100]5.5.2.2	Eees_AppClientInformation_Subscribe
[bookmark: _Toc85734101]5.5.2.2.1	General
This service operation is used by the EAS to subscribe for AC(s) information reporting. 
[bookmark: _Toc85734102]5.5.2.2.2	EAS subscribing to AC information reporting from EES using Eees_AppClientInformation_Subscribe operation
To subscribe to AC information reporting at the EES, the EAS shall send a HTTP POST message to the EES on the "Application Client Information Subscriptions" resource. The body of the POST message shall include EAS identifier, criteria information to filter the AC(s) information, Notification Destination URI and may include proposed expiry time of the subscription and reporting requirements, as specified in clause 8.4.2.2.3.1. 
Upon receiving the HTTP POST message from the EAS, the EES shall:
1. Process the EAS AC information subscription request;
2. verify the identity of the Edge Application Server and check if the EAS is authorized to subscribe for the AC information reporting;
3. if the EAS is authorized to subscribe for the AC information reporting, then the EES shall;
a.  create a new resource with the AC Information Subscription as specified in clause 8.4.2.1;
b.  return the EAS’s AC information subscription information, the resource URI of the EAS AC information subscription, in the response message.
The EES determines the matching AC information corresponding to the filter criteria information in the subscription request to compose the AC information to the EAS.
If the expiration time is provided, then to maintain the registration, the EAS shall send a subscription update request (as described in clause 5.5.2.4) prior to the expiration time. If the subscription update request is not sent before the expiry time, then the EES shall treat the subscription as unsubscribed and remove the corresponding EAS’s Individual Application Client Information Subscription resource.
[bookmark: _Toc85734103]5.5.2.3	Eees_AppClientInformation_Notify
[bookmark: _Toc85734104]5.5.2.3.1	General
This service operation is used by the EES to send AC information notifications to the EAS.
[bookmark: _Toc85734105]5.5.2.3.2	EES notifying the AC information to EAS using Eees_AppClientInformation_Notify operation
The EES determines to notify the EAS with the AC information matching the filter criteria, when the AC information updates are available to EES, e.g. EES receives registration request from EEC.
To notify the AC(s) information, the EES shall send an HTTP POST message using the Notification Destination URI received in the subscription request. The body of the HTTP POST message shall include "ACInfoNotification". "ACInfoNotification" includes AC(s) information matching the filter criteria. The AC(s) information consist of AC(s) profiles, UE identifiers hosting the AC(s) and the location information of the UE(s) hosting the AC(s).
Upon receiving the HTTP POST message, the EAS shall process the AC Information Notification and shall respond to the EES with "204 No Content" message.
[bookmark: _Toc85734106]5.5.2.4	Eees_AppClientInformation_UpdateSubscription
[bookmark: _Toc85734107]5.5.2.4.1	General
This service operation is used by the EAS to update its AC information subscription at the EES.
[bookmark: _Toc85734108]5.5.2.4.2	EAS updating AC information reporting subscription at EES using Eees_AppClientInformation_UpdateSubscribe operation
To update AC information reporting subscription at the EES, the EAS shall send a HTTP PATCH or PUT message to the EES on resource URI identifying the "Individual Application Client Information" Subscription resource representation, as specified in clause 8.4.2.3.3.2 for HTTP PATCH message and in clause 8.4.2.3.3.3 for HTTP PUT message. 
The PATCH message includes the parameters (AC filter criteria, Notification Destination, Reporting requirements and proposed expiry time) that need to be replaced in the existing subscription resource. 
The PUT message shall replace all the properties of the existing resource with the AC subscription information in the request. The request shall not replace the "easId" property of the existing resource. 
Upon receiving the HTTP PATCH or PUT message from the EAS, the EES shall:
1. check the update subscription message from the EAS to see if the EAS is authorized to modify the requested subscription resource;
2. if the EAS is authorized to update the AC information subscription and the easId of the requesting EAS and the easId in the resource match, then the EES shall;
a. update the resource identified by Resource URI of the EAS AC information subscription with the updated  information received in the HTTP PATCH or PUT request message; 
b. return the updated EAS AC information subscription in the "200 OK" response message or respond with the "204 No Content" message indicating to the EAS that the EAS AC information subscription is updated successfully. In the response message, the EES may provide an updated expiration time to indicate to the EAS when the updated subscription will automatically expire.
If the expiration time is provided, then to maintain the subscription, the EAS shall send an update subscription prior to subscription expiry time. If the update subscription request is not sent before the expiry time, then the EES shall treat EAS subscription as unsubscribed and remove the corresponding EAS AC information subscription resource.
[bookmark: _Toc85734109]5.5.2.5	Eees_AppClientInformation_Unsubscribe
[bookmark: _Toc85734110]5.5.2.5.1	General
This service operation is used by the EAS to unsubscribe from an existing AC information subscription.
[bookmark: _Toc85734111]5.5.2.5.2	EAS unsubscribing to AC information reporting from EES using Eees_AppClientInformation_Unsubscribe operation
To unsubscribe its AC information subscription from the EES, the EAS shall send HTTP DELETE message to the EES, on the resource URI identifying the "Individual Application Client Information Subscription" resource representation as specified in clause 8.4.2.3.3.4. Upon receiving the HTTP DELETE request, the EES shall:
1. verify the identity of the EAS and check if the EAS is authorized to unsubscribe the Individual Application Client Information Subscription resource;
2. if the EAS is authorized to unsubscribe the Individual Application Client Information Subscription resource, then the EES shall unsubscribe the EAS subscription identified by the "subscriptionId" from the EES and delete the resource representing Individual Application Client Information Subscription resource represented by "subscriptionId";
3. return the "204 Not Content" message to the EAS, indicating the successful removal of the subscription information.
[bookmark: _Toc85734112]5.6	Eees_SessionWithQoS Service
[bookmark: _Toc65839150][bookmark: _Toc85734113]5.6.1	Service Description
The Eees_SessionWithQoS API, as defined in 3GPP TS 23.558 [2], allows an Edge Application Server via Eees interface to support the setup of a data session between AC and EAS with a specific QoS and the modification of the QoS of this data session.
[bookmark: _Toc65839151][bookmark: _Toc85734114]5.6.2	Service Operations
[bookmark: _Toc65839152][bookmark: _Toc85734115]5.6.2.1	Introduction
The service operation defined for Eees_SessionWithQoS API is shown in the table 5.6.2.1-1.
[bookmark: _Toc65839153]Table 5.6.2.1-1: Operations of the Eees_SessionWithQoS API
	Service operation name
	Description
	Initiated by

	Eees_SessionWithQoS_Create
	The service operation is used by the EAS to request reservation of resources for a data session between AC and EAS with a specific QoS and to subscribe to certain session with user plane event notifications.
	EAS

	Eees_SessionWithQoS_Update
	The service operation is used by the EAS to request a modification of the QoS of the data session between AC and EAS.
	EAS

	Eees_SessionWithQoS_Revoke
	The service operation is used by the EAS to revoke the data session between AC and EAS with a specific QoS and to unsubscribe to the related session with user plane event notifications.
	EAS

	Eees_SessionWithQoS_Notify
	The service operation is used by the EES to notify the EAS about a user plane event associated with the established session between an AC and the EAS.
	EES



[bookmark: _Toc85734116]5.6.2.2	Eees_SessionWithQoS_Create
[bookmark: _Toc65839154][bookmark: _Toc85734117]5.6.2.2.1	General
[bookmark: _Toc65839155]This service operation is used by EAS to request reservation of resources for a data session between AC and EAS with a specific QoS and to subscribe to certain session with user plane event notifications.
[bookmark: _Toc85734118]5.6.2.2.2	EAS requesting reservation of resources for a data session between AC and EAS with specific QoS using Eees_SessionWithQoS operation
[bookmark: _Toc65839156]To request establishment of a data session between AC and EAS with a specific QoS, the EAS shall send a HTTP POST message to the Edge Enabler Server on the "Sessions with QoS" resource as specified in clause 8.5.2.2.3.1. The body of POST message shall include the EAS identifier, only one of the UE’s IP address or the Identifier of the UE or the identifier of the group uniquely identifying a group of UEs, IP flow description, and at least one of requested QoS reference. The body of POST message may include a list of associated events which the EAS subscribes, and if the event list is included, a Notification Destination URI shall also be provided.
Upon receiving the HTTP POST message from the EAS, the EES shall:
1. Process the EAS Session with QoS Create request;
2. verify the identity of the EAS and check if the EAS is authorized to request reservation of resources for a data session between AC and EAS with a specific QoS;
3. if the EAS is authorized, then the EES shall;
a.	create a new resource "Individual Session with QoS";
b.	if the request is for a group of UEs identified by group ID (i.e., via the "intGrpId" or "extGrpId") or for a single UE identified via the "ueId" attribute, interact with the SCEF (as specified in 3GPP TS 29.122 [6]) or the NEF (as specified in 3GPP TS 29.522 [10]) by invoking the MonitroingEvent API with the monitoring type sets to "PDN_CONNECTIVITY_STATUS" to request to be notified when the 3GPP network detects the UE’s PDN connection or PDU session is set up or torn down. If the IP address for the single UE or, the IP address(es) for one or more UEs within the group are received from the 3GPP network, then execute step 3c; and
c.	if the request is for a single UE identified by the IP address or the IP address is obtained in step 3b, interact directly with the PCRF (as specified in 3GPP TS 29.214 [15]) or the PCF (as specified in 3GPP TS 29.514 [16]), or via the SCEF (as specified in 3GPP TS 29.122 [6]) or the NEF (as specified in 3GPP TS 29.522 [10]) by invoking the AsSessionWithQoS API, to provide the specific QoS information to the PCF.
4.	upon receipt of successful response from 3GPP network, respond to the EAS with "201 Created" and include the session with QoS context information. The new created resource URI shall also be included in the Location header field of the HTTP response message.in the response message. 
[bookmark: _Toc85734119]5.6.2.3	Eees_SessionWithQoS_Update
[bookmark: _Toc85734120]5.6.2.3.1	General
This service operation is used by EAS to request updating QoS of a data session between AC and EAS and to modify the subscription of the session with user plane event notifications.
[bookmark: _Toc85734121]5.6.2.3.2	EAS updating QoS of a data session between AC and EAS using Eees_SessionWithQoS_Update operation
To request modification of the QoS of the data session between AC and EAS, the EAS shall send a HTTP PATCH or PUT message to the EES on resource URI "Individual Session with QoS" resource as specified in clause 8.5.2.3.3.1 for HTTP PATCH message and in clause 8.5.2.3.3.2 for HTTP PUT message.
The PUT message shall replace all the QoS settings of the data session in the existing context. The request shall not change the values of the "easId", "ueId", "ueIpv4Addr", "ueIpv6Addr", "ipDomain", "intGrpId", "extGrpId", "dnn" and/or "snssai" attributes.
Upon receiving the HTTP PATCH or PUT message from the EAS, the EES shall:
1.	check the update of the existing Individual Session with QoS from the EAS is authorized or not;
2.	if authorized, and the resource exists, then the EES shall;
a.	interact with the 3GPP network to update the associated data session; and
b.	upon receipt of successful response from 3GPP network, respond to the EAS with "204 No Content", or "200 OK" with the updated Individual session with QoS context in the response message.

[bookmark: _Toc85734122]5.6.2.4	Eees_SessionWithQoS_Revoke
[bookmark: _Toc85734123]5.6.2.4.1	General
This service operation is used by EAS to revoke the data session between AC and EAS with a specific QoS and to unsubscribe to the related session with user plane event notifications.
[bookmark: _Toc85734124]5.6.2.4.2	EAS revoking QoS of a data session between AC and EAS using Eees_SessionWithQoS_Revoke operation
To revoke the data session between AC and EAS with a specific QoS and unsubscribe the user plane event notifications, the EAS shall send a HTTP DELETE message to the EES targeting the Individual Session with QoS resource as specified in clause 8.5.2.3.3.3. Upon receiving the HTTP DELETE request, the EES shall:
1.	verify the identity of the EAS and check if the EAS is authorized to revoke the data session between AC and EAS with a specific QoS;
2.	if the EAS is authorized and the resource exists, then the EES shall interact with the 3GPP network to delete the associated data session.
3.	upon receipt of successful response from 3GPP network, delete the Individual Session with QoS resource corresponding to the individual Session with QoS; and
4.	return "204 No Content" message to the EAS, indicating the successful removal.
[bookmark: _Toc85734125]5.6.2.5	Eees_SessionWithQoS_Notify
[bookmark: _Toc85734126]5.6.2.5.1	General
This service operation is used by EES to send user plane event notification information of the data session between AC and EAS with a specific QoS to the EAS.
[bookmark: _Toc85734127]5.6.2.5.2	EAS notifying QoS of a data session between AC and EAS using Eees_SessionWithQoS_Notify operation
The EES determines to notify the user plane event notification information to the EAS, when the EES receives the notification of the user plane event information from the 3GPP core network.
To notify the user plane event notification information, the EES shall send an HTTP POST message using the Notification Destination URI received during the Creation of resource request. The body of POST message shall include the event report information (e.g., resource allocation outcome or information that the QoS targets can no longer (or can again) be fulfilled).
Upon receiving the HTTP POST message, the EAS shall process the event report information and return "204 No Content" message to the EES.
[bookmark: _Toc85734128]5.7	Eees_TargetEASDiscovery Service
[bookmark: _Toc85734129]5.7.1	Service Description
The Eees_TargetEASDiscovery API, as defined in 3GPP TS 23.558 [2], allows S-EAS and S-EES to discover the T-EAS information from the EES.
Editor’s Note: Details about EAS security credentials, verification and authorization of Eees_TargetEASDiscovery service operation by the EESare to be aligned with security aspects defined by SA3.
[bookmark: _Toc85734130]5.7.2	Service Operations
[bookmark: _Toc85734131]5.7.2.1	Introduction
The service operations defined for Eees_TargetEASDiscovery API are shown in the table 5.7.2.1-1.
Table 5.7.2.1-1: Operations of the Eees_TargetEASDiscovery API
	Service operation name
	Description
	Initiated by

	Eees_TargetEASDiscovery_Request
	This service operation is used by the S-EAS and S-EES to discover the target EAS (T-EAS) information from a given EES. 
	EAS, EES



[bookmark: _Toc85734132]5.7.2.2	Eees_TargetEASDiscovery_Request
[bookmark: _Toc85734133]5.7.2.2.1	General
This service operation is used by an S-EAS or an S-EES to perform T-EAS discovery, as specified in 3GPP TS 23.558 [2]), via a given EES.
The following procedures are supported by the "Eees_TargetEASDiscovery_Request" service operation:
-	T-EAS discovery.
[bookmark: _Toc85734134]5.7.2.2.2	Discovery of T-EAS information 

A S-EES or an S-EAS shall discover the T-EAS information from (see clause 8.8.3 of 3GPP TS 23.558 [2]) as follows:
1. In order to discover the T-EAS, the S-EES or the S-EAS sends an HTTP GET request  to the EES, with the request URI set to "{apiRoot}/eees-targeteasdiscovery/v1/t-eas-profiles" and query parameters containing filtering information.
2.	Upon successful processing of the request, the EES responds with an HTTP "200 OK" status code with the response body including the TEasDiscResult data structure which shall contain the list of EAS profiles matching the provided filtering information.
Editor's note:	Error cases and the related responses are FFS.
On failure (i.e. the EES fails to process the request), the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.
NOTE:	If the S-EES finds the T-EAS(s) information in the cached or registered information, then the S-EES responds with the available discovered T-EAS information; otherwise the S-EES retrieves the T-EES address from the ECS as specified in clause 6.3.2.2 and triggers the above procedure towards the selected T-EES to discover and respond with the T-EAS information.
[bookmark: _Toc85734135]5.8	Eees_ACRManagementEvent Service
[bookmark: _Toc85734136]5.8.1	Service Description
The Eees_ACRManagementEvent API, as defined in 3GPP TS 23.558 [2], allows an Edge Application Server via Eees interface to support (un)subscription to the notifications of ACR management events.
[bookmark: _Toc85734137]5.8.2	Service Operations
[bookmark: _Toc85734138]5.8.2.1	Introduction
The service operation defined for Eees_ACRManagementEvent API is shown in the table 5.8.2.1-1.
Table 5.8.2.1-1: Operations of the Eees_ACRManagementEvent API
	Service operation name
	Description
	Initiated by

	Eees_ACRManagementEvent_Subscribe
	The service operation is used by the EAS to subscribe to notifications of ACR management event(s).
	EAS

	Eees_ACRManagementEvent_UpdateSubscription
	The service operation is used by the EAS to request a modification of an existing subscription of notifications of ACR management event(s).
	EAS

	Eees_ACRManagementEvent_Unsubscribe
	The service operation is used by the EAS to unsubscribe to an existing subscription of notifications of ACR management event(s).
	EAS

	Eees_ACRManagementEvent_Notify
	The service operation is used by the EES to notify the EAS about ACR management event(s) if detected.
	EES



[bookmark: _Toc85734139]5.8.2.2	Eees_ACRManagementEvent_Subscribe
[bookmark: _Toc85734140]5.8.2.2.1	General
This service operation is used by EAS to subscribe to notifications of ACR management events.
[bookmark: _Toc85734141]5.8.2.2.2	EAS requesting to get notifications of ACR management events using Eees_ACRManagementEvent_Subscribe service operation
In order to subscribe to notifications of ACR management events, the EAS shall send a HTTP POST message to the EES targeting the "ACR Management Events Subscriptions" resource as specified in clause 8.7.2.2.3.1. The body of POST message shall include the AcrMgntEventsSubscription data type as specified in clause 8.7.5.2.2. 
Upon receiving the HTTP POST message from the EAS, the EES shall:
1.	Process the ACR management events subscription request;
2.	verify the identity of the EAS and check if the EAS is authorized to get notifications of ACR management events;
3.	if the EAS is authorized, then if one of the subscribed event(s) is UP path change event, the EES shall, 
a) if already successful subscribed to the 3GPP core network and there is local cached UP path change event information, perform step 4, and include the local cached UP path change event information in the HTTP POST response; or
b) if not subscribed to the 3GPP core network yet, interact with the NEF by invoking the TrafficInfluence API as specified in 3GPP TS 29.522 [10] to request to be notified of the UP path change event. Upon receipt of successful response from the NEF, then the EES shall perform step 4.
The EES may interact with the NEF by invoking the AnalyticsExposure API as specified in 3GPP TS 29.522 [10] to subscribe to notifications of, or retrieve the UE mobility and UE communication events.
4.	create a new resource "Individual ACR Management Events Subscription" and respond to the EAS with "201 Created" and include the Individual ACR Management Events Subscription information. The new created resource URI shall also be included in the Location header field of the HTTP response message;
5.	If the target UE and the 3GPP network supports mobility between 5GC and EPC, interact with the SCEF+NEF by invoking the MonitroingEvent API as specified in 3GPP TS 29.122 [6] with the monitoring type sets to "API_SUPPORT_CAPABILITY" or interact with the CAPIF core function by invoking the CAPIF_Events_API service as specified in 3GPP TS 29.222 [17] to request to be notified the availability of the TrafficInfluence API.
[bookmark: _Toc85734142]5.8.2.3	Eees_ACRManagementEvent_UpdateSubscription
[bookmark: _Toc85734143]5.8.2.3.1	General
This service operation is used by EAS to request updating an existing Individual ACR Management Events Subscription.
[bookmark: _Toc85734144]5.8.2.3.2	EAS updating an existing Individual ACR Management Events Subscription using Eees_ACRManagementEvent_UpdateSubscription service operation
To request modification of an existing Individual ACR Management Events Subscription, the EAS shall send a HTTP PATCH request (for partial modification) or PUT request (for fully replacement) message to the EES on resource URI "Individual ACR Management Events Subscription" resource as specified in clause 8.7.2.3.3.1 for HTTP PATCH message and in clause 8.7.2.3.3.2 for HTTP PUT message.
Upon receiving the HTTP PATCH or PUT message from the EAS, the EES shall:
1.	check the update of the existing Individual ACR Management Events Subscription from the EAS is authorized or not;
2.	if the EAS is authorized and the resource exists, then if one of the subscribed event(s) is UP path change event, the EES shall;
a) if already successful subscribed to the 3GPP core network and there is local cached UP path change event information, perform step 3, and include the local cached UP path change event information in the HTTP PUT or PATCH response; or
b) if not subscribed to the 3GPP core network yet, interact with the NEF by invoking the TrafficInfluence API as specified in 3GPP TS 29.522 [10] to request to be notified of the UP path change event. Upon receipt of successful response from the NEF, then the EES shall perform step 3.
The EES may interact with the NEF by invoking the AnalyticsExposure API as specified in 3GPP TS 29.522 [10] to subscribe to notifications of, or retrieve the UE mobility and UE communication events.
3.	update the existing resource "Individual ACR Management Events Subscription", respond to the EAS with "204 No Content", or "200 OK" with the updated Individual ACR Management Events Subscription message.
[bookmark: _Toc85734145]5.8.2.4	Eees_ACRManagementEvent_Unsubscribe
[bookmark: _Toc85734146]5.8.2.4.1	General
This service operation is used by EAS to revoke an existing Individual ACR Management Events Subscription.
[bookmark: _Toc85734147]5.8.2.4.2	EAS revoking an existing Individual ACR Management Events Subscription using Eees_ACRManagementEvent_Unsubscribe service operation
To revoke an existing Individual ACR Management Events Subscription, the EAS shall send a HTTP DELETE message to the EES targeting the "Individual ACR Management Events Subscription" resource as specified in clause 8.7.2.3.3.3. Upon receiving the HTTP DELETE request, the EES shall:
1.	verify the identity of the EAS and check if the EAS is authorized to revoke the data session between AC and EAS with a specific QoS;
2.	if the EAS is authorized and the resource exists, then the EES shall interact with the 3GPP network to delete the associated Subscription.
3.	upon receipt of successful response from 3GPP network, delete the Individual ACR Management Events Subscription; and return "204 No Content" message to the EAS, indicating the successful removal.
[bookmark: _Toc85734148]5.8.2.5	Eees_ACRManagementEvent_Notify
[bookmark: _Toc85734149]5.8.2.5.1	General
This service operation is used by EES to send ACR management event notification information to the EAS.
[bookmark: _Toc85734150]5.8.2.5.2	EAS notifying ACR management events using Eees_ACRManagementEvent_Notify operation
In order to notify the ACR management event information, the EES shall send an HTTP POST message using the Notification Destination URI received during the creation or modification of subscription. The body of POST message shall include the AcrMgntEventsNotification data type as specified in clause 8.7.5.2.4.
Upon receiving the HTTP POST message, the EAS shall process the event report information and return "204 No Content" message to the EES.
[bookmark: _Toc85734151]5.9	Eees_SelectedTargetEAS Service
[bookmark: _Toc85734152]5.9.1	Service Description
The Eees_SelectedTargetEAS API, as defined in 3GPP TS 23.558 [2], allows S-EAS to declare to the S-EES about the T-EAS selected by the S-EAS.
Editor’s Note: Details about EAS security credentials, verification and authorization of Eees_SelectedTargetEAS by the EES, to be aligned with security aspects defined by SA3. 
[bookmark: _Toc85734153]5.9.2	Service Operations
[bookmark: _Toc85734154]5.9.2.1	Introduction
The service operation defined for Eees_SelectedTargetEAS API is shown in the table 5.9.2.1-1.
Table 5.9.2.1-1: Operations of the Eees_SelectedTargetEAS API
	Service operation name
	Description
	Initiated by

	Eees_SelectedTargetEAS_Declare
	This service operation is used by the S-EAS to inform the S-EES about selection of the T-EAS.
	EAS



[bookmark: _Toc85734155]5.9.2.2	Eees_SelectedTargetEAS_Declare
[bookmark: _Toc85734156]5.9.2.2.1	General
This service operation is used by S-EAS to declare the selected T-EAS information to the S-EES, as specified in 3GPP TS 23.558 [2].
[bookmark: _Toc85734157]5.9.2.2.2	S-EAS informing the S-EES about the selected T-EAS using Eees_SelectedTargetEAS_Declare operation
To declare the information about the selected T-EAS to the S-EES, the S-EAS shall send a HTTP POST message to the S-EES on the custom URI "/declare" as specified in clause 8.8.3.2. The request body of the POST message includes the information about the UE, selected EAS identifier and end point information. 
Upon receiving the HTTP POST message from the EAS, the EES shall:
1. Process the EAS request;
2. verify the identity of the EAS and check if the EAS is authorized to declare the T-EAS information;
3. if the EAS is authorized to declare T-EAS information, then the EES shall;
a.  send successful declaration response message to S-EAS;
b.  additionally, the S-EES determines the T-EES based on the declared T-EAS information and may notify the EEC using the Eees_ACREvents_Notify service operation as specified in 3GPP TS 24.558 [14].
[bookmark: _Toc85734158]5.10	Eees_EECContextPull Service
[bookmark: _Toc85734159]5.10.1	Service Description
The Eees_EECContextPull API, as defined in 3GPP TS 23.558 [2], enables EEC context relocation from S-EES to T-EES, upon request from the T-EES to S-EES.
Editor’s Note: Details about EES security credentials, verification and authorization of Eees_EECContextPull by the EES, to be aligned with security aspects defined by SA3. 
[bookmark: _Toc85734160]5.10.2	Service Operations
[bookmark: _Toc85734161]5.10.2.1	Introduction
The service operation defined for Eees_EECContextPull API is shown in the table 5.10.2.1-1.
Table 5.10.2.1-1: Operations of the Eees_EECContextPull API
	Service operation name
	Description
	Initiated by

	Eees_EECContextPull_Request
	This service operation is used by the T-EES to fetch the EEC context information from S-EES to relocate the EEC context information form S-EES to T-EES.
	EES



[bookmark: _Toc85734162]5.10.2.2	Eees_EECContextPull_Request
[bookmark: _Toc85734163]5.10.2.2.1	General
This service operation is used by T-EES to relocate the EEC context information from the S-EES, as specified in 3GPP TS 23.558 [2].
[bookmark: _Toc85734164]5.10.2.2.2	T-EES relocating EEC context information from S-EES to T-EES using Eees_EECContextPull_Request operation
Editor’s Note: Service operation description is FFS.
[bookmark: _Toc85734165]5.11	Eees_EECContextPush Service
[bookmark: _Toc85734166]5.11.1	Service Description
The Eees_EECContextPush API, as defined in 3GPP TS 23.558 [2], enables EEC context relocation from S-EES to T-EES, upon a request from the S-EES to T-EES.
Editor’s Note: Details about EES security credentials, verification and authorization of Eees_EECContextPush by the EES, to be aligned with security aspects defined by SA3. 
[bookmark: _Toc85734167]5.11.2	Service Operations
[bookmark: _Toc85734168]5.11.2.1	Introduction
The service operation defined for Eees_EECContextPush API is shown in the table 5.11.2.1-1.
Table 5.11.2.1-1: Operations of the Eees_EECContextPush API
	Service operation name
	Description
	Initiated by

	Eees_EECContextPush_Request
	This service operation is used by the S-EES to push the EEC context information to T-EES to relocate the EEC context information form S-EES to T-EES.
	EES



[bookmark: _Toc85734169]5.11.2.2	Eees_EECContextPush_Request
[bookmark: _Toc85734170]5.11.2.2.1	General
This service operation is used by S-EES to relocate the EEC context information to the T-EES, as specified in 3GPP TS 23.558 [2].
[bookmark: _Toc85734171]5.11.2.2.2	S-EES relocating EEC context information from S-EES to T-EES using Eees_EECContextPush_Request operation
Editor’s Note: Service operation description is FFS.
[bookmark: _Toc85734172]5.x	<Eees_xxx> Service
Add a copy of this clause for a new API, adding the overview of the API, Details of service operations, detailed description of each service operation. Yellow highlighted text needs to be replaced with appropriate clause number and the API, Service operation name.
[bookmark: _Toc85734173]5.x.1	Service Description
This clause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service.

[bookmark: _Toc85734174]5.x.2	Service Operations
One clause per service operation. This clause will include a description of the different service operations supported by the service.
[bookmark: _Toc85734175]5.x.2.1	Introduction
The service operation defined for <API Name – Eees_xxx> API is shown in the table 5.x.2.1-1.
Table 5.x.2.1-1: Operations of the <API Name> API
	Service operation name
	Description
	Initiated by

	
	
	


[bookmark: _Toc85734176]5.x.2.2	<Service operation 1>
[bookmark: _Toc85734177]5.x.2.2.1	General
Provide the general description of the service operation.
[bookmark: _Toc85734178]5.x.2.2.2	<Description> <Service Operation Name> operation
[bookmark: _Toc85734179]5.x.2.3	<Service operation 2>
And so on if there are more than 2 service operations to be described for the service. 

[bookmark: _Toc85734180]6	Services offered by Edge Configuration Server
[bookmark: _Toc85734181]6.1	Introduction
This clause will provide the list of Edge Configuration Server services with their respective service operations. 
The table 6.1-1 lists the Edge Configuration Server APIs below the service name. A service description clause for each API gives a general description of the related API.
Table 6.1-1: List of ECS Service APIs
	Service Name
	Service Operations
	Operation Semantics
	Consumer(s)

	Eecs_EESRegistration
	Request
	Request/Response
	EES

	
	Update
	Request/Response
	EES

	
	Deregister
	Request/Response
	EES

	Eecs_TargetEESDiscovery
	Request
	Request/Response
	EES



Table 6.1-2 summarizes the corresponding Edge Configuration Server APIs defined in this specification. 
Table 6.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	
	
	
	
	
	



[bookmark: _Toc85734182]6.2	Eecs_EESRegistration Service  
[bookmark: _Toc85734183]6.2.1	Service Description
The Eecs_EESRegistration API, as defined in 3GPP TS 23.558 [2], allows an Edge Enabler Server via Eecs interface to register, update its registration and deregister at a given Edge Configuration Server.
Editor’s Note: Details about EES security credentials, verification and authorization of Eecs_EESRegistration Request, Update and Delete, by the ECS, to be aligned with security aspects defined by SA3
[bookmark: _Toc85734184]6.2.2	Service Operations
[bookmark: _Toc85734185]6.2.2.1	Introduction
The service operation defined for Eecs_EESRegistration API is shown in the table 6.2.2.1-1.
Table 6.2.2.1-1: Operations of the Eecs_EESRegistration API
	Service operation name
	Description
	Initiated by

	Eecs_EESRegistraiton_Request
	This service operation is used by the EES to register itself to a given ECS. 
	EES

	Eecs_EESRegistraiton_Update
	This service operation is used by the EES to update its registration information at ECS.
	EES

	Eecs_EESRegistraiton_Deregister
	This service operation is used by the EES to deregister itself from a given ECS.
	EES



[bookmark: _Toc85734186]6.2.2.2	Eecs_EESRegistration_Request
[bookmark: _Toc85734187]6.2.2.2.1	General
This service operation is used by EES to register itself to a given ECS.
[bookmark: _Toc85734188]6.2.2.2.2	EES registering to ECS using Eecs_EESRegistration_Request operation
To register itself as an Edge Enabler Server at the ECS, the EES shall send an HTTP POST message to the Edge Configuration Server on the "EES Registrations" collection resource. The body of the HTTP POST message shall include the EES profile information, may include proposed expiration time for the registration, as specified in clause 9.1.2.2.3.1. 
Upon receiving the HTTP POST message from the EES, the ECS shall:
1. Process the EES registration request information;
2. verify the identity of the Edge Enabler Server and check if the EES is authorized to register itself at ECS ;
3. if the EES is authorized to register to ECS, then the ECS shall;
a.  store the EES profile and create a new resource with the EES registration information as specified in clause 9.1.2.1;
b. return the EES registration information, the resource URI of the EES registration information, in the response message. The response message may include expiration time to indicate when the EES registration will automatically expire.  
If the expiration time is provided, then to maintain the registration, the EES shall send a registration update request (as described in clause 6.2.2.3) prior to the expiration time. If the registration update request is not sent before the expiry time, then the ECS shall treat the EES as deregistered and remove the corresponding EES registration resource.
[bookmark: _Toc85734189]6.2.2.3	Eecs_EESRegistration_Update
[bookmark: _Toc85734190]6.2.2.3.1	General
This service operation is used by EES to update its registration information at a given ECS.
[bookmark: _Toc85734191]6.2.2.3.2	EES updating registration information using Eecs_EESRegistration_Update operation
To update the EES registration information at the ECS, the EES shall send a HTTP PUT or PATCH message to the Edge Configuration Server on resource URI identifying the individual EES registration resource representation, as specified in clause 9.1.2.3.3.2 for HTTP PUT message and in clause 9.1.2.3.3.4 for HTTP PATCH message. The HTTP PUT message shall replace all properties in the existing resource with the EES registration information in the request. The body of the HTTP PUT message shall include the EES profile information, may include proposed expiration time to update the registration. This request shall not replace the eesId property of the existing resource.
The HTTP PATCH message includes parameters (EES Profile, expiry time) that need to be replaced in the existing Individual EAS registration resource.  This request shall not replace the eesId property of the existing resource.
Upon receiving the HTTP PUT or PATCH message from the EES, the ECS shall:
1. check the registration update message from the EES to see if the EES is authorized to modify the requested registration resource;
2. if the EES is authorized to update the registration information and the eesId information in the request and the resource match, then the ECS shall;
a. update the resource identified by Resource URI of the EES registration information with the updated EES registration information received in the HTTP PUT or PATCH request message; 
b. return the updated EES registration information in the "200 OK" response message or respond with the "204 No Content" message indicating to the EES that the EES registration information is updated successfully. In the response message, the ECS may provide an updated expiration time to indicate to the EES when the updated registration will automatically expire.
If the expiration time is provided, then to maintain the registration, the EES shall send a registration update prior to registration expiry time. If the registration update request is not sent before the expiry time, then the ECS shall treat EES as deregistered and remove the corresponding EES registration resource.
[bookmark: _Toc85734192]6.2.2.4	Eecs_EESRegistration_Deregister
[bookmark: _Toc85734193]6.2.2.4.1	General
This service operation is used by EES to deregister itself from a given ECS.
[bookmark: _Toc85734194]6.2.2.4.2	EES deregistering from ECS using Eecs_EESRegistration_Deregister operation
To deregister itself from the ECS, the EES shall send HTTP DELETE message to the ECS, on the resource URI identifying the individual EES registration resource representation as specified in clause 9.1.2.3.3.3. Upon receiving the HTTP DELETE request, the ECS shall:
1. verify the identity of the EES and check if the EES is authorized to deregister the EES registration information;
2. if the EES is authorized to deregister the EES registration information, then the ECS shall deregister the EES profile from the ECS and delete the resource representing EES registration information.
3. return the "204 Not Content" message to the EES, indicating the successful deregistration of the EES information.
[bookmark: _Toc85734195]6.3	Eecs_TargetEESDiscovery Service
[bookmark: _Toc85734196]6.3.1	Service Description
The Eecs_TargetEESDiscovery API, as defined in 3GPP TS 23.558 [2], allows an Edge Enabler Server via Eecs interface to retrieve the target EES (T-EES) information at a given ECS.
Editor’s Note: Details about EES security credentials, verification and authorization of Eecs_TargetEESDiscovery_Request, by the ECS, to be aligned with security aspects defined by SA3
[bookmark: _Toc85734197]6.3.2	Service Operations
[bookmark: _Toc85734198]6.3.2.1	Introduction
The service operation defined for Eecs_TargetEESDiscovery API is shown in the table 6.3.2.1-1.
Table 6.3.2.1-1: Operations of the Eecs_TargetEESDiscovery API
	Service operation name
	Description
	Initiated by

	Eecs_TargetEESDiscovery_Request
	This service operation is used by the S-EES to retrieve the T-EES information. 
	EES



[bookmark: _Toc85734199]6.3.2.2	Eecs_TargetEESDiscovery_Request
[bookmark: _Toc85734200]6.3.2.2.1	General
This service operation is used by the S-EES to retrieve the T-EES information from the ECS.
[bookmark: _Toc85734201]6.3.2.2.2	EES fetching the T-EES information from the ECS using Eecs_TargetEESDiscovery_Request operation
To retrieve the T-EES information from the ECS, the S-EES shall send a HTTP GET message to the Edge Configuration Server on the "EES Profiles" collection resource as specified in clause 9.2.2.2.3.1. The S-EES includes the discovery filter information in the query parameters of the GET message, to assist the ECS to determine the T-EES that has the EAS available to serve the given AC in the UE.  The query parameters shall include identifier of the S-EES, identifier of the S-EAS and may include target DNAI, UE location information, and UE identity.
Upon receiving the HTTP GET message from the EES, the ECS shall:
1. Process the EES request information;
2. verify the identity of the Edge Enabler Server and check if the EES is authorized to retrieve the T-EES information;
3. if the EES is authorized to retrieve the T-EES information, then the ECS shall;
a. determine the T-EES(s) as per UE location information, target DNAI and S-EAS in the request. If UE location information is not included or not known to the ECS, then the ECS may fetch the UE location information from the 3GPP core network as specified in 3GPP TS 29.522 [10];
b. returns the 200 OK message including the EDN configuration and the list of T-EES(s) information to the S-EES. The list of T-EES(s) includes the endpoint information to reach the T-EES(s).
[bookmark: _Toc85734202]6.x	<Eecs_xxx> Service
Add a copy of this clause for a new API, adding the overview of the API, Details of service operations, detailed description of each service operation. Yellow highlighted text needs to be replaced with appropriate clause number and the API, Service operation name.
[bookmark: _Toc85734203]6.x.1	Service Description
This clause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service.
[bookmark: _Toc85734204]6.x.2	Service Operations
One clause per service operation. This clause will include a description of the different service operations supported by the service.
[bookmark: _Toc85734205]6.x.2.1	Introduction
The service operation defined for <API Name – Eecs_xxx> API is shown in the table 6.x.2.1-1.
Table 6.x.2.1-1: Operations of the <API Name> API
	Service operation name
	Description
	Initiated by

	
	
	


[bookmark: _Toc85734206]6.x.2.2	<Service operation 1>
[bookmark: _Toc85734207]6.x.2.2.1	General
Provide the general description of the service operation.
[bookmark: _Toc85734208]6.x.2.2.2	<Description> <Service Operation Name> operation
[bookmark: _Toc85734209]6.x.2.3	<Service operation 2>
And so on if there are more than 2 service operations to be described for the service
 

[bookmark: _Toc85734210]7	Information applicable to several APIs
This clause will provide the design aspects that are common for several APIs.
[bookmark: _Toc85734211]7.1	General
The EDGEAPP APIs as specified in this document allow secure access to the capabilities provided by the functional entities, Edge Enabler Server and Edge Configuration Server.
This document specifies the procedures triggered at different functional entities as a result of API invocation requests and event notifications. The stage-2 level requirements and signalling flows are defined in 3GPP TS 23.558 [2].
Several design aspects, as mentioned in the following clauses, are specified in 3GPP TS 29.122 [6] and referenced by this specification.
[bookmark: _Toc85734212]7.2	Data Types
[bookmark: _Toc85734213]7.2.1	General
This clause defines structured data types, simple data types and enumerations that are applicable to several APIs defined in the present specification and can be referenced from data structures defined in the subsequent clauses. 
In addition, data types that are defined in OpenAPI 3.0.0 Specification [3] can also be referenced from data structures defined in the subsequent clauses.
NOTE:	As a convention, data type’s names in the present specification are with an upper-case letter in the beginning. Parameters are with a lower-case letter in the beginning. As an exception, data types that are also defined in OpenAPI 3.0.0 Specification [3] can use a lower-case case letter in the beginning for consistency.
Table 7.2.1-1 specifies data types re-used by APIs in this specification from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the APIs of this specification. 
Table 7.2.1-1: Re-used Data Types
	Data type
	Reference
	Comments

	Uri
	3GPP TS 29.122 [6]
	


[bookmark: _Toc85734214]7.2.2	Referenced structured data types
Table 7.2.2-1 lists structured data types defined in this specification referenced by multiple services: 
Table 7.2.2-1: Referenced Structured Data Types
	Data type
	Reference
	Description

	
	
	



[bookmark: _Toc85734215]7.2.3	Referenced simple data types and enumerations
Following simple data types defined in Table 7.2.3-1 are applicable to several APIs in this document:
Table 7.2.3-1: Simple data types applicable to several APIs
	Type name
	Reference
	Description

	
	
	



[bookmark: _Toc85734216]7.3	Usage of HTTP
For all the APIs in this document, the usage of HTTP shall be as specified in clause 5.2.2 of 3GPP TS 29.122 [6], with the clarification that SCA/AS is the functional entity invoking an EDGEAPP API.
Editor’s note: Usage of HTTP over TLS is based on security aspects defined by SA3.
[bookmark: _Toc85734217]7.4	Content type
The content type for the HTTP messages shall be as specified in clause 5.2.3 of 3GPP TS 29.122 [6].
[bookmark: _Toc85734218]7.5	URI structure
[bookmark: _Toc85734219]7.5.1	Resource URI structure
The resource URI structure of all the APIs specified in this document shall be as specified in clause 5.2.4 of 3GPP TS 29.122 [6]. 
[bookmark: _Toc85734220]7.5.2	Custom operations URI structure
The custom operation definition is in Annex C of 3GPP TS 29.501 [5].
The URI of a custom operation which is associated with a resource shall have the following structure:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>/<custOpName>
Custom operations can also be associated with the service instead of a resource. The URI of a custom operation which is not associated with a resource shall have the following structure:
{apiRoot}/<apiName>/<apiVersion>/<custOpName>
In the above URI structures, "apiRoot", "apiName", "apiVersion" and "apiSpecificResourceUriPart" are as defined in clause 7.5.1 and "custOpName" represents the name of the custom operation as defined in clause 5.1.3.2 of 3GPP TS 29.501 [5].
[bookmark: _Toc85734221]7.6	Notifications
The functional entities 
-	shall support the delivery of notifications using a separate HTTP connection towards an address; 
-	may support testing delivery of notifications; and
-	may support the delivery of notification using WebSocket protocol (see IETF RFC 6455 [7]),
as described in 3GPP TS 29.122 [6], with the following clarifications:
-	the SCEF is EES for Eees APIs; and
-	the SCS/AS is the Subscriber entity invoking an EDGEAPP API.
Editor’s Note: Applicability of notifications clause for ECS entity to be aligned if Eecs APIs support subscribe/notify type of service operation. 
[bookmark: _Toc85734222]7.7	Error handling
Response bodies for error handling, as described in 3GPP TS 29.122 [6], are applicable to all APIs in the present specification unless specified otherwise, with the following clarifications:
-	the SCEF is EES for Eees APIs or ECS for Eecs APIs ; and
-	the SCS/AS is the functional entity invoking an EDGEAPP API
[bookmark: _Toc85734223]7.8 	Feature negotiation
The functional entity invoking an API (i.e. the EAS server) and the EDGEAPP server use feature negotiation procedures defined in 3GPP TS 29.122 [6] to negotiate the supported features, with the following clarifications:
-	description of the SCEF applies to the EES for Eees APIs or ECS for Eecs APIs; and
-	description of the SCS/AS applies to the functional entity invoking an EDGEAPP API.
[bookmark: _Toc85734224]7.9	HTTP headers
The HTTP headers described in 3GPP TS 29.122 [6] are applicable to all APIs in this document.
[bookmark: _Toc85734225]7.10	Conventions for Open API specification files
The conventions for Open API specification files as specified in clause 5.2.9 of 3GPP TS 29.122 [6] shall be applicable for all APIs in this document.
[bookmark: _Toc85734226]8	Edge Enabler Server API Definitions
This clause will provide the definitions of all the EdgeApp APIs from EES.
[bookmark: _Toc85734227]8.1	Eees_EASRegistration API
[bookmark: _Toc85734228]8.1.1	API URI
The Eees_EASRegistration service shall use the Eees_EASRegistration API.
The request URIs used in HTTP requests from the Edge Application Server towards the Edge Enabler Server shall have the Resource URI structure as defined in clause 7.5 with the following clarifications:
-	The <apiName> shall be "eees-easregistration".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 8.1.2.
[bookmark: _Toc85734229]8.1.2	Resources
[bookmark: _Toc85734230]8.1.2.1	Overview


Figure 8.1.2.1-1: Resource URI structure of the Eees_EASRegistration API
Table 8.1.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 8.1.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	EAS Registrations
	/registrations
	POST
	Registers a new EAS at the Edge Enabler Server.

	Individual EAS Registration
	/registrations/{registrationId}
	GET
	Fetch an individual EAS registration resource.

	
	
	PUT
	Fully replace an individual EAS registration resource.

	
	
	DELETE
	Remove an individual EAS registration resource.

	
	
	PATCH
	Partially update an individual EAS registration resource.



Editor’s Note: It is FFS, to obtain the EAS registration information from the "EAS Registrations" collection resource. 
Editor’s Note: Inclusion of the EAS identifier in the resource URI structure is FFS. 
[bookmark: _Toc85734231]8.1.2.2	Resource: EAS Registrations
[bookmark: _Toc85734232]8.1.2.2.1	Description
This resource represents all the Edge Application Servers that are registered at a given Edge Enabler Server.
[bookmark: _Toc85734233]8.1.2.2.2	Resource Definition
Resource URI: {apiRoot}/eees-easregistration/<apiVersion>/registrations
This resource shall support the resource URI variables defined in the table 8.1.2.2.2-1.
Table 8.1.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.1.1



[bookmark: _Toc85734234]8.1.2.2.3	Resource Standard Methods
[bookmark: _Toc85734235]8.1.2.2.3.1	POST
This method shall support the URI query parameters specified in table 8.1.2.2.3.1-1.
Table 8.1.2.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.1.2.2.3.1-2 and the response data structures and response codes specified in table 8.1.2.2.3.1-3.
Table 8.1.2.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	EASRegistration
	M
	1
	EAS registration request information.



Table 8.1.2.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	EASRegistration
	M
	1
	201 Created
	EAS information is registered successfully at EES. EAS information registered with EES is provided in the response body.

The URI of the created resource shall be returned in the “Location” HTTP header.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.1.2.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.1.2.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location 
	String
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/eees-easregistration/<apiVersion>/registrations/{registrationId}



Table 8.1.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734236]8.1.2.2.4		Resource Custom Operations
None.
[bookmark: _Toc85734237]8.1.2.3	Resource: Individual EAS Registration
[bookmark: _Toc85734238]8.1.2.3.1	Description
This Individual EAS Registration resource represents an individual EAS registered at a given Edge Enabler Server.
[bookmark: _Toc85734239]8.1.2.3.2	Resource Definition
Resource URI: {apiRoot}/eees-easregistration/<apiVersion>/registrations/{registrationId}
This resource shall support the resource URI variables defined in the table 8.1.2.3.2-1.
Table 8.1.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.1.1

	registrationId
	string
	The EAS registration identifier.



[bookmark: _Toc85734240]8.1.2.3.3	Resource Standard Methods
[bookmark: _Toc85734241]8.1.2.3.3.1	GET
This method retrieves the EAS information registered at Edge Enabler Server. This method shall support the URI query parameters specified in table 8.1.2.3.3.1-1.
Table 8.1.2.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.1.2.3.3.1-2 and the response data structures and response codes specified in table 8.1.2.3.3.1-3.
Table 8.1.2.3.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.1.2.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	EASResgistration
	M
	1
	200 OK
	The EAS registration information at the Edge Enabler Server. 

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.1.2.3.3.1-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.1.2.3.3.1-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.1.2.3.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734242]8.1.2.3.3.2	PUT
This method updates the EAS registration information at Edge Enabler Server by completely replacing the existing registration data (except the value of "suppFeat" attribute within the EASRegistration data type, and the value of "easId" attribute within the EASProfile data type). This method shall support the URI query parameters specified in the table 8.1.2.3.3.2-1.
Table 8.1.2.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.1.2.3.3.2-2 and the response data structures and response codes specified in table 8.1.2.3.3.2-3.
Table 8.1.2.3.3.2-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	EASRegistration
	M
	1
	Details of the EAS registration information to be updated



Table 8.1.2.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	EASRegistration
	M
	1
	200 OK
	The EAS registration information updated successfully and the updated EAS registration information is returned in the response.

	NOTE:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.


Editor’s Note: It is FFS, if 204 No Content response message is applicable.
Table 8.1.2.3.3.2-4: Headers supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.1.2.3.3.2-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.1.2.3.3.2-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734243]8.1.2.3.3.3	DELETE
This method deregisters an EAS registration from the EES. This method shall support the URI query parameters specified in the table 8.1.2.3.3.3-1. 
Table 8.1.2.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.1.2.3.3.3-2 and the response data structures and response codes specified in table 8.1.2.3.3.3-3.
Table 8.1.2.3.3.3-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP DELETE message is FFS and to be updated based on security aspects defined by SA3.
Table 8.1.2.3.3.3-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	The individual EAS registration information matching the registrationId is deleted.

	NOTE:	The manadatory HTTP error status code for the DELETE method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.1.2.3.3.3-4: Headers supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.1.2.3.3.3-5: Headers supported by the 204 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.1.2.3.3.3-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734244]8.1.2.3.3.4	PATCH
This method partially updates the EAS registration information (except the easId) at Edge Enabler Server. This method shall support the URI query parameters specified in the table 8.1.2.3.3.4-1.
Table 8.1.2.3.3.4-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.1.2.3.3.4-2 and the response data structures and response codes specified in table 8.1.2.3.3.4-3.
Table 8.1.2.3.3.4-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	EASRegistrationPatch
	M
	1
	Details of the EAS registration information to be updated



Table 8.1.2.3.3.4-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	EASRegistration
	M
	1
	200 OK
	The Individual EAS registration information was updated successfully and the updated EAS registration information is returned in the response.

	n/a
	
	
	204 No Content
	The Individual EAS registration information was updated successfully.

	NOTE:	The mandatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.1.2.3.3.4-4: Headers supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.1.2.3.3.4 -5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.1.2.3.3.4 -6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734245]8.1.2.3.4		Resource Custom Operations
None.
[bookmark: _Toc85734246]8.1.3	Custom Operations without associated resources
None.
[bookmark: _Toc85734247]8.1.4	Notifications
None.
[bookmark: _Toc85734248]8.1.5	Data Model
[bookmark: _Toc85734249]8.1.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.1.5.1-1 specifies the data types defined specifically for the Eees_EASRegistration API service.
Table 8.1.5.1-1: Eees_EASRegistration API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	EASRegistration
	8.1.5.2.2
	The EAS registration information on EES.
	

	EASProfile
	8.1.5.2.3
	The profile information related to the EAS in the EASRegistration data type.
	

	EASServiceKPI
	8.1.5.2.4
	Service characteristics provided by EAS, captured in EAS profile information. 
	

	EndPoint
	8.1.5.2.5
	The end point information of the Edge Application Server in the EAS profile.
	

	EASRegistrationPatch
	8.1.5.2.6
	To partially update the EAS Registration information.
	



Table 8.1.5.1-2 specifies data types re-used by the Eees_EASRegistration API service. 
Table 8.1.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features defined in table 8.1.7-1.
	

	DateTime
	3GPP TS 29.122 [6]
	Used to capture the expiration time of EAS registration.
	

	DateTimeRm
	3GPP TS 29.571 [8]
	Used to capture the expiration time EAS registration patch.
	

	ScheduledCommunicationTime
	3GPP TS 29.122 [6]
	Used to define the schedule of EAS availability. 
	

	RouteToLocation
	3GPP TS 29.571 [8]
	Used to define the DNAIs associated with EAS and the corresponding N6 routing information for each EAS DNAI.
	

	DurationSec
	3GPP TS 29.122 [6]
	Duration in seconds, used to define the availability reporting period for EES to check EAS availability. 
	

	LocationArea5G
	3GPP TS 29.122 [6]
	Used to defined the geographic and topological area served by EAS.
	

	BitRate
	3GPP TS 29.571 [8]
	Used to express the connection bandwidth of EAS service KPI.
	

	Ipv4Addr
	3GPP TS 29.122 [6]
	Identifying the IPv4 address of the Edge Application Server.
	

	Ipv6Addr
	3GPP TS 29.122 [6]
	Identifying the IPv6 address of the Edge Application Server.
	

	ServiceArea
	Clause 9.1.5.2.5
	Represents the topological and geographical service area information of the EAS.
	

	Uinteger
	3GPP TS 29.571 [8]
	Used to express the maximum response time of EAS service KPI.
	



[bookmark: _Toc85734250]8.1.5.2	Structured data types
[bookmark: _Toc85734251]8.1.5.2.1	Introduction
[bookmark: _Toc85734252]8.1.5.2.2	Type: EASRegistration
Table 8.1.5.2.2-1: Definition of type EASRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	easProf
	EASProfile
	M
	1
	The profile information of the EAS. 
	

	expTime
	DateTime
	O
	0..1
	Identifies the expiration time for the EAS registration. If the expiration time is not present, then it indicates that the registration of EAS never expires.
	

	suppFeat
	SupportedFeatures
	O
	0..1
	Used to negotiate the supported optional features of the API as described in clause 7.8.
This attribute shall be provided in the HTTP POST request and in the response of successful resource creation.
	



Editor’s Note: The data model to be updated with security credentials information, based on security aspects defined by SA3.

[bookmark: _Toc85734253]8.1.5.2.3	Type: EASProfile
Table 8.1.5.2.3-1: Definition of type EASProfile
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	easId
	string
	M
	1
	The identifier of the EAS
	

	endPt
	EndPoint
	M
	1
	Endpoint information (URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.
	

	acIds
	array(string)
	O
	1..N
	Identities of the Application Clients that can be served by the EAS
	

	provId
	string
	O
	0..1
	Identifier of the ASP that provides the EAS.
	

	type
	string
	O
	0..1
	The category or type of EAS.
	

	scheds
	array(ScheduledCommunicationTime)
	O
	1..N
	The availability schedule of the EAS.
	

	svcArea
	ServiceArea
	O
	0..1
	The list of geographical and topological areas that the EAS serves. ACs in the UE that are outside the area shall not be served.
	

	svcKpi
	EASServiceKPI
	O
	0..1
	Service characteristics provided by the EAS. 
	

	permLvl
	array(string)
	O
	1..N
	Level of service permissions supported by the EAS. 
	

	easFeats
	array(string)
	O
	1..N
	Service features supported by the EAS.
	

	svcContSupp
	array(ACRScenario)
	O
	1..N
	The ACR scenarios supported by the EAS for service continuity. If this attribute is not present, then the EAS does not support service continuity.
	

	appLocs
	array(RouteToLocation)
	O
	1..N
	List of DNAI(s) and the corresponding N6 traffic routing information/routing profile ID, associated with the EAS.

It is a subset of the DNAI(s) associated with the EDN where the EAS resides.
	

	avlRep
	DurationSec
	O
	0..1
	The period indicating to the EES, how often the EES needs to check the EAS's availability after a successful registration.
	

	status
	string
	O
	0..1
	EAS status (e.g. Enabled, Disabled etc.)
	



Editor’s Note: The data type definitions for the attributes, type, permLvl, easFeats, status are FFS.
Editor’s Note: The inclusion of service APIs information in the EAS profile and its usage is FFS.
[bookmark: _Toc85734254]8.1.5.2.4	Type: EASServiceKPI
Table 8.1.5.2.4-1: Definition of type EASServiceKPI
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	maxReqRate
	string
	O
	0..1
	Maximum request rate from the Application Client supported by the EAS.
	

	maxRespTime
	Uinteger
	O
	0..1
	The maximum response time, in the units of milliseconds, advertised for the AC’s service requests. This includes the round trip time of the request and response packet, the processing time at the EAS and time required by EAS to consume any 3GPP core network capabilities.
	

	avail
	string
	O
	0..1
	Advertised percentage of time the server is available for the AC's use.
	

	avlComp
	string
	O
	0..1
	The maximum compute resource available for the AC.
	

	avlGraComp
	string
	O
	0..1
	The maximum graphical compute resource available for the AC.
	

	avlMem
	string
	O
	0..1
	The maximum memory resource available for the AC.
	

	avlStrg
	string
	O
	0..1
	The maximum storage resource available for the AC.
	

	connBand
	BitRate
	O
	0..1
	The connection bandwidth in Kbit/s advertised for the AC's use.
	


Editor’s Note: The data type definitions for the attributes in EASServiceKPI data type are FFS.
[bookmark: _Toc85734255]8.1.5.2.5	Type: EndPoint
Table 8.1.5.2.5-1: Definition of type EndPoint
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	qdn
	string
	O
	0..1
	Fully Qualified Domain Name of the Edge server. (NOTE)
	

	ipv4Addrs
	array(Ipv4Addr)
	O
	1..N
	IPv4 addresses of the Edge server. (NOTE)
	

	Ipv6Addrs
	array(Ipv6Addr)
	O
	1..N
	IPv6 addresses of the Edge server. (NOTE)
	

	NOTE: At least one of the addressing parameters (fqdn, ipv4Addrs, ipv6Addrs attributes) shall be included.


Editor’s Note: Whether URI information should be part of EndPoint Data type is FFS.
[bookmark: _Toc85734256]8.1.5.2.6	Type: EASRegistrationPatch
Table 8.1.5.2.6-1: Definition of type EASRegistrationPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	easProf
	EASProfile
	O
	0..1
	The profile information of the EAS. 
	

	expTime
	DateTimeRm
	O
	0..1
	Identifies the expiration time for the EAS registration. If the expiration time is not present, then it indicates that the registration of EAS never expires.
	



[bookmark: _Toc85734257]8.1.5.3	Simple data types and enumerations
None.
[bookmark: _Toc85734258]8.1.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc85734259]8.1.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 8.1.7-1 lists the supported features for Eees_EASRegistration API.
Table 8.1.7-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc85734260]8.2	Eees_UELocation API
[bookmark: _Toc85734261]8.2.1	API URI
The Eees_UELocation service shall use the Eees_UELocation API.
The request URIs used in HTTP requests from the Edge Application Server towards the EES shall have the Resource URI structure as defined in clause 7.5 with the following clarifications:
-	The <apiName> shall be "eees-uelocation".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 8.2.2.
[bookmark: _Toc85734262]8.2.2	Resources
[bookmark: _Toc85734263]8.2.2.1	Overview


Figure 8.2.2.1-1: Resource URI structure of the Eees_UELocation API
Table 8.2.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 8.2.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Location Information Subscriptions
	/subscriptions
	POST
	Creates a subscription for continuous reporting of UE(s) location information to the EAS.

	Individual Location Information Subscription
	/subscriptions/{subscriptionId}
	GET
	Retrieves the Individual location information subscription information identified by subscriptionId. 

	
	
	PATCH
	Updates the Individual location information subscription identified by subscriptionId.

	
	
	PUT
	Updates the Individual location information subscription identified by subscriptionId.

	
	
	DELETE
	Removes the Individual location information subscription identified by subscriptionId.



[bookmark: _Toc85734264]8.2.2.2	Resource: Location Information Subscriptions
[bookmark: _Toc85734265]8.2.2.2.1	Description
This resource represents all location information subscriptions at a given EES.
[bookmark: _Toc85734266]8.2.2.2.2	Resource Definition
Resource URI: {apiRoot}/eees-uelocation/<apiVersion>/subscriptions
This resource shall support the resource URI variables defined in the table 8.2.2.2.2-1.
Table 8.2.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.2.1



[bookmark: _Toc85734267]8.2.2.2.3	Resource Standard Methods
[bookmark: _Toc85734268]8.2.2.2.3.1	POST
This method creates the location information subscription at the EES for continuous reporting of UE(s) location information. This method shall support the URI query parameters specified in the table 8.2.2.2.3.1-1.
Table 8.2.2.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.2.2.2.3.1-2 and the response data structures and response codes specified in table 8.2.2.2.3.1-3.
Table 8.2.2.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	LocationSubscription
	M
	1
	Create a new location information subscription.


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP POST message is FFS and to be updated based on security aspects defined by SA3

Table 8.2.2.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	LocationSubscription
	M
	1
	201 Created
	The individual location information subscription resource created successfully. The information about the confirmed subscription at the EES is provided in the response body.

The URI of the created resource shall be retruned in the “Location” HTTP header.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.2.2.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.2.2.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location 
	String
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/eees-uelocation/<apiVersion>/subscriptions/{subscriptionId}



Table 8.2.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734269]8.2.2.2.4		Resource Custom Operations
None.
[bookmark: _Toc85734270]8.2.2.3	Resource: Individual Location Information Subscription
[bookmark: _Toc85734271]8.2.2.3.1	Description
This resource represents the individual location information subscription of an EAS at a given EES.
[bookmark: _Toc85734272]8.2.2.3.2	Resource Definition
Resource URI: {apiRoot}/eees-uelocation/<apiVersion>/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in the table 8.2.2.3.2-1.
Table 8.2.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.2.1

	subscriptionId
	String
	Identifies an individual location information subscription.



[bookmark: _Toc85734273]8.2.2.3.3	Resource Standard Methods
[bookmark: _Toc85734274]8.2.2.3.3.1	GET
This method retrieves the location information subscription information at EES. This method shall support the URI query parameters specified in the table 8.2.2.3.3.1-1.
Table 8.2.2.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP GET message is FFS and to be updated based on security aspects defined by SA3
This method shall support the request data structures specified in table 8.2.2.3.3.1-2 and the response data structures and response codes specified in table 8.2.2.3.3.1-3.
Table 8.2.2.3.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.2.2.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	LocationSubscription
	M
	1
	200 OK
	The location information subscription information is returned by the EES.

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.2.2.3.3.1-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.2.2.3.3.1-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.2.2.3.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734275]8.2.2.3.3.2	PATCH
This method partially updates the location information subscription information at the EES. This method shall support the URI query parameters specified in the table 8.2.2.3.3.2-1.
Table 8.2.2.3.3.2-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP PATCH message is FFS and to be updated based on security aspects defined by SA3
This method shall support the request data structures specified in table 8.2.2.3.3.2-2 and the response data structures and response codes specified in table 8.2.2.3.3.2-3.
Table 8.2.2.3.3.2-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	LocationSubscriptionPatch
	M
	1
	Request to partially update the individual location information subscription matching the subscriptionId at the EES.



Table 8.2.2.3.3.2-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	LocationSubscription
	M
	1
	200 OK
	The individual Location information subscription matching the subscriptionId was modified successfully and the updated Location subscription information is returned in the response.

	n/a
	
	
	204 No Content
	The individual Location information subscription matching the subscriptionId was modified successfully.

	NOTE:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.2.2.3.3.2-4: Headers supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.2.2.3.3.2-5: Headers supported by the PATCH response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.2.2.3.3.2-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734276]8.2.2.3.3.3	PUT
This method updates the location information subscription information at the EES by completely replacing the existing subscription data (except easId, ueId, groupId). This method shall support the URI query parameters specified in the table 8.2.2.3.3.3-1.
Table 8.2.2.3.3.3-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP PUT message is FFS and to be updated based on security aspects defined by SA3
This method shall support the request data structures specified in table 8.2.2.3.3.3-2 and the response data structures and response codes specified in table 8.2.2.3.3.3-3.
Table 8.2.2.3.3.3-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	LocationSubscription
	M
	1
	Details of individual location information subscription matching the subscriptionId to be updated at the EES.



Table 8.2.2.3.3.3-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	LocationSubscription
	M
	1
	200 OK
	The individual Location information subscription matching the subscriptionId was modified successfully and the updated Location subscription information is returned in the response.

	n/a
	
	
	204 No Content
	The individual Location information subscription matching the subscriptionId was modified successfully.

	NOTE:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.2.2.3.3.3-4: Headers supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.2.2.3.3.3-5: Headers supported by the PUT response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.2.2.3.3.3-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734277]8.2.2.3.3.4	DELETE
This method removes the location information subscription information from the EES. This method shall support the URI query parameters specified in the table 8.2.2.3.3.4-1.
Table 8.2.2.3.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP DELETE message is FFS and to be updated based on security aspects defined by SA3
This method shall support the request data structures specified in table 8.2.2.3.3.4-2 and the response data structures and response codes specified in table 8.2.2.3.3.4-3.
Table 8.2.2.3.3.4-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.2.2.3.3.4-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	M
	1
	204 No Content
	The individual Location information subscription matching the subscriptionId is deleted.

	NOTE:	The manadatory HTTP error status code for the DELETE method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.2.2.3.3.4-4: Headers supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.2.2.3.3.4-5: Headers supported by the DELETE response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.2.2.3.3.4-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	




[bookmark: _Toc85734278]8.2.2.3.4		Resource Custom Operations
None.
[bookmark: _Toc85734279]8.2.3	Custom Operations without associated resources
[bookmark: _Toc65839243][bookmark: _Toc85734280]8.2.3.1	Overview
The structure of the custom operation URIs of the Eees_UELocation API is shown in Figure 8.2.3.1-1.


Figure 8.2.3.1-1: Custom operation URI structure of the Eees_UELocation API
Custom operations used for this API are summarized in table 8.2.3.1-1.
Table 8.2.3.1-1: Custom operations without associated resources
	Operation name
	Custom operation URI
	Mapped HTTP method
	Description

	Fetch
	/fetch
	POST
	Fetch an UE location information.



[bookmark: _Toc65839244][bookmark: _Toc85734281]8.2.3.2	Operation: Fetch
[bookmark: _Toc65839245][bookmark: _Toc85734282]8.2.3.2.1	Description
This custom operation allows the EAS to fetch an UE’s location information from the EES.
[bookmark: _Toc65839246][bookmark: _Toc85734283]8.2.3.2.2	Operation Definition
This operation shall support the request data structures and response codes and data structures specified in tables 8.2.3.2.2-1 and 8.2.3.2.2-2.
Table 8.2.3.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	LocationRequest
	M
	1
	Parameters to request to fetch the UE location information.



Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP POST message is FFS and to be updated based on security aspects defined by SA3.
Table 8.2.3.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	LocationInfo
	M
	1
	200 OK
	Upon success, the UE location information returned by the EES.

	NOTE:	The manadatory HTTP error status code for the POST method listed in the Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



[bookmark: _Toc85734284]8.2.4	Notifications
[bookmark: _Toc85734285]8.2.4.1	General
Table 8.2.4.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	Location Information Notification
	{notificationDestination}
	POST
	Notifies the subscriber EAS the UE(s) location information.



[bookmark: _Toc85734286]8.2.4.2	Location Information Notification
[bookmark: _Toc85734287]8.2.4.2.1	Description
Location Information Notification is used by the EES to notify an EAS with location information of UE(s). The EES shall subscribe to the location information for UE(s) via the Individual Location Information Subscription resource.
[bookmark: _Toc85734288]8.2.4.2.2	Notification definition
The POST method shall be used by the EES for the notification and the callback URI shall be the one provided by the EAS during the Location Information subscription.
Callback URI: {notificationDestination}
This method shall support the URI query parameters specified in table 8.2.4.2.2-1.
Table 8.2.4.2.2-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.2.4.2.2-2 and the response data structures and response codes specified in table 8.2.4.2.2-3.
Table 8.2.4.2.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	LocationNotification
	M
	1
	Notification of UE(s) location information.



Table 8.2.4.2.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



[bookmark: _Toc85734289]8.2.5	Data Model
[bookmark: _Toc85734290]8.2.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.2.5.1-1 specifies the data types defined specifically for the Eees_UELocation API service.
Table 8.2.5.1-1: Eees_UELocation API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	LocationSubscription
	8.2.5.2.2
	Represents the location information subscription.
	

	LocationSubscriptionPatch
	8.2.5.2.3
	Used to request the partial update of location information subscription. 
	

	LocationNotification
	8.2.5.2.4
	UE location information notification from EES to EAS. 
	

	LocationEvent
	8.2.5.2.5
	Location information related an Individual UE.
	

	LocationRequest
	8.2.5.2.6
	UE location information request 
	



Table 8.2.5.1-2 specifies data types re-used by the Eees_UELocation API service. 
Table 8.2.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Gpsi
	3GPP TS 29.571 [8]
	Used to identify the UE in the query parameter, for which location information is queried. 
	

	LocationQoS
	3GPP TS 29.572 [11]
	Used to indicate the location quality of service, of the location information queried. 
	

	LocationInfo
	3GPP TS 29.122 [6]
	The location information related to the UE .
	

	DateTime
	3GPP TS 29.122 [6]
	Used to capture the expiration time of EAS subscription for location information reporting.
	

	ReportingInformation
	3GPP TS 29.523 [13]
	Used to indicate the reporting requirement, only the following information are applicable:
-	immRep
-	notifMethod
-	maxReportNbr
-	monDur
-	repPeriod
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features.
	

	TestNotification
	3GPP TS 29.122 [6]
	Following differences apply:
-	The SCEF is the EES; and
-	The SCS/AS is the subscribing EAS.
	

	Uri
	3GPP TS 29.122 [6]
	
	

	WebsockNotifConfig
	3GPP TS 29.122 [6]
	Following differences apply:
-	The SCEF is the EES; and
-	The SCS/AS is the subscribing EAS.
	

	UeMobilityExposure
	3GPP TS 29.522 [10]
	The predictive location information related to the UE,
	

	GroupId
	3GPP TS 29.571 [8]
	Used to present the internal group identifier in location subscription.
	

	ExternalGroupId
	3GPP TS 29.571 [8]
	Used to present the external group identifier in location subscription.
	

	Accuracy
	3GPP TS 29.122 [6]
	Used by EAS to indicate the desired granularity of the requested location information.
	



[bookmark: _Toc85734291]8.2.5.2	Structured data types
[bookmark: _Toc85734292]8.2.5.2.1	Introduction
[bookmark: _Toc85734293]8.2.5.2.2	Type: LocationSubscription
Table 8.2.5.2.2-1: Definition of type LocationSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	easId
	string
	M
	1
	Identifier of the EAS subscribing for location information report.
	

	ueId
	Gpsi
	O
	0..1
	Identifier of the UE for which the location information reporting is subscribed for. (NOTE)
	

	intGrpId
	GroupId
	O
	0..1
	The internal group identifier, identifying the group of UEs for which the location information reporting is subscribed for. (NOTE)
	

	extGrpId
	ExternalGroupId
	O
	0..1
	The external group identifier, identifying the group of UEs for which the location information reporting is subscribed for. (NOTE)
	

	expTime
	DateTime
	O
	0..1
	Indicates the expiration time of the subscription. If the expiration time is not present, then it indicates that the EAS subscription never expires.
	

	locGran
	Accuracy
	O
	0..1
	Indicates the format of the location information that the EAS supports. EAS wishes to receive the location information report from the EES in the indicated format.
	

	locQos
	LocationQoS
	O
	0..1
	Indicates the location QoS as specified in 3GPP TS 29.572 [11].
	

	eventReq
	ReportingInformation
	O
	0..1
	Represents the reporting requirements of the location information event subscription.
	

	notificationDestination
	Uri
	O
	1
	URI where the location information notification should be delivered to. This attribute shall be present in HTTP POST message to EES.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by Subscriber to request the EES to send a test notification as defined in clause 7.6. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in clause 7.6.
	Notification_websocket

	suppFeat
	SupportedFeatures
	O
	0..1
	Used to negotiate the supported optional features of the API as described in clause 7.8.
This attribute shall be provided in the HTTP POST request and in the response of successful resource creation.
	

	NOTE:	Only one of UE Identifier (ueId), Internal group identifier (intGrpId), and External group identifier (extGrpId) shall be included.



NOTE:	To protect the privacy of the user, the MSISDN can be used as GPSI only after obtaining user’s consent.
Editor’s Note: It is FFS, support of civic address format by locGran attribute.
[bookmark: _Toc85734294]8.2.5.2.3	Type: LocationSubscriptionPatch
Table 8.2.5.2.3-1: Definition of type LocationSubscriptionPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventReq
	ReportingInformation
	O
	0..1
	The reporting requirements of the location information event subscription to be updated.
	

	expTime
	DateTime
	O
	0..1
	Indicates the proposed expiration time of the subscription.
	

	notificationDestination
	Uri
	O
	1
	Updated URI where the location information notification should be delivered to.
	

	locGran
	Accuracy
	O
	0..1
	Updated format of the location information that the EAS supports.
	

	locQos
	LocationQoS
	O
	0..1
	Updated location QoS, as specified in 3GPP TS 29.572 [11].
	



[bookmark: _Toc85734295]8.2.5.2.4	Type: LocationNotification
Table 8.2.5.2.4-1: Definition of type LocationNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subId
	string
	M
	1
	String identifying the individual Location information subscription for which the location notification is delivered.
	

	locEvs
	array(LocationEvent)
	M
	1..N
	List of notifications that include the location information of the UE(s). 
	



[bookmark: _Toc85734296]8.2.5.2.5	Type: LocationEvent
Table 8.2.5.2.5-1: Definition of type LocationEvent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ueId
	Gpsi
	M
	1
	Identifier of the UE for which the location information is reported.
	

	locInf
	LocationInfo
	C
	0..1
	Actual Location information of the UE. (NOTE)
	

	locInfPred
	UeMobilityExposure
	C
	0..1
	Predictive location information of the UE. (NOTE)
	

	NOTE:	Only one of “locInf” or “locInfPred” shall be included.



[bookmark: _Toc85734297]8.2.5.2.6	Type: LocationRequest
Table 8.2.5.2.6-1: Definition of type LocationRequest
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ueId
	Gpsi
	M
	1
	Identifier of the UE for which the location information is requested.
	

	gran
	Accuracy
	O
	0..1
	Format in which the location information is requested by the EAS.
	

	locQos
	LocationQoS
	O
	0..1
	Indicates the location quality of service of the requested location information.
	



[bookmark: _Toc85734298]8.2.5.3	Simple data types and enumerations
None. 
[bookmark: _Toc85734299]8.2.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc85734300]8.2.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 8.2.7-1 lists the supported features for Eees_UELocation API.
Table 8.2.7-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	Notification_test_event
	Testing of notification connection is supported according to clause 7.6.

	2
	Notification_websocket
	The delivery of notifications over Websocket is supported according to clause 7.6. This feature requires that the Notification_test_event feature is also supported.



[bookmark: _Toc85734301]8.3	Eees_UEIdentifier API
[bookmark: _Toc85734302]8.3.1	API URI
The Eees_UEIdentifier service shall use the Eees_UEIdentifier API.
The request URIs used in HTTP requests from the Edge Application Server towards the Edge Enabler Server shall have the Resource URI structure as defined in clause 7.5 with the following clarifications:
-	The <apiName> shall be "eees-ueidentifier".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 8.3.2.
[bookmark: _Toc85734303]8.3.2	Resources
[bookmark: _Toc85734304]8.3.2.1	Overview


Figure 8.3.2.1-1: Resource URI structure of the Eees_UEIdentifier API
Table 8.3.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 8.3.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Identifier Information of UEs
	/ue-identifier
	n/a
	

	
	/ue-identifier/fetch
	fetch
(POST)
	Fetch the identifier of an UE.


 Editor’s Note: It is FFS, usage of GET method on Identifier Information of UEs resource or custom operation without resource, to fetch the UE identifier, is based on clarification from CT4.
[bookmark: _Toc85734305]8.3.2.2	Resource: Identifier Information of UEs
[bookmark: _Toc85734306]8.3.2.2.1	Description
This resource represents identifiers information of all the UEs at a given Edge Enabler Server.
[bookmark: _Toc85734307]8.3.2.2.2	Resource Definition
Resource URI: {apiRoot}/eees-ueidentifier/<apiVersion>/ue-identifier
This resource shall support the resource URI variables defined in the table 8.3.2.2.2-1.
Table 8.3.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.3.1



[bookmark: _Toc85734308]8.3.2.2.3	Resource Standard Methods
None. 
[bookmark: _Toc85734309]8.3.2.2.4		Resource Custom Operations
[bookmark: _Toc85734310]8.3.2.2.4.1		Overview
Table 8.3.2.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	Fetch
	/fetch
	POST
	Fetch an UE identifier.



[bookmark: _Toc85734311]8.3.2.2.4.2		Operation: Fetch
[bookmark: _Toc85734312]8.3.2.2.4.2.1	Description
This custom operation allows the EAS to fetch an UE’s identifier, which is UE ID as specified in 3GPP TS 23.558 [2], from the EES for a given UE information.
[bookmark: _Toc85734313]8.3.2.2.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 8.3.2.2.4.2.2-1 and the response data structure and response codes specified in table 8.3.2.2.4.2.2-2.
Table 8.3.2.2.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	UserInformation
	M
	1
	Information about the User or the UE, available at the EAS.


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP POST message is FFS and to be updated based on security aspects defined by SA3.
Table 8.3.2.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	Gpsi
	M
	1
	200 OK
	The UE Identifier (UE ID), returned by the Edge Enabler Server.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



NOTE:	To protect the privacy of the user, the MSISDN can be used as GPSI only after obtaining user’s consent.
[bookmark: _Toc85734314]8.3.3	Custom Operations without associated resources

[bookmark: _Toc85734315]8.3.4	Notifications
None.
[bookmark: _Toc85734316]8.3.5	Data Model
[bookmark: _Toc85734317]8.3.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.3.5.1-1 specifies the data types defined specifically for the Eees_UEIdentifier API service.
Table 8.3.5.1-1: Eees_UEIdentifier API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	UserInformation
	8.3.5.2.2
	Information about the User or the UE, that used by EES to determine the UE identifier. 
	



Table 8.3.5.1-2 specifies data types re-used by the Eees_UEIdentifier API service. 
Table 8.3.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Gpsi
	3GPP TS 29.571 [8]
	Used to identify the UE in the query parameter, for which location information is queried. 
	

	Ipv4Addr
	3GPP TS 29.122 [6]
	Identifying the IPv4 address of the UE.
	

	Ipv6Addr
	3GPP TS 29.122 [6]
	Identifying the IPv6 address of the UE.
	



[bookmark: _Toc85734318]8.3.5.2	Structured data types
[bookmark: _Toc85734319]8.3.5.2.1	Introduction
[bookmark: _Toc85734320]8.3.5.2.2	Type: UserInformation
Table 8.3.5.2.2-1: Definition of type UserInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acr
	String
	O
	0..1
	Anonymous Customer Reference as specified in OMA. (NOTE)
	

	ipv4Addr
	Ipv4Addr
	O
	0..1
	IPv4 address of the UE. (NOTE)
	

	Ipv6Addr
	Ipv6Addr
	O
	0..1
	IPv6 address of the UE. (NOTE)
	

	NOTE: Only one of the parameters (acr, ipv4Addr, ipv6Addr) shall be included.


Editor’s Note: The definition of UserInformation data type is FFS and to be aligned with the SA2 defined service on fetching UE Identifier.
Editor’s Note: Reference to "acr" attribute details is FFS and to be updated based on the alignment with SA2 defined service for fetching UE Identifier.
[bookmark: _Toc85734321]8.3.5.3	Simple data types and enumerations
None
[bookmark: _Toc85734322]8.3.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc85734323]8.3.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 8.3.7-1 lists the supported features for Eees_UEIdentifier API.
Table 8.3.7-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc85734324]8.4	Eees_AppClientInformation API
[bookmark: _Toc85734325]8.4.1	API URI
The Eees_AppClientInformation service shall use the Eees_AppClientInformation API.
The request URIs used in HTTP requests from the Edge Application Server towards the EES shall have the Resource URI structure as defined in clause 7.5 with the following clarifications:
-	The <apiName> shall be "eees-appclientinformation".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 8.4.2.
[bookmark: _Toc85734326]8.4.2	Resources
[bookmark: _Toc85734327]8.4.2.1	Overview


Figure 8.4.2.1-1: Resource URI structure of the Eees_AppClientInformation API
Table 8.4.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 8.4.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Application Client Information Subscriptions
	/subscriptions
	POST
	Creates a subscription for reporting of AC information to the EAS.

	Individual Application Client Information Subscription
	/subscriptions/{subscriptionId}
	GET
	Retrieves the Individual AC information subscription information identified by subscriptionId. 

	
	
	PATCH
	Partially updates the Individual AC information subscription identified by subscriptionId.

	
	
	PUT
	Fully replaces the Individual AC information subscription identified by subscriptionId.

	
	
	DELETE
	Removes the Individual AC information subscription identified by subscriptionId.



[bookmark: _Toc85734328]8.4.2.2	Resource: Application Client Information Subscriptions
[bookmark: _Toc85734329]8.4.2.2.1	Description
This resource represents all AC information subscriptions at a given EES.
[bookmark: _Toc85734330]8.4.2.2.2	Resource Definition
Resource URI: {apiRoot}/eees-appclientinformation/<apiVersion>/subscriptions
This resource shall support the resource URI variables defined in the table 8.4.2.2.2-1.
Table 8.4.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.4.1



[bookmark: _Toc85734331]8.4.2.2.3	Resource Standard Methods
[bookmark: _Toc85734332]8.4.2.2.3.1	POST
This method creates the AC information subscription at the EES for reporting of the AC capabilities. This method shall support the URI query parameters specified in the table 8.4.2.2.3.1-1.
Table 8.4.2.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.4.2.2.3.1-2 and the response data structures and response codes specified in table 8.4.2.2.3.1-3.
Table 8.4.2.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	ACInfoSubscription
	M
	1
	Create a new AC information subscription.


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP POST message is FFS and to be updated based on security aspects defined by SA3

Table 8.4.2.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ACInfoSubscription
	M
	1
	201 Created
	The individual AC information subscription resource created successfully. The information about the confirmed subscription at the EES is provided in the response body.

The URI of the created resource shall be retruned in the “Location” HTTP header.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.4.2.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.4.2.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location 
	String
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/eees-appclientinformation/<apiVersion>/subscriptions/{subscriptionId}



Table 8.4.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734333]8.4.2.2.4		Resource Custom Operations
None.
[bookmark: _Toc85734334]8.4.2.3	Resource: Individual Application Client Information Subscription
[bookmark: _Toc85734335]8.4.2.3.1	Description
This resource represents the individual location information subscription of an EAS at a given EES.
[bookmark: _Toc85734336]8.4.2.3.2	Resource Definition
Resource URI: {apiRoot}/eees-appclientinformation/<apiVersion>/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in the table 8.4.2.3.2-1.
Table 8.4.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.4.1

	subscriptionId
	String
	Identifies an individual AC information subscription.



[bookmark: _Toc85734337]8.4.2.3.3	Resource Standard Methods
[bookmark: _Toc85734338]8.4.2.3.3.1	GET
This method retrieves the AC information subscription information at EES. This method shall support the URI query parameters specified in the table 8.4.2.3.3.1-1.
Table 8.4.2.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP GET message is FFS and to be updated based on security aspects defined by SA3
This method shall support the request data structures specified in table 8.4.2.3.3.1-2 and the response data structures and response codes specified in table 8.4.2.3.3.1-3.
Table 8.4.2.3.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.4.2.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ACInfoSubscription
	M
	1
	200 OK
	The AC information subscription information is returned by the EES.

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.4.2.3.3.1-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.4.2.3.3.1-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.4.2.3.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734339]8.4.2.3.3.2	PATCH
This method partially updates the individual AC information subscription information at the EES. This method shall support the URI query parameters specified in the table 8.4.2.3.3.2-1.
Table 8.4.2.3.3.2-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP PATCH message is FFS and to be updated based on security aspects defined by SA3
This method shall support the request data structures specified in table 8.4.2.3.3.2-2 and the response data structures and response codes specified in table 8.4.2.3.3.2-3.
Table 8.4.2.3.3.2-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	ACInfoSubscriptionPatch
	M
	1
	Request to partially update the individual AC information subscription matching the subscriptionId at the EES.



Table 8.4.2.3.3.2-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ACInfoSubscription
	M
	1
	200 OK
	The individual AC information subscription matching the subscriptionId was modified successfully and the updated AC information subscription information is returned in the response.

	n/a
	
	
	204 No Content
	The individual AC information subscription matching the subscriptionId was modified successfully.

	NOTE:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.4.2.3.3.2-4: Headers supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.4.2.3.3.2-5: Headers supported by the PATCH response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.4.2.3.3.2-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734340]8.4.2.3.3.3	PUT
This method updates the AC information subscription information at the EES by completely replacing the existing subscription data (except easId). This method shall support the URI query parameters specified in the table 8.4.2.3.3.3-1.
Table 8.4.2.3.3.3-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP PUT message is FFS and to be updated based on security aspects defined by SA3
This method shall support the request data structures specified in table 8.4.2.3.3.3-2 and the response data structures and response codes specified in table 8.4.2.3.3.3-3.
Table 8.4.2.3.3.3-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	ACInfoSubscription
	M
	1
	Details of individual AC information subscription matching the subscriptionId to be updated at the EES.



Table 8.4.2.3.3.3-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ACInfoSubscription
	M
	1
	200 OK
	The individual AC information subscription matching the subscriptionId was modified successfully and the updated AC subscription information is returned in the response.

	n/a
	
	
	204 No Content
	The individual AC information subscription matching the subscriptionId was modified successfully.

	NOTE:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.4.2.3.3.3-4: Headers supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.4.2.3.3.3-5: Headers supported by the PUT response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.4.2.3.3.3-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734341]8.4.2.3.3.4	DELETE
This method removes the AC information subscription information from the EES. This method shall support the URI query parameters specified in the table 8.4.2.3.3.4-1.
Table 8.4.2.3.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP DELETE message is FFS and to be updated based on security aspects defined by SA3
This method shall support the request data structures specified in table 8.4.2.3.3.4-2 and the response data structures and response codes specified in table 8.4.2.3.3.4-3.
Table 8.4.2.3.3.4-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.4.2.3.3.4-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	M
	1
	204 No Content
	The individual AC information subscription matching the subscriptionId is deleted.

	NOTE:	The manadatory HTTP error status code for the DELETE method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.4.2.3.3.4-4: Headers supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.4.2.3.3.4-5: Headers supported by the DELETE response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.4.2.3.3.4-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	




[bookmark: _Toc85734342]8.4.2.3.4		Resource Custom Operations
None.
[bookmark: _Toc85734343]8.4.3	Custom Operations without associated resources
None. 
[bookmark: _Toc85734344]8.4.4	Notifications
[bookmark: _Toc85734345]8.4.4.1	General
Table 8.4.4.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	AC Information Notification
	{notificationDestination}
	POST
	Notifies the subscriber EAS the AC information.



[bookmark: _Toc85734346]8.4.4.2	AC Information Notification
[bookmark: _Toc85734347]8.4.4.2.1	Description
AC Information Notification is used by the EES to notify an EAS with AC information matching the filter criteria.
[bookmark: _Toc85734348]8.4.4.2.2	Notification definition
The POST method shall be used by the EES for the notification and the callback URI shall be the one provided by the EAS during the creation or modification of Individual Application Client Information Subscription.
Callback URI: {notificationDestination}
This method shall support the URI query parameters specified in table 8.4.4.2.2-1.
Table 8.4.4.2.2-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.4.4.2.2-2 and the response data structures and response codes specified in table 8.4.4.2.2-3.
Table 8.4.4.2.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ACInfoNotification
	M
	1
	Notification of AC(s) information.



Table 8.4.4.2.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



[bookmark: _Toc85734349]8.4.5	Data Model
[bookmark: _Toc85734350]8.4.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.4.5.1-1 specifies the data types defined specifically for the Eees_AppClientInformation API service.
Table 8.4.5.1-1: Eees_AppClientInformation API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	ACInfoSubscription
	8.4.5.2.2
	Represents the AC information subscription.
	

	ACInfoSubscriptionPatch
	8.4.5.2.3
	Used to request the partial update of AC information subscription.
	

	ACFilter
	8.4.5.2.4
	Used to list the set of characteristics to discover the ACs.
	

	ACInfoNotification
	8.4.5.2.5
	AC information notification matching the filter criteria.
	

	ACInformation
	8.4.5.2.6
	Used to represent the AC information in the AC information notification.
	



Table 8.4.5.1-2 specifies data types re-used by the Eees_AppClientInformation API service. 
Table 8.4.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.122 [6]
	Used to capture the expiration time of EAS subscription for location information reporting.
	

	ReportingInformation
	3GPP TS 29.523 [13]
	Used to indicate the reporting requirement, only the following information are applicable:
-	immRep
-	notifMethod
-	maxReportNbr
-	monDur
-	repPeriod
	

	Uri
	3GPP TS 29.122 [6]
	
	

	WebsockNotifConfig
	3GPP TS 29.122 [6]
	Following differences apply:
-	The SCEF is the EES; and
-	The SCS/AS is the subscribing EAS.
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features.
	

	TestNotification
	3GPP TS 29.122 [6]
	Following differences apply:
-	The SCEF is the EES; and
-	The SCS/AS is the subscribing EAS.
	

	LocationArea5G
	3GPP TS 29.122 [6]
	Used to define the geographic and topological area.
	

	ScheduledCommunicationTime
	3GPP TS 29.122 [6]
	Used to define the operation schedule of AC.
	

	Gpsi
	3GPP TS 29.571 [8]
	Used to identify the UE in the query parameter, for which location information is queried. 
	

	ACProfile
	3GPP TS 24.558 [14]
	Used to represent the profile the information of the Application Client. 
	

	ServiceArea
	Clause 9.1.5.2.5
	Used to represent the EAS service area in ACFilters data type.
	

	ACServiceKPIs
	3GPP TS 24.558 [14]
	Used to represent the minimum and maximum AC service KPI information of the Application Client. 
	



[bookmark: _Toc85734351]8.4.5.2	Structured data types
[bookmark: _Toc85734352]8.4.5.2.1	Introduction
[bookmark: _Toc85734353]8.4.5.2.2	Type: ACInfoSubscription
Table 8.4.5.2.2-1: Definition of type ACInfoSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	easId
	string
	M
	1
	Identifier of the EAS subscribing for AC information report.
	

	acFltrs
	array(ACFilters)
	O
	1..N
	Filters to retrieve the information about particular ACs.
	

	expTime
	DateTime
	O
	0..1
	Indicates the expiration time of the subscription. If the expiration time is not present, then it indicates that the EAS subscription never expires.
	

	eventReq
	ReportingInformation
	O
	0..1
	Represents the reporting requirements of the AC information subscription. (NOTE)
	

	notificationDestination
	Uri
	M
	1
	URI where the notification on information about particular ACs should be delivered to. This attribute shall be present in HTTP POST message to EES.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by Subscriber to request the EES to send a test notification as defined in clause 7.6. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in clause 7.6.
	Notification_websocket

	suppFeat
	SupportedFeatures
	O
	0..1
	Used to negotiate the supported optional features of the API as described in clause 7.8.
This attribute shall be provided in the HTTP POST request and in the response of successful resource creation.
	

	NOTE:	The applicable values of the ReportingInformation data type are, "immRep", "notifMethod", "maxReportNbr", "monDur", "repPeriod".



[bookmark: _Toc85734354]8.4.5.2.3	Type: ACInfoSubscriptionPatch
Table 8.4.5.2.3-1: Definition of type ACInfoSubscriptionPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventReq
	ReportingInformation
	O
	0..1
	The reporting requirements of the AC information event subscription to be updated.
	

	expTime
	DateTime
	O
	0..1
	Indicates the proposed expiration time of the subscription.
	

	notificationDestination
	Uri
	O
	0..1
	Updated URI where the AC information notification should be delivered to.
	

	acFltrs
	array(ACFilters)
	O
	1..N
	Filters to retrieve the information about particular ACs.
	



[bookmark: _Toc85734355]8.4.5.2.4	Type: ACFilters
Table 8.4.5.2.4-1: Definition of type ACFilters
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acTypes
	array(string)
	O
	1..N
	List of AC types or categories to be matched.
	

	ecspIds
	array(string)
	O
	1..N
	The list of identifiers of the ECSPs associated with the EEC.
	

	acIds
	array(string)
	O
	1..N
	List of the identifiers of the AC(s) to be matched.
	

	svcArea
	ServiceArea
	O
	0..1
	EAS service area for identifying the UEs with matching expected geographical and topological location(s).
	

	maxAcKpi
	ACServiceKPIs
	O
	0..1
	Maximum value of the AC service KPIs to identify the matched ACs. The service KPI values in this attribute need to be higher than the service KPIs information of the AC profiles provided during registrations and/or discovery need to be lower.
	

	minAcKpi
	ACServiceKPIs
	O
	0..1
	Minimum value of the AC service KPIs to identify the matched ACs. The service KPI values in this attribute need to be lower than the service KPIs information of the AC profiles provided during registrations and/or discovery need to be lower. 
	

	opSchds
	array(ScheduledCommunicationTime)
	O
	1..N
	The operation schedule of the EAS to be matched with operation schedule of the AC.
	

	ueIds
	array(Gpsi)
	O
	1..N
	List of UE identifiers hosting the AC.
	

	locInfs
	LocationArea5G
	O
	0..1
	List of location(s) of the UE(s) hosting the AC.
	



[bookmark: _Toc85734356]8.4.5.2.5	Type: ACInfoNotification
Table 8.4.5.2.5-1: Definition of type ACInfoNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subId
	string
	M
	1
	String identifying the individual AC information subscription for which the AC information notification is delivered.
	

	acInfs
	array(ACInformation)
	M
	1..N
	List of notifications that include the information of the ACs matching the filter criteria. 
	



[bookmark: _Toc85734357]8.4.5.2.6	Type: ACInformation
Table 8.4.5.2.6-1: Definition of type ACInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acProfs
	array(ACProfile)
	M
	1
	List of ACs profile information.
	

	ueIds
	array(Gpsi)
	O
	1..N
	List of UE identifiers hosting the ACs.
	

	ueLocInfs
	LocationArea5G
	O
	0..1
	Location information of the UEs hosting the AC.
	



[bookmark: _Toc85734358]8.4.5.3	Simple data types and enumerations
None. 
[bookmark: _Toc85734359]8.4.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc85734360]8.4.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 8.4.7-1 lists the supported features for Eees_AppClientInformation API.
Table 8.4.7-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	Notification_test_event
	Testing of notification connection is supported according to clause 7.6.

	2
	Notification_websocket
	The delivery of notifications over Websocket is supported according to clause 7.6. This feature requires that the Notification_test_event feature is also supported.



[bookmark: _Toc65839228][bookmark: _Toc85734361]8.5	Eees_SessionWithQoS API
[bookmark: _Toc65839229][bookmark: _Toc85734362]8.5.1	API URI
[bookmark: _Toc65839230]The Eees_SessionWithQoS service shall use the Eees_SessionWithQoS API.
The request URIs used in HTTP requests from the Edge Application Server towards the Edge Enabler Server shall have the Resource URI structure as defined in clause 7.5 with the following clarifications:
-	The <apiName> shall be "eees-session-with-qos".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 8.5.2.
[bookmark: _Toc85734363]8.5.2	Resources
[bookmark: _Toc65839231][bookmark: _Toc85734364]8.5.2.1	Overview


Figure 8.5.2.1-1: Resource URI structure of the Eees_SessionWithQoS API
Table 8.5.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 8.5.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Sessions with QoS
	/sessions
	POST
	Create a new individual Session with QoS

	
	
	GET
	Read all subscription resources for given EAS.

	Individual Session with QoS
	/sessions/{sessionId}
	PUT
	Fully replace an existing Individual Session with QoS resource identified by a sessionId.

	
	
	PATCH
	Partial update an existing Individual Session with QoS resource identified by a sessionId

	
	
	DELETE
	Remove an Individual Session with QoS resource identified by a sessionId.

	
	
	GET
	Read a subscription resource for a sessionId.



Editor’s Note: Details of how the EAS security credentials are submitted in various HTTP messages is FFS and to be updated based on security aspects defined by SA3.


[bookmark: _Toc65839232][bookmark: _Toc85734365]8.5.2.2	Resource: Sessions with QoS 
[bookmark: _Toc65839233][bookmark: _Toc85734366]8.5.2.2.1	Description
[bookmark: _Toc65839234]This resource represents session information of all the data sessions with a specific QoS setting at a given Edge Enabler Server.
[bookmark: _Toc85734367]8.5.2.2.2	Resource Definition
[bookmark: _Toc65839235]Resource URI: {apiRoot}/eees-session-with-qos/<apiVersion>/sessions
This resource shall support the resource URI variables defined in the table 8.5.2.2.2-1.
Table 8.5.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.5.1



[bookmark: _Toc85734368]8.5.2.2.3	Resource Standard Methods
[bookmark: _Toc65839242][bookmark: _Toc85734369]8.5.2.2.3.1	POST
This method requests resources for a data session between AC and EAS with a specific QoS and may create the session information subscription at the Edge Enabler Server for receiving the user plane event notification of the session information. This method shall support the URI query parameters specified in table 8.5.2.2.3.1-1.
Table 8.5.2.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.5.2.2.3.1-2 and the response data structures and response codes specified in table 8.5.2.2.3.1-3.
Table 8.5.2.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SessionWithQoS
	M
	1
	Parameters to create a subscription for a session with required QoS for the service requirement.



Table 8.5.2.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	
	1
	201 Created
	The session is successfully set up with requested QoS, and the session information is provided in the response body.
The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.5.2.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location 
	String
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/ eees-session-with-qos/<apiVersion>/sessions/{sessionId}



Table 8.5.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734370]8.5.2.2.3.2	GET
The GET method allows to read all active subscriptions for a given EAS. The EAS shall initiate the HTTP GET request message and the EES shall respond to the message. This method shall support the URI query parameters specified in table 8.5.2.2.3.2-1.
Table 8.5.2.2.3.2-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	easId
	string
	M
	1
	Identifier of the EAS which querying the status of subscriptions.


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP GET message is FFS and to be updated based on security aspects defined by SA3.

This method shall support the request data structures specified in table 8.5.2.2.3.2-2 and the response data structures and response codes specified in table 8.5.2.2.3.2-3.
Table 8.5.2.2.3.2-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.5.2.2.3.2-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	array(SessionWithQoS)
	M
	1..N
	200 OK
	The subscription information related to the request URI is returned.

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.5.2.2.3.2-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.2.3.2-5: Headers supported by the GET response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.2.3.2-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734371]8.5.2.2.4		Resource Custom Operations
None.
[bookmark: _Toc65839248][bookmark: _Toc85734372]8.5.2.3	Resource: Individual Session with QoS
[bookmark: _Toc85734373]8.5.2.3.1	Description
This resource represents an individual session information of the data session with a specific QoS setting at a given Edge Enabler Server.
[bookmark: _Toc85734374]8.5.2.3.2	Resource Definition
Resource URI: {apiRoot}/eees-session-with-qos/<apiVersion>/sessions/{sessionId}
This resource shall support the resource URI variables defined in the table 8.5.2.3.2-1.
Table 8.5.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.5.1



[bookmark: _Toc85734375]8.5.2.3.3	Resource Standard Methods
[bookmark: _Toc85734376]8.5.2.3.3.1	PATCH
This method partially updates the QoS of the data session between AC and EAS. This method shall support the URI query parameters specified in the table 8.5.2.3.3.1-1.
Table 8.5.2.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.5.2.3.3.1-2 and the response data structures and response codes specified in table 8.5.2.3.3.1-3.
Table 8.5.2.3.3.1-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SessionWithQoSPatch
	M
	1
	Request to partially update the data session between AC and EAS with a specific QoS



Table 8.5.2.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	1
	200 OK
	The individual Session with QoS is successfully modified and the updated session with QoS context information is returned in the response

	n/a
	
	
	204 No Content
	The individual Session with QoS is successfully modified.

	NOTE:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.5.2.3.3.1-4: Headers supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.3.3.1-5: Headers supported by the PATCH response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.3.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734377]8.5.2.3.3.2	PUT
This method requests modification of QoS of the data session between AC and EAS and may modify the subscription of the event monitoring by subscribing to new events or removing subscriptions to existing events at the Edge Enabler Server for receiving the user plane event notification of the session information. This method shall support the URI query parameters specified in the table 8.5.2.3.3.2-1.
Table 8.5.2.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP PUT message is FFS and to be updated based on security aspects defined by SA3.
This method shall support the request data structures specified in table 8.5.2.3.3.2-2 and the response data structures and response codes specified in table 8.5.2.3.3.2-3.
Table 8.5.2.3.3.2-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SessionWithQoS
	M
	1
	Parameters to create a subscription for a session with required QoS for the service requirement.



Table 8.5.2.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	1
	200 OK
	The individual Session with QoS is successfully modified and the updated session with QoS context information is returned in the response.

	n/a
	
	
	204 No Content
	The individual Session with QoS is successfully modified.

	NOTE:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.5.2.3.3.2-4: Headers supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.3.3.2-5: Headers supported by the PUT response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.3.3.2-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734378]8.5.2.3.3.3	DELETE
This method revokes the data session between AC and EAS with a specific QoS and unsubscribes to the related session with user plane event notification. This method shall support the URI query parameters specified in table 8.5.2.3.3.3-1.
Table 8.5.2.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP DELETE message is FFS and to be updated based on security aspects defined by SA3.
This method shall support the request data structures specified in table 8.5.2.3.3.3-2 and the response data structures and response codes specified in table 8.5.2.3.3.3-3.
Table 8.5.2.3.3.3-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.5.2.3.3.3-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	M
	1
	204 No Content
	The individual Session with QoS resource matching the sessionId is successfully deleted.

	NOTE:	The manadatory HTTP error status code for the DELETE method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.5.2.3.3.3-4: Headers supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.3.3.3-5: Headers supported by the DELETE response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.3.3.3-6: Links supported by the 204 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734379]8.5.2.3.3.4	GET
The GET method allows to read a subscription. The EAS shall initiate the HTTP GET request message and the EES shall respond to the message. This method shall support the URI query parameters specified in table 8.5.2.3.3.4-1.
Table 8.5.2.3.3.4-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP GET message is FFS and to be updated based on security aspects defined by SA3.
This method shall support the request data structures specified in table 8.5.2.3.3.4-2 and the response data structures and response codes specified in table 8.5.2.3.3.4-3.
Table 8.5.2.3.3.4-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.5.2.3.3.4-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	1
	200 OK
	The subscription information related to the request URI is returned.

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.5.2.3.3.4-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.3.3.4-5: Headers supported by the GET response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.5.2.3.3.4-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734380]8.5.2.3.4		Resource Custom Operations
None.
[bookmark: _Toc85734381]8.5.3	Custom Operations without associated resources
None.
[bookmark: _Toc85734382]8.5.4	Notifications
[bookmark: _Toc65839249][bookmark: _Toc85734383]8.5.4.1	General
Table 8.5.4.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	User Plane Event Notification
	{notificationDestination}
	POST
	Notifies the EAS the subscribed user plane event(s).



[bookmark: _Toc65839250][bookmark: _Toc85734384]8.5.4.2	User Plane Event Notification
[bookmark: _Toc65839251][bookmark: _Toc85734385]8.5.4.2.1	Description
[bookmark: _Toc65839252][bookmark: _Toc85734386]8.5.4.2.2	Notification definition
The POST method shall be used by the EES for the notification and the callback URI shall be the one provided by the EAS during the reservation of resources for a data session between AC and EAS with a specific QoS.
Callback URI: {notificationDestination}
This method shall support the URI query parameters specified in table 8.5.4.2.2-1.
Table 8.5.4.2.2-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



This method shall support the request data structures specified in table 8.5.4.2.2-2 and the response data structures and response codes specified in table 8.5.4.2.2-3.
Table 8.5.4.2.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	UserPlaneEventNotification
	M
	1
	Notification of the user plane event on the data session.



Table 8.5.4.2.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



[bookmark: _Toc65839253][bookmark: _Toc85734387]8.5.5	Data Model
[bookmark: _Toc65839254][bookmark: _Toc85734388]8.5.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.5.5.1-1 specifies the data types defined specifically for the Eees_SessionWithQoS API service.
Table 8.5.5.1-1: Eees_SessionWithQoS API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	SessionWithQoS
	8.5.5.2.2
	
	

	SessionWIthQoSPatch
	8.5.5.2.3
	
	

	UserPlaneEventNotification
	8.5.5.2.4
	
	



Table 8.5.5.1-2 specifies data types re-used by the Eees_SessionWithQoS API service. 
Table 8.5.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Gpsi
	3GPP TS 29.571 [8]
	Used to identify the UE, for which the related session with QoS is requested to. 
	

	Ipv4Addr
	3GPP TS 29.122 [6]
	Identifying the IPv4 address of the UE.
	

	Ipv6Addr
	3GPP TS 29.122 [6]
	Identifying the IPv6 address of the UE.
	

	UserPlaneEvent
	3GPP TS 29.122 [6]
	Indicates the event reported by the EES.
	

	SponsorInformation
	3GPP TS 29.122 [6]
	Indicates a sponsor information
	

	QosMonitoringInformation
	3GPP TS 29.122 [6]
	Indicates the Qos Monitoring information
	

	DurationSecRm
	3GPP TS 29.571 [8]
	This data type is defined in the same way as the "DurationSec" data type, but with the OpenAPI "nullable: true" property.
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features.
	

	TestNotification
	3GPP TS 29.122 [6]
	This type represents a notification that can be sent to test whether a chosen notification mechanism works
	

	Uri
	3GPP TS 29.122 [6]
	
	

	WebsockNotifConfig
	3GPP TS 29.122 [6]
	This type represents configuration for the delivery of notifications over Websockets.
	

	Dnn
	3GPP TS 29.571 [8]
	Identifies a DNN.
	

	GroupId
	3GPP TS 29.571 [8]
	Used to present the internal group identifier in the AS session with QoS subscription/request.
	

	ExternalGroupId
	3GPP TS 29.571 [8]
	Used to present the external group identifier in the AS session with QoS subscription/request.
	

	Snssai
	3GPP TS 29.571 [8]
	Identifies a S-NSSAI
	

	FlowDescription
	3GPP TS 29.514 [16]
	Identifies an IP flow description.
	

	BitRateRm
	3GPP TS 29.571 [8]
	This data type is defined in the same way as the "BitRate" data type, but with the OpenAPI "nullable: true" property.
	

	QosMonitoringReport
	3GPP TS 29.122 [6]
	Contains the QoS Monitoring Reporting information.
	

	UserPlaneEventReport
	3GPP TS 29.122 [6]
	
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features.
	



[bookmark: _Toc65839255][bookmark: _Toc85734389]8.5.5.2	Structured data types
[bookmark: _Toc65839256][bookmark: _Toc85734390]8.5.5.2.1	Introduction
[bookmark: _Toc65839257][bookmark: _Toc85734391]8.5.5.2.2	Type: SessionWithQoS
Table 8.5.5.2.2-1: Definition of type SessionWIthQoS
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	self
	Uri
	C
	0..1
	Link to the "Individual Session with QoS" resource. 
Shall only be present in the HTTP GET response on the "Sessions with QoS" resource.
	

	easId
	string
	M
	1
	Identifier of the EAS.
	

	ueIpv4Addr
	Ipv4Addr
	O
	0..1
	IPv4 address of the UE. (NOTE 1)
	

	ueIpv6Addr
	Ipv6Addr
	O
	0..1
	IPv6 address of the UE. (NOTE 1)
	

	ipDomain
	string
	O
	0..1
	Identifies the IP domain.
The attribute may only be provided if the ueIpv4Addr attribute is present.
	

	ueId
	Gpsi
	O
	0..1
	Identifier of the UE for which related session with QoS is requested to. (NOTE 1)
	

	intGrpId
	GroupId
	O
	0..1
	The internal group identifier, identifying the group of UEs for which related session with QoS is requested to. (NOTE 1)
	

	extGrpId
	ExternalGroupId
	O
	0..1
	The external group identifier, identifying the group of UEs for which the related session with QoS is requested to. (NOTE 1)
	

	ipFlows
	array(FlowDescription)
	M
	1..N
	Contains the flow description for the Uplink and/or Downlink IP flows. 
	

	qosReference
	string
	O
	0..1
	Identifies a pre-defined QoS information (NOTE 2)
	

	altQoSReferences
	array(string)
	O
	0..N
	Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
	

	events
	array(UserPlaneEvent)
	O
	0..N
	Indicates the events subscribed by the EAS.
	

	sponsorInformation
	SponsorInformation
	O
	0..1
	Describes the sponsor information.
	

	qosMonInfo
	QosMonitoringInformation
	O
	0..1
	Qos Monitoring information. It can be present when the event "QOS_MONITORING" is subscribed.
	

	notificationDestination
	Uri
	C
	0..1
	URI where the event notification shall be delivered to. 
This attribute shall be present if the "events" attribute is included.
	

	dnn
	Dnn
	O
	0..1
	Dnn of the PDU session, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	snssai
	Snssai
	O
	0..1
	S-NSSAI of the PDU session.
	

	maxbrUl
	BitRate
	O
	0..1
	Indicates the (requested) maximum bandwidth in uplink. (NOTE 2)
	

	maxbrDl
	BitRate
	O
	0..1
	Indicates the (requested) maximum bandwidth in downlink. (NOTE 2)
	

	disUeNotif
	boolean
	O
	0..1
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by Subscriber to request the EES to send a test notification as defined in 3GPP TS 29.122 [6]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in 3GPP TS 29.122 [6].
	Notification_websocket

	suppFeat
	SupportedFeatures
	O
	0..1
	Used to negotiate the supported optional features of the API as described in clause 7.8.
This attribute shall be provided in the HTTP POST request and in the response of successful resource creation.
	

	NOTE 1:	Only one of UE IP address (ipv4Addr or ipv6Addr), UE Identifier (ueId), Internal group identifier (intGrpId), or External group identifier (extGrpId) shall be included..
NOTE 2:	Only one of requested QoS (qosReference) or Requested bandwidth (maxbuUl and/or maxbtDl) shall be included.




[bookmark: _Toc85734392]8.5.5.2.3	Type: SessionWithQoSPatch
Table 8.5.5.2.3-1: Definition of type SessionWIthQoSPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipFlows
	array(FlowDescription)
	O
	1..N
	Contains the flow description for the Uplink and/or Downlink IP flows. 
	

	qosReference
	string
	O
	0..1
	Identifies a pre-defined QoS information.
	

	altQoSReferences
	array(string)
	O
	1..N
	Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
	

	events
	array(UserPlaneEvent)
	O
	1..N
	Indicates the event subscribed by the EAS.
	

	sponsorInformation
	SponsorInformation
	O
	0..1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	qosMonInfo
	QosMonitoringInformationRm
	O
	0..1
	Qos Monitoring information. It can be present when the event "QOS_MONITORING" is subscribed.
	

	notificationDestination
	Uri
	O
	0..1
	URI where the monitoring event notification should be delivered to.
	

	maxbrUl
	BitRateRm
	O
	0..1
	Indicates the (requested) maximum bandwidth in uplink.
	

	maxbrDl
	BitRateRm
	O
	0..1
	Indicates the (requested) maximum bandwidth in downlink.
	

	disUeNotif
	boolean
	O
	0..1
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	



[bookmark: _Toc85734393]8.5.5.2.4	Type: UserPlaneEventNotification
Table 8.5.5.2.4-1: Definition of type UserPlaneEventNotifiation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sessionId
	string
	M
	1
	String identifying the individual data session information for which the QoS event notification is delivered.
	

	eventReports
	array(UserPlaneEventReport)
	M
	1..N
	List of notifications that include the QoS event information of the data session. 
	


Editor’s Note:	It’s FFS about the reporting of availability of QoS monitoring API.
[bookmark: _Toc65839258][bookmark: _Toc85734394]8.5.5.3	Simple data types and enumerations
None.
[bookmark: _Toc65839262][bookmark: _Toc85734395]8.5.6	Error Handling
[bookmark: _Toc65839263]General error responses are defined in clause 7.7.
[bookmark: _Toc85734396]8.5.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 8.5.7-1 lists the supported features for Eees_SessionWithQoS API.
Table 8.5.7-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	Notification_test_event
	Testing of notification connection is supported according to clause 7.6.

	2
	Notification_websocket
	The delivery of notifications over Websocket is supported according to clause 7.6. This feature requires that the Notification_test_event feature is also supported.



[bookmark: _Toc85734397]8.6	Eees_TargetEASDiscovery API
[bookmark: _Toc85734398]8.6.1	Introduction
The Eees_TargetEASDiscovery service shall use the Eees_TargetEASDiscovery API.
The API URI of the Eees_TargetEASDiscovery API shall be:
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests shall have the Resource URI structure defined in clause 7.5, i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in clause 7.5.
-	The <apiName> shall be "eees-targeteasdiscovery".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 8.6.2.
[bookmark: _Toc85734399]8.6.2	Resources
[bookmark: _Toc85734400]8.6.2.1	Overview



Figure 8.6.2.1-1: Resource URI structure of the Eees_TargetEASDiscovery API
Table 8.6.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 8.6.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Target EAS Profiles
	/t-eas-profiles
	GET
	Discover the T-EAS profiles based on a set of input filter criteria.



[bookmark: _Toc85734401]8.6.2.2	Resource: Target EAS Profiles
[bookmark: _Toc85734402]8.6.2.2.1	Description
This resource allows an S-EAS or an S-EES to discover the T-EASprofiles and information from the EES based on a set of input filter criteria.
[bookmark: _Toc85734403]8.6.2.2.2	Resource Definition
Resource URI: {apiRoot}/eees-targeteasdiscovery/v1/t-eas-profiles
This resource shall support the resource URI variables defined in the table 8.6.2.2.2-1.
Table 8.6.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5.



[bookmark: _Toc85734404]8.6.2.2.3	Resource Standard Methods
[bookmark: _Toc85734405]8.6.2.2.3.1	GET
This method allows an S-EAS or an S-EES to discover the T-EAS profiles and information as specified in 3GPP TS 23.558 [2], from the EES based on a set of discovery filters. This method shall support the URI query parameters specified in table 8.6.2.2.3.1-1.
Table 8.6.2.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	requestor-id
	RequestorId
	M
	1
	Contains the identifier of the requestor (e.g. EES ID).

	ue-id
	Gpsi
	O
	
	Contains the identifier of the UE in the form of a GPSI.

	t-eas-disc-filters
	TEasDiscFilters
	O
	
	Set of filters to determine the required T-EASs. 

	ue-location 
	LocationInfo
	O
	
	The location information of the UE.

	target-dnai
	Dnai
	O
	
	Target DNAI information which can be associated with the potential T-EAS(s).
(NOTE)

	NOTE:	This query parameter shall not be included when the T-EAS discovery request is originated from an EES.



Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP GET message is FFS and to be updated based on security aspects defined by SA3.
Editor’s Note: The complete list of possible query parameters and whether they are standalone or conveyed via a single data type is FFS.
Editor’s Note: Whether the TEasDiscFilter data type is used or another data type is used is FFS.
The default logical relationship among the query parameters is logical "AND", i.e. all the provided query parameters shall be matched.
This method shall support the request data structures specified in table 8.6.2.2.3.1-2 and the response data structures and response codes specified in table 8.6.2.2.3.1-3.
Table 8.6.2.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	




Table 8.6.2.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	TEasDiscResult
	M
	1
	200 OK
	Successful case. The response body contains the result of the discovery with a list of matching T-EAS(s).

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Editor’s Note: Error cases and the associated error responses are FFS.

Table 8.6.2.2.3.1-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Editor’s Note: Whether a Cache-Control header is needed or not is FFS.
Table 8.6.2.2.3.1-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.6.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734406]8.6.2.2.4		Resource Custom Operations
None.
[bookmark: _Toc85734407]8.6.3	Custom Operations without associated resources
None.
[bookmark: _Toc85734408]8.6.4	Notifications
None.
[bookmark: _Toc85734409]8.6.5	Data Model
[bookmark: _Toc85734410]8.6.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.6.5.1-1 specifies the data types defined specifically for the Eees_TargetEASDiscovery API service.
Table 8.6.5.1-1: Eees_TargetEASDiscovery API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	RequestorId
	Clause 8.6.5.2.2
	
	

	TEasDiscFilters
	Clause 8.6.5.2.1
	
	

	TEasDiscResult
	Clause 8.6.5.2.3
	
	



Table 8.6.5.1-2 specifies data types re-used by the Eees_TargetEASDiscovery API service. 
Table 8.6.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Gpsi
	3GPP TS 29.571 [8]
	Used to identify a UE. 
	

	LocationInfo
	3GPP TS 29.122 [6]
	The location information related to the UE.
	

	Dnai
	3GPP TS 29.571 [8]
	Represents a DNAI.
	

	EASProfile
	Clause 8.1.5.2.3
	The profile information related to the EAS.
	



[bookmark: _Toc85734411]8.6.5.2	Structured data types

[bookmark: _Toc85734412]8.6.5.2.1	Type: RequestorId
Table 8.6.5.2.1-1: Definition of type RequestorId
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sEesId
	string
	C
	0..1
	The identifier of the S-EES.
	

	sEasId
	string
	C
	0..1
	The identifier of the S-EAS.
	

	NOTE:	Either the "sEesId" attribute or the "sEasId" attribute shall be provided, they are mutually exclusive.



[bookmark: _Toc85734413]8.6.5.2.2	Type: TEasDiscResult
Table 8.6.5.2.2-1: Definition of type TEasDiscResult
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	easProfiles
	array(EASProfile)
	O
	0..1
	The EAS profile(s) matching the discovery criteria.
	



Editor’s Note: The complete content of the TEasDiscResult data type is FFS.
[bookmark: _Toc85734414]8.6.5.3	Simple data types and enumerations
Editor’s Note: The definition of simple data types and enumerations is FFS.
[bookmark: _Toc85734415]8.6.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc85734416]8.6.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 8.6.7-1 lists the supported features for Eees_TargetEASDiscovery API.
Table 8.6.7-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc85734417]8.7	Eees_ACRManagementEvent API
[bookmark: _Toc85734418]8.7.1	API URI
The Eees_ACRManagementEvent service shall use the Eees_ACRManagementEvent API.
The request URIs used in HTTP requests from the Edge Application Server towards the Edge Enabler Server shall have the Resource URI structure as defined in clause 7.5 with the following clarifications:
-	The <apiName> shall be "eees-acrmgntevent".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 8.w.2.
[bookmark: _Toc85734419]8.7.2	Resources
[bookmark: _Toc85734420]8.7.2.1	Overview


Figure 8.7.2.1-1: Resource URI structure of the Eees_ACRManagementEvent API
Table 8.7.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 8.7.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	ACR Management Events Subscriptions
	/subscriptions
	GET
	Query all the subscriptions.

	
	
	POST
	Create a new Individual ACR Management Events Subscription resource.

	Individual ACR Management Events Subscription
	/subscriptions/{subscriptionId}
	GET
	Query an existing Individual ACR Management Events Subscription resource identified by a subscriptionId.

	
	
	PUT
	Fully replace an existing Individual ACR Management Events Subscription resource identified by a subscriptionId.

	
	
	PATCH
	Partial update an existing Individual ACR Management Events Subscription resource identified by a subscriptionId.

	
	
	DELETE
	Remove an Individual ACR Management Events Subscription resource identified by a subscriptionId.



[bookmark: _Toc85734421]8.7.2.2	Resource: ACR Management Events Subscriptions 
[bookmark: _Toc85734422]8.7.2.2.1	Description
This resource represents ACR Management Events Subscriptions at a given Edge Enabler Server.
[bookmark: _Toc85734423]8.7.2.2.2	Resource Definition
Resource URI: {apiRoot}/eees-acrmgntevent/<apiVersion>/subscriptions
This resource shall support the resource URI variables defined in the table 8.7.2.2.2-1.
Table 8.7.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.7.1



[bookmark: _Toc85734424]8.7.2.2.3	Resource Standard Methods
[bookmark: _Toc85734425]8.7.2.2.3.1	POST
This method requests to create an Individual ACR Management Event Subscription resource at the EES for receiving the notifications of ACR management events. This method shall support the URI query parameters specified in table 8.7.2.2.3.1-1.
Table 8.7.2.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.7.2.2.3.1-2 and the response data structures and response codes specified in table 8.7.2.2.3.1-3.
Table 8.7.2.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AcrMgntEventsSubscription
	M
	1
	Parameters to create a subscription for notifications of ACR management events.



Table 8.7.2.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AcrMgntEventsSubscription
	M
	1
	201 Created
	An Individual ACR Management Events Subscription resource is successfully created, and the subscription information is provided in the response body.
The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.7.2.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location 
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/eees-acrmgntevent/<apiVersion>/subscriptions/{subscriptionId}



Table 8.7.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734426]8.7.2.2.3.2	GET
This method retrieves all the ACR Management Events Subscriptions information at EES. This method shall support the URI query parameters specified in the table 8.7.2.2.3.2-1.
Table 8.7.2.2.3.2-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	supp-feat
	SupportedFeatures
	O
	0..1
	The features supported by the EAS.



This method shall support the request data structures specified in table 8.7.2.2.3.2-2 and the response data structures and response codes specified in table 8.7.2.2.3.2-3.
Table 8.7.2.2.3.2-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.7.2.2.3.2-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	array(AcrMgntEventsSubscription)
	M
	1..N
	200 OK
	All the ACR Management Events Subscriptions information is returned by the EES.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection, during subscription retrieval. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection, during subscription retrieval. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.7.2.2.3.2-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.2.3.2-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.2.3.2-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



Table 8.7.2.2.3.2-7: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.7.2.2.3.2-8: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



[bookmark: _Toc85734427]8.7.2.2.4		Resource Custom Operations
None.
[bookmark: _Toc85734428]8.7.2.3	Resource: Individual ACR Management Events Subscription
[bookmark: _Toc85734429]8.7.2.3.1	Description
This resource represents an existing Individual ACR Management Events Subscription at a given EES.
[bookmark: _Toc85734430]8.7.2.3.2	Resource Definition
Resource URI: {apiRoot}/eees-acrmgntevent/<apiVersion>/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in the table 8.7.2.3.2-1.
Table 8.7.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 8.7.1



[bookmark: _Toc85734431]8.7.2.3.3	Resource Standard Methods
[bookmark: _Toc85734432]8.7.2.3.3.1	PATCH
This method partially updates an existing Individual ACR Management Events Subscription. This method shall support the URI query parameters specified in the table 8.7.2.3.3.1-1.
Table 8.7.2.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.7.2.3.3.1-2 and the response data structures and response codes specified in table 8.7.2.3.3.1-3.
Table 8.7.2.3.3.1-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AcrMgntEventsSubscriptionPatch
	M
	1
	Request to partially update an existing Individual ACR Management Events Subscription.



Table 8.7.2.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AcrMgntEventsSubscription
	M
	1
	200 OK
	The Individual ACR Management Events Subscription is successfully modified and the updated subscription information is returned in the response.

	n/a
	
	
	204 No Content
	The Individual ACR Management Events Subscription is successfully modified.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	NOTE:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.7.2.3.3.1-4: Headers supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.1-5: Headers supported by the PATCH response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.1-7: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.7.2.3.3.1-8: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



[bookmark: _Toc85734433]8.7.2.3.3.2	PUT
This method requests fully replacement of an existing Individual ACR Management Events Subscription at the EES. The request shall not change the values of the "easId", "tgtUeId", "requestTestNotification", "websockNotifConfig" and/or "suppFeat" attributes within the AcrMgntEventsSubscription data type. This method shall support the URI query parameters specified in the table 8.7.2.3.3.2-1.
Table 8.7.2.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.7.2.3.3.2-2 and the response data structures and response codes specified in table 8.7.2.3.3.2-3.
Table 8.7.2.3.3.2-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AcrMgntEventsSubscription
	M
	1
	Parameters to replace an existing Individual ACR Management Events Subscription.



Table 8.7.2.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AcrMgntEventsSubscription
	M
	1
	200 OK
	The existing Individual ACR Management Events Subscription is successfully replaced and the updated subscription information is returned in the response.

	n/a
	
	
	204 No Content
	The existing Individual ACR Management Events Subscription is successfully modified.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	NOTE:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.7.2.3.3.2-4: Headers supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.2-5: Headers supported by the PUT response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.2-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.2-7: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.7.2.3.3.2-8: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



[bookmark: _Toc85734434]8.7.2.3.3.3	DELETE
This method deletes an existing Individual ACR Management Events Subscription. This method shall support the URI query parameters specified in table 8.7.2.3.3.3-1.
Table 8.7.2.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.7.2.3.3.3-2 and the response data structures and response codes specified in table 8.7.2.3.3.3-3.
Table 8.7.2.3.3.3-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.7.2.3.3.3-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	The existing Individual ACR Management Events Subscription is successfully deleted.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection, during subscription termination. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection, during subscription termination. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	NOTE:	The manadatory HTTP error status code for the DELETE method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.7.2.3.3.3-4: Headers supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.3-5: Headers supported by the DELETE response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.3-6: Links supported by the 204 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.3-7: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.7.2.3.3.3-8: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



[bookmark: _Toc85734435]8.7.2.3.3.4	GET
This method retrieves the location information subscription information at EES. This method shall support the URI query parameters specified in the table 8.7.2.3.3.4-1.
Table 8.7.2.3.3.4-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	supp-feat
	SupportedFeatures
	O
	0..1
	The features supported by the EAS.



This method shall support the request data structures specified in table 8.7.2.3.3.4-2 and the response data structures and response codes specified in table 8.7.2.3.3.4-3.
Table 8.7.2.3.3.4-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 8.7.2.3.3.4-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AcrMgntEventsSubscription
	M
	1
	200 OK
	The Individual ACR Management Events Subscription is returned by the EES.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection, during subscription retrieval. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection, during subscription retrieval. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.7.2.3.3.4-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.4-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.4-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



Table 8.7.2.3.3.4-7: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.7.2.3.3.4-8: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



[bookmark: _Toc85734436]8.7.2.3.4		Resource Custom Operations
None.
[bookmark: _Toc85734437]8.7.3	Custom Operations without associated resources
None.
[bookmark: _Toc85734438]8.7.4	Notifications
[bookmark: _Toc85734439]8.7.4.1	General
Table 8.7.4.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	ACR Management Events Notification
	{notificationDestination}
	POST
	Notifies the EAS the subscribed ACR management event(s).



[bookmark: _Toc85734440]8.7.4.2	ACR Management Events Notification
[bookmark: _Toc85734441]8.7.4.2.1	Description
[bookmark: _Toc85734442]8.7.4.2.2	Notification definition
The POST method is used by the EES for the notifications of subscribed ACR management event(s) and the callback URI shall be provided by the EAS during the creation of the Individual ACR Management Events Subscription resource.
Callback URI: {notificationDestination}
This method shall support the URI query parameters specified in table 8.7.4.2.2-1.
Table 8.7.4.2.2-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



This method shall support the request data structures specified in table 8.7.4.2.2-2 and the response data structures and response codes specified in table 8.7.4.2.2-3.
Table 8.7.4.2.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AcrMgntEventsNotification
	M
	1
	Notification of the ACR management events.



Table 8.7.4.2.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	N/A
	
	
	307 Temporary Redirect
	Temporary redirection, during event notification. The response shall include a Location header field containing an alternative URI representing the end point of an alternative EAS where the notification should be sent.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	N/A
	
	
	308 Permanent Redirect
	Permanent redirection, during event notification. The response shall include a Location header field containing an alternative URI representing the end point of an alternative EAS where the notification should be sent.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 8.7.4.2.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing the end point of an alternative EAS towards which the notification should be redirected.



Table 8.7.4.2.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing the end point of an alternative EAS towards which the notification should be redirected.



[bookmark: _Toc85734443]8.7.5	Data Model
[bookmark: _Toc85734444]8.7.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.7.5.1-1 specifies the data types defined specifically for the Eees_ACRManagementEvent API service.
Table 8.7.5.1-1: Eees_ACRManagementEvent API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	AcrMgntEventsSubscription
	8.7.5.2.2
	
	

	AcrMgntEventSubsc
	8.7.5.2.3
	
	

	AcrMgntEventsSubscriptionPatch
	8.7.5.2.4
	
	

	AcrMgntEventsNotification
	8.7.5.2.5
	
	

	AcrMgntEventReport
	8.7.5.2.6
	
	

	FailureAcrMgntEventInfo
	8.7.5.2.7
	
	

	TargetUeIdentification
	8.7.5.2.8
	
	

	AcrMgntEvent
	8.7.5.3.3
	
	



Table 8.7.5.1-2 specifies data types re-used by the Eees_ACRManagementEvent API service. 
Table 8.7.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.122 [6]
	
	

	DnaiChangeType
	3GPP TS 29.571 [8]
	
	

	DnaiChangeTypeRm
	3GPP TS 29.571 [8]
	
	

	ExternalGroupId
	3GPP TS 29.571 [8]
	Represents an external group of UEs.
	

	Gpsi
	3GPP TS 29.571 [8]
	
	

	GroupId
	3GPP TS 29.571 [8]
	Represents an internal group of UEs.
	

	IpAddr
	3GPP TS 29.571 [8]
	
	

	ReportingInformation
	3GPP TS 29.523 [13]
	
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features.
	

	TestNotification
	3GPP TS 29.122 [6]
	This type represents a notification that can be sent to test whether a chosen notification mechanism works
	

	Uri
	3GPP TS 29.122 [6]
	
	

	WebsockNotifConfig
	3GPP TS 29.122 [6]
	This type represents configuration for the delivery of notifications over Websockets.
	



[bookmark: _Toc85734445]8.7.5.2	Structured data types
[bookmark: _Toc85734446]8.7.5.2.1	Introduction
[bookmark: _Toc85734447]8.7.5.2.2	Type: AcrMgntEventsSubscription
Table 8.7.5.2.2-1: Definition of type AcrMgntEventsSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	self
	Uri
	C
	0..1
	Link to the "Individual ACR Management Events Subscription" resource. 
Shall only be present in the HTTP GET response on the "ACR Management Events Subscriptions" resource.
	

	easId
	string
	M
	1
	Identifier of an EAS.
	

	tgtUeId
	TargetUeIdentification
	M
	1
	Identifies the UE identification.
	

	eventSubscs
	array(AcrMgntEventSubsc)
	M
	1..N
	Indicates the subscribed ACR management events.
	

	evtReq
	ReportingInformation
	O
	0..1
	Indicates the event reporting information.
	

	notificationDestination
	Uri
	M
	1
	URI where the event notification shall be delivered to. 
	

	dnaiChgType
	DnaiChangeType
	O
	0..1
	Identifies a type of notification regarding UP path management event.
Applicable when the "event" attribute within the AcrMgntEventSubsc data type is "UP_PATH_CHG".
	

	easAckInd
	boolean
	O
	0..1
	Identifies whether the EAS acknowledgement for UP path change event notification is expected.
Set to "true" if the EAS acknowledge is expected. 
Default value is "false".
	

	eventReports
	array(AcrMgntEventReport)
	C
	1..N
	Represents ACR management event report(s).
Shall be present in the HTTP POST response if the immediate reporting indication in the "immRep" attribute within the "evtReq" attribute sets to true in the event subscription, and the reports are available.
May be present in the HTTP PUT or PATCH response when the reports are available.
	

	easChars
	array(EasCharacteristics)
	O
	1..N
	Represents a list of EAS characteristics.
Applicable when the "event" attribute within the AcrMgntEventSubsc data type is "ACR_MONITORING" or "ACR_FACILITATION".
	

	failEventReports
	array(FailureAcrMgntEventInfo)
	O
	1..N
	Represents the event(s) for which the subscription is not successful including the failure reason(s). 
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by the EAS to request the EES to send a test notification as defined in 3GPP TS 29.122 [6]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in 3GPP TS 29.122 [6].
	Notification_websocket

	suppFeat
	SupportedFeatures
	C
	0..1
	Represents a list of Supported features used as described in clause 8.w.7. 
Shall be present in the HTTP POST request/response; or in the HTTP GET response if the "supp-feat" attribute query parameter is included in the HTTP GET request.
	



Editor’s Note:	It's FFS to define the security credentials as described in 3GPP TS 29.558.
Editor’s Note:	It’s FFS that whether the "evtReq" attribute is applicable or not for the UP path change event, since the TrafficInfluence API as defined in 3GPP TS 29.522 does not support the event reporting information yet.
Editor’s Note:	Definition of EasCharacteristics data type is FFS.

[bookmark: _Toc85734448]8.7.5.2.3	Type: AcrMgntEventSubsc
Table 8.7.5.2.3-1: Definition of type AcrMgntEventSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	AcrMgntEvent
	M
	1
	Indicates the subscribed ACR management event.
	

	eventFilter
	AcrMgntEventFilter
	O
	0..1
	Represents the event filter for the subscribed ACR management event.
	



Editor’s Note: The definition of AcrMgntEventFilter data type is FFS.

[bookmark: _Toc85734449]8.7.5.2.4	Type: AcrMgntEventsSubscriptionPatch
Table 8.7.5.2.4-1: Definition of type AcrMgntEventsSubscriptionPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventSubscs
	array(AcrMgntEventSubsc)
	O
	1..N
	Indicates the subscribed ACR management events.
	

	evtReq
	ReportingInformation
	O
	1..N
	Indicates the event reporting information.
	

	notificationDestination
	Uri
	O
	0..1
	URI where the event notification shall be delivered to. 
	

	dnaiChgType
	DnaiChangeTypeRm
	O
	0..1
	Identifies a type of notification regarding UP path management event.
Applicable when the "event" attribute within the AcrMgntEventSubsc data type is "UP_PATH_CHG".
	

	easAckInd
	boolean
	O
	0..1
	Identifies whether the EAS acknowledgement for UP path change event notification is expected.
Set to "true" if the EAS acknowledge is expected. 
Default value is "false".
	

	easChars
	array(EasCharacteristics)
	O
	1..N
	Represents a list of EAS characteristics.
Applicable when the "event" attribute within the AcrMgntEventSubsc data type is "ACR_MONITORING" or "ACR_FACILITATION".
	



[bookmark: _Toc85734450]8.7.5.2.5	Type: AcrMgntEventsNotification
Table 8.7.5.2.5-1: Definition of type AcrMgntEventsNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subpId
	string
	M
	1
	String identifying the Individual ACR Management Events Subscription for which the notification is delivered.
	

	eventReports
	array(AcrMgntEventReport)
	M
	1..N
	Represents a list of ACR management event reports. 
	



[bookmark: _Toc85734451]8.7.5.2.6	Type: AcrMgntEventReport
Table 8.7.5.2.6-1: Definition of type AcrMgntEventReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	AcrMgntEvent
	M
	1
	Indicates the subscribed ACR management event.
	

	timeStamp
	DateTime
	O
	0..1
	Represents the time stamp of the detected event.
	

	easEndPoint
	EndPoint
	C
	0..1
	Represents the endpoint of the T-EAS.
Shall be provided when the "event" attribute is "ACR_MONITORING" or "ACR_FACILITATION".
	

	upPathChgInfo
	UpPathChangeInfo
	C
	0..1
	Represents the UP Path change information.
Shall be provided when the "event" attribute is "UP_PATH_CHG".
	



Editor’s Note:	Definition of UpPathChangeInfo data type is FFS.
Editor’s Note:	It’s FFS about the reporting of availability of TrafficInfluence API.

[bookmark: _Toc85734452]8.7.5.2.7	Type: FailureAcrMgntEventInfo
Table 8.7.5.2.7-1: Definition of type FailureAcrMgntEventInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	AcrMgntEvent
	M
	1
	Indicates the subscribed ACR management event.
	

	failureCode
	AcrMgntEventFailureCode
	M
	1
	Identifies the failure reason.
	



Editor’s Note:	Definition of AcrMgntEventFailureCode data type is FFS.

[bookmark: _Toc85734453]8.7.5.2.8	Type: TargetUeIdentification
Table 8.7.5.2.8-1: Definition of type TargetUeIdentification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	gpsi
	Gpsi
	O
	0..1
	Represents external UE identifier.
	

	intGrpId
	GroupId
	O
	0..1
	Represents a group of UEs identified by an Internal Group Identifier.
	

	extGrpId
	ExternalGroupId
	O
	0..1
	Represents a group of UEs identified by an External Group Identifier.
	

	ueIpAddr
	IpAddr
	O
	0..1
	Represents the UE IP address.
	

	NOTE:	Only one of above attributes shall be provided.



[bookmark: _Toc85734454]8.7.5.3	Simple data types and enumerations
[bookmark: _Toc28012835][bookmark: _Toc34266317][bookmark: _Toc36102488][bookmark: _Toc43563532][bookmark: _Toc45134075][bookmark: _Toc50032007][bookmark: _Toc51762927][bookmark: _Toc56640995][bookmark: _Toc59017963][bookmark: _Toc66231831][bookmark: _Toc68168992][bookmark: _Toc70550659][bookmark: _Toc73564473][bookmark: _Toc85734455]8.7.5.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc28012836][bookmark: _Toc34266318][bookmark: _Toc36102489][bookmark: _Toc43563533][bookmark: _Toc45134076][bookmark: _Toc50032008][bookmark: _Toc51762928][bookmark: _Toc56640996][bookmark: _Toc59017964][bookmark: _Toc66231832][bookmark: _Toc68168993][bookmark: _Toc70550660][bookmark: _Toc73564474][bookmark: _Toc85734456]8.7.5.3.2	Simple data types
The simple data types defined in table 8.7.5.3.2-1 shall be supported.
Table 8.7.5.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	

	
	
	
	



[bookmark: _Toc28012837][bookmark: _Toc34266319][bookmark: _Toc36102490][bookmark: _Toc43563534][bookmark: _Toc45134077][bookmark: _Toc50032009][bookmark: _Toc51762929][bookmark: _Toc56640997][bookmark: _Toc59017965][bookmark: _Toc66231833][bookmark: _Toc68168994][bookmark: _Toc70550661][bookmark: _Toc73564475][bookmark: _Toc85734457]8.7.5.3.3	Enumeration: AcrMgntEvent
Table 8.7.5.3.3-1: Enumeration AcrMgntEvent
	Enumeration value
	Description
	Applicability

	UP_PATH_CHG
	The subscribed ACR Management Event is user plane path change.
	

	ACR_MONITORING
	The subscribed ACR Management Event is ACR monitoring.
	

	ACR_FACILITATION
	The subscribed ACR Management Event is ACR facilitation.
	



[bookmark: _Toc85734458]8.7.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc85734459]8.7.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 8.7.7-1 lists the supported features for Eees_ACRManagementEvent API.
Table 8.7.7-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	Notification_test_event
	Testing of notification connection is supported according to clause 7.6.

	2
	Notification_websocket
	The delivery of notifications over Websocket is supported according to clause 7.6. This feature requires that the Notification_test_event feature is also supported.



[bookmark: _Toc85734460]8.8	Eees_SelectedTargetEAS API
[bookmark: _Toc85734461]8.8.1	API URI
The Eees_SelectedTargetEAS service shall use the Eees_SelectedTargetEAS API.
The request URIs used in HTTP requests from the Edge Application Server towards the Edge Enabler Server shall have the Resource URI structure as defined in clause 7.5 with the following clarifications:
-	The <apiName> shall be "eees-selectedtargeteas".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 8.8.2.
[bookmark: _Toc85734462]8.8.2	Resources
None.
[bookmark: _Toc85734463]8.8.3	Custom Operations without associated resources
[bookmark: _Toc85734464]8.8.3.1	Overview
The structure of the custom operation URIs of the Eees_SelectedTargetEAS API is shown in figure 8.8.3.1-1.


Figure 8.8.3.1-1: Custom operation URI structure of the Eees_SelectedTargetEAS API
Table 8.8.3.1-1 provides an overview of the custom operations and the applicable HTTP methods.
Table 8.8.3.1-1: Custom operations without associated resources
	Operation name
	Custom operation URI
	Mapped HTTP method
	Description

	Declare
	/declare
	POST
	Declare the T-EAS information.



[bookmark: _Toc85734465]8.8.3.2	Operation: Declare
[bookmark: _Toc85734466]8.8.3.2.1	Description
This custom operation allows the S-EAS to declare the selected T-EAS information to the S-EES, as specified in 3GPP TS 23.558 [2].
[bookmark: _Toc85734467]8.8.3.2.2	Operation Definition
This operation shall support the response data structures and response codes specified in tables 8.8.3.2.2-1 and 8.8.3.2.2-2.
Table 8.8.3.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SelectedEAS
	M
	1
	Selected T-EAS information.


Editor’s Note: Details of how the EAS security credentials are submitted in the HTTP POST message is FFS and to be updated based on security aspects defined by SA3
Table 8.8.3.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	The declaration to T-EAS information has been processed successfully.

	NOTE:	The mandatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



[bookmark: _Toc85734468]8.8.4	Notifications
None.
[bookmark: _Toc85734469]8.8.5	Data Model
[bookmark: _Toc85734470]8.8.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.8.5.1-1 specifies the data types defined specifically for the Eees_SelectedTargetEAS API.
Table 8.8.5.1-1: Eees_SelectedTargetEAS API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	SelectedEAS
	8.8.5.2.2
	Used to indicate the information about the selected T-EAS.
	



Table 8.8.5.1-2 specifies data types re-used by the Eees_SelectedTargetEAS API service. 
Table 8.8.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Gpsi
	3GPP TS 29.571 [8]
	Used to indicate the identifier of the UE.
	

	EndPoint
	Clause 8.1.5.2.5
	Used to indicate the end point information of the T-EAS.
	



[bookmark: _Toc85734471]8.8.5.2	Structured data types
[bookmark: _Toc85734472]8.8.5.2.1	Introduction
[bookmark: _Toc85734473]8.8.5.2.2	Type: SelectedEAS
Table 8.8.5.2.2-1: Definition of type SelectedEAS
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	easId
	string
	M
	1
	Identifier of the selected T-EAS.
	

	ueId
	Gpsi
	M
	1
	Identifier of the UE.
	

	endPt
	EndPoint
	M
	1
	Selected T-EAS end point information.
	



NOTE:	To protect the privacy of the user, the MSISDN can be used as GPSI only after obtaining user’s consent.
[bookmark: _Toc85734474]8.8.5.3	Simple data types and enumerations
None.
[bookmark: _Toc85734475]8.8.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc85734476]8.8.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 8.8.7-1 lists the supported features for Eees_SelectedTargetEAS API.
Table 8.8.7-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc85734477]8.x	<API Name – Eees_xxx> API
Add a copy of this clause for a new API definition, adding all the clauses below. All the clauses are mandatory for each API. Yellow highlighted text needs to be replaced with appropriate clause number and the API, Service operation name.
[bookmark: _Toc85734478]8.x.1	API URI
[bookmark: _Toc85734479]8.x.2	Resources
[bookmark: _Toc85734480]8.x.2.1	Overview


Figure 8.x.2.1-1: Resource URI structure of the <API Name> API
Table 8.x.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 8.x.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	
	
	
	



[bookmark: _Toc85734481]8.x.2.2	Resource: <Resource name>
[bookmark: _Toc21450944][bookmark: _Toc85734482]8.x.2.2.1	Description
[bookmark: _Toc21450945][bookmark: _Toc85734483]8.x.2.2.2	Resource Definition
[bookmark: _Toc21450946][bookmark: _Toc85734484]8.x.2.2.3	Resource Standard Methods
[bookmark: _Toc21450947][bookmark: _Toc85734485]8.x.2.2.3.1	<Method Name>
Table 8.x.2.2.3.1-1: URI query parameters supported by the <Method Name> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or 1..N or <leave empty>
	<only if applicable>



This method shall support the request data structures specified in table 8.x.2.2.3.1-2 and the response data structures and response codes specified in table 8.x.2.2.3.1-3.
Table 8.x.2.2.3.1-2: Data structures supported by the <Method Name> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 8.x.2.2.3.1-3: Data structures supported by the <Method Name> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <method 1> method listed in <Table X of 3GPP TS 29.xxx [x]> also apply.



Table 8.x.2.2.3.1-4: Headers supported by the <e.g. GET> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<header name> 
	<data type>
e.g. string
	"M", "C" or "O"
	"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 8.x.2.2.3.1-5: Headers supported by the <e.g. 200> response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
<header name> 
	
<data type>
e.g. string
	"M", "C" or "O"
	
"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 8.x.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	<link name>
e.g. search
	<resource 1>
e.g. Stored Search (Document)
	<method 1>
e.g. GET
	<parameter>
e.g. searchId
	<description of the link>



[bookmark: _Toc21450948][bookmark: _Toc85734486]8.x.2.2.4		Resource Custom Operations
The following clauses will specify the custom operations supported by the resource.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc510696616][bookmark: _Toc35971407][bookmark: _Toc36812138][bookmark: _Toc85734487]8.x.2.2.4.1		Overview
[bookmark: _Toc510696617]Table 8.x.2.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation name>
	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	
	



[bookmark: _Toc35971408][bookmark: _Toc36812139][bookmark: _Toc85734488]8.x.2.2.4.2		Operation: < operation 1 >
This clause will specify the meaning of the operation applied on the resource.
[bookmark: _Toc510696618][bookmark: _Toc35971409][bookmark: _Toc36812140][bookmark: _Toc85734489]8.x.2.2.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc510696619][bookmark: _Toc35971410][bookmark: _Toc36812141][bookmark: _Toc85734490]8.x.2.2.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 8.x.2.2.4.2.2-1 and the response data structure and response codes specified in table 8.x.2.2.4.2.2-2.
Table 8.x.2.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 8.x.2.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in <Table X of 3GPP TS 29.xxx [x]> also apply.


[bookmark: _Toc510696622][bookmark: _Toc35971413][bookmark: _Toc36812144]
[bookmark: _Toc85734491]8.x.3	Custom Operations without associated resources
[bookmark: _Toc510696623][bookmark: _Toc35971414][bookmark: _Toc36812145][bookmark: _Toc85734492]8.x.3.1	Overview
This clause will specify custom operations without any associated resource supported by this API.
Table 8.x.3.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc510696624][bookmark: _Toc35971415][bookmark: _Toc36812146][bookmark: _Toc85734493]8.x.3.2	Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc510696625][bookmark: _Toc35971416][bookmark: _Toc36812147][bookmark: _Toc85734494]8.x.3.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc510696626][bookmark: _Toc35971417][bookmark: _Toc36812148][bookmark: _Toc85734495]8.x.3.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 8.x.3.2.2-1 and 8.x.3.2.2-2.
Table 8.x.3.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 8.x.3.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in <Table X of 3GPP TS 29.xxx [x]> also apply.



[bookmark: _Toc510696627][bookmark: _Toc35971418][bookmark: _Toc36812149][bookmark: _Toc85734496]8.x.3.3	Operation: < operation 2>
And so on if there are more than one custom operations supported by the service. Same structure as in clause 8.x.3.2
[bookmark: _Toc85734497]8.x.4	Notifications
[bookmark: _Toc21450950][bookmark: _Toc85734498]8.x.4.1	General
Table 8.x.4.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	<notification 1>
e.g. Status Change Notification

	< Callback URI >
e.g. {StatusCallbackUri}
	
e.g POST
	
e.g. Notify Event 

	
	
	
	



[bookmark: _Toc21450951][bookmark: _Toc85734499]8.x.4.2	<notification 1>
[bookmark: _Toc21450952][bookmark: _Toc85734500]8.x.4.2.1	Description
[bookmark: _Toc21450953][bookmark: _Toc85734501]8.x.4.2.2	Notification definition
Callback URI: <Notification resource URI>
This method shall support the URI query parameters specified in table 8.x.4.2.2-1.
Table 8.x.4.2.2-1: URI query parameters supported by the <Method Name> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



This method shall support the request data structures specified in table 8.x.4.2.2-2 and the response data structures and response codes specified in table 8.x.4.2.2-3.
Table 8.x.4.2.2-2: Data structures supported by the <Method Name> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 8.x.4.2.2-3: Data structures supported by the <Method Name> Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>



[bookmark: _Toc85734502]8.x.5	Data Model
[bookmark: _Toc21450955][bookmark: _Toc85734503]8.x.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause <7.X related to EdgeApp design aspects common for all APIs> apply to this API
Table 8.x.5.1-1 specifies the data types defined specifically for the <API Name> API service.
Table 8.x.5.1-1: <API Name> API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	
	
	
	



Table 8.x.5.1-2 specifies data types re-used by the <API Name> API service. 
Table 8.x.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	
	
	
	



[bookmark: _Toc21450956][bookmark: _Toc85734504]8.x.5.2	Structured data types
[bookmark: _Toc21450957][bookmark: _Toc85734505]8.x.5.2.1	Introduction
[bookmark: _Toc21450958][bookmark: _Toc85734506]8.x.5.2.2	Type: <Data type name>
Table 8.x.5.2.2-1: Definition of type <Data Type name>
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>
	

	
	
	
	
	
	



[bookmark: _Toc21450959][bookmark: _Toc85734507]8.x.5.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc510696639][bookmark: _Toc35971434][bookmark: _Toc36812165][bookmark: _Toc85734508]8.x.5.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc510696640][bookmark: _Toc35971435][bookmark: _Toc36812166][bookmark: _Toc85734509]8.x.5.3.2	Simple data types
The simple data types defined in table 8.x.5.3.2-1 shall be supported.
Table 8.x.5.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc510696641][bookmark: _Toc35971436][bookmark: _Toc36812167][bookmark: _Toc85734510]8.x.5.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 8.x.5.3.3-1.
Table 8.x.5.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability

	
	
	



[bookmark: _Toc85734511]8.x.6	Error Handling
[bookmark: _Toc85734512]8.x.7	Feature negotiation
General feature negotiation procedures are defined in clause <7.X>. Table 8.x.7-1 lists the supported features for <API name> API.
Table 8.x.7-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc85734513]9	Edge Configuration Server API Definitions
This clause will provide the definitions of all the EdgeApp APIs from ECS.
[bookmark: _Toc61651623][bookmark: _Toc85734514]9.1	Eecs_EESRegistration API
[bookmark: _Toc85734515]9.1.1	API URI
The Eecs_EESRegistration service shall use the Eecs_EESRegistration API.
The request URIs used in HTTP requests from the Edge Enabler Server towards the Edge Configuration Server shall have the Resource URI structure as defined in clause 7.5 with the following clarifications:
-	The <apiName> shall be "eecs-eesregistration".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 9.1.2.
[bookmark: _Toc85734516]9.1.2	Resources
[bookmark: _Toc85734517]9.1.2.1	Overview


Figure 9.1.2.1-1: Resource URI structure of the Eecs_EESRegistration API
Table 9.1.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 9.1.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	EES Registrations
	/registrations
	POST
	Registers a new EES at the Edge Configuration Server.

	Individual EES Registration
	/registrations/{registrationId}
	GET
	Fetch an individual EES registration resource.

	
	
	PUT
	Fully replace an individual EES registration resource.

	
	
	DELETE
	Remove an individual EES registration resource.

	
	
	PATCH
	Partially update an individual EES registration resource.



Editor’s Note: It is FFS, to obtain the EES registration information from the "EES Registrations" collection resource.
Editor’s Note: Inclusion of the EES identifier in the resource URI structure is FFS.
[bookmark: _Toc85734518]9.1.2.2	Resource: EES Registrations
[bookmark: _Toc85734519]9.1.2.2.1	Description
This resource represents all the Edge Enabler Servers that are registered at a given Edge Configuration Server.
[bookmark: _Toc85734520]9.1.2.2.2	Resource Definition
Resource URI: {apiRoot}/eecs-eesregistration/<apiVersion>/registrations
This resource shall support the resource URI variables defined in the table 9.1.2.2.2-1.
Table 9.1.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 9.1.1



[bookmark: _Toc85734521]9.1.2.2.3	Resource Standard Methods
[bookmark: _Toc85734522]9.1.2.2.3.1	POST
This method shall support the URI query parameters specified in table 9.1.2.2.3.1-1.
Table 9.1.2.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 9.1.2.2.3.1-2 and the response data structures and response codes specified in table 9.1.2.2.3.1-3.
Table 9.1.2.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	EESRegistration
	M
	1
	EES registration request information.



Table 9.1.2.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	EESRegistration
	M
	1
	201 Created
	EES information is registered successfully at ECS. EES information registered with ECS is provided in the response body.

The URI of the created resource shall be returned in the “Location” HTTP header.

	NOTE:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 9.1.2.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.1.2.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location 
	String
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/eecs-eesregistration/<apiVersion>/registrations/{registrationId}



Table 9.1.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734523]9.1.2.2.4		Resource Custom Operations
None.
[bookmark: _Toc85734524]9.1.2.3	Resource: Individual EES Registration
[bookmark: _Toc85734525]9.1.2.3.1	Description
This Individual EES Registration resource represents an individual EES registered at a given Edge Configuration Server.
[bookmark: _Toc85734526]9.1.2.3.2	Resource Definition
Resource URI: {apiRoot}/eecs-eesregistration/<apiVersion>/registrations/{registrationId}
This resource shall support the resource URI variables defined in the table 9.1.2.3.2-1.
Table 9.1.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 9.1.1

	registrationId
	string
	The EES registration identifier.



[bookmark: _Toc85734527]9.1.2.3.3	Resource Standard Methods
[bookmark: _Toc85734528]9.1.2.3.3.1	GET
This method retrieves the EES information registered at Edge Configuration Server. This method shall support the URI query parameters specified in table 9.1.2.3.3.1-1.
Table 9.1.2.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 9.1.2.3.3.1-2 and the response data structures and response codes specified in table 9.1.2.3.3.1-3.
Table 9.1.2.3.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 9.1.2.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	EESResgistration
	M
	1
	200 OK
	The EES registration information at the Edge Configuration Server. 

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 9.1.2.3.3.1-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.1.2.3.3.1-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.1.2.3.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734529]9.1.2.3.3.2	PUT
This method updates the EES registration information at Edge Configuration Server by completely replacing the existing registration data (except the value of "eesId" within EESProfile data type and the value of "suppFeat" attribute within the EESRegistration data type). This method shall support the URI query parameters specified in the table 9.1.2.3.3.2-1.
Table 9.1.2.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 9.1.2.3.3.2-2 and the response data structures and response codes specified in table 9.1.2.3.3.2-3.
Table 9.1.2.3.3.2-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	EESRegistration
	M
	1
	Details of the EES registration information to be updated



Table 9.1.2.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	EESRegistration
	M
	1
	200 OK
	The EES registration information updated successfully and the updated EES registration information is returned in the response.

	NOTE:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.


Editor’s Note: It is FFS, if 204 No Content response message is applicable.
Table 9.1.2.3.3.2-4: Headers supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.1.2.3.3.2-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.1.2.3.3.2-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734530]9.1.2.3.3.3	DELETE
This method deregisters an EES registration from the ECS. This method shall support the URI query parameters specified in the table 9.1.2.3.3.3-1. 
Table 9.1.2.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 9.1.2.3.3.3-2 and the response data structures and response codes specified in table 9.1.2.3.3.3-3.
Table 9.1.2.3.3.3-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Editor’s Note: Details of how the EES security credentials are submitted in the HTTP DELETE message is FFS and to be updated based on security aspects defined by SA3.
Table 9.1.2.3.3.3-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	The individual EES registration information matching the registrationId is deleted.

	NOTE:	The manadatory HTTP error status code for the DELETE method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 9.1.2.3.3.3-4: Headers supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.1.2.3.3.3-5: Headers supported by the 204 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.1.2.3.3.3-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734531]9.1.2.3.3.4	PATCH
This method partially updates the EES registration information at Edge Configuration Server. This method shall support the URI query parameters specified in the table 9.1.2.3.3.4-1.
Table 9.1.2.3.3.4-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 9.1.2.3.3.4-2 and the response data structures and response codes specified in table 9.1.2.3.3.4-3.
Table 9.1.2.3.3.4-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	EESRegistrationPatch
	M
	1
	Details of the EES registration information to be updated



Table 9.1.2.3.3.4-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	EESRegistration
	M
	1
	200 OK
	The Individual EES registration information was updated successfully and the updated EES registration information is returned in the response.

	n/a
	
	
	204 No Content
	The Individual EES registration information was updated successfully.

	NOTE:	The mandatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 9.1.2.3.3.4-4: Headers supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.1.2.3.3.4-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.1.2.3.3.4-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734532]9.1.2.3.4		Resource Custom Operations
None.
[bookmark: _Toc85734533]9.1.3	Custom Operations without associated resources
None.
[bookmark: _Toc85734534]9.1.4	Notifications
None.
[bookmark: _Toc85734535]9.1.5	Data Model
[bookmark: _Toc85734536]9.1.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 9.1.5.1-1 specifies the data types defined specifically for the Eecs_EESRegistration API service.
Table 9.1.5.1-1: Eecs_EESRegistration API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	EESRegistration
	9.1.5.2.2
	The EES registration information on ECS.
	

	EESProfile
	9.1.5.2.3
	The profile information related to the EES in the EESRegistration data type.
	

	ACRScenario
	9.1.5.3.3
	The ACR scenarios supported by EES.
	

	EESRegistrationPatch
	9.1.5.2.4
	To partially update the EES Registration information.
	

	ServiceArea
	9.1.5.2.5
	The topological and geographic areas served by EES.
	

	TopologicalServiceArea
	9.1.5.2.6
	The topological areas served by EES.
	

	GeographicalServiceArea
	9.1.5.2.7
	The geographic areas served by EES.
	



Table 9.1.5.1-2 specifies data types re-used by the Eecs_EESRegistration API service. 
Table 9.1.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features defined in table 9.1.7-1.
	

	DateTime
	3GPP TS 29.122 [6]
	Used to capture the expiration time of EES registration.
	

	Ecgi
	3GPP TS 29.571 [8]
	Represents an EUTRA cell identifier.
	

	Ncgi
	3GPP TS 29.571 [8]
	Represents an NR cell identifier.
	

	Tai
	3GPP TS 29.571 [8]
	Represents a tracking area identity.
	

	GeographicArea
	3GPP TS 29.572 [11]
	Identifies the geographical information of the user(s).
	

	CivicAddress
	3GPP TS 29.572 [11]
	Identifies the civic address information of the user(s).
	

	PlmnId
	3GPP TS 29.122 [6]
	Used to indicate only the list of PLMN Ids as part of topological service areas.
	

	Dnai
	3GPP TS 29.571 [8]
	Used to represent the list of DNAI(s) information associated with EES.
	

	DateTimeRm
	3GPP TS 29.571 [8]
	Used to capture the expiration time EES registration patch.
	

	EndPoint
	8.1.5.2.5
	The end point information of the Edge Enabler Server in the EES profile.
	



[bookmark: _Toc85734537]9.1.5.2	Structured data types
[bookmark: _Toc85734538]9.1.5.2.1	Introduction
[bookmark: _Toc85734539]9.1.5.2.2	Type: EESRegistration
Table 9.1.5.2.2-1: Definition of type EESRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eesProf
	EESProfile
	M
	1
	The profile information of the EES. 
	

	expTime
	DateTime
	O
	0..1
	Identifies the expiration time for the EES registration. If the expiration time is not present, then it indicates that the registration of EES never expires.
	

	suppFeat
	SupportedFeatures
	O
	0..1
	Used to negotiate the supported optional features of the API as described in clause 7.8.
This attribute shall be provided in the HTTP POST request and in the response of successful resource creation.
	



Editor’s Note: The data model to be updated with security credentials information, based on security aspects defined by SA3.

[bookmark: _Toc85734540]9.1.5.2.3	Type: EESProfile
Table 9.1.5.2.3-1: Definition of type EESProfile
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eesId
	string
	M
	1
	The identifier of the EES
	

	endPt
	EndPoint
	M
	1
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES. 
	

	easIds
	array(string)
	O
	1..N
	Identities of the Edge Application Servers registered with the EES. 
	

	provId
	string
	O
	0..1
	Identifier of the ECSP that provides the EES provider.
	

	svcArea
	ServiceArea
	O
	0..1
	The list of geographical and topological areas that the EES serves. EECs in the UE that are outside the area shall not be served.
	

	appLocs
	array(Dnai)
	O
	1..N
	List of DNAI(s) associated with the EES. This is a list of potential locations of the applications.
It is a subset of the DNAI(s) associated with the EDN, where the EES resides.
	

	svcContSupp
	array(ACRScenario)
	O
	1..N
	The ACR scenarios supported by the EES for service continuity. If this attribute is not present, then the EES does not support service continuity.
	

	eecRegConf
	boolean
	M
	1
	Set to TRUE if the EEC is required to register on the EES to use edge services. Set to FALSE if EEC is not required to register on the EES to use edge services.
	




[bookmark: _Toc85734541]9.1.5.2.4	Type: EESRegistrationPatch
Table 9.1.5.2.4-1: Definition of type EESRegistrationPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eesProf
	EESProfile
	O
	0..1
	The profile information of the EES. 
	

	expTime
	DateTimeRm
	O
	0..1
	Identifies the expiration time for the EES registration. If the expiration time is not present, then it indicates that the registration of EES never expires.
	

	NOTE:	The value of the “eesId” attribute within the EESProfile data type shall be the same as the one within the EES Registration data type during the creation of resource procedure.



[bookmark: _Toc85734542]9.1.5.2.5	Type: ServiceArea
Table 9.1.5.2.5-1: Definition of type ServiceArea
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	topServAr
	TopologicalServiceArea
	O
	0..1
	The topological service areas. (NOTE)
	

	geoServAr
	GeographicalServiceArea
	O
	0..1
	The geographical service areas.
	

	NOTE:	The "topServAr" attribute is not applicable for untrusted functional elements (EESs and/or EASs deployed outside the MNO trust domain).



[bookmark: _Toc85734543]9.1.5.2.6	Type: TopologicalServiceArea
Table 9.1.5.2.6-1: Definition of type TopologicalServiceArea
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ecgis
	array(Ecgi)
	O
	1..N
	This IE contains a list of E‑UTRA cell identities.
	

	ncgis
	array(Ncgi)
	O
	1..N
	This IE contains a list of NR cell identities.
	

	tais
	array(Tai)
	O
	1..N
	This IE contains a list of tracking area identities.
	

	plmnIds
	array(PlmnId)
	O
	1..N
	List of PLMN IDs. (NOTE)
	

	NOTE:	A combination of these information elements should not have duplicate or overlapping information for the same topological Service Area.



[bookmark: _Toc85734544]9.1.5.2.7	Type: GeographicalServiceArea
Table 9.1.5.2.7-1: Definition of type GeographicalServiceArea
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	geoArs
	array(GeographicArea)
	O
	1..N
	Identifies a list of geographic area of the user where the UE is located.
	

	civicAddrs
	array(CivicAddress)
	O
	1..N
	Identifies a list of civic addresses of the user where the UE is located.
	



[bookmark: _Toc85734545]9.1.5.3	Simple data types and enumerations
[bookmark: _Toc85734546]9.1.5.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc85734547]9.1.5.3.2	Simple data types
The simple data types defined in table 9.1.5.3.2-1 shall be supported.
Table 9.1.5.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc85734548]9.1.5.3.3	Enumeration: ACRScenario
The enumeration ACRScenario represents the ACR scenarios supported. It shall comply with the provisions defined in table 9.1.5.3.3-1.
Table 9.1.5.3.3-1: Enumeration ACRScenario
	Enumeration value
	Description
	Applicability

	EEC_INITIATED
	Represents the EEC initiated ACR scenario.
	

	EEC_EXECUTED_VIA_SOURCE_EES
	Represents the EEC ACR scenario executed via the S-EES.
	

	EEC_EXECUTED_VIA_TARGET_EES
	Represents the EEC ACR scenario executed via the T-EES.
	

	SOURCE_EAS_DECIDED
	Represents the EEC ACR scenario where the S-EAS decides to perform ACR.
	

	SOURCE_EES_EXECUTED
	Represents the EEC ACR scenario where S-EES executes the ACR.
	

	EEL_MANAGED_ACR
	Represents the EEC ACR scenario where the ACR is managed by the Edge Enabler Layer.
	



[bookmark: _Toc85734549]9.1.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc85734550]9.1.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8 Table 9.1.7-1 lists the supported features for Eecs_EESRegistration API.
Table 9.1.7-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc85734551]9.2	Eecs_TargetEESDiscovery API
[bookmark: _Toc85734552]9.2.1	API URI
The Eecs_TargetEESDiscovery service shall use the Eecs_TargetEESDiscovery API.
The request URIs used in HTTP requests from the Edge Enabler Server towards the Edge Configuration Server shall have the Resource URI structure as defined in clause 7.5 with the following clarifications:
-	The <apiName> shall be "eecs-targeteesdiscovery".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 9.2.2.
[bookmark: _Toc85734553]9.2.2	Resources
[bookmark: _Toc85734554]9.2.2.1	Overview


Figure 9.2.2.1-1: Resource URI structure of the Eecs_TargetEESDiscovery API
Table 9.2.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 9.2.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	EES Profiles
	/ees-profiles
	GET
	Retrieve the T-EES information.



[bookmark: _Toc85734555]9.2.2.2	Resource: EES Profiles
[bookmark: _Toc85734556]9.2.2.2.1	Description
This resource allows the source EES (S-EES) to retrieve the target (T-EES) information from the ECS.
[bookmark: _Toc85734557]9.2.2.2.2	Resource Definition
Resource URI: {apiRoot}/eecs-targeteesdiscovery/<apiVersion>/ees-profiles
This resource shall support the resource URI variables defined in the table 9.2.2.2.2-1.
Table 9.2.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause 7.5

	apiVersion
	string
	See clause 9.2.1



[bookmark: _Toc85734558]9.2.2.2.3	Resource Standard Methods
[bookmark: _Toc85734559]9.2.2.2.3.1	GET
This method allows the S-EES to fetch the T-EES information as specified in 3GPP TS 23.558 [2], from the ECS with a given discovery filters. This method shall support the URI query parameters specified in table 9.2.2.2.3.1-1.
Table 9.2.2.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	ees-id
	string
	M
	1
	Unique identifier of the S-EES.

	eas-id
	string
	M
	1
	Unique identifier of the S-EAS.

	target-dnai
	Dnai
	O
	0..1
	The DNAI information associated with the potential T-EES(s) and/or T-EAS(s).

	ue-id
	Gpsi
	O
	0..1
	Identifier of the UE.

	ue-location
	LocationArea5G
	O
	0..1
	The location information of the UE.


Editor’s Note: Details of how the EES security credentials are submitted in the HTTP GET message is FFS and to be updated based on security aspects defined by SA3.

NOTE:	To protect the privacy of the user, the MSISDN can be used as GPSI only after obtaining user’s consent.
This method shall support the request data structures specified in table 9.2.2.2.3.1-2 and the response data structures and response codes specified in table 9.2.2.2.3.1-3.
Table 9.2.2.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 9.2.2.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ECSServProvResp
	M
	1
	200 OK
	The EDN configuration and the T-EES information determined by the ECS based on the query parameters.

	NOTE:	The mandatory HTTP error status code for the GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Table 9.2.2.2.3.1-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.2.2.2.3.1-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Table 9.2.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	n/a
	
	
	
	



[bookmark: _Toc85734560]9.2.2.2.4		Resource Custom Operations
None.
[bookmark: _Toc85734561]9.2.3	Custom Operations without associated resources
None.
[bookmark: _Toc85734562]9.2.4	Notifications
None.
[bookmark: _Toc85734563]9.2.5	Data Model
[bookmark: _Toc85734564]9.2.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API.
Table 9.2.5.1-1 specifies the data types defined specifically for the Eecs_TargetEESDiscovery API.
Table 9.2.5.1-1: Eecs_TargetEESDiscovery API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	
	
	
	



Table 9.2.5.1-2 specifies data types re-used by the Eecs_TargetEESDiscovery API service. 
Table 9.2.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Dnai
	3GPP TS 29.571 [8]
	Used to indicate the target DNAI information.
	

	Gpsi
	3GPP TS 29.571 [8]
	Used to identify the UE in the query parameter.
	

	LocationArea5G
	3GPP TS 29.122 [6]
	Used to indicate the location information of the UE in the query parameter.
	

	ECSServProvResp
	3GPP TS 24.558 [14]
	The response to the target EES discovery request, which includes the EDN configuration along with list of EES(s) information.
	



[bookmark: _Toc85734565]9.2.5.2	Structured data types
None.
[bookmark: _Toc85734566]9.2.5.3	Simple data types and enumerations
None.
[bookmark: _Toc85734567]9.2.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc85734568]9.2.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 9.2.7-1 lists the supported features for Eecs_TargetEESDiscovery API.
Table 9.2.7-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc85734569]9.x	<API Name – Eecs_xxx> API
Add a copy of this clause for a new API definition, adding all the clauses below. All the clauses are mandatory for each API. Yellow highlighted text needs to be replaced with appropriate clause number and the API, Service operation name.
[bookmark: _Toc85734570]9.x.1	API URI
[bookmark: _Toc85734571]9.x.2	Resources
[bookmark: _Toc85734572]9.x.2.1	Overview


Figure 9.x.2.1-1: Resource URI structure of the <API Name> API
Table 9.x.2.1-1 provides an overview of the resources and applicable HTTP methods.
Table 9.x.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	
	
	
	



[bookmark: _Toc85734573]9.x.2.2	Resource: <Resource name>
[bookmark: _Toc85734574]9.x.2.2.1	Description
[bookmark: _Toc85734575]9.x.2.2.2	Resource Definition
[bookmark: _Toc85734576]9.x.2.2.3	Resource Standard Methods
[bookmark: _Toc85734577]9.x.2.2.3.1	<Method Name>
Table 9.x.2.2.3.1-1: URI query parameters supported by the <Method Name> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or 1..N or <leave empty>
	<only if applicable>



This method shall support the request data structures specified in table 9.x.2.2.3.1-2 and the response data structures and response codes specified in table 9.x.2.2.3.1-3.
Table 9.x.2.2.3.1-2: Data structures supported by the <Method Name> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 9.x.2.2.3.1-3: Data structures supported by the <Method Name> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <method 1> method listed in <Table X of 3GPP TS 29.xxx [x]> also apply.



Table 9.x.2.2.3.1-4: Headers supported by the <e.g. GET> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<header name> 
	<data type>
e.g. string
	"M", "C" or "O"
	"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 9.x.2.2.3.1-5: Headers supported by the <e.g. 200> response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
<header name> 
	
<data type>
e.g. string
	"M", "C" or "O"
	
"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 9.x.2.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	<link name>
e.g. search
	<resource 1>
e.g. Stored Search (Document)
	<method 1>
e.g. GET
	<parameter>
e.g. searchId
	<description of the link>



[bookmark: _Toc85734578]9.x.2.2.4		Resource Custom Operations
The following clauses will specify the custom operations supported by the resource.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc85734579]9.x.2.2.4.1		Overview
Table 9.x.2.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation name>
	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	
	



[bookmark: _Toc85734580]9.x.2.2.4.2		Operation: < operation 1 >
This clause will specify the meaning of the operation applied on the resource.
[bookmark: _Toc85734581]9.x.2.2.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc85734582]9.x.2.2.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 9.x.2.2.4.2.2-1 and the response data structure and response codes specified in table 9.x.2.2.4.2.2-2.
Table 9.x.2.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 9.x.2.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in <Table X of 3GPP TS 29.xxx [x]> also apply.



[bookmark: _Toc85734583]9.x.3	Custom Operations without associated resources
[bookmark: _Toc85734584]9.x.3.1	Overview
This clause will specify custom operations without any associated resource supported by this API.
Table 9.x.3.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc85734585]9.x.3.2	Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc85734586]9.x.3.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc85734587]9.x.3.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 9.x.3.2.2-1 and 9.x.3.2.2-2.
Table 9.x.3.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 9.x.3.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in <Table X of 3GPP TS 29.xxx [x]> also apply.



[bookmark: _Toc85734588]9.x.3.3	Operation: < operation 2>
And so on if there are more than one custom operations supported by the service. Same structure as in clause 9.x.3.2

[bookmark: _Toc85734589]9.x.4	Notifications
[bookmark: _Toc85734590]9.x.4.1	General
Table 9.x.4.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	<notification 1>
e.g. Status Change Notification

	< Callback URI >
e.g. {StatusCallbackUri}
	
e.g POST
	
e.g. Notify Event 

	
	
	
	



[bookmark: _Toc85734591]9.x.4.2	<notification 1>
[bookmark: _Toc85734592]9.x.4.2.1	Description
[bookmark: _Toc85734593]9.x.4.2.2	Notification definition
Callback URI: <Notification resource URI>
This method shall support the URI query parameters specified in table 9.x.4.2.2-1.
Table 9.x.4.2.2-1: URI query parameters supported by the <Method Name> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



This method shall support the request data structures specified in table 9.x.4.2.2-2 and the response data structures and response codes specified in table 9.x.4.2.2-3.
Table 9.x.4.2.2-2: Data structures supported by the <Method Name> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 9.x.4.2.2-3: Data structures supported by the <Method Name> Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>



[bookmark: _Toc85734594]9.x.5	Data Model
[bookmark: _Toc85734595]9.x.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause <7.X related to EdgeApp design aspects common for all APIs> apply to this API
Table 9.x.5.1-1 specifies the data types defined specifically for the <API Name> API service.
Table 9.x.5.1-1: <API Name> API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	
	
	
	



Table 9.x.5.1-2 specifies data types re-used by the <API Name> API service. 
Table 9.x.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	
	
	
	



[bookmark: _Toc85734596]9.x.5.2	Structured data types
[bookmark: _Toc85734597]9.x.5.2.1	Introduction
[bookmark: _Toc85734598]9.x.5.2.2	Type: <Data type name>
Table 9.x.5.2.2-1: Definition of type <Data Type name>
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>
	

	
	
	
	
	
	



[bookmark: _Toc85734599]9.x.5.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc85734600]9.x.5.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc85734601]9.x.5.3.2	Simple data types
The simple data types defined in table 9.x.5.3.2-1 shall be supported.
Table 9.x.5.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc85734602]9.x.5.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 9.x.5.3.3-1.
Table 9.x.5.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability

	
	
	



[bookmark: _Toc85734603]9.x.6	Error Handling
[bookmark: _Toc85734604]9.x.7	Feature negotiation
General feature negotiation procedures are defined in clause <7.X>. Table 9.x.7-1 lists the supported features for <API name> API.
Table 9.x.7-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	





[bookmark: _Toc85734605]10	Using Common API Framework
This clause will provide the EdgeApp APIs aspects when used with Common API Framework
[bookmark: _Toc85734606]11	Security
This clause will provide the security aspects.

[bookmark: tsgNames][bookmark: startOfAnnexes][bookmark: _Toc85734607]Annex A (normative):
OpenAPI specification
This is a normative annex clause to specify the Open API representation of the all the EdgeApp APIs defined in this specification.
[bookmark: _Toc85734608]A.1 General
This clause provides the introduction of the Open API specification files and their location.
 This annex is based on the OpenAPI 3.0.0 specification [3] and provides corresponding representations of all APIs defined in the present specification in YAML format. 
This Annex shall take precedence when being discrepant to other parts of the specification with respect to the encoding of information elements and methods within the API.
NOTE:	The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the specification also apply.
[bookmark: _Hlk3294506]Informative copies of the OpenAPI specification file contained in this 3GPP Technical Specification are available on a Git-based repository that uses the GitLab software version control system (see clause 5B of the 3GPP TR 21.900 [4] and clause 5.3.1 of the 3GPP TS 29.501 [5] for further information).
[bookmark: _Toc85734609]A.2	Eees_EASRegistration API
openapi: 3.0.0
info:
  title: EES EAS Registration_API
  description: |
    API for EAS Registration.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
  version: 1.0.0-alpha.1
externalDocs:
  description: 3GPP TS 29.558 V1.1.0 Enabling Edge Applications; Application Programming Interface (API) specification; Stage 3
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.558/
servers:
  - url: '{apiRoot}/eees-easregistration/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 7.5 of 3GPP TS 29.558.

paths:
  /registrations:
    post:
      description: Registers a new EAS at an EES.
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/EASRegistration'
      responses:
        '201':
          description: EAS information is registered successfully at EES.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EASRegistration'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /registrations/{registrationId}:
    get:
      description: Retrieve an Individual EAS registration resource.
      parameters:
        - name: registrationId
          in: path
          description: Registration Id.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK (The EAS registration information at the EES).
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EASRegistration'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    put:
      description: Fully replace an existing EAS Registration resource.
      parameters:
        - name: registrationId
          in: path
          description: EAS registration Id.
          required: true
          schema:
            type: string
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/EASRegistration'
      responses:
        '200':
          description: OK (The EAS registration information is updated successfully).
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EASRegistration'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    patch:
      description: Partially update an existing EAS Registration resource.
      parameters:
        - name: registrationId
          in: path
          description: EAS registration Id.
          required: true
          schema:
            type: string
      requestBody:
        description: Partial update of an existing EAS registration resource.
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/EASRegistrationPatch'
      responses:
        '200':
          description: The Individual EAS registration is successfully modified and the updated registration information is returned in the response.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EASRegistration'
        '204':
          description: No Content. The individual EAS registration information is updated successfully.
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    delete:
      description: Delete an existing EAS registration at EES.
      parameters:
        - name: registrationId
          in: path
          description: EAS registration Id.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: The individual EAS registration is deleted.
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

components:
  schemas:
    EASRegistration:
      type: object
      description: Represents an EAS registration information.
      properties:
        easProf:
          $ref: '#/components/schemas/EASProfile'
        expTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - easProf
    EASProfile:
      type: object
      description: Represents the EAS profile information.
      properties:
        easId:
          type: string
          description: Identifier of the EAS.
        endPt:
          $ref: '#/components/schemas/EndPoint'
        acIds:
          type: array
          items:
            type: string
          minItems: 1
          description: Identities of application clients that are served by the EAS.
        provId:
          type: string
          description: Identifier of the ASP that provides the EAS.
        type:
          type: string
          description: Category or type of EAS.
        scheds:
          type: array
          items:
            $ref: 'TS29122_CpProvisioning.yaml#/components/schemas/ScheduledCommunicationTime'
          minItems: 1
          description: The availability schedule of the EAS.
        svcArea:
          $ref: 'TS29558_Eecs_EESRegistration.yaml#/components/schemas/ServiceArea'
        svcKpi:
          $ref: '#/components/schemas/EASServiceKPI'
        permLvl:
          type: array
          items:
            type: string
          minItems: 1
          description: level of service permissions supported by the EAS.
        easFeats:
          type: array
          items:
            type: string
          minItems: 1
          description: Service features supported by EAS.
        appLocs:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'
          minItems: 1
          description: List of DNAI(s) and the N6 traffic information associated with the EAS.
        svcContSupp:
          type: array
          items:
            $ref: 'TS29558_Eecs_EESRegistration.yaml#/components/schemas/ACRScenario'
          minItems: 1
          description: The ACR scenarios supported by the EAS for service continuity.
        avlRep:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
        status:
          type: string
          description: EAS status information.
      required:
        - easId
        - endPt
    EASRegistrationPatch:
      type: object
      description: Represents partial update request of individual EAS registration information.
      properties:
        easProf:
          $ref: '#/components/schemas/EASProfile'
        expTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTimeRm'
    EASServiceKPI:
      type: object
      description: Represents the EAS service KPI information.
      properties:
        maxReqRate:
          type: string
          description: Maximum request rate from AC supported by EAS.
        maxRespTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        avail:
          type: string
          description: Advertised percentage of time the server is available.
        avlComp:
          type: string
          description: Maximum compute resource available for the AC.
        avlGraComp:
          type: string
          description: Maximum graphical compute resource available for the the AC.
        avlMem:
          type: string
          description: Maximum memory resource available for AC.
        avlStrg:
          type: string
          description: Maximum storage resource available for AC.
        connBand:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
    EndPoint:
      type: object
      description: The end point information to reach EAS.
      properties:
        fqdn:
          type: string
          description: Fully qualified domain name.
        ipv4Addrs:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'
          minItems: 1
          description: IPv4 addresses of the edge server.
        ipv6Addrs:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'
          minItems: 1
          description: IPv6 addresses of the edge server.
      oneOf:
        - required: [fqdn]
        - required: [ipv4Addrs]
        - required: [ipv6Addrs]
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openapi: 3.0.0
info:
  title: EES ACR Management Event_API
  description: |
    API for EES ACR Management Event.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
  version: 1.0.0-alpha.1
externalDocs:
  description: 3GPP TS 29.558 V0.5.0 Enabling Edge Applications; Application Programming Interface (API) specification; Stage 3
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.558/
servers:
  - url: '{apiRoot}/eees-acrmgntevent/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 7.5 of 3GPP TS 29.558.

paths:
  /subscriptions:
    post:
      description: Create an Individual ACR Management Event Subscription resource.
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/AcrMgntEventsSubscription'
      callbacks:
        ACRManagementEventsNotification:
          '{request.body#/notificationDestination}':
            post:
              requestBody:  # contents of the callback message
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/AcrMgntEventsNotification'
              responses:
                '204':
                  description: No Content (successful notification)
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      responses:
        '201':
          description: Created (Successful creation)
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AcrMgntEventsSubscription'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource'
              required: true
              schema:
                type: string
        '204':
          description: Successful case. The resource has been successfully created and no additional content is to be sent in the response message.
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    get:
      description: Retrieve all the ACR Management Events Subscriptions information.
      parameters:
        - name: supp-feat
          in: query
          description: Features supported by the EAS.
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      responses:
        '200':
          description: OK (Successful get all of the active subscriptions)
          content:
            application/json:
              schema:
                type: array
                items:
                  $ref: '#/components/schemas/AcrMgntEventsSubscription'
                minItems: 1
                description: All the active ACR management events subscriptions
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /subscriptions/{subscriptionId}:
    get:
      description: Retrieve an Individual ACR Management Events Subscription.
      parameters:
        - name: subscriptionId
          in: path
          description: Subscription Id.
          required: true
          schema:
            type: string
        - name: supp-feat
          in: query
          description: Features supported by the EAS.
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      responses:
        '200':
          description: OK (Successful get the active subscription).
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AcrMgntEventsSubscription'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    put:
      description: Fully replace an existing Individual ACR Management Events Subscription.
      parameters:
        - name: subscriptionId
          in: path
          description: Subscription Id.
          required: true
          schema:
            type: string
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/AcrMgntEventsSubscription'
      responses:
        '200':
          description: OK (Successful get the active subscription).
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AcrMgntEventsSubscription'
        '204':
          description: No Content
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    patch:
      parameters:
        - name: subscriptionId
          in: path
          description: Subscription Id.
          required: true
          schema:
            type: string
      requestBody:
        description: Partial update an existing Individual ACR Management Events Subscription.
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/AcrMgntEventsSubscriptionPatch'
      responses:
        '200':
          description: The Individual ACR Management Events Subscription is successfully modified and the updated subscription information is returned in the response.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AcrMgntEventsSubscription'
        '204':
          description: No Content.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    delete:
      description: Delete an existing Individual ACR Management Events Subscription.
      parameters:
        - name: subscriptionId
          in: path
          description: Subscription Id.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: The individual subscription is deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

# Components

components:
  schemas:
    AcrMgntEventsSubscription:
      type: object
      description: Represents an Individual ACR Management Events Subscription.
      properties:
        self:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        easId:
          type: string
          description: Identifier of an EAS.
        tgtUeId:
          $ref: '#/components/schemas/TargetUeIdentification'
        eventSubscs:
          type: array
          items:
            $ref: '#/components/schemas/AcrMgntEventSubsc'
          minItems: 1
          description: The subscribed ACR management events.
        evtReq:
          $ref: 'TS29523_Npcf_EventExposure.yaml#/components/schemas/ReportingInformation'
        notificationDestination:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        dnaiChgType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DnaiChangeType'
        easAckInd:
          type: boolean
        eventReports:
          type: array
          items:
            $ref: '#/components/schemas/AcrMgntEventReport'
          minItems: 1
          description: The ACR management event report(s).
        easChars:
          type: array
          items:
            $ref: '#/components/schemas/EasCharacteristics'
          minItems: 1
          description: A list of EAS characteristics.
        failEventReports:
          type: array
          items:
            $ref: '#/components/schemas/FailureAcrMgntEventInfo'
          minItems: 1
          description: Failure event reports.
        requestTestNotification:
          type: boolean
          description: Set to true by the EAS to request the EES to send a test notification. Set to false or omitted otherwise.
        websockNotifConfig:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - easId
        - tgtUeId
        - eventSubscs
        - notificationDestination
    AcrMgntEventSubsc:
      type: object
      description: Represents an ACR Management Event Subscription.
      properties:
        event:
          $ref: '#/components/schemas/AcrMgntEvent'
        eventFilter:
          $ref: '#/components/schemas/AcrMgntEventFilter'
      required:
        - event
        - eventFilter
    AcrMgntEventsSubscriptionPatch:
      type: object
      description: Represents a modification request of Individual ACR Management Events Subscription.
      properties:
        eventSubscs:
          type: array
          items:
            $ref: '#/components/schemas/AcrMgntEventSubsc'
          minItems: 1
          description: The subscribed ACR management events.
        evtReq:
          $ref: 'TS29523_Npcf_EventExposure.yaml#/components/schemas/ReportingInformation'
        notificationDestination:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        dnaiChgType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DnaiChangeTypeRm'
        easAckInd:
          type: boolean
        easChars:
          type: array
          items:
            $ref: '#/components/schemas/EasCharacteristics'
          minItems: 1
          description: A list of EAS characteristics.
    EasCharacteristics:
      type: string
# Editor’s Note: Definition of EasCharacteristics data type is FFS.
    AcrMgntEventFilter:
      type: string
# Editor’s Note: Definition of AcrMgntEventFilter data type is FFS.
    AcrMgntEventsNotification:
      type: object
      description: Represents the ACR management events notification.
      properties:
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          type: string
          description: String identifying the Individual ACR Management Events Subscription for which the notification is delivered.
        eventReports:
          type: array
          items:
            $ref: '#/components/schemas/AcrMgntEventReport'
          minItems: 1
          description: A list of ACR management event reports.
      required:
        - subpId
        - eventReports
    AcrMgntEventReport:
      type: object
      description: Represents an ACR management event report.
      properties:
        event:
          $ref: '#/components/schemas/AcrMgntEvent'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        upPathChgInfo:
          $ref: '#/components/schemas/UpPathChangeInfo'
        easEndPoint:
          type: string
# Editor’s Note: the reference for the EndPoint data tye is defined in Eees_EASRegistration API, and will be updated later.
      required:
        - event
    FailureAcrMgntEventInfo:
      type: object
      description: Represents a failure ACR management event.
      properties:
        event:
          $ref: '#/components/schemas/AcrMgntEvent'
        failureCode:
          $ref: '#/components/schemas/AcrMgntEventFailureCode'
      required:
        - event
        - failureCode
    TargetUeIdentification:
      description: Identifies the target UE information.
      type: object
      properties:
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        intGrpId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
        extGrpId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ExternalGroupId'
        ueIpAddr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/IpAddr'

    AcrMgntEventFailureCode:
      type: string
# Editor’s Note: Definition of AcrMgntEventFailureCode data type is FFS.
    UpPathChangeInfo:
      type: string
# Editor’s Note: Definition of UpPathChangeInfo data type is FFS.
    AcrMgntEvent:
      anyOf:
      - type: string
        enum:
          - UP_PATH_CHG
          - ACR_MONITORING
          - ACR_FACILITATION
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Possible values are
        - UP_PATH_CHG: User plane path change event.
        - ACR_MONITORING: ACR monitoring event.
        - ACR_FACILITATION: ACR facilitation event.
[bookmark: _Toc85734611]A.4	Eees_SessionWithQoS API
openapi: 3.0.0
info:
  title: EES Session with QoS API
  description: |
    API for EES Session with Qos service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
  version: 1.0.0-alpha.1
externalDocs:
  description: 3GPP TS 29.558 V1.1.0 Enabling Edge Applications; Application Programming Interface (API) specification; Stage 3
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.558/
servers:
  - url: '{apiRoot}/eees-session-with-qos/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 7.5 of 3GPP TS 29.558.

paths:
  /sessions:
    post:
      description: Create a new individual Session with QoS resource.
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/SessionWithQoS'
      responses:
        '201':
          description: Created (Successful creation)
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SessionWithQoS'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      callbacks:
        notificationDestination:
          '{request.body#/notificationDestination}':
            post:
              requestBody:  # contents of the callback message
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/UserPlaneEventNotification'
              responses:
                '204':
                  description: No Content (successful notification)
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    get:
      description: Retrieve all the Session With QoS information.
      parameters:
        - name: easId
          in: query
          description: Identifier of the EAS which querying the status of subscriptions.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK (Successful get all of the active subscriptions)
          content:
            application/json:
              schema:
                type: array
                items:
                  $ref: '#/components/schemas/SessionWithQoS'
                minItems: 1
                description: All the subscription information related to the request URI is returned
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /sessions/{sessionId}:
    put:
      description: Fully replace an existing Individual Session with QoS resource identified by a sessionId.
      parameters:
        - name: sessionId
          in: path
          description: Session Id.
          required: true
          schema:
            type: string
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/SessionWithQoS'
      responses:
        '200':
          description: The individual Session with QoS is successfully modified and the updated session with QoS context information is returned in the response.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SessionWithQoS'
        '204':
          description: No Content
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    patch:
      parameters:
        - name: sessionId
          in: path
          description: session Id.
          required: true
          schema:
            type: string
      requestBody:
        description: Partial update an existing Individual Session with QoS resource identified by a sessionId.
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/SessionWithQoSPatch'
      responses:
        '200':
          description: The individual Session with QoS is successfully modified and the updated session with QoS context information is returned in the response.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SessionWithQoS'
        '204':
          description: No Content.
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    delete:
      description: Remove an Individual Session with QoS resource identified by a sessionId.
      parameters:
        - name: sessionId
          in: path
          description: session Id.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: The individual Session with QoS resource matching the sessionId is successfully deleted.
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    get:
      description: Read a subscription resource for a sessionId.
      parameters:
        - name: sessionId
          in: path
          description: Session Id.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: The subscription information related to the request URI is returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SessionWithQoS'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'


# Components

components:
  schemas:
    SessionWithQoS:
      type: object
      description: Represents an Individual Session with QoS Subscription.
      properties:
        self:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        easId:
          type: string
          description: Identifier of an EAS.
        ueIpv4Addr:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'
        ueIpv6Addr:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'
        ipDomain:
          type: string
        ueId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        intGrpId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
        extGrpId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ExternalGroupId'
        ipFlows:
          type: array
          items:
            $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/FlowDescription'
          minItems: 1
          description: Contains the flow description for the Uplink and/or Downlink IP flows.
        qosReference:
          type: string
          description: Identifies a pre-defined QoS information.
        altQosReference:
          type: array
          items:
            type: string
          description: Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
        events:
          type: array
          items:
            $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/UserPlaneEvent'
          description: Indicates the events subscribed by the EAS.
        sponsorInformation:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/SponsorInformation'
        qosMonInfo:
          $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/QosMonitoringInformation'
        notificationDestination:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        maxbrUl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        maxbrDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        disUeNotif:
          type: boolean
        requestTestNotification:
          type: boolean
          description: Set to true by Subscriber to request the EES to send a test notification as defined in 3GPP TS 29.122 [6]. Set to false or omitted otherwise.
        websockNotifConfig:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - easId
        - ipFlows

    SessionWithQoSPatch:
      type: object
      description: Represents a modification request of Individual Session with QoS Subscription.
      properties:
        ipFlows:
          type: array
          items:
            $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/FlowDescription'
          minItems: 1
          description: Contains the flow description for the Uplink and/or Downlink IP flows.
        qosReference:
          type: string
          description: Identifies a pre-defined QoS information.
        altQosReference:
          type: array
          items:
            type: string
          description: Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
        events:
          type: array
          items:
            $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/UserPlaneEvent'
          description: Indicates the events subscribed by the EAS.
        sponsorInformation:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/SponsorInformation'
        qosMonInfo:
          $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/QosMonitoringInformationRm'
        notificationDestination:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        maxbrUl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRateRm'
        maxbrDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRateRm'
        disUeNotif:
          type: boolean

    UserPlaneEventNotification:
      type: object
      description: Represents the user plane event notification.
      properties:
        sessionId:
          type: string
          description: String identifying the individual data session information for which the QoS event notification is delivered.
        eventReports:
          type: array
          items:
            $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/UserPlaneEventReport'
          minItems: 1
          description: Contains the flow description for the Uplink and/or Downlink IP flows.
      required:
        - sessionId
        - eventReports
[bookmark: _Toc85734612]A.5	Eecs_EESRegistration API
openapi: 3.0.0
info:
  title: ECS EES Registration_API
  description: |
    API for EES Registration.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
  version: 1.0.0-alpha.1
externalDocs:
  description: 3GPP TS 29.558 V1.1.0 Enabling Edge Applications; Application Programming Interface (API) specification; Stage 3
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.558/
servers:
  - url: '{apiRoot}/eecs-eesregistration/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 7.5 of 3GPP TS 29.558.

paths:
  /registrations:
    post:
      description: Registers a new EES at the Edge Configuration Server.
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/EESRegistration'
      responses:
        '201':
          description: EES information is registered successfully at ECS.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EESRegistration'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /registrations/{registrationId}:
    get:
      description: Retrieve an Individual EES registration resource.
      parameters:
        - name: registrationId
          in: path
          description: Registration Id.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK (The EES registration information at the Edge Configuration Server).
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EESRegistration'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    put:
      description: Fully replace an existing EES Registration resource.
      parameters:
        - name: registrationId
          in: path
          description: EES Registration Id.
          required: true
          schema:
            type: string
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/EESRegistration'
      responses:
        '200':
          description: OK (The EES registration information is updated successfully).
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EESRegistration'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    patch:
      description: Partially update an existing EES Registration resource.
      parameters:
        - name: registrationId
          in: path
          description: EES registration Id.
          required: true
          schema:
            type: string
      requestBody:
        description: Partial update an existing EES registration resource.
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/EESRegistrationPatch'
      responses:
        '200':
          description: The Individual EES registration is successfully modified and the updated registration information is returned in the response.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EESRegistration'
        '204':
          description: No Content. The individual EES registration information is updated successfully.
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    delete:
      description: Delete an existing EES registration at ECS.
      parameters:
        - name: registrationId
          in: path
          description: Registration Id.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: The individual EES registration is deleted.
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

components:
  schemas:
    EESRegistration:
      type: object
      description: Represents an EES registration information.
      properties:
        eesProf:
          $ref: '#/components/schemas/EESProfile'
        expTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - eesProf
    EESProfile:
      type: object
      description: Represents the EES profile information.
      properties:
        eesId:
          type: string
          description: Identifier of the EES.
        endPt:
          $ref: 'TS29558_Eees_EASRegistration.yaml#/components/schemas/EndPoint'
        easIds:
          type: array
          items:
            type: string
          minItems: 1
          description: Identities of EASs that are registered with EES.
        provId:
          type: string
          description: Identifier of the ECSP that provides the EES provider.
        svcArea:
          $ref: '#/components/schemas/ServiceArea'
        appLocs:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
          minItems: 1
          description: List of DNAI(s) associated with the EES.
        svcContSupp:
          type: array
          items:
            $ref: '#/components/schemas/ACRScenario'
          minItems: 1
          description: The ACR scenarios supported by the EES for service continuity.
        eecRegConf:
          type: boolean
          description: Set to true if the EEC is required to register to the EES to use edge service. Set to false if the EEC is not required to register to use edge services.
      required:
        - eesId
        - endPt
        - eecRegConf
    EESRegistrationPatch:
      type: object
      description: Represents partial update request of individual EES registration information.
      properties:
        eesProf:
          $ref: '#/components/schemas/EESProfile'
        expTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTimeRm'
    ServiceArea:
      type: object
      description: Represents a service area information of the EdgeApp entity.
      properties:
        topServAr:
          $ref: '#/components/schemas/TopologicalServiceArea'
        geoServAr:
          $ref: '#/components/schemas/GeographicalServiceArea'
    TopologicalServiceArea:
      type: object
      description: Represents topological service area information.
      properties:
        ecgis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ecgi'
          minItems: 1
          description: A list of E-UTRA cell identities.
        ncgis:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ncgi'
          minItems: 1
          description: A list of NR cell identities.
        tais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Tai'
          minItems: 1
          description: A list of tracking area identities.
        plmnIds:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
          description: A list of PLMN identities.
    GeographicalServiceArea:
      type: object
      description: Represents geographical service area information.
      properties:
        geoArs:
          type: array
          items:
            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/GeographicArea'
          minItems: 1
          description: A list of geographic area information.
        civicAddrs:
          type: array
          items:
            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/CivicAddress'
          minItems: 1
          description: A list of civic address information.
    ACRScenario:
      anyOf:
      - type: string
        enum:
          - EEC_INITIATED
          - EEC_EXECUTED_VIA_SOURCE_EES
          - EEC_EXECUTED_VIA_TARGET_EES
          - SOURCE_EAS_DECIDED
          - SOURCE_EES_EXECUTED
          - EEL_MANAGED_ACR
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Possible values are
        - EEC_INITIATED: Represents the EEC initiated ACR scenario.
        - EEC_EXECUTED_VIA_SOURCE_EES: Represents the EEC ACR scenario executed via the S-EES.
        - EEC_EXECUTED_VIA_TARGET_EES: Represents the EEC ACR scenario executed via the T-EES.
        - SOURCE_EAS_DECIDED: Represents the EEC ACR scenario where the S-EAS decides to perform ACR.
        - SOURCE_EES_EXECUTED: Represents the EEC ACR scenario where S-EES executes the ACR.
        - EEL_MANAGED_ACR: Represents the EEC ACR scenario where the ACR is managed by the Edge Enabler Layer.
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