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[bookmark: foreword][bookmark: _Toc164669650][bookmark: _Toc164669764][bookmark: _Toc164670299]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc164669651][bookmark: _Toc164669765][bookmark: _Toc164670300]
1	Scope
The present document …
[bookmark: references][bookmark: _Toc164669652][bookmark: _Toc164669766][bookmark: _Toc164670301]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 28.104: "Management and orchestration; Management Data Analytics (MDA)".
[bookmark: _Toc164669653][bookmark: _Toc164669767][bookmark: _Toc164670302]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc164669654][bookmark: _Toc164669768][bookmark: _Toc164670303]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc164669655][bookmark: _Toc164669769][bookmark: _Toc164670304]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc164669656][bookmark: _Toc164669770][bookmark: _Toc164670305]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
[bookmark: clause4]<ABBREVIATION>	<Expansion>
[bookmark: _Toc164669657][bookmark: _Toc164669771][bookmark: _Toc164670306]4 	Concept and background

[bookmark: _Toc164669658][bookmark: _Toc164669772][bookmark: _Toc164670307]5	Use cases
[bookmark: _Toc164669659][bookmark: _Toc164669773][bookmark: _Toc164670308][bookmark: _Toc155781458][bookmark: _Toc26528]5.1	Energy efficiency analytics
[bookmark: _Toc164669660][bookmark: _Toc164669774][bookmark: _Toc164670309]5.1.1	Use case 1: Energy Saving based on throughput requirements
5.1.1.1	Description
[bookmark: _Toc31610][bookmark: _Toc155781460]Directional beams are formed using multiple antenna elements and directional beams are used in both common channels for initial access and in RRC_CONNECTED state. Common signals/channels used for UE initial access are transmitted in synchronization signal block (SSB). Each SSB associated with a beam is designed at different directions to cover the intended coverage area of a cell as depicted in Figure 5.1.1.1-1.
	

[bookmark: _Ref153958713]Figure 5.1.1.1-1: Illustration of SSB beams covering full cell coverage area.
	

[bookmark: _Ref153958743]Figure 5.1.1.1-2: Illustration of reduced number of SSB beams covering only hotspot area.



To reduce energy consumption, SSB beams which are not required based on traffic demand can be modified or deactivated. For example, as depicted in Figure 5.1.1.1-2, if the expected traffic (hotspot area) can be covered by 3 beams, then the remaining beams can be deactivated. This energy saving techniques depend on the accuracy of where the expected traffic demand comes from geographically, so that it can be correlated with SSB beam coverage areas.
This use case considers throughput as main criteria to define the traffic load. It is desirable to use MDA analytics to get throughput prediction for traffic load at the granular level of geographical coordinate.  This information can be then used to reduce the coverage of the beam resulting in energy savings.
Editors Note: The realization of this use case depends on the definition of beam specific energy saving mechanism.
5.1.1.2	Potential requirements
[bookmark: _Toc155781461][bookmark: _Toc4634]REQ-TLM-FUN-01: MDA capability for energy saving analysis shall include providing the predicted throughput requirements for the area which is the candidate for the energy saving mechanism.
5.1.1.3	Potential solutions
[bookmark: _Toc4003]5.1.1.4	Evaluation of solutions
[bookmark: _Toc164669661][bookmark: _Toc164669775][bookmark: _Toc164670310]5.1.x	Use case X: Use case title
[bookmark: _Toc164669662][bookmark: _Toc164669776][bookmark: _Toc164670311]5.2	End-to-End performance analytics including Edge computing domain
[bookmark: _Toc164669663][bookmark: _Toc164669777][bookmark: _Toc164670312]5.2.1	Use case 1: Edge computing performance analytics
5.2.1.1	Description
[bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK136][bookmark: OLE_LINK137][bookmark: OLE_LINK38][bookmark: OLE_LINK39][bookmark: OLE_LINK153][bookmark: OLE_LINK154][bookmark: OLE_LINK148][bookmark: OLE_LINK149]For edge applications such as remote control and automation vehicles, the end-to-end performance (e.g., latency) to an end user is contributed by both the network side and the Edge Computing side. We can guarantee the end-to-end latency between UE and EAS to satisfy the consumer requirements for guarantee user service experience. In R18, the MDA capability include E2E latency analysis, including CN latency analysis and RAN latency analysis, but not include latency between UE and EAS.
[bookmark: OLE_LINK158][bookmark: OLE_LINK159][bookmark: OLE_LINK160][bookmark: OLE_LINK82][bookmark: OLE_LINK147][bookmark: OLE_LINK70][bookmark: OLE_LINK98][bookmark: OLE_LINK1][bookmark: OLE_LINK146]It is desirable that the end-to-end latency can be predicated by MDA. MDA consumer sends the request for end-to-end latency analytics to MDA producer, MDA producer correlates and analyses multi-fold data (such as EDN NF (e.g. EAS, EES) performance measurements, 5GC NF measurement and alarm related to edge computing performance, together with the geographical and configuration data of edge computing).the MDAS producer provides the analytics report that include predicting  end-to-end latency for edge application. The MDAS producer may provide the recommendations that may be for example to adjust the configuration data of EDN NF.
[bookmark: OLE_LINK14][bookmark: OLE_LINK15][bookmark: OLE_LINK11][bookmark: OLE_LINK16]Note: The input of MDA can require consultation with SA6.
5.2.1.2	Potential requirements
[bookmark: OLE_LINK124][bookmark: OLE_LINK125][bookmark: OLE_LINK17][bookmark: OLE_LINK122][bookmark: OLE_LINK123][bookmark: OLE_LINK126][bookmark: OLE_LINK127][bookmark: OLE_LINK156]REQ-EDGE-CON-1:	MDA capability for edge computing performance analytics should provide the prediction related to E2E latency between UE and EAS.
5.2.1.3	Potential solutions
TBD.
5.2.1.4	Evaluation of solutions
[bookmark: _Toc164669664][bookmark: _Toc164669778][bookmark: _Toc164670313]5.2.x	Use case X: Use case title
[bookmark: _Toc164669665][bookmark: _Toc164669779][bookmark: _Toc164670314]5.3	Data correlation analytics 
[bookmark: _Hlk159235782][bookmark: _Toc164669666][bookmark: _Toc164669780][bookmark: _Toc164670315]5.3.1	Description
This MDA capability is for data correlation analytics on network, computing and slice resources across different aspects consisting of network domains(RAN/ core/ transport), resource domain  (network and cloud) and slice / slice subnet aspects.
[bookmark: _Toc164669667][bookmark: _Toc164669781][bookmark: _Toc164670316]5.3.2	Use case 1:	Measurement data correlation analytics for ML training
5.3.2.1	Description
[bookmark: _Hlk131773558]For a ML model training, a large amount of measurement data instances may be collected and does not necessarily add value to training performance. The collected measurement data for ML training can be highly correlated (linear or non-linear), hence there may be high redundancy among the collected measurement data. Hence using all measurement data for a model training (and inference) can be a waste of computing resources and energy. Therefore, it’s necessary to optimise the training data preparation based on the correlation analytics and redundancy information. A correlation analytics may help to detect the redundancy pattern among  the measurement data for ML training, such as:
-	For a given task (e.g., an analytics, model training), analyses the correlation among the given set of measurement data, the output can be a (much) smaller set of measurement data, with which ML model (re-)training could be much more efficient with limited (or managed) impact to model training performance (comparing to use full set of data). The output may include a recommendation, for example recommendation to optimize measurement data collection for the model training.
-	Regularly renew the correlation analytics as time progresses, since the correlation relationship might change; this is especially useful when there is a need to regularly re-train the ML model.
5.3.2.2	Potential requirements
REQ-MDA-CORE-1:	MDA capability for Measurement data correlation analytics for ML training should include the capability to provide the measurement data redundancy analysis including which measurement data correlate to which measurement data, the rate of redundancy, and recommendation to optimize measurement data collection for the model training.
5.3.2.3	Potential solutions
[bookmark: _Hlk131603396]5.3.2.3.1	Possible solution for measurement data correlation analytics for ML training
· Introduce a data type for measurement data correlation analytics recommendation, called measurementDataCorrelationRecommendation. The data taype can be the contents of the analytics report representing the recommendations from MDA for the measurement data correlation analytics for ML training.
· The contents of this data type may be a set of 3GPP and non-3GPP recommendations.
· An optional attribute may configure the analytics context in MDARequest. The context may include attributes 
· An optional attribute may indicate the training performance requirement.
· An attribute may configure the scenario type of correlation as an enumeration. 
5.3.2.4	Evaluation of solutions
[bookmark: _Toc164669668][bookmark: _Toc164669782][bookmark: _Toc164670317]5.3.x	Use case X: Use case title
[bookmark: _Toc164669669][bookmark: _Toc164669783][bookmark: _Toc164670318]5.4	ATSSS performance analytics
[bookmark: _Toc164669670][bookmark: _Toc164669784][bookmark: _Toc164670319]5.4.1	Use case 1: Traffic steering Analysis
5.4.1.1	Description
This MDA capability is for the analytics on the usage of ATSSS and N4 rules and provide recommendations on most suitable ATSSS/N4 rules based on the analytics and predictions performed. 
ATSSS feature introduced the notion of Multi Access PDU session, a PDU session for which the data traffic can be served over one or more concurrent accesses (3GPP access, trusted non-3GPP access and untrusted non-3GPP access). Using these services, the UE can access 5G services via 3GPP/non-3GPP access methods.
After the establishment of a MA PDU Session, and when there are user-plane resources on both access networks, the UE applies network-provided policy (i.e. ATSSS rules) and considers local conditions (such as network interface availability, signal loss conditions, user preferences, etc.) for deciding how to distribute the uplink traffic across the two access networks. Similarly, the UPF anchor of the MA PDU session applies network-provided policy (i.e. N4 rules) and feedback information received from the UE via the user-plane (such as access network Unavailability or Availability) for deciding how to distribute the downlink traffic across the two access networks. When there are user-plane resources on only one access network, the UE applies the ATSSS rules and considers local conditions for triggering the establishment or activation of the user plane resources over another access.
In order to optimally steer the traffic across different accesses and based on the load conditions, the network derives a set of rules that are communicated to UE (ATSSS rules) and UPF (N4 rules) as guidance on how to steer the traffic under certain conditions. The PCF derives the ATSSS policy and sends it to SMF in case of dynamic PCC (policy and charging control) enabled. SMF then converts it to ATSSS rules for UEs (UL traffic) and N4 rules for the UPF (DL traffic). These rules are then enforced by the UPF in DL and by the UE in UL to send the PDU packets. The rules contain thresholds values for selection of certain access types including the instruction of which steering modes to be used. If the PCC is not used, then the rules are framed by the SMF based on the local configurations. The structure of the ATSSS rules is described in the table 5.32.8-1 of TS 23.501 [x]. 
The network derives these rules only based on immediate performance measurements (e.g. RTT and packet loss) and local configuration at SMF. i.e, besides considering the radio link performance data, the traffic steering analytics solution derives traffic steering decisions based on the Quality of Service or Quality of Experience (QoS/E) characteristics of the related service at the UE. The rules do not capture holistic view on the past network traffic trends, the history, and trends of the performance measurements (RTT and packet loss) from the past and situation on different accesses, ATSSS/N4 rules usage statistics, impact on available accesses, nor the predictions of the network behavior in the future. Therefore, the derived rules may be suboptimal and may lead to network degradation. The MDA can predict the optimal rules and the consumer (e.g. UPF or SMF) decides to apply these rules for the MAPDU sessions.
5.4.1.2	Potential requirements
REQ-TRF_STR_MDA-01: MDA capability for traffic steering analysis should be able to provide the following analytics information of the configured ATSSS rules.
· the percentage of time the network defined rules are used to steer the traffic.
· the percentage of time a particular steering mode in a rule is used to steer the traffic.
· the number of instances the threshold values have crossed for the requested rules.
REQ-TRF_STR_MDA-02: MDA capability for traffic steering analysis should include providing recommendations on ATSSS rules and N4 rules and their precedence for a (set of) network slice(s) or network slice subnet(s).
5.4.1.3	Potential solutions
TBD
5.4.1.4	Evaluation of solutions
TBD
[bookmark: _Toc164669671][bookmark: _Toc164669785][bookmark: _Toc164670320]5.4.x	Use case X: Use case title
[bookmark: _Toc164669672][bookmark: _Toc164669786][bookmark: _Toc164670321]5.5	Non-3GPP access performance analytics
[bookmark: _Toc164669673][bookmark: _Toc164669787][bookmark: _Toc164670322]5.5.x	Use case X: Use case title
5.5.x.1	Description
5.5.x.2	Potential requirements
5.5.x.3	Potential solutions
5.5.x.4	Evaluation of solutions
[bookmark: _Toc164669674][bookmark: _Toc164669788][bookmark: _Toc164670323]5.5.y	Use case Y: Use case title
[bookmark: _Toc164669675][bookmark: _Toc164669789][bookmark: _Toc164670324]5.6	UE throughput analytics
[bookmark: _Toc164669676][bookmark: _Toc164669790][bookmark: _Toc164670325]5.6.x	Use case X: Use case title
5.6.x.1	Description
5.6.x.2	Potential requirements
5.6.x.3	Potential solutions
5.6.x.4	Evaluation of solutions
[bookmark: _Toc164669677][bookmark: _Toc164669791][bookmark: _Toc164670326]5.6.y	Use case Y: Use case title
[bookmark: _Toc164669678][bookmark: _Toc164669792][bookmark: _Toc164670327]5.7	Fault management related analytics and alarm prediction
[bookmark: _Toc164669679][bookmark: _Toc164669793][bookmark: _Toc164670328]5.7.1	Use case 1: Providing threshold statistics information for fault management
5.7.1.1		Description
Threshold crossing statistics information is very helpful to know the running state of a NF. However, the threshold which impacts the network and service may not be known by the MDAS producer. In this use case, the consumer (e.g., Operator) provides the performance crossing threshold information and resource usage threshold information to MDAS producer for calculating and collecting the statistics information, e.g., percentage of time when the performance KPI exceeds the threshold, and percentage of time when resource usage of the NF is beyond the threshold. Such statistics information helps to tell whether the NF is in the overloaded state. Furthermore, the statistics information can be together with historical data and AI/ML model for MDAS producer to perform fault predication of the NF. 
5.7.1.2		Potential Requirements
REQ-STATISTICS_MDA-01: The MDAS producer should have a capability allowing the consumer to provide threshold information for calculating and collecting statistics information. 
REQ-STATISTICS_MDA-02: The MDAS producer should have a capability to predict a fault in a network function based on calculated statistics information.
5.7.1.3		Potential Solutions
TBD
5.7.1.4	Evaluation of solutions
[bookmark: _Toc164669680][bookmark: _Toc164669794][bookmark: _Toc164670329]5.7.2	Use case 2: Enhancing failure prediction 
[bookmark: _Toc105572828][bookmark: _Toc155109788]5.7.2.1	Description
This use case is to enhance the existing MDA capability for failure prediction. The enhancements to the existing use case on failure prediction is targeted towards effective correlation of the predicted alarms and the actual alarms which has resulted as predicted. 
The existing use case of failure prediction provides a prediction of failure with some additional information [x]. This includes information such as predicted time of failure occurrence, perceived severity, and the recommended actions. These additional information helps the consumer to understand the effect of the failure in the network to a basic extent. However, the current solution does not provide additional information (e.g. predicted failure recovery time or the trend of the problem causing the failure) which may enable the consumer to anticipate the impacts to the network more effectively.
The predicted failure recovery time indicates the time by which the target entity recovers from the predicted failure. For instance, MDA can predict the time to recover for a given failure given the predicted root cause of the predicted failure and the history information.
The attribute “trend” indicates the trend of the failure, whether the failure will intensify or weaken in the future. In case of periodic analytics reports, the trend information can provide information on how the identified issue might transform in the future. This is similar to the “trend” attribute in the alarm solution in [y]. 
Also, for the consumers to effectively use the output of MDA assisted failure prediction, it is required by the consumer to seamlessly correlate the predicted failure and the actual failure when it occurs in the system. The alarm stage 2 solution is defined in 28.532 [y]. To utilize the failure prediction output effectively for this purpose, it is required to enhance the existing failure prediction to include additional information that may help in effective correlation. To achieve this, it is required to enhance the existing solution towards the alarm solution in [y]. 
5.7.2.2	Potential Requirements 
REQ-FAILURE_PRED_ENHANCE_MDA-01: MDA capability for enhanced failure prediction should be able to provide the following information as part of the failure prediction analytics.
· a predictedRootCauseIndicator indicating the possible root cause of the predicted failure.
· Trend indication about the predicted failure in case of periodic reporting.
· Predicted end time of the failure
5.7.2.3	Potential solutions
5.7.2.4	Evaluation of solutions
[bookmark: _Toc164669681][bookmark: _Toc164669795][bookmark: _Toc164670330]5.7.3	Use case 3: Enhancing service failure recovery
5.7.3.1	Description
TS 28.104 [2] clause 7.2.3.2 describes a use case for service failure recovery. To explore possible issues, this use case is elaborated in more detail as follows:
1. The network operator discovers that a service problem exists. This may be a failed service or a degraded service. The network operator may discover the issue because of an alarm or because of performance measurements.
2. The network operator requests MDA to analyse the service problem.
3. MDA produces a report, which includes recommendations to resolve the issue.
4. The network operator evaluates the recommendations.
5. If the network operator accepts the recommendations, the network operator implements the recommended actions.
The above use case raises the following issues: 
It is not clear how the MDA MnS consumer should request analysis of a particular service problem. The MDARequest IOC contains an attribute analyticsScope which may be expressed as managedEntitiesScope. The definition of managedEntitiesScope says that it “carries the DN(s) of SubNetwork MOI(s), ManagedElement MOI(s), and/or the MOI(s) of the derivative IOCs of ManagedFunction”. It is not obvious how a service problem can be identified by any of the allowed DN types. For example, if the MDA MnS consumer wishes to use an alarm to identify a service failure, it is not possible to express an alarm identifier in managedEntitiesScope.
It is not clear which MDA type supports the use case for service failure recovery. The analytics output for MDA type MDAAssistedFaultManagement.FailurePrediction includes an information element recommendedActions which mentions “recovery”, but there is no description of what this means. Also, the related analytics output contains mandatory information elements which are not appropriate for service failure recovery.
MDA type MDAAssistedFaultManagement.FailurePrediction contains recommendations on how to resolve a predicted failure, but there is not enough information for the MDA MnS consumer to evaluate whether the recommendations are valid or not. Missing important information includes the root cause of the service problem and demarcation information. This information is essential to allow the MDA MnS consumer to trust the recommendations and to discover underlying issues that could cause a similar service problem to occur in the future.
5.7.3.2	Potential requirements
REQ-FAILURE_RECORV_MDA-01: MDA capability for service failure recovery shall allow a consumer to select an alarm for analysis.
REQ-FAILURE_RECORV_MDA-02: MDA capability for service failure recovery shall be able to provide the analytics output including the probable cause of the failure.
5.7.3.3	Potential solutions
5.7.3.4	Evaluation of solutions
[bookmark: _Toc164669682][bookmark: _Toc164669796][bookmark: _Toc164670331]5.7.x	Use case X: Use case title
[bookmark: _Toc164669683][bookmark: _Toc164669797][bookmark: _Toc164670332]5.8	Software upgrade validation
[bookmark: _Toc164669684][bookmark: _Toc164669798][bookmark: _Toc164670333]5.8.x	Use case X: Use case title
5.8.x.1	Description
5.8.x.2	Potential requirements
5.8.x.3	Potential solutions
5.8.x.4	Evaluation of solutions
[bookmark: _Toc164669685][bookmark: _Toc164669799][bookmark: _Toc164670334]5.8.y	Use case Y: Use case title
[bookmark: _Toc164669686][bookmark: _Toc164669800][bookmark: _Toc164670335]6	Conclusions
[bookmark: _Toc164669687][bookmark: _Toc164669801][bookmark: _Toc164670336]Annex X: Revision history
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