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[bookmark: foreword][bookmark: _Toc81671589]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.

[bookmark: introduction][bookmark: _Toc81671590]Introduction
This report is to study on network slice management capability exposure.
[bookmark: scope][bookmark: _Toc81671591]
1	Scope

[bookmark: references][bookmark: _Toc81671592]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][bookmark: _Toc81671593]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc81671594]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
[bookmark: _Toc81671595]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc81671596]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
BSS	Business Support System
CSP	Communication Service Provider
NOP	Network OPerator
[bookmark: clause4][bookmark: _Toc81671597]4	Overview
[bookmark: _Toc81671598]4.1	General
[bookmark: _Toc81671599]4.1.1	Concepts related to network management capability exposure
4.1.1.1	Exposed Management Services
Exposed MnS (eMnS) represents the MnS that can be exposed by MnS producer to the external MnS consumer. eMnS may rely on a dedicated MnF (e.g. EGMF defined in 3GPP or function defined in other standard like TMF) that manages the exposure aspects.
Editor’s notes: Whether eMnS is exposed transparently to external MnS consumer via BSS or being processed through a dedicated exposure platform is FFS.
4.1.1.2	Exposure of Management Services
Exposure of management services indicates the case that an external MnS consumer which is outside 3GPP management system can indrectly access management capability offered by MnS producer within 3GPP management system. In order to enable the exposure of eMnS, an external customer, which has external MnS consumer, has to sign a contract, which contains the agreement on what eMnS optionally under what condition can be exposed, with an MNO. The signing of the contract may need the interaction with BSS. The condition can be certain constraint of eMnS access based on the contract, e.g. the access quota of certain eMnS, the access frequency of certain eMnS, etc.
4.1.1.3	Exposure via BSS
4.1.1.3.1	General
Exposure of service data to companies that are external to the operator are regulated by contracts. Different customers may have access to different managment capabilities. It may differ on what attributes/policies/intents are allowed to be changed, in which value ranges changes are allowed and which performance metrics are allowed to be exposed.
The slice data with the ServiceProfile is located in the network manager.
Even if the external interface always goes via BSS, there are different scenarios for how a customer, e.g. vertical, can influence the ServiceProfile.
The capabilities required from a Vertical have to be the same on the interface between NOP Network manager and CSP Service manager. The external interface is external to the administrative domain of the operator, while te internal interface is inside the administrative domain of the operator.
4.1.1.3.2	Exposure scenarios
Scenario 1: The NOP may interface to an external CSP that are doing the service management and have a machine to machine interface between the CSP’s "service manager" and the NOP’s "network manager" via BSS.
[image: ]
Figure 4.1.1.3.2-1 Service to network interface beeing an external interface
Scenario 2: The CSP might have a machine to machine interface towards their customers (e.g. a vertical) via their BSS. The CSP needs to have an interface towards NOP from their “service manager”. The NOP may have a machine to machine interface between the "service manager" and the "network manager" via BSS. 
[image: ]
Figure 4.1.1.3.2-2 External customer interface to CSP
Scenario 3: The operator may have interface to other companies that are buying services and have machine to machine interface to the operators’s "service manager" via BSS.
[image: ]
Figure 4.1.1.3.2-3 BSS to customer interface being an external interface
Considering scenario 1, 2, and 3 the needs of an external customer always has to be reflected on the internal interface between NOP Network manager and CSP Service manager no matter how many companies are in the chain between the NOP and the External customer, Actions from a Vertical must be possible on the interface between NOP Network manager and CSP Service manager.
The management capabilities that an external customer (e.g. Vertical) has access to via a BSS have to be supported on the internal interface. How the capabilties are exposed to an external customer is not subject to standardization in 3GPP. 

[bookmark: _Toc81671600]4.1.2	Roles related to network management capability exposure
4.1.2.1	Exposed MnS consumer
The logical entity, external to the 3GPP management system, accessing management capability offered by MnS producer is called an eMnS consumer. An eMnS consumer is equivalent to MnS consumer which is outside the 3GPP management system. An eMnS consumer is owned by an external customer (e.g. vertical such as Industry, Internet Company, etc) which may take the role of a CSC or NSC. The external customer usually has specific service requirements on 5G network. 
4.1.2.2	Exposed MnS producer
The logical entity offering management capability that can be accessed by an eMnS consumer outside the 3GPP management system is called exposed MnS producer. An eMnS producer is owned by a service provider which may take the role of a CSP or NSP.

[bookmark: _Toc81671601]5	Use cases for network management capability exposure
[bookmark: _Toc81671602]5.1	Network slice management capability exposure
[bookmark: _Toc81671603]5.1.1	Description
A use case of network slice management capability exposure can be described as follows:
1. MNO A selects the MnS that can be exposed to Externals (e.g. verticals) and publishes the related MnS data in certain MnS producer that the BSS can access.
2. In order to enable the exposure of network slice related eMnS, a vertical A firstly makes a contract with the MNO A. The vertical A negotiates its specific requirements for the network slice management capability exposure with the MNO A. The negotiation can be done via the following ways: 
a) For vertical A which is small enterprise, it can directly have a view on the network slice related management capability through the BSS (e.g. by using Service Catalog). Based on that, the vertical A can select the network slice related eMnSs which will be covered by the contract. 
b) For vertical A which is large enterprise (i.e. Internet giants that have their own service customer), it can select the network slice related eMnSs that are available to be exposed offline (e.g. through a F2F meeting). The MNO A can proceed with the service ordering through BSS based on the contract.
3. The BSS may interact with the OSS in order to complete certain configuration (i.e. permission regarding what eMnS, optionally under what condition, can be exposed) regarding the exposure of eMnS based on the customized requirement from the eMnS consumer (e.g. vertical A).
4. The vertical A can get access to the network slice related management capability offered by eMnS producer within 3GPP management system. The access may need the interaction with BSS (e.g. through Service Catalog).
[bookmark: _Toc81671604]5.1.2	Issue and gaps
Gap: 
An External needs to apply for the access of network slice management capability through BSS. However, there is no discussion and agreement on whether an eMnS is exposed transparently through the BSS or being processed through a dedicated exposure platform before exposing to the external. 
The definition and the format of permission for the exposure of network slice related eMnS and its potential impact on internal interface with BSS is not discussed in current SA5 work.
Whether and how to publish eMnS which can be exposed to BSS to a suitable eMnS producer for network management capability exposure is not specified in existing 3GPP management system.
[bookmark: _Toc81671605]5.2	Exposure of MnS for monitoring QoS of video application
[bookmark: _Toc81671606]5.2.1	Description
A use case of exposure of MnS for monitoring QoS of video application can be described as follows:
1. A live concert with high-resolution video application service is provided with service provider A (i.e. associate to eMnS consumer). A local hosting network (e.g. SNPN) is available and provides localized services for high-resolution video service of the concert. The local hosting network is managed by the service provider A. The high-resolution video streaming service of the live concert is available to be accessed from both the local hosting network and PLMN. Service provider A and the provider of PLMN (i.e. associate to eMnS provider) are two different parties. 
2. The service provider A of the local hosting network can have a contract with the Operator of PLMN before identifying the proper MnS for exposure through BSS (e.g. by using Service Catalog). The BSS may obtain the information of MnS that is allowed to be exposed using a proper MnS service for exposure provided by OSS. The contract may contain the agreement on the exposure of MnSs for accessing certain management MnS related to QoS. According to the contract, the service provider A can have the permission to use the MnS for accessing certain performance MnS related to QoS for the PLMN. The performance MnS can be related to NR and 5GC, e.g. Average DL UE throughput in gNB.
3. Once the contract is made, the corresponding MnF within the 3GPP management system is configured with permission rule through the interface between BSS and OSS. The permission rule defines that the provider of the local hosting network can have the right to access certain management MnS regarding QoS. 
4. Through obtaining the measurement MnS using exposure capability, the provider of the local hosting network can determine the situation when PLMN can not support the high-resolution video service with satisfied QoS. In this case, the service provider A can notify its customers to get access to the local hosting network for improving the QoS of the high-resolution video application.
[bookmark: _Toc81671607]5.2.2	Issue and gaps
[bookmark: _Toc66293402]Gap: 
The definition and the format of the permission rule for the network management capability exposure regarding NR and 5GC related performance MnS is not specified in existing 3GPP management system.
Whehter and how to publish MnS which can be exposed to externals to a suitable MnS service producer for the exposure of performance MnS regarding NR and 5GC is not specified in existing 3GPP management system.
[bookmark: _Toc81671608]5.3	eMnS discovery service
[bookmark: _Toc81671609]5.3.1	Description
A use case of eMnS discovery service is described as follows:
1. MNO A provides eMnSs from 3GPP management system for external customers and these eMnSs go through BSS for exposure.
2. In order to provide such discovery service to external customer, MNO A wishes to use an eMnS discovery service producer that takes responsibility for publishing eMnS data for discovery.
3. Once the BSS obtains the eMnS data from 3GPP management system, verticals can discover the eMnS using the API (e.g. Service Catalog) provided by BSS.
[bookmark: _Toc70080337][bookmark: _Toc81671610]5.3.2	Issue and gaps
Gap: 
Whether eMnS discovery service is provided by MnS discovery service producer or a dedicated eMnS discovery service producer (e.g. EGMF) is not specified in existing 3GPP management system.
Study is needed on whether the MnS data as defined in 28.533 can also be re-used for eMnS data, or if any extensions are necessary.
[bookmark: _Toc81671611]5.4	eMNS support to discovery systems
[bookmark: _Toc81671612]5.4.1	Description
An eMNS should be allowed to register to authorized supported discovery systems such that interested authorized consumers (within or external to the operator) are able to consume it. This implies that the eMnS is only exposed to discovery systems where a pre-existing contract allows for such an exposure. 
1. An operator would like to register its eMNS to a trusted discovery system. The operator configures the eMNS with the discovery system and the appropriate level of exposure for the discovery system registration. The eMNS is provided with the appropriate address of the discovery system and register with it at the appropriate level of configured exposure for the discovery system.  
2. The operator performs changes in its management system that influence the information exposed by the eMNS to the discovery system. The eMNS should in this case automatically “advertise” the updated information to appropriate set of discovery systems. 
3. In case the relationship of the operator to this discovery system ends, which implies the system is no longer trusted. Then the eMNS automatically withdraws its registration in the discovery system. 
[bookmark: _Toc73105798][bookmark: _Toc81671613]5.4.2	Issue and gaps
There are several issues that need to be resolved. 
Issues: 
There is a difference if the discovery system is external or internal to the operator. An internal discovery system may still exist outside the scope of management.
There is an issue with managing which consumers have access to the discovery system and could theoretically consume the management service. 
Gap: 
To limit issues the exposure to a discovery system may only provide “read” permissions w.r.t the eMNS. To execute the eMNS the consumer still needs to be authorized with the management system. Therefore, there is a gap in the difference in exposure for consumption, and exposure for advertisement alone which needs to be solved.

[bookmark: _Toc81671614]6	Potential requirements for network management capability exposure
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[bookmark: _Toc81671616]8	Conclusion and Recommendation
[bookmark: _Toc81671617]8.X	Issue #X
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