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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

This technical report intends to develop enhancements to Rel-9 IMS service continuity stage 3 within the scope of 3GPP TS 24.237 [4], specifically in the area of inter-UE transfer. This technical report serves as a collection and a base for decision on alternative solution proposals for the different enhancement to Rel-9 IMS service continuity stage 3.
This technical report will be used to move the agreed solutions into the main specifications, once the content has stabilized.
Editor's Note:
This TR reflects those inter-UE transfer issues, which are currently reflected in 3GPP TR 23.837. As currently SA2 did not move any of the Rel-10 inter-UE transfer topics to 3GPP TS 24.237, it is not sure which of these features will be finally part of Rel-10. The content of this TR will be scoped to those features, which SA2 decides to make part of the Rel-10 version of 3GPP TS 24.237.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

Editor's Note:
Internet Drafts referenced from this TR do not automatically constitute a 3GPP IETF dependency. If a new 3GPP IETF dependency needs to be created will be evaluated when the related material is shifted to the main 3GPP TS.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.237: "IP Multimedia subsystem (IMS) Service Continuity; Stage 2".

[3]
3GPP TR 23.831: " IP Multimedia Subsystem (IMS) Inter-UE transfer enhancements, Stage 2".

[4]
3GPP TS 24.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 3".

[5]
IETF RFC 3428: "Session Initiation Protocol (SIP) Extension for Instant Messaging". 
[6]
IETF RFC 2976: "The SIP INFO Method". 
[7]
draft-ietf-sipcore-info-events-07 (February 2010): "Session Initiation Protocol (SIP) INFO Method and Package Framework". 
Editor's note: The above document cannot be formally referenced until it is published as an RFC.
[8]
draft-ietf-mmusic-sdp-misc-cap-00 (March 2010) "Miscellaneous Capabilities Negotiation in the Session Description Protocol (SDP)".

Editor's note: The above document cannot be formally referenced until it is published as an RFC.
[9]
draft-yang-dispatch-SIP-connection-address-type-01 (June 2010) " Session Description Protocol (SDP) Extension for A SIP Connection Address Type".

Editor's note: The above document cannot be formally referenced until it is published as an RFC.
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1], 3GPP TS 24.237 [4] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1] and 3GPP TS 24.237 [4].
Editor's Note: This subclause will only capture definitions from 3GPP TS24.237 [2] which need modification or completely new definitions.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1], 3GPP TS 24.237 [4] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1] and 3GPP TS 24.237 [4].

Editor's Note: This subclause will only capture new abbreviations compared to those defined in 3GPP TS 24.237 [2].
4
Procedures and issues
4.1
General

Editor's Note: This subclause will include general information on the procedures in the TR, as well as generic concerns and issues which are applicable to all procedures in this section. 
4.2
Inter-UE transfer and collaborative session procedures for UEs belonging to different IMS subscriptions under the same operator

Editor's Note:
This subclause corresponds to various subclauses under 6.1.3 of 3GPP TR 23.831 [3]
4.2.1
General

Editor's Note: This subclause will identify the generic procedures for IUT with UEs belonging to different IMS subscriptions (under the same operator). It is assumed that the related extensions and mechanisms can be specified independently from the other IUT procedures in 3GPP Rel-9 and 3GPP Rel-10.
4.2.2
Procedures

4.2.2.1
Extension of existing Rel-9 procedures for inter-UE transfer and collaborative session for UEs belonging to different IMS subscriptions under the same operator

4.2.2.2
New Rel-10 procedures for inter-UE transfer and collaborative session for UEs belonging to different IMS subscriptions under the same operator

4.2.3
Identified issues 

Issue 4.2.3-1:
For call flows in all other sections it needs to be decided base on which type of flows the comparison of the different solutions should be done, i.e.

-
either one subscription

-
or two subscriptions.

In the end all flows should be of the same nature, before selecting a protocol solution.

Issue 4.2.3-2:
It needs to be clarified (maybe for every individual sub-feature) whether the call flows and state machines for the cases when AS1 and AS2 are split or when there is only one AS are straight forward to be aligned.

Issue 4.2.3-3:
In the case when there are two or more AS's and a MRF is in the flow, can only the AS which anchores the collaborative session control the MRF or can the MRF be located in a different network?

Issue 4.2.3-4:
Within the messages between the two AS's, is there a protocol indication needed, which indicates which of the two AS's is anchoring the session? If yes, how should this indication be transported / look like?

Issue 4.2.3-5:
Is it necessary for the controller UE or the SCC AS1 to discover the address of SCC AS2 and if yes, how could this be done?
4.2.4
Call flows
4.2.4.1
Controller UE initiated media transfer from controller UE to controllee UE belonging to different subscriptions under the same operator

In the example flow at the figure 4.2.4.1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS-1. UE-1 and UE-2 belong to the different subscribers.
UE-1 decides to transfer video media to UE-2 and keep the collaborative session control in itself. 
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Figure 4.2.4.1-1:
Signalling flow for controller UE initiated media transfer from controller UE to controllee UE belonging to different subscriptions under the same operator

NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
UE-1 is in session with UE-3


There is a multimedia session comprising audio and video media between the UE-1 and the remote UE-3 anchored at SCC AS-1. 

2.
UE-1 decides to transfer the video portion of the session from UE-1 to UE-2 and keep the collaborative session control in itself.

3-4.
SIP REFER request (UE-1 to SCC AS-1) - see example in table 4.2.4.1-3


The UE-1 sends SIP REFER request to SCC AS-1 to request the media transfer.
Table 4.2.4.1-3: SIP REFER request (UE-1 to SCC AS-1)

REFER sip: interUEtransfer@sccas1.home1.net SIP/2.0Refer-To: <sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%200%20RTP%2FAVP%97%0Dm%3Dvideo%203002%20RTP%2FAVP%2098%2099>
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7dfdsdq

Max-Forwards: 70

P-Preferred-Identity: <sip:user1@home1.net>

From: <sip:user1@home1.net>;tag=171828

To: <sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222>

Call-ID: Asdasd23123366 

Cseq: 4897924 REFER

Contact: <sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-1111-111111111111>
Referred-by: sip:user1@home1.net
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Length: 0
5.
When SCC AS-1 receives the SIP REFER request, the SCC AS-1 authorizes the request.

6-7.
SIP 202 (Accepted) response to SIP REFER request (SCC AS-1 to UE-1).

8-9.
SIP NOTIFY request (SCC AS-2 to UE-1)


The SCC AS-1 informs the UE-1 to notify the implicit subscription to the SIP REFER request results.
10-11.
SIP 200 (OK) response to SIP NOTIFY request (UE-1 to SCC AS-1)

The UE-1 confirms the SIP NOTIFY request by sending SIP 200 (OK) response to SIP NOTIFY request. 

12-15.
SIP INVITE request (SCC AS-1 to UE-2) - see example in table 4.2.4.1-12


The SCC AS-1 sends the SIP INVITE towards UE-2 to establish a session based on the information provided in the SIP REFER request.
Table 4.2.4.1-12: SIP INVITE request (SCC AS-1 to UE-2)

INVITE sip:user2@home2.net SIP/2.0

Via: SIP/2.0/UDP 
Max-Forwards: 

From: <sip:sccas1@home1.net>;tag=38789
To: <sip:user2@home2.net; >

Call-ID: duie4hr3896 

Cseq: 41 INVITE

Contact: 
Referred-By: sip:user1@home1.net 

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Type: application/sdp

Content-Length: (…)

v=0
o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-
c=IN IP4 123.112.67.87
t=0 0

m=audio 0 RTP/AVP 97

m=video 3002 RTP/AVP 98 99

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

Editor's Note: An indication is needed FFS in the messages between the two ASs that says, that AS1 has the control.
16-19.
SIP 200 (OK) reponse to SIP INVITE request(UE-2 to SCC AS-1)


UE-2 acknowledges the SIP INVITE request by sending SIP 200 (OK) response toSCC AS-1.

20-22.
SIP re-INVITE request (SCC AS-1 to UE-3)- see example in table 4.2.4.1-20

SCC AS-1 sends SIP re-INVITE request to the remote UE to update the video media. 

Table 4.2.4.1-20: SIP INVITE request (SCC AS-1 to UE-3)

INVITE sip:user3@home3.net SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag = 66666

From: sip:sccas1@home1.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 1302 RTP/AVP 98 99

c=IN IP4 145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
23-25.
SIP 200 (OK) response to re-INVITE request (UE-3 to SCC AS-1)


After successful media update, UE-3 sends the SIP 200 (OK) reponse towards SCC AS-1.
26-28.
SIP ACK request (SCC AS-1 to UE-3)


SCC AS-1 sends SIP ACK request to the remote UE-3.
29-32.
SIP ACK request (SCC AS-1 to UE-2)


SCC AS-1 sends SIP ACK request to UE-2 to confirm the session establishment.

33-34.
SIP NOTIFY request (SCC AS-1 to UE-1)


The SCC AS-1 informs the UE-1 that the action triggered by SIP REFER request was successfully completed.

35-36.
SIP 200 (OK) response to SIP NOTIFY request (UE-1 to SCC AS-1)

The UE-1 confirms the SIP NOTIFY request by sending SIP 200 (OK) response to SIP NOTIFY request.
4.3
Discovery of UEs of different IMS subscriptions which can participate in collaborative sessions

4.3.1
General

Editor's Note: This subclause will describe the UE discovery procedures, especially for the case when UEs belong to different IMS subscriptions. 

4.3.2
Procedures
4.3.3
Identified issues

4.3.4
Call flows
4.4
Establishment of collaborative session upon session setup
4.4.1
General
4.4.2
Procedures
4.4.2.1
Establishment of collaborative session upon originating IMS session setup

Editor's Note:
This subclause corresponds to subclause 6.1.3.2 of 3GPP TR 23.831 [3]
4.4.2.2
Establishment of collaborative session upon terminating IMS session setup

Editor's Note:
This subclause corresponds to subclause 6.1.3.3 of 3GPP TR 23.831 [3]
4.4.3
Identified issues

Issue 4.4.3-1:
What happens with early media and forked responses during session establishment, when a controllee UE is also added to the session currently being established? Will the related responses e.g. all be all delivered to the controller UE or be intercepted by the SCC AS?

4.4.4
Call flows
4.4.4.1
Call flows for establishment of collaborative session upon originating IMS session setup
In the example flow at the figure 4.4.4.1-1, UE-1 wants to establish a collaborative session without the pre-requisite of having an IMS session established. The UE-1 wants to setup a collaborative session with audio media flow in UE-1 and video media flow in UE-2, and wants to control the collaborative session through UE-1.
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Figure 4.4.4.1-1: Signalling flow for establishment of collaborative session upon originating IMS session

NOTE:
For clarity, the SIP 100 (Trying) messages are not shown in the signalling flow.

1-2.
SIP INVITE reuqest (UE-1 to SCC AS) - see example in table 4.4.4.1-1


The UE-1 sends SIP INVITE request to SCC AS to setup the collaborative session.
Table 4.4.4.1-1: SIP INVITE request (UE-1 to SCC AS)

INVITE SIP: user3@example1.net; SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:uesr1@example1.net>

P-Access-Network-Info: 
Privacy: none

From: <sip:user1@example1.net>; tag=171828

To: <sip:user3@example1.net>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199

Require: sec-agree, replaces

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact:<sip:user1@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
a=creq:ccap-v0
m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=video 9 RTP/AVP 98
a=creq:ccap-v0

a=ccap:1 URL SIPURI sip:user2@example2.net
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
SDP:
The first media stream (audio) will be terminated by UE-1 of which the IP address is indicated in the c-line in the SDP header. 

Editor's Note: The second media stream (video) is destined to be terminated by UE-2, of which the address is only known as a SIP address by UE-1. One possible solution in this example is, UE-1 includes the SIP address of UE-2 in the a=ccap line in the SDP media block for the video media stream, as described in draft-ietf-mmusic-sdp-misc-cap [aa] and draft-yang-dispatch-SIP-connection-address-type [bb].


The port number of the remote side, i.e. UE-3 for the video media is currently not known to UE-1, therefore the port number for the video media stream is set to the discard port number "9".

3-4.
SIP INVITE request (SCC AS to UE-3) - see example in table 4.4.4.1-3


SCC AS forwards the SIP INVITE request to UE-3.

Table 4.4.4.1-3: SIP INVITE request (SCC AS to UE-3) 

INVITE
sip:user3@example1.net; SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 

To: sip:user3@example1.net;

From: sip:user1@example1.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: 
Require:

Contact: <sip:user1@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
a=creq:ccap-v0
m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=video 9 RTP/AVP 98
C=IN IP4 0.0.0.0
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
Editor's Note: Whether sending the SIP-URI c-line to remote UE or just using 0.0.0.0 address is FFS.
5-6.
SIP 183 (Session Progress) response to SIP INVITE request (UE-3 to SCC AS)


The remote UE-3 responds with SIP 183 (Session Progress) response containing the SDP answer of remote UE.
7-8.
SIP INVITE request (SCC AS to UE-2) – see example in table 4.4.4.1-7


The SCC AS sends the SIP INVITE request to UE-2 to establish the media between UE-2 and remote UE-3.

Table 4.4.4.1-7: SIP INVITE request (SCC AS to UE-2) 

INVITE
sip:user2@example1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 

To: sip:user2@example1.net;

From: sip:user3@example1.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3@example1.net

Require:

Referred-By: sip: user1@example1.net 

Contact: sip:user3@example1.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd

Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 192.0.2.23

s=-

t=0 0

m=audio 0 RTP/AVP 0 8 3

m=video 4390 RTP/AVP 34 

a= sendrecv
c=IN IP4 192.0.2.23

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

Editor's Note: Whether containing the "Referred-by" header in the INVITE request to indicate the request comes from the controller UE is FFS.
9-10.
SIP 183 (Session Progress) response to SIP INVITE request (UE-2 to SCC AS)


UE-2 sends the SIP 183 (Session Progress) response towards SCC AS containing the SDP answer of UE-2.

11-12.
SIP UPDATE request (SCC AS to UE-3)- see example in table 4.4.4.1-11


SCC AS sends SIP UPDATE request to UE-3 to update the media in UE-3.

Table 4.4.4.1-11 SIP UPDATE request (SCC AS to remote UE)

UPDATE sip:user3_public3@home3.net SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag = 66666

From: sip:scc-as@home1.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 1302 RTP/AVP 98 99

c=IN IP4 145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
13-14.
SIP 200 (OK) reponse to SIP UPDATE request(remote UE to SCC AS)


The remote UE-3 responds with SIP 200 (OK) response.
15-18.
SIP 200 (OK) response to the initial SIP INVITE request (remote UE to UE-1)


When the remote UE answers the call, UE-3 sends the SIP 200 (OK) response back to UE-1.

19-20.
SIP ACK request (UE-1 to SCC AS)


UE-1 sends the SIP ACK request to confirm the establishment of call to SCC AS.
21-22.
SIP 200 (OK) response to SIP INVITE request (UE-2 to SCC AS)


UE-2 responds SIP 200 (OK) response to the SIP INVITE request. 
23-24.
SIP ACK request (UE-2 to SCC AS)


UE-2 sends the SIP ACK request to SCC AS.

25-26.
SIP ACK request (SCC AS to UE-3)


SCC AS sends SIP ACK request to the remote UE.
4.5
Transfer of control of a collaborative session
Editor's Note:
This subclause corresponds to subclause 6.1.3.4 of 3GPP TR 23.831 [3]
4.5.1
General

4.5.2
Procedures

4.5.2.1
Alternative 1 - controller UE transfer by SIP REFER
The controller UE role is requested for another than the requesting UE by sending a SIP REFER with a "method=REFER" URI parameter in the Refer-To header field to the SCC AS.

NOTE 1:
The use of SIP REFER with a “method=REFER” URI parameter for controller UE transfer is motivated by the Rel-9 controller UE assignment mechanism. In Rel-9 the controller UE role is requested by REFER requests for media transfer.
If no media transfer is wanted then the referred REFER is to be specified as to transfer media according to already existing media connections, meaning that no media transfer will occur.

The Refer-To header of the referred REFER points to the SCC AS. This means that the referred REFER is to be sent from the SCC AS to the SCC AS. This follows the Rel-9 procedure for media transfer where a REFER for media transfer is always sent to the SCC AS.

NOTE 2:
In an actual implementation the SCC AS might not actually send the REFER to the SCC AS but just behave as if it had sent and received the REFER.

4.5.2.2
Alternative 2 - controller UE transfer by SIP INFO
For requesting controller UE transfer the requesting UE sends a SIP INFO method to the SCC AS.

NOTE 1:
Besides SIP INFO also SIP MESSAGE allows to transport application layer information not affecting SIP sessions. According to IETF RFC 3428 [5] the purpose of SIP MESSAGE is to send instant messages between peers, whereas according to IETF RFC 2976 [6] the purpose of SIP INFO is to send optional application layer information, generally related to the session. Therefore SIP INFO is better suited than SIP MESSAGE for control transfer.

Editor's note: Reasoning for the use of SIP instead of other protocols is to be given.

The SIP INFO method includes the wanted controller UE in its body.

To clearly indicate the (controller transfer) purpose of the SIP INFO request, the Info Package mechanism is being utilized according to draft-ietf-sipcore-info-events-07 [7]. The controller transfer purpose is indicated by the Info-Package header field value "controlTransfer".

NOTE 2:
The Info Package mechanism is currently in draft status at the IETF.
The SCC AS sends another SIP INFO request back to the UE that requested the controller transfer in order to inform the UE about the operation's outcome. This SIP INFO message also uses the "controlTransfer" Info Package and lists the new controller UE in its message body.

4.5.3
Identified issues

4.5.3.1
Information to be conveyed in the request to transfer collaborative session control

If the Controller UE requests to transfer the control of the existing collaborative session, the UE shall include the following in the request to transfer collaborative session control:

-
the GRUU of the UE currently acting as Controller UE of the collaborative session;

-
the GRUU of the UE that is identified as the target of the request for transfer of collaborative session control (i.e. the UE chosen to become the Controller UE in the collaborative session); and

-
an instruction to identify that the existing Controller UE is requesting to "transfer control" to the target Controller UE.

Editor's Note:
It is FFS how the instruction to transfer control is included in the request for collaborative session control transfer.

NOTE 1:
The GRUUs can be obtained during registration procedures and can be included in existing SIP header fields to identify the source and target of the request for collaborative session control transfer.

NOTE 2:
The chosen protocol solution should be extensible to take into account future requirements for the cases of a target Controller UE to "request" session control or for the SCC AS to transfer collaborative session control from one Controller UE to a target Controller UE on behalf of the UEs involved in the collaborative session.

Editor's Note:
It is FFS which SIP method is used for the request to transfer collaborative session control. The SIP method that is chosen can dictate the protocol extensions that might be required in order to convey the required information to transfer collaborative session control. 

4.5.3.2
Alternatives for protocol solutions to convey information in request to transfer collaborative session control

4.5.3.2.1
General

The following subclauses capture protocol solutions for conveying the necessary information identified in subclause 4.5.3.1 when a Controller UE requests to transfer collaborative session control. Subclause 4.5.3.2.2 serves as a placeholder to list an overview of the protocol solution alternatives, followed by individual subclauses to describe each protocol solution.

4.5.3.2.2
Overview of protocol solution alternatives

The following are identified as possible solution alternatives for conveying the required information identified in subclause 4.5.3.1:

1.
include an XML body in the request to transfer collaborative session control. The XML body contains the instruction to "transfer control" from the existing Controller UE to the intended target Controller UE. The XML body may include the identity (i.e. the GRUU) of the existing Controller UE and the identity (i.e. GRUU) of the target Controller UE. Alternatively, these may be included in the appropriate SIP header fields (e.g. Request-URI, Contact, etc);

2.
Define a new header field to include the information identified in subclause 4.5.3.1 that is required to be conveyed for the purposes of collaborative session control transfer. This new header field may include the following field values:

-
type of transfer of control request (i.e. "transfer control" in the case the existing Controller UE initiates the transfer of collaborative session control towards another Controller capable UE);

Editor’s Note:
If the above information for "type of transfer of control request" is considered necessary it is recommended that the solution can be extensible to cover future scenarios of multiple controller UEs and pull mode transfer of collaborative session control.

-
identity (i.e. GRUU)of originator of transfer of control request;

-
identity (i.e. GRUU) target of transfer of control request.


The originator and target identities of the request for transfer of collaborative session control may be included in existing SIP header fields;

3.
Re-use of the g.3gpp.iut-controller feature media tag to indicate that the existing Controller UE controls the collaborative session if the media feature tag is present. If subsequent messages from the Controller UE do not include the meadia feature tag g.3gpp.iut-controller, this indicates the existing Controller UE is surrendering control of the collaborative session. The intended target of the request for transfer of collaborative session control is offered the control of the collaborative session. 

Editor's Note:
The protocol details for the solutions identified in this subclause need to be provided in subsequent subclauses.
4.5.4
Call flows
4.5.4.1
Alternative 1 - controller UE transfer by SIP REFER
The following flow depicts the procedure for control transfer from UE-1 to UE-2 using SIP REFER:
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Figure 4.5.4.1-1: Signalling flow for collaborative session controller transfer by SIP REFER
1.
Collaborative session controlled by UE-1

A collaborative session is established between UE-1 and UE-2 and the remote UE with UE-1 acting as the controller UE and UE-2 acting as a Controllee UE. Each UE has a media flow with the remote UE.

2-3. SIP REFER request (UE-1 to SCC AS) - see example in table 4.5.4.1-2
Table 4.5.4.1-2: SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net; tag=13579

Call-ID: cb03a0s09a2sdfglkj490333

CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:

Refer-To: <sip:interUEtransfer@sccas1.home1.net;method=REFER?Request-URI=%3CinterUEtransfer@sccas1.home1.net%3E%3BTo=%3CinterUEtransfer%40sccas1.home1.net%3E%3BFrom=%3Csip:user1_public2%40home1.net%3Bgr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6%3E%3BRefer-To=%3Csip:user1_public2@home1.net%3Bgr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%200%20RTP%2FAVP%97%0Dm%3Dvideo%203002%20RTP%2FAVP%2098%2099%3E%3BTarget-dialog=cb03a0s09a2sdfglkj321576%3Bremote-tag=abcdef%3Blocal-tag=123456>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Accept: application/sdp, message/sipfrag
Content-Length: 0
4-5. SIP 202 (ACCEPTED) response to the SIP REFER request (SCC AS to UE-1)
6. Collaborative session control transfer request (SCC AS to UE-2)

Upon receiving the SIP REFER request the SCC AS asks UE-2 to assume the controller role by sending a collaborative session control transfer request to UE-2.

7. Response to the collaborative session control transfer request (UE-2 to SCC AS)

UE-2 confirms the collaborative session control transfer request by sending a response to the collaborative session control transfer request to the SCC AS.

Editor's note: It is FFS which messages are to be used for collaborative session control transfer requests and responses.

8-9. SIP NOTIFY request (SCC AS to UE-1)


The SCC AS generates a SIP NOTIFY request and sends it to UE-1 to inform about the result of the SIP REFER request.

10-11. SIP 200 (OK) response to the SIP NOTIFY request (UE-1 to SCC AS)

Editor's note: Messages for informing UE-2 about the outcome of the controller transfer and about the collaborative session need to be included in the flow.

12.
Collaborative session controlled by UE-2
4.5.4.2
Alternative 2 - controller UE transfer by SIP INFO
The following flow depicts the procedure for control transfer from UE-1 to UE-2 using SIP INFO:
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Figure 4.5.4.2-1: Signalling flow for collaborative session controller transfer by SIP INFO
1.
Collaborative session controlled by UE-1

A collaborative session is established between UE-1 and UE-2 and the remote UE with UE-1 acting as the controller UE and UE-2 acting as a Controllee UE. Each UE has a media flow with the remote UE.

2-3.
SIP INFO request (UE-1 to SCC AS) - see example in table 4.5.4.2-2
Table 4.5.4.2-2: SIP INFO request (UE-1 to SCC-AS)

INFO sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net; tag=13579

Call-ID: cb03a0s09a2sdfglkj490333

CSeq: 93809824 INFO

Max-Forwards: 70

P-Preferred-Identity:

Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Accept: application/sdp, message/sipfrag

Info-Package: controlTransfer 

Content-Type: application/resource-lists+xml

Content-Disposition: Info-Package

Content-Length: ...

<?xml version="1.0" encoding="UTF-8"?>

   <resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"

           xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

     <list>

       <entry uri=sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6/>

     </list>

   </resource-lists>


To indicate the (controller transfer) purpose of the SIP INFO request, the Info Package mechanism is being utilized. The controller transfer purpose is indicated by the Info-Package header field value "controlTransfer".

4-5.
SIP 200 (OK) response to the SIP INFO request (SCC AS to UE-1)
6.
SIP INFO request (SCC AS to UE-2)

Upon receiving the SIP REFER request the SCC AS asks UE-2 to assume the controller role by sending a SIP INFO request to UE-2.

To indicate the (controller transfer) purpose of the SIP INFO request, the Info Package mechanism is being utilized. The controller transfer purpose is indicated by the Info-Package header field value "controlTransfer".

7.
SIP 200 (OK) response to SIP INFO request (UE-2 to SCC AS)

UE-2 confirms the collaborative session control transfer request by sending a SIP 200 (OK) response to the SIP INFO request to the SCC AS.

8-9.
SIP INFO request (SCC AS to UE-1)


The SCC AS sends another SIP INFO request back to UE-1 that requested the controller transfer in order to inform UE-1 about the operation’s outcome. The SIP INFO also uses the "controlTransfer" Info Package and lists the new controller UE in its message body.

10-11.
SIP 200 (OK) response to the SIP INFO request (UE-1 to SCC AS)

Editor's note: Messages for informing UE-2 about the outcome of the controller transfer and about the collaborative session need to be included in the flow.

12.
Collaborative session controlled by UE-2

4.6
Media flows transfer 
Editor's Note:
This subclause corresponds to subclauses 6.1.3.5 and 6.1.3.6 of 3GPP TR 23.831 [3]
4.6.1
General

4.6.2
Procedures

4.6.2.1
Media flows transfer initiated by the target UE

4.6.2.1.1
Media flows transfer initiated by a UE not participating in the ongoing collaborative session

4.6.2.1.2
Media flows transfer initiated when no collaborative session has been established

4.6.2.1.3
Media flows transfer initiated by a controllee UE of an ongoing collaborative session

4.6.2.1.4
Inter-UE transfer solicited by a target UE without prior information about the existing session

4.6.2.1
Media flows transfer initiated by a UE other than the target UE 

4.6.2.1.1
Media flows transfer between two controllee UEs, initiated by a UE not participating in the ongoing collaborative session

4.6.2.1.2
Controllee UE initiated addition of media to another controllee UE

4.6.3
Identified issues

4.6.4
Call flows

4.7
Session replication
4.7.1
General

4.7.2
Procedures

4.7.2.1
Session replication by the SCC AS – pull mode
Editor's Note:
This and the next subclause corresponds to subclause 6.1.3.8 of 3GPP TR 23.831 [3]
4.7.2.2
Session replication by the SCC AS – push mode

Editor's Note:
This and the next subclause corresponds to subclause 6.1.3.8 of 3GPP TR 23.831 [3]

4.7.2.3
Session replication by remote UE – pull mode
Editor's Note:
This and the next subclause corresponds to subclause 6.1.3.7 of 3GPP TR 23.831 [3]

4.7.2.4
Session replication by remote UE – push mode
Editor's Note:
This and the before subclause corresponds to subclause 6.1.3.7 of 3GPP TR 23.831 [3]

4.7.3
Identified issues

Issue 4.7.3-1:
Are the call flows between AS and MRF needed in detail?
Issue 4.7.3-2:
The communication between AS and MRF needs to be studied in more detail in order to see if the protocol currently used is functionally complete for inter-UE transfer purposes.

Issue 4.7.3-3:
Which packages are used for the communication between AS and MRF? The evaluation of the related packets could go into protocol evaluation or protocol extension.

Issue 4.7.3-4: It has to be evaluated, whether specific protocol indications are needed for the following cases and if yes, how these indications should be transported within the protocol:

a)
within the request from the pulling UE to the SCC AS in the pull scenario;

b)
within the request from the SCC AS to the controller UE in the pull scenario;

c)
within the request from the controller UE to the SCC AS in the push scenario;
d)
within the request from the SCC AS to the UE to which the media will be replicated to in the push scenario; and

e)
within the request from the SCC AS to the remote UE to indicate that a specific media is there due to replication.

Issue 4.7.3-5:
Are there different protocol indications (as described in issue 4.7.3-4) needed for the individual actions described in issue 4.7.3-4 when:

a)
replication happens in the nework; and

b)
replication happens at the UE?

Issue 4.7.3-6:
Can the UE which the media gets replicated to only receive media or also send media? The abilities of that UE could be based on Offer/Answer negotiation, i.e. the controller UE / AS could indicate in the SDP whether the media towards the UE to which the media gets replicated to is e.g. "receiveonly" or "send/receive".

Issue 4.7.3-7:
How does the SCC AS / controller UE authorize the request for replication?

Issue 4.7.3-8:
How does the controller UE find out, that a request received for replication authorization is meant for that purpose? A specific protocol indication might be needed. This protocol indication is most likely dependant on the protocol message which is used to transport the authorization request.

Issue 4.7.3-9:
It has to be determined if, once duplication has been completed, the duplicated media stream is independant from the original media stream. For example if a duplicated video stream can be forwarded by one UE, whilst the other does not.
4.7.4
Call flows
4.7.4.1
Session replication by SCC AS – pull mode

4.7.4.1.1
Alternative 1

4.7.4.1.1.1
Single subscription
4.7.4.1.1.2
Dual subscription
This subclause describes the scenario when the session is replicated in the network from the controller UE to the controllee UE. The flow diagram shows when UE-1 and UE-2 belong to two different subscriptions.

Editor's Note: It is FFS if the session replication can be replication of some of the media components belonging to the session.
UE-1(123.45.67.89) is in an active session with the remote UE (132.54.76.98). The call is anchored in the SCC AS of the UE-1. UE-2 (123.112.67.87) is replicating the media components belonging to the session between UE-1 and the remote UE, by sending a SIP REFER request to the SCC AS anchoring the session. The media components are replicated in an MRF (125.124.123.122).
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Figure 4.7.4.1.1.2-1: Signalling flow for session replication in the network – Pull mode

1-2.
SIP REFER request (from UE-2 to the serving SCC AS)

The SIP REFER request contains a To header containing contact of the controller UE, UE-1, a Refer-To header field containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio to be pulled with the port number set to the discard port number "9" to indicate the add and not transfer scenario.
Table 4.7.4.1.1.2-1 SIP REFER request (UE-2 to SCC-AS serving UE-2)

REFER sip:interUEtransfer@sccas1.home2.net SIP/2.0

Via:
To: sip:user1_public1@home1.net;
From: sip:user2_public1@home2.net;tag=24680sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%209%20RTP%2FAVP%97%0Dm>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller 
Referred-By: sip:user2_public1@home2.net

Accept: application/sdp, message/sipfrag
Content-Length: 0
3-4.
SIP REFER request (from SCC AS serving UE-2 towards UE-1)

Serving SCC AS forwards the SIP REFER request towards the UE-1.

5.
SIP REFER request (from S-CSCF to SCC AS anchoring the session)

The SIP REFER request is finally routed to the SCC AS anchoring the session. The SCC AS checks the following

i-
the content in the Request URI is different than the To header field which is the contact of controller UE, UE-1; 

ii-
the port number set to the discard port number "9" to indicate adding the audio to the UE with gruu in REFER To header; and

iii-
if the media components belong already to an existing session.

Editor's Note: It is FFS if the conditions in this step are adequate for the SCC AS to populate this SIP INVITE request.
6-10.
SIP 202 (Accepted) response (from SCC AS anchoring the session to UE-2)


SCC AS anchoring the session sends a SIP 202 (Accepted) response towards the UE-2.

11-14.
SIP NOTIFY request (from SCC AS anchoring the session to UE-2)


SCC-AS anchoring the session sends a SIP NOTIFY request to UE-2 notifying implicit subscription to the SIP REFER request.

Table 4.7.4.1.1.2-11 SIP NOTIFY request (SCC-AS anchoring the session to UE-2)

NOTIFY

Via:
To: sip:user2_public1@home2.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
16-20.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

21-22.
SIP MESSAGE request (from SCC-AS anchoring the session to UE-1)


The controller UE, UE-1, uses media components which can be shared, forbidden to be shared, or need to be asked to be shared. This can be configured in the SCC-AS. If the status for the media components are set to 

1-
can be shared, the steps 21 through 24 shall be bypassed;

2-
forbidden to be shared, then the SCC-AS shall send an error code to UE-2 that the session replication is forbidden; or

2-
need to be asked to be shared, then the SCC AS shall send a SIP MESSAGE request to UE-1 requesting in the XML body if the controller UE allows this session replication.

Editor's Note: It is FFS if and how this request needs to be communicated with the user. Whether the user should know about these options or the UE makes the decision without the user interaction.
23-24.
SIP 200 (OK) response (from UE-1 to SCC-AS anchoring the session)


The controller UE, UE-1, sends SIP 200 (OK) response with XML body to the SCC-AS indicating this session replication is allowed.

25.
SCC-AS anchoring the session fetches MRF information


The information about the media port numbers and IP address.

Editor's Note: It is assumed that there is one MRF which is located in the domain where the SCC AS anchoring the session. It is FFS if there are two MRF, each located in those two different domains.
26-30.
SIP INVITE request (from SCC-AS anchoring the session to UE-2)


Based on the conditions in step 5, the SCC-AS anchoring the session sends a SIP INVITE request to the controllee UE, UE-2, adding audio media and establishing collaborative session.The SCC AS sets the a-line for audio m-line to inactive and the remote UE address to 0.0.0.0 in SDP offer to prevent the controllee UE sending media to the remote UE. The SIP INVITE request contains a Referred-By header field containing the identity of UE-1.

Editor's Note: It is FFS if the conditions in step 5 are adequate for the SCC AS to populate this SIP INVITE request.
Table 4.7.4.1.1.2-26 SIP INVITE request (SCC-AS anchoring the session to UE-2)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home2.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122
s=-

t=0 0

m=audio 1300 RTP/AVP 97 0

a=inactive

c=0.0.0.0
NOTEX:
The port number is not set to the discard port number "9" since the SCC AS is aware of the port number. The discard port number "9" just indicated the SCC AS not to remove the media from the cotroller UE, UE-1.

31-35.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

Table 4.7.4.1.1.2-31 SIP 200 (OK) response (UE-2 to SCC-AS anchoring the session)

SIP/2.0 200 OK

Via:

To: 
From: 
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 1456 RTP/AVP 97 0
c=123.112.67.87
36-40.
SIP ACK request (from SCC-AS Anchoring the session to controllee UE)


SCC-AS sends SIP ACK request to the remote UE.

41-42.
SIP re-INVITE request (from SCC-AS anchoring the session to the remote UE)


SCC-AS anchoring the session sends SIP re-INVITE request to the remote UE.

Table 4.7.4.1.1.241 SIP re-INVITE request (SCC-AS anchoring the session to the remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd SIP/2.0

Via:
To: sip:user3_public3@home3.net;tag=66666
From: sip:user1_public1@home1.net;tag=33333
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 125.124.123.122

s=-
t=0 0

m=audio 1500 RTP/AVP 96 97

43-44.
SIP 200 (OK) response (from remote UE to SCC-AS anchoring the session)


The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.

Table 4.7.4.1.1.2-43 SIP 200 (OK) response (remote UE to SCC-AS anchoring session)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

c=IN IP4 132.54.76.98
t=0 0

m=audio 1300 RTP/AVP 96 97

45-46.
SIP ACK request (from SCC-AS anchoring the session to the remote UE)


The SCC-AS anchoringthe session sends SIP ACK request to the remote UE.

47-51.
SIP re-INVITE request (from SCC-AS anchoring the session to UE-2)


The SCC-AS anchoring the session sends a SIP re-INVITE request to the controllee UE, UE-2 to inform controllee UE adding now an a-line set to active for the audio and c-line to the IP address of the remote UE in the SDP offer.

Table 4.7.4.1.1.2-47 SIP INVITE request (SCC-AS anchoring the session to UE-2)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home2.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122
s=-

t=0 0

m=audio 1300 RTP/AVP 97 0

a=active

52-56.
SIP 200 (OK) response (from UE-2 to SCC-AS anchering the session)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

Table 4.7.4.1.1.2-52 SIP 200 (OK) response (UE-2 to SCC-AS anchoring the session)

SIP/2.0 200 OK

Via:

To: 
From: 
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 1456 RTP/AVP 97 0
57-61.
SIP ACK request (from SCC-AS anchoring the session to the controllee UE)


The SCC-AS anchoring the session sends SIP ACK request to controllee UE to acknowledge.

62-63.
SIP UPDATE request (from SCC-AS ancoring the session to conroller UE, UE-1)


A SIP UPDATE.request is sent to the controller UE, UE-1, to inform about the media port numbers and TP address of MRF.
64-65.
SIP 200 (OK) response (from controller UE to SCC-AS anchoring the session)


The controller UE acknowledges the SIP UPDATE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.

66-70.
SIP NOTIFY request (from SCC-AS ancoring the session to conrollee UE, UE-2)


When the media component is added to the controllee UE, UE-2, the SCC-AS sends SIP NOTIFY request to the controllee UE to inform about the success status of adding the media to the UE-2..
Table 4.7.4.1.1.2-66 SIP NOTIFY request (SCC-AS anchoring the sesssion to UE-2)

NOTIFY

Via:

To: sip:user2_public1@home2.net;tag = 13579

From: sip:scc-as@home1.net;tag=24680

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip: scc-as@home1.net 

Allow:

Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)

SIP/2.0 200 OK

Content-Type: application/sdp 

m=audio 1456 RTP/AVP 97 0

71-75.
SIP 200 (OK) response (from controllee UE to SCC-AS anchoring the session)


The controllee UE acknowledges the NOTIFY request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.
4.7.4.1.2
Alternative 2

4.7.4.1.2.1
Single subscription
In the example flow at the figure 4.7.4.1.2.1-1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS-1. UE-1 and UE-2 belong to the same IMS subscriber. 
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Figure 4.7.4.1.2.1-1:
Signalling flows for session replication by SCC AS from controller to another UE belong to same subscription- pull mode

NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
UE-1 is in session with UE-3


There is a multimedia session comprising audio and video media between the UE-1 and the remote UE-3 anchored at SCC AS.

2.
UE-2 decides to replicate the session from UE-1 to UE-2. 
3.
UE-2 fetches the dialog information of UE-1 from SCC AS. 

4-5.
SIP INVITE request (UE-2 to SCC-AS) - see example in table 4.7.4.1.2.1-4


The UE-2 sends SIP INVITE request to SCC-AS to perform the session replication. When the SCC AS receives the SIP INVITE request, the SCC AS-1 authorizes the request.
Table 4.7.4.1.2.1-4: SIP INVITE request (UE-2 to Intermediate IM CN subsystem entities)

INVITE sip:sccas@home1.net; SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:eee]:1357;comp=sigcomp;branch=z9hG4bKnashds7dfdsdq

Max-Forwards: 70

P-Preferred-Identity: <sip:user2@home1.net>

From: <sip:user2@home1.net>;tag=171828

To: <sip:sccas@home1.net>

Call-ID: Asdasd23123366 

Cseq: 41277 INVITE

Contact: <sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Length: 0

Content-Length: 0

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 4444::aaa:bbb:ccc:eee
s=-
c=IN IP6 4444::aaa:bbb:ccc:eee
t=0 0
m=audio 4444 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000
Editor's Note: How to distinguish between normal session requests and requests for replication is FFS.
Editor's Note: How the SCC AS authorizes the request for session replication is FFS.

6.
SCC-AS sends information to MRF to allocate the media resource for the media to be replicated. 

Editor's Note: There is a need to understand what functionality the MRF is providing. This can either be done by showing the instructions to the MRF or by showing the SDP in other messages thus enabling the activity of the MRF to be seen.
7-8.
SIP 200 (OK) response for the SIP INVITE request (SCC AS to UE-2)

SCC AS responds with SIP 200 OK response to UE-2.

9-10.
SIP ACK request (UE-2 to SCC AS)


The UE-2 sends the SIP ACK request to SCC AS. 
11-12.
SIP re-INVITE request (SCC-AS to UE-1)


The SCC-AS updates the access leg on Controller UE-1 for the replicated media flow with MRF. 

13-14.
SIP 200 (OK) response to re-INVITE request (UE-1 to SCC-AS)


After successful media update, UE-1 sends the SIP 200 (OK) reponse towards SCC-AS. 

15-16.
SIP ACK request (SCC-AS to UE-1)


The SCC AS sends the SIP ACK request to UE-1. 
17-18.
SIP re-INVITE request (SCC-AS to UE-3)


The SCC-AS sends a SIP re-INVITE request towards remote UE to update the remote leg to communicate media with MRF. 

20-22.
SIP 200 (OK) response to re-INVITE request (UE-3 to SCC-AS)


After successful media update, reomote UE-3 sends the SIP 200 (OK) response towards SCC-AS.
23-25.
SIP ACK request (SCC-AS to UE-3)


The SCC AS sends the SIP ACK request to remote UE-3. 
4.7.4.1.1.2.2
Dual subscription 

4.7.4.2
Session replication by SCC AS – push mode

4.7.4.2.1
Alternative 1

4.7.4.2.1.1
Single subscription
In the example flow at the figure 4.7.4.2.1.1-1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS-1. UE-1 and UE-2 belong to the same subscriber. 


[image: image9.emf]UE-1 UE-2 SCC AS

Intermediate IM CN subsystem

entities

Intermediate IM CN subsystem

entities

UE-3

HPLMN of the remote UE participating in 

session

HPLMN of the local UE participating in session and of the SCC AS replicating the 

session

1. Media path

Media

2. UE-1 decides to replicate

a session to UE-2

32. 200 OK to NOTIFY

29. NOTIFY

30. NOTIFY

31. 200 OK to NOTIFY

Media

9. INVITE

8. INVITE

3. REFER

6. 202 Accepted to REFER

5. 202 Accepted to REFER

14. re-INVITE

15. re-INVITE

20. re-INVITE

21. re-INVITE

23. 200 OK to re-INVITE

17. 200 OK to re-INVITE

12. ACK

13. ACK

16. 200 OK to re-INVITE

4. REFER

7. Allocate media resource 

for the replicated media 

MRF

10.200 OK to INVITE

11. 200 OK to INVITE

22.re-INVITE

24.200 OK to re-INVITE

25.200 OK to re-INVITE

Media

18. ACK

19.ACK

26.ACK

27. ACK

28. ACK


Figure 4.7.4.2.1.1-1:
Signalling flow for replicating media in network from controller to another UE belong to same subscription

NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
UE-1 is in session with UE-3


There is a multimedia session comprising audio and video media between the UE-1 and the remote UE-3 anchored at SCC AS-1. 

2.
UE-1 decides to replicate the session from UE-1 to UE-2.

3-4.
SIP REFER request (UE-1 to SCC-AS) - see example in table 4.7.4.2.1-3


The UE-1 sends SIP REFER request to SCC-AS to request the session replication. When SCC-AS receives the SIP REFER request, the SCC-AS authorizes the request.
Table 4.7.4.2.1-3: SIP REFER request (UE-1 to Intermediate IM CN subsystem entities) 

REFER sip:interuetransfer@sccas1.net; SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7dfdsdq

Max-Forwards: 70

P-Preferred-Identity: <sip:user1@home1.net>From: <sip:user1@home1.net>;tag=171828

To: <sip:user2@home1.net; >

Call-ID: Asdasd23123366 

Cseq: 41277 REFER

Contact: <sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-1111-111111111111>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Length: 0

Refer-To: <sip:user1@home1.net?>
Referred-by: sip:user1@home1.net
Content-Type: application/ 

Content-Length: (…)
Editor's Note:
An indication sent from controller UE to SCC AS in the Refer request to indicate this is a request for session replication by the network is FFS.
5-6.
SIP 202 (Accepted) response for the SIP REFER request (SCC AS to UE-1)

7.
SCC-AS sends information to MRF to allocate the media resource for the media to be replicated.
Editor's Note: There is a need to understand what functionality the MRF is providing. This can either be done by showing the instructions to the MRF or by showing the SDP in other messages thus enabling the activity of the MRF to be seen.
8-9.
SIP INVITE request (SCC-AS to UE-2) - See example in table 4.7.4.2.1.1-8


The SCC-AS sends the SIP INVITE towards UE-2 to establish a session based on the information provided in the SIP REFER request.
Table 4.7.4.2.1.1-8: SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222 SIP/2.0

Via: SIP/2.0/UDP 
Max-Forwards: 70

From: <sip:user1@home1.net>;tag=171828

To: <sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222>
Referred-By: sip: user1@example1.net 

Call-ID: duie4hr3896 

Cseq: 41 INVITE-

Contact: <sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-1111-111111111111>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Length: 0

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 4444::aaa:bbb:ccc:eee
s=-
c=IN IP6 4444::aaa:bbb:ccc:eee
t=0 0
m=audio 4444 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000
Referred-By: The SCC AS adds the Referred-By header in order to indicate to UE-2 that this collaborative session request was triggered by UE-1.
10-11.
SIP 200 (OK) reponse to SIP INVITE request(UE-2 to SCC-AS)


UE-2 establish the session by sending the SIP 200 (OK) response towards SCC-AS.

12-13.
SIP ACK request (SCC-AS to UE-2)


The SCC AS sends the SIP ACK request to UE-2. 
14-15.
SIP re-INVITE request (SCC-AS to UE-1)


The SCC-AS updates the access leg on Controller UE-1 for the replicated media flow with MRF. 

16-17.
SIP 200 (OK) response to re-INVITE request (UE-1 to SCC-AS)


After successful media update, UE-1 sends the SIP 200 (OK) reponse towards SCC-AS. 

18-19.
SIP ACK request (SCC-AS to UE-1)


The SCC AS sends the SIP ACK request to UE-1. 
20-22.
SIP re-INVITE request (SCC-AS to UE-3)


The SCC-AS sends a SIP re-INVITE request towards remote UE to update the remote leg to communicate media with MRF. 

23-25.
SIP 200 (OK) response to re-INVITE request (UE-3 to SCC-AS)


After successful media update, UE-3 sends the SIP 200 (OK) response towards SCC-AS. 

26-27.
SIP ACK request (SCC-AS to UE-3)


The SCC AS sends the SIP ACK request to remote UE-3. 
29-30.
SIP NOTIFY request (SCC-AS to UE-1)


The SCC-AS informs the UE-1 that the action triggered by SIP REFER request was successfully completed.

31-32.
SIP 200 (OK) response to SIP NOTIFY request (UE-1 to SCC-AS)

The UE-1 confirms the SIP NOTIFY request by sending SIP 200 (OK) response to SIP NOTIFY request. 

4.7.4.2.1.2
Dual subscription

This subclause describes the scenario when the session is replicated in the network from the controller UE to the controllee UE. The flow diagram shows when UE-1 and UE-2 belong to two different subscriptions. After this procedures, the UE will be in collaborative session which is anchored by the SCC AS serving UE-1.

Editor's Note: It is FFS if the session replication can be replication of some of the media components belonging to the session.
UE-1(123.45.67.89) is in an active session with the remote UE (132.54.76.98). The call is anchored in the SCC AS of the UE-1. The controller UE, UE-1, setups a collaborative session by establishing a session between UE-2 (123.112.67.87) and the remote UE. This session is anchored by the SCC-AS serving the controllee UE, UE-2. UE-1 replicates the existing media components within the dialog between itself and the remote UE into the newly established session between UE-2 and the remote UE, by sending a SIP REFER request to the SCC AS anchoring the session. The media components are replicated in an MRF (125.124.123.122).
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Figure 4.7.4.2.1.2-1: Signalling flow for media replication in the network – Push mode

1-2.
SIP REFER request (from UE-1 to the SCC AS anchoring the session)

The SIP REFER request contains a To header field containing contact of the controllee UE, UE-2, a Refer-To header field containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio to be replicated with the port number set to the discard port number "9" to indicate the add and not transfer scenario.
Table 4.7.4.2.1.2-1 SIP REFER request (UE-2 to SCC-AS anchoring the session)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:
To: sip:user2_public1@home2.net;
From: sip:user1_public1@home1.net;tag=24680sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body= m%3Daudio%209%20RTP%2FAVP%97%0Dm>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user2_public1@home2.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller 
Referred-By: sip:user1_public1@home1.net

Accept: application/sdp, message/sipfrag
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS anchoring the session to UE-1)


SCC AS anchoring the session sends a SIP 202 (Accepted) response towards the UE-1.

5-6.
SIP NOTIFY request (from SCC AS anchoring the session to UE-1)


SCC-AS anchoring the session sends a SIP NOTIFY request to UE-2 notifying implicit subscription to the SIP REFER request.

Table 4.7.4.2.1.2-5 SIP NOTIFY request (SCC-AS anchoring the session to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 to SCC-AS anchoring the session)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

9.
SCC-AS anchoring the session fetches MRF information


The information about the media port numbers and IP address.

Editor's Note: It is assumed that there is one MRF which is located in the domain where the SCC AS anchoring the session. It is FFS if there are two MRF, each located in those two different domains.
10-13.
SIP INVITE request (from SCC-AS anchoring the session to UE-2)


The SCC AS anchoring the session checks the following

i-
the content in the Request URI is different than the To header field which is the contact of controller UE, UE-1; and

ii-
the port number set to the discard port number "9" to indicate adding the audio to the UE with gruu in REFER To header field.

SCC-AS anchoring the session sends a SIP INVITE request to the controllee UE, UE-2, adding audio media and establishing collaborative session.The SCC AS sets the a-line for audio m-line to inactive and the remote UE address to 0.0.0.0 in SDP offer to prevent the controllee UE sending media to the remote UE. The SIP INVITE request contains a Referred-By header field containing the identity of UE-1.

Table 4.7.4.2.1.2-10 SIP INVITE request (SCC-AS anchoring the session to UE-2)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home2.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122
s=-

t=0 0

m=audio 1300 RTP/AVP 97 0

a=inactive

c=0.0.0.0
NOTEX:
The port number is not set to the discard port number "9" since the SCC AS is aware of the port number. The discard port number "9" just indicated the SCC AS not to remove the media from the cotroller UE, UE-1.

14-17.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

Table 4.7.4.2.1.2-14 SIP 200 (OK) response (UE-2 to SCC-AS anchoring the session)

SIP/2.0 200 OK

Via:

To: 
From: 
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 1456 RTP/AVP 97 0
c=123.112.67.87
18-21.
SIP ACK request (from SCC-AS Anchoring the session to controllee UE)


SCC-AS sends SIP ACK request to the UE-2.

22-23.
SIP re-INVITE request (from SCC-AS anchoring the session to the remote UE)


SCC-AS anchoring the session sends SIP re-INVITE request to the remote UE.

Table 4.7.4.2.1.2-22 SIP re-INVITE request (SCC-AS anchoring the session to the remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd SIP/2.0

Via:
To: sip:user3_public3@home3.net;tag=66666
From: sip:user1_public1@home1.net;tag=33333
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 125.124.123.122

s=-
t=0 0

m=audio 1456 RTP/AVP 96 0

24-25.
SIP 200 (OK) response (from remote UE to SCC-AS anchoring the session)


The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.

Table 4.7.4.2.1.2-24 SIP 200 (OK) response (remote UE to SCC-AS anchoring session)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

c=IN IP4 132.54.76.98
t=0 0

m=audio 1300 RTP/AVP 96 97

26-27.
SIP ACK request (from SCC-AS anchoring the session to the remote UE)


The SCC-AS anchoringthe session sends SIP ACK request to the remote UE.

28-31.
SIP re-INVITE request (from SCC-AS anchoring the session to UE-2)


The SCC-AS anchoring the session sends a SIP re-INVITE request to the controllee UE, UE-2 to inform controllee UE adding now an a-line set to active for the audio and c-line to the IP address of the remote UE in the SDP offer.

Table 4.7.4.2.1.2-27 SIP INVITE request (SCC-AS anchoring the session to UE-2)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_public1@home2.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Referred-By: sip:user1_public1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 125.124.123.122
s=-

t=0 0

m=audio 1300 RTP/AVP 97 0

a=active

32-35.
SIP 200 (OK) response (from UE-2 to SCC-AS anchoring the session)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS anchoring the session.

Table 4.7.4.2.1.2-31 SIP 200 (OK) response (UE-2 to SCC-AS anchoring the session)

SIP/2.0 200 OK

Via:

To: 
From: 
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 1456 RTP/AVP 97 0
c=123.112.67.87
36-39.
SIP ACK request (from SCC-AS anchoring the session to the controllee UE)


The SCC-AS anchoring the session sends SIP ACK request to controllee UE to acknowledge.

40-41.
SIP UPDATE request (from SCC-AS anchoring the session to controller UE, UE-1)


A SIP UPDATE.request is sent to the controller UE, UE-1, to inform about the media port numbers and TP address of MRF.
42-43.
SIP 200 (OK) response (from controller UE to SCC-AS anchoring the session)

The controller UE acknowledges the SIP UPDATE request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.
44-45.
SIP NOTIFY request (from SCC-AS anchoring the session to controller UE, UE-1)


When the media component is added to the controller UE, UE-1, the SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status of adding the media to the UE-2.

Table 4.7.4.2.1.2-39 SIP NOTIFY request (SCC-AS anchoring the sesssion to UE-1)

NOTIFY

Via:

To: sip:user1_public1@home1.net;tag = 13579

From: sip:scc-as@home1.net;tag=24680

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip: scc-as@home1.net 

Allow:

Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)

SIP/2.0 200 OK

Content-Type: application/sdp 

m=audio 1456 RTP/AVP 97 0

41-42.
SIP 200 (OK) response (from controller UE to SCC-AS anchoring the session)


The controller UE acknowledges the NOTIFY request by sending SIP 200 (OK) response to the SCC-AS anchoring the session.
4.7.4.3
Session replication by remote UE – pull mode

4.7.4.3.1
Alternative 1

4.7.4.3.1.1
Single subscription
4.7.4.3.1.2
Dual subscription
This subclause describes the scenario when the session is replicated in the remote UE upon request from UE-2. The flow diagram shows when UE-1 and UE-2 belong to two different subscriptions. 

Editor's Note: It is FFS if the session replication can be replication of some of the media components belonging to the session.
UE-1(123.45.67.89) is in an active session with the remote UE (132.54.76.98). The call is anchored in the SCC AS of the UE-1. Prior to pull the session replication, UE-2 gets the dialog information such as the content type and port numbers on the remote end. This is done by UE-2 having subscribed to dialog event package between UE-1 and the SCC AS.
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Figure 4.7.4.3.1.2-1: Signalling flow for session replication in the remote UE – Pull mode

1-4.
SIP INVITE request (from UE-2 to remote UE)


UE-2 (123.112.67.87) sends a SIP INVITE request to the remote UE.

Editor's Note: It is FFS if and how to indicate the association with the existing dialog between UE-1 and the remote UE to the remote UE.

Editor's Note: It is FFS if and how UE-2 gets the information about the media playback parameters from UE-1.
Editor's Note: it is FFS if and how to discover and indicate the IMS Communication Service to be used by UE-2. The solution should be designed in a way that any type of IMS Communication Service can be used.

Table 4.7.4.3.1.2-1 SIP INVITE request (UE-2 to remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd SIP/2.0
Via:

Record-Route: sip:scc-as@home2.net 
To: sip:user3_public3@home3.net;

From: sip:user2_public1@home2.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user2_public1@home2.net
Contact: sip:user2_public1@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0
o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-
t=0 0

m=audio 1456 RTP/AVP 96 0

c=IN IP4 123.112.67.87
5-8.
SIP 200 (OK) response (from remote UE to UE-2)


The remote UE acknowledges the SIP INVITE request by sending SIP 200 (OK) response to UE-2

Table 4.7.4.3.1.2-5 SIP 200 (OK) response (Remote UE to UE-2)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 132.54.76.98
s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 132.54.76.98
9-12.
SIP ACK request (from UE-2 to the remote UE)


The controllee UE, UE-2, sends SIP ACK request to the remote UE.
4.7.4.4
Session replication by remote UE – push mode

4.7.4.4.1
Alternative 1

4.7.4.4.1.1
Single subscription

4.7.4.4.1.2
Dual subscription
In the example flow at the figure 4.7.4.4.1.2-1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS-1. UE-1 and UE-2 belong to different subscribers. 

Editor's Note: It is FFS if the session replication can be replication of some of the media components belonging to the session.
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Figure 4.7.4.4.1.2-1: Signalling flow for replication of session existing at other UE

NOTE:
For clarity, the SIP 100 (Trying) responses and SIP NOTIFY requests with SIP 100 (Trying) are not shown in the signalling flow.

1.
UE-1 is in session with UE-3


The dialog identifier of the session between SCC AS-1 and UE-1 is AB03a0s09a2sdfglkj490333, remote-tag=dfg45, local-tag=444.

2.
UE-1 decides to replicate the session from UE-1 to UE-2. 

3-9.
SIP REFER request (UE-1 to UE-2) - see example in table 4.7.4.4.1.2-3


The UE-1 sends SIP REFER request to UE-2 to request the session replication. When SCC AS-2 receives the SIP REFER request, the SCC AS-2 authorizes the request.
Table 4.7.4.4.1.2-3: SIP REFER request (UE-1 to Intermediate IM CN subsystem entities) 

REFER sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7dfdsdq

Max-Forwards: 70

P-Preferred-Identity: <sip:user1@home1.net>

From: <sip:user1@home1.net>;tag=171828

To: <sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222>

Call-ID: Asdasd23123366 

Cseq: 41277 REFER

Contact: <sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-1111-111111111111>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Length: 0

Refer-To: <sip:user3@home2.net>

Referred-By: <sip:user1@home1.net>

Require: sec-agree
Proxy-Require: sec-agree
Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; ealg=aes-cbc; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531


Request-URI:
contains the GRUU of the UE-2

Refer-To:
contains the URI of UE-3.
Editor Note: It is FFS if and how to indicate the association with the existing dialog between UE-1 and the remote UE to the remote UE.

Editor Note: It is FFS if and how UE-2 gets the information about the media playback parameters from UE-1.
Editor's note: it is FFS if and how to indicate the IMS Communication Service to be used by UE-2

Editor's note: it is FFS if and how to indicate that the REFER request is for session replication

10-16.
SIP 202 (Accepted) response for the SIP REFER request (UE-1 to UE-2)

17-21.
SIP INVITE request (UE-2 to UE-3)


The UE-2 establishes a session with UE-3 based on the information provided in the SIP REFER request.

22-26.
SIP 200 (OK) response to SIP INVITE request (UE-3 to UE-2)

The UE-3 establishes the session by sending SIP 200 (OK) response to SIP INVITE request. 

27-31.
SIP ACK request (UE-2 to UE-3)

32-38.
SIP NOTIFY request (UE-2 to UE-1)


The UE-2 informs the UE-1 that the action triggered by SIP REFER request was successfully completed.

39-45.
SIP 200 (OK) response to SIP NOTIFY request (UE-1 to UE-2)

The UE-1 confirms the SIP NOTIFY request by sending SIP 200 (OK) response to SIP NOTIFY request. 

46-47.
Media


Two independent sessions exist - the original session still has the media path between UE-1 and UE-3 and the replicated session has the media path between UE-2 and UE-3.

4.8
Inter-UE Transfer between UEs connected to the IMS and UEs in the CS domain
Editor's Note:
This subclause corresponds to subclauses 6.1.3.9 of 3GPP TR 23.831 [3]
4.8.1
General

4.8.2
Procedures

4.8.3
Identified issues

4.8.4
Call flows
4.9
Session discovery

Editor's Note:
This subclause corresponds to subclauses 6.1.3.a of 3GPP TR 23.831 [3]
4.9.1
General

4.9.2
Procedures
4.9.3
Identified issues

4.9.4
Call flows

4.9.4.1
Discovery of sessions of user of same or different IMS subscription using dialog event package subscription

4.9.4.1.1
Alternative 1

In the example flow at the figure 4.9.4.1.1-1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS-1. UE-1 and UE-2 belong to different subscribers.
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Figure 4.9.4.1.1-1: Signalling flow for discovery of sessions of user at other UE 
NOTE:
For clarity, the SIP 100 (Trying) messages are not shown in the signalling flow.

1-2.
UE-1 is in session with UE-3


There is a multimedia session comprising audio and video media between the UE-1 and the remote UE-3 anchored at SCC AS-1. The dialog identifier of the session between SCC AS-1 and UE-1 is AB03a0s09a2sdfglkj490333, remote-tag=dfg45, local-tag=444.

3.
UE-2 decides to discover sessions of user at UE-1

4-7.
SIP SUBSCRIBE request (from UE-2 to SCC AS-1) - see example in table 4.9.4.1.1-4

The UE-2 sends SIP SUBSCRIBE request to fetch the dialog information of the dialogs of user at UE-1. SCC AS-2 is invoked upon originating initial filter criteria but since Request-URI does not contain a URI owned by SCC AS, the SCC AS-2 forwards the request.

Table 4.9.4.1.1-4 SIP SUBSCRIBE request 

SUBSCRIBE sip:sccas1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:fff]:1357;comp=sigcomp;branch=z9hG4bKnashds7664

P-Preferred-Identity: <sip:user2@home1.net>

From: <sip:user2@home1.net>;tag=171828

To: <sip:sccas1@home1.net>

Call-ID: tq34gasgaeg335r 

Event: dialog

CSeq: 145454 SUBSCRIBE

Max-Forwards: 70

Expires: 0

Contact: <sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222>

Accept: application/dialog-info+xml

Content-Length: 0

Editor's note: it is FFS how to discover the SCC AS-1 address and how to indicate the user whose dialog is to be provided

8-11.
SIP 202 (Accepted) response (from SCC AS-1 to UE-2) 


Since the request is addressed to SCC AS-1, the SCC AS-1 acknowledges the SIP SUBSCRIBE request by sending SIP 202 (Accepted) response. 

12-15.
SIP NOTIFY request (from SCC AS-2 to UE-2) - see example in table 4.9.4.1.1-12

The SCC AS-1 sends SIP NOTIFY request containing the dialog information related to dialogs between the SCC AS-1 and the UEs of user.

Table 4.9.4.1.1-12 SIP NOTIFY request 

NOTIFY sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222 SIP/2.0

Via:

To: <sip:user2@home1.net>;tag=171828

From: <sip:user1@home1.net>;tag=eerr

Call-ID:

CSeq: 

Max-Forwards: 

P-Asserted-Identity:

Require:

Contact: sip:sccas1@home1.net
Allow: 

Event: dialog

Content-Type: application/dialog-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<dialog-info xmlns="urn:ietf:params:xml:ns:dialog-info"

             version="0"

             state="full"

             entity="sip:user1@home1.net">

  <dialog id="123456" call-id="AB03a0s09a2sdfglkj490333" local-tag="444" remote-tag="dfg45">

    <state>confirmed</state>

    <local>

      <identity>sip:remoteuser@home2.net</identity>

      <target uri=sip:remoteuser@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-333333333333">

        <param pname="+g.3gpp.icsi-ref" pval="urn:urn-7:3gpp-service.ims.icsi.iptv"/> 

      </target>

    </local>

    <remote>

      <identity>sip:user1@home1.net</identity>

      <target uri="sip:user1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-111111111111">

        <param pname="+g.3gpp.icsi-ref" pval="urn:urn-7:3gpp-service.ims.icsi.iptv"/> 

      </target>

    </remote>

  </dialog>

</dialog-info>

16-19.
SIP 200 (OK) response (from UE-2 to SCC AS-1) 


The UE-2 acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC AS-1.
4.10
Collaborative session handling upon loss of collaborative session control

Editor's Note:
This subclause corresponds to subclauses 6.1.3.b of 3GPP TR 23.831 [3]
4.10.1
General

4.10.2
Procedures
4.10.3
Identified issues

4.10.4
Call flows

4.11
Media modification 

Editor's Note:
This subclause corresponds to subclauses 6.1.3.c of 3GPP TR 23.831 [3]
4.11.1
General

4.11.2
Procedures

4.11.2.1
Controller UE initiated media modification on controllee UE

4.11.2.2
Controllee UE initiated media modification on itself

4.11.3
Identified issues

4.11.4
Call flows
4.12
Collaborative session profile

Editor's Note:
This subclause corresponds to subclauses 6.1.3.4 of 3GPP TR 23.831 [3]
4.12.1
General

4.12.2
Procedures

4.12.3
Identified issues

4.12.4
Call flows

4.13
Inter-UE transfer without establishing a collaborative session 

Editor's Note:
This subclause corresponds to subclauses 6.1.3.d of 3GPP TR 23.831 [3]
4.13.1
General

4.13.2
Procedures

4.13.3
Identified issues

4.13.4
Call flows

4.13.4.1
Complete transfer triggered by UE belonging to the same subscription

4.13.4.1.1
Complete transfer triggered by UE not participating in session

4.13.4.1.1.1
Alternative 1

In the example flow at the figure 4.13.4.1.1.1-1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS-1. UE-1 and UE-2 belong to the same IMS subscriptions. The SCC AS-1 authorizes the inter UE transfer request on behalf of the UE-1.
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Figure 4.13.4.1.1.1-1: Signalling flow for inter UE transfer without collaborative session establishment triggered by UE not participating in the session 
NOTE:
For clarity, the SIP 100 (Trying) messages are not shown in the signalling flow.

1-2.
UE-1 is in session with UE-3


There is a multimedia session comprising audio and video media between the UE-1 and the remote UE-3 anchored at SCC AS-1. The dialog identifier of the session between SCC AS-1 and UE-1 is AB03a0s09a2sdfglkj490333, remote-tag=dfg45, local-tag=444.

3.
UE-2 discovers the sessions of UE-1 as shown in subclause 4.9
4-5.
SIP INVITE request (UE-2 to SCC AS-1) - see example in table 4.13.4.1.1.1-4


The UE-2 sends SIP INVITE request to transfer the session to the UE-2.
Table 4.13.4.1.1.1-4: SIP INVITE request

INVITE sip:sccas1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:fff]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Preferred-Identity: <sip:user2@home1.net>

From: <sip:user2@home1.net>;tag=171828

To: <sip:sccas1@home1.net>

Call-ID: tq34gasgaegr 

Cseq: 4127 INVITE

Contact: <sip:user2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-2222-222222222222>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.iptv"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Replaces: AB03a0s09a2sdfglkj490333;remote-tag=dfg45;local-tag=444
Require: replaces

Content-Type: application/sdp 

Content-Length: (…)

Supported: 100rel, precondition

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:fff

s=

c=IN IP6 5555::aaa:bbb:ccc:fff

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES


Replaces:
set to the dialog information of the session to be transferred
6.-8.
SIP re-INVITE request (SCC AS-1 to UE3) – 


Since the request is addressed to SCC AS-1 and since STI in the Replaces header field identifies an dialog anchored in the SCC AS-1, the SCC AS-1 detects that the inter UE tranfer is being attempted, authorizes the request of behalf of UE-1, acts as a routing B2BUA and performs remote leg update by sending the SIP re-INVITE request towards the UE-3.
9-11.
SIP 200 (OK) response (UE-3 to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE-3 has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

12-14.
SIP ACK request (SCC AS-1 to UE-3 via intermediate IM CN subsystem entities)


The SCC AS-1 generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE-3.

15-16.
SIP 200 (OK) response (SCC AS-1 to UE-2 via intermediate IM CN subsystem entities)


The SCC AS-1 generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the UE-2. 

17-18.
SIP ACK request (UE-2 to SCC AS-1 via intermediate IM CN subsystem entities)

The UE-2 generates the SIP ACK request to the SIP 200 (OK) response.

19-20.
SIP BYE request (SCC AS-1 to UE-1 via intermediate IM CN subsystem entities)


The SCC AS-1 terminates the source access leg by sending a BYE request to the UE-1.

21-22.
SIP 200 (OK) response (UE-1 to SCC AS-1 via intermediate IM CN subsystem entities)


Upon receiving the BYE request, the UE-1 sends a SIP 200 (OK) response. Subsequently, the UE-1 releases all resources pertaining to the session.

23-24.
UE-2 is now in session with UE-3

4.14
Execution of Supplementary Services
Editor's Note:
This subclause corresponds to subclauses 6.1.3.5 of 3GPP TR 23.831 [3]
4.14.1
General

4.14.2
Procedures
4.14.3
Identified issues

4.14.4
Call flows

5
Protocol evaluation 

5.1
General

Editor's Note: If for one or more of the functionalities described in this TR several different protocol proposals exist, the related evaluation on which of the different protocols to use will be done in this subclause. 

5.2
void
Editor's Note: This section is a placeholder in order to get numbering aligned between the different subsections. It may, if needed, later on be used for protocol evaluation for the procedures and issues outlined in subclause 4.2 (inter-UE transfer and collaborative session procedures for UEs belonging to different IMS subscriptions under the same operator). 

5.3
void
Editor's Note: This section is a placeholder in order to get numbering aligned between the different subsections. It may, if needed, later on be used for protocol evaluation for the procedures and issues outlined in subclause 4.3 (discovery of UEs of different IMS subscriptions which can participate in collaborative sessions). 

5.4
void
Editor's Note: This section is a placeholder in order to get numbering aligned between the different subsections. It may, if needed, later on be used for protocol evaluation for the procedures and issues outlined in subclause 4.4 (Establishment of collaborative session upon session setup). 

5.5
Evaluation of solutions for transfer of control of a collaborative session

5.5.1
Pros and cons of alternative 1 - controller UE transfer by SIP REFER
Advantages:

-
Follows existing Rel-9 mechanism
-
Allows for controller and media transfer in a single request
Disadvantages:

-
Based on special semantics for REFER
-
Additional message is to be specified for requesting a UE to assume the controller role
5.5.2
Pros and cons of alternative 2 - controller UE transfer by SIP INFO
Advantages:

-
Simple and direct
-
SIP INFO request can also be used for requesting a UE to assume the controller role
Disadvantages:

-
Requires two separate requests for media transfer and controller transfer
-
Might require to define new application usage (for SIP INFO bodies)
6
Protocol extensions 

6.1
General

Editor's Note: This section will include possibly necessary protocol extensions, such as e.g. SIP feature tags or SIP headers, which might be necessary to resolve the issues found with the new procedures described in this CR. Every new protocol extension has to identify, whether it can be defined within 3GPP or needs involvement from other standardisation bodies, such as IETF.

7
Extensions to 3GPP TS 24.229 

7.1
General

Editor's Note: This section will include possibly necessary extensions to 3GPP TS 24.229. It is currently not foreseen that any profile table changes should be reflected in this TR – those should go directly into 3GPP TS 24.229, once the related procedures and extensions have been agreed to be included in the relevant 3GPP TS.
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