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[bookmark: foreword][bookmark: _Toc144305883]Foreword
[bookmark: spectype3]This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
[bookmark: introduction]The constructions "is" and "is not" do not indicate requirements.
[bookmark: scope][bookmark: _Toc144305884]
1	Scope
Editor’s Note:	This clause will provide the scope of the specification.
The present document defines User Equipment (UE) policies that are used to configure the UE for aircraft-to-Everything (A2X) services in 5G System (5GS) based on the architectural requirements defined in 3GPP TS 23.256 [2].
The protocol aspects for A2X services in 5G System (5GS) are described in 3GPP TS 24 577 [y].
Editor’s Note:	Direct C2 communication will be added in the scope once stage-2 requirement on direct C2 communication is clarified.
[bookmark: references][bookmark: _Toc144305885]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.256: "Support of Uncrewed Aerial Systems (UAS) connectivity, identification and tracking; Stage 2"
[3]	3GPP TS 24.577: "Aircraft-to-Everything (A2X) services in 5G System (5GS) protocol aspects; Stage 3"
[4]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[5]	3GPP TS 24.588: "Vehicle-to-Everything (V2X) services in 5G System (5GS); User Equipment (UE) policies; Stage 3".
[6]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[7]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC) protocol specification".
[8]	3GPP TS 38.331: "NR; Radio Resource Control (RRC) protocol specification".
[bookmark: definitions][bookmark: _Toc144305886]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc144305887]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.256 [2] apply:
A2X communication
Direct C2 communication
[bookmark: _Toc144305888]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ABBREVIATION>	<Expansion>
A2X	Aircraft-to-everything
A2XP	A2X Policy
BRID	Broadcast remote ID
DDAA	Direct detect and avoid
[bookmark: clause4][bookmark: _Toc144305889]4	Description of UE policy for A2X
[bookmark: _Toc144305890]4.1	Overview
Editor’s Note:	This clause will provide description of UE policies for A2X.
The A2XP in 5GS include:
1)	UE policies for A2X communication over PC5 (see clause 4.2);
2)	UE policies for broadcast remote ID (BRID) over PC5 (see clause 4.3);
3)	UE policies for direct detect and avoid (DDAA) over PC5 (see clause 4.4); and
4)	UE policies for direct C2 communication over PC5 (see clause 4.5).
The A2XP can be delivered from the PCF to the UE. The UE policy delivery procedure is specified in 3GPP TS 24.501 [4].
[bookmark: _Toc144305891]4.2	UE policies for A2X communication over PC5
Editor’s Note:	This clause will provide description of UE policies for A2X communication which will be common for BRID, DDAA, and direct C2 communication.
[bookmark: _Toc144305892]4.3	UE policies for broadcast remote ID (BRID) over PC5
Editor’s Note:	This clause will provide description of UE policies for BRID
[bookmark: _Toc144305893]4.4	UE policies for direct detect and avoid (DDAA) over PC5
Editor’s Note:	This clause will provide description of UE policies for DDAA
[bookmark: _Toc144305894]4.5	UE policies for direct C2 communication over PC5
[bookmark: _Toc4488092][bookmark: _Toc8882543]The UE policies for direct C2 communication over PC5 are defined in clause 5.2.6 of 3GPP TS 24.577 [3].
NOTE:	The generic description of the UE policies for direct C2 communication over PC5 are specified in 3GPP TS 23.256 [2].
[bookmark: _Toc144305895]5	Encoding of UE policies for A2X
[bookmark: _Toc144305896]5.1	Overview
The UE policies for A2X communication, BRID, DDAA, and direct C2 communication are provided to the UE in an A2X policy (A2XP) UE policy part using the UE policy delivery service as specified in 3GPP TS 24.501 [4] annex D.
[bookmark: _Toc144305897]5.2	Encoding of A2X policy (A2XP) UE policy part
[bookmark: _Toc23343277][bookmark: _Toc26193830][bookmark: _Toc34382711][bookmark: _Toc34387365][bookmark: _Toc45282415][bookmark: _Toc51867020][bookmark: _Toc123627395][bookmark: _Toc144305898]5.2.1	General
The purpose of the A2XP is to indicate UE policies for A2X communication, BRID, DDAA, and direct C2 communication.
The A2XP is encoded as shown in figures 5.2.1.1 to 5.2.1.3 and table 5.2.1.1 according to the UE policy part top level format (see annex D of 3GPP TS 24.501 [4]).

	[bookmark: MCCQCTEMPBM_00000306]8
	7
	6
	5
	4
	3
	2
	1
	

	
UE policy part contents length

	octet 1

octet 2

	0
	0
	0
	0
	UE policy part type={ A2XP }
	octet 3

	Spare
	
	

	
UE policy part contents={A2XP contents}


	octet 4


octet x


Figure 5.2.1.1: UE policy part when UE policy part type = {A2XP}

	8
	7
	6
	5
	4
	3
	2
	1
	

	

A2XP info #1
	octet 4



octet a

	

A2XP info #2
	octet (a+1)*



octet b*

	

…
	octet (b+1)*



octet w*

	

A2XP info #n
	octet (w+1)*



octet x*


Figure 5.2.1.2: A2XP contents

	[bookmark: MCCQCTEMPBM_00000307]8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	A2XP info type
	octet k

	Spare
	
	

	
Length of A2XP info contents

	octet k+1

octet k+2

	
A2XP info contents

	octet k+3

octet l


Figure 5.2.1.3: A2XP info
Table 5.2.1.1: A2XP information format
	UE policy part type field is set to '0101' (=A2XP) as specified in 3GPP TS 24.501 [4] annex D.

	

	UE policy part contents length field indicate the length of the A2XP contents in octets.


	A2XP contents (octets 4 to x)

	

	A2XP contents consist of 1 or more A2XP info(s) (see figure 5.2.1.2).

	

	A2XP info type (bit 1 to 4 of octet k) shall be set according to the following:

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	UE policies for A2X communication over PC5

	0
	0
	1
	0
	UE policies for BRID over PC5

	0
	0
	1
	1
	UE policies for DDAA over PC5

	0
	1
	0
	0
	UE policies for direct C2 communication over PC5

	All other values are reserved.

	

	Bits 8 to 5 of octet k are spare and shall be encoded as zero.

	

	Length of A2XP info contents (octets k+1 to k+2) indicates the length of the A2XP info contents field.

	

	A2XP info contents (octets k+3 to l) can be UE policies for A2X communication over PC5 (see clause 5.3.1), UE policies for BRID over PC5 (see clause 5.4.1), UE policies for DDAA over PC5 (see clause 5.5.1) or UE policies for direct C2 communication over PC5 (see clause 5.6.1).

	



[bookmark: _Toc144305899]5.3	Encoding of UE policies for A2X communication over PC5
[bookmark: _Toc144305900]5.3.1	General
The UE policies for A2X communication over PC5 are coded as shown in figures 5.3.2.1 and table 5.3.2.1.
[bookmark: _Toc144305901]5.3.2	Information elements coding

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	A2XP info type = {UE policies for A2X communication over PC5}
	octet k

	[bookmark: _MCCTEMPBM_CRPT07670004___7]Spare
	
	

	
Length of A2XP info contents

	octet k+1

octet k+2

	
Validity timer
	octet k+3

octet k+7

	ASITPMRI
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	octet k+8


	
Served by NG-RAN
	octet k+9

octet o1

	
Not served by NG-RAN
	octet o1+1

octet o2

	
A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules
	octet (o2+1)*

octet o3*

	
Privacy config
	octet o124 (NOTE)

octet o4

	
A2X communication in E-UTRA-PC5
	octet o4+1

octet o5

	
A2X communication in NR-PC5
	octet o5+1

octet I


NOTE:	The field is placed immediately after the last present preceding field.
Figure 5.3.2.1: A2XP info = {UE policies for A2X communication over PC5}

Table 5.3.2.1: A2XP info = {UE policies for A2X communication over PC5}
	A2XP info type (bit 1 to 4 of octet k) shall be set to "0001" (UE policies for A2X communication over PC5)


	Length of A2XP info contents (octets k+1 to k+2) indicates the length of A2XP info contents.


	Validity timer (octet k+3 to k+7):
The validity timer field provides the expiration time of validity of the UE policies for A2X communication over PC5. The validity timer field is a binary coded representation of a UTC time, in seconds since midnight UTC of January 1, 1970 (not counting leap seconds).


	A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules indicator (ASITPMRI)
The ASITPMRI bit indicates presence of the A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules field.
Bit
8
0	A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules field is absent
1	A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules field is present

	

	Served by NG-RAN (octet k+9 to o1):
The served by NG-RAN field is coded according to figure 5.3.2.2 and table 5.3.2.2, and contains configuration parameters for A2X communication over PC5 when the UE is served by NG-RAN.


	Not served by NG-RAN (octet o1+1 to o2):
The not served by NG-RAN field is coded according to figure 5.3.2.5 and table 5.3.2.5, and contains configuration parameters for A2X communication over PC5 when the UE is not served by NG-RAN.


	A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules (octet o2+1 to o3):
The A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules field is coded according to figure 5.3.2.12 and table 5.3.2.12, and contains a list of A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules.

	

	Privacy config (octet o124 to o4):
The privacy config field is coded according to figure 5.3.2.11 and table 5.3.2.11, and contains configuration parameters for privacy configuration.


	A2X communication in E-UTRA-PC5 (octet o4+1 to o5):
The A2X communication in E-UTRA-PC5 field is coded according to figure 5.3.2.X and table 5.3.2.X, and contains configuration parameters for A2X communication in E-UTRA-PC5.


	A2X communication in NR-PC5 (octet o5+1 to I):
The A2X communication in NR-PC5 field is coded according to figure 5.3.2.X and table 5.3.2.X, and contains configuration parameters for A2X communication in NR-PC5.


	If the length of A2XP info contents field is bigger than indicated in figure 5.3.2.1, receiving entity shall ignore any superfluous octets located at the end of the A2XP info contents.





	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of served by NG-RAN contents
	octet k+9

octet k+10

	
Authorized PLMN and RATs combinations
	octet k+11

octet o1


Figure 5.3.2.2: Served by NG-RAN

Table 5.3.2.2: Served by NG-RAN
	Authorized PLMN and RATs combinations (octet k+11 to o1):
The authorized PLMN and RATs combinations field is coded according to figure 5.3.2.3 and table 5.3.2.3.


	If the length of served by NG-RAN contents field is bigger than indicated in figure 5.3.2.2, receiving entity shall ignore any superfluous octets located at the end of the served by NG-RAN contents.





	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of authorized PLMN and RATs combination contents
	octet k+11

octet k+12

	
PLMN and RATs combination 1
	octet (k+13)*

octet (k+16)*

	
PLMN and RATs combination 2
	octet (k+17)*

octet (k+20)*

	
...
	octet (k+21)*

octet (k+8+n*4)*

	
PLMN and RATs combination n
	octet (k+9+n*4)*

octet (k+11+n*4)* = octet o1*


Figure 5.3.2.3: Authorized PLMN and RATs combination

Table 5.3.2.3: Authorized PLMN and RATs combination
	Authorized PLMN and RATs combination:
The authorized PLMN and RATs combination field is coded according to figure 5.3.2.4 and table 5.3.2.4.




	8
	7
	6
	5
	4
	3
	2
	1
	

	
PLMN ID
	octet k+17

octet k+19

	EPIN
	NPIN
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	octet k+20


Figure 5.3.2.4: Authorized PLMN and RATs combination
Table 5.3.2.4: Authorized PLMN and RATs combination
	PLMN ID:
The PLMN ID field is coded according to figure 5.3.1.5 and table 5.3.1.5.

	

	E-UTRA-PC5 indicator when served by NG-RAN (EPIN):
The EPIN bit indicates whether the UE is authorized to use A2X communication over E-UTRA-PC5 in the PLMN indicated by the PLMN ID field when served by NG-RAN.
Bit
8
0	Not authorized
1	Authorized

	

	NR-PC5 indicator when served by NG-RAN (NPIN):
The NPIN bit indicates whether the UE is authorized to use A2X communication over NR-PC5 in the PLMN indicated by the PLMN ID field when served by NG-RAN.
Bit
7
0	Not authorized
1	Authorized

	





	8
	7
	6
	5
	4
	3
	2
	1
	

	MCC digit 2
	MCC digit 1
	octet k+17

	MNC digit 3
	MCC digit 3
	octet k+18

	MNC digit 2
	MNC digit 1
	octet k+19


Figure 5.3.2.5: PLMN ID

Table 5.3.2.5: PLMN ID
	Mobile country code (MCC) (octet k+17, octet k+18 bit 1 to 4):
The MCC field is coded as in ITU-T Recommendation E.212 [5], annex A.


	Mobile network code (MNC) (octet k+18 bit 5 to 8, octet k+19):
The coding of MNC field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, MNC digit 3 shall be coded as "1111".





	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of not served by NG-RAN contents
	octet o1+1

octet o1+2

	EINN
	NINN
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	ANNI
	octet o1+3

	
E-UTRA radio parameters per altitude range per geographical area list
	octet (o1+4)*

octet o16*

	
NR radio parameters per altitude range per geographical area list
	octet (o16+1)*

octet o2*


Figure 5.3.2.6: Not served by NG-RAN

Table 5.3.2.6: Not served by NG-RAN
	A2X communication over PC5 when not served by NG-RAN indicator (ANNI) (octet o1+3 bit 1):
The ANNI bit indicates whether the UE is authorized to use A2X communication over PC5 when not served by NG-RAN.
Bit
1
0	Not authorized
1	Authorized

	

	E-UTRA-PC5 indicator when not served by NG-RAN (EINN) (octet o1+3 bit 8):
The EINN bit indicates whether the UE is authorized to use A2X communication over E-UTRA-PC5 when not served by NG-RAN.
Bit
8
0	Not authorized
1	Authorized

	

	NR-PC5 indicator when not served by NG-RAN (NINN) (octet o1+3 bit 7):
The NINN bit indicates whether the UE is authorized to use A2X communication over NR-PC5 when not served by NG-RAN.
Bit
7
0	Not authorized
1	Authorized

	

	E-UTRA radio parameters per altitude range per geographical area list (octet o1+4 to o16):
If ENNI bit is set to "Authorized", the E-UTRA radio parameters per altitude range per geographical area list field is present otherwise the NR radio parameters per altitude range per geographical area list field is absent. It is coded according to figure 5.3.2.7 and table 5.3.2.7.

	
NR radio parameters per altitude range per geographical area list (octet o16+1 to o2):
If PNNI bit is set to "Authorized", the NR radio parameters per altitude range per geographical area list field is present otherwise the NR radio parameters per altitude range per geographical area list field is absent. It is coded according to figure 5.3.2.7 and table 5.3.2.7.


	If the length of not served by NG-RAN contents field is bigger than indicated in figure 5.3.2.6, receiving entity shall ignore any superfluous octets located at the end of the not served by NG-RAN contents.




	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of radio parameters per altitude range per geographical area list contents
	octet o1+4

octet o1+5

	
Radio parameters per altitude range per geographical area info 1
	octet (o1+6)*

octet o6*

	
Radio parameters per altitude range per geographical area info 2
	octet (o6+1)*

octet o7*

	
...
	octet (o7+1)*

octet o8*

	
Radio parameters per altitude range per geographical area info n
	octet (o8+1)*

octet o16*


Figure 5.3.2.7: Radio parameters per altitude range per geographical area list

Table 5.3.2.7: Radio parameters per altitude range per geographical area list
	Radio parameters per altitude range per geographical area info:
The radio parameters per altitude range per geographical area info field is coded according to figure 5.3.2.8 and table 5.3.2.8.





	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of radio parameters per altitude range per geographical area contents
	octet o6+1

octet o6+2

	
Altitude range per geographical area
	octet o6+3

octet o9

	
Radio parameters
	octet o9+1

octet o7-1

	MI
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	octet o7


Figure 5.3.2.8: Radio parameters per altitude range per geographical area info

Table 5.3.2.8: Radio parameters per altitude range per geographical area info
	Altitude range per geographical area (octet o6+3 to o9):
The altitude range per geographical area field is coded according to figure 5.3.2.9 and table 5.3.2.9.


	Radio parameters (octet o9 to o7-1):
The radio parameters field is coded according to figure 5.3.2.11 and table 5.3.2.11, applicable in the altitude range per geographical area indicated by the altitude range per geographical area field when not served by NG-RAN.


	Managed indicator (MI) (octet o7 bit 8):
The managed indicator indicates how the radio parameters indicated in the radio parameters field in the altitude range per geographical area indicated by the altitude range per geographical area field are managed.
Bit
8
0	Non-operator managed
1	Operator managed


	If the length of radio parameters per altitude range per geographical area contents field is bigger than indicated in figure 5.3.2.8, receiving entity shall ignore any superfluous octets located at the end of the radio parameters per altitude range per geographical area contents.




	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of altitude range per geographical area contents
	octet o6+3

octet o6+4

	
Altitude range
	octet (o6+5)*

octet (o6+8)*

	
Geographical area
	octet (o6+9)*

octet (o9)*


Figure 5.3.2.9: Altitude range per geographical area

Table 5.3.2.9: Altitude range per geographical area
	Altitude range:
The altitude range per coordinate field is coded according to figure 5.3.2.10 and table 5.3.1.10.
Geographical area:
The geographical area field is coded according to figure 5.3.2.11 and table 5.3.2.11.




	8
	7
	6
	5
	4
	3
	2
	1
	

	
Maximum altitude
	octet o6+5
octet o6+6

	
Minimum altitude
	octet o6+7
octet o6+8


Figure 5.3.2.10: Altitude range
Table 5.3.2.10: Altitude range
	Maximum altitude:
The maximum altitude field is coded according to clause 6.3 of 3GPP TS 23.032 [7].

Minimum altitude:
The minimum altitude field is coded according to clause 6.3 of 3GPP TS 23.032 [7].



	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of geographical area contents
	octet o6+9

octet o6+10

	
Coordinate 1
	octet (o6+11)*

octet (o6+16)*

	
Coordinate 2
	octet (o6+17)*

octet (o6+22)*

	
...
	octet (o6+23)*

octet (o6+4+6*n)*

	
Coordinate n
	octet (o6+5+6*n)*

octet (o6+10+6*n)* = octet o9*


Figure 5.3.2.11: Geographical area
Table 5.3.2.11: Geographical area
	Coordinate:
The coordinate field is coded according to figure 5.3.2.12 and table 5.3.2.12.
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	8
	7
	6
	5
	4
	3
	2
	1
	

	
Latitude
	octet o6+11

octet o6+13

	
Longitude
	octet o6+14

octet o6+16


Figure 5.3.2.12: Coordinate area
Table 5.3.2.12: Coordinate area
	Latitude:
The latitude field is coded according to clause 6.1 of 3GPP TS 23.032 [7].

	[bookmark: MCCQCTEMPBM_00000113]

	Longitude:
The longitude field is coded according to clause 6.1 of 3GPP TS 23.032 [7].

	[bookmark: MCCQCTEMPBM_00000114]



	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of radio parameters contents
	octet o9+1

octet o9+2

	
Radio parameters contents
	octet o9+3

octet o7-1


Figure 5.3.2.13: Radio parameters

Table 5.3.2.13: Radio parameters
	Radio parameters contents:
In E-UTRA radio parameters per altitude range per geographical area list, radio parameters are defined as SL-V2X-Preconfiguration in clause 9 of 3GPP TS 36.331 [7].
In NR radio parameters per altitude range per geographical area list, radio parameters are defined as SL-PreconfigurationNR in clause 9.3 of 3GPP TS 38.331 [8].




	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules contents
	octet o2+1

octet o2+2

	
A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule 1
	octet (o2+3)*

octet o10*

	
A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule 2
	octet (o10+1)*

octet o11*

	
...
	octet (o11+1)*

octet o12*

	
A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule n
	octet (o12+1)*

octet o3*


Figure 5.3.2.14: A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules
Table 5.3.2.14: A2X service identifier to PC5 RAT(s) and Tx profiles mapping rules
	A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule:
The A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule field is coded according to figure 5.3.2.15 and table 5.3.2.15.
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	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule contents
	octet o10+1

octet o10+2

	
A2X service identifiers
	octet o10+3

octet o79

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	UINTI
	BNTI
	PC5 RAT(s)
	octet o79+1


	Length of E-UTRA-PC5 Tx profiles
	octet (o79+2)*

	
E-UTRA-PC5 Tx profiles
	octet (o79+3)*

octet o82* 

	
Broadcast mode NR-PC5 Tx profile
	octet o113* (NOTE)


	
Unicast mode initial signalling NR-PC5 Tx profile
	octet o114* = o11* (NOTE)




NOTE:	The field is placed immediately after the last present preceding field.

Figure 5.3.2.15: A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule
Table 5.3.2.15: A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule
	A2X service identifiers:
The A2X service identifiers field is coded according to figure 5.3.2.16 and table 5.3.2.16.


	[bookmark: MCCQCTEMPBM_00000117]Unicast mode initial signalling NR-PC5 Tx profile indicator (UINTI)
The UINTI bit indicates presence of the unicast mode NR-PC5 Tx profile field.
Bit
4
0	unicast mode initial signalling NR-PC5 Tx profile field is absent
1	unicast mode initial signalling NR-PC5 Tx profile field is present


	Broadcast mode NR-PC5 Tx profile indicator (BNTI)
The BGNTI bit indicates presence of the broadcast mode NR-PC5 Tx profile field.
Bit
3
0	broadcast mode NR-PC5 Tx profile field is absent
1	broadcast mode NR-PC5 Tx profile field is present

	[bookmark: MCCQCTEMPBM_00000118]

	If the PC5 RAT field is set to "E-UTRA-PC5", then the BGNTI bit is set to "broadcast mode NR-PC5 Tx profile field is absent" and the UINTI bit is set to "unicast mode initial signalling NR-PC5 Tx profile field is absent". If the PC5 RAT field is set to "NR-PC5" or "Both E-UTRA-PC5 and NR-PC5", then the BNTI bit can be set to "broadcast mode NR-PC5 Tx profile field is absent" or "broadcast mode NR-PC5 Tx profile field is present", and the UINTI bit can be set to "unicast mode initial signalling NR-PC5 Tx profile field is absent" or "unicast mode initial signalling NR-PC5 Tx profile field is present".

	[bookmark: MCCQCTEMPBM_00000119]

	PC5 RAT(s):
The PC5 RAT(s) field indicates the PC5 RAT(s) mapped to the A2X service identifiers.
Bits
2 1
0 0	E-UTRA-PC5
0 1	NR-PC5
1 0	Both E-UTRA-PC5 and NR-PC5
All other values are spare.

If the PC5 RAT field is set to "E-UTRA-PC5" or "Both E-UTRA-PC5 and NR-PC5", the length of E-UTRA-PC5 Tx profiles field and the E-UTRA-PC5 Tx profiles field are present otherwise the length of E-UTRA-PC5 Tx profiles field and the E-UTRA-PC5 Tx profiles field are absent. If the PC5 RAT field is set to a spare value, the receiving entity shall ignore the A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule.

	[bookmark: MCCQCTEMPBM_00000120]

	E-UTRA-PC5 Tx profiles:

	The E-UTRA-PC5 Tx profiles field is coded as v2x-TxProfileList in clause 9.3.2 of 3GPP TS 36.331 [7].

	[bookmark: MCCQCTEMPBM_00000121]

	Broadcast mode NR-PC5 Tx profile field:

	The broadcast mode NR-PC5 Tx profile field indicates NR Tx profile corresponding to the NR-PC5 for broadcast mode V2X communication over PC5.
The broadcast mode NR-PC5 Tx profile field is coded as SL-TxProfile-r17 in clause 9.3 of 3GPP TS 38.331 [8].

	[bookmark: MCCQCTEMPBM_00000122]
Unicast mode initial signalling NR-PC5 Tx profile field:
The unicast mode initial signalling NR-PC5 Tx profile field indicates NR Tx profile corresponding to transmitting and receiving initial signalling of the PC5 unicast link establishment.
The unicast mode initial signalling NR-PC5 Tx profile field is coded as SL-TxProfile-r17 in clause 9.3 of 3GPP TS 38.331 [8].


	If the length of A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule contents field indicates a length bigger than indicated in figure 5.3.2.13, receiving entity shall ignore any superfluous octets located at the end of the A2X service identifier to PC5 RAT(s) and Tx profiles mapping rule contents.

	[bookmark: MCCQCTEMPBM_00000123]




	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of A2X service identifiers contents
	octet o10+3

octet o10+4

	
A2X service identifier 1
	octet (o10+5)*

octet (o10+8)*

	
A2X service identifier 2
	octet (o10+9)*

octet (o10+12)*

	
...
	octet (o10+13)*

octet (o10+n*4)*

	
A2X service identifier n
	octet (o10+1+n*4)*

octet (o10+4+n*4)*
 = octet o79*


Figure 5.3.2.16: A2X service identifiers
Table 5.3.2.16: A2X service identifiers
	A2X service identifier:
The A2X service identifier field contains a binary coded A2X service identifier.

	[bookmark: MCCQCTEMPBM_00000124]


Editor's note:	Encoding of A2X service identifier is FFS.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of privacy config contents
	octet o124

octet o124+1

	
A2X services requiring privacy
	octet o124+2

octet o4-2

	
Privacy timer
	octet o4-1

octet o4


Figure 5.3.2.17: Privacy config

Table 5.3.2.17: Privacy config
	A2X services requiring privacy (octet o2+3 to o4-2):
The A2X applications requiring privacy field is coded according to figure 5.3.2.18 and table 5.3.2.18.


	Privacy timer (octet o4-1, octet o4):

	The privacy timer field contains binary encoded duration, in units of seconds, after which the UE shall change the source Layer-2 ID self-assigned by the UE while performing transmission of A2X communication over the PC5 when privacy is required.

	

	If the length of privacy config contents field is bigger than indicated in figure 5.3.2.17, receiving entity shall ignore any superfluous octets located at the end of the privacy config contents.





	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of A2X services requiring privacy contents
	octet o124+2

octet o124+3

	
A2X service requiring privacy 1
	octet (o124+4)*

octet o12*

	
A2X service requiring privacy 2
	octet (o12+1)*

octet o13*

	
...
	octet (o13+1)*

octet o14*

	
A2X service requiring privacy n
	octet (o14+1)*

octet (o4-2)*


Figure 5.3.2.18: A2X services requiring privacy

Table 5.3.2.18: A2X services requiring privacy
	A2X service requiring privacy:
The A2X service requiring privacy field is coded according to figure 5.3.2.17 and table 5.3.2.17.
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	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of A2X service requiring privacy contents
	octet o12+1

octet o12+2

	
A2X service identifiers
	octet o12+3

octet o15

	
Geographical areas
	octet o15+1

octet o13


Figure 5.3.2.19: A2X service requiring privacy

Table 5.3.2.19: A2X service requiring privacy
	A2X service identifiers (octet o12+3 to o15):
The A2X service identifiers field is coded according to figure 5.3.2.14 and table 5.3.2.14.


	Geographical areas (octet o15+1 to o13):
The geographical areas field is coded according to figure 5.3.2.11 and table 5.3.2.11.

	
If the length of A2X service requiring privacy contents field is bigger than indicated in figure 5.3.2.19, receiving entity shall ignore any superfluous octets located at the end of the A2X service requiring privacy contents.




Editor's note:	Encoding of A2X communication in E-UTRA-PC5 and A2X communication in NR-PC5 are FFS.
[bookmark: _Toc144305902]5.4	Encoding of UE policies for Broadcast Remote ID (BRID) over PC5
[bookmark: _Toc144305903]5.5	Encoding of UE policies for direct detect and avoid (DDAA) over PC5
[bookmark: _Toc144305904]5.5.1	General
The UE policies for DDAA over PC5 are coded as shown in figures 5.5.2.1 and table 5.5.2.1. The validity time of the UE policies for DDAA over PC5 is subject to the validity timer of the UE policies for A2X communication over PC5 as specified in clause 5.3.
[bookmark: _Toc144305905]5.5.2	Information elements coding

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	A2XP info type = {UE policies for DDAA over PC5}
	octet m

	Spare
	
	

	
Length of A2XP info contents

	octet m+1

octet m+2

	0
spare
	0
spare
	0
spare
	0
spare
	0
spare
	0
spare
	A2XBCDDI
	A2XUCDDI
	octet m+8

	
A2X service identifiers for unicast communication mode of DAA deconfliction 
	octet n1*

octet n2*

	
A2X service identifires for broadcast communication mode of DAA deconfliction 
	octet n3* (NOTE)
octet n4*


NOTE:	The field is placed immediately after the last present preceding field.
Figure 5.5.2.1: A2XP info = {UE policies for DDAA over PC5}
Table 5.5.2.1: A2XP info = {UE policies for DDAA over PC5
	A2XP info type (bit 1 to 4 of octet m) shall be set to "0011" (UE policies for DDAA over PC5)


	Length of A2XP info contents (octets m+1 to m+2) indicates the length of A2XP info contents.


	A2X service identifiers for unicast communication mode of DAA deconfliction indicator (A2XUCDDI)
The A2XUCDDI bit indicates presence of the A2X service identifiers for unicast communication mode of DAA deconfliction field.
Bit
1
0	A2X service identifiers for unicast communication mode of DAA deconfliction is absent
1	A2X service identifiers for unicast communication mode of DAA deconfliction is present


	A2X service identifiers for broadcast communication mode of DAA deconfliction indicator (A2XBCDDI)
The A2XBCDDI bit indicates presence of the A2X service identifiers for broadcast communication mode of DAA deconfliction field.
Bit
1
0	A2X service identifiers for broadcast communication mode of DAA deconfliction is absent
1	A2X service identifiers for broadcast communication mode of DAA deconfliction is present


	A2X service identifiers for unicast communication mode of DAA deconfliction:
This field is coded according to figure 5.3.2.14 and table 5.3.2.14. If A2XUCDDI is set to 0, this field shall not be included in the UE policies for DDAA over PC5.


	A2X service identifiers for broadcast communication mode of DAA deconfliction:
This field is coded according to figure 5.3.2.14 and table 5.3.2.14. If A2XBCDDI is set to 0, this field shall not be included in the UE policies for DDAA over PC5.


	If the length of A2XP info contents field is bigger than indicated in figure 5.5.2.1, receiving entity shall ignore any superfluous octets located at the end of the A2XP info contents.




[bookmark: _Toc144305906]5.6	Encoding of UE policies for direct C2 communication over PC5
[bookmark: _Toc8882547][bookmark: _Toc23343279][bookmark: _Toc26193832][bookmark: _Toc34382713][bookmark: _Toc34387367][bookmark: _Toc45282417][bookmark: _Toc51867022][bookmark: _Toc123627397][bookmark: _Toc144305907]5.6.1	General
The UE policies for direct C2 communication over PC5 are coded as shown in figures 5.6.2.1 and table 5.6.2.1.
[bookmark: _Toc144305908]5.6.2	Information elements coding

	[bookmark: MCCQCTEMPBM_00000308]8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	A2XP info type = {UE policies for direct C2 communication over PC5}
	octet k

	Spare
	
	

	
Length of A2XP info contents

	octet k+1

octet k+2

	
Served by NG-RAN
	octet k+3

octet o1

	
Not served by NG-RAN
	octet o1+1

octet o2



Figure 5.6.2.1: A2XP Info = {UE policies for direct C2 communication over PC5}
Table 5.6.2.1: A2XP Info = {UE policies for direct C2 communication over PC5}
	A2XP info type (bit 1 to 4 of octet k) shall be set to "0100" (UE policies for direct C2 communication over PC5)

	

	Length of Length of A2XP info contents (octets k+1 to k+2) indicates the length of A2XP info contents.

	

	Served by NG-RAN (octet k+3 to o1)
The served by NR field is coded according to figure 5.6.2.2 and table 5.6.2.2, and contains configuration parameters for direct C2 communication over PC5 when the UE is served by NG-RAN. (NOTE)

	

	Not served by NG-RAN (octet o1+1 to o2)
The not served by NR field is coded according to figure 5.6.2.6 and table 5.6.2.6, and contains configuration parameters for direct C2 communication over PC5 when the UE is not served by NG-RAN. (NOTE)

	

	NOTE:	In this release of specification, only NR-PC5 is supported for direct C2 communication.



	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of served by NG-RAN contents
	octet k+3

octet k+9

	
Authorized PLMN
	octet k+10

octet o1


Figure 5.6.2.2: Served by NG-RAN
Table 5.6.2.2: Served by NG-RAN
	Authorized PLMN (octet k+10 to o1):
The authorized PLMN field is coded according to figure 5.6.2.3 and table 5.6.2.3.

	

	If the length of served by NG-RAN contents field indicates a length bigger than indicated in figure 5.6.2.2, receiving entity shall ignore any superfluous octets located at the end of the served by NG-RAN contents.




	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of authorized PLMN contents
	octet k+10

octet k+11

	
PLMN ID 1
	octet (k+12)*

octet (k+14)*

	
PLMN ID 2
	octet (k+15)*

octet (k+17)*

	
...
	octet (k+18)*

octet (k+8+n*3)*

	
PLMN ID n
	octet (k+9+n*3)*

octet (k+11+n*3)* = octet o1*


Figure 5.6.2.3: Authorized PLMN
Table 5.6.2.3: Authorized PLMN
	PLMN ID:
The PLMN ID field is coded according to figure 5.6.2.4 and table 5.6.2.4.

	



	8
	7
	6
	5
	4
	3
	2
	1
	

	MCC digit 2
	MCC digit 1
	octet k+15

	MNC digit 3
	MCC digit 3
	octet k+16

	MNC digit 2
	MNC digit 1
	octet k+17


Figure 5.6.2.4: PLMN ID
Table 5.6.2.4: PLMN ID
	Mobile country code (MCC) (octet k+15, octet k+16 bit 1 to 4):
The MCC field is coded as in ITU-T Recommendation E.212 [5], annex A.


	Mobile network code (MNC) (octet k+16 bit 5 to 8, octet k+17):
The coding of MNC field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, MNC digit 3 shall be coded as "1111".




	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of not served by NG-RAN contents
	octet o1+1

octet o1+2

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	DC2NNI
	octet o1+3


Figure 5.6.2.5: Not served by NG-RAN

Table 5.6.2.5: Not served by NG-RAN
	Direct C2 communication when not served by NG-RAN indicator (DC2NNI) (octet o1+3 bit 1):
The DC2NNI bit indicates whether the UE is authorized to use direct C2 communication when not served by NG-RAN.
Bit
1
0	Not authorized
1	Authorized

	

	If the length of not served by NG-RAN contents field is bigger than indicated in figure 5.6.2.5, receiving entity shall ignore any superfluous octets located at the end of the not served by NG-RAN contents.
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