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[bookmark: foreword]
Foreword
[bookmark: spectype3]This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc97300745]
1	Scope
[bookmark: references]The present document specifies the protocol aspects of the SEAL service for the network slice capability enablement to support re-mapping of a vertical application to different slices over the 3GPP system. The protocol aspects specify the User Equipment (UE) supporting the client functionality of this SEAL service and the network supporting the server functionality of this SEAL service, where the client functionality and server functionality are specified in 3GPP TS 23.434 [2].
The present document is also applicable to the application server supporting the Vertical Application Layer server (VAL server) functionality for a specific Vertical Application Layer service (VAL service). The specification for the VAL server for a specific VAL service is out of scope of the present document.
[bookmark: _Toc97300746]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows;".
[3]	3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[4]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification;".
[5]	OMA OMA-TS-XDM_Group-V1_1_1-20170124-A: "Group XDM Specification".
[6]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[7]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[8]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
[9]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]	3GPP TS 23.502: "Procedures for the 5G System (5GS); Stage 2".
[bookmark: _Toc97300747]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc97300748]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
[bookmark: _Toc89100299]SEAL network slice capability enablement client: An entity that provides the client side functionalities corresponding to the SEAL network slice capability enablement service.
SEAL network slice capability enablement server: An entity that provides the server side functionalities corresponding to the SEAL network slice capability enablement service.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.434 [2] apply:
SEAL client
SEAL server
SEAL service
VAL server 
VAL service
VAL user
Vertical
Vertical application
[bookmark: _Toc97300749]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GCN	5G Core Network
AF	Application Function
DNN	Data Network Name
HTTP	Hypertext Transfer Protocol
PCF	Policy Control Function
SEAL	Service Enabler Architecture Layer
SNSCE-C	SEAL Network Slice Capability Enablement Client
SNSCE-S	SEAL Network Slice Capability EnablementServer
S-NSSAI	Single Network Slice Selection Assistance Information
UE	User Equipment
URSP	UE Route Selection Policy
VAL	Vertical Application Layer
XCAP	XML Configuration Access Protocol
XDMC	XML Document Management Client
XDMC	XML Document Management Server
[bookmark: clause4]XML	Extensible Markup Language
[bookmark: _Toc97300750]4	General description
[bookmark: _Toc25305665][bookmark: _Toc26190241][bookmark: _Toc26190834][bookmark: _Toc34062138][bookmark: _Toc34394579][bookmark: _Toc45274383][bookmark: _Toc51932922][bookmark: _Toc58513649][bookmark: _Toc59205301]The present document enables a SEAL Network Slice Capability Enablement Client (SNSCE-C) and a Vertical Application Layer server (VAL server) that communicate with a SEAL Network Slice Capability Enablement Server (SNSCE-S). The network slice capability enablement is a SEAL service that provides the network slice capability enablement related capabilities to one or more vertical applications.
In a trusted network, the network slice capability enablement can be used to re-map a vertical application to different slices based on the configuration of the SNSCE-S for updating the application traffic. Therefore, the SNSCE-S acts as an Application Function (AF) and influences the UE's URSP rules for the application traffic by providing guidance on the route selection descriptors S-NSSAI and DNN.
NOTE:	In this release, S-NSSAI and DNN are only used as the route selection descriptor.
[bookmark: _Toc97300751]5	Functional entities
[bookmark: _Toc97300752]5.1	SEAL network slice capability enablement client (SNSCE-C)
The SNSCE-C functional entity acts as the application client for managing network slice capabilities. To be compliant with the procedures in the present document the SNSCE-C:
a)	shall support the role of XCAP client as specified in IETF RFC 4825 [6];
b)	shall support the role of XDMC as specified in OMA OMA-TS-XDM_Group-V1_1_1-20170124-A [5]; and
c)	shall support S-NSSAI and DNN adaptation due to new requirements or change of requirements for one or more application.
[bookmark: _Toc97300753]5.2	SEAL network slice capability enablement server (SNSCE-S)
The SNSCE-S is a functional entity which provides slice capability enablement to administer the network slice for  one or more vertical applications. To be compliant with the procedures in the present document the SNSCE-S shall:
a)	shall support the role of XCAP server as specified in IETF RFC 4825 [6];
b)	shall support the role of XDMS as specified in OMA OMA-TS-XDM_Group-V1_1_1-20170124-A [5]; and
c)	shall provide the 5GC network a guidance for route selection descriptors to assign new S-NSSAI and DNN.
[bookmark: _Toc97300754][bookmark: _Toc25306442][bookmark: _Toc26192765][bookmark: _Toc34137024][bookmark: _Toc34137338][bookmark: _Toc34138486][bookmark: _Toc34138729][bookmark: _Toc34395066][bookmark: _Toc45264296][bookmark: _Toc51933185]6	Network slice capability enablement procedures
[bookmark: _Toc97300755]6.1	General
[bookmark: _Toc25306443][bookmark: _Toc26192766][bookmark: _Toc34137025][bookmark: _Toc34137339][bookmark: _Toc34138487][bookmark: _Toc34138730][bookmark: _Toc34395067][bookmark: _Toc45264297][bookmark: _Toc51933186]The network slice capability enablement procedures is a SEAL service providing capabilities for network slice re-mapping from one VAL application to one or more other VAL applications, 3GPP TS 23.434 [2]. The network server entity, providing the functionality for the network slice re-mapping, acts as an AF communicating with 5GCN to provide guidance to update and modify the S-NSSAIs and the DNNs of the route selection descriptors of the URSP rules, 3GPP TS 24.526 [3], for one or more application traffics per UE.
NOTE:	In this release, S-NSSAI and DNN are only used as the route selection descriptor.
[bookmark: _Toc97300756]6.2	On-network procedures
[bookmark: _Toc22042891][bookmark: _Toc34303565][bookmark: _Toc34403847][bookmark: _Toc45281869][bookmark: _Toc51933097][bookmark: _Toc68195152][bookmark: _Toc97300757][bookmark: _Toc25306456][bookmark: _Toc26192779][bookmark: _Toc34137057][bookmark: _Toc34137371][bookmark: _Toc34138519][bookmark: _Toc34138762][bookmark: _Toc34395099][bookmark: _Toc45264316][bookmark: _Toc51933205]6.2.1	General
[bookmark: _Toc34303566][bookmark: _Toc34403848][bookmark: _Toc45281870][bookmark: _Toc51933098][bookmark: _Toc68195153][bookmark: _Toc97300758]6.2.1.1	Authenticated identity in HTTP request
Upon receiving an HTTP POST request from SNSCE-C, the SNSCE-S shall authenticate the identity of the sender of the HTTP POST request is authorized as specified in 3GPP TS 24.547 [4], and if authentication is successful, the SNSCE-S shall use the identity of one or more VAL UEs of the HTTP POST request as authenticated identities.
[bookmark: _Toc97300759]6.2.2	Event triggered network slice adaptation
[bookmark: _Toc34303572][bookmark: _Toc34403854][bookmark: _Toc45281876][bookmark: _Toc51933104][bookmark: _Toc68195159][bookmark: _Toc97300760]6.2.2.1	General
These clauses describes the procedures on the client and server side when a request for network slice adaptation is sent by the client to the server. The network slice adaptation request may be sent by a VAL server for the adaptation of the network slice to the VAL application. The network slice adaptation request may be sent by the SNSCE-C acting as application client requesting for a new slice enablement.
NOTE:	The interaction between VAL server and SNSCE-S is out of scope of this specification.
[bookmark: _Toc97300761]6.2.2.2	Client procedure
In order to request for network slice adaptation, the SNSCE-C shall send an HTTP POST request message according to procedures specified in IETF RFC 7231 [7]. In the HTTP POST request message, the SNSCE-C:
NOTE:	How the requested network slice is known by the SNSCE-C is out of scope of this release.
a)	shall set the Request-URI to the URI identifying the SNSCE-C appended with VAL service identity and the value "/UE-triggered-slice-adaptation";
b)	shall set the "Host" header field to the URI identifying of SNSCE-S and the port information;
c)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [8];
d)	shall include the parameters for VAL UE list and requested S-NSSAI as specified in table A.1.2-1 of annex A serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8259 [9]; and
e)	may include the parameters for requested DNN and slice adaptation cause as specified in table A.1.2-1 of annex A serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8259 [9].
[bookmark: _Toc97300762]6.2.2.3	Server procedure
Upon receipt an HTTP POST request from the SNSCE-C for network slice adaptation, the SNSCE-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNSCE-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNSCE-S:
1)	shall attempt to update the network slice for one or more VAL UEs with the identities listed in the VAL UE list for the VAL service, identified by VAL service ID by using the parameters for requested S-NSSAI, requested DNN and slice adaptation cause from the HTTP POST request message;
NOTE 1:	To update the application traffic, the SNSCE-S can act as an AF and use the reference point N33 as shown in 3GPP TS 23.434 [2] to influence a VAL UE's URSP rules for the application traffic by providing a guidance on the route selection descriptors S-NSSAI and DNN as described in clause 4.15.6.10 of 3GPP TS 23.502 [10].
NOTE 2:	Whether and how the SNSCE-S can update the network slice for all VAL UEs for the VAL service, is out of the scope of this release.
2)	shall send the updated network slice and any new DNN to the PCF, if the update is successful, 3GPP TS 23.434 [2]; and
3)	shall send an HTTP 200 response message containing the successful or failure status of the requested network slice adaptation to the SNSCE-C.
[bookmark: _Toc97300763]6.3	Off-network procedures
The off-network procedures are out of scope of the present document in this release of the specification.
[bookmark: _Toc97300764]Annex <A> (normative):
Parameters for different operations
[bookmark: _Toc34062208][bookmark: _Toc34394649][bookmark: _Toc45274442][bookmark: _Toc51932981][bookmark: _Toc58513711][bookmark: _Toc59205363][bookmark: _Toc97300765]A.1	Event triggered network slice adaptation
[bookmark: _Toc34062209][bookmark: _Toc34394650][bookmark: _Toc45274443][bookmark: _Toc51932982][bookmark: _Toc58513712][bookmark: _Toc59205364][bookmark: _Toc97300766]A.1.1	General
The information in this annex provides a normative description for the parameters which are used by the SNSCE-C to trigger a network slice adaptation for a VAL application by sending to the SNSCE-S.
[bookmark: _Toc34062210][bookmark: _Toc34394651][bookmark: _Toc45274444][bookmark: _Toc51932983][bookmark: _Toc58513713][bookmark: _Toc59205365][bookmark: _Toc97300767]A.1.2	Client side parameters
The SNSCE-C uses the parameters shown in table A.1.2-1 to trigger network slice adaptation for a VAL application.
Table A.1.2-1: Client side parameters for network slice adaptation trigger
	Parameter
	Description

	VAL UE List
	REQUIRED. Represents a space-separated list of VAL UE Ids within the VAL service, for which the network slice adaptation trigger applies.

	VAL service ID
	REQUIRED. The VAL service ID of the VAL application

	Requested S-NSSAI
	REQUIRED. The new S-NSSAI which is requested

	Requested DNN 
	OPTIONAL. The new DNN which is requested

	Slice adaptation cause
	OPTIONAL. Indicates the cause for the slice adaptation.



[bookmark: _Toc97300768]
Annex <B> (informative):
<Informative annex for a Technical Specification>
[bookmark: _Toc97300769]B.1	Heading levels in an annex
Heading levels within an annex are used as in the main document, but for Heading level selection, the "A.", "B.", etc. are ignored. e.g. B.1.2 is formatted using Heading 2 style.
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