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Foreword

This Technical Specification has been produced by the 3GPP.

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of this TS, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
Indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the specification;

1
Scope

This specification serves as a vessel to manage the process of adding new datatypes, Generic User Profile fragments, and other constructs for use in 3GPP applications within various specifications.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.


References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.


For a specific reference, subsequent revisions do not apply.


For a non-specific reference, the latest version applies.


A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same number.

[1]
3GPP TS 27.103 V4.1.0 (2001-04), 3rd Generation Partnership Project; Technical Specification Group Terminals; Wide Area Network Synchronisation Standard (Release 4)

[2]
3GPP 22.240

[3]
3GPP 23.240

[4]
3GPP 23.241

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

vObject: ….

data store ..

Datatype

GUP fragment

…

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

[tbd]
4
Background

[Editor’s note:  to be redrafted]

The request for data synchronisation support for the VHE MExE User Profile extensions brought up the long term need to define standards for and manage the process of adding new vObjects and other constructs as data store types for use in data synchronisation activities.  Managing this process targets the following areas:

· Definition of new vObject and Other Constructs standardised formats for use in data synchronisation as required by other groups within 3GPP.

· Management of the process of publishing these new standardised formats for use within and external to 3GPP.

· Support of terminal and network interoperability through the use of a standardised approach to the definition of these new formats.

· Extension of the usefulness of the TSG-T2-defined data synchronisation architecture and mechanisms to new data store semantic content.

· Identification of required protocols and development, if needed

The vObjects and other constructs listed in Section 6 should enhance interoperability and be implemented in a way that ensures backwards compatibility, where possible.

Standardised vObject and Other Construct formats must allow users and operators to keep local copies up to date with remotely stored copies of the user’s and the operator’s mission-critical data stores in a manner that will allow data synchronisation to a wide variety of potentially disparate data stores.  These standardised formats must allow rapid expansion of the nature and type of future data store enhancements.

Data synchronisation of vObjects and Other Constructs should standardise charging mechanisms, especially in roaming situations and between different operators. Other charging mechanisms (e.g. air time) may be needed when data synchronization of vObjects and Other Constructs is attempted outside of the operator's domain. 

5
Process for Addition of New Datatypes

 [tbd]

The appended presentation is a first try to describe the work process to be used when defining new datatypes. When this and the following two chapters are developed, ideas can be fetched from this presentation.
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6 Process for Addition of New Fragments

[tbd]

7 Process for Addition of New Common Objects

[tbd]

8 Process for Addition of New vObjects or Other Constructs

[Editor’s Note:  to be redrafted]

8.1
New vObjects or Other Constructs

New vObjects or other constructs shall be defined in a stand-alone 3GPP specification.  This specification may be a wholly self-contained definition or it may simply be a reference to an independent SDO’s specification, where such exists.

8.2
Formal Recognition

Formal recognition of the new vObject or other construct shall be through the use of a CR to this specification requesting the addition to Section 6 of the specification of the vObject or other construct to be recognized.

8.3
Approval Process

[tbd]

Annex A (Normative)

Generic User Profile Components

Annex A1
Datatypes

Annex A2
GUP Fragments

Annex A3
Other Constructs

Annex B (Informative)

Parameters for Component Construction

Annex B1
GPRS Parameters


Parameter
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Requirements
Description
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XML Schema
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[Please note that these files are included here for information only.  The final structure (i.e., to include the object files within this specification or to reference them as external specifications) has not been decided.

Please note, also, that these are very early, representative drafts. More work must be done by experts on GPRS prior to these being used by developers.]

Annex B2
Subscription Management

[tbd]

Annex B3
MMS Parameters


Parameter
Data
Generated
Generated 


Requirements
Description
Documentation
XML Schema
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Please note that this file is included here for information only.

Please also note that this is a very early draft and more work must be done by experts on MMS.

Annex C
(Normative)

Recognised vObjects and Other Constructs
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			 PDP context parameters
			 PDP context parameters
		

		 
			 
 
				 PDP protocol type
				 
The type of packet data protocol:
IP		Internet Protocol (IETF STD 5)
					IPV6	Internet Protocol, version 6 (IETF RFC 2460)
					PPP		Point to Point Protocol (IETF STD 51)
				
			

		
		 
			 
 
				 Access point name
				 
Logical name that is used to select the GGSN or the external packet data network
			
			

		
		 
			 
 
				  The address of the phone
				 
identifies the MT in the address space applicable to the PDP
			
			

		
		 
			 
 
				 TFT packet filter list
				 
A Trafic Flow Template consists of from one and up to eight Packet Filters
			
			

		 
 
 
 




		 
			 
 
				 2G Quality of Service Profile
				 
Quality of Service Profile that is used to control the packet data transport
			
			

		
		 
			 
 
				 3G Quality of Service Profile
				 
Quality of Service Profile that is used to control the packet data transport
			
			

		
	

	
	 
 
		 
			 
 
				 Delay class
			

		
		 
			 
 
				 Reliability class
			

		
		 
			 
 
				 Peak throughput
			

		
		 
			 
 
				 Precedence class
			

		
		 
			 
 
				 Mean throughput
			

		
	

	 
 
		 
			 
 
				 Traffic Class
			

		
		 
			 
 
				 Delivery order
			

		
		 
			 
 
				 Erroneous SDU delivery
			

		
		 
			 
 
				 SDU maximum size
			

		
		 
			 
 
				 Uplink maximum bit rate
			

		
		 
			 
 
				 Downlink maximum bit rate
			

		
		 
			 
 
				 Residual bit error ratio
			

		
		 
			 
 
				 SDU error ratio
			

		
		 
			 
 
				 Transfer delay
			

		
		 
			 
 
				 Traffic handling priority
			

		
		 
			 
 
				 Uplink guaranteed bit rate
			

		
		 
			 
 
				 Downlink guaranteed bit rate
			

		
	

	 
		 
 
			 Evaluation precedence
			 
This evaluation precedence index is in the range of 255 (lowest evaluation precedence) down to 0 (highest evaluation precedence).

		

		 
			 
		
	
	 
		 
 
			 precedence class
			 
From 24.008 v 4.4.0
0 0 0	Subscribed precedence 
0 0 1	High priority 
0 1 0	Normal priority 
0 1 1	Low priority 
1 1 1	Reserved
All other values are interpreted as Normal priority in this version of the protocol.

		

		 
			 
			 
				 
 
					 Subscribed precedence
				

			
			 
				 
 
					 High priority 
				

			
			 
				 
 
					 Normal priority
				

			
			 
				 
 
					 Low priority 
				

			
		
	
	 
		 
 
			 specifies delay class
			 
From 24.008 v 4.4.0
0 0 0	Subscribed delay class  
0 0 1	Delay class 1 
0 1 0	Delay class 2 
0 1 1	Delay class 3 
1 0 0	Delay class 4 (best effort) 
1 1 1	Reserved
All other values are interpreted as Delay class 4 (best effort) in this version of the protocol

		

		 
			 
			 
				 
 
					 Subscribed delay class
				

			
			 
				 
 
					 Delay class 1
				

			
			 
				 
 
					 Delay class 2
				

			
			 
				 
 
					 Delay class 3
				

			
			 
				 
 
					 Delay class 4
				

			
		
	
	 
		 
 
			 specifies reliability class
			 
(From 24.008 v 4.4.0)
0 0 0	Subscribed reliability class 
0 0 1	Acknowledged GTP, LLC, and RLC; Protected data 
0 1 0	Unacknowledged GTP; Acknowledged LLC and RLC, Protected data 
0 1 1	Unacknowledged GTP and LLC; Acknowledged RLC, Protected data 
1 0 0	Unacknowledged GTP, LLC, and RLC, Protected data 
1 0 1	Unacknowledged GTP, LLC, and RLC, Unprotected data 
1 1 1	Reserved 
All other values are interpreted as Unacknowledged GTP and LLC; Acknowledged RLC, 
Protected data  in this version of the protocol.

		

		 
			 
			 
				 
 
					 Subscribed reliability class
				

			
			 
				 
 
					 Ack. GTP, LLC,  RLC; Prot data
				

			
			 
				 
 
					 Ack. LLC,  RLC; Prot data
				

			
			 
				 
 
					 Ack. RLC; Prot data
				

			
			 
				 
 
					 Prot data
				

			
			 
				 
 
					 Unprot data
				

			
		
	
	 
		 
 
			 peak throughput class
			 
From 24.008 v 4.4.0
0 0 0 0		Subscribed peak throughput 
0 0 0 1		Up to 1 000 octet/s 
0 0 1 0		Up to 2 000 octet/s 
0 0 1 1		Up to 4 000 octet/s 
0 1 0 0		Up to 8 000 octet/s 
0 1 0 1		Up to 16 000 octet/s 
0 1 1 0		Up to 32 000 octet/s 
0 1 1 1		Up to 64 000 octet/s 
1 0 0 0		Up to 128 000 octet/s 
1 0 0 1		Up to 256 000 octet/s 
1 1 1 1		Reserved 
All other values are interpreted as Up to 1 000 octet/s in this  
version of the protocol.

		

		 
			 
			 
				 
 
					 Subscribed peak throughput 
				

			
			 
				 
 
					 Up to 1 000 octet/s
				

			
			 
				 
 
					 Up to 2 000 octet/s
				

			
			 
				 
 
					 Up to 4 000 octet/s
				

			
			 
				 
 
					 Up to 8 000 octet/s
				

			
			 
				 
 
					 Up to 16 000 octet/s
				

			
			 
				 
 
					 Up to 32 000 octet/s
				

			
			 
				 
 
					 Up to 64 000 octet/s
				

			
		
	
	 
		 
 
			 mean throughput class
			 
From 24.008 v 4.4.0

0 0 0 0 0		Subscribed mean throughput 
0 0 0 0 1		100 octet/h 
0 0 0 1 0		200 octet/h 
0 0 0 1 1		500 octet/h 
0 0 1 0 0		1 000 octet/h 
0 0 1 0 1		2 000 octet/h 
0 0 1 1 0		5 000 octet/h 
0 0 1 1 1		10 000 octet/h 
0 1 0 0 0		20 000 octet/h 
0 1 0 0 1		50 000 octet/h 
0 1 0 1 0		100 000 octet/h 
0 1 0 1 1		200 000 octet/h 
0 1 1 0 0		500 000 octet/h 
0 1 1 0 1		1 000 000 octet/h 
0 1 1 1 0		2 000 000 octet/h 
0 1 1 1 1		5 000 000 octet/h 
1 0 0 0 0		10 000 000 octet/h 
1 0 0 0 1		20 000 000 octet/h 
1 0 0 1 0		50 000 000 octet/h 
1 1 1 1 0		Reserved 
1 1 1 1 1		Best effort

				The value Best effort indicates that throughput shall be made available to the MS on a per 
need and availability basis.
				All other values are interpreted as Best effort in this version of the protocol
			
		

		 
			 
			 
				 
 
					 Subscribed mean throughput 
				

			
			 
				 
 
					 100 octet/h
				

			
			 
				 
 
					 200 octet/h
				

			
			 
				 
 
					 500 octet/h
				

			
			 
				 
 
					 1 000 octet/h
				

			
			 
				 
 
					 2 000 octet/h
				

			
			 
				 
 
					 5 000 octet/h
				

			
			 
				 
 
					 10 000 octet/h
				

			
			 
				 
 
					 20 000 octet/h
				

			
			 
				 
 
					 50 000 octet/h
				

			
			 
				 
 
					 100 000 octet/h
				

			
			 
				 
 
					 200 000 octet/h
				

			
			 
				 
 
					 500 000 octet/h
				

			
			 
				 
 
					 1 000 000 octet/h
				

			
			 
				 
 
					 2 000 000 octet/h
				

			
			 
				 
 
					 5 000 000 octet/h
				

			
			 
				 
 
					 10 000 000 octet/h
				

			
			 
				 
 
					 20 000 000 octet/h
				

			
			 
				 
 
					 50 000 000 octet/h
				

			
			 
				 
 
					 Best effort
				

			
		
	
	 
		 
 
			 x
			 
indicates the type of application for which the UMTS 
bearer service is optimised.

From 24.008 v 4.4.0
Traffic class, octet 6 (see 3GPP TS 23.107) 
0 0 0		Subscribed traffic class 
0 0 1		Conversational class 
0 1 0		Streaming class 
0 1 1		Interactive class 
1 0 0		Background class 
1 1 1		Reserved

Other values are reserved.

		

		 
			 
			 
				 
 
					 Subscribed mean throughput 
				

			
			 
				 
 
					 100 octet/h
				

			
			 
				 
 
					 200 octet/h
				

			
			 
				 
 
					 500 octet/h
				

			
			 
				 
 
					 1 000 octet/h
				

			
			 
				 
 
					 2 000 octet/h
				

			
		
	
	 
		 
 
			 Bit rate kbps
			 
a numeric parameter that indicates the maximum number 
of kbits/s delivered to UMTS (up-link traffic) at a SAP.

From 24.008 v 4.4.0
Maximum bit rate for uplink, octet 8 
0 0 0 0 0 0 0 0	Subscribed maximum bit rate for uplink
0 0 0 0 0 0 0 1	The maximum bit rate is binary coded in 8 bits, using a granularity of 1 kbps 
0 0 1 1 1 1 1 1	giving a range of values from 1 kbps to 63 kbps in 1 kbps increments.
0 1 0 0 0 0 0 0 The maximum bit rate is 64 kbps +  ((the binary coded value in 8 bits _01000000) * 8 kbps)
0 1 1 1 1 1 1 1	giving a range of values from 64 kbps to 568 kbps in 8 kbps increments.
1 0 0 0 0 0 0 0 The maximum bit rate is 576 kbps + ((the binary coded value in 8 bits _10000000) * 64 kbps)
1 1 1 1 1 1 1 0	giving a range of values from 576 kbps to 8640 kbps in 64 kbps increments.
1 1 1 1 1 1 1 1	0kbps

			
		

		 
			 
		
	
	 
		 
 
			 SDU delivery order
			 
indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not.

From 24.008 v 4.4.0
0 0		Subscribed delivery order
0 1		With delivery order ('yes') 
1 0		Without delivery order ('no') 
1 1		Reserved

			
		

		 
			 
			 
				 
 
					 Subscribed delivery order
				

			
			 
				 
 
					 In order
				

			
			 
				 
 
					 Without order
				

			
		
	
	 
		 
 
			 SDU size
			 
indicates the maximum allowed SDU size in octets. 

From 24.008 v 4.4.0
In MS to network direction: 
0 0 0 0 0 0 0 0		Subscribed maximum SDU size 
1 1 1 1 1 1 1 1		Reserved

For values in the range 00000001 to 10010110 the Maximum SDU size value is binary coded in 8 bits, using a granularity of 10 octets, giving a range of values from 10 octets to 1500 octets. 

Values above 10010110 are as below:
1 0 0 1 0 1 1 1		1502 octets
1 0 0 1 1 0 0 0		1510 octets
1 0 0 1 1 0 0 1		1520 octets

The network shall map all other values not explicitly defined onto one of the values defined 
in this version of the protocol.  The network shall return a negotiated value which is 
explicitly defined in this version of this protocol.
The MS shall consider all other values as reserved

		

		 
			 
		
	
	 
		 
 
			 SDU error rate
		

		 
			 
		
	
	 
		 
 
			 SDU error ratio
			 
Indicates the target value for the fraction of SDUs lost or detected as erroneous. SDU error ratio is defined only for conforming traffic. 
From 24.008 v 4.4.0 
In MS to network direction

0 0 0 0		Subscribed SDU error ratio 
0 0 0 1		1*10-2
0 0 1 0		7*10-3 
0 0 1 1		1*10-3
0 1 0 0		1*10-4
0 1 0 1		1*10-5
0 1 1 0		1*10-6
0 1 1 1		1*10-1 
1 1 1 1		Reserved

The network shall map all other values not explicitly defined onto one of the values defined 
in this version of the protocol. The network shall return a negotiated value which is 
explicitly defined in this version of the protocol.
The MS shall consider all other values as reserved

		

		 
			 
			 
				 
 
					 Subscribed error ratio
				

			
			 
				 
 
					 1*10-2
				

			
			 
				 
 
					 7*10-3
				

			
			 
				 
 
					 1*10-3
				

			
			 
				 
 
					 1*10-4
				

			
			 
				 
 
					 1*10-5
				

			
			 
				 
 
					 1*10-6
				

			
			 
				 
 
					 1*10-1?
				

			
		
	
	 
		 
 
			 Delivery of erroneus SDU
			 
 indicates whether SDUs detected as erroneous shall be 
delivered or not.

From 24.008 v 4.4.0 
0 0 0		Subscribed delivery of erroneous SDUs 
0 0 1		No detect ('-') 
0 1 0		Erroneous SDUs are delivered ('yes') 
0 1 1		Erroneous SDUs are not delivered ('no') 
1 1 1		Reserved

The network shall map all other values not explicitly defined onto one of the values defined 
in this version of the protocol.  The network shall return a negotiated value which is 
explicitly defined in this version of this protocol.
The MS shall consider all other values as reserved.

		

		 
			 
			 
				 
 
					 Subscribed delivery
				

			
			 
				 
 
					 No detection
				

			
			 
				 
 
					 Erroneous SDUs delivered
				

			
			 
				 
 
					 Erroneous SDUs NOT delivered 
				

			
		
	
	 
		 
 
			 Handling priority
			 
Specifies the relative importance for handling of all SDUs belonging to the UMTS bearer compared to the SDUs of other bearers

From 24.008 v 4.4.0
0 0		Subscribed traffic handling priority
0 1		Priority level 1 
1 0		Priority level 2 
1 1		Priority level 3

The Traffic handling priority value is ignored if the Traffic Class is Conversation class, Streaming class or Background class

		

		 
			 
			 
				 
 
					 Subscribed prioritylevel
				

			
			 
				 
 
					 Priority level 1
				

			
			 
				 
 
					 Priority level 2
				

			
			 
				 
 
					 Priority level 3
				

			
		
	
	
	 
 
		 
 
			 TFT Packet Filter
			 
Specify the TFT parameters and operations for a PDP context
			
		

		 
			 
 
				 Evaluation precedence
			

		
		 
			 
 
				 IP Version 4 Address
			

		
		 
			 
 
				 IP Version 4 Protocol number 
			

		
		 
			 
 
				 IP Version 6 Address
			

		
		 
			 
 
				 IP Version 6 Next header
			

		
		 
			 
 
				 Port range
			

		
		 
			 
 
				 Port range
			

		
		 
			 
 
				 Security Index
			

		
		 
			 
 
				 Service
			

		
		 
			 
 
				 Flow lable
			

		
	

	 
 
		 
 
			 IPv4 address
			 
For "IPv4 source address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

		

		 
			 
 
				 IPv4 address
			

		
		 
			 
 
				 IPv4 address mask
			

		
	

	 
 
		 
 
			 IPv6 address
			 
For "IPv6 source address type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and a sixteen octet IPv6 address mask field. The IPv6 address field shall be transmitted first.For "Protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.

		

		 
			 
 
				 IPv6 address
			

		
		 
			 
 
				 IPv6 address mask
			

		
	

	 
 
		 
 
			 Port range
			 
For "Single destination port type" and "Single source port type", the packet filter component value field shall be encoded as two octet which specifies a port number.

0 1 0 0 0 0 0 0	Single destination port type
0 1 0 1 0 0 0 0	Single source port type
0 1 0 1 0 0 0 1	Source port range type
0 1 0 0 0 0 0 1	Destination port range type

For "Destination port range type" and "Source port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

		

		 
			 
 
				 Low port number
			

		
		 
			 
 
				 High port number
			

		
	

	 
 
		 
 
			 Security parameter index
			 
For "Security parameter index", the packet filter component value field shall be encoded as four octet which specifies the IPSec security parameter index.

		

		 
			 
 
				 Security parameter index
			

		
	

	 
 
		 
 
			 Type of service
			 
For "Type of service/Traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet Type-of-Service/Traffic Class field and a one octet Type-of-Service/Traffic Class mask field. The Type-of-Service/Traffic Class field shall be transmitted first.

		

		 
			 
 
				 Type of service
			

		
		 
			 
 
				 Type of service mask
			

		
	

	 
 
		 
 
			 IPv6 flow label
			 
For "Flow label type", the packet filter component value field shall be encoded as three octet which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.

		

		 
			 
 
				 IPv6 flow label
			

		
	

	 
		 
 
			 IPv4 address
			 
See http://www.ietf.org/rfc/rfc791.txt
            
		

		 
			 
		
	
	 
		 
			 
		
	
	 
		 
 
			 IPv6 address
			 
See http://www.ietf.org/rfc/rfc2373.txt
      
		

		 
			 
		
	
	 
		 
			 
		
	
	 
		 
			 
		
	
	 
		 
			 
			 
				 
 
					 IPv4
					 IP Internet Protocol (IETF STD 5)l
				

			
			 
				 
 
					 IPv6
					 IPv6 Internet Protocol, version 6 (IETF RFC 2460)
				

			
			 
				 
 
					 PPP
					 PPP Point to Point Protocol (IETF STD 51)
				

			
		
	
	 
		 
 
			 Compression algorithm
		

		 
			 
			 
				 
 
					 Nonel
				

			
			 
				 
 
					 V.42bis
				

			
		
	
	 
		 
 
			 PDP Access name point
			 The purpose of the access point name information element is to identify the packet data network to which the GPRS user wishes to connect and to notify the access point of the packet data network that wishes to connect to the MS.
The Access Point Name is a label or a full qualified domain name according to DNS naming conventions (see 3GPP TS 23.003 [10]).

		

		 
			 
		
	
	 
		 
			 
		
	
	 
		 
 
			 IPv6 traffic class
			 
Not used!? 
A numeric parameter that indicates the type of application for which the UMTS bearer service is optimised.
0 - conversational
1 - streaming
2 - interactive
3 - background
4 - subscribed value

		

		 
			 
			 
				 
 
					 Conversational
				

			
			 
				 
 
					 Streaming
				

			
			 
				 
 
					 Interactive
				

			
			 
				 
 
					 Background
				

			
			 
				 
 
					 Subscribed value
				

			
		
	
	 
		 
 
			 SDU transfer delay in ms
			 
NOT used!
indicates the targeted time between request to transfer an SDU at one SAP to its delivery at the other SAP, in milliseconds.
From 24.008 v 4.4.0
0 0 0 0 0 0	Subscribed transfer delay
0 0 0 0 0 1 	The Transfer delay is binary coded in 6 bits, using a granularity of 10 ms
0 0 1 1 1 1	giving a range of values from 10 ms to 150 ms in 10 ms increments
0 1 0 0 0 0 	The transfer delay is 200 ms + ((the binary coded value in 6 bits _010000)* 50 ms)
0 1 1 1 1 1	giving a range of values from 200 ms to 950 ms in 50ms increments
1 0 0 0 0 0 	The transfer delay is 1000 ms + ((the binary coded value in 6 bits _100000) * 100 ms)
1 1 1 1 1 0	giving a range of values from 1000 ms to 4100 ms in 100ms increments
1 1 1 1 1 1	Reserved
The Transfer delay value is ignored if the Traffic Class is Interactive class or Background 
class.
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1. Introduction


An use case for the Generic User Profile is the support of the user to correctly set up MMS configuration parameters. 


Depending on the bearer used for MMS (CSD, GPRS..) different configuration parameters will be needed, and on top of that, pure MMS parameters are also required. 


The present contribution has extracted the possible MMS configuration parameters for the UE. These parameters should be part of the GUP and could make up or be part of a GUP Component. This means that we should study the modeling of this group of parameters according to the Data Description Framework principles as outlined in the draft 3GPP 23.241 Generic User Profile-DDF stage2 specification.


With this contribution Ericsson forwards their result for further treatment in the joint ad-hoc.


Chapter 2 contains the considered MMS parameters to be part of the GUP, indicating a relation with the already defined GPRS parameters (UP-0100091).


Chapter 3 contains all the referred documents used to identify the GUP MMS parameters.


2. MMS Configuration parameters in the UE


The following table contains the MMS parameters candidate to be part of the GUP data. The parameters marked with blue, are already considered in the GPRS parameters.


		Parameter

		Description 



		Provisioning

		



		MMS Relay/Server address

		address of the associated MMS Relay/Server as defined in Ref[2]


Ref[2]


7.2.2
Address Formats on MM1


The MMS addressing model on MM1 contains three addresses: the address of the MMS Relay/Server, the address of the recipient and the address of the originator. The address of the MMS Relay/Server shall be the URI of the MMS Relay/Server given by the MMS service provider. Thus, the URI needs to be configurable in the MMS User Agent.



		MMS gateway/proxy

		WAP Gateway for WAP implementation of MMS (all information elements are as defined in [5])



		Address

		address of the associated WAP Gateway. The address can be of different types, as indicated by the "type of address" 



		type of address

		indicates the type (e.g. IPv4, IPv6) of the "address" of the WAP Gateway



		Port

		Indicates the port number specific to the address of the WAP Gateway



		service

		specifies available service, e.g. connection-less, secured



		authentication type

		indicates the authentication method used by the WAP Gateway



		authentication id

		indicates the authentication identifier used for authentication by the WAP Gateway



		authentication pw

		indicates the authentication secret used for authentication by the WAP Gateway



		Core Network Interface

		Interface to core network including access point for the core network (e.g. GGSN) and required bearer (all information elements are as defined in [5])



		Bearer

		indicates the type of network (e.g. CSD, GPRS) 



		Address

		the address of the associated access point. The address could be of different types depending on the bearer, as indicated by the "type of address"



		Type of address

		indicates the type (e.g. MSISDN for CSD, APN for GPRS) of the "address" of the access point 



		Speed

		indicates the speed of the connection for circuit switched bearers



		call type

		indicates type of call for specific bearer (e.g. analogue for CSD)



		authentication type

		indicates the authentication protocol used by the access point



		authentication id

		indicates the authentication id used for authentication by the access point



		authentication pw

		indicates the authentication secret used for authentication by the access point



		User Preferences

		User preferences consist of a set of information elements with user-defined values. The set is a subset of information elements required for composing an MM



		Delivery report

		Ref[2]


Request for delivery report


Ref[6]


Optional. Default determined when service is ordered.


Specifies whether the user wants a delivery report from each recipient. When Message-Class is Auto, the field SHALL always be present and the value SHALL be No.


Delivery-report-value = Yes | No



		Read reply

		Ref[2]


A request for read reply report


Ref[6]


Optional. Specifies whether the user wants a read report from each recipient as a new message. When Message-Class is


Auto, the field SHALL always be present and the value SHALL be No.


Read-reply-value = Yes | No



		Sender visibility

		Ref[2]


A request to show or hide the sender's identity when the message is delivered to the recipient


Ref[6]


Optional. Default: show address/phone number of the sender to the recipient unless the sender has a secret number/address.


Hide = don't show any address. Show = show even secret


address.


Sender-visibility-value = Hide | Show



		Priority

		Ref[2]


The priority (importance) of the message


Ref[6]


Optional. Default: Normal.


Priority of the message for the recip ient.


Priority-value = Low | Normal | High



		Time of expiry

		Ref[2]


The time of expiry for the MM


Ref[6]


Mandatory. Length of time the message will be available. The field has only one format, interval.


Expiry-value = Value-length (Absolute-token Date-value | Relative-token Delta-seconds-value)



		Earliest delivery time

		Ref[2]


The earliest desired time of delivery of the MM to the recipient.


Ref[6]


Optional: default: immediate. Time of desired delivery. Indicates the earliest possible


delivery of the message to the recipient. The field has two formats, either absolute or interval.


Delivery-time-value = Value-length (Absolute-token Date-value | Relative-token Delta-seconds-value)



		Notifications


Is this part of GUP? I don´t think so..but

		MMS relies on a Push then Pull mechanism to deliver messages. Part of this solution is a notification message sent to the User Agent to make the end user aware of a new message
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1. Introduction



An important use case for the Generic User Profile is the operator´s support of the user to correctly set up call parameters.



As an example we have studied GPRS settings. The present contribution has extracted the possible GPRS configuration parameters for the UE as identified by the AT commands. These parameters should be part of the GUP and could make up or be part of a GUP Component. This means that we should study the modeling of this group of parameters according to the Data Description Framework principles as outlined in the draft 3GPP Generic User Profile-DDF stage2 specification.



With this contribution Ericsson forwards their result for further treatment in the joint ad-hoc.



2. GPRS configuration parameters in the UE



In the table below, the AT commands used from the TE to configure, different aspects of the GPRS connection are listed. The configured data is stored in the MT and used when a GPRS connection is established. 



			AT command (27.007 v4.2.0)


			Description





			+CGDCONT


			Define PDP Context 





			+CGTFT


			Traffic Flow Template 





			+CGQREQ


			Quality of Service Profile (Requested) 





			+CGQMIN


			Quality of Service Profile (Minimum acceptable) 





			+CGEQREQ


			3G Quality of Service Profile (Requested) 





			+CGEQMIN


			3G Quality of Service Profile (Minimum acceptable) 








The intention is to study all the parameters that a GPRS account could have. The parameters summarized below have been extracted from the PDP context parameters that the listed AT commands can configure. 



Annex1 gives a more complete description of all the relevant GPRS parameters.



			Parameter


			Description 





			PDP context


			





			<PDP_type>: 


			(Packet Data Protocol type) specifies the type of packet data protocol





			<APN>: (Access Point Name).


			Is a logical name that is used to select the GGSN or the external packet data network If the value is null or omitted, then the subscription value will be requested.





			<PDP_address>: 


			identifies the MT in the address space applicable to the PDP.





			<d_comp>:


			controls PDP data compression





			<h_comp>


			controls PDP header compression





			<pd1>, … <pdN>: 


			zero to N string parameters whose meanings are specific to the <PDP_type>





			Traffic Flow Template


			One TFT per PDP context, up to 8 Packet Filter per TFT





			<packet filter identifier>


			A TFT consists of from one and up to eight packet filters, each identified by a unique packet filter identifier





			<source address and subnet mask>


			The Source Address and Subnet Mask attribute of a valid packet filter shall contain an Ipv4 or IPv6 address along with a subnet mask.





			<protocol number (ipv4) / next header (ipv6)>:


			The Protocol Number / Next Header attribute of a valid packet filter shall contain either an IPv4 Protocol Number or an IPv6 Next Header value





			<destination port range>:


			The Destination Port Range of a valid packet filter shall each contain one port number, or a range of port numbers. 





			<source port range>


			The Source Port Range attributes of a valid packet filter shall each contain one port number, or a range of port numbers.





			<ipsec security parameter index (spi)>


			The IPSec SPI attribute of a valid packet filter shall contain one SPI which is a 32‑bit field





			<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>


			The Type of Service / Traffic Class and Mask attribute of a valid packet filter shall contain either an IPv4 TOS octet or an IPv6 Traffic 





			<flow label (ipv6)>


			The Flow Label attribute of a valid packet filter shall contain an IPv6 flow label, which is a 20‑bit field





			<evaluation precedence index>


			A packet filter also has an evaluation precedence index that is unique within all TFTs associated with the PDP contexts that share the same PDP address. 





			QoS


			One per PDP context



Same structure for: requested, minimum and negotiated





			<precedence>


			specifies the precedence class





			<delay>


			specifies the delay class





			<reliability>


			specifies the reliability class





			<peak>


			specifies the peak throughput class





			<mean>


			specifies the mean throughput class





			3G QoS


			One per PDP context



Same structure for: requested, minimum and negotiated





			<Traffic class>


			indicates the type of application for which the UMTS bearer service is optimised.





			<Maximum bitrate UL>


			a numeric parameter that indicates the maximum number of kbits/s delivered to UMTS (up-link traffic) at a SAP. 





			<Maximum bitrate DL>


			indicates the maximum number of kbits/s delivered by UMTS (down-link traffic) at a SAP. 





			<Guaranteed bitrate UL>


			indicates the guaranteed number of kbits/s delivered to UMTS (up-link traffic) at a SAP (provided that there is data to deliver). 





			<Guaranteed bitrate DL>


			indicates the guaranteed number of kbits/s delivered by UMTS  (down-link traffic) at a SAP (provided that there is data to deliver). 





			<Delivery order>


			indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not.





			<Maximum SDU size>


			indicates the maximum allowed SDU size in octets. 





			<SDU error ratio>


			indicates the target value for the fraction of SDUs lost or detected as erroneous. SDU error ratio is defined only for conforming traffic. 





			<Residual bit error ratio>


			indicates the target value for the undetected bit error ratio in the delivered SDUs. If no error detection is requested, Residual bit error ratio indicates the bit error ratio in the delivered SDUs. 





			<Delivery of erroneous SDUs>


			 indicates whether SDUs detected as erroneous shall be delivered or not.





			<Transfer delay>


			indicates the targeted time between request to transfer an SDU at one SAP to its delivery at the other SAP, in milliseconds.





			<Traffic handling priority>


			specifies the relative importance for handling of all SDUs belonging to the UMTS bearer compared to the SDUs of other bearers








Annex 1. GPRS configuration parameters in the UE



The following table summarizes all the parameters, descriptions and values that a GPRS account could have. 



As a basis, the GPRS parameters specified in the Packet Domain AT commands, 27.007 specifications, have been used. Further information has been extracted, to give a better description of the parameters, from other specifications like 23.060 GPRS and 23.107 QoS. In order to be able to define a correct datatype for the different parameters some extra information has been included from the Information elements coding described in 24.008 v4.4.0.



			Parameter


			Description 


			Values/coding





			PDP context


			See 23.060 for more information


			





			<PDP_type>: 


			(Packet Data Protocol type) specifies the type of packet data protocol


			From 27.007 v4.2.0



IP

Internet Protocol (IETF STD 5)



IPV6

Internet Protocol, version 6 (IETF RFC 2460)



PPP

Point to Point Protocol (IETF STD 51)



From 24.008 v4.4.0



PDP type organisation (octet 3)
 0 0 0 0

ETSI allocated address 
0 0 0 1

IETF allocated address
1 1 1 1

Empty PDP type
All other values are reserved.



If bits 4,3,2,1 of octet 3 are coded 0 0 0 0



PDP type number value (octet 4)
 0 0 0 0 0 0 0 0 Reserved, used in earlier version of this protocol
0 0 0 0 0 0 0 1  PDP-type PPP
All other values are reserved 
in this version of the protocol.



If bits 4,3,2,1 of octet 3 are coded 0 0 0 1
PDP type number value (octet 4)
 0 0 1 0 0 0 0 1  IPv4 address
0 1 0 1 0 1 1 1  IPv6 address



All other values shall be interpreted as IPv4 address
in this version of the protocol.





			<APN>: (Access Point Name).


			is a logical name that is used to select the GGSN or the external packet data network If the value is null or omitted, then the subscription value will be requested.



From 24.008 v4.4.0



The purpose of the access point name information element is to identify the packet data network to which the GPRS user wishes to connect and to notify the access point of the packet data network that wishes to connect to the MS.



The Access Point Name is a label or a full qualified domain name according to DNS naming conventions (see 3GPP TS 23.003 [10]).


			a string parameter



From 24.008 v4.4.0



The access point name is a type 4 information element with a minimum length of 3 octets and a maximum length of 102 octets.









			<PDP_address>: 


			identifies the MT in the address space applicable to the PDP.



If the value is null or omitted, then a value may be provided by the TE during the PDP startup procedure or, failing that, a dynamic address will be requested.


			a string parameter



From 24.008 v4.4.0



Length of PDP address contents (octet 2)
If the value of octet 2 equals 0000 0010, then :



-No PDP address is included in this information element; and



-If the PDP type is IP, dynamic addressing is applicable.



NOTE : For PPP no address is required in this information element.



.…



If PDP type number indicates IPv4, the Address information in octet 5 to octet 8 contains the IPv4 address. Bit 8 of octet 5 represents the most significant bit of the IP address and bit 1 of octet 8 the least significant bit .



If PDP type number indicates IPv6, the Address information in octet 5 to octet 20 contains the IPv6 address. Bit 8 of octet 5 represents the most significant bit of the IP address and bit 1 of octet 20 the least significant bit.





			<d_comp>:


			controls PDP data compression


			From 27.007 v4.2.0



0 - off  (default if value is omitted)
1 - on
Other values are reserved.



From 24.008 v4.4.0



Compression (octet 4), MS to network direction:



0
data compression not allowed



1
data compression allowed





			<h_comp>


			controls PDP header compression


			0 - off (default if value is omitted)
1 - on
Other values are reserved





			<pd1>, … <pdN>: 


			zero to N string parameters whose meanings are specific to the <PDP_type>


			string parameters





			Traffic Flow Template


			One TFT per PDP context, up to 8 Packet Filter per TFT



From 23.060 V4.2.0


Each valid packet filter contains a unique identifier within a given TFT, an evaluation precedence index that is unique within all TFTs for one PDP address, and at least one of the following attributes:



· Source Address and Subnet Mask.



· Protocol Number (IPv4) / Next Header (IPv6).



· Destination Port Range.



· Source Port Range.



· IPSec Security Parameter Index (SPI).



· Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.



· Flow Label (IPv6).



Some of the above-listed attributes may coexist in a packet filter while others mutually exclude each other. In table 12 below, the possible combinations are shown….



From 24.008 v4.4.0



See 10.5.6.12
Traffic Flow Template



The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.



In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 source address type" and "IPv6 source address type" packet filter components, only one shall be present in one packet filter. Among the "single destination port type" and "destination port range type" packet filter components, only one shall be present in one packet filter. Among the "single source port type" and "source port range type" packet filter components, only one shall be present in one packet filter.



Packet filter component type identifier



0 0 0 1 0 0 0 0
IPv4 source address type
0 0 1 0 0 0 0 0
IPv6 source address type



0 0 1 1 0 0 0 0
Protocol identifier/Next header type



0 1 0 0 0 0 0 0
Single destination port type



0 1 0 0 0 0 0 1
Destination port range type



0 1 0 1 0 0 0 0
Single source port type 



0 1 0 1 0 0 0 1
Source port range type



0 1 1 0 0 0 0 0
Security parameter index type



0 1 1 1 0 0 0 0
Type of service/Traffic class type



1 0 0 0 0 0 0 0
Flow label type


			





			<packet filter identifier>


			From 23.060 V4.2.0



A TFT consists of from one and up to eight packet filters, each identified by a unique packet filter identifier


			Numeric parameter, value range from 1 to 8.



From 24.008 v4.4.0



The packet filter identifier field is used to identify each packet filter in a TFT. Since the maximum number of packet filters in a TFT is 8, only the least significant 3 bits are used. Bits 8 through 4 are spare bits.





			<source address and subnet mask>


			From 23.060 V4.2.0



The Source Address and Subnet Mask attribute of a valid packet filter shall contain an Ipv4 or IPv6 address along with a subnet mask.






			From 27.007 v4.2.0


Consists of dot-separated numeric (0-255) parameters on the form 'a1.a2.a3.a4.m1.m2.m3.m4', for IPv4 and 
'a1.a2.a3.a4.a5.a6.a7.a8.a9.a10.a11.a12.a13.a14.a15.a16.
m1.m2.m3.m4.m5.m6.m7.m8.m9.m10.m11.m12.m13.m14.m15.m16', for IPv6.



From 24.008 v4.4.0



For "IPv4 source address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.



For "IPv6 source address type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and a sixteen octet IPv6 address mask field. The IPv6 address field shall be transmitted first.





			<protocol number (ipv4) / next header (ipv6)>:


			From 23.060 V4.2.0



The Protocol Number / Next Header attribute of a valid packet filter shall contain either an IPv4 Protocol Number or an IPv6 Next Header value






			Numeric parameter, value range from 0 to 255.



From 24.008 v4.4.0



For "Protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header





			<destination port range>:


			From 23.060 V4.2.0



The Destination Port Range and Source Port Range attributes of a valid packet filter shall each contain one port number, or a range of port numbers. Port numbers range between 0 and 65 535


			From 27.007 v4.2.0



Consists of dot-separated numeric (0-65535) parameters on the form 'f.t'.



From 24.008 v4.4.0



For "Destination port range type" and "Source port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first





			<source port range>


			From 23.060 V4.2.0



The Destination Port Range and Source Port Range attributes of a valid packet filter shall each contain one port number, or a range of port numbers. Port numbers range between 0 and 65 535


			From 27.007 v4.2.0



Consists of dot-separated numeric (0-65535) parameters on the form 'f.t'.



From 24.008 v4.4.0



For "Destination port range type" and "Source port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first



For "Single destination port type" and "Single source port type", the packet filter component value field shall be encoded as two octet which specifies a port number





			<ipsec security parameter index (spi)>


			From 23.060 V4.2.0



The IPSec SPI attribute of a valid packet filter shall contain one SPI which is a 32‑bit field


			From 27.007 v4.2.0



Hexadecimal parameter, 
value range from 00000000 to FFFFFFFF



From 24.008 v4.4.0



For "Security parameter index", the packet filter component value field shall be encoded as four octet which specifies the IPSec security parameter index





			<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>


			From 23.060 V4.2.0



The Type of Service / Traffic Class and Mask attribute of a valid packet filter shall contain either an IPv4 TOS octet or an IPv6 Traffic Class octet along with a mask defining which of the 8 bits should be used for matching


			From 27.007 v4.2.0



Dot-separated numeric (0-255) parameters on the form 't.m'



From 24.008 v4.4.0



For "Type of service/Traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet Type-of-Service/Traffic Class field and a one octet Type-of-Service/Traffic Class mask field. The Type-of-Service/Traffic Class field shall be transmitted first





			<flow label (ipv6)>


			From 23.060 V4.2.0



The Flow Label attribute of a valid packet filter shall contain an IPv6 flow label, which is a 20‑bit field


			From 27.007 v4.2.0



Hexadecimal parameter, value range from 00000 to FFFFF. Valid for IPv6 only.



From 24.008 v4.4.0



For "Flow label type", the packet filter component value field shall be encoded as three octet which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label





			<evaluation precedence index>


			From 23.060 V4.2.0



A packet filter also has an evaluation precedence index that is unique within all TFTs associated with the PDP contexts that share the same PDP address. This evaluation precedence index is in the range of 255 (lowest evaluation precedence) down to 0 (highest evaluation precedence).






			From 27.007 v4.2.0


Numeric parameter, value range from 0 to 255.



From 24.008 v4.4.0



The packet filter evaluation precedence field is used to specify the precedence for the packet filter among all packet filters in all TFTs associated with this PDP address. Higher the value of the packet filter evaluation precedence field, lower the precedence of that packet filter is





			QoS


			One per PDP context



Same structure for: requested, minimum and negotiated



See 23.060 for more information


			





			<precedence>


			specifies the precedence class


			From 24.008 v 4.4.0



Precedence class, octet 4 (see 3GPP TS 23.107)
0 0 0
Subscribed precedence
0 0 1
High priority
0 1 0
Normal priority
0 1 1
Low priority
1 1 1
Reserved



All other values are interpreted as Normal priority in this version of the protocol.





			<delay>


			specifies the delay class


			From 24.008 v 4.4.0



Delay class, octet 3 (see 3GPP TS 22.060 and 3GPP TS 23.107)
0 0 0
Subscribed delay class 
0 0 1
Delay class 1
0 1 0
Delay class 2
0 1 1
Delay class 3
1 0 0
Delay class 4 (best effort)
1 1 1
Reserved



All other values are interpreted as Delay class 4 (best effort) in this version of the protocol





			<reliability>


			specifies the reliability class


			From 24.008 v 4.4.0



Reliability class, octet 3 (see 3GPP TS 23.107)
0 0 0
Subscribed reliability class
0 0 1
Acknowledged GTP, LLC, and RLC; Protected data
0 1 0
Unacknowledged GTP; Acknowledged LLC and RLC, Protected data
0 1 1
Unacknowledged GTP and LLC; Acknowledged RLC, Protected data
1 0 0
Unacknowledged GTP, LLC, and RLC, Protected data
1 0 1
Unacknowledged GTP, LLC, and RLC, Unprotected data
1 1 1
Reserved
All other values are interpreted as Unacknowledged GTP and LLC; Acknowledged RLC, Protected data  in this version of the protocol.





			<peak>


			specifies the peak throughput class


			From 24.008 v 4.4.0



Peak throughput, octet 4 (see 3GPP TS 23.107)
0 0 0 0

Subscribed peak throughput
0 0 0 1

Up to 1 000 octet/s
0 0 1 0

Up to 2 000 octet/s
0 0 1 1

Up to 4 000 octet/s
0 1 0 0

Up to 8 000 octet/s
0 1 0 1

Up to 16 000 octet/s
0 1 1 0

Up to 32 000 octet/s
0 1 1 1

Up to 64 000 octet/s
1 0 0 0

Up to 128 000 octet/s
1 0 0 1

Up to 256 000 octet/s
1 1 1 1

Reserved
All other values are interpreted as Up to 1 000 octet/s in this 
version of the protocol.





			<mean>


			specifies the mean throughput class


			From 24.008 v 4.4.0



Mean throughput, octet 5 (see 3GPP TS 23.107)



0 0 0 0 0

Subscribed mean throughput
0 0 0 0 1

100 octet/h
0 0 0 1 0

200 octet/h
0 0 0 1 1

500 octet/h
0 0 1 0 0

1 000 octet/h
0 0 1 0 1

2 000 octet/h
0 0 1 1 0

5 000 octet/h
0 0 1 1 1

10 000 octet/h
0 1 0 0 0

20 000 octet/h
0 1 0 0 1

50 000 octet/h
0 1 0 1 0

100 000 octet/h
0 1 0 1 1

200 000 octet/h
0 1 1 0 0

500 000 octet/h
0 1 1 0 1

1 000 000 octet/h
0 1 1 1 0

2 000 000 octet/h
0 1 1 1 1

5 000 000 octet/h
1 0 0 0 0

10 000 000 octet/h
1 0 0 0 1

20 000 000 octet/h
1 0 0 1 0

50 000 000 octet/h
1 1 1 1 0

Reserved
1 1 1 1 1

Best effort



The value Best effort indicates that throughput shall be made available to the MS on a per need and availability basis.



All other values are interpreted as Best effort in this 
version of the protocol





			3G QoS


			One per PDP context



Same structure for: requested, minimum and negotiated



See 23.107 for more information


			





			<Traffic class>


			indicates the type of application for which the UMTS bearer service is optimised.


			From 24.008 v 4.4.0


Traffic class, octet 6 (see 3GPP TS 23.107)
0 0 0

Subscribed traffic class
0 0 1

Conversational class
0 1 0

Streaming class
0 1 1

Interactive class
1 0 0

Background class
1 1 1

Reserved



Other values are reserved.





			<Maximum bitrate UL>


			a numeric parameter that indicates the maximum number of kbits/s delivered to UMTS (up-link traffic) at a SAP. 


			From 24.008 v 4.4.0



Maximum bit rate for uplink, octet 8
 0 0 0 0 0 0 0 0
Subscribed maximum bit rate for uplink


0 0 0 0 0 0 0 1 
The maximum bit rate is binary coded in 8 bits, using a granularity of 1 kbps
0 0 1 1 1 1 1 1
giving a range of values from 1 kbps to 63 kbps in 1 kbps increments.



0 1 0 0 0 0 0 0 
The maximum bit rate is 64 kbps +  ((the binary coded value in 8 bits –01000000) * 8 kbps)



0 1 1 1 1 1 1 1
giving a range of values from 64 kbps to 568 kbps in 8 kbps increments.



1 0 0 0 0 0 0 0 
The maximum bit rate is 576 kbps + ((the binary coded value in 8 bits –10000000) * 64 kbps)



1 1 1 1 1 1 1 0
giving a range of values from 576 kbps to 8640 kbps in 64 kbps increments.



1 1 1 1 1 1 1 1
0kbps





			<Maximum bitrate DL>


			indicates the maximum number of kbits/s delivered by UMTS (down-link traffic) at a SAP. 


			From 24.008 v 4.4.0


Coding is identical to that of Maximum bit rate for uplink.





			<Guaranteed bitrate UL>


			indicates the guaranteed number of kbits/s delivered to UMTS (up-link traffic) at a SAP (provided that there is data to deliver). 


			From 24.008 v 4.4.0 


Guaranteed bit rate for uplink, octet 12 (See 3GPP TS 23.107)



Coding is identical to that of Maximum bit rate for uplink. 


The Guaranteed bit rate for uplink value is ignored if the Traffic Class is Interactive class or Background class, or Maximum bit rate for uplink is set to 0 kbps.





			<Guaranteed bitrate DL>


			indicates the guaranteed number of kbits/s delivered by UMTS  (down-link traffic) at a SAP (provided that there is data to deliver). 


			From 24.008 v 4.4.0 


Guaranteed bit rate for downlink, octet 13(See 3GPP TS 23.107)



Coding is identical to that of Maximum bit rate for uplink



The Guaranteed bit rate for downlink value is ignored if the Traffic Class is Interactive class or Background class, or Maximum bit rate for downlink is set to 0 kbps





			<Delivery order>


			indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not.


			From 24.008 v 4.4.0



Delivery order, octet 6 (see 3GPP TS 23.107)
0 0

Subscribed delivery order
 0 1

With delivery order ('yes')
1 0

Without delivery order ('no')
1 1

Reserved





			<Maximum SDU size>


			indicates the maximum allowed SDU size in octets. 


			From 24.008 v 4.4.0


Maximum SDU size, octet 7  (see 3GPP TS 23.107)
In MS to network direction:
0 0 0 0 0 0 0 0

Subscribed maximum SDU size
1 1 1 1 1 1 1 1

Reserved



For values in the range 00000001 to 10010110 the Maximum SDU size value is binary coded in 8 bits, using a granularity of 10 octets, giving a range of values from 10 octets to 1500 octets.
Values above 10010110 are as below:



1 0 0 1 0 1 1 1

1502 octets



1 0 0 1 1 0 0 0

1510 octets



1 0 0 1 1 0 0 1

1520 octets



The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol.  The network shall return a negotiated value which is explicitly defined in this version of this protocol.


The MS shall consider all other values as reserved





			<SDU error ratio>


			indicates the target value for the fraction of SDUs lost or detected as erroneous. SDU error ratio is defined only for conforming traffic. 


			From 24.008 v 4.4.0 


SDU error ratio, octet 10 (see 3GPP TS 23.107)
 In MS to network direction



0 0 0 0

Subscribed SDU error ratio 


The SDU error ratio value consists of 4 bits. The range is is from 1*10-1 to 1*10-6.


0 0 0 1

1*10-2


0 0 1 0

7*10-3
0 0 1 1

1*10-3


0 1 0 0

1*10-4 
0 1 0 1

1*10-5


0 1 1 0

1*10-6


0 1 1 1

1*10-1
1 1 1 1

Reserved



The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.



The MS shall consider all other values as reserved





			<Residual bit error ratio>


			indicates the target value for the undetected bit error ratio in the delivered SDUs. If no error detection is requested, Residual bit error ratio indicates the bit error ratio in the delivered SDUs. 


			From 24.008 v 4.4.0



Residual Bit Error Rate (BER), octet 10 (see 3GPP TS 23.107)
 0 0 0 0

Subscribed residual BER


The Residual BER value consists of 4 bits. The range is from 5*10-2 to 6*10-8. 
0 0 0 1

5*10-2 
0 0 1 0

1*10-2 
0 0 1 1

5*10-3


0 1 0 0

4*10-3 
0 1 0 1

1*10-3


0 1 1 0

1*10-4 
0 1 1 1

1*10-5


1 0 0 0

1*10-6 
1 0 0 1

6*10-8 
1 1 1 1

Reserved



The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol



The MS shall consider all other values as reserved.





			<Delivery of erroneous SDUs>


			 indicates whether SDUs detected as erroneous shall be delivered or not.


			From 24.008 v 4.4.0 


Delivery of erroneous SDUs, octet 6 (see 3GPP TS 23.107)


0 0 0

Subscribed delivery of erroneous SDUs
 0 0 1

No detect ('-')
0 1 0

Erroneous SDUs are delivered ('yes')
0 1 1

Erroneous SDUs are not delivered ('no')
1 1 1

Reserved



The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol.  The network shall return a negotiated value which is explicitly defined in this version of this protocol.



The MS shall consider all other values as reserved.





			<Transfer delay>


			indicates the targeted time between request to transfer an SDU at one SAP to its delivery at the other SAP, in milliseconds.


			From 24.008 v 4.4.0



Transfer delay, octet 11 (See 3GPP TS 23.107)



0 0 0 0 0 0
Subscribed transfer delay


0 0 0 0 0 1 
The Transfer delay is binary coded in 6 bits, using a granularity of 10 ms



0 0 1 1 1 1
giving a range of values from 10 ms to 150 ms in 10 ms increments



0 1 0 0 0 0 
The transfer delay is 200 ms + ((the binary coded value in 6 bits – 010000) * 50 ms)



0 1 1 1 1 1
giving a range of values from 200 ms to 950 ms in 50ms increments



1 0 0 0 0 0 
The transfer delay is 1000 ms + ((the binary coded value in 6 bits – 100000) * 100 ms)



1 1 1 1 1 0
giving a range of values from 1000 ms to 4100 ms in 100ms increments



1 1 1 1 1 1
Reserved



The Transfer delay value is ignored if the Traffic Class is Interactive class or Background class.





			<Traffic handling priority>


			specifies the relative importance for handling of all SDUs belonging to the UMTS bearer compared to the SDUs of other bearers


			From 24.008 v 4.4.0



Traffic handling priority, octet 11 (see 3GPP TS 23.107)
 0 0

Subscribed traffic handling priority
0 1

Priority level 1
1 0

Priority level 2
1 1

Priority level 3
The Traffic handling priority value is ignored if the Traffic Class is Conversation class, Streaming class or Background class
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