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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document provides the protocol details for the multi-device and multi-identity aspects in the IP Multimedia (IM) Core Network (CN) subsystem based on the requirements from 3GPP TS 22.173 [2].

The present document is applicable to user equipment (UE) and application servers (AS) which are intended to support multi-device and multi-identity aspects in the IMS.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services; Stage 1".

[3]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[4]
3GPP TS 24.607: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[5]
IETF RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)".

[6]
IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks".

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

native identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is associated to the IMSI which is currently used by the device for IMS registration.

alternative identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for the same IMS subscription owned by the same IMS network.

external alternative identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for another IMS subscription owned by the same or a different IMS network.

virtual identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated as native identity with any IMSI that is associated with ISIM or USIM in a device. The virtual identity can be used by a single user only or by several users having IMS subscriptions in the same or different IMS networks.
Editor's Note:
Handling of the cases when virtual identity is used is FFS and needs to be added.

non-native identity: identity which is not the native identity. The non-native identity may be an alternative identity, external alternative identity or a virtual identity.

federated UEs: a group of UEs which are configured to use the same public user identity.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AS
Application Server
MiD
Multi-iDentity
MuD
Multi-Device
4
Multi-device and multi-identity
4.1
Introduction
The Multi-Device (MuD) service is an operator specific service which enables a user to use different UEs that are registered under the same public user identity. The UEs can be of different types (e.g. phone, tablet, wearable device, PC) and can support a communication log.

The Multi-Identity (MiD) service is an operator specific service which enables a user to use different identities. A served user can use a single UE to receive calls addressed to any of its identities and to make calls using any of its identities.
The MuD and MiD services can be used at the same time.
4.2
Description
4.2.1
MuD service description

The MuD service enables a served user to use in a communication any of the UEs that are registered under the same public user identity i.e. any of the federated UEs.

NOTE:
If the user of the MuD service also subscribed to the MiD service then the federated UEs will share the non-native identities in addition to native identity.

The MuD service enables a synchronization of communication logs between the federated UEs which support communication log. The communication log provides lists of incoming and outgoing, missed, accepted and rejected calls. If the served user accepts or rejects call from one of the federated UEs or when a missed call notification has been read on one of the federated UEs, the communication logs of the other federated UEs are updated so the served user will see the same information on different federated UEs.

An outgoing call can be made from any of the federated UEs.

An incoming call towards the served user is sent to all federated UEs. The call can be accepted on any of the federated UEs which are alerting the served user of an incoming call.

4.2.2
MiD service description

The MiD service enables a served user to use any of its identities i.e. native and non-native identities for communication using a single UE.

NOTE:
If the user of the MiD service also subscribed to the MuD service then any of the federated UEs can be used for communication.

When making a call the served user selects one of its identities that will be used by the UE as an originating identity (calling party number) in an outgoing call. Upon reception of an incoming call the UE provides to the served user an indication on which of its identities the served user is contacted (called party number).
4.3
Operational requirements

4.4
Coding requirements

4.5
Signalling requirements

Editor's Note: The text below assumes that the service will use a new header field (named "Additional-Identity") which is not yet specified. It is FFS whether a new header field or existing header fields will be used.

4.5.1
General

Editor's Note: The service configuration possibilities (Ut, SIP, other) are FFS.
4.5.2
Activation/deactivation

The MuD and MiD services are activated at provisioning and deactivated at withdrawal.

4.5.2.1
Management of identities

Editor's Note: The procedures for management of identities is FFS.

4.5.2.2
Management of devices

Editor's Note: The procedures for management of devices is FFS.

4.5.3
Invocation and operation

4.5.3.1
Actions at the originating UE

Editor's Note: If a UE configured to use a non-native identity for MiD service registers this identity is FFS.

If the originating user wishes to use a native identity, the originating UE can include the P-Preferred-Identity header fields as specified in TS 24.229 [3].



If the originating user wishes to use an external alternative identity or a virtual identity, which the UE is allowed to use, the originating UE shall include in any outgoing INVITE or MESSAGE requests, an Additional-Identity header field, defined in annex A, set to the selected identity.

Editor's Note: Handling of alternative identity is FFS.

4.5.3.2
Actions at the AS serving the originating user
4.5.3.2.1
General

Upon receiving an incoming INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall:

a)
verify that the user is authorized to use the identity received in the Additional-Identity header field; and
Editor's Note: Whether the AS checks if the identity in the Additional-Identity header field is different from the native identity is FFS.
b)
if the user is not authorized to use the identity included in the Additional-Identity header field, then the AS shall reject the incoming request. The originating request may be rejected by operator policy with a 403 (Forbidden) response including a warning header field 399 "Identity not allowed".

If the user is authorized to use the identity in the Additional-Identity header field then the AS shall modify the following header fields with the specified values:

a)
the From header field is set to the SIP URI with "user=phone" or tel URI copied from the Additional-Identity header field after verification;
b)
the Privacy header field is set to "id" to keep the native identity private in the P-Asserted-Identity header field as defined in IETF RFC 3325 [6];
c)
the Route header field is set to identify the AS serving the originating user holding the external alternative identity; and
d)
the Additional-Identity header field remains unchanged.
Editor's Note: Whether the P-Asserted-Identity is modified depending on the type of non-native identity user is FFS.

Editor's Note: Setting of or the use of the Route header field is FFS.

4.5.3.2.2
Checking of the authorization

Editor's Note: Procedures for the originating AS to verify if the identity in the Additional-Identity header is authorized for a specific user are FFS.

4.5.3.3
Actions at the AS serving the user holding the originating external alternative identity

Upon receiving an incoming INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall:

a)
determine the served user by taking the identity contained in the Additional-Identity header field; and

Editor's Note: It is FFS if this is allowed by TS 24.229 [3].

b)
remove any Additional-Identity header field received in the request before forwarding the request downstream.
Editor's Note: Whether this subclause is needed is FFS. The AS serving the native identity can perform originating services taking into account that the multi-identity service is used.

Editor's Note: How the originating supplementary services are coordinated between the owner of the native identity and the owner of the external alternative identity is FFS.

4.5.3.4
Actions at the AS serving the user holding the terminating external alternative identity

For a terminating user, upon receiving an incoming INVITE or MESSAGE request, the AS supporting the MiD service shall, if the AS determines that the AS shall forward the request to the native identity, modify the request as follows:

a)
the Request-URI is set to the native identity configured in the AS; and
b)
an Additional-Identity header field, defined in annex A, is added and set to the external alternative identity received in the Request-URI.
Editor's Note: Whether the To header field is updated or not is FFS.

4.5.3.5
Actions at the AS serving the terminating user
No special requirements for the MiD service are needed for the AS serving the terminating user.
4.5.3.6
Actions at the terminating UE

A UE supporting the MiD service shall support the receipt of the Additional-Identity header field, defined in annex A, in SIP requests initiating a dialog or standalone transaction.
NOTE:
The UE finds a targeted external alternative identity in the Additional-Identity header field.

Editor's Note: Whether the MO for UE configuration is to be updated is FFS.
4.6
Service interactions
4.7
Parameter values and timers

4.8
Service configuration for multi-device and multi-identity

Annex A (Temporary):
Definition of SIP protocol extensions

A.1
Definition of Additional-Identity header field

Editor's note: As per RFC 5727 an IETF expert review is needed in order to obtain the IANA registration of this header field.

Editor's note: It is intended to move the information in this annex into relevant parts of 3GPP TS 24.229 [3] once the work in this specification is stabilized.

A.1.1
Introduction

IANA registry: Header Fields registry for the Session Initiation Protocol (SIP)
Header field name: Additional-Identity

Usage: The Additional-Identity header field is used only for informative purposes.

Header field specification reference: 3GPP TS 24.174, http://www.3gpp.org/ftp/Specs/archive/24_series/24.174/

On the originating side, when a user has requested a specific identity to be used for an originating request, the UA can insert this identity in the Additional-Identity header field. When a node has performed the control of the Additional-Identity header field content consistently with the rights and rules of a multi-identity service, the node can remove, ignore or use the Additional-Identity header field. A downstream node such as an application server or UA can use this information to identify the originating identity.

On the terminating side, when a user is contacted with an identity which is not the IMPU, after verification of the rights and rules of a multi-identity service, a node can insert this identity in the Additional-Identity header field. A downstream node such as an application server or UA can use this information to identify the terminating identity to be served. A terminating request to the UA may contain the Additional-Identity header field with the identity that the originating user is trying to reach.

A.1.2
Applicability statement for the Additional-Identity header field

The Additional-Identity header field is applicable within a single private administrative domain or between different administrative domains.

The Additional-Identity header field is applicable when:

-
an originating UA wants to indicate the identity to be used as an originating identity in the usage of a multi-identity service;

-
a node performs the multi-identity service for an originating UA in an incoming request;

-
a node has performed the multi-identity service for a terminating identity in an incoming request; or

-
a terminating UA wants to identify the identity to which the terminating user is contacted.

A.1.3
Usage of the Additional-Identity header field

A SIP UA or SIP proxy may include the Additional-Identity header field to indicate:

-
in the originating network, the identity to be used for originating requests when the originating user is subscribed to the multi-identity service; and

-
in the terminating network, the identity to which the terminating user is contacted when the terminating user is subscribed to the multi-identity service.
A.1.4
Procedures at the UA

A SIP UA that supports this extension may as part of its procedures insert the Additional-Identity header field prior to sending the request. The header field is populated with a value as specified in table A.1.7-1.
A.1.5
Procedures at the proxy

A SIP proxy that supports this extension and receives a request may as part of its procedures insert an Additional-Identity header field prior to forwarding the request. The header field is populated with a value as specified in table A.1.7-1.

A.1.6
Security considerations

Within a 3GPP environment, the Additional-Identity header field is exchanged between a SIP UA and a SIP proxy in the same network. The Additional-Identity header field may also be exchanged between networks when there is a trust relationship for the Additional-Identity header field.

A functional entity at the boundary of the trust domain will remove the Additional-Identity header field when SIP signalling crosses the boundary of the trust domain.

A.1.7
Syntax

The syntax for Additional-Identity header field is specified in table A.1.7-1.

Table A.1.7-1: Syntax of the Additional-Identity Header Field
Additional-Identity  = "Additional-Identity" HCOLON id-spec / token

id-spec              = name-addr *(SEMI (id-param))

id-param             = generic-param

A.1.8
Examples of usage

A node in the originating network, such as a UA, can use the Additional-Identity header field to provide to a multi-identity service the information about which identity of the originating user is to be used for this originating request.

A node in the terminating network, such as an application server, when performing the multi-identity service for a terminating user, can insert the Additional-Identity header field to provide information about which identity of the terminating user is to be used as a contacted identity.

Annex B (informative):
Call Flows

Editor's Note:
This annex is partly for informative purposes during development of this specification and can show different alternative solutions. When the specification is stable unused call flows are to be deleted.

B.1
Introduction

B.1.1
Call flow overview

This annex contains originating and terminating call flow examples for the following use cases:

Editor's Note:
This list can be modified during the development of the specification.

-
Originating flow when the originating user uses a native identity.

-
Originating flow when the originating user uses an alternative identity.

-
Originating flow when the originating user uses a virtual identity.

-
Originating flow when the originating user uses an external alternative identity.

-
Terminating flow when the terminating user is reached by a native identity.

-
Terminating flow when the terminating user is reached by an alternative identity.

-
Terminating flow when the terminating user is reached by a virtual identity.

-
Terminating flow when the terminating user is reached by an external alternative identity.

B.1.2
Identity conventions used in this annex


A native identity is designated A-native or B-native in the flows for originating and terminating users, respectively. In the coding examples tel:+11111111 is used for originating native identities and tel:+11112222 is used for terminating native identities.

An alternative identity is designated A-AltId or B-AltId in the flows for originating and terminating users, respectively. In the coding examples tel:+22221111 is used for originating alternative identities and tel:+22222222 is used for terminating alternative identities.

An external alternative identity is designated A-ExtAltId or B-ExtAltId in the flows for originating and terminating users, respectively. In the coding examples tel:+33331111 is used for originating external alternative identities and tel:+33332222 is used for terminating external alternative identities.

A virtual identity is designated A-VirtId or B-VirtId in the flows for originating and terminating users, respectively. In the coding examples tel:+44441111 is used for originating virtual identities and tel:+44442222 is used for terminating virtual identities.

B.2
Originating call flows

B.2.1
Alt-1: Only TAS of served user involved

B.2.1.1
UE-A indicates a native identity

This call flow follows normal procedures as specified in TS 24.229 [3] and is included for completeness.

Editor's Note: One or more message examples to be added.
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Figure B.2.1.1-1: UE-A indicates a native identity

1.
UE-A sends an INVITE message to P/S-CSCF


The P-Preferred-Identity header field is used to indicate the native identity.

2.
P/S-CSCF forwards the INVITE message to TAS-A


The P-CSCF populates the P-Asserted-Identity header field with the native identity following normal procedures.


The S-CSCF forwards the request to the TAS using initial filter criteria.
3.
TAS-A forwards the INVITE message to the S-CSCF


TAS-A performs originating services as needed and forwards the request to the S-CSCF.
4.
S-CSCF forwards the INVITE message towards the PLMN-B

B.2.1.2
UE-A indicates an external alternative identity

This call flow illustrates the handling of the external alternative identity for originating calls when the TAS serving the user identified by the external alternative identity is not involved in the call flow. This assumes the TAS of the originating user can perform originating services taking into account that this call is on behalf of another identity.
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Figure B.2.1.2-1: UE-A indicates a native identity

1.
UE-A sends an INVITE message to P/S-CSCF, for an example see Table B.2.1.2-1

The user A at UE-A initiates a call on behalf of the A-ExtAltId identity. The UE-A includes the Additional-Identity header field in the initial INVITE request to indicate that the user of UE-A wishes to use the A-ExtAltId identity for this call and sends the initial INVITE request to the P/S-CSCF-A according to TS 24.229 [3].
Table B.2.1.2-1: INVITE request (UE-A to P/S-CSCF-A)
INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+11111111>;tag=4fa3

Additional-Identity: <tel:+33331111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

2.
P/S-CSCF forwards the INVITE message to TAS-A, for an example see Table B.2.1.2-2

The P-CSCF populates the P-Asserted-Identity header field with the native identity following procedures defined in TS 24.229 [3].


The S-CSCF forwards the request to the TAS using initial filter criteria.

Table B.2.1.2-2: INVITE request (P/S-CSCF-A to TAS-A)
INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, <tel:+11111111>
Additional-Identity: <tel:+33331111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

3.
TAS-A forwards the INVITE message to the S-CSCF, for an example see Table B.2.1.2-3

TAS-A verified that the user is authorized to use the identity received in the Additional-Identity header field and if so creates the P-Asserted-Identity header field with the identity copied from the received Additional-Identity header field and performs originating services as needed. TAS-A removes from the INVITE request the received P-Asserted-Identity and Additional-Identity header fields and forwards the request to the S-CSCF.
Editor's Note:
Here the TAS sets the PAI to the external alternative identity. The alternative to keep the PAI and add a Privacy header field set to "Id" is also possible. Which option to use is FFS.
Table B.2.1.2-3: INVITE request (TAS-A to P/S-CSCF-A)
INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+33331111>;tag=4fa3

P-Asserted-Identity: <sip:+33331111@plmnA.net;user=phone>, <tel:++33331111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

4.
S-CSCF forwards the INVITE message towards the PLMN-B

B.3
Terminating flows

B.3.1
UE-B reached by native identity

This call flow follows normal procedures and is included for completeness.
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Figure B.3.1-1: UE-B reached by native identity

1.
S-CSCF-B receives an INVITE message from PLMN-A, for an example see Table B.3.1-1

The Request-URI identifies user B as B-native.

Table B.3.1-1: INVITE request (PLMN-A to I/S/P-CSCF-B)

INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, <tel:+11111111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

2.
S-CSCF forwards the INVITE message to TAS-B

3.
TAS-B forwards the INVITE message to the P/S-CSCF


The S-CSCF adds a P-Called-Party-ID header field.

4.
P/S-CSCFs forward the INVITE message to UE-B

B.3.2
UE-B reached by external alternative identity

This call flow illustrates the handling of the external alternative identity for terminating calls. For simplicity the CSCF nodes have been omitted.
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Figure B.3.2-1: UE-B reached by external alternative identity

1.
TAS-ExtAltId receives an INVITE message from PLMN-A., for an example see Table B.3.2-1

The Request-URI identifies the target user as B-ExtAltId.


TAS-ExtAltId determines that this request needs to go to UE-B as part of the MiD service.


TAS-ExtAltId can also send this to a UE registered by the user of the external alternative identity. This follows the terminating procedures in subclause B.3.1.


TAS-ExtAltId sets the Request-URI to B-native and adds an Additional-Identity header field set to B-ExtAltId.

Table B.3.2-1: INVITE request (PLMN-A to I/S/P-CSCF-B)

INVITE tel:+44442222 SIP/2.0

To: <tel:+44442222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, <tel:+11111111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

2.
TAS-ExtAltId forwards the INVITE message towards S-CSCF-B, for an example see Table B.3.2-2
Table B.3.2-2: INVITE request (PLMN-A to I/S/P-CSCF-B)

INVITE tel:+11112222 SIP/2.0

To: <tel:+44442222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, tel:+11111111
Additional-Identity: <tel:44442222>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

3.
S-CSCF-B forwards the INVITE message to TAS-B

-
TAS-B performs terminating services.

4.
TAS-B forwards the INVITE message to S-CSCF-B

5.
P/S-CSCF-B forward the INVITE message to UE-B


S-CSCF-B adds a P-Called-Party-ID header field.


UE-B determines from the Additional-Identity header field that it has been reached using the B-ExtAltId. The P-Called-Party-Id can be ignored.

Annex C (Temporary): Data Modelling
C.1
General

This temporary annex illustrates the use of the subscription models in 3GPP TS 23.228. This annex will be removed before the specification goes into change control. The identities in the repository data are stored as transparent data by the TAS.
C.2
Alternative Identity

Use Case: The user has two different IMSI under his single IMS Subscription1. The user wants to use one of his numbers (IMPU2) on the device for which the native identity is IMPU1, whereas the other number (IMPU1) is not authorized to be used on the device for which the native identity is IMPU2. [2 identities/1 subscription/2 IMSI/1 IMS]
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Figure C.2.1: Alternative Identity – IMPU2 is part of IMPU1's Service Profile
Editor's Note: Whether IMPU2 authorization is stored in the HSS or in the AS only is FFS.

C.3
External Alternative Identity

Use Case 1: The user has his personal Subscription1 and professional Subscription2 in the same IMS having a different IMSI for each of them. The user wants to use his professional number (IMPU2) on his personal device(s), but not the reverse. [2 identities/2 subscriptions/2 IMSI/1 IMS]
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Figure C.3.1: External Alternative Identity, the same IMS network – IMPU2 is part of IMPU1's Service Profile

Use Case 2: A secretary (Subscription1) is authorized to use his colleague's phone number (IMPU2) to setup and answer calls on behalf of him. They both have their own subscriptions and they are not in the same IMS network. [2 identities/2 subscriptions/2 IMSI/2 IMS].
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Figure C.3.2: External Alternative Identity, different IMS networks – IMPU2 is part of IMPU1's Service Profile

C.4
Virtual Identity
Use Case: A single user or a group of users having subscriptions in the same or different IMS networks want to use an additional number for specific usage (e.g., when selling car/house for the time of advertising, as a professional number without a dedicated subscription linked to a USIM, or for a small company where the partners want to be reachable under the same number [N+1 identities/N subscriptions/N IMSI/M IMS].
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Figure C.4.1: Virtual Identity – VirtualA is part of Service Profile of each IMPU (IMPU1, IMPU2, IMPU3 and IMPU4)
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