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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document provides the protocol details for multimedia telephony communication service and associated supplementary services in the IP Multimedia (IM) Core Network (CN) subsystem based on the requrements from 3GPP TS 22.173 [2].
Multimedia telephony and supplementary services allow users to establish communications between them and enrich that by enabling supplementary services. 

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.173: "IMS Multimedia Telephony Service and supplementary services; stage".
[3]
ETSI TS 183 004 version 1.1.1: "Communication Diversion (CDIV); Protocol specification".
[4]
ETSI TS 183 005 version 1.1.1: " Conference (CONF); Protocol specification".

[5]
ETSI TS 183 006 version 1.1.1: " Message Waiting Indication (MWI): Protocol specification".

[6]
ETSI TS 183 007 version 1.1.1: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR); Protocol specification".
[7]
ETSI TS 183 008 version 1.1.1: "Terminating Identification Presentation (TIP) and Terminating Identification Restriction (TIR); Protocol specification".

[8]
ETSI TS 183 010 version 1.2.1: "Communication HOLD (HOLD); PSTN/ISDN simulation services".
[9]
ETSI TS 183 011 version 1.1.1: "Anonymous Communication Rejection (ACR) and Communication Barring (CB); Protocol specification".

[10]
ETSI TS 183 029 version 1.1.1: "029 Explicit Communication Transfer (ECT); Protocol specification".
[11]
ETSI TS 183 023 version 1.2.1: "Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating NGN PSTN/ISDN Simulation Services".
[12]
3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia telephony; Media handling and interaction".

[13]
3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[14]
3GPP TS 24.247: "Messaging using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".
Modifications to the references in the TISPAN TSs.
The references to ETSI ES 283 003: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Endorsement of "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Stage 3 (Release 6)" for NGN Release 1", as found throughout the ETSI TSs in clause 2 of [3], [4], [5], [6], [7], [8], [9], [10] and [11] and also found in the annexes A, B, C, D, E, F, G, H and I should be replaced as shown below.

Replace references as shown below.
	Reference in ETSI TSs
	Modified reference

	ETSI ES 283 003: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Endorsement of "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Stage 3 (Release 6)" for NGN Release 1".
	3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".


3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TS 21.905 [1] apply.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

CS
Circuit Switched

CN
Core Network

IP
Internet Protocol

IM
IP Multimedia

MMTEL
Multimedia Telephony

4
Overview of multimedia telephony communication service and associated supplementary services in the IP Multimedia (IM) Core Network (CN) subsystem
4.1

General

In accordance with the service definition and requirements in 3GPP TS 22.173 [2], the IMS multimedia telephony communication service specified herein allows multimedia conversational communication between two or more end points. An end point is typically located in a UE, but can also be located in a network entity.

As for traditional circuit-switched telephony, the protocols for the IMS multimedia Telephony communication service allow a user to connect to any other user, regardless of operator and access technology. 

The IMS multimedia Telephony communication service consists of two principal parts: a basic communication part, and an optional supplementary services part. 

4.2 
Overview of basic communication part

The basic communication part of an IMS multimedia telephony communication service session is realised by a single SIP session. It utilises media capabilities and flexibility provided by the SIP protocol and the 3GPP IMS specifications. In accordance with the service definition in 3GPP TS 22.173 [2], the media capabilities includes RTP-based transfer of media such as voice and real-time video, as well as TCP/MSRP-based transfer of data such as transfer of arbitrary files and sharing of media files with predefined formats. To ensure interoperability, media codecs and formats are fully specified for RTP-based transfer in 3GPP TS 26.114 [12] and for MSRP-based transfer in 3GPP TS 26.141 [13]. The service is highly dynamic in terms of media component usage: the protocols allow a communication session to start with one or more media components, and components can then be added and/or removed during the communication session. The protocols allow both one-way and two ways transfer between end points. Full duplex speech, and speech combined with other media components, are typical media cases but the protocols do not mandate the use of speech in all sessions.

4.3 
Overview of supplementary services part

The supplementary services part of the IMS multimedia telephony communication service consists of a number of specified supplementary services. These are fully standardized to ensure interoperability between multiple end points, and between end points and network control entities. The behaviour of supplementary services is similar to supplementary services specified for CS speech (TS 11). Supplementary services uses SIP as enabling protocol. Configuration of supplementary services can take place over the Ut interface and can use XCAP as enabling protocol. 
5
Basic Communication

5.1
IMS communication service identifier
Editor’s note: It is FFS in SA2 whether a value, indicating the basic communicating service, is required.
5.2 Session control procedures
The IMS multimedia telephony communication service can support many types of media, including media types listed in 3GPP TS 22.173 [2]. The session control procedures for the different media types shall be in accordance with 3GPP TS 24.229 [13] and 3GPP TS 24.247 [14].
6
Supplementary Services

6.1
High level requirements6.2
Originating Identification Presentation (OIP)

Editor’s note: This subclause will reference the TS on OIP. At present, 3GPP specific enhancements to the ETSI TS 183 007 [6] can be found in Annex A.
6.3
Originating Identification Restriction (OIR)

Editor’s note: This subclause will reference the TS on OIR. At present, 3GPP specific enhancements to the ETSI TS 183 007 [6] can be found in Annex A.
6.4
Terminating Identification Presentation (TIP)

Editor’s note: This subclause will reference the TS on TIP. At present, 3GPP specific enhancements to the ETSI TS 183 008 [7] can be found in Annex B.
6.5
Terminating Identification Restriction (TIR)

Editor’s note: This subclause will reference the TS on TIR. At present, 3GPP specific enhancements to the ETSI TS 183 008 [7] can be found in Annex B.
6.6
Communication Diversion (CDIV)

Editor’s note: This subclause will reference the TS on CDIV. At present, 3GPP specific enhancements to the ETSI TS 183 004 [3] can be found in Annex C.
Editor’s note: The CFNRc supplementary service will disappear as a separate service, and will be part of the CDIV supplementary service. 
6.7
Communication Hold (HOLD)

Editor’s note: This subclause will reference the TS on HOLD. At present, 3GPP specific enhancements to the ETSI TS 183 010 [8] can be found in Annex D.
6.8
Communication Barring (CB)
Editor’s note: This subclause will reference the TS on CB. At present, 3GPP specific enhancements to the ETSI TS 183 011 [9] can be found in Annex E.
6.9
Message Waiting Indication (MWI)
Editor’s note: This subclause will reference the TS on MWI. At present, 3GPP specific enhancements to the ETSI TS 183 006 [5] can be found in Annex F.
6.10
Conference (CONF)
Editor’s note: This subclause will reference the TS on CONF. At present, 3GPP specific enhancements to the ETSI TS 183 005 [4] can be found in Annex G.
6.11
Explicit Communication Transfer (ECT)
Editor’s note: This subclause will reference the TS on ECT. At present, 3GPP specific enhancements to the ETSI TS 183 029 [10] can be found in Annex H.
Annex A (temporary):
Originating Identification Presentation (OIP) / Originating Identification Restriction (OIR)
This temporary Annex shows the complete ETSI TS 183 007 [6] with the changes needed by 3GPP outlined in text marked by blue underscore (example of inserted text) for inserted text, and blue strikethrough for deleted text (example of deleted text). This Annex is intended deleted when 3GPP and TISPAN have concluded on how the technical specifications for the Multimedia Telephony Supplementary Services will be documented. 

The reasons for the 3GPP specific additions to the ETSI TS in this annex are motivated by Editor's notes.

Note:
ETSI TS 183 007 [6] can be updated by TISPAN in parallell to the changes proposed by 3GPP. If a new version of ETSI TS 183 007 [6] is created, this temporary Annex will be updated to reflect this new reference version.
All clauses between the temporary Annex A and temporary Annex B are part of ETSI TS 183 007 [6].

1
Scope
The present document specifies the stage three (protocol description) of the Originating Identification Presentation (OIP) simulation service and the Originating Identification Restriction (OIR) simulation services, based on stage one and two of the ISDN CLIP [4] and CLIR [5] supplementary service. Within the TISPAN NGN Release 1 the stage 3 description is specified using the IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP).

NOTE:
It should be noted that the behaviour described in this the present document does not take into account other behaviours that may be specified in other applications and care needs to be taken when designing the filters etc. when two or more applications are involved in a session.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non‑specific reference, the latest version applies.

Referenced documents which are not found to be publicly available in the expected location might be found at http://docbox.etsi.org/Reference.

[1]
ETSI ES 282 007: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia Subsystem (IMS); Functional architecture".

[2]
ETSI ES 282 003: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Resource and Admission Control Sub-system (RACS); Functional Architecture".

[3]
ETSI ES 283 003: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Endorsement of "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Stage 3 (Release 6)" for NGN Release 1".

[4]
ETSI EN 300 089: "Integrated Services Digital Network (ISDN); Calling Line Identification Presentation (CLIP) supplementary service; Service description".

[5]
ETSI EN 300 090: "Integrated Services Digital Network (ISDN); Calling Line Identification Restriction (CLIR) supplementary service; Service description".

[6]
IETF RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)".

[7]
IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks".

[8]
IETF RFC 2396: "Uniform Resource Identifiers (URI): Generic Syntax".

[9]
IETF RFC 3966: "The tel URI for Telephone Numbers".

[10]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[11]
ETSI ES 283 027: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Interworking SIP-ISUP for TISPAN-IMS".
[12]
ITU-T Recommendation I.210: "Principles of telecommunication services supported by an ISDN and the means to describe them ".
[13]
ETSI TS 183 023: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Release 1; PSTN/ISDN simulation services; Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating NGN PSTN/ISDN Simulation Services".
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

Breakout Gateway Control Function (BGCF): See ES 282 007.
Call Session Control Function (CSCF): See ES 282 007.
dialog: See RFC 3261.
header: See RFC 3261.

header field: See RFC 3261.
identity information: all the information identifying a user, including trusted (network generated) and/or untrusted (user generated) addresses. Identity information shall take the form of either a SIP URI (see RFC 2396) or a "tel" URI (see RFC 3966)

incoming initial request: all requests intended to initiate either a dialog or a standalone transaction terminated by the served user

Interconnection Border Control Function (IBCF): See ES 282 003.
Interrogating‑CSCF (I‑CSCF): See ES 282 003.
Media Gateway Control Function (MGCF): See ES 282 007.
Multimedia Resource Function Controller (MRFC): See ES 282 007.
Multimedia Resource Function Processor (MRFP): See ES 282 007.

originating UE: the sender of a SIP request intended to initiate either a dialog (e.g. INVITE, SUBSCRIBE), or a standalone transaction 

EXAMPLE:
OPTIONS, MESSAGE.
outgoing (communication): communication outgoing from the user side of the interface

outgoing initial request: all requests intended to initiate either a dialog or a standalone transaction received from the served user

proxy: See RFC 3261.

Proxy‑CSCF (P‑CSCF): See ES 282 003.
public user identity: See ES 282 003.

request: See RFC 3261.
response: See RFC 3261.
Serving‑CSCF (S‑CSCF): See ES 282 003.
session: See RFC 3261.
standalone transaction: SIP transaction that is not part of a dialog and does not initiate a dialog 

NOTE:
An OPTIONS or a MESSAGE request sent outside of a SIP dialog would be considered to be part of a standalone transaction.

Subscription Locator Function (SLF): See ES 282 007.
supplementary service: See ITU‑T Recommendation I.210, clause 2.4.

tag: See RFC 3261.

terminating UE: recipient of a SIP request intended either to initiate a dialog or to initiate either a dialog or a standalone transaction

trusted identity information: network generated user public identity information

(SIP) transaction: See RFC 3261.
3.2
Abbreviations
For the purposes of the present document, the following abbreviations apply:

AS
Application Server

BGCF
Breakout Gateway Control Function

CCBS
Completion of Communication to Busy Subscriber

CDIV
Communication DIVersion
CLIP
Calling Line Identification Presentation
CLIR
Calling Line Identification Restriction
CSCF
Call Session Control Function

CW
Communication Waiting

HOLD
Communication Hold

IBCF
Interconnection Border Control Function

ICB
Incoming Communication Barring

I‑CSCF
Interrogating CSCF

IFC
Initial Filter Criteria

IM
IP Multimedia

IMS
IP Multimedia Subsystem
IP
Internet Protocol

ISDN
Integrated Service Data Network

MCID
Malicious Communication IDentification

MGCF
Media Gateway Control Function

NGN
Next Generation Network

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

P‑CSCF
Proxy CSCF

PSTN
Public Switched Telephone Network

S‑CSCF
Serving CSCF

SDP
Session Description Protocol

SIP
Session Initiation Protocol

UE
User Equipment

URI
Universal Resource Identifier

4
Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR)

4.1
Introduction

The Originating Identification Presentation (OIP) service provides the terminating user with the possibility of receiving identity information in order to identify the originating user.

The Originating Identification Restriction (OIR) service enables the originating user to prevent presentation of its identity information to the terminating user.

4.2
Description

4.2.1
General description

The OIP service provides the terminating user with the possibility of receiving trusted (i.e. network‑provided) identity information in order to identify the originating user.

In addition to the trusted identity information, the identity information from the originating user can include identity information generated by the originating user and in general transparently transported by the network. In the particular case where the "no screening" special arrangement does not apply, the originating network shall verify the content of this user generated identity information. The terminating network cannot be responsible for the content of this user generated identity information.

The OIR service is a service offered to the originating user. It restricts presentation of the originating user's identity information to the terminating user.

When the OIR service is applicable and activated, the originating network provides the destination network with the indication that the originating user's identity information is not allowed to be presented to the terminating user. In this case, no originating user's identity information shall be included in the requests sent to the terminating user. The presentation restriction function shall not influence the forwarding of the originating user's identity information within the network as part of the simulation service procedures.
4.3
Operational requirements

4.3.1
Provision/withdrawal

4.3.1.1
OIP Provision/withdrawal

The OIP service may be provided after prior arrangement with the service provider or be generally available.

The OIP service shall be withdrawn at the subscriber's request or for administrative reasons.

As a general operator policy a special arrangement may exist on a per subscriber basis or on a general behaviour basis whereby the originating user's identity information intended to be transparently transported by the network is not screened by the network.

4.3.1.2
OIR Provision/withdrawal

The OIR service, temporary mode, may be provided on a subscription basis or may be generally available.

The OIR service, permanent mode, shall be provided on a subscription basis.

As a network option, the OIR service can be offered with several subscription options. A network providing the OIR service shall support temporary mode at a minimum. Subscription options are summarized in table 1.

Table 1: OIR Subscription options

	Subscription option values
	Values

	Mode 
	‑ permanent mode (active for all requests)

‑ temporary mode (specified by the UE per the initial outgoing request)

	Temporary mode default
	‑ presentation restricted

‑ presentation not restricted

	Restriction
	‑ restrict the asserted identity

‑ restrict all private information appearing in headers


4.3.2
Requirements on the originating network side

As part of the basic communication procedures specified in ES 283 003 [3], the following requirements apply at the originating network side in support of the OIP service and the OIR service. Unless noted otherwise, these requirements are meant to apply to all requests meant to initiate either a dialog or a standalone transaction. These procedures apply regardless of whether the originating or terminating parties subscribe to the OIP service or the OIR service:

· The originating UE may insert two forms of identity information that correspond to the following two purposes:

· As a suggestion to the network as to what public user identity the network should be included in the request as network asserted identity information.

· As a UE‑provided identity to be transparently transported by the network.

· In the case where no identity information is provided by the originating UE for the purpose of suggesting a network‑provided identity, the network shall include identity information based on the default public user identity associated with the originating UE.

· In the case where identity information is provided by the originating UE for the purpose of suggesting a network‑provided identity, the network shall attempt to match the information provided with the set of registered public identities of the originating UE. If a match is found, the network shall include an identity based on the information provided by the originating UE.

As a network option, if the "no screening" special arrangement does not exist with the originating UE, the network may attempt to match the UE‑provided identity information with the set of registered public identities of the originating user. If a match is not found, the network shall replace the UE‑provided identity with one that includes the default public user identity.

For OIR subscribers:

· The UE may include an indication that it wishes to have the presentation of its identity information to be restricted. 

· If the originating user has subscribed to the OIR service in the permanent mode, then the network shall automatically invoke the OIR service for each outgoing request.

· If the originating user has subscribed to the OIR service in the temporary mode with default value "presentation restricted", then the network shall automatically invoke the OIR service for each outgoing request unless the default value is overridden by subscriber request at the time of outgoing request.

· If the originating user has subscribed to the OIR service in the temporary mode with default value "presentation not restricted", then the network shall only invoke the OIR service if requested by the subscriber at the time of outgoing initial request.

· If the OIR service is not invoked, the network‑provided identity shall be considered to be presentation allowed.

As an originating network option, if the originating user invokes the OIR service for a particular request, the originating network may prevent any UE‑provided identification information (in addition to the trusted identity information) from being displayed to the terminating user.

4.3.3
Requirements on the terminating network side

For terminating users that subscribe to the OIP service, and if network provided identity information about the originator is available, and if presentation is allowed, the network shall include that information in the requests sent to the UE.

If the presentation of the public user identity is restricted, then the terminating UE shall receive an indication that the public user identity was not sent because of restriction.

If the public user identity is not available at the terminating network (for reasons such as interworking), then the network shall indicate to the terminating user that the public user identity was not included for reasons other than that the originating user invoked the OIR service.

For terminating users that do not subscribe to the OIP service, the network shall not send the network provided identity information about the originator in the requests sent to the UE, even if that information is available, and if presentation is allowed. Additionally, the network may prevent the transmission of any UE‑provided identity information.

4.4
Syntax requirements

The syntax for the relevant header fields in the SIP requests are normatively described in ES 283 003 [3]. The relevant headers are:

The P‑Preferred‑Identity header field, which shall conform to the specifications in RFC 3325 [7] and RFC 3966 [9].

The P‑Asserted‑Identity header field, which shall conform to the specifications in RFC 3325 [7] and RFC 3966 [9].

The Privacy header field, which shall conform to the specifications in RFC 3323 [6] and RFC 3325 [7].

The From header field, which shall conform to the specifications in RFC 3261 [10] and RFC 3966 [9].

4.5
Signalling procedures 
Editor's note:
The changes to 4.5.0, 4.5.1, 4.5.1A and 4.5.1B are done to create a structure of the document that is similar to the structure as for the existing supplementary service for the CS domain. This is done as a terminal in 3GPP can use both the CS and the IMS domain, and a similar end user experience for operation of the supplementary service is beneficial in both domains.

4.5.0
General

For user configuration of the OIR service the Ut interface should be used.

See subclause 4.10 for further information about the structure of the XML document.

NOTE:
Other possibilities for user configuration, as web-based provisioning or pre-provisioning by the operator are outside the scope of this specification. 
4.5.1
Activation, /deactivation and registration
The OIP service is activated at provisioning and deactivated at withdrawal.

The OIR service is activated at provisioning and deactivated at withdrawal.

For provisioning of the OIR the Ut interface could be used. (see clause 4.10 for further information).

Other possibilities for provisioning could be used too like web based provisioning or pre‑provisioning by the operator.
4.5.1A
Registration/erasure

The OIP service requires no registration. Erasure is not applicable.

The OIR service requires no registration. Erasure is not applicable.

4.5.1B
Interrogation

For OIP, interrogation is not applicable.

For interrogation of OIR, the Ut interface should be used.

4.5.2
Invocation and operation

4.5.2.1
Actions at the originating UE

As part of basic communication, the originating UE may insert a P‑Preferred‑Identity header field in any initial SIP request for a dialog or in any SIP request for a standalone transaction as a hint for creation of a public user identity as described in ES 283 003 [3].

NOTE 1:
According ES 283 003 [3], the UE may include any of the following in the P‑Preferred‑Identity header field:

1. a public user identity which has been registered by the user;

2. a public user identity returned in a registration‑state event package of a NOTIFY request as a result of an implicit registration that was not subsequently deregistered or has expired; or

3. any other public user identity which the user has assumed by mechanisms outside the scope of ES 283 003 [3] to have a current registration.

If the originating user wishes to override the default setting of "presentation not restricted" of the OIR service in temporary mode:

The originating UE shall include an "anonymous" From header field. The convention for configuring a anonymous From header field described in RFC 3323 [6] and RFC 3325 [7] should be followed; i.e. 

From: "Anonymous" <sip:anonymous@anonymous.invalid>;tag= xxxxxxx.

If only the P‑Asserted‑Identity needs to be restricted the originating UE shall include a Privacy header field set to "id" in accordance with RFC 3323 [6], and RFC 3325  [7].

If all headers containing private information need to be restricted  the originating UE shall include a Privacy header field set to "header" in accordance with RFC 3323 [6], and RFC 3325 [7].

NOTE 2:
It is assumed that all TISPAN NGN UEs will support ES 283 003 [3] or RFC 3325 [7].

If the originating user wishes to override the default setting of "presentation restricted" of the OIR service in temporary mode:

The originating UE shall include a Privacy header field of privacy type "none" in accordance with 
ES 283 003 [3] (RFC 3323 [6]).

4.5.2.2
Actions at the originating P‑CSCF

Procedures according to ES 283 003 [3] shall apply.
NOTE 1:
As an informative description, for OIP/OIR this means the following procedures shall be provided by the P‑CSCF regardless of whether the originating user does or does not subscribe to the OIP service or OIR service.

NOTE 2:
When the P‑CSCF receives an initial request for a dialog or a request for a standalone transaction, and the request contains a P‑Preferred‑Identity header field that matches one of the registered public user identities, the P‑CSCF shall identify the initiator of the request by that public user identity. In particular, the P‑CSCF shall include a P‑Asserted‑Identity header field set to that public user identity.

NOTE 3:
When the P‑CSCF receives an initial request for a dialog or a request for a standalone transaction, and the request contains as P‑Preferred‑Identity header field that does not match one of the registered public user identities, or does not contain a P‑Preferred‑Identity header field, the P‑CSCF shall identify the initiator of the request by a default public user identity. In particular, the P‑CSCF shall include a P‑Asserted‑Identity header field set to the default public user identity. If there is more then one default public user identity available, the P‑CSCF shall randomly select one of them.

4.5.2.3
Actions at the S‑CSCF serving the originating UE

These procedures shall apply, whether or not the user subscribes to the OIR service, to requests originated by the served UE:

a) In the case where the S‑CSCF has knowledge of an associated tel‑URI for a SIP URI contained in the P‑Asserted‑Identity header field received in the request, the S‑CSCF shall add a second P‑Asserted‑Identity header field containing this tel‑URI.

NOTE:
For the S‑CSCF to forward an initial request towards the AS that hosts the OIR service, an initial filter criterion must be setup for the user who is subscribed to the service. Annex B provides an example of an initial filter criterion that that can be applied for the OIR service.

4.5.2.4
Actions at the AS serving the originating UE

For an originating user that subscribes to the OIR service in "permanent mode", if the request does not include a Privacy header field, and except if the request includes a Privacy header field that is set to "none" or "id", the AS shall insert a Privacy header field set to "id" or "header" based on the subscription option. Additionally, as an originating option, the AS may either modify the From header field to remove the identification information, or add a Privacy header field set to "user". 

For an originating user that subscribes to the OIR service in "temporary mode" with default "restricted", if the request does not include a Privacy header field, and except if the request includes a Privacy header field that is set to "none" or "id, the AS shall insert a Privacy header field set to "id" or "header" based on the subscription option. Additionally, as an originating option, the AS may either modify the From header field to remove the identification information, or add a Privacy header field set to "user".

NOTE:
When the OIR service is used, the originating UE is supposed to already have removed identity information. However because this UE is not trusted, this is also done by the AS to ensure that this information is removed.

For an originating user that subscribes to the OIR service in "temporary mode" with default "not restricted", if the request includes a Privacy header field is set to "id" or "header", as an originating network option, the AS, may modify the From header field to remove the identification information. As an originating network option, if the "no screening" special arrangement does not exist with the originating user, the network may attempt to match the information in the From header with the set of registered public identities of the originating user. If a match is not found, the AS may set the From header to the SIP URI that includes the default public user identity.

4.5.2.5
Actions at the outgoing I‑CSCF (THIG) 

Procedures according to ES 283 003 [3] shall apply.

4.5.2.6
Actions at the incoming I‑CSCF 

Procedures according to ES 283 003 [3] shall apply.

4.5.2.7
Actions at the outgoing IBCF

Procedures according to ES 283 003 [3] shall apply.

NOTE:
It is assumed that the IBCF is responsible for stripping the P‑Asserted‑Identity from the SIP header when interworking with untrusted networks.

4.5.2.8
Actions at the incoming IBCF

Procedures according to ES 283 003 [3] shall apply.

NOTE:
It is assumed that the IBCF is responsible for stripping the P‑Asserted‑Identity from the SIP header when interworking with untrusted networks.

4.5.2.9
Actions at the AS serving the terminating UE

If a terminating user does not subscribe to OIP service, an AS shall remove any P‑Asserted‑Identity or Privacy header fields included in the request. Additionally, the Application Server may as a network option anonymize the contents of the From header by setting it to a default non significant value. As a network option, if the terminating user has an override category, the AS shall send the P‑Asserted‑Identity headers and remove the Privacy header fields.

If the request includes the Privacy header field set to "header" the AS shall anonymize the contents of all headers containing private information in accordance with RFC 3323 [6] and RFC 3325 [7].

If the request includes the Privacy header field set to "user" the AS shall remove or anonymize the contents of all "user configurable" headers in accordance with RFC 3323 [6] and RFC 3325 [7]. In the latter case, the AS may need to act as transparent back‑to‑back user agent as described in RFC 3323 [6].

4.5.2.10
Actions at the S‑CSCF serving the terminating UE

The CSCF shall apply any privacy required by RFC 3325 [7] to the P‑Asserted‑Identity. In particular, if the Privacy header field is included and set to "id", the S‑CSCF shall remove any P‑Asserted‑Identity header fields from the request.

NOTE 1:
For the S‑CSCF to forward an initial request or standalone request, an initial filter criterion must be setup for the user who is subscribed to the service. Annex B provides an example of an initial filter criterion that that can be applied for the OIP service.

If the request contains the Privacy header field "header" and/or "user" the S‑CSCF shall forward the request to the AS.

NOTE 2:
When removing the P‑Asserted‑identity any following service in the chain could be affected. Therefore service based on the originating identity (such as ICB and ACR), should precede the OIP service in the chain.

4.5.2.11
Actions at the destination P‑CSCF

The basic communication procedures according to ES 283 003 [3] shall apply.

4.5.2.12
Actions at the terminating UE

A terminating UE shall support the receipt of one or more P‑Asserted‑Identity header fields in SIP requests initiating a dialog or standalone transactions, each one containing a public user identity of the originating user. The UE may present the information to the user.

NOTE 1:
If no P‑Asserted‑Identity header fields are present, but a Privacy header field was present, then the one or more identities may have been withheld due to presentation restriction.

NOTE 2:
If neither P‑Asserted‑Identity header fields nor a Privacy header field are present, then the network‑provided identities may not have been available (due to, for example, interworking with other networks), or the user may not hold a subscription to the OIP service.

NOTE 3:
A user‑provided identity may also be available, within the From header field of the request. The TISPAN NGN network can not take any responsibility for the content of that the From header field.

4.6
Interaction with other simulation services
4.6.1
Communication Hold (HOLD)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

4.6.2
Terminating Identity Presentation (TIP)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

4.6.3
Terminating Identity Restriction (TIR)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

4.6.4
Originating Identity Presentation (OIP) 

The OIR service shall normally take precedence over the OIP service.

The OIP service can take precedence over the OIR service when the destination subscriber has an override category. This is a national matter, ands is outside the scope of the present document.

4.6.5
Originating Identity Restriction (OIR)

The OIR service shall normally take precedence over the OIP service.

The OIP service can take precedence over the OIR service when the destination user has an override category. This is a national matter, ands is outside the scope of the present document.

4.6.6
Conference calling (CONF)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

4.6.7
Communication diversion services (CDIV)

When a request has been diverted and the diverted‑to user has been provided with the OIP service, the diverted‑to UE shall receive the identity information of the original originating user. When the OIR service has been invoked, the originating user's identity information shall not be presented to the diverted‑to user unless the diverted‑to user has an override category.

4.6.8
Malicious Communication IDentification (MCID)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

NOTE:
When the MCID service is invoked, the identity of an incoming communication is registered in the network whether or not the originating user has activated the OIR service.

4.6.9
Incoming Communication Barring (ICB)

Within the network execution of ICB and ACR services shall precede the OIP service.


4.6.10
Explicit Communication Transfer (ECT)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

4.7
Interactions with other networks

4.7.1
Interaction with PSTN/ISDN networks

The interworking described in ES 283 027 [11], clause 7.4.1 shall apply.

NOTE:
The mapping of parameters for the regarding supplementary service is the same as for the OIP/OIR simulation service.

4.7.2
Interworking with PSTN/ISDN emulation

When interworking with the PSTN/ISDN domain, the following header fields, shall be passed without changes:

· the P‑Asserted‑Identity header field; and

· the Privacy header field.

NOTE:
The SIP header fields are transcoded by the MGCF from and to a ISUP MIME body.

If the network is not trusted the P‑Asserted‑Identity shall be removed from SIP requests and SIP responses.

4.7.3
Interaction with other IP networks

If the other IP based network is a trusted network and the RFC 3323 [6] and RFC 3325 [7] are supported the following header fields shall be forwarded without changes:

· the P‑Asserted‑Identity header field; and

· the Privacy header field.

If the other IP network is not trusted the P‑Asserted‑Identity header fields shall be removed from SIP requests and SIP responses.

4.8
Signalling flows
No OIP or OIR service specific signalling flow is necessary in addition to the basic communication control according to ES 283 003 [3].

4.9
Parameter values (timers)
No specific timers are required.

4.10
Service configuration
Originating Identity documents are sub‑trees of the simservs XML document specified in TS 183 023 [13]. As such, Originating Identity documents use the XCAP application usage in TS 183 023 [13].
Data semantics: The semantics of the Originating Identity XML configuration document is specified in clause 4.10.1.
XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 4.10.2.

An instance of an Originating Identity document is shown:

<?xml version="1.0" encoding="UTF‑8"?>
<simservs xmlns="urn:org:etsi:ngn:params:xml:ns:simservs" xmlns:xsi="http://www.w3.org/2001/XMLSchema‑instance" xsi:schemaLocation="urn:org:etsi:ngn:params:xml:ns:simservs">

   <originating‑identity‑presentation active="true"/>

   <originating‑identity‑presentation‑restriction active="true">

       <default‑behaviour>presentation‑restricted</default‑behaviour>

   </originating‑identity‑presentation‑restriction>

</simservs>
4.10.1
Data semantics

The OIP service can be activated/deactivated using the active attribute of the <originating‑identity‑presentation> service element.

The OIR service can be activated/deactivated using the active attribute of the <originating‑identity‑presentation‑restriction> service element. Activating the OIR service this way activates the temporary mode OIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.

The behaviour of the temporary mode OIR is configured with the optional <default‑behaviour> element. There are two values that this element can take:

· Presentation‑restricted: This configures the service to behave as specified in clause 4.5.2.4 for the case OIR service in "temporary mode" with default "restricted".

· Presentation‑not‑restricted: This configures the service to behave as specified in clause 4.5.2.4 for the case OIR service in "temporary mode" with default "not restricted".

4.10.2
XML schema

<?xml version="1.0" encoding="UTF‑8"?>
<xs:schema xmlns:ss="urn:org:etsi:ngn:params:xml:ns:simservs" xmlns:xs="http://www.w3.org/2001/XMLSchema" targetNamespace="urn:org:etsi:ngn:params:xml:ns:simservs" elementFormDefault="qualified" attributeFormDefault="unqualified">
   <xs:element name="originating‑identity‑presentation‑restriction" substitutionGroup="ss:absService">
       <xs:annotation>
           <xs:documentation>Originating Identity presentation Restriction




</xs:documentation>
       </xs:annotation>
       <xs:complexType>
           <xs:complexContent>
               <xs:extension base="ss:simservType">
                   <xs:sequence>
                       <xs:element name="default‑behaviour" default="presentation‑restricted" minOccurs="0">
                           <xs:simpleType>
                               <xs:restriction base="xs:string">
                                   <xs:enumeration value="presentation‑restricted"/>
                                   <xs:enumeration value="presentation‑not‑restricted"/>
                               </xs:restriction>
                           </xs:simpleType>
                       </xs:element>
                   </xs:sequence>
               </xs:extension>
           </xs:complexContent>
       </xs:complexType>
   </xs:element>
   <xs:element name="originating‑identity‑presentation" type="ss:simservType" substitutionGroup="ss:absService">
       <xs:annotation>
           <xs:documentation>Originating Identity Presentation




</xs:documentation>
       </xs:annotation>
   </xs:element>
</xs:schema>
Annex A (informative):
Signalling flows 

The signalling flow for the OIR service and the OIP service is the same as the signalling flow for basic communication described in ES 283 003 [3].
Annex B (informative):
Example of filter criteria 

This annex provides an example of a filter criterion that triggers SIP requests that are subject to Initial Filter Criteria (IFC) evaluation.

B.1
Originating filter criteria for OIR service

All outgoing SIP requests are forwarded to an Application Server providing the OIR service under the following conditions:

· the user is subscribed to the OIR service in permanent mode; or

· the request does not include a Privacy header field.
B.2
Terminating filter criteria for OIP service

All incoming SIP requests are forwarded to an Application Server providing the OIP service under the following conditions:

· The terminating user does not subscribe to the OIP service and the AS acts according to clause 4.5.2.9.

Annex B (temporary):
Terminating Identification Presentation (TIP) / Terminating Identification Restriction (TIR)
This temporary Annex shows the complete ETSI TS 183 008 [7] with the changes needed by 3GPP outlined in text marked by blue underscore (example of inserted text) for inserted text, and blue strikethrough for deleted text (example of deleted text). This Annex is intended deleted when 3GPP and TISPAN have concluded on how the technical specifications for the Multimedia Telephony Supplementary Services will be documented.
The reasons for the 3GPP specific additions to the ETSI TS in this annex are motivated by Editor's notes.
Note:
ETSI TS 183 008 [7] can be updated by TISPAN in parallell to the changes proposed by 3GPP. If a new version of ETSI TS 183 008 [7] is created, this temporary Annex will be updated to reflect this new reference version.

All clauses between temporary Annex B and temporary Annex C are part of ETSI TS 183 008 [7].
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Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

Breakout Gateway Control Function (BGCF): See ES 282 007.
Call Session Control Function (CSCF) : See ES 282 007.
dialog: See RFC 3261.
header: See RFC 3261.
header field: See RFC 3261.
identity information: all the information (RFC 2806 / RFC 2396 / ITU-T Recommendation E.164) identifying a user, including trusted (network generated) and/or untrusted (user generated) addresses

NOTE:
Identity information shall take the form of either a SIP URI (see RFC 3261) or a "tel" URI (see RFC 3966).
incoming initial request: all requests intended to initiate either a dialog or a standalone transaction received from the served user

Interrogating‑CSCF (I‑CSCF): See ES 282 003.
Interconnection Border Control Function (IBCF): See ES 282 003.
Media Gateway Control Function (MGCF): See ES 282 007.
method: See RFC 3261.
Multimedia Resource Function Controller (MRFC): See ES 282 007.
Multimedia Resource Function Processor (MRFP): See ES 282 007.
outgoing initial request: all requests intended to initiate either a dialog or a standalone transaction terminated by the served user

provisional response: See RFC 3261.
proxy: See RFC 3261.
Proxy‑CSCF (P‑CSCF): See ES 282 003.
public user identity: See TS 182 006, clause 4.3.3.2 and ES 282 003.

request: See RFC 3261.
response: See RFC 3261.
session: See RFC 3261.
(SIP) transaction: See RFC 3261.
Subscription Locator Function (SLF): See ES 282 007.
supplementary service: See ITU‑T Recommendation I.210, clause 2.4.

tag: See RFC 3261.

trusted identity information: network generated user public identity information 

3.2
Abbreviations
For the purposes of the present document, the following abbreviations apply:

CCBS
Completion of Communication to Busy Subscriber

CDIV
Communication DIVersion 

CN
Core Network

CONF
CONFerence

CS
Circuit Switched

CW
Communication Waiting

HOLD
Communication Hold

IBCF
Interconnection Border Control Function

IFC
Initial Filter Criteria

IMS
IP Multimedia Subsystem

IP
Internet Protocol

ISDN
Integrated Service Data Network

MCID
Malicious Communication IDentification

NGN
Next Generation Network

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

PSTN
Public Switch Telephone Network

SIP
Session Initiation Protocol

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction 

UE
User Equipment

4
Terminating Identification Presentation (TIP) and Terminating Identification Restriction (TIR)

4.1
Introduction

The Terminating Identification Presentation (TIP) service provides the originating party with the possibility of receiving identity information in order to identify the terminating party.

The network shall deliver the Terminating Identity to the originating party on communication acceptance regardless of the terminal capability to handle the information.

The Terminating Identification Restriction (TIR) is a service offered to the connected party which enables the connected party to prevent presentation of the terminating identity information to originating party.

4.2
Description

4.2.1
General description

The Terminating Identification Presentation (TIP) service provides the originating party with the possibility of receiving trusted information in order to identify the terminating party.

The Terminating Identification Restriction (TIR) is a service offered to the terminating party which enables the terminating party to prevent presentation of the terminating identity information to originating party.

4.3
Operational requirements

4.3.1
Provision/withdrawal

4.3.1.1
TIP Provision/withdrawal

The TIP service may be provided after prior arrangement with the service provider or be generally available.

The TIP service shall be withdrawn at the subscriber's request or for administrative reasons.

4.3.1.2
TIR Provision/withdrawal

The TIR service, temporary mode, may be provided on a subscription basis or may be generally available.

The TIR service, permanent mode, shall be provided on a subscription basis.

As a network option, the TIR service can be offered with several subscription options. A network providing the TIR service shall support temporary mode at a minimum. Subscription options are summarized in table 1.

Table 2: TIR subscription options

	Subscription option values
	Values

	Mode 
	‑ permanent mode (active for all requests)

‑ temporary mode (specified by the user per request)

	Temporary mode default
	‑ presentation restricted

‑ presentation not restricted


4.3.2
Requirements on the originating network side

For originating users that subscribe to the TIP service, if network provided identity information about the terminator is available, and if presentation is allowed, the network shall include that information in the responses sent to the user.

If the presentation of the network asserted identity is restricted due to the TIR service, then the originating user shall receive an indication that the network provided identity was not sent because of restriction.

If the network asserted identity information is not available at the originating network (for reasons such as interworking), then the network shall indicate to the terminating user that the network asserted identity information was not included for reasons other than restriction.

4.3.3
Requirements on the terminating network side

As part of the basic communication control procedures specified in ES 283 003 [2], the following requirements apply at the terminating network side in support of the TIP service and the TIR service. Unless noted otherwise, these requirements are meant to apply to responses where the presence of the P‑Asserted‑Identity and Privacy header fields are allowed.. These procedures apply regardless of whether the originating or terminating parties subscribe to the TIP service or the TIR service:

The terminating network shall include network asserted identity information in responses where allowed by 
ES 283 003 [2]. For TIR subscribers:

-
The terminating user may include an indication that it wishes to have the presentation of its identity information restricted, in any response where allowed by ES 283 003 [2].

-
If the terminating user has subscribed to the TIR service in the permanent or temporary mode, then the network shall automatically invoke the TIR service for every incoming request.

If the TIR service is not invoked, the network‑provided identity shall be considered to be presentation allowed.

As a national option the originating AS can override the presentation restriction indication and the terminating identity is then presented to the originating subscriber for specific originating access' categories (e.g. Police).

4.4
Syntax requirements

The syntax for the relevant headers in the SIP requests and SIP responses shall be as follows:

The syntax of the P‑Asserted‑Identity header field shall conform to the requirements in ES 283 003 [2] 
(RFC 3325 [6] and RFC 3966 [8]).

The syntax of the Privacy header shall conform to the requirements in ES 283 003 [2] (RFC 3323 [5] and 
RFC 3325 [6]).

4.5
Signalling procedures
Editor's note:
The changes to 4.5.0, 4.5.1, 4.5.1A and 4.5.1B are done to create a structure of the document that is similar to the structure as for the existing supplementary service for the CS domain. This is done as a terminal in 3GPP can use both the CS and the IMS domain, and a similar end user experience for operation of the supplementary service is beneficial in both domains.

4.5.0
General

For user configuration of the TIR service the Ut interface should be used.

See subclause 4.9 for further information about the structure of the XML document.

NOTE:
Other possibilities for user configuration, as web-based provisioning or pre-provisioning by the operator are outside the scope of this specification.

4.5.1
Activation/deactivation/registration
The TIP service is activated at provisioning and deactivated at withdrawal.

The TIR service is activated at provisioning and deactivated at withdrawal

For provisioning of the TIR the Ut interface could be used. (see clause 4.9 for further information).

Other possibilities for provisioning could be used too like web based provisioning or pre‑provisioning by the operator.
4.5.1A
Registration/erasure

The TIP service requires no registration. Erasure is not applicable.

The TIR service requires no registration. Erasure is not applicable.

4.5.1B
Interrogation

For TIP, interrogation is not applicable.

For interrogation of TIR, the Ut interface should be used.

4.5.2
Invocation and operation

4.5.2.1
Actions at the originating UE

A UE that supports the TIP service signalling procedures shall support the receipt, in SIP responses to SIP requests initiating a dialog or for standalone transactions, one or more P‑Asserted‑Identity headers, each one containing a network‑provided identity information of the terminating user.

If no P‑Asserted‑Identity header fields are present, but a Privacy header field set to "id" was present, then the network‑provided identity information was withheld due to presentation restriction.

If neither P‑Asserted‑Identity header fields nor a Privacy header fields set to "id" are present, then the network‑provided identity information was not available (due, for example, to interworking with other networks).

Once a 2xx response is received, the P‑Asserted‑Identity header field of the first 2xx response is used, e.g. when presenting the identity to the user.

NOTE:
Any P‑Asserted‑Identity received in a provisional response is outside the scope of this service.

4.5.2.2
Actions at the originating P‑CSCF

There are no procedures at the originating P‑CSCF relevant to the TIP service or the TIR service.

4.5.2.3
Actions at the S‑CSCF serving the originating UE

Procedures according to ES 283 003 [2] shall apply.
For the S‑CSCF to forward an initial SIP request or standalone SIP request, an initial filter criterion may be setup for the user who does not subscribe to the TIP service. Annex B provides an example of an initial filter criterion that that can be applied for the TIP/TIR service.
NOTE: Annex B provides an example of an initial filter criterion that that can be applied for the TIP/TIR service.
4.5.2.4
Actions at the AS serving the originating UE

NOTE:
If the terminating user requests privacy the S‑CSCF removes the P‑Asserted‑Identity header field as part of the basic communication procedures defined in ES 283 003 [2].

If a originating user does not subscribe to the TIP service, any P‑Asserted‑Identity header fields or Privacy header fields included in the SIP response shall be removed.

4.5.2.5
Actions at the outgoing I‑CSCF (THIG) 

Procedures according to ES 283 003 [2] shall apply.

4.5.2.6
Actions at the incoming I‑CSCF 

Procedures according to ES 283 003 [2] shall apply.

4.5.2.7
Actions at the outgoing IBCF

Procedures according to ES 283 003 [2] shall apply.

NOTE:
It is assumed that the IBCF is responsible for stripping the P‑Asserted‑Identity from the SIP header when interworking with untrusted networks.

4.5.2.8
Actions at the incoming IBCF

Procedures according to ES 283 003 [2] shall apply.

NOTE:
It is assumed that the IBCF is responsible for stripping the P‑Asserted‑Identity from the SIP header when interworking with untrusted networks.

4.5.2.9
Actions at the AS serving the terminating UE.

For an terminating user who subscribes to the TIR service in "permanent mode", if a SIP response to a SIP request does not include a Privacy header field, the AS shall insert a Privacy header field set to "id".

For a terminating user who subscribes to the TIR service in "temporary mode" with default set to "restricted", if a SIP response to a SIP request does not include a Privacy header field, the AS shall insert a Privacy header field set to "id".

For a terminating user who subscribes to the TIR service in "temporary mode" with default set to "not restricted" normal procedures apply.

4.5.2.10
Actions at the S‑CSCF serving the terminating UE

Procedures according to ES 283 003 [2] shall apply.
For the S‑CSCF to forward an initial request or standalone request, an initial filter criterion must be setup for the user who is subscribed to the TIR service. Annex B provides an example of an initial filter criterion that that can be applied for the TIP/TIR service.
NOTE: Annex B provides an example of an initial filter criterion that that can be applied for the TIP/TIR service.
4.5.2.11
Actions at the terminating P‑CSCF

Procedures according to ES 283 003 [2] shall apply.

4.5.2.12
Actions at the terminating UE

The destination UE, if requesting that its identity be kept private from the originating user, may include a Privacy header with privacy type of "id" in any non‑100 responses it sends upon receipt of a SIP request.

NOTE:
It is assumed that TIR subscribers support RFC 3325 [6].

4.6
Interaction with other simulation services
4.6.1
Communication session Hold (HOLD)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

4.6.2
Terminating Identification Presentation (TIP)

The TIR service shall normally take precedence over the TIP service. The TIP service can take precedence over the TIR service when the originating user has an override category. This is a national matter, the operation of which is outside the scope of the present document.

4.6.3
Terminating Identification Restriction (TIR)

The TIR service shall normally take precedence over the TIP service. The TIP service can take precedence over the TIR service when the originating user has an override category. This is a national matter, the operation of which is outside the scope of the present document.

4.6.4
Originating Identification Presentation (OIP)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

4.6.5
Originating Identification Restriction (OIR)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

4.6.6
Conference (CONF)

Conference controller: no impact, i.e. neither simulation service shall affect the operation of the other simulation service.

Participants in a conference shall not receive the TIP service information of participants being added to the conference.

4.6.7
Communication DIVersion services (CDIV)

In case of the TIP service if the served (forwarding/deflecting) user selects the option that the originating user is not notified of communication diversion, then the originating user shall receive no diversion notification. In addition, the originating user shall not receive the terminating user's identity information when the communication is answered, unless the originating user has override capability.

In case of the TIP service if the served (forwarding/deflecting) user selects the option that the originating user is notified, but without the diverted‑to address, then the originating user shall not receive the terminating user's identity information when the communication is answered, unless the originating user has override capability.

If a diverted‑to user subscribes to the TIR service "permanent mode", then the diverted‑to user's URI shall not be provided with the notification that the communication has been diverted.

If a diverted‑to user subscribes to the TIR service "temporary mode", then the diverted‑to user's URI shall not be provided until negotiation with the user has taken place and a positive indication from the user has been received. 

In each of the above situations, a originating user that subscribes to the TIP service and who has override capability will not receive the diverted‑to user's number as part of the diverting notification information, but can use the override capability in order to receive the terminating identity information when the communication is answered.

4.6.8
Malicious Communication IDentification (MCID)

No impact, i.e. neither simulation service shall affect the operation of the other simulation service.

4.7
Interactions with other networks

4.7.1
Interaction with PSTN/ISDN networks

The interworking described in ES 283 025 (see bibliography) shall apply.
4.7.2
Interaction with PSTN/ISDN emulation

When interworking with the PSTN/ISDN domain, the following header fields shall be passed without changes:

· P‑Asserted‑Identity header field; and

· Privacy header field.

NOTE:
The SIP header fields are transcoded by the MGCF from and to an ISUP MIME body.

If the network is not trusted the P‑Asserted‑Identity shall be removed from SIP requests and SIP responses.

4.7.3
Interaction with other IP networks

If the other IP network is a trusted network and the RFC 3323 [5] and RFC 3325 [6] are supported the following header fields shall be forwarded without changes:

P‑Asserted‑Identity header field; and

Privacy header field.

If the IP network is not trusted the P‑Asserted‑ Identity header field shall be removed from SIP requests and SIP responses.

4.8
Parameter values (timers)
No specific timers are required.
4.9
Service configuration
Terminating Identity documents are sub‑trees of the simservs XML document specified in TS 183 023 [15]. As such, Terminating Identity documents use the XCAP application usage in TS 183 023 [15].
Data semantics: The semantics of the Terminating Identity XML configuration document is specified in clause 4.9.1.
XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 4.9.2.

An instance of an Terminating Identity document is shown:

<?xml version="1.0" encoding="UTF‑8"?>
<simservs xmlns="urn:org:etsi:ngn:params:xml:ns:simservs" xmlns:xsi="http://www.w3.org/2001/XMLSchema‑instance" xsi:schemaLocation="urn:org:etsi:ngn:params:xml:ns:simservs">

   <terminating‑identity‑presentation active="true"/>

   <terminating‑identity‑presentation‑restriction active="true">

       <default‑behaviour>presentation‑restricted</default‑behaviour>

   </terminating‑identity‑presentation‑restriction>

</simservs>
4.9.1
Data semantics

The TIP service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation> service element.

The TIR service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation‑restriction> service element. Activating the TIR service this way activates the temporary mode TIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.

The behaviour of the temporary mode TIR is configured with the optional <default‑behaviour> element. There are two values that this element can take:

· presentation‑restricted: This configures the service to behave as specified in clause 4.5.2.9 for the case TIR service in "temporary mode" with default "restricted".

· presentation‑not‑restricted: This configures the service to behave as specified in clause 4.5.2.9 for the case TIR service in "temporary mode" with default "not restricted".

4.9.2
XML schema

<?xml version="1.0" encoding="UTF‑8"?>
<xs:schema xmlns:ss="urn:org:etsi:ngn:params:xml:ns:simservs" xmlns:xs="http://www.w3.org/2001/XMLSchema" targetNamespace="urn:org:etsi:ngn:params:xml:ns:simservs" elementFormDefault="qualified" attributeFormDefault="unqualified">
   <xs:element name="terminating‑identity‑presentation‑restriction" substitutionGroup="ss:absService">
       <xs:annotation>
           <xs:documentation>Terminating Identity presentation Restriction




</xs:documentation>
       </xs:annotation>
       <xs:complexType>
           <xs:complexContent>
               <xs:extension base="ss:simservType">
                   <xs:sequence>
                       <xs:element name="default‑behaviour" default="presentation‑restricted" minOccurs="0">
                           <xs:simpleType>
                               <xs:restriction base="xs:string">
                                   <xs:enumeration value="presentation‑restricted"/>
                                   <xs:enumeration value="presentation‑not‑restricted"/>
                               </xs:restriction>
                           </xs:simpleType>
                       </xs:element>
                   </xs:sequence>
               </xs:extension>
           </xs:complexContent>
       </xs:complexType>
   </xs:element>
   <xs:element name="terminating‑identity‑presentation" type="ss:simservType" substitutionGroup="ss:absService">
       <xs:annotation>
           <xs:documentation>Terminating Identity Presentation




</xs:documentation>
       </xs:annotation>
   </xs:element>
</xs:schema>
Annex A (informative):
Signalling flows 

No TIP/TIR service specific signalling flow is necessary in addition to the basic communication control according to 
ES 283 003 [2].
Annex B (informative):
Example of filter criteria

This annex provides an example of a filter criterion that triggers SIP requests that are subject to initial filter criteria evaluation.

B.1
Originating IFC for TIP service

All outgoing initial SIP requests are forwarded to an Application Server providing the TIR simulation service under the following conditions:

The originating user does not subscribe to the TIP service and the AS removes the P‑Asserted‑Identity header fields and the Privacy header field.

NOTE:
Responses follow the same route as requests, so the responses will also be routed via the AS.

B.2
Terminating IFC for TIR service

The terminating user has subscribed the TIR service, in either permanent or temporary mode.
NOTE:
Responses follow the same route as requests, so the responses will also be routed via the AS.

Annex C (informative):
Bibliography

· ETSI ES 283 025: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); H.248 MG and MGC System Management Procedures".

Annex C (temporary):
Communication Diversion (CDIV)
This temporary Annex shows the complete ETSI TS 183 004 [3] with the changes needed by 3GPP outlined in text marked by blue underscore (example of inserted text) for inserted text, and blue strikethrough for deleted text (example of deleted text). This Annex is intended deleted when 3GPP and TISPAN have concluded on how the technical specifications for the Multimedia Telephony Supplementary Services will be documented.

The reasons for the 3GPP specific additions to the ETSI TS in this annex are motivated by Editor's notes.

Note:
ETSI TS 183 004 [3] can be updated by TISPAN in parallell to the changes proposed by 3GPP. If a new version of ETSI TS 183 004 [3] is created, this temporary Annex will be updated to reflect this new reference version.

All clauses between temporary Annex C and temporary Annex D are part of ETSI TS 183 004 [4].
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The present document specifies the, stage three, Protocol Description of the Communications Diversion (CDIV) services, based on stage one and two of the ISDN Communication diversion supplementary services. Within the Next Generation Network (NGN) the stage 3 description is specified using the IP Multimedia Communication Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP).

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

Referenced documents which are not found to be publicly available in the expected location might be found at http://docbox.etsi.org/Reference.

[1]
ETSI TS 181 002: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Multimedia Telephony with PSTN/ISDN simulation services".

[2]
ETSI ES 283 003: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Endorsement of "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Stage 3 (Release 6)" for NGN Release 1".

[3]
IETF RFC 4244: "An Extension to the Session Initiation Protocol (SIP) for Request History Information".
[4]
ETSI TS 183 023: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Release 1; PSTN/ISDN simulation services; Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating NGN PSTN/ISDN Simulation Services".

[5]
IETF RFC 2327: "SDP: Session Description Protocol".

[6]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[7]
IETF RFC 3966: "The tel URI for Telephone Numbers.

[8]
IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks".

[9]
ETSI TS 183 011: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN simulation services: Anonymous Communication Rejection (ACR) and Communication Barring (CB); Protocol specification".

[10]
ETSI EN 300 356-15 (V4.2.1): "Integrated Services Digital Network (ISDN); Signalling System No.7 (SS7); ISDN User Part (ISUP) version 4 for the international interface; Part 15: Diversion supplementary service [ITU-T Recommendation Q.732, clauses 2 to 5 (1999) modified]".

[11]
ETSI TS 183 028: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Common Basic Communication procedures; Protocol specification".

[12]
ETSI ES 282 001: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Functional Architecture Release 1".

[13]
ETSI ES 283 027: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Interworking SIP-ISUP for TISPAN-IMS".
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 181 002 [1] and the following apply:

escaped character: See RFC 3261 [6].

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACK
ACKnowledgement

CD
Communication Deflection

CDIV
Communication DIVersion

CFB
Communication Forwarding Busy

CFNL
Communication Forwarding on No Logged-in

CFNR
Communication Forwarding No Reply

CFU
Communication Forwarding Unconditional

HOLD
communication HOLD

IFC
Initial Filter Criteria
IMS
IP Multimedia Subsystem

IP
Internet Protocol

ISDN
Integrated Service Data Network

MCID
Malicious Communication IDentification

NGN
Next Generation Network

OCB
Outgoing Communication Barring (OCB)

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

PSTN
Public Switched Telephone Network

S-CSCF
Server-Call Session Control Function

SDP
Session Description Protocol

SIP
Session Initiation Protocol

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

UA
User Agent

UE
User Equipment

URI
Universal Resource Identifier

XML
eXtensible Markup Language

4
Communications Diversion (CDIV)

4.1
Introduction

The Communications Diversion (CDIV) services enables diverting user, to divert the communications addressed to diverting user to an other destination. 

4.2
Description

4.2.1
General description

The service description of the following Communication Services CFU, CFB, CFNR and CD are based on the PSTN/ISDN Supplementary Services.

Generally the following requirements should be fulfilled:

· It shall be possible for the user or the network to identify an alternative destination for an IP multimedia session or individual media of an IP multimedia session. 
· It shall be possible for redirection to be initiated at various stages of an IP Multimedia session. For example:
· Prior to the set up of an IP Multimedia session.

· During the initial request for an IP Multimedia session (CFU).

· During the establishment of an IP Multimedia session (CD).

· Redirection can be applied for all Multimedia sessions unconditionally or it can be caused by any of a set list of events or conditions. Typical causes could be:

· Identity of the originating user.

· Presence of the originating or destination party.

· If the destination party is already in a session (CFB).

· If the destination party is unreachable or unavailable in some other way (CFNL; CFNR).

· If the destination party does not respond (CFNR).

· After a specified alerting interval (CFNR).

· User's preference on routing for specific IP Multimedia session based on the capabilities of multiple UEs sharing the same IMS service subscription.

· The sending party, receiving party or the network on their behalf, may initiate redirection to alternative destinations. 

The following services describe applications based on a subset of the above-mentioned requirements to provide user different possibilities to divert a communication. 

It should be possible that a user has the option to restrict receiving communications that are forwarded. 

Communication Forwarding Unconditional (CFU)

The CFU service enables a served user to have the network redirect to another user communications which are addressed to the served user's address. The CFU service may operate on all communication, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFU supplementary service. After the CFU service has been activated, communications are forwarded independent of the status of the served user.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFU service has been activated. This indication shall be provided when the served user originates a communication if the CFU service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

Communication Forwarding on Busy user (CFB)

The CFB service enables a served user to have the network redirect to another user communications which are addressed to the served user's address and meet busy. The CFB service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFB supplementary service.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFB service has been activated. This indication shall be provided when the served user originates a communication if the CFB service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

For more information on the procedures for determination of the busy condition see ES 183 028 [11].

Communication Forwarding on no Reply (CFNR)

The CFNR service enables a served user to have the network redirect to another user communications which are addressed to the served user's address, and for which the connection is not established within a defined period of time. The CFNR service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFNR supplementary service.

The CFNR service can only be invoked by the network after the communication has been offered to the served user and an indication that the called user is being informed of the communication has been received.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFNR service has been activated. This indication shall be provided when the served user originates a communication if the CFNR service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Communication Deflection (CD)

The CD service enables the served user to respond to an incoming communication by requesting redirection of that communication to another user. The CD service can only be invoked before the connection is established by the served user, i.e. in response to the offered communication, or during the period that the served user is being informed of the communication. The served user's ability to originate communications is unaffected by the CD supplementary service.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Communication Forwarding on Not Logged-in (CFNL)

The Communication Forwarding on Not Logged-in (CFNL) service enables a served user to redirect incoming communications which are addressed to the served user's address, to another user (forwarded-to address) in case the served user is not registered (logged-in). The CFNL service may operate on all communications, or just those associated with specified basic services. 

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFNL service has been activated. This indication shall be provided when the served user logs out according to procedures described in RFC 3261 [6].

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

4.3
Operational requirements

4.3.1
Provision/withdrawal

The CDIV services (Communication forwarding unconditional, Communication forwarding busy, Communication forwarding no reply, Communication forwarding not logged-in and Communication deflection) shall be provided after prior arrangement with the service provider.

The CDIV services shall be withdrawn at the served user's request or for administrative reasons.

The five simulation services can be offered separately with subscription options. For each subscription option, only one value can be selected. These subscription options are part of the call diversion profile for the served user. The subscription options are sown in the table 4.3.1.1.

Table 4.3.1.1: Subscription options for CDIV services

	Subscription options
	Value
	Applicability

	Served user receives notification that a communication has been forwarded.
	No (default)
________________________

Yes
	CFU
CFB
CFNR
CD

	Originating user receives notification that his communication has been diverted (forwarded or deflected).
	No
________________________

Yes (default)
	CFU
CFB
CFNR
CFNL
CD

	Served user allows the presentation of his/her URI to originating user in diversion notification.
	No
________________________

Yes (default)
	CFU
CFB
CFNR
CFNL
CD

	Served user receives reminder notification on outgoing communication that forwarding is currently activated.
	No (default)
________________________

Yes
	CFU
CFB
CFNR
CFNL

	Served user allows the presentation of his/her URI to diverted‑to user.
	No
________________________

Yes (default)
	CFU
CFB
CFNR
CFNL
CD


The following network provider options are available for the supplementary services:

Table 4.3.1.2: Network provider options for CDIV services

	Network provider option
	Value
	Applicability

	Served user communication retention on invocation of diversion (forwarding or deflection).
	Retain call to the served user until alerting begins at the diverted-to user
________________________

Clear call to the served user on invocation of call diversion 
	CFNR


	Served user communication retention when forwarding is rejected at 
forwarded-to user.
	Continue to alert the forwarding user (see note 1)
________________________

No action at the forwarding user (see note 2)
	CFNR

	Total number of all diversions for each call.
	Maximum number of diverted connections 
( upper limit is based on operator policy)
	CFU
CFB
CFNR
CFNL
CD

	Call forwarding on no reply timer.
	Timer duration shall be a service provider option
	CFNR

	NOTE 1:
This applies to the retention of the communication at invocation of call forwarding.

NOTE 2:
This applies to the clearing communication option on invocation of call forwarding.


For user configuration of the CDIV the Ut interface described in ES 282 001 [12] could be used. More detail is described in clause 4.9.

Other possibilities for provisioning could be used too like web based provisioning or pre-provisioning by the operator.

4.3.2
Requirements on the originating network side

No specific requirements are needed in the network.

4.3.3
Requirements in the network

No specific requirements are needed in the network.

4.4
Coding requirements
ES 283 003 [2] defines the messages and parameters for this simulation service. The following messages and parameters are used to support the Communication diversion service due to fulfil the requirements.

4.4.1
SIP-Messages

The following SIP messages are used due to the coding rules in ES 283 003 [2].

Table 4.4.1.1: SIP Header information for redirection

	SIP Message
	Ref.
	SIP Header

	INVITE
	[3]

[7]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	History-Info-Header

Privacy header

cause-parameter in the uri-parameter

	180 (Ringing)
	[3]

[7]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	History-Info-Header

Privacy header

cause-parameter in the uri-parameter

	181 (Call Is Being Forwarded)
	[3]

[7]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	History-Info-Header

Privacy header

cause-parameter in the uri-parameter

	200 (OK) response
	[3]

[7]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	History-Info-Header

Privacy header

cause-parameter in the uri-parameter

	302 (Moved Temporarily) 
(see note)
	[75]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	Contact header

cause-parameter in the uri-parameter

	NOTE:
The 302 (Moved Temporarily) regarding the present document will be only used for the CD services.


For more information on the cause-parameter is given in annex C.

4.4.2
Parameters

The Privacy header is described in ES 283 003 [2]. The present document refers for the History header to RFC 4244 [3], for the Privacy header and P.-Asserted-Identity to RFC 3325 [8] and for the Cause-Code to 
draft-jennings-sip-voicemail-uri-05 (see Bibliography).

4.5
Signalling requirements
Editor's note:
The changes to 4.5.0, 4.5.1, 4.5.1A and 4.5.1B are done to create a structure of the document that is similar to the structure as for the existing supplementary service for the CS domain. This is done as a terminal in 3GPP can use both the CS and the IMS domain, and a similar end user experience for operation of the supplementary service is beneficial in both domains.

4.5.0
General

For user configuration of the CFU, CFB, CFNR, CFNL and CD services the Ut interface should be used.

See subclause 4.9 for further information about the structure of the XML document.

NOTE:
Other possibilities for user configuration, as web-based provisioning or pre-provisioning by the operator are outside the scope of this specification.

4.5.1
Activation/deactivation/registration
The services CFU, CFB, CFNR, CFNL and CD are individually activated at provisioning or at the subscribers request by using e.g. the Ut interface.

The services CFU, CFB, CFNR, CFNL and CD are individually deactivated at withdrawal or at the subscribers request by using e.g. the Ut interface. 
For provisioning of the CDIV the Ut interface could be used. More detail is described in clause 4.9.

Other possibilities for provisioning could be used too like web based provisioning or pre-provisioning by the operator.
4.5.1A
Registration/erasure

For registration of diversion information for the services CFU, CFB, CFNR, CFNL and CD, the Ut interface should be used . The the diverted-to party address of the services CFU, CFB, CFNR, CFNL and CD can individually be registered at the subscribers request by using the Ut interface.

For erasure of diversion information for the services CFU, CFB, CFNR, CFNL and CD, the Ut interface should be used. The the diverted-to party address of the services CFU, CFB, CFNR, CFNL and CD can individually be erased at the subscribers request by using the Ut interface.

4.5.1B
Interrogation

For interrogation of the services CFU, CFB, CFNR, CFNL and CD, the Ut interface should be used.

4.5.2
Invocation and operation

4.5.2.1
Actions at the originating UA

When communication diversion has occurred on the served user side and the network option "notification procedure" is used, the originating UA may receive a 181 (Call is being forwarded) response according to the procedures described in ES 283 003 [2].

The Information given by the History header could be displayed by the UA if it is a UE.

4.5.2.2
Actions at the originating P-CSCF

Procedures according to ES 283 003 [2] shall apply.

4.5.2.3
Actions at the originating S-CSCF

Procedures according to ES 283 003 [2] shall apply.

4.5.2.4
Actions at the diverting S-CSCF

Procedures according to ES 283 003 [2] shall apply.
Based on the Initial Filter Criteria (IFC) Rules a communication indicating that UE:B the served user is subscribed to the CDIV simulation services the communication is be forwarded to the AS.
NOTE:
An example of the use of IFC is shown in annex B.

4.5.2.5
Actions at the diverted to S-CSCF

Procedures according to ES 283 003 [2] shall apply. 

4.5.2.6
Actions at the AS of the diverting User

4.5.2.6.1
Checking of the diversion limits

When receiving an INVITE request and the AS determines that it must divert a communication:

1)
The AS shall check if diverting the communication exceeds the number of diversions allowed within the network. The number of diversions shall be calculated by the entries including a Cause parameter given by the History-Info header field, if the History-Info header field is present. If the number of diversions exceeds the given limit then the communication shall be released; and

2)
If the Communication has already undergone one or more diversion(s), the entries in the Index entries parameter shall be examined to see if another diversion is allowed due to network based specified limit of diversions.

If the number of diversions exceed the given limit then the following response shall apply:

a)
communication diversion forwarding busy a 486 (Busy here) shall be sent; 
b)
communication forwarding no reply, 480 (Temporarily unavailable) shall be sent;
c)
communication forwarding unconditional 480 (Temporarily unavailable) shall be sent;
d)
communication deflection, 480 (Temporarily unavailable) shall be sent.
NOTE:
It is based on operator policy that the communication can be delivered to the latest diverting party when it is known.

In all cases a Warning header field indicating that the communication is released due to the extension of diversion hops (e.g. "Too many diversions appeared") shall be sent.

4.5.2.6.2
Setting of the diversion parameters by the AS

4.5.2.6.2.1
Overview

After checking the limit of diversions the following settings of the INVITE request shall be performed. 

4.5.2.6.2.2
First diversion; no History header received

When this is the first diversion the communication has undergone, the following information is to be set in the retargeted request:

-
the diverting parties address;

-
the diverted-to party address;

-
diversion information.

The following header fields shall be included or modified with the specified values: 

a)
The Request URI - shall be set to the public user identity where the communication is to be diverted.

b)
The History-Info Header field - Two hist-info entries that shall be generated. 

b.1)
The first entry includes the hi-targeted-to-uri of the served user. 


The privacy header "history" shall be escaped within the hi-targeted-to-uri, if:

4. If the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

5. if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.



The Index is set to index = 1 according to the rules specified in RFC 4244 [3].

b.2)
The second entry includes the hi-targeted-to-uri of the address were the communication is diverted to. The index is set to index = 1.1, The Reason parameter (redirecting reason and redirecting indicator) escaped in the history-info header field shall be set according to the diversion conditions and notification subscription option.


The mapping between the diversion conditions and the coding of the Reason parameter is as follows:

-
Communication forwarding busy, the cause value "486 " as 
defined by draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;

-
Communication forwarding no reply, the cause value " 408" as 
defined by draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;

-
Communication forwarding unconditional, the cause value "302 as 
defined by draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used";

-
Communication deflection (Immediate response), the cause value " 480" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used";

-
Communication Forwarding Not Logged in , the cause value "404" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) is used,

according to the rules specified in RFC 4244 [3].

c)
The To header field - If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
If the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.

In all other cases the To header shall not be changed.

4.5.2.6.2.3
Subsequent diversion; a History header received

When this is the second or greater diversion the communication has undergone, a new history-info entry shall be added to the History-Info header field according to the rules defined in RFC 4244 [3]. The following information has to added to the retargeted request:

· the diverted-to party address;

· diversion information.

The following header fields shall be included or modified with the specified values

a)
Request URI - shall be set to the public user identity where the communication is to be diverted.

b)
History-Info Header The history entry representing the served user may be modified. One history entry is added. 

b.1)
The history entry representing the served user privacy header "history" shall be escaped within the 
hi-targeted-to-uri, if:

-
If the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


If the history is already escaped with the correct privacy value no modification is needed. 


In all other cases the history entry representing the served user shall not be changed.

b.2)
A history entry shall be added where the hi-targeted-to-uri shall be set to the public user identity were the communication is diverted to. cause parameter (redirecting reason) escaped in the History-Info header field shall be set according to the diversion conditions and notification subscription option. 
The mapping between the diversion conditions and the coding of the Reason parameter is as follows:

-
Communication forwarding busy, the Cause value "486" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;
-
Communication forwarding no reply, the Cause value "408" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;
-
Communication forwarding unconditional, the Cause value "302 " as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;
-
Communication deflection (Immediate response), the Cause value "480" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;
-
Communication Forwarding Not Logged in, The Cause value "404" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used. 

The Index shall be incremented according to the rules specified in RFC 4244 [3].

c)
To header- If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.

In all other cases the To header shall not be changed.

Table 4.5.2.6.2.2.1 shows the example of a communication path for multiple diversions.

4.5.2.6.2.2
Overview of the operation

Figure 4.5.2.6.2.2.1 shows the example of a communication path for multiple diversions.
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Figure 4.5.2.6.2.2.1: Originally A calls B Information transferred in the INVITE request

Table 4.5.2.6.2.2.1: Parameter information for multiple redirection

Table 4.5.2.6.2.2.1 shows which parameters and header fields that are modified in a diversion AS.
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Editors Note: 
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4.5.2.6.3
Diversion procedures at the diverting AS 

The diverting AS shall continue the communication depending on the service that is causing the diversion:

1)
Communication Forwarding Unconditional or Communication Forwarding Busy network determined user busy or Communication forwarding on Not Logged in


The AS shall continue in the following manner:

-
If the notification procedure of the originating user is supported then the originating user shall be notified as described in the clause 4.5.2.6.4.

-
An INVITE request containing the diverted-to URI shall sent to the (outgoing) S-CSCF. The INVITE request shall includes the parameter information as shown in table 4.5.2.6.2.2.1 and described in clause 4.5.2.6.2.

2)
Communication Forwarding No Reply 


After receiving the first 180 (Ringing) response the no reply timer (definition see clause 4.8) shall be started. If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.


With receiving a 200 (OK) response the no reply timer shall be terminated and the call follows the Basic call procedure as described within ES 283 003 [2]. Other open early dialogs shall be terminated as described within ES 283 003 [2], clause 9.2.3.


When the no reply timer defined in clause 4.8 expires:


The dialog(s) to the diverting user shall be terminated e.g. by sending a CANCEL request or BYE request according to the rules and procedures in RFC 3261 [6]. 


If the notification procedure of the originating user is supported then the originating user shall be notified as described in the clause 4.5.2.6.4.


An INVITE request is sent to the (outgoing) S-CSCF towards the diverted-to user. The INVITE request includes the parameter information as shown in table 4.5.2.6.2.2.1. 
3)
Communication Forwarding No Reply (ringing continues)


After receiving the first 180 (Ringing) response the no reply timer (definition see clause 4.8) shall be started. If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.


When the no reply timer defined in clause 4.8 expires and if the notification procedures of the originating user is supported then the originating user shall be notified as described in the clause 4.5.2.6.4.

An INVITE is sent to the outgoing S-CSCF towards the diverted to user. The INVITE address message includes the parameter information as shown in table 4.5.2.6.2.2.1.

If diverting user accepts the communication after sending the INVITE request the communication path towards the diverted to user shall be released according to the rules and procedures in RFC 3261 [6].
4)
Communication Forwarding User Determined Busy


The Communication Forwarding User Determined Busy is offered to the served user when the AS:

-
The received 486 Busy shall be acknowledged with a ACK.

-
If the notification procedures of the originating user is supported then the originating user shall be notified as described in the clause 4.5.2.6.4.
-
An INVITE message containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE address message includes the parameter information as shown in table 4.5.2.6.2.2.1.
5)
Communication Deflection immediate response


The Communication Deflection immediate response is offered to the served user.


A 302 (Moved Temporarily) response is received.


If the notification procedures of the originating user is supported then the originating user shall be notified as described in the clause 4.5.2.6.4.

An INVITE message containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE address message includes the parameter information as shown in table 4.5.2.6.2.2.1.
4.5.2.6.4
Notification procedures of the originating user (Network Option)
When Communication Diversion occurs and if served user has the subscription option “Originating user receives notification that his communication has been diverted (forwarded or deflected).” set to true then a 181 (Call Is Being Forwarded) response shall be sent towards the originating user. The following header fields shall be included or modified with the specified values: 

a) The P-Asserted-Identity includes the URI of the diverting user.
b) The Privacy header with the value “id” shall be included, if:

the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or
the served used has the subscription option " Served user allows the presentation of his/her URI to originating user in diversion notification." set to false.

c) The following entries shall be added to the  History-Info header field:

c.1)
If this is the first diversion then the first entry shall be populated with the hi-targeted-to-uri of the served user.  The Index is set to index = 1 according to the rules specified in RFC 4244 [3].
c.2)
On the history entry that represents the served user, the privacy header with value "history" shall be escaped within the hi-targeted-to-uri, if:
· the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or
· the served used has the subscription option " Served user allows the presentation of his/her URI to originating user in diversion notification." set to false.
If the history is already escaped with the correct privacy value no modification is needed.

In all other cases the history entry representing the served user shall not be changed.
c.3)
A history entry shall be added according to the rules of subclause 4.5.6.2.3 item b.2. For this entry the privacy header with value "history" shall be escaped within the hi-targeted-to-uri.
Additional the AS may initiate an announcement to be included towards the calling user in order to inform about the about the diversion. Announcements may be played according to procedures as are described in TS 183 028 [11].

4.5.2.6.5
Indication of communication diversion to the diverting user (network option)

One or combination of the following procedures are possible:

1)
When the diverting user is registering the AS send a MESSAGE request including the information where the call is diverted too. As an Option the MESSAGE request that is be sent due to an timer value that can be provided by the user.

2)
A diverting user will be informed periodically with a MESSAGE request the information where the call is diverted too. 

3)
A diverting user will be informed with a MESSAGE request after the diverting user has initiated a new outgoing communication. the information where the call is diverted too.

4)
A diverting user could be informed via a Voicemail or Message mail system in the communication states described above in 1) to 3).

The description of information text contained in the MESSAGE request is out of scope of the present document.

4.5.2.7
Actions at the AS of the diverted to User 

The AS shall store the History Header of an incoming Request.

If a 180, 181 or 200 response does not contain a History header field, the AS shall include the stored History header field and if diverted to user is subscribed to the TIR service the Privacy header field of all responses the priv-value of the last entry in the History header field shall be set to "history".

NOTE:
A response including no History header Field is coming from an untrusted entity or the History header field is not included due to the privacy status within the SIP request.

4.5.2.8
Void

4.5.2.9
Actions at the incoming I-CSCF 

Procedures according to ES 283 003 [2] shall apply.

4.5.2.10
Actions at the outgoing IBCF

Procedures according to ES 283 003 [2] shall apply.

4.5.2.11
Actions at the incoming IBCF

Procedures according to ES 283 003 [2] shall apply.

4.5.2.12
Actions at the BGCF

Basic call procedures according to ES 283 003 [2] shall apply. 

The interworking with other NGN is described in clauses 4.7.3 and 4.7.4.

4.5.2.13
Actions at the MGCF

Procedures according to ES 283 003 [2] shall apply.

The interworking is described in clause 4.7.1.

4.5.2.14
Actions at the destination P-CSCF

Procedures according to ES 283 003 [2] shall apply.

4.5.2.15
Actions at the diverted to UA

Procedures according to ES 283 003 [2] shall apply.

4.5.2.16
Actions at the diverting UA

Procedures according to ES 283 003 [2] shall apply.

4.6
Interaction with other services
4.6.1
Communication Hold (HOLD)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.2
Terminating Identification Presentation (TIP)

A P-Asserted-Identity and History header field received in the diverting AS is passed unmodified to the originating entity. The originating S-CSCF is responsible of the interpretation of the privacy header field.

4.6.3
Terminating Identification Restriction (TIR)

A P-Asserted-Identity and History header field received in the diverting AS is passed unmodified to the originating entity. The originating CSCF is responsible of the interpretation of the privacy header field.

If the served (diverting) user selects the option that the originating user is notified, but without the diverted-to number, then the AS shall not send the connected user's identity when the communication is answered, unless the originating user has an override capability.

4.6.4
Originating Identification Presentation (OIP)

When a communication has been diverted and the diverted-to user has been provided with the originating identification presentation simulation service, the S-CSCF of the diverted-to user shall sent the number of the original originating user, if this originating user has not subscribed to or invoked the originating identification restriction simulation service.

4.6.5
Originating Identification Restriction (OIR)

When the originating identification restriction simulation service has been invoked, the originating user's address shall not be presented to the diverted-to user unless the diverted-to user has an override capability.

4.6.6
Conference calling (CONF)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.7
Communication Diversion Services (CDIV)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.8
Malicious Communication Identification (MCID)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.9
Anonymous Communication Rejection and Communication Barring (ACR/CB)

If the user where the communication is forwarded to has subscribed to a call barring service "inhibition of incoming forwarded communication" the procedures described in TS 183 011 [9] shall take precedence.

If the user is subscribed to an Outgoing Communication Barring (OCB) service that includes the forwarded communication the OCB shall take precedence. The CDIV service has to check if the forwarded to number is restricted and release the communication in such a case.

4.6.10
Explicit Communication Transfer (ECT)

No impact, i.e. neither service shall affect the operation of the other service.

4.7
Interactions with other networks

4.7.1
Interaction with PSTN/ISDN 

In case of interaction with networks which do not provide any notification of the communication diversion or communication redirection information (e.g. redirection counter) in the signalling system, the communication continues according to the basic call procedures.

4.7.1.1
Interworking at the O-MGCF

For the mapping of IAM to the INVITE Message no additional procedures beyond the basic call and interworking procedures are needed.

With regard to the backward messages the following mapping is valid.

Table 4.7.1.1.1: Mapping of SIP messages to ISUP messages

	(Message sent to ISUP
	(Message Received from SIP
	

	ACM indicating call forwarding
	181 (Call Is Being Forwarded)
	See table 4.7.1.1.6

	CPG indicating call forwarding 
(see note)
	181 (Call Is Being Forwarded)
	See table 4.7.1.1.7

	ACM indicating ringing
	180 (Ringing)
	See table 4.7.1.1.8

	CPG indicating Alerting (see note)
	180 (Ringing)
	See table 4.7.1.1.9

	ANM
	200 (OK) 
	See table 4.7.1.1.10

	CON
	200 (OK) (Neither a 181 (Call Is Being Forwarded) nor a 180 (Ringing) was sent)
	See table 4.7.1.1.10

	NOTE:
A CPG will be sent if a ACM was already send.


NOTE:
The mapping of the basic Messages is shown in ES 283 027 [13]. 

Table 4.7.1.1.2: Mapping of History-Info Header to ISUP Redirection number

	Source SIP header field and component
	Source Component value
	Redirection number
	Derived value of parameter field

	Hi-target-to-uri of the last History-Info entry

appropriate global number portion of the URI, assumed to be in form 
"+" CC + NDC + SN.
	CC
	Nature of address indicator
	If CC is equal to the country code of the country where I‑IWU is located AND the next ISUP node is located in the same country, then set to "national (significant) number" else set to "international number".

	
	CC, NDC, SN
	Address signals
	If NOA is "national (significant) number" then set to
NDC + SN. 

If NOA is "international number" 

then set to CC + NDC + SN.


Table 4.7.1.1.3: Mapping of History-Info Header to ISUP Redirection number restriction indicator

	Source SIP header field and component
	Source Component value
	Redirection number restriction indicator
	Derived value of parameter field

	Privacy, priv‑value component
	"history"


	Redirection number restriction indicator
	Presentation restricted

	
	Privacy header field absent

or "none"
	
	Presentation allowed or absent


Table 4.7.1.1.4: Mapping of History-Index to ISUP Call Diversion Information 

	Source SIP header field and component
	Source Component value
	Call Diversion Information
	Derived value of parameter field

	Privacy, priv‑value component
	history


	Notification subscription options
	If the priv-value history is set for the History-Info Header or to the hist-info element entries concerning the redirecting and diverted to uri then presentation not allowed shall be set
If the priv-value history is set only to the hist-info element concerning the redirecting uri then presentation allowed without redirection number shall be set.

	
	Privacy header field absent

or "none"
	
	Presentation allowed with redirection number

	
	
	Original redirection reasons
	Unknown

	Hi-index
	
	Redirection Counter
	Index entries which are caused by communication diversion shall be counted

	Cause Value in History Index; cause-param =  "cause" EQUAL 
Status-Code 
	Cause value
	Call diversion information 
	Redirecting Reason

	
	404
	
	Unknown 

	
	302
	
	Unconditional

	
	486
	
	User busy 

	
	408
	
	No reply

	
	480
	
	Deflection immediate 

	
	503
	
	Mobile subscriber not reachable 


Table 4.7.1.1.5: Mapping of History Index to ISUP Event Information 

	Source SIP header field and component
	Source Component value
	Event Information


	Derived value of parameter field

	 
	
	Event indication 
	Shall be set to ALERTING if mapped from a 180 (Ringing)

	
	
	
	Shall be set to PROGRESS if mapped from a 181 (Call Is Being Forwarded)

	Cause Value in History Index; cause-param = "cause" EQUAL 
Status-Code 
	486
	
	Call forwarded on busy (national use)

	
	408
	
	Call forwarded on no reply (national use)

	
	302 302
	
	Call forwarded unconditional (national use)


Table 4.7.1.1.6: Mapping of 181 (Call Is Being Forwarded) ( ACM

	Source SIP header field and component
	Source Component value
	ISUP Parameter or IE


	Derived value of parameter field

	181 (Call Is Being Forwarded)
	
	ACM
	

	
	
	Optional backward call indicators
	Bit B

call diversion may occur

	
	
	Generic notification indicators
	Call is diverting

	History Header
	See table 4.7.1.1.2 
	Redirection number
	See table 4.7.1.1.2 

	Priv-value
	See table 4.7.1.1.3 
	Redirection number restriction indicator
	See table 4.7.1.1.3



	Priv-value
	See table 4.7.1.1.4 
	Call diversion information Notification subscription options
	See table 4.7.1.1.4



	History Index
	Reason Header: Reason = (see Draft-jennings-sip-voicemail-uri-05 in Bibliography) See table 4.7.1.1.4
	Call diversion information 
	Redirecting Reason

See table 4.7.1.1.4




Table 4.7.1.1.7: Mapping of 181 (Call Is Being Forwarded)( CPG if ACM was already sent

	Source SIP header field and component
	Source Component value
	ISUP Parameter or IE


	Derived value of parameter field

	181 (Call Is Being Forwarded)
	
	CPG
	

	
	
	Optional backward call indicators
	Bit B 

call diversion may occur

	
	
	Generic notification indicators
	Call is diverting

	Cause Value in History Index; cause-param = "cause" EQUAL 
Status-Code
	486
	Event indicator
	CFB (national use)

	
	408 (see note)
	
	CFNR (national use)

	
	302
	
	CFU (national use)

	
	
	
	PROGRESS 

	History Header
	See table 4.7.1.1.2 
	Redirection number
	See table 4.7.1.1.2 

	Priv-value
	See table 4.7.1.1.3 


	Redirection number restriction indicator
	See table 4.7.1.1.3 



	Priv-value
	See table 4.7.1.1.4 
	Call diversion information Notification subscription options
	See table 4.7.1.1.4 

	Cause Value in History Index; cause-param = "cause" EQUAL 
Status-Code
	See table 4.7.1.1.4


	Call diversion information Redirecting Reason
	See table 4.7.1.1.4

	NOTE:
This appears in the cases of CFNR.


Table 4.7.1.1.8: Mapping of 180 (Ringing) ( ACM if no 181 (Call Is Being Forwarded) 
was received before

	Source SIP header field and component
	Source Component value
	ISUP Parameter or IE


	Derived value of parameter field

	180 (Ringing)
	
	ACM
	

	History Header
	If Index indicate that there is a call forwarding.
	Optional backward call indicators
	Bit B

call diversion may occur

	History Header
	If Index indicate that there is a call forwarding.
	Generic notification indicators
	Call is diverting

	History Header
	See table 4.7.1.1.2
	Redirection number
	See table 4.7.1.1.2

	Priv-value
	See table 4.7.1.1.3
	Redirection number restriction indicator
	See table 4.7.1.1.3

	Priv-value
	See table 4.7.1.1.4
	Call diversion information Notification subscription options
	See table 4.7.1.1.4

	Cause Value in History Index; cause-param = "cause" EQUAL 
Status-Code 
	See table 4.7.1.1.4
	Call diversion information Redirecting Reason
	See table 4.7.1.1.4


The mapping described within table 4.7.1.1.1 can only appear if the communication has already undergone a Call Forwarding in the ISDN/PSTN and the 180 is the first provisional response sent in backward direction.

The IWU can indicate the call diversion in the mapping of 180 (Ringing) to CPG in fact if the response before was a 181.

Table 4.7.1.1.9: Mapping of 180 (Ringing) ( CPG if a 181 (Call Is Being Forwarded) 
was received before

	Source SIP header field and component
	Source Component value
	ISUP Parameter or IE


	Derived value of parameter field

	180 (Ringing)
	
	CPG
	

	
	
	Optional backward call indicators
	Call diversion may occur

	
	
	Generic notification indicators
	Call is diverting

	History-header
	
	Event indicator
	ALERTING

 

	History Header
	See table 4.7.1.1.2
	Redirection number
	See table 4.7.1.1.2

	Priv-value
	See table 4.7.1.1.3
	Redirection number restriction indicator
	See table 4.7.1.1.3

	Priv-value
	See table 4.7.1.1.4
	Call diversion information Notification subscription options
	See table 4.7.1.1.4

	Cause Value in History Index; cause-param = "cause" EQUAL 
Status-Code
	See table 4.7.1.1.4
	Call diversion information Redirecting Reason
	See table 4.7.1.1.4


The mapping in table 4.7.1.1.1 appears when already a 181 was mapped to an 180. Therefore the statemachine of the MGCF knows that a CDIV is in Progress.
Table 4.7.1.1.10: Mapping of 200 (OK) response

	Source SIP header field and component
	Source Component value
	ISUP Parameter or IE


	Derived value of parameter field

	200 (OK) response 
	
	ANM/CON
	

	History Header
	See table 4.7.1.1.2
	Redirection number
	See table 4.7.1.1.2

	Priv-value
	See table 4.7.1.1.3
	Redirection number restriction indicator
	See table 4.7.1.1.3




4.7.1.1.1
Void

4.7.1.1.2
Call forwarding within the ISUP Network appeared

The following Scenario shows if a Call Forwarding appears in the ISUP/PSTN Network and the redirected Number is within the SIP Network. Table 4.7.1.1.2.1 should be seen as example.

For the mapping of 180 (Ringing) and 200 (OK) response OK to the regarding ISUP messages and parameters no additional procedures beyond the basic call procedures are needed.

Table 4.7.1.1.2.1: Mapping of IAM with SIP INVITE

	ISUP Parameter or IE 
	Derived value of parameter field
	SIP component


	Value

	IAM
	
	INVITE
	

	Redirecting number
	
	History Header
	hi-targeted-to-uri

	 Nature of address indicator:
	"national (significant) number"

	hi-targeted-to-uri 
	Add CC (of the country where the IWU is located) to Generic Number Address Signals then map to user portion of URI scheme used.

Addr-spec

"+" CC NDC SN mapped to user portion of URI scheme used

	
	"international number"
	
	Map complete Redirection number Address Signals to user portion of URI scheme used.

	Address Signals
	If NOA is "national (significant) number" then the format of the Address Signals is: 

NDC + SN 

If NOA is "international number" 

then the format of the Address Signals is: 

CC + NDC + SN 
	hi-targeted-to-uri 
	"+" CC NDC SN mapped to userinfo portion of URI scheme used

	Redirecting number
	APRI
	Privacy Header
	Priv-value

	
	"presentation restricted"
	
	 "History"-Index" 

	
	"presentation allowed"
	
	Privacy header field absent or "none"

	Redirecting Information
	Redirection indicator
	Privacy Header
	Priv-value

	
	Call diverted
	
	"none"

	
	Call diverted, all redirection info presentation restricted
	
	"History"-Index"

	Redirecting Information
	Redirection counter

1 to 5
	History Index
	Number of diversions are sown due to the number of Index Entries

	Redirecting Information
	
	Cause Value in History Index; cause-param = "cause" EQUAL Status-Code 
	Cause value

	
	unknown 
	
	404

	
	 unconditional
	
	302 

	
	User Busy 
	
	486

	
	No reply


	
	408

	
	Deflection during alerting
	
	487

	
	Deflection immediate response 
	
	480

	
	Mobile subscriber not reachable
	
	503



	Original Called Party Number
	See Redirecting number


	History Header
	URI of first Index entry of History Header 

	Original Called Party Number
	APRI
	Privacy Header
	Priv-value

	
	"presentation restricted"
	
	"history"

	
	"presentation allowed"
	
	"none"


4.7.1.2
Interworking at the I-MGCF

Table 4.7.1.2.1: Mapping of ISUP to SIP Massages 

	(Message sent to SIP
	(Message Received from BICC/ISUP

	INVITE
	IAM


Table 4.7.1.2.2: Mapping of History-Info Header to ISUP Redirecting number

	Source SIP header field and component
	Source Component value
	Redirecting number
	Derived value of parameter field

	Hi-target-to-uri

appropriate global number portion of the URI, assumed to be in form 
"+" CC + NDC + SN
	CC
	Nature of address indicator
	If CC is equal to the country code of the country where I‑IWU is located AND the next ISUP node is located in the same country, then set to "national (significant) number" else set to "international number"

	
	CC, NDC, SN
	Address signals
	If NOA is "national (significant) number" then set to
NDC + SN. 

If NOA is "international number" 

then set to CC + NDC + SN

	Privacy Header , priv‑value component

In History-Info header field of the 2nd latest Entry or as header itself (see note)
	"history"
	APRI
	"presentation restricted"

	
	Privacy header field absent or "none"
	
	"presentation allowed"

	NOTE:
It is possible that a entry of the In History itself is marked as restricted or the whole History header.


Table 4.7.1.2.3: Mapping of History Header to ISUP Redirection Information 

	Source SIP header field and component
	Source Component value
	Redirection Information


	Derived value of parameter field

	Privacy, priv‑value component of the History In History-Info header field of the last two History-Info Entries or as header itself (Note)
	"history"
for the whole History header or for the last two index entries
	Redirection indicator
	Call diverted, all redirection info presentation restricted

	
	Privacy header field absent

or

"none"
	
	Call diverted

	
	
	Original redirection reasons
	Unknown

	Cause Value in History Index; cause-param = "cause" EQUAL 
Status-Code 
	Cause value
	Call diversion information 
	Redirecting Reason

	
	404
	
	Unknown/not available 

	
	302
	
	Unconditional

	
	486
	
	User busy

	
	408
	
	No reply

	
	480
	
	Deflection immediate response 

	
	487
	
	Deflection during alerting

	
	503


	
	Mobile subscriber not reachable

	NOTE:
In History-Info header field of the 2nd latest Entry or as header itself.


Table 4.7.1.2.4: Mapping of History-Info Header to ISUP Original Called number

	Source SIP header field and component
	Source Component value
	Original called number
	Derived value of parameter field

	
	
	Numbering Plan Indicator
	"ISDN (Telephony) numbering plan (Recommendation E.164)"

	Hi-target-to-uri of 1st History-Info entry

appropriate global number portion of the URI, assumed to be in form 
"+" CC + NDC + SN
	CC
	Nature of address indicator
	If CC is equal to the country code of the country where I‑IWU is located AND the next ISUP node is located in the same country, then set to "national (significant) number" else set to "international number"

	
	CC, NDC, SN
	Address signals
	If NOA is "national (significant) number" then set to
NDC + SN. 

If NOA is "international number" 

then set to CC + NDC + SN


Table 4.7.1.2.5: Mapping of INVITE to IAM

	INVITE
	
	IAM
	

	History Header
	See table 4.7.1.2.2
	Redirecting number 
	See table 4.7.1.2.2

	History-Info Header
	See table 4.7.1.2.3
	Redirecting Information
	See table 4.7.1.2.3

	History Index
	Index number for Redirecting number 
	Redirecting Information
	Redirection counter = Value Index number for Redirecting number

If Value > 5 then release Call 

	
	Cause value
	Redirecting Information
	Redirecting Reason

	
	404
	
	Unknown/not available 

	
	302 
	
	Unconditional

	
	486
	
	User busy

	
	408
	
	No reply

	
	480
	
	Deflection immediate response 

	
	487
	
	Deflection during alerting

	
	503


	
	Mobile subscriber not reachable

	To header and 

first Index entry of History Header
	 Redirecting number

<sip:oCdPN@UA2?> index=1 ; 


	Original Called Party Number
	See Redirecting number



	Privacy Header
	Priv-value
	Original Called Party Number
	APRI

	
	"history"
	
	"presentation restricted"

	
	Privacy header field absent or "none" 
	
	"presentation allowed"


Table 4.7.1.2.7: Mapping of ISUP to SIP Massages 

	(Message sent to SIP
	(Message Received from BICC/ISUP

	180 (Ringing)
	ACM indicating ringing

	180 (Ringing)
	CPG indicating ringing

	200 (OK)
	ANM

	200 (OK)
	CON


In the ISUP destination Exchange of the diverted-to user (see EN 300 356-15 [10]) only the Redirection Number Restriction parameter shall be included into the ACM, CPG, ANM or CON message. Therefore only the mapping of this parameters are sown in the following table. 

Table 4.7.1.2.8: Mapping of ISUP Redirection Number Restriction Parameter to History-Info Header

	ISUP Parameter or IE 
	Derived value of parameter field
	SIP component


	Value

	Redirection number restrictionparameter
	
	
	

	
	presentation restricted
	
	"History" and "id"

	
	Presentation allowed or absent
	
	Privacy header field absent

or

"none"


A received CPG shall be mapped t a 180 (Ringing) if the CPC indicates a Alerting is due to the mapping ruled defined within the basic call.

4.7.2
Interaction with PSTN/ISDN Emulation

The Interaction with PSTN/ISDN Emulation is for further study.

4.7.3
Interaction with external IP networks

ES 283 003 [2] specifies the procedures used by a UE compliant to the TISPAN SIP profile to communicate with an external SIP device possibly lacking TISPAN SIP profile capabilities.

4.8
Parameter values (timers)

4.8.1
No reply timer

No reply timer: 20 to 40 sec.

4.9
Service Configuration

4.9.1
Structure of the XML Document
Communication Diversion documents are subtrees of the simservs document specified in TS 183 023 [4]. As such, Communication Diversion documents use the XCAP application usage in TS 183 023 [4].

In addition to the considerations and constraints defined by the simservs document TS 183 023 [4], we define the additional constraints and considerations for the Communication Diversion subtree:

XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 4.9.2. 

Data semantics: The semantics of the communication diversion XML configuration document is specified in clause 4.9.1.
An instance of the simulation services configuration containing a communication diversion configuration document.

<?xml version="1.0" encoding="UTF-8"?>

<simservs 

xmlns="urn:org:etsi:ngn:params:xml:ns:simservs" 

xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

xmlns:ocp="urn:oma:params:xml:ns:common-policy"> 

   <communication-diversion active="true">




rule set

   </communication-diversion>

</simservs>

The communication diversion service contains a rule set, that specifies how the communication diversion service shall react to external stimuli. 

4.9.1.1
Communication Diversion Element

The communication diversion configuration is contains a ruleset. The rule set reuses the syntax as specified by the common policy draft (see IETF draft-ietf-geoprive-common-policy-06.txt in Bibliography).

   <communication-diversion active="true">

       <cp:ruleset>





rule1





rule2

       </cp:ruleset>

   </communication-diversion>

In general the following procedure applies:

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action shall be executed. 

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching rule is found or the set of remaining rules is empty.

However not all rules can be matched at the same moment in the call. Some conditions imply that rules that carry them are checked at specific events in the call, for example the no-answer condition only holds when the called party does not answer after a while. In this case the same procedure shall apply as above with the modification that the set of rules to process contains only the rules applicable for that specific network event. 

In clause 4.9.1.3 all allowed conditions are specified, normally rules are evaluated at communication setup time, for conditions where this is not the case this is explicitly indicated.

The shown "active" attribute is inherited from the simservType from TS 183 023 [4], its meaning is also specified in TS 183 023 [4].

4.9.1.2
Communication Diversion Rules

The Communication Diversion service is configured with an ordered set of forwarding rules. The XML Schema reuses the rule syntax as specified by the common policy draft (see IETF draft-ietf-geoprive-common-policy-06.txt in Bibliography). The rules take the following form:

            <cp:rule id="rule66">

               <cp:conditions>








condition1








condition2

               </cp:conditions>

               <cp:actions>

                   <forward-to>

                       <target> 

targetAddress1

                       </target>

                       <notify-caller>true</notify-caller>

                   </forward-to>

               </cp:actions>

           </cp:rule>

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action is executed. When a rule matches remaining rules in the rule set shall be discarded. Applied to the fragment above this means that only if the expression (condition1 AND condition2) evaluates to true that then the rule66 matches and the forward-to action is executed. 

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching rule is found or the set of remaining rules is empty.

The "id" attribute value of a rule shall uniquely identify the rule within a rule set. This can be used in XCAP usage to address one specific rule.

4.9.1.3
Communication Diversion Rule Conditions

The following conditions are allowed by the XML Schema for the communication diversion service:

busy: This condition evaluates to true when the called user is busy. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a busy indication is received from the called party.

not-registered: This condition evaluates to true when the called user is not registered. In all other cases the condition evaluates to false.

presence-status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the calling user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in OMA-TS-XDM-Core-V1-0  
(see Bibliography). In all other cases the condition evaluates to false.

anonymous: This condition evaluates to true when the P-Asserted-Identity of the calling user is not provided or privacy restricted.

cp:sphere: Not applicable in the context of the Communication Diversion service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: When the incoming call request for certain media, the forwarding rule can decide to forward the call for this specific media. This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in the SDP (RFC 2327 [5]) offered in an INVITE (RFC 3261 [6]).

no-answer: This condition evaluates to true when the called user does not answer. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a no-answer timeout is detected.

rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external-list: This condition evaluates to true when the calling users identity is contained in an external resource list to which the value of external-list refers. The exact interpretation of this element is specified in 
OMA-TS-XDM-Core-V1-0 (see Bibliography).

ocp:other-identity: Not applicable in the context of communication diversion service.

The condition elements that are not taken from the common policy schema 
(see IETF draft-ietf-geoprive-common-policy-06.txt in Bibliography) or oma common policy schema 
(see OMA-TS-XDM-Core-V1-0  in BIbliography) are defined in the simservs document schema specified in [4].

4.9.1.4
Communication Diversion Rule Actions

The action supported by the communication service can is forwarding of calls. For this the forward-to action has been defined. The forward-to action takes the following elements:

target: Specifies the address of the forwarding rule. It should be a valid SIP URI (RFC 3261 [6]) or TEL URL 
(RFC 3966 [7]). 

notify-caller: An optional element that can be used to disable the default behaviour that the caller is notified that the call is being forwarded.

reveal-identity-to-caller: An optional element that can be used to disable the default behaviour that the caller is notified that the call is being forwarded receives the diverting parties identity information.

notify-served-user: An optional element that can be used to enable that the served user is notified that calls are being forwarded. Default this is switched off.

notify-served-user-on-outbound-call: An optional element that can be used to enable that the served user is notified that calls are being forwarded when he makes a call attempt. Default this is switched off.

reveal-identity-to-target: An optional element that can be used to disable the default behaviour that the diverted-to party receives identity information of the diverting party.

4.9.2
XML Schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/200 (OK) response1/XMLSchema"   

       xmlns:ss="urn:org:etsi:ngn:params:xml:ns:simservs"   

       xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

       xmlns:ocp="urn:oma:params:xml:ns:common-policy"

       targetNamespace="urn:org:etsi:ngn:params:xml:ns:simservs" 

       elementFormDefault="qualified" 

       attributeFormDefault="unqualified">

   <!-- incluse simulation service commons -->

   <xs:include schemaLocation="simservs.xsd"/>

   <!-- import common policy definitions -->

   <xs:import namespace="urn:ietf:params:xml:ns:common-policy" schemaLocation="common-policy.xsd"/>

   <!-- import OMA common policy extensions -->

   <xs:import namespace="urn:oma:params:xml:ns:common-policy" schemaLocation="oma-common-policy.xsd"/>

   <!-- communication diversion rule set based on the common policy rule set.-->

   <xs:element name="communication-diversion" substitutionGroup="ss:absService">

       <xs:annotation>

           <xs:documentation>This is the communication diversion configuration document.</xs:documentation>

       </xs:annotation>

       <xs:complexType>

           <xs:complexContent>

               <xs:extension base="ss:simservType">

                   <xs:sequence>

                       <!-- add service specific elements here-->

                       <xs:element ref="cp:ruleset" minOccurs="0"/>

                   </xs:sequence>

               </xs:extension>

               <!-- service specific attributes can be defined here -->

           </xs:complexContent>

       </xs:complexType>

   </xs:element>

   <!-- communication diversion specific extensions to IETF common policy conditions-->

   <xs:element name="not-registered" type="ss:empty-element-type"/> 

               substitutionGroup="cp:condition"/>

   <xs:element name="busy" type="ss:empty-element-type"/> 

               substitutionGroup="cp:condition"/>

   <xs:element name="presence-status" type="ss:presence-status-activity-type"/> 

               substitutionGroup="cp:condition"/>

   <xs:element name="no-answer" type="ss:empty-element-type"/> 

               substitutionGroup="cp:condition"/>

   <xs:element name="media" type="ss:media-type"/> 

               substitutionGroup="cp:condition"/>

   <xs:element name="rule-deactivated" type="ss:empty-element-type"/> 

               substitutionGroup="cp:condition"/>

   <!-- communication diversion specific extensions to IETF common policy actions-->

   <xs:element name="forward-to" type="ss:forward-to-type"/> substitutionGroup="cp:action"/>
  <!-- communication diversion specific type declarations -->

   <xs:complexType name="forward-to-type">

       <xs:sequence>

           <xs:element name="target" type="ss:target-type"/>

           <xs:element name="notify-caller" type="xs:boolean" default="true" minOccurs="0"/>

       </xs:sequence>

   </xs:complexType>

   <xs:complexType name="target-type">

       <xs:choice>

           <xs:element name="identity" type="xs:anyURI"/>

       </xs:choice>

   </xs:complexType>

   <xs:simpleType name="media-type" final="list restriction">

       <xs:restriction base="xs:string"/>

   </xs:simpleType>

   <xs:simpleType name="presence-status-activity-type" final="list restriction">

       <xs:restriction base="xs:string"/>

   </xs:simpleType>

   <xs:complexType name="empty-element-type"/>

</xs:schema>
Annex A (informative):
Signalling Flows
A.1
Normal cases

A.1.1
Communication Forwarding unconditional
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Figure A.1: CFU AS based normal case

User B has activated the CFU service.

User A is sending a communication request towards User B:

1 to 2)
Initial INVITE request towards user B. The URI-B is subscribed to the CFU service.

3 to 4)
The based on the IFC the INVITE is forwarded to the AS.

5)
Procedures for CFU are executed.

6 to 8)
A 181 may be send towards the User A indicating that the communication is diverted.

9)
A Invite including URI-C as destination is sent back to the S-CSCF. Additional the History Header is included.

History-Info: <sip:User-B@example.com>;index=1,
                      <sip:User-C@example.com;\target=sip: User-B%40example.com;\ cause=302>index=1.1.
10)
S-CSCF looks up to the HSS to identify the location of User-C.

11 to 12)
The communication is routed towards User-C.

13 to 18)
The 200 OK is sent Back to the User-A.

19 to 24)
The ACK is send back to User-B.

25)
RTP media is established.

A.1.2
Communication Deflection

The flow below describes the Immediate CD feature the only difference compared to a regular CD is that in the regular CD case the "302 (Moved Temporarily) Moved Temporarily" is preceded by a "180 (Ringing) Ringing".
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Figure A.2a
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Figure A.2b

User B has activated the CD service.

User A is sending a communication request towards User B:

1 to 2)
Initial INVITE request towards user B. The URI-B is subscribed to the CFU service.

2a to 3)
The based on the IFC the INVITE is forwarded to the AS.

4 to 7)
The INVITE is forwarded to user B due to normal communication procedures.

8 to 10)
A 302 with a contact header including the URI of the forwarded to user is end back to the AS.

11)
The CD logic is executed.

12 to 14)
A 181 may be send towards the User A indicating that the communication is diverted.

15 to 18)
A Invite including URI-C as destination is sent back to the S-CSCF. Additional the History Header is included.

History-Info: <sip:User-B@example.com>;index=1,
                      <sip:User-C@example.com;\target=sip: User-B%40example.com;\ cause=480>index=2.

19 to 24)
A 180 is sent back to the originating user including a history header as shown above. If no restriction is given the diverted to user will be presented at the UE of user A.

25 to 30)
The 200 OK is sent Back to the User-A.

31 to 36)
The ACK is send back to User-B.

37)
RTP media is established.

A.1.3
Communication Forwarding on non Reply
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Figure A.3a
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Figure A.3b

User B has activated the CFNR service.

User A is sending a communication request towards User B:

1 to 2)
Initial INVITE request towards user B. The URI-B is subscribed to the CFU service.

3)
The based on the IFC the INVITE is forwarded to the AS.

4)
he INVITE is forwarded to user B due to normal communication procedures.

5)
The non-reply timer in the AS is started.

6 to 7)
The INVITE is forwarded to user B due to normal communication procedures.

8 to 14)
A 180 is sent back to the originating user indicating that the terminating UE is ringing. 

15)
The timer expires.

16 to 18)
A 181 may be send towards the User A indicating that the communication is diverted.

19 to 21)
To release the communication to User B the AS sends a CANCEL.

22 to 27)
A 487 response with a ACK finalize the termination of the dialog between AS and UE:B.

28 to 31)
A INVITE including URI-C as destination is sent back towards the UE:C. Additional the History Header is included.

History-Info: <sip:User-B@example.com>;index=1,
                      <sip:User-C@example.com;\target=sip: User-B%40example.com;\ cause=408> index=1.1.

32 to 34)
The 200 OK for the CANCKE is sent Back to the User-A.

35 to 40)
A 180 is sent back to the originating user including a history header as shown above. If no restriction is given the diverted to user will be presented at the UE of user A.

41 to 46)
The 200 OK is sent Back to the User-A.

47 to 52 )
The ACK is send back to User-B.

53)
RTP media is established.

A.1.4
Communication Forwarding on Busy
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Figure A.4a
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Figure A.4b

A.1.5
Communication Forwarding Not Logged-in (CFNL)
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Figure A.5

A.2
Interworking

A.2.1
Communication Forwarding unconditional
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A.2.2
Communication Deflection
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Figure A.7

Annex B (informative):
Example of filter criteria

This annex provides an example of a filter criterion that triggers SIP requests that are subject to initial filter criteria evaluation. 

An example of an IFC when the CDIV simulation service is active at the diverting S-CSCF is:

-
Method:

INVITE.

Annex C (informative):
Coding considerations

This annex provides an interpretation of the coding of the cause parameter specified in 
draft-jennings-sip-voicemail-uri (see Bibliography).

The cause specified in draft-jennings-sip-voicemail-uri (see Bibliography) has the following syntax:

     cause-param       =  "cause" EQUAL Status-Code

The Status-Code is originally specified in RFC 3261 [6] as a sequence of 3 digits. It is noted that the Status-Code simply indicates that it is composed of 3 digits, without indicating the list of possible values. In particular, Status-Code is not bound to and must not be confused with the 3 digit numbers defined for SIP responses in RFC 3261 [6]. The Status-Code is used to hold the redirecting reason. 

For the purpose of legibility, the cause parameter specified in draft-jennings-sip-voicemail-uri (see Bibliography) is interpreted according to the following syntax:

     cause-param       =  "cause" EQUAL Status-Code

     Status-Code       =  "404"  ;  Unknown/Not available

                      /   "486"  ;  User Busy

                      /   "408"  ;  No Reply

                      /   "302"  ;  Unconditional

                      /   "487"  ;  Deflection during alerting

                      /   "480"  ;  Deflection during immediate response

                      /   "503"  ;  Mobile subscriber not reachable

Annex D (informative):
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OMA-TS-XDM-Core-V1-0: "XML Document Management (XDM) Specification", Version 1.0.

Annex D (temporary):
Communication Hold (HOLD)
This temporary Annex shows the complete ETSI TS 183 010 [8] with the changes needed by 3GPP outlined in text marked by blue underscore (example of inserted text) for inserted text, and blue strikethrough for deleted text (example of deleted text). This Annex is intended deleted when 3GPP and TISPAN have concluded on how the technical specifications for the Multimedia Telephony Supplementary Services will be documented.

The reasons for the 3GPP specific additions to the ETSI TS in this annex are motivated by Editor's notes.

Note:
ETSI TS 183 010 [8] can be updated by TISPAN in parallell to the changes proposed by 3GPP. If a new version of ETSI TS 183 010 [8] is created, this temporary Annex will be updated to reflect this new reference version.

All clauses between temporary Annex D and temporary Annex E are part of ETSI TS 183 010 [8].

1
Scope
The present document specifies the, stage three, Protocol Description of the Communication Hold (HOLD) services, based on stage one and two of the ISDN HOLD (HOLD) supplementary services. Within the Next Generation Network (NGN) the stage 3 description is specified using the IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP).
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· For a non‑specific reference, the latest version applies.

Referenced documents which are not found to be publicly available in the expected location might be found at http://docbox.etsi.org/Reference.
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 181 002 [5] apply.
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACR/CB
Anonymous Communication Rejection and Communication Barring

AS
Application Server

CDIV
Communication DIVersion

ECT
Explicit Communication Transfer

HOLD
Communication session HOLD

IBCF
Interconnection Border Control Function

I‑CSCF
Interrogating-Call Server Control Function

IMS
IP Multimedia Subsystem

IP
Internet Protocol

ISDN
Integrated Service Data Network

MCID
Malicious Communication IDentification

NGN
Next Generation Network

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

P-CSCF
Proxy-Call Session Control Function
PSTN
Public Switched Telephone Network

RTP
Real-Time Transport Protocol

S-CSCF
Server-Call Session Control Function

SIP
Session Initiation Protocol

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

UE
User Equipment
4
Communication HOLD (HOLD)

4.1
Introduction

Not applicable.
4.2
Description

4.2.1
General description

The Communication HOLD supplementary service enables a user to suspend the media stream(s) of an established IP multimedia session, and resume the media stream(s) at a later time.

4.3
Operational requirements

4.3.1
Provision/withdrawal

The HOLD service that includes announcements shall be provided after prior arrangement with the service provider.

4.3.2
Requirements on the originating network side

No specific requirements are needed in the network.

4.3.3
Requirements in the network

No specific requirements are needed in the network.

4.3.4
Requirements on the terminating network side

No specific requirements are needed in the network.

4.4
Coding requirements

No specific coding requirements are needed.

4.5
Signalling requirements
Editor's note:
The changes to 4.5.1, 4.5.1A and 4.5.1B are done to create a structure of the document that is similar to the structure as for the existing supplementary service for the CS domain. This is done as a terminal in 3GPP can use both the CS and the IMS domain, and a similar end user experience for operation of the supplementary service is beneficial in both domains.

4.5.1
Activation/deactivation/registration
The HOLD service is activated at provisioning and deactivated at withdrawal.

Not applicable.
4.5.1A
Registration/erasure

The HOLD service requires no registration. Erasure is not applicable.

4.5.1B
Interrogation

Interrogation of HOLD is not applicable.
4.5.2
Invocation and operation
4.5.2.1
Actions at the invoking UE

In addition to the application of basic call procedures according to ES 283 003 [1] the following procedures shall be applied at the invoking UE in accordance with RFC 3264 [4].

If individual media streams are affected:

· For each media stream that shall be held, the invoking UE shall generate a new SDP offer that contains:

· an "inactive" SDP attribute if the stream was previously set to "recvonly" media stream; or

· a "sendonly" SDP attribute if the stream was previously set to "sendrecv" media stream.
· For each media stream that shall be resumed, the invoking UE shall generate a new SDP offer that contains:

· a "recvonly" SDP attribute if the stream was previously an inactive media stream; or

· a "sendrecv" SDP attribute if the stream was previously a sendonly media stream; or 
· the attribute may be omitted, since sendrecv is the default.

If all the media streams in the SDP are affected:

· For the media streams that shall be held, the invoking UE shall generate a session level direction attribute in the SDP that is set to:

· "inactive" if the streams were previously set to "recvonly" media streams; or

· "sendonly" if the streams were previously set to "sendrecv" media streams.
· For the media streams that shall be resumed, the invoking UE shall generate a session level direction attribute in the SDP that is set to:

· "recvonly" if the streams were previously inactive media streams; or

· "sendrecv" if the streams were previously sendonly media streams; or 
· the attribute may be omitted, since sendrecv is the default.

Then the UE shall send the generated SDP offer in a re‑INVITE (or UPDATE) request to the held UE.

4.5.2.2
Actions at the P‑CSCF of the invoking UE

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.3
Actions at the S‑CSCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.4
Actions at the AS of the invoking UE

As a network option the AS of the invoking UE shall initiate the procedures for the provision of an announcement to the held user in accordance with TS 183 028 [6].

4.5.2.5
Actions at the incoming I‑CSCF 

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.6
Actions at the outgoing IBCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.7
Actions at the incoming IBCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.8
Actions at the P‑CSCF of the held UE

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.9
Actions at the held UE

Basic communication procedures according to ES 283 003 [1] shall apply.

4.6
Interaction with other services
4.6.1
Communication HOLD (HOLD)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.2
Terminating Identification Presentation (TIP)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.3
Terminating Identification Restriction (TIR)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.4
Originating Identification Presentation (OIP)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.5
Originating Identification Restriction (OIR)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.6
CONFerence calling (CONF)

If a participant of a conference invokes the HOLD service, it is not desirable to provide an announcement to the conference. Therefore if a communication to a remote URI shall be held by sending a re‑INVITE (or UPDATE) request which includes the "isfocus" feature parameter in the Contact header, the AS of the invoking UE shall not initiate the procedures for the provision of an announcement to the held user.

4.6.7
Communication DIVersion services (CDIV)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.8
Malicious Communication IDentification (MCID)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.9
Anonymous Communication Rejection and Communication Barring (ACR/CB)

No impact, i.e. neither service shall affect the operation of the other service. 

4.6.10
Explicit Communication Transfer (ECT)

No impact, i.e. neither service shall affect the operation of the other service.

4.7
Interactions with other networks

4.7.1
Interaction with PSTN/ISDN

The procedures of TS 129 163 [3], clause 7.4.10 shall apply with the additions of ES 283 027 [2]. 
NOTE:
If the HOLD and Resume procedures are initiated from the PSTN/ISDN network side, only the UPDATE request is used to signal the new SDP, in accordance with ES 283 003 [1].

4.7.2
Interaction with PSTN/ISDN Emulation

For Further Study.

4.7.3
Interaction with external IP networks

The procedures of ES 283 003 [1] shall apply.

4.8
Parameter values (timers)

Not applicable.
Annex A (informative):
Signalling Flows

A.1
HOLD communication 
Assumption is that a session has been established between UE‑A and UE‑B using basic communication procedures according to ES 283 003 [1], therefore the following signalling flows do not apply to the initial INVITE.

A.1.1
HOLD communication without announcement

Figure A.1 shows a communication session put on hold using a reINVITE request, note that the same can be achieved by sending an UPDATE request.
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Figure A.1: HOLD communication without announcement to the held user 

1. UE‑A sends an INVITE to UE‑B to hold the session. Hold is done by changing the SDP attribute.

· "a=sendonly", if the stream was previously a sendrecv media stream.

· "a=inactive", if the stream was previously a recvonly media stream.

A.1.2
HOLD communication with announcement

Figure A.2 shows a communication session put on hold using a reINVITE request, note that the same can be achieved by sending an UPDATE request.
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Figure A.2: HOLD communication with announcement to the held user

1. UE‑A sends an INVITE to UE‑B to hold the session. Hold is done by changing the SDP attribute.

· "a=sendonly", if the stream was previously a sendrecv media stream.

· "a=inactive", if the stream was previously a recvonly media stream.

A.2
RESUME Communication

A.2.1
RESUME communication without announcement

Figure A.3 shows how a communication session is resumed using a reINVITE request, note that the same can be achieved by sending an UPDATE request.
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Figure A.3: RESUME communication without announcement to the held user

1. UE‑A sends an INVITE to UE‑B to resume the session. Resume is done by changing the SDP attribute.

· "a=sendrecv", if the stream was previously a recvonly media stream, or the attribute may be omitted, since sendrecv is the default.

· "a=recvonly", if the stream was previously an inactive media stream.

A.2.2
RESUME communication with announcement

Figure A.4 shows how a communication session is resumed using a reINVITE request, note that the same can be achieved by sending an UPDATE request. 
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Figure A.4: RESUME communication with announcement to the held user

1. UE‑A sends an INVITE to UE‑B to resume the session. Resume is done by changing the SDP attribute.

· "a=sendrecv", if the stream was previously a recvonly media stream, or the attribute may be omitted, since sendrecv is the default.

· "a=recvonly", if the stream was previously an inactive media stream.

Annex E (temporary):
Communication Barring (CB)
This temporary Annex shows the complete ETSI TS 183 011 1[9] with the changes needed by 3GPP outlined in text marked by blue underscore (example of inserted text) for inserted text, and blue strikethrough for deleted text (example of deleted text). This Annex is intended deleted when 3GPP and TISPAN have concluded on how the technical specifications for the Multimedia Telephony Supplementary Services will be documented.

The reasons for the 3GPP specific additions to the ETSI TS in this annex are motivated by Editor's notes.

Note:
ETSI TS 183 011 [9] can be updated by TISPAN in parallell to the changes proposed by 3GPP. If a new version of ETSI TS 183 011 [9] is created, this temporary Annex will be updated to reflect this new reference version.

All clauses between temporary Annex E and temporary Annex F are part of ETSI TS 183 011 [9].
1
Scope
The present document specifies the, stage three, Protocol Description of the Anonymous Communication Rejection (ACR) and Communication Barring (CB) simulation service, based on stage one and two of the ISDN supplementary service Anonymous Call Rejection (ACR), Incoming Communication Barring (ICB) and Outgoing Communication Barring (OCB). Within the Next Generation Network (NGN) the stage 3 description is specified using the IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP).
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 181 002 [1] apply.

3.2
Abbreviations
For the purposes of the present document, the following abbreviations apply: 

ACR
Anonymous Communication Rejection

CB 
Communication Barring

CDIV
Communication DIVersion services

CN
Core Network

CONF
CONFerence calling

CS
Circuit Switched
ECT
Explicit Communication Transfer

HOLD
communication session HOLD

ICB
Incoming Communication Barring

IFC
Initial Filter Criteria
I‑MGCF
Incoming ‑ Media Gateway Control Function

MCID
Malicious Call IDentification

OCB
Outgoing Communication Barring

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

O‑MGCF
Outgoing ‑ Media Gateway Control Function

P‑CSCF
Proxy ‑ Call Session Control Function

S‑CSCF
Server ‑ Call Session Control Function

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

UA
User Agent
UE
User Equipment

XCAP
eXtended Camel Application Part

XML 
eXtensible Markup Language

4
Anonymous Communication Rejection (ACR) and Communication Barring (CB)

4.1
Introduction

The Communication Barring (CB) service offers the following services:

· The Incoming Communications Barring (ICB) is a service that reject incoming communications that fulfil certain provisioned or configured conditions on behalf of the terminating user. 

· The Anonymous Communication Rejection (ACR) is a particular case of the ICB service, that allows barring of incoming communications from an anonymous originator on behalf of the terminating user.

· The Outgoing Communication Barring (OCB) is a service that reject outgoing communications that fulfil certain provisioned or configured conditions on behalf of the originating user.

4.2
Description

4.2.1
General description

The Incoming Communications Barring (ICB) service makes it possible for a user to have barring of certain categories of incoming communications according to a provisioned or user configured barring program and is valid for all incoming communications. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. Examples of conditions are whether the asserted originating public user identity matches a specific public user identity or whether the originating public user identity is restricted (anonymous). The action part could specify for a rule that contains a matching condition that the specific incoming communication shall be barred. The complete set of conditions and actions that apply to this service and their semantics is described in clause 4.9. 

The Inhibition of Incoming Forwarded Calls is a special case of the ICB and allows the served user to reject incoming communications from users or subscribers who have diverted the communication towards the served user. The communication history information will be used to trigger the service as described in clause 4.9. 

The Anonymous Communication Rejection (ACR) service allows the served user to reject incoming communications on which the asserted public user identity of the originating user is restricted. In case the asserted public user identity of the originating user is not provided then the communication shall be allowed by the ACR service.

An example where the originating user restricts presentation of the asserted public user identity is when he activated the OIR service TS 183 007 [3].

The originating user is given an appropriate indication that the communication has been rejected due to the application of the ACR service.

The Anonymous Communication Rejection (ACR) simulation service is a special case of the ICB service, that is highlighted here because it is a regulatory service in many countries. The ACR service can be activated for a specific subscriber by configuring a ICB service barring rule where the conditional part contains the "Condition=anonymous" and the action part "allow=false".

The Outgoing Communications Barring (OCB) service makes it possible for a user to have barring of certain categories of outgoing communications according to a provisioned or user configured barring program and is valid for all outgoing communications. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. An example condition is whether the request uri matches a specific public user identity. The action part can specify for a rule that contains a matching condition that the specific outgoing communication it to be barred. The complete set of conditions and actions that apply to this service and their semantics is described in clause 4.9. 

4.3
Operational requirements

4.3.1
Provision/withdrawal

The ACR/CB service shall be provided after prior arrangement with the service provider.

The ACR/CB service shall be withdrawn at the served user's request or for administrative reasons.

4.3.2
Requirements on the originating network side

No specific requirements are needed in the network.

4.3.3
Requirements in the network

No specific requirements are needed in the network.

4.3.4
Requirements on the terminating network side

No specific requirements are needed in the network.

4.4
Coding requirements

4.4.1
ICB coding requirements

No specific requirements have been identified.

4.4.2
ACR coding requirements

The Privacy header field and the P‑Asserted‑Identity header fields as defined within  ES 283 003 [2], are used to trigger the service. The response code 433 (Anonymity Disallowed) defined by draft‑sasaki‑sipping‑tispan‑adhoc‑summary‑00.txt. [12] is used in support of ACR service.
4.4.3
OCB coding requirements

No specific requirements have been identified.

4.5
Signalling requirements
Editor's note:
The changes to 4.5.0, 4.5.1, 4.5.1A and 4.5.1B are done to create a structure of the document that is similar to the structure as for the existing supplementary service for the CS domain. This is done as a terminal in 3GPP can use both the CS and the IMS domain, and a similar end user experience for operation of the supplementary service is beneficial in both domains.

4.5.0
General

For user configuration of the ACR/CB services the Ut interface should be used.

See subclause 4.9 for further information about the structure of the XML document.

NOTE:
Other possibilities for user configuration, as web-based provisioning or pre-provisioning by the operator are outside the scope of this specification.

4.5.1
Activation/deactivation/registration
The services ICB, OCB and ACR are individually activated at provisioning or at the subscribers request by using e.g. the Ut interface.

The services ICB, OCB and ACR are individually deactivated at withdrawal or at the subscribers request by using e.g. the Ut interface.

For user configuration of the ACR/CB service over the Ut reference point described in ES 282 001 [38] should be used. Application of the Ut protocol XCAP shall be done in accordance with TS 183 023 [13], for the ACR/CB specific usage the arrangements in clause 4.9 shall apply. The configuration document for ACR/CB shall conform with the XML schema specified in clause 4.9.2. 

NOTE:
Other possibilities for provisioning can be used, e.g. web based provisioning or provisioning by the operator.

4.5.1A
Registration/erasure

For registration of information for the services ICB, OCB and ACR, the Ut interface should be used . The detailed information for  the services ICB, OCB and ACR can individually be registered at the subscribers request by using the Ut interface.

For erasure of information for the services ICB, OCB and ACR, the Ut interface should be used . The detailed information for  the services ICB, OCB and ACR can individually be erased at the subscribers request by using the Ut interface.

4.5.1B
Interrogation

For interrogation of the services ICB, OCB and ACR, the Ut interface should be used.

4.5.2
Invocation and operation

4.5.2.1
Actions at the originating UE

Procedures according to  ES 283 003 [2] shall apply.

4.5.2.2
Actions at the originating P‑CSCF

Procedures according to  ES 283 003 [2] shall apply.

4.5.2.3
Actions at the originating S‑CSCF

Procedures according to  ES 283 003 [2] shall apply.
Based on Initial Filter Criteria (IFC) the communication can be forwarded to the AS that provides the OCB service.
NOTE:
 Annex B includes an example of an IFC that can be used to invoke the OCB simulation service.
4.5.2.4
Actions at the originating AS

4.5.2.4.1
Actions for OCB at the originating AS

Procedures according to ES 283 003 [2] shall apply.

OCB shall reject outgoing communications when the evaluation of the served users outgoing communication barring rules according to the algorithm as specified in 4.9.1.2 evaluates to (allow="false").

When the OCB service rejects a communication, it shall send an indication to the calling user by sending a 603 (Decline) response Additionally, before terminating the communication an announcement can be provided to the originating user. The procedure of invoking an announcement is described within TS 183 028 [11].

4.5.2.5
Actions at the terminating S‑CSCF

Procedures according to ES 283 003 [2] shall apply. 
Based on Initial Filter Criteria (IFC) the communication can be forwarded to the AS that provides the ACR/ICB service.
NOTE:
 Annex B includes an example of an IFC that can be used to invoke the ACR/ICB simulation service.

4.5.2.6
Actions at the terminating AS

4.5.2.6.1
Actions for ICB at the terminating AS

Procedures according to ES 283 003 [2] shall apply.

ICB shall reject incoming calls when the evaluation of the served users incoming communication barring rules according to the algorithm as specified in clause 4.9.1.2 evaluates to (allow="false").

The ACR service is a special case of the ICB service and is expressed as the following rule: 

· Condition: =anonymous, Action: allow=false.

Any rule set that evaluates to (allow="false") and where one of the matching rules contained the anonymous condition shall execute the procedures as specified in clause 4.5.2.6.2.

When the ICB service rejects a communication, it shall send an indication to the calling user by sending a 603 (Decline) response Additionally, before terminating the communication an announcement can be provided to the originating user. The procedure of invoking an announcement is described within ES 283 027 [8].

4.5.2.6.2
Action for ACR at the terminating AS

Procedures according to ES 283 003 [2] shall apply.

The ACR service shall reject all incoming communications where the incoming SIP request:

1) includes the P‑Asserted‑Identity header field AND includes the Privacy header field indicating "id" as specified in RFC 3325 [14]; or

2) includes the P‑Asserted‑Identity header field AND includes the Privacy header field indicating "header" as specified in RFC 3323 [15]; or

3) includes the P‑Asserted‑Identity header field AND includes the Privacy header field indicating "user" as specified in RFC 3323 [15]; or

4) includes the P‑Asserted‑Identity header field AND includes the Privacy header field indicating "critical" as specified in RFC 3323 [15].

NOTE:
In all other cases the communication proceeds normally. 

When the ACR service rejects a communication, the ACR service shall send an indication to the calling user by sending a 433 (Anonymity Disallowed) response. Additionally, before terminating the communication an announcement can be provided to the originating user. The procedure of invoking an announcement is described within TS 183 0028 [11].

As a service option the ACR service may forward the communication to a voice message service instead of rejecting the communication with a 433 (Anonymity Disallowed) final response.

4.5.2.7
Actions at the incoming I‑CSCF 

Procedures according to ES 283 003 [2] shall apply.

4.5.2.8
Actions at the outgoing IBCF

Procedures according to ES 283 003 [2] shall apply.

NOTE:
The interworking with other NGN is described in clauses 4.7 and 4.7.4.
4.5.2.9
Actions at the incoming IBCF

Procedures according to ES 283 003 [2] shall apply.

4.5.2.10
Actions at the BGCF 

Procedures according to ES 283 003 [2] shall apply.

NOTE:
The interworking with other NGN is described in clauses 4.7.3 and 4.7.4.

4.5.2.11
Actions at the MGCF

Procedures according to ES 283 003 [2] shall apply.

NOTE:
The interworking is described in clause 4.7.1.

4.5.2.12
Actions at the destination P‑CSCF

Procedures according to ES 283 003 [2] shall apply.

4.5.2.13
Actions at the destination UE

Procedures according to ES 283 003 [2] shall apply.

4.6
Interaction with other services
4.6.1
Communication HOLD (HOLD)

No impact, i.e. neither simulation service shall affect the operation of the other service. 

4.6.2
Terminating Identification Presentation (TIP)

No impact, i.e. neither simulation service shall affect the operation of the other service. 

4.6.3
Terminating Identification Restriction (TIR)

No impact, i.e. neither simulation service shall affect the operation of the other service. 

4.6.4
Originating Identification Presentation (OIP)

 

If the called user has subscribed to the override category according to the OIP service ‑TS 183 007 [3], then the ACR service shall not apply.
Within the network execution of ICB and ACR services shall precede the OIP service.
4.6.5
Originating Identification Restriction (OIR)

If the called user has activated the ACR service, then incoming communications of originating user that have activated the OIR service ‑TS 183 007 [3] are rejected as a consequence of the procedure in clause 4.5.2.5.2.
4.6.6
CONFerence Calling (CONF)

No impact, i.e. neither simulation service shall affect the operation of the other service. 

4.6.7
Communication DIVersion services (CDIV)

If the served user has activated the ACR or ICB service, then the ACR or ICB service shall take precedence over the Communication Diversion service for the served user.

If the served user activated the OCB service then, the OCB service shall take precedence on the outgoing communication towards the targeted‑to user.

4.6.8
Malicious Communication IDentification (MCID)

No impact, i.e. neither simulation service shall affect the operation of the other service. 

4.6.9
Explicit Communication Transfer (ECT)

No impact,.i.e. neither simulation service shall affect the operation of the other service.

4.7
Interactions with other networks

4.7.1
Interaction with PSTN/ISDN 

4.7.1.1
General

Clause 4.7.1 deals with the interworking of:

5) the ACR Supplementary Service executed within the PSTN/ISDN interworking with the NGN; and

6) the ACR service executed within the NGN interworking with the PSTN/ISDN.

The 433 (Anonymity Disallowed) response shall be mapped to the Cause Value Field. Procedures described within the following clauses shall apply.

NOTE:
When interworking with existing implementations, the cause value 24 "call rejected due to ACR supplementary service" indicating that the call was rejected due to the ACR service, may be lost.

4.7.1.2
SIP‑ISUP protocol interworking at the I‑MGCF

4.7.1.2.1
Coding of the mapping of REL to 433 (anonymity disallowed) response

If ISUP Cause Value field in the ISUP REL includes Cause Value 24 "call rejected due to ACR supplementary service" the I‑MGCF maps this to a 433 (Anonymity Disallowed) response. 

4.7.1.3
SIP‑ISUP protocol interworking at the O‑MGCF

4.7.1.3.1
Receipt of the 433 (Anonymity Disallowed) response

If the response is a 433 (Anonymity Disallowed) response, then this response shall be mapped to the ISUP Cause Value field 24 "call rejected due to ACR supplementary service"  in the ISUP REL.

4.7.2 
Interaction with PSTN/ISDN Emulation 

The interaction with PSTN/ISDN Emulation is for further study.

4.7.3
Interaction with external IP networks

The procedures of ES 283 003 [2] shall apply in addition 433 (Anonymity Disallowed) responses are forwarded to other SIP‑based networks.
4.8
Parameter values (timers)

No Timers for ACR/CB defined.

4.9
Service configuration
4.9.1
Structure of the XML Document

Communication Barring documents are sub‑trees of the simserves XML document specified in TS 183 023 [7]. As such, Communication Barring documents use the XCAP application usage in TS 183 023 [7].

Data semantics: The semantics of the communication barring XML configuration document is specified in clause 4.9.1. "Structure of the XML Document".

XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 4.9.2. "Communication Barring Rules". 

4.9.1.1
General

In addition to the considerations and constraints defined by the simservs XML document TS 183 023 [7], the following additional constraints and considerations for the Communication Barring sub‑tree are defined.

An instance of the simulation services configuration containing a communication barring configuration document.

<?xml version="1.0" encoding="UTF‑8"?>
<simservs 

xmlns="urn:org:etsi:tispan:ngn:params:xml:ns:simservs" 

xmlns:cp="urn:ietf:params:xml:ns:common‑policy" 

xmlns:ocp="urn:oma:params:xml:ns:common‑policy"> 

  <incoming‑communication‑barring active="true">




rule set
  </incoming‑communication‑barring >

  <outgoing‑communication‑barring active="true">




rule set
  </outgoing‑communication‑barring >

</simservs>
The communication barring service contains a rule set, that specifies how the communication barring service shall react to external stimuli. 

4.9.1.2
Communication Barring elements

The communication barring configuration is contains a rule set. The rule set reuses the syntax as specified by RFC 3693 [49].

  <incoming‑communication‑barring active="true">
    <cp:ruleset>





rule1





rule2
    </cp:ruleset>
  </ incoming‑communication‑barring >
For evaluating a rule set the algorithm as specified in RFC 3693 [4] clause 10.2 shall be used. 

In clause 4.9.1.3 all allowed conditions are specified, communication barring rules are always evaluated at communication setup time.

The shown "active" attribute is inherited from the simservType from TS 183 023 [7], its meaning is also specified in TS 183 023 [7].

4.9.1.3
Communication Barring rules

The Communication Barring service is configured with an ordered set of forwarding rules. The XML Schema reuses the rule syntax as specified by RFC 3693 [4]. The rules take the following form.

      <cp:rule id="rule66">

        <cp:conditions>








condition1








condition2

        </cp:conditions>

        <cp:actions>

          <allow>false</allow>

        </cp:actions>

      </cp:rule>

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action is executed. Applied to the fragment above this means that only if the expression (condition1 AND condition2) evaluates to true that then the rule66 matches call is executed, if there are more matching rules then the resulting actions shall be combined according to the procedure specified in RFC 3693 [4]. If one of the matching rules evaluates to allow=true then the resulting value shall be allow=true and the call continues normally, otherwise the result shall be allow=false and the call will be barred. If there are no matching rules then the result shall be allow=true.

The "id" attribute value of a rule shall uniquely identify the rule within a rule set. This can be used in XCAP usage to address one specific rule.

4.9.1.4
Communication Barring rule conditions

The following conditions are allowed by the XML Schema for the communication barring service.

presence‑status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the calling user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in the in RFC 3693 [4]. In all other cases the condition evaluates to false.
The Identity that is matched  shall be taken from the P-Asserted-Identity header field and additionally may be taken from the From header field or the Referred-By header field
anonymous: To comply with the requirements as set for simulation of the ACR service, the anonymous element shall only evaluate to true when the conditions as set out in clause 4.5.2.6.2 for asserted originating public user identity apply.

cp:sphere: Not applicable in the context of the Communication Barring service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in RFC 3266 [6] offered in an INVITE request. It allows for barring of specific media.

communication‑diverted: This condition evaluates to true when the incoming communication has been previously diverted.

NOTE:
Diverted communication can be recognized by the presence of the History header field, as specified in TS 183 004 [10].

rule‑deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external‑list: This condition evaluates to true when the calling users identity is contained in an external URI list stored in a OMA‑TS‑XDM_Shared [4] to which the value of external‑list refers. The exact interpretation of this element is specified in OMA‑TS‑XDM_Core [4].

ocp:other‑identity: If present in any rule, the "other‑identity" element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy. The exact interpretation of this condition is specified in OMA‑TS‑XDM_Core [4].

4.9.1.5
Communication Barring rule actions

The action supported by the communication barring service is (un)conditional barring of calls. For this the allow action has been defined. The allow action takes a Boolean argument when the value is true calls are allowed to continue, when it is false the call shall be barred.

4.9.2
XML Schema

<?xml version="1.0" encoding="UTF‑8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:ss="urn:org:etsi:tispan:ngn:params:xml:ns:simservs" xmlns:cp="urn:ietf:params:xml:ns:common‑policy" xmlns:ocp="urn:oma:params:xml:ns:common‑policy" targetNamespace="urn:org:etsi:tispan:ngn:params:xml:ns:simservs" elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!‑‑ import common policy definitions ‑‑>

  <xs:import namespace="urn:ietf:params:xml:ns:common‑policy" schemaLocation="common‑policy.xsd"/>

  <!‑‑ import OMA common policy extensions ‑‑>

  <xs:import namespace="urn:oma:params:xml:ns:common‑policy" schemaLocation="oma‑common‑policy.xsd"/>

  <!‑‑ incoming communication barring rule set based on the common policy rule set.‑‑>

  <xs:element name="incoming‑communication‑barring" substitutionGroup="ss:absService">

    <xs:annotation>

      <xs:documentation>This is the incoming communication barring configuration document.</xs:documentation>

    </xs:annotation>

    <xs:complexType>

      <xs:complexContent>

        <xs:extension base="ss:simservType">

          <xs:sequence>

            <!‑‑ add service specific elements here‑‑>

            <xs:element ref="cp:ruleset" minOccurs="0"/>

          </xs:sequence>

        </xs:extension>

        <!‑‑ service specific attributes can be defined here ‑‑>

      </xs:complexContent>

    </xs:complexType>

  </xs:element>

  <!‑‑ outgoing communication barring rule set based on the common policy rule set.‑‑>

  <xs:element name="outgoing‑communication‑barring" substitutionGroup="ss:absService">

    <xs:annotation>

      <xs:documentation>This is the outgoing communication barring configuration document.</xs:documentation>

    </xs:annotation>

    <xs:complexType>

      <xs:complexContent>

        <xs:extension base="ss:simservType">

          <xs:sequence>

            <!‑‑ add service specific elements here‑‑>

            <xs:element ref="cp:ruleset" minOccurs="0"/>

          </xs:sequence>

        </xs:extension>

        <!‑‑ service specific attributes can be defined here ‑‑>

      </xs:complexContent>

    </xs:complexType>

  </xs:element>

  <!‑‑ communication barring specific extensions to IETF common policy actions‑‑>

  <xs:element name="allow" type="ss:allow‑action‑type"/>

  <!‑‑ communication barring specific type declarations ‑‑>

  <xs:simpleType name="allow‑action‑type" final="list restriction">

    <xs:restriction base="xs:boolean"/>

  </xs:simpleType>

</xs:schema>

Annex A (informative):
Signalling flows

The following signalling flows shows examples showing the use of the ACR service. These flows are not implying that other call scenarios are not valid.

A.1
ACR termination towards UE‑B
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Figure A.1.1: ACR termination towards UE‑B 

7) INVITE (UE to S‑CSCF) ‑ see example in figure A.1.1.
The INVITE request is sent from the UA to S‑CSCF The INVITE includes a P‑Preferred‑Identity as follows:

· P‑Asserted‑Identity: "John Doe" <tel:+1‑212‑555‑1111> with Privacy header field set to: "id" or "header" or "user".
1. 100 Trying.
2. Evaluation of initial filter criteria.
The initial Filter criteria identifies that the R‑URI is subscribed to the ACR. Therefore the S‑CSCF forwards the INVITE to the ACR AS.
3. INVITE (S‑CSCF to AS) ‑ see example in figure A.1.1.
INVITE is send to the AS.
4. 433 (Anonymity Disallowed) response. (AS to UE) ‑ see example in figure A.1.1.
AS has identified that the call is anonymous and answers with a 433 (Anonymity Disallowed) response.

Annex B (informative):
Example of filter criteria 

This annex provides an example of a filter criterion that triggers SIP requests that are subject to initial filter criteria evaluation. 

When the initial request matches the conditions of the next unexecuted IFC rule for the served user which points to the ACR service and the P‑Asserted‑Identity header is set to "id", "header" or "user" or "critical", the communication is forwarded to the AS.

An example of an Initial Filter Criteria (IFC) Trigger Point configurations under the assumption that the ACR service is a standalone service that can be invoked by a very specific triggerpoint active at the destination S‑CSCF:

· (Method="INVITE" AND [Header="P‑Asserted‑Identity"] AND [Header="Privacy", Content="id"]); or 

· (Method="INVITE" AND [Header="P‑Asserted‑Identity"] AND [Header="Privacy", Content="header"]); or 

· (Method="INVITE" AND [Header="P‑Asserted‑Identity"] AND [Header="Privacy", Content="user"]); or 

· (Method="INVITE" AND [Header="P‑Asserted‑Identity"] AND [Header="Privacy", Content="critical"]).
NOTE 1:
The coding of the Initial Filter Criteria is described in TS 183 033 [58].

NOTE 2:
In this case there is a one to one relationship with the conditions that express the rejection cases for the ACR service as specified in clause 4.5.2.6.1 "Action for ACR at the terminating AS".

NOTE 3:
In practice it is more likely that all Invite's are forwarded to the AS, because there is more services to execute then ACR alone. This is already apparent when the combined service ACR/ICB is deployed.

Annex F (temporary):
Message Waiting Indication (MWI)
This temporary Annex shows the complete ETSI TS 183 006 [5] with the changes needed by 3GPP outlined in text marked by blue underscore (example of inserted text) for inserted text, and blue strikethrough for deleted text (example of deleted text). This Annex is intended deleted when 3GPP and TISPAN have concluded on how the technical specifications for the Multimedia Telephony Supplementary Services will be documented.
The reasons for the 3GPP specific additions to the ETSI TS in this annex are motivated by Editor's notes.

Note:
ETSI TS 183 006 [5] can be updated by TISPAN in parallell to the changes proposed by 3GPP. If a new version of ETSI TS 183 006 [5] is created, this temporary Annex will be updated to reflect this new reference version.

All clauses between temporary Annex F and temporary Annex G are part of ETSI TS 183 006 [5].
1
Scope

The present document specifies the stage three Protocol Description of the Message Waiting Indication (MWI) service, based on stage one and two of the ISDN MWI supplementary services. Within the TISPAN NGN Release1 Next Generation Network (NGN) the stage 3 description is specified using the IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP).
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 181 002 [1], TS 181 005 [10], 
TS 123 003 [13] and the following apply:

correspondent: person or entity that deposits messages in the subscriber's message account
NOTE:
Correspondent and subscriber can be the same person or entity.

Message Account (MA): resource that retains multimedia messages (voice, video, fax, etc.) deposited by correspondents for the subscriber
subscriber: person or entity that receives status information about deposited messages

supplementary service: modifies or supplements a basic Telecommunication service

trusted identity: network generated user address information

untrusted identity: user generated user address information

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:
AS
Application Server

CD
Communication session Deflection

CDIV
Communication DIVersion
CFB
Communication session Forwarding Busy

CFNL
Communication session Forwarding on No Logged-in

CFNR
Communication Forwarding No Reply

CFU
Communication session Forwarding Unconditional

CONF
CONFerence calling
CSCF
Call Session Control Function

ECT
Explicit Communication Transfer

HOLD
Communication session Hold

IBCF
Interconnection Border Control Function
I-CSCF
Interrogating - CSCF

IMS
IP Multimedia Subsystem

IP
Internet Protocol

ISDN
Integrated Service Data Network

MA
Message Account

MCID
Malicious Call IDentification

MIME
Multipurpose Internet Mail Extensions

MNUA
MWI Notifier User Agent
MSUA
MWI Subscriber User Agent
MWI
Message Waiting Indication

NGN
Next Generation Network

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

P-CSCF
Proxy - CSCF

PSI
Public Service Identity

PSTN
Public Switch Telephone Network

S-CSCF
Serving - CSCF

SDP
Session Description Protocol

SIP
Session Initiation Protocol

THIG
Topology HIding Gateway
TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

UA
User Agent
UE
User Equipment

URI
Universal Resource Identifier

4
Message Waiting Indication (MWI)

4.1
Introduction

The Message Waiting Indication (MWI) service enables the network, upon the request of a controlling user to indicate to the receiving user, that there is at least one message waiting.
4.2
Description

4.2.1
General description

The MWI service enables the application server to indicate to the subscriber, that there is at least one message waiting. 

The indication is delivered to the subscriber's UE after successful subscription to the Message Waiting Indication service as described in the present document.

Other modes of MWI service invocation are not applicable. 

NOTE:
Having received this indication, the subscriber user can subsequently access the message account, to have the deposited message delivered. The means by which the subscriber accesses and manages the message account are outside the scope of the present document.

4.3
Functional entities

4.3.1
User Equipment (UE)

The UE shall implement the MWI Subscriber User Agent role as described in clause 4.4.1.

4.3.2
Application Server (AS)

An application server shall implement the role of a MWI Notifier User Agent as described in clause 4.4.2. 

Application Server can implement the role of the application server (AS) acting as terminating UA as described in ES 283 003 [2], clause 5.7.2. 

Additionally an application server may implement other roles for the receipt and storage of the messages for example Web Server, Mail Transfer and Delivery Agent, Short Message Service centre, etc. 

The definition of additional roles for an MWI Application Server is out of the scope for the current specification. 

4.4
Roles 

4.4.1
MWI Subscriber User Agent (MSUA)

A MWI Subscriber User Agent is an entity that is subscribed or requests information about status change of message account from an MWI AS.

Actions performed by a MWI Subscriber User Agent as a part of the user equipment are described in clause 4.7.2.1.

4.4.2
MWI Notifier User Agent (MNUA)

MNUA is an entity that provides information about changes in message account status to the MSUA. 

Actions performed by a notifier user agent as a part of the application server are described in clause 4.7.2.5.

4.4.3
Message Account (MA)

The definition of the message account from the RFC 3842 [3] applies with following additions:

Message account retains multimedia messages (e.g. voice, video, fax) intended to a particular subscriber.

4.4.3.1
Identification of the message account for the message deposit 

Since messages may be intended to the different public user identities that belong to the same subscriber, the message account may be configured to retain messages for any of the subscriber's public user identities.

Configuration of a message account to retain messages for each public user identity, for a group of public user identities or for all of public user identities that belong to the same subscriber is subject to the operator's policy.

4.4.3.2
Identification of the message account for the MWI subscription 

For the identification of the message account by subscriptions to the MWI service either a public service identity can be assigned to the message account or any of subscriber's public user identity can be used, subject to the operator's policy (see examples in clause A.1.1.2).

4.5
Operational requirements

4.5.1
Provision/withdrawal

The MWI service shall be provided after prior arrangement with the service provider. The MWI service shall be withdrawn at the subscriber's request or for administrative reasons.

Depending on the arrangement with the service provider either any of the subscriber's public user identities or public service identity of the message account can be used to access the MWI service, see annex B.

The subscriber's UE shall be made aware about the option used by service provider to identify access to the MWI service.

4.5.2
Requirements on the originating network side

No specific requirements are needed on the originating network side.

4.5.3
Requirements in the network

No specific requirements are needed in the network.

4.5.4
Requirements on the terminating network side

No specific requirements are needed in the network.

4.6
Coding requirements

The application/simple-message-summary MIME type used to provide Message Summary and Message Waiting Indication Information shall be coded as described in the subclause 5 of RFC 3842 [3].

The coding of the message types in the message-context-class values shall follow the rules defined in the specifications listed in the "reference" column of table 1.

Table 1: Coding requirements
	Value
	Reference

	voice-message
	RFC 3458 [5]

	video-message
	RFC 3938 [6]

	fax-message
	RFC 3458 [5]

	pager-message
	RFC 3458 [5]

	multimedia-message
	RFC 3458 [5]

	text-message
	RFC 3458 [5]

	none
	RFC 3458 [5]


The coding of the additional information about deposited messages in the application/simple-message-summary MIME type body shall be in alignment with the rules defined in subclause 25 of RFC 3261 [11] for SIP extension-header (subclause 3.5 of RFC 3842 [3]) and follow the rules defined in the specifications listed in the "reference" column of table 2.

Table 2: Additional information

	Header
	Description
	Reference

	To:
	Indicates the subscriber's public user identity used by correspondent to deposit a message.
	subclause 3.6.3 of RFC 2822 [7]

	From:
	Indicates the correspondent's public user identity, if available.
	subclause 3.6.2 of RFC 2822 [7]

	Subject:
	Indicates the topic of the deposited message as provided by correspondent.
	subclause 3.6.5 of RFC 2822 [7]

	Date:
	Indicates the time and date information about message deposit.
	subclause 3.6.1 of RFC 2822 [7]

	Priority:
	Indicates the message priority as provided by correspondent.
	RFC 2156 [8]

	Message-ID:
	Indicates a single unique message identity.
	subclause 3.6.4 of RFC 2822 [7]

	Message-Context:
	Indicates a type or context of message.
	RFC 3458 [5]


4.7
Signalling requirements
Editor's note:
The changes to 4.7.1, 4.7.1A and 4.7.1B are done to create a structure of the document that is similar to the structure as for the other supplementary services.

4.7.1
Activation/deactivation/registration
The MWI service is immediately activated after successful SUBSCRIBE requestsubscription from the subscriber's UE see clause 4.7.2.

The MWI service is deactivated after subscription expiry or after unsuccessful attempt to deliver a notification about message waiting. 
4.7.1A
Registration/erasure

The MWI service requires no registration. Erasure is not applicable.

4.7.1B
Interrogation

Interrogation of MWI is not applicable.

4.7.2
Invocation and operation

4.7.2.1
Actions at the UE

When the subscriber user agent intends to subscribe for status information changes of a message account, it shall generate a SUBSCRIBE request in accordance with RFC 3265 [4] and RFC 3842 [3] and in alignment with the procedures described in ES 283 003 [2].

Depending on the service provisioning the UE will address the SUBSCRIBE request either to one of the subscriber's public user identities or to the public service identity of the message account (see clause 4.5.1).

The subscriber's UE shall implement the "application/simple-message-summary" content type as described in RFC 3842 [3].

4.7.2.2
Actions at the P-CSCF

Procedures according to ES 283 003 [2] shall apply. 

4.7.2.3
Actions at the serving S-CSCF

Procedures according to ES 283 003 [2] shall apply. 
The S-CSCF validates the service profile of the subscriber and evaluates the initial filter criteria. 

Depending on the service provisioning (see clause 4.5.1) the S-CSCF will: 

· either trigger on the "message-summary" event; or

· perform the public service identity resolution of the message account SIP URI;

to identify the route to the MWI AS.

After route identification the S-CSCF processes the SUBSCRIBE request according to ES 283 003 [2].
NOTE:
 Annex B includes an example of an IFC that can be used to invoke the MWI simulation service.
4.7.2.4
Actions at the terminating S-CSCF

This clause applies if the MWI service is addressed using public service identity, see clause 4.4.3.2.

Procedures according to ES 283 003 [2] shall apply. 

4.7.2.5
Actions at the AS

When the Application Server receives a SUBSCRIBE request for the 'message-summary' event package, the Application Server shall identify the message account which status information is requested (see clause 4.4.3.2), then the AS shall attempt to verify the identity of the source of the SUBSCRIBE request as described in ES 283 003 [2] clause 5.7.1.4, then perform authorization according to ES 283 003 [2] clause 5.7.1.5. 

In case of successful subscription, the AS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 3265 [4] and RFC 3842 [3].

4.7.2.6
Actions at the outgoing I-CSCF (THIG) 

Procedures according to ES 283 003 [2] apply.

4.7.2.7
Actions at the incoming I-CSCF 

Procedures according to ES 283 003 [2] apply. 

4.7.2.8
Actions at the outgoing IBCF

Procedures according to ES 283 003 [2] apply. 

4.7.2.9
Actions at the incoming IBCF

Procedures according to ES 283 003 [2] apply. 

4.8
Interaction with other IMS capabilities

4.8.1
Presence

Interaction of the presence IMS capability and message waiting indication service is for further study.

4.8.2
Messaging

Interaction of messaging IMS capability and message waiting indication service is for further study.

4.9
Interaction with other services
4.9.1
Communication Hold (HOLD)

No impact, i.e. neither service shall affect the operation of the other service. 

4.9.2
Terminating Identification Presentation (TIP)

No impact, i.e. neither service shall affect the operation of the other service. 

4.9.3
Terminating Identification Restriction (TIR)

No impact, i.e. neither service shall affect the operation of the other service. 

4.9.4
Originating Identification Presentation (OIP)

No impact, i.e. neither service shall affect the operation of the other service. 

4.9.5
Originating Identification Restriction (OIR)

No impact, i.e. neither service shall affect the operation of the other service. 

4.9.6
CONFerence calling (CONF)

No impact, i.e. neither service shall affect the operation of the other service. 

4.9.7
Communication DIVersion services (CDIV)

The subscriber of the message waiting indication service receives the notifications about the change in the status of message account only from message waiting indication application server. 

Communication diversion services shall not impact the processing of message waiting indication subscriptions, notifications and responses.

4.9.7.1
Communication Forwarding Unconditional (CFU)

MWI notifications shall not be affected by the communication forwarding unconditional service and always be forwarded to subscribers' current location (if known). 

4.9.7.2
Communication Forwarding Busy (CFB)

MWI notifications shall not be affected by the communication forwarding busy service and always be forwarded to subscribers' current location (if known). 

The UE will inform the AS if it will not be able to process the notification at the time.

4.9.7.3
Communication Forwarding No Reply (CFNR)

MWI notifications shall not be affected by the communication forwarding busy service and always be forwarded to subscribers' current location (if known). 

The S-CSCF will inform the AS if the UE can not be contacted at the time.

4.9.7.4
Communication Forwarding on Not Logged-in (CFNL)

MWI notifications shall not be affected by the communication forwarding busy service and always be forwarded to subscribers' current location (if known). 

The S-CSCF will inform the AS if the UE is not logged-in at the time.

4.9.7.5
Communication Deflection (CD)

MWI notifications shall not be affected by the communication deflection service. All the CSCFs and AS shall ignore the redirection information received from the UE and proceed a 3xx response as a 480 Temporarily Unavailable response.

4.9.8
Malicious Call Identification (MCID)

No impact, i.e. neither service shall affect the operation of the other service. 

4.9.9
Explicit Communication Transfer (ECT)

No impact, i.e. neither service shall affect the operation of the other service.

4.10
Interactions with other networks

Interaction with other networks is performed according to ES 283 003 [2].

4.10.1
Interworking with the PSTN/ISDN

Interworking of the SIP based MWI service with ISDN MWI service is for further study.

4.10.2
Interaction with PSTN/ISDN Emulation

Interworking of the SIP based MWI service with the emulation MWI service is for further study.

4.10.3
Interaction with external IP networks

Interaction with external IP networks are performed according to ES 283 003 [2]. 

4.11
Parameter values (timers)
Not applicable.

Annex A (informative):
Example signalling flows of Message Waiting Indication (MWI) service operation

A.1 Scope of signalling flows

This annex gives examples of signalling flows for the Message Waiting Indication service within the TISPAN PSTN/ISDN Simulation subsystem based on the Session Initiation Protocol (SIP).

A.1.1 Introduction

A.1.1.1 General

The signalling flows provided in the following clauses follow the methodology developed in TS 124 228 [12]. The following additional considerations apply.

A.1.1.2 Key required to interpret signalling flows

The key to interpret signalling flows specified in TS 124 228 [12] clauses 4.1 and 4.2 applies with the additions specified below:

· mwi.home1.net: an MWI AS in the home network of the service provider;

· user1_mwiacc1@home1.net: public service identity of the message account;

· user1_public1@home1.net: first subscriber's public user identity assigned to the message account;

· user1_public2@home1.net: second subscriber's public user identity assigned to the message account;

· user2_public1@home2.net: first correspondent of messages in the message account;

· user3_public1@home3.net: second correspondent of messages in the message account.

Each signalling flow table contains descriptions for headers where the content of the header is new to that signalling flow, as is already performed in TS 124 228 [12].

However, TS 124 228 [12] includes extensive descriptions for the contents of various headers following each of the tables representing the contents of the signalling flows. Where the operation of the header is identical to that shown in TS 124 228 [12], then such text is not reproduced in the present document.

Headers following the tables that are represented in fat cursive style describe the contents of the application/simple-message-summary MIME body. 

Additional text may also be found on the contents of headers within TS 124 228 [12] in addition to the material shown in the present document.

A.1.2 Signalling flows demonstrating how UE subscribes to message waiting indication event notification

A.1.2.1 Introduction

The clause covers the signalling flows that show how UE can request message waiting indication information from an application server.

A.1.2.2 MWI Subscriber subscribing to the status of his message account, MWI AS is in the subscriber's network

Successful subscription, UE in visited network. This example shows the case when the originating S-CSCF, routes the SUBSCRIE request to an AS that provides the MWI service, based on the resolution of the public service identity of the message account.

For the purpose of the subscriber's identity verification, the AS is located within the same trusted domain as the subscriber, see ES 283 003 [2] clause 5.7.1.4.
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Figure A.1: UE subscription for the message-summary event package

Figure A.1 shows a user equipment subscribing to the message waiting indication notification. The details of the signalling flows are as follows:

1.
SUBSCRIBE request (UE to P-CSCF) - see example in table A.1

A subscriber agent in a UE wishes to receive message waiting indication information from an application server. To initiate a subscription, the UE generates a SUBSCRIBE request containing the "message‑summary" event that it wishes to be notified of, together with an indication of the length of time this periodic subscription should last.

Table A.1: SUBSCRIBE request (UE to P-CSCF)

SUBSCRIBE sip:user1_mwiacc1@home1.net SIP/2.0

Via: SIP/2.0/UDP 1.2.3.4:1357;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_mwiacc1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 SUBSCRIBE

Event: message-summary
Expires: 7200

Accept: application/simple-message-summary
Contact: <sip:user1_public1@1.2.3.4:1357>

Content-Length: 0

Request URI:
Public service identity of the message account whose events the subscriber subscribes to. In this case the subscriber subscribes to the message waiting indication events.

Event:
This field is populated with the value "message-summary" to specify the use of the Message Summary Package.

Accept:
This field is populated with the value "application/simple-message-summary" as described in RFC 3842 [3].

To:
Same as the Request-Uri.

2.
SUBSCRIBE request (P-CSCF to S-CSCF) - see example in table A.2

The SUBSCRIBE request is forwarded to the I-CSCF.


The P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The SUBSCRIBE request is forwarded to S-CSCF#1. A Route header is inserted into SUBSCRIBE request. The information for the Route header is taken from the service route determined during registration.

Table A.2: SUBSCRIBE request (P-CSCF to S-CSCF)

SUBSCRIBE sip:user1_mwiacc1@home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP 1.2.3.4:1357;comp=sigcomp;branch=z9hG4bKehuefdam

P-Access-Network-Info:

Route: <sip:orig@scscf1.home1.net;lr>

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=223551024"
Privacy:

Record-Route: <sip:pcscf1.visited1.net;lr>

Route: <sip:scscf1.home1.net;lr>

From:

To:

Call-ID:

CSeq:

Event:

Supported:

Expires:

Accept:

Contact:

Content-Length:

3.
Evaluation of initial filter criteria

The S-CSCF validates the service profile of this subscriber and evaluates the initial filter criteria. Assuming that sip:user1_mwiacc1@home1.net is a statically created PSI, sip:user1_mwiacc1@home1.net is included in the service profile of user1_public1@home1.net as part of an originating initial Filter Criteria with Service Trigger Point of Method = SUBSCRIBE AND Event = "message-summary" AND Request-URI = sip:user1_mwiacc1@home1.net, that informs the S-CSCF to route the SUBSCRIBE request to the application server sip:mwi.home1.net.


If there is no initial filter criteria for this PSI (sip:user1_mwiacc1@home1.net), the assumption is that the PSI is a sub domain-based PSI. The procedure defined in RFC 3263 [69] with DNS NAPTR and SRV queries aligned with the operator policy may then be used for the resolution of the PSI.

4.
SUBSCRIBE (S-CSCF to AS) - see example in table A.3

The S-CSCF forwards the SUBSCRIBE request to AS.

Table A.3: SUBSCRIBE request (S-CSCF to AS)

SUBSCRIBE sip:user1_mwiacc1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a65.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP 1.2.3.4:1357;branch=z9hG4bKehuefdam

Max-Forwards: 68

P-Asserted-Identity: <sip:user1_public1@home1.net>, <tel:+1-212-555-1111>

P-Charging-Vector:
P-Charging-Function-Addresses: 
Privacy:

Record-Route: <sip:orig@scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

Route: <sip:mwi.home1.net;lr>, <sip:orig@scscf1.home1.net;lr>

From:

To:

Call-ID:

CSeq:

Event:

Supported:

Expires:

Accept:

Contact:

Content-Length:

5.
Identification of the message account and subscriber authorization 

Based on the Request-URI the MWI AS identifies the requested message account. 


P-Asserted-Identity header information authorizes the subscriber to subscribe to status change of the message account, as one of the identities is authorized for this account.


In this example the authorization is successful, so the AS sends a 200 (OK) response to the S-CSCF. If the previous condition failed, then a 403 (Forbidden) response would be sent to the S-CSCF.

6.
200 (OK) response (MWI AS to S-CSCF) – see example in table A.4


The MWI AS forwards the response to the S-CSCF.

Table A.4: 200 (OK) response (AS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a65.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP 1.2.3.4:1357;branch=z9hG4bKehuefdam

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=223551024"; orig-ioi=home1.net; term-ioi=home1.net

Record-Route: 

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_mwiacc1@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq:

Expires: 

Contact: <sip:mwi.home1.net>

Content-Length: 0

7.
200 (OK) response (S-CSCF to P-CSCF ) 


The S-CSCF forwards the 200 OK response to the P-CSCF.

8.
200 (OK) response (P-CSCF to UE) 

P-CSCF forwards the 200 OK response to the UE.

9.
NOTIFY request (MWI AS to S-CSCF) - see example in table A.5


As required by the RFC 3265 [4] the MWI AS immediately after successful subscription sends the NOTIFY request to the S-CSCF to synchronize the current state of the message account at the subscriber's UE. This initial notification contains no extended information about available message. Further notifications sent by MWI AS may contain either extended or basic set of message waiting information as described in RFC 3842 [3]. 


In this example it is assumed that the message account at the moment of subscription has thee voice messages (two new and one old, with one new message being urgent), one old video message and two fax messages (one new and one old with the old message being urgent).

Table A.5: Initial NOTIFY request (MWI AS to S-CSCF)

NOTIFY sip:user1_public1@1.2.3.4:1357 SIP/2.0

Via: SIP/2.0/UDP mwi.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net;lr>

From: <sip:user1_mwiacc1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 42 NOTIFY

Subscription-State: active;expires=7200

Event: message-summary
Contact: <sip:mwi.home1.net>

Content-Type: application/simple-message-summary
Content-Length: (...)

Messages-Waiting: yes

Message-Account: sip:user1_mwiacc1@home1.net

Voice-Message: 2/1 (0/0)

Video-Message: 0/1 (0/0)

Fax-Message: 1/1 (0/1)

Content-Type:
Set to "application/simple-message-summary" as described in RFC 3842 [3].

The message body in the NOTIFY request that carries the message waiting indication is formed as described in clause 4.6.

Message-Account:
The MWI AS populates this filed with the public service identifier of the message account that received the subscription.

Voice-Message:
The MWI AS populates this filed with the information about voice messages that are waiting in the message account.

Video-Message:
The MWI AS populates this filed with the information about video messages that are waiting in the message account.

Fax-Message:
The MWI AS populates this filed with the information about fax messages that are waiting in the message account.

12.
200 (OK) response (UE to P-CSCF)


The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.
15.
notifications on message-summary event package

After the MWI AS generated a NOTIFY request to inform the subscriber's UE about the subscription state, the MWI AS waits for the change of the message account status. As soon as new messages(s) are deposited into the message account the MWI AS generates a NOTIFY request to indicate the change in the message account status to the subscriber's UE. 

16.
NOTIFY request (AS to S-CSCF) – see example in table A.6


The MWI AS uses available information from the interaction with correspondents and message left in the message account to fill the headers in the simple-message-summary MIME body of the NOTIFY request. This notification sent by the MWI AS contains an extended set of message waiting information about newly deposited messages since the last notification as described in RFC 3842 [3].


In this example it is assumed that the subscriber's message account has received three new messages (two urgent voice and one non urgent video message) since the successful immediate NOTIFY transaction from the correspondents sip:user2_public1@home1.net and sip:user3_public1@home3.net. The correspondents used different public user identities of the subscriber to deposit messages. 

Table A.6: NOTIFY request (MWI AS to S-CSCF)

NOTIFY sip:user1_public1@1.2.3.4:1357 SIP/2.0

Via: SIP/2.0/UDP mwi.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net;lr>

From: <sip:user1_ mwiacc 1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 43 NOTIFY

Subscription-State: active;expires=5000

Event: message-summary
Contact: <sip:mwi.home1.net>

Content-Type: application/simple-message-summary
Content-Length: (...)

Messages-Waiting: yes

Message-Account: sip:user1_mwiacc1@home1.net

Voice-Message: 4/1 (2/0)

Video-Message: 1/1 (0/0)

Fax-Message: 1/1 (0/1)

To: <user1_public1@home1.net>

From: <user2_public1@home1.net>

Subject: call me back!

Date: 19 Apr 2005 21:45:31 -0700

Priority: urgent

Message-ID: 27775334485@mwi.home1.net

Message-Context: voice-message
To: <user1_public2@home1.net>

From: <user2_public1@home1.net>

Subject: Where are you that late???

Date: 19 Apr 2005 23:45:31 -0700

Priority: urgent

Message-ID: 27775334485@mwi.home1.net

Message-Context: voice-message
To: <user1_public1@home1.net>

From: <user3_public1@home3.net>

Subject: Did you see that penalty!!!

Date: Tue, 19 Apr 2005 22:12:31 -0700

Priority: normal

Message-ID: 26775334485@mwi.home1.net

Message-Context: video-message
Content-Type:
Set to "application/simple-message-summary" as described in RFC 3842 [3].

The message body in the NOTIFY request that carries the message waiting indication is formed as described in the clause 4.6.

Message-Account:
The MWI AS populates this filed with the public service identifier of the message account that has new messages for the subscriber.

Voice-Message:
Since two new urgent voice messages were received by the message account, the number of new voice messages is increased to four and the number of the new urgent messages is increased to two.

Video-Message:
One new video message was received by the message account and accordingly the number of new video messages set to one.

Fax-Message:
No new fax messages were received by the message account, so the number of fax messages is unchanged.

To:
This header in the MIME body populate the information about the public user identity of subscriber, that was used by correspondent to deposite a message.

From:
This header in the MIME body populate the information about the public user identity, of correspondent, that left a message to the subscriber.

Subject:
This header populates the information about the subject, that was assigned to the left message by correspondent. 

Date:
This header populates the information about the date and time when a message was left.

Priority:
This header populates the information about the message urgency assigned by correspondent.

Message-ID:
This header populates the information about the message identity, that is assigned to the message by the MWI AS.

Message-Context:
This header populates the information about the type of the deposited message, that has the extended set of message waiting information.

A.1.2.3 MWI AS notifying the subscriber about changes in the status of message account

This example shows the case when the message waiting indication service was invoked by the subscription to one of the subscriber's public user identities.

MWI AS notifies subscriber's UE about new message being deposited into the subscribers message account.
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Figure A.2: Notification of change in the status of message account

Table A.7: NOTIFY request (MWI AS to S-CSCF)

NOTIFY sip:user1_public1@1.2.3.4:1357 SIP/2.0

Via: SIP/2.0/UDP mwi.home1.net;branch=z9hG4bK332b43.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net;lr>

From: <sip:user1_ public1@home1.net>;tag=53254

To: <sip:user1_public1@home1.net>;tag=34533

Call-ID: sdf243dsaf323fdswf23r

CSeq: 32 NOTIFY

Subscription-State: active;expires=3000

Event: message-summary
Contact: <sip:mwi.home1.net>

Content-Type: application/simple-message-summary
Content-Length: (...)

A.1.3 Signalling flows demonstrating how AS sends message waiting indication notification to the UE which does not implement RFC 3842

A.1.3.1 Introduction
The clause covers the signalling flows that show how MWI AS sends message waiting indication information to the UE which does not implement RFC 3842 [3].

A.1.3.2 Registration signalling for MWI subscriber

This example shows the registration signalling for MWI subscriber: 
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Figure A.3: Registration signalling for MWI subscriber

When the MWI subscriber registered state changes, e.g. initiate the register procedure, S-CSCF evaluates the initial filter criteria, initiate a third party registration procedure by send REGISTER request to MWI AS. The MWI AS may also subscribe to the reg event package for the public user identity registered at the users registrar (S-CSCF) to receive the subscriber's registration state information, see ES 283 003 [2], clause 5.7.1.1. 
The details of the signalling flows are followed:

1.
REGISTER request (UE to P-CSCF) – see example in table A.8.

The purpose of this request is to register the user's SIP URI with a S-CSCF in the home network. This request is routed to the P-CSCF.

Table A.8: REGISTER request (UE to P-CSCF)

REGISTER sip:home1.net SIP/2.0

Via: SIP/2.0/UDP 1.2.3.4:1357;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;>

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Contact: <sip:user1_public1@1.2.3.4:1357>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 REGISTER

Content-Length: 0

2.
REGISTER request (P-CSCF to S-CSCF) – see example in table A.9

P-CSCF forwards the REGISTER to the S-CSCF in MWI subscriber's home network through I-CSCF.

Table A.9: REGISTER request (P-CSCF to S-CSCF)

REGISTER sip:home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bk120f34.1

Via: SIP/2.0/UDP 1.2.3.4:1357;branch=z9hG4bKnashds7

Route: <sip:orig@scscf1.home1.net>

Max-Forwards: 68

Route: <sip:pcscf1.visited1.net:7531;lr;>

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Contact: <sip:user1_public1@1.2.3.4:1357>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 REGISTER

Content-Length: 0

3.
200 (OK) response (S-CSCF to P-CSCF) – see example in table A.10.

S-CSCF authorizes the REGISTER request and send 200 (OK) to P-CSCF.

Table A.10: 200 (OK) response (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bk120f34.1

Via: SIP/2.0/UDP 1.2.3.4:1357;branch=z9hG4bKnashds7

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>;tag=kotimaaa

Contact: <sip:user1_public1@1.2.3.4:1357>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 REGISTER

Content-Length: 0

4.
200 (OK) response (P-CSCF to UE) 

P-CSCF forwards the 200 OK response to the UE.

5.
Evaluation of initial filter criteria 

After subscriber register to the S-CSCF successfully, S-CSCF will get the service profile of subscriber from USPF and evaluates the initial filter criteria.


For the MWI subscriber, S-CSCF will initiate a third party registration procedure to the AS.

6.
REGISTER request (S-CSCF to AS) – see example in table A.11

The purpose of this request is to notify the registered status to the AS.

Table A.11: REGISTER request (S-CSCF to AS)

REGISTER sip:mwi.home1.net SIP/2.0

Via: <sip:scscf1.home1.net>;branch=99sctb

Max-Forwards: 70

From: <sip: scscf1.home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Contact: <sip: scscf1.home1.net>

Call-ID: las22kdoa45siewrf

CSeq: 85 REGISTER

Content-Length: 0

7.
200 OK response (AS to S-CSCF) – see example in table A.12

AS receive the REGISTER request from S-CSCF and send the 200 OK response to S-CSCF.

Table A.12: REGISTER request (AS to S-CSCF)

SIP/2.0 200 OK

Via: <sip:scscf1.home1.net>;branch=99sctb

Max-Forwards: 70

From: <sip: scscf1.home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Contact: <sip: scscf1.home1.net>

Call-ID: las22kdoa45siewrf

CSeq: 85 REGISTER

Content-Length: 0

8.
AS updates the MWI subscriber registered state

AS updates the MWI subscriber registered state.


If MWI subscriber registered state changes to registered, AS sends the MWI notification to UE.

9.
MESSAGE request (MWI AS to S-CSCF) – see example in table A.13


In this example it is assumed that the message account at the moment of registration has three voice message, one old video message and two fax messages.

Table A.13: MESSAGE request (MWI AS to S-CSCF)

MESSAGE sip:user1_public1@1.2.3.4:1357 SIP/2.0

Via: SIP/2.0/UDP mwi.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net;lr>

From: <sip:user1_mwiacc1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 42 MESSAGE

Content-Type: text/plain

Content-Length: (...)

You Have new messages on sip:user1_mwiacc1@home1.net!

2 Voice-Messages, 1 Video-Messages, 1 Fax-Message in your mailbox,

to get detail, please visit sip:mwi.home1.net.
Content-Type:
Set to "text/plain" as described in RFC 3428.

The message body in the MESSAGE request that carries the message waiting indication information in pure text format.
12.
200 (OK) response (UE to P-CSCF)


The UE acknowledges the MESSAGE request with a 200 (OK) response to the P-CSCF.
A.1.3.3 AS notify subscriber when message account state change

This example shows the case AS notify subscriber changes in the status of message account.
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Figure A.4: AS notify MWI subscriber when message account state change

When the message account state changes, AS sends the message waiting indication to the UE.

The details of the signalling flows are followed:

1.
Message Account state change

When new message is deposited into the subscribers message account, the Message Account state is changed.

2.
AS check MWI subscriber registered state

AS check the MWI subscriber registered state, if the subscriber is registered, AS will send the message waiting indication to the UE.

3.
MESSAGE request (MWI AS to S-CSCF) – see example in table A.14


AS sends the message waiting indication to UE.

Table A.14: MESSAGE request (MWI AS to S-CSCF)

MESSAGE sip:user1_public1@1.2.3.4:1357 SIP/2.0

Via: SIP/2.0/UDP mwi.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net;lr>

From: <sip:user1_mwiacc1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 42 MESSAGE

Content-Type: text/plain

Content-Length: (...)

You Have new messages on sip:user1_mwiacc1@home1.net!

1 new Voice-Messages in your mailbox,

to get detail, please visit sip:mwi.home1.net.

6. 200 OK response (UE to P-CSCF)

The UE acknowledges the MESSAGE request with a 200 (OK) response to the P-CSCF.
A.1.4 Signalling flows demonstrating how a message is deposited into the subscribers message account 

A.1.4.1 Introduction

The clause covers the signalling flows that show how a message is deposited into the subscribers message account.

A.1.4.2 Depositing a message into the subscriber's message account

A.1.4.2.1 Successful message deposit into the subscriber's message account

This call-flow shows the deposit of the message in to the subscriber's message account by a correspondent.

"Integration of resource management and SIP" not required by the MWI AS and not used by correspondent's UE.
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Figure A.5: Correspondent depositing a message into the subscriber's MA

Figure A.5 shows a correspondent user equipment creating, interacting over RTP and terminating a session with the MWI AS. The details of the signalling flows are as follows:

1.
INVITE request (Correspondent to P-CSCF) – see example in table A.15

A correspondent wishes to initiate a session with the MWI subscriber. To initiate the session, the correspondent generates an INVITE request to MWI subscriber.

Table A.15: INVITE request (UE to P-CSCF)

INVITE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP 2.3.4.5:2468;branch=0uetb

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:8642;lr;>, <sip:orig@scscf1.home3.net;lr>

P-Preferred-Identity: <sip:user3_public1@home3.net>

Privacy: none

From: <sip:user3_public1@home3.net>;tag=31417

To: <sip:user1_public1@home1.net>

Call-ID: apb03a0s09dkjdfglk49111

CSeq: 22 INVITE

Contact: <sip:user3_public1@2.3.4.5:2468>

Content-Type: application/sdp

Content-Length: (...)

v=0

o=user3 2890844526 2890844526 IN IP4 2.3.4.5

s=-

c=IN IP4 2.3.4.5

t=0 0

m=audio 49172 RTF/AVP 0

a=rtpmap:0 PCMU/8000

Request URI:
Public user identity of the MWI subscriber.

From:
Public user identity of the Correspondent.

To:
Same as the Request-Uri.

Content-Type:
Set to "application/sdp".

The message body includes the SDP information.

2.
INVITE request (P-CSCF to S-CSCF) – see example in table A.16

The INVITE request is forwarded to the S-CSCF in MWI subscriber's home network.
Table A.16: INVITE request (S-CSCF to S-CSCF)

INVITE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home3.net;branch=z9bhksl3dlc23xm

Via: SIP/2.0/UDP pcscf1.visited2.net;branch=z9hG4bK120f34.1

Via: SIP/2.0/UDP 2.3.4.5:2468;comp=sigcomp;branch=z9hG4bKehuefdam

Record-Route: <sip:orig@scscf1.home3.net;lr>

Record-Route: <sip:pcscf1.visited2.net:8642;lr>

Max-Forwards: 68

Privacy: none

From: <sip:user3_public1@home2.net>;tag=31417

To: <sip:user1_public1@home1.net>

Call-ID: apb03a0s09dkjdfglk49111

CSeq: 22 INVITE

Contact: <sip:user3_public1@2.3.4.5:2468>

Content-Type: application/sdp

Content-Length: (…)

v=0

o=user3 2890844526 2890844526 IN IP4 2.3.4.5

s=-

c=IN IP4 2.3.4.5

t=0 0

m=audio 49172 RTF/AVP 0

a=rtpmap:0 PCMU/8000

3.
Evaluation of initial filter criteria

The S-CSCF validates the service profile of this subscriber and evaluates the initial filter criteria. Assuming that MWI service is included in the service profile of user1_public1@home1.net as part of an terminating initial Filter Criteria with Service Trigger Point of Method = INVITE AND Request-URI = sip:user1_public1@home1.net AND subscriber state = logout, that informs the S-CSCF to route the INVITE request to the application server sip:mwi.home1.net when the state of user1_public1@home1.net is logout.

4.
INVITE (S-CSCF to AS) – see example in table A.17

The S-CSCF forwards the INVITE request to AS.

Table A.17: INVITE request (S-CSCF to AS)

INVITE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9ack2k2bjbm0fu

Via: SIP/2.0/UDP scscf1.home3.net;branch=z9bhksl3dlc23xm

Via: SIP/2.0/UDP pcscf1.visited2.net;branch=z9hG4bK120f34.1

Via: SIP/2.0/UDP 2.3.4.5:2468;comp=sigcomp;branch=z9hG4bKehuefdam

Record-Route: <sip:scscf1.home1.net;lr>

Record-Route: <sip:orig@scscf1.home3.net;lr>

Record-Route: <sip:pcscf1.visited2.net:8642;lr>

Max-Forwards: 67

Privacy: none

From: <sip:user3_public1@home2.net>;tag=31417

To: <sip:user1_public1@home1.net>

Call-ID: apb03a0s09dkjdfglk49111

CSeq: 22 INVITE

Contact: <sip:user3_public1@2.3.4.5:2468>

Content-Type: application/sdp

Content-Length: (…)

v=0

o=user3 2890844526 2890844526 IN IP4 2.3.4.5

s=-

c=IN IP4 2.3.4.5

t=0 0

m=audio 49172 RTF/AVP 0

a=rtpmap:0 PCMU/8000

5.
Identification of the message account and subscriber authorization 


Based on the Request-URI the MWI AS identifies the requested message account.


In the requested message account is valid, AS sends a 200 (OK) response to the S-CSCF. 

6.
200 (OK) response (MWI AS to S-CSCF) – see example in table A.18


The MWI AS forwards the response to the S-CSCF.

Table A.18: 200(OK) response (AS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9ack2k2bjbm0fu

Via: SIP/2.0/UDP scscf1.home3.net;branch=z9bhksl3dlc23xm

Via: SIP/2.0/UDP pcscf1.visited2.net;branch=z9hG4bK120f34.1

Via: SIP/2.0/UDP 2.3.4.5:2468;comp=sigcomp;branch=z9hG4bKehuefdam

Record-Route: <sip:scscf1.home1.net;lr>

Record-Route: <sip:orig@scscf1.home3.net;lr>

Record-Route: <sip:pcscf1.visited2.net:8642;lr>

From: <sip:user3_public1@home2.net>;tag=31417

To: <sip:user1_public1@home1.net>

Call-ID: apb03a0s09dkjdfglk49111

CSeq: 22 INVITE

Contact: <sip:user1_mwiacc1@mwi.home1.net>

Content-Type: application/sdp

Content-Length: (…)

v=0

o=user3 2890844527 2890844527 IN IP4 12.13.14.15

s=-

c=IN IP4 12.13.14.15

t=0 0

m=audio 3456 RTF/AVP 0

a=rtpmap:0 PCMU/8000

The Content-Type is set to "application/sdp" and the SDP information in AS in included in the message body.

9.
ACK (Correspondent to P-CSCF) – see example in table A.19

The correspondent sends an ACK to P-CSCF.

Table A.19: ACK (UE to P-CSCF)

ACK sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP 2.3.4.5:2468;branch=0uetb

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:8642;lr;>, <sip:orig@scscf1.home3.net;lr>

From: <sip:user3_public1@home3.net>;tag=31417

To: <sip:user1_public1@home1.net>

Call-ID: apb03a0s09dkjdfglk49111

CSeq: 22 ACK

Content-Length: 0
12.
The Correspondent deposits a message to the message account


The correspondent interacts with MWI AS and deposits a message via RTP into the subscriber's message account.

13.
BYE request (Correspondent to P-CSCF) - see example in table A.20

After deposits a message to the subscriber's message account successfully, the correspondent sends a BYE to release the session.

Table A.20: BYE request (UE to P-CSCF)

BYE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP 2.3.4.5:2468;branch=0uetb

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:8642;lr;>, <sip:orig@scscf1.home3.net;lr>

From: <sip:user3_public1@home3.net>;tag=31417

To: <sip:user1_public1@home1.net>

Call-ID: apb03a0s09dkjdfglk49111

CSeq: 22 BYE

Content-Length: 0
16.
200 (OK) response (MWI AS to S-CSCF) - see example in table A.21


The MWI AS forwards the response to the S-CSCF.

Table A.21: 200 OK response (AS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP 2.3.4.5:2468;branch=0uetb

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:8642;lr;>, <sip:orig@scscf1.home3.net;lr>

From: <sip:user3_public1@home3.net>;tag=31417

To: <sip:user1_public1@home1.net>

Call-ID: apb03a0s09dkjdfglk49111

CSeq: 22 BYE

Content-Length: 0
19.
Status of subscriber's MA gets modified


The MWI AS updates the status of the subscriber's message account.


If the MWI service is already invoked by the subscriber, MWI notifies the subscriber about new message being deposited into the subscriber's message account as described in A.1.2.3.

Annex B (informative):
Example of a filter criteria

The following text is to be used when appropriate.

This annex provides an example of a filter criterion that triggers SIP requests that are subject to initial filter criteria evaluation. 

Following example shows the Service Point Triggers in an Initial Filter Criteria of the service profile for the subscriber with the public user identity user1_public1@home1.net. This Initial Filter Criteria informs the S-CSCF to route the SUBSCRIBE request to the application server sip:mwi.home1.net that provides MWI service addressed with the public service identity sip:user1_mwiacc1@home1.net.

Method:
SUBSCRIBE

Event:
message-summary

Request-URI: 
sip:user1_mwiacc1@home1.net

Application Server:
sip:mwi.home1.net 

Another example shows the Service Point Triggers in an Initial Filter Criteria of the service profile for the subscriber with the public user identity user1_public1@home1.net. This Initial Filter Criteria informs the S-CSCF to route the SUBSCRIBE request to the application server sip:mwi.home1.net that provides MWI service addressed with the public user identity sip:user1_user1_public1@home1.net.

Method:
SUBSCRIBE

Event:
message-summary

Request-URI: 
sip:user1_public1@home1.net

Application Server:
sip:mwi.home1.net

Annex C (informative):
Bibliography

IETF RFC 3428: "Session Initiation Protocol (SIP) Extension for Instant Messaging".

Annex G (temporary):
Conference (CONF)
This temporary Annex shows the complete ETSI TS 183 005 [4] with the changes needed by 3GPP outlined in text marked by blue underscore (example of inserted text) for inserted text, and blue strikethrough for deleted text (example of deleted text). This Annex is intended deleted when 3GPP and TISPAN have concluded on how the technical specifications for the Multimedia Telephony Supplementary Services will be documented.The reasons for the 3GPP specific additions to the ETSI TS in this annex are motivated by Editor's notes.

Note:
ETSI TS 183 005 [4] can be updated by TISPAN in parallell to the changes proposed by 3GPP. If a new version of ETSI TS 183 005 [4] is created, this temporary Annex will be updated to reflect this new reference version.

All clauses between temporary Annex G and temporary Annex H is part of ETSI TS 183 005 [4].
1
Scope
The present document specifies the, stage three, Protocol Description of the Conference (CONF) service based on stage one and two of the ISDN CONF supplementary service. Within the Next Generation Network (NGN) the stage 3 is specified using the IP-Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP).

The present document specifies centralized conferencing, using a conference focus, distributed conferencing is out of scope.

The present document does not cover the cases of :
· cascading conference services; and 

· the support of the PSTN/ISDN conference service hosted in the PSTN.
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 181 002 [1], TS 124 147 [7] apply:

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACR/CB
Anonymous Communication Rejection and Communication Barring

AS
Application Server

CDIV
Communication DIVersion

CONF
CONFerence calling

CPG
Call ProGress

CS
Circuit Switch
ECT
Explicit Communication Transfer

HOLD
communication HOLD
IBCF
Interworking Border Control Function

I-CSCF
Interrogating Call Server Control Function

IMS
IP Multimedia Subsystem

IP
Internet Protocol

ISDN
Integrated Service Data Network

MCID
Malicious Communication IDentification

MGCF
Media Gateway Control Function

NGN
Next Generation Network

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

P-CSCF
Proxy CSCF

PSTN
Public Switched Telephone Network

SIP
Session Initiation Protocol

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

UE
User Equipment
4
CONFerence (CONF)

4.1 Introduction

The CONFerence (CONF) service enables a user to participate in and control a simultaneous communication involving a number of users.

4.2
Description

4.2.1
General description

When the CONF service is invoked, conference resources are allocated to the served user.

Once a conference is active, users can join and leave a conference, and remote users can be added to or removed from the conference.

Conference participants can request to be informed of these actions.

4.3
Operational requirements

4.3.1
Provision/withdrawal

The CONF service shall be provided after prior arrangement with the service provider.

4.3.2 Requirements on the originating network side

No specific requirements are needed in the network.

4.3.3 Requirements in the network

No specific requirements are needed in the network.

4.3.4 Requirements on the terminating network side

No specific requirements are needed in the network.

4.4
Coding requirements

For coding requirements see TS 124 147 [7], clause 5.

4.5
Signalling requirements
Editor's note:
The changes to 4.5.1, 4.5.1A and 4.5.1B are done to create a structure of the document that is similar to the structure as for the existing supplementary service for the CS domain. This is done as a terminal in 3GPP can use both the CS and the IMS domain, and a similar end user experience for operation of the supplementary service is beneficial in both domains.

4.5.1
Activation/deactivation/registration
Not applicable.The CONF service is activated at provisioning and deactivated at withdrawal.

4.5.1A
Registration/erasure

The CONF service requires no registration. Erasure is not applicable.

4.5.1B
Interrogation

Interrogation of CONF is not applicable.
4.5.2 Invocation and operation

This clause describes the usage of and the changes to the procedures of TS 124 147 [7] for invoking and operating a conference.

4.5.2.1 Actions at the originating UE
4.5.2.1.1 User joining a conference

Procedures according to TS 124 147 [7], subclause 5.3.1.4 shall apply.

4.5.2.1.2 User inviting another user to a conference

Procedures according to TS 124 147 [7], subclause 5,3,1,5 shall apply with the following additions to clause 5.3.1.5.3 of TS 124 147 [7]:

· In order to avoid the establishment of a second communication to the invited user, in case of an active session the UE may additionally include the Replaces header in the header portion of the SIP URI of the Refer-to header of the REFER request. The included Replaces header shall refer to the active dialog that is replaced by the ad-hoc conference. The Replaces header shall comply with RFC 3891 [8].

NOTE:
In case of an interworking to the PSTN the routing of the INVITE request from the conference focus to the MGCF that handles the Replaces information is not deterministic and the replacement of the active dialog might fail.

EXAMPLE:
Refer-To: <sip:mgcf1.home1.net?Replaces=cb03a0s09a2sdfglkj490333%3Bto-tag314159%3Bfrom-tag171828; method=INVITE>
4.5.2.1.3 User leaving a conference
4.5.2.1.4 Procedures according to 3GPP TS 24.147 [9], subclause 5.3.1.6 shall apply.
4.5.2.1.5 User creating a conference
4.5.2.1.6 Procedures according to 3GPP TS 24.147 [9], subclause 5.3.1.3 shall apply.
4.5.2.1.7 Subscription for the conference event package

Procedures according to 3GPP TS 24.147 [9], subclause 5.3.1.2 shall apply.
4.5.2.2 Actions at the Conferencing AS
4.5.2.2.1 Conference focus
Procedures according to TS 124 147 [7], subclause 5.3.2 and subclause 6.3.2 shall apply. with the following additions to clause 5.3.2.5.2 of TS 124 147 [7]:

· If a Referred-By header is available in the REFER request, the AS shall verify if the provided Referred-By header contains a valid identity of the requesting user. If not, the AS shall replace the Referred-By header with a valid value matching the REFER request's P-Asserted-Identity.
If no Referred-By header is available in the request, the AS shall add a Referred-By header that matches the REFER request's P-Asserted-Identity.

The procedures described in clause 5.3.2.5.4 of TS 124 147 [7] shall not apply.
4.5.2.2.2 Conference notification service

In case of the subscription of a conference participant to the conference notification service, procedures according to 3GPP TS 24.147 [79], subclause 5.3.3 shall apply.
4.5.2.3 Actions at the incoming I-CSCF 

Basic communication procedures according to  ES 283 003 [2] shall apply.

4.5.2.4 Actions at the outgoing IBCF

Basic communication procedures according to ES 283 003 [2] shall apply.

4.5.2.5 Actions at the incoming IBCF

Basic communication procedures according to ES 283 003 [2] shall apply.

4.5.2.6 Actions at the destination P-CSCF

Basic communication procedures according to ES 283 003 [2] shall apply.

4.5.2.7 Actions at the destination UE
Upon receipt of an INVITE request that includes a Replaces header, the UE shall apply the procedures described in RFC 3891 [8] to the INVITE request.

4.5.2.8 Actions at the MGCF

Procedures according to TS 124 147 [7], subclause 5.2.4 shall apply. 

NOTE:
In the case of an interworking a request to a PSTN user to dial into a conference (by means of sending a REFER request to the PSTN user) will result in a 403 Forbidden response from the MGCF.

4.6
Interaction with other supplementary services
4.6.1 Communication HOLD (HOLD)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.2 Terminating Identification Presentation (TIP)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.3 Terminating Identification Restriction (TIR)

The conference focus shall ensure that privacy policies on identity information that it includes in conference notifications are enforced.

4.6.4 Originating Identification Presentation (OIP)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.5 Originating Identification Restriction (OIR)

The conference focus shall ensure that privacy policies on identity information that it includes in conference notifications are enforced.
4.6.6 CONFerence calling (CONF)

Not applicable.

NOTE:
Cascading conference services are out of scope of the present specification.

4.6.7 Communication DIVersion services (CDIV)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.8 Malicious Communication IDentification (MCID)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.9 Anonymous Communication Rejection and Communication Barring (ACR/CB)

The focus AS shall not accept REFER requests with a refer-to target that is barred by the conference creators Outgoing Communication Barring (OCB) rules.

4.6.10 Explicit Communication Transfer (ECT)

No impact, i.e. neither service shall affect the operation of the other service.

4.7 Interactions with other networks

4.7.1 Interaction with PSTN/ISDN
The procedures of TS 129 163 [10] shall apply with the additions of  ES 283 027 [9] and the additions in clause 4.7.1.1.

4.7.1.1 Interworking between the IMS conference status notifications and the notification messages of the PSTN/ISDN CONF supplementary service

In this clause the interworking from the conference event package [3] to the messages of the PSTN/ISDN CONF supplementary service is described. Note that an interworking from the PSTN/ISDN to the NGN is out of scope.

4.7.1.1.1 Procedures at the MGCF
NOTE:
There is a need to differentiate between the procedures of interworking for a full and a partial type of notification.

When a full type of notification is received a check is made of the content. If the changes with respect a previous version of the notification have not been sent on to the PSTN/ISDN for this session, the MGCF shall do an ISUP interaction towards the PSTN. If the changes with respect a previous version of the notification have been sent to the PSTN/ISDN for this session, the MGCF shall not do an ISUP interaction towards the PSTN.
When a partial notification is received then it is assumed that a value of a received notification has changed, so the MGCF shall do an ISUP interaction towards the PSTN.

· Conference established:
Upon the receipt of a conference information document with the <conference-state-type> element active is set to "true", the MGCF shall send a CPG message to the CS side with a notification "conference established".

· Participant added:
Upon the receipt of a conference information document with the <endpoint-type> and the element status of endpoint‑status-type is set to "connected" and it was not set to "on-hold" before and the Contact URI in the element entity is not the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to the CS side with a notification "other party added".

· Served PSTN/ISDN participant isolated:
Upon the receipt of a conference information document with the <endpoint-type> and the element status of endpoint‑status-type is set to "on-hold" and it was set to "connected" before and the Contact URI in the element entity is the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to the CS side with a notification "isolated".

· Other participant isolated:
Upon the receipt of a conference information document with the <endpoint-type> and the element status of endpoint‑status-type is set to "on-hold" and it was set to "connected" before and the Contact URI in the element entity is not the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to the CS side with a notification "other party isolated".

· Served PSTN/ISDN participant reattached:
Upon the receipt of a conference information document with the <endpoint-type> and the element status of endpoint‑status-type is set to "connected" and it was set to "on-hold" before and the Contact URI in the element entity is the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to the CS side with a notification "reattached".

· Other participant reattached:
Upon the receipt of a conference information document with the <endpoint-type> and the element status of endpoint‑status-type is set to "connected" and it was set to "on-hold" before and the Contact URI in the element entity is not the address of the served PSTN/ISDN participant, the MGCF shall send a CPG message to the CS side with a notification "other party reattached".

· Other party disconnected:
Upon the receipt of a conference information document with the <endpoint-type> and the element status of endpoint‑status-type is set to "disconnected" and the element joining-method of joining-type is not set to "focus-owner, the MGCF shall send a CPG message to the CS side with a notification "other party disconnected".

4.7.2 Interaction with PSTN/ISDN Emulation

This situation is out of scope of the present document.

4.7.3 Interaction with external IP network

The procedures of  ES 283 003 [2] shall apply.

4.8
Parameter values (timers)

Not applicable.

Annex A (informative):
Signalling Flows

Figure A.1 depictures a flow where two UEs are engaged in a call, and one of the users is located in the PSTN. At some point in time, UE A decides to activate the CONF service and move the call to a centralized conference. UE A creates the conference, and provides instructions to the conference server to contact UE B and replace the initial communication with a communication to the conference server.
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Figure A.1: CONF interworking signalling flow in case of an active communication 
between NGN and PSTN
· Description figure A.1

NOTE:
Only the most relevant messages are shown in figure A.1

UE-A is in an active voice session with a PSTN/ISDN TE (SIP dialog with Call-ID, to-tag and from-tag between UE-A and MGCF). It then creates a conference and invites the PSTN/ISDN TE to the conference by sending a REFER to the conference focus, which invites the PSTN/ISDN TE to the conference by sending an INVITE which includes the Replaces header to the MGCF. The MGCF confirms the session, switches the existing bearer channel to the new RTP session, and terminates the session which is replaced.

1. to 3. UE-A initiates a voice session with a PSTN/ISDN TE by sending an INVITE to the MGCF.

Table A.1: 1.INVITE (UE-A to P-CSCF)

INVITE tel:+1-212-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <tel:+1-212-555-2222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: precondition, sec-agree

Proxy-Require: sec-agree

Supported: 100rel

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

4: Interaction to reserve resources

5: SS7: IAM

7: SS7: ANM

8: Interaction for session establishment.

9 to 11: The MGCF sends a final response back to the session originator.

Table A.2: 9. 200 OK (MGCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP bgcf1.home1.net;branch=z9hG4bK6546q2.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net;lr>

P-Asserted-Identity: <tel:+1-212-555-2222>

P-Charging-Vector:
Privacy: none

From: 

To: <tel:+1-212-555-2222>;tag=314159

Call-ID: 

CSeq: 

Require: 100rel

Contact: <sip:mgcf1.home1.net>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

RSeq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933623 2987933623 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=video 0 RTP/AVP 98 99

m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv 

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

12 to 14: The Calling party acknowledges the final response with an ACK request.

15 to 24: UE-A creates a conference by sending an INVITE to the Conference URI and connects to the conference.

Table A.3: 15. INVITE request (UE-A to P-CSCF)

INVITE sip:conference-factory1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171829

To: <sip:conference-factory1@mrfc1.home1.net>

Call-ID: cb03a0s09a2sdfglkj490444 

Cseq: 127 INVITE

Require: precondition, sec-agree

Proxy-Require: sec-agree

Supported: 100rel

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
a=rtpmap:99:MPVMP4V-ES
m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
25 to 27: UE-A invites the PSTN/ISDN TE to the conference by sending a REFER request to the conference focus, the "method" parameter set to "INVITE". The REFER request includes the Replaces header with Call-ID, to-tag and from‑tag from the existing SIP dialog.

Table A.4: 25. REFER request (UE-A to P-CSCF)

REFER sip: conference1@mrfc1.home1.net SIP/2.0 

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171829
To: <sip:conference1@mrfc1.home1.net>

Call-ID: cb03a0s09a2sdfglkj490444

Cseq: 127 REFER

Require: sec-agree 

Refer-To: <sip:mgcf1.home1.net?Replaces=cb03a0s09a2sdfglkj490333%3Bto-tag314159%3Bfrom-tag171828 ; method=INVITE>

Referred-By: <sip:user1_public1@home1.net>

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

28 to 30: The conference focus sends a NOTIFY request containing information about the progress of the REFER request processing. The Subscription-State is set to "active".

31 to 32: The conference focus invites the PSTN/ISDN TE by sending an INVITE request to the MGCF. The INVITE request includes the Replaces header with Call-ID, to-tag and from-tag from the existing SIP dialog.

Table A.5: 31. INVITE request (MRFC/AS to S-CSCF)

INVITE sip:mgcf1.home1.net SIP/2.0
Via: SIP/2.0/UDP mrfc1.home1.net;branch=z9hG4bK23273846

Max-Forwards: 70

P-Asserted-Identity: <sip:conference1@mrfc1.home1.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net 

Privacy: none

From: <sip:conference1@mrfc1.home1.net>;tag=171123


To: <sip:mgcf1.home1.net>
Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: replaces

Replaces: cb03a0s09a2sdfglkj490333;to-tag=314159;from-tag=171828 

Supported: 100rel 

Referred-By: <sip:user1_public1@home1.net>

Contact: <sip:conference1@mrfc1.home1.net>;isfocus

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY
Allow-Events: conference

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::abc:def:abc:abc

s=-

c=IN IP6 5555::abc:def:abc:def 

t=0 0

m=video 10001 RTP/AVP 98

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
33: Interaction for switching existing bearer channel to new RTP.

34 to 35: The MGCF sends a final response back to the session originator.

35a: Interaction to add the participant to the conference.

36 to 37: The Calling party acknowledges the final response with an ACK request.

38 to 40: The conference focus sends a NOTIFY request containing information about the progress of the REFER request processing. The Subscription-State is set to "terminated".

41: The MGCF replaces the existing RTP stream to UE-A with the new RTP stream to the conference bridge.

42 to 44: The MGCF releases the session with UE-A by sending a BYE request to UE-A.

45 to 47: UE-A responds with a 200 OK response.

Annex H (temporary):
Explicit Communication Transfer (ECT)
This temporary Annex shows the complete ETSI TS 183 029 [10] with the changes needed by 3GPP outlined in text marked by blue underscore (example of inserted text) for inserted text, and blue strikethrough for deleted text (example of deleted text). This Annex is intended deleted when 3GPP and TISPAN have concluded on how the technical specifications for the Multimedia Telephony Supplementary Services will be documented.
The reasons for the 3GPP specific additions to the ETSI TS in this annex are motivated by Editor's notes.

Note:
ETSI TS 183 029 [10] can be updated by TISPAN in parallell to the changes proposed by 3GPP. If a new version of ETSI TS 183 029 [10] is created, this temporary Annex will be updated to reflect this new reference version.

All clauses between temporary Annex H and Annex I are part of ETSI TS 183 029 [10].
1
Scope
The present document specifies the stage three (protocol description) of the Explicit Communication transfer (ECT) simulation service, based on stage one and two of the ISDN ECT supplementary service. Within the Next Generation Network (NGN) the stage 3 description is specified using the IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP).
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

transferee: party being transferred to the transfer target

transferor: party initiating the transfer

transfer target: party that the existing communication is transferred to

NOTE:
After transfer the transferee and the transfer target are in communication with each other.
ECT Session Identifier URI: PSI created and inserted by a ECT AS that resolves to the AS itself
NOTE:
If this URI contains correlation information it shall not reveal identity information about any party involved in the transfer.
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

3GPP
3rd Generation Partnership Project (www.3gpp.org)
ACR
Anonymous Communication Rejection

AS
SIP Application Server

BGCF
Border Gateway Control Function

CDIV
Communication DIVersion

CONF
CONFerence

CSCF
Call Session Control Function

ECT
Explicit Communication transfer

GRUU
Globally Routable User agent URI

HOLD
communication HOLD

IBCF
Interconnect Border Control Function

I-CSCF
Interrogating-CSCF

IETF
Internet Engineering Task Force 

IFC
Initial Filter Criteria
IMS
IP Multimedia Subsystem

ISDN
Integrated Services Digital Network

MCID
Malicious Call IDentification

MGCF
Media Gateway Control Function

OCB
Outgoing Communication Barring

OIP
Originating Identification Presentation

OIR
Originating Identification presentation Restriction

P-CSCF
Proxy-CSCF

PSTN
Public Switch Telephone Network

S-CSCF
Serving-CSCF

SIP
Session Initiation Protocol

TIP
Terminating Identification Presentation

TIR
Terminating Identification presentation Restriction

UE
User Equipment

4
Explicit Communication transfer (ECT)

4.1
Introduction

The service provides a party involved in a communication to transfer that communication to a third party.

4.2
Description

4.2.1
General description

The Explicit Communication transfer (ECT) service provides a party involved in a communication to transfer that communication to a third party.

There are three actors active in a transfer, they are acting in the following roles: transferor, the party that initiates the transfer of the active communication that it has with the transferee. transferee, the party which stays in the communication which is transferred. transfer target, the party which the communication is transferred to and which replaces the transferor in the communication.

Assumption is that initially the transferee and the transferor are involved in a communication. In the present document the party that originated the original communication before transfer is tagged with UE-A, the party that terminated the original communication before transfer is tagged UE-B. The party that is newly introduced into communication with the transferee, e.g. the transfer Target is tagged UE-C.

There are two initial situations possible in which transfer shall be possible:

· The transferor has no ongoing communication with the transfer Target. (Blind/Assured transfer).

· The transferor has a (consultation) communication with the transfer Target. (Consultative transfer).

The transferor AS takes care that it remains in the signalling path even after the communication is transferred, this allows:

· Classical charging models.

· Anonimization of the transfer Target.

4.3
Operational requirements

4.3.1
Provision/withdrawal

The ECT service may be provided after prior arrangement with the service provider or be generally available.

4.3.2
Requirements on the transferor network side

No specific requirements are needed in the network.

4.3.3
Requirements on the transferee network side

No specific requirements are needed in the network.

4.3.4
Requirements on the transfer target network side

No specific requirements are needed in the network.

4.4
Coding requirements


A user agent that wishes to use the ECT service (to act as a transferor):

Shall support the REFER method as a client as specified in RFC 3515 [2].

Shall support the Referred-By header as specified in RFC 3892 [3].

Shall support Replaces header field as specified in RFC 3891 [4].

A user agent that is the transferred party in a communication transfer (acts as the transferee):

Shall support the REFER method as a server as specified in RFC 3515 [2].

Shall support the Referred-By header as specified in RFC 3892 [3].

Shall support Replaces header field as specified in RFC 3891 [4].

A user agent that is the transfer target in a communication transfer (acting as the transferror):

May support the Referred-By header as a client as specified in RFC 3892 [3].

May support the Replaces header as a client as specified in RFC 3891 [4].

4.5
Signalling requirements
Editor's note:
The changes to 4.5.1, 4.5.1A and 4.5.1B are done to create a structure of the document that is similar to the structure as for the existing supplementary service for the CS domain. This is done as a terminal in 3GPP can use both the CS and the IMS domain, and a similar end user experience for operation of the supplementary service is beneficial in both domains.

4.5.1
Activation/deactivation/registration
Not applicable.
The ECT service is activated at provisioning and deactivated at withdrawal.

4.5.1A
Registration/erasure

The ECT service requires no registration. Erasure is not applicable.

4.5.1B
Interrogation

Interrogation of ECT is not applicable.
4.5.2
Invocation and operation

4.5.2.1
Actions at the transferor UE

A UE that initiates a transfer operation, shall:

· Issue a REFER request in the original communications dialog, where:

· The request URI shall contain the SIP URI of the transferee as received in the Contact header field.

· The Refer-To header field shall indicate the public address of the transfer Target. 

· If the transferor UE has a (consultation) communication with the transfer Target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter.

· The Referred-By header field may indicate the identity of the transferor. 

After the REFER request is accepted by the other end with a 202 (Accepted) response, the transferor UE should get notifications of how the transferee's communication setup towards the transfer Target is progressing.

When a NOTIFY request is received on the REFER dialog that indicates that the transferee and the transfer Target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE message on the original dialog. 

4.5.2.2
Actions at the transferor P-CSCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.3
Actions at the transferor S-CSCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.4
Actions at the transferor AS

4.5.2.4.1
Invocation of ECT service

4.5.2.4.1.1
Prerequisite for invocation of the ECT service

For ECT to be provided to end users acting as transferor, the end user's AS providing ECT shall be in the signalling path for all communications.

4.5.2.4.1.2
Determine whether the ECT applies

The transferor AS is the one executing the ECT service logic, which is invoked by the transferor sending a special REFER request. 

4.5.2.4.1.2.1
REFER request received on a separate dialog

ECT does not apply in this case.

NOTE:
That transfer could be initiated by REFER request on a separate dialog when the network supports GRUU. Since this is currently not specified in ES 283 003 [1], REFER on separate dialogs can not be used for transfer of communication. 

4.5.2.4.1.2.2
REFER request received in the to be transferred dialog

In order to know whether ECT service applies on a REFER request send by the served user, the following criteria shall apply before the ECT logic is executed:

· The REFER request's request-URI (transferee) is targeted at the same UE instance that is involved in the dialog.

The REFER request's Refer-To header contains a URI so that the method constructed from the URI according to RFC 3261 [6] is equal to INVITE. 

Any REFER request that does not comply with these criteria shall not invoke the ECT service and is depending on operator policy:

· Rejected.
· Handled by another service.
· Proxied on.
4.5.2.4.1.2.3
Actions of ECT when invoked with a transfer request

When a REFER request is received that invokes the ECT service (see clause 4.5.2.4.1), ECT service shall perform the following actions:

8) Create a new ECT Session Identifier URI addressed to this AS. The URI shall be created in such a way that a new dialog set up towards this URI can be easily correlated with the current REFER dialog.

9) The AS stores the value of the Refer-To header field (transfer Target) from the REFER request and links it to the ECT Session Identifier URI.

10)  The AS Replaces the Refer-To header field with the ECT Session Identifier URI. (This ensures that the transferor AS remains in the loop when the transferee sets up the communication with the transfer Target.).
11) If a Referred-By header is available in the request, the AS verifies if the provided Referred-By header contains a valid identity of the served user. If not it will replace the Referred-By header with a valid value matching the REFER request's P-Asserted-Identity.

12) If no Referred-By header is available in the request a Referred-By header is added that matches the REFER method's P-Asserted-Identity.

13)  The AS sends the REFER request on to the transferee using basic communication procedures ES 283 003 [1].

4.5.2.4.2
Subsequent procedures

4.5.2.4.2.1
Actions of ECT when invoked again by the transferred communication

When an INVITE is received targeted at the ECT Session Identifier URI created earlier when the served user requested transfer of an ongoing communication, ECT shall perform the following actions:

14) Replace the request URI with the stored transfer Target URI linked to the specific ECT Session Identifier URI.
15) If a Referred-By header is available in the request, the AS verifies if the provided Referred-By header contains a valid identity of the served user. If not it will replace the Referred-By header with a valid value matching the REFER request's P-Asserted-Identity.

16) If no Referred-By header is available in the request a Referred-By header is added that matches the REFER request's P-Asserted-Identity.
NOTE:
If needed the AS may generate charging events to charge for the extra leg.
17) The INVITE request is forwarded towards the transfer Target using basic communication procedures ES 283 003 [1].
4.5.2.5
Actions at the transferee UE

Normal REFER handling procedures according to ES 283 003 [1] shall apply.

4.5.2.6
Actions at the transferee S-CSCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.7
Actions at the transferee AS

4.5.2.7.1
Determine whether the ECT applies

See clause 4.5.2.4.1 on the criteria that determine that a REFER request is to be treated as a request for transfer of an existing communication.

4.5.2.7.2
Actions of ECT when invoked with a transfer request

When a REFER request is received in the context of a call transfer scenario (see clause 4.5.2.4.1), it shall perform the following steps:

18) Store the value of the Refer-To header field (used later to correlate the new communication with this REFER dialog.
19) Forward the request to the transferee according to basic communication procedures ES 283 003 [1].

4.5.2.7.3
Actions of ECT when invoked again by the transferred communication

When an INVITE is received targeted at the SIP URI stored earlier when a transfer request was received targeted at the served user (transferee), ECT shall perform the following actions:

20) Optionally the AS may generate charging events:

a)
To charge for the original communication between the transferee and the transferor, in case the transferee was the originating party in the original communication.
b)
To switch of charging in case the transferee was the terminating party in the original communication.
21) The INVITE is forwarded towards the transfer Target using basic communication procedures ES 283 003 [1].

4.5.2.8
Void

4.5.2.9
Actions at the incoming I-CSCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.10
Actions at the outgoing IBCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.11
Actions at the incoming IBCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.12
Actions at the BGCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.13
Actions at the MGCF

Basic communication procedures according to ES 283 003 [1] and ES 283 027 [5] shall apply.

Upon reception of a REFER request the MGCF generates a 403 Forbidden response. See ES 283 027 [5].

4.5.2.14
Actions at the transfer target's S-CSCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.15
Actions at the transfer target's AS

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.16
Actions at the transfer target's P-CSCF

Basic communication procedures according to ES 283 003 [1] shall apply.

4.5.2.17
Actions at the transfer target's UE

Basic communication procedures according to ES 283 003 [1] shall apply.

4.6
Interaction with other services
4.6.1
Communication HOLD (HOLD)

No impact.

4.6.2
Terminating Identification Presentation (TIP)

No impact.

4.6.3
Terminating Identification Restriction (TIR)

Transferor AS:

· TIR privacy settings shall be enforced on the Referred-By header carried in INVITE. 

4.6.4
Originating Identification Presentation (OIP)

No impact.

4.6.5
Originating Identification Restriction (OIR)

For the transferor AS the following applies:

· OIR privacy settings shall be enforced on the Referred-By header carried in REFER request. 

· For the other transferee AS and the transfer Target AS there is no impact.

4.6.6
CONFerence Calling (CONF)

No impact.

4.6.7
Communication DIVersion Services (CDIV)

No impact.

4.6.8
Malicious Communication IDentification (MCID)


No impact.

4.6.9
Anonymous Communication Rejection and Communication Barring (ACR/CB)

For the transferor AS the following applies:

· Shall not accept transfer requests with a transfer Target that is barred by the served users Outgoing Communication Barring (OCB) rules.

· For the transferee AS and the transfer Target AS there is no impact.

4.7
Interactions with other networks

4.7.1
Interaction with PSTN/ISDN

Interaction with PSTN/ISDN is defined in ES 283 027 [5].

4.7.2
Interaction with PSTN/ISDN Emulation

No impact.

4.7.3
Interaction with external IP Network

Interaction with external IP networks are performed according to ES 283 003 [1]. 

4.8
Parameter values (timers)

No specific timers are required.

4.9
Service configuration

Not applicable.

Annex A (informative):
Signalling flows

A.1
Blind transfer

Figure A.1 signalling flow shows a blind transfer scenario, whereby the REFER request is sent on the existing INVITE dialog between A and B.
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Figure A.1: Blind transfer
1.
A multimedia session exists between A-B. B initiates transfer A to C, by sending REFER request To: UE-A with Referred-To: UE-C, Referred-By: UE-B. The REFER request is send in the existing dialog that between A and B. 

1.1
 Upon reception of the REFER request, AS-B should check whether there is no outgoing call barring active from B to C. Because B is charged for the call from B-C when A is referred to C, when outgoing call barring is active from B-C the REFER request shall be rejected.

AS-B checks whether B is allowed to transfer calls, if it is allowed to transfer the call then AS-B generates a ECT Session Identifier URI , addressed to itself, with the new destination information and billing information that will be needed for the new session. It replaces the Refer-To value with the ECT Session Identifier URI. This ensures that:

AS-B will remain in the loop

2. 
The REFER request is sent on to AS-A.

2.1 
AS-A checks whether it is allowed to transfer A..
3. 
The REFER request is sent on to A by AS-A.

4.
 The REFER request is accepted by A's UE.

4.1, 7.1, 31.1 
AS-A can use result messages and notifications caused by the REFER request to track success of refer and take appropriate actions. The AS should ensure that header fields that where replaced with other content are recreated with the original content on the way back.

5.1, 8.1, 32.1 
AS-B can use this to track success of the REFER request and take appropriate actions. The AS should ensure that header fields that where replaced with other content are recreated with the original content on the way back.

7.
Since the REFER request was accepted in 6. UE-B terminates the existing INVITE dialog by sending a BYE to UE-A.

19. 
The UE-A initiates a new session by sending an INVITE request to AS-B's ECT Session Identifier URI (which represents UE-C). 

19.1 
AS-A routes the INVITE request to AS-B using the AS-B's ECT Session Identifier URI using normal SIP routing procedures. Normal charging from A to B applies.

20.1 
Upon receiving the INVITE request to the ECT Session Identifier URI that was inserted by the B‑AS, the B-AS replaces it with the Request URI of C and creates an INVITE targeted towards UE-C. 

In this scenario it can be assumed that there is no active outgoing call barring towards UE-C, because the REFER was accepted by AS-B. The ECT Session Identifier URI should have a limited validity time to ensure that no future barring are violated For now it is assumed that this is enough.

Also the Referred-By: header field is verified or filled in with the original uncodified values. Then the INVITE request is forwarded to UE-C using normal routing procedures.

21.1, 23.1 
Normal terminating services apply for UE-C. The call shall be treated as a call from A-C regarding call policies.

25.1
AS-A. Normal response handling applies.

27.1 
AS-A. Normal ACK handling applies. 

28.1 
AS-B replaces all codified values and ECT Session Identifier URI 's with stored values.

A.2
Consultative transfer

Figure A.2 signalling flow shows a consultative transfer scenario:
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Figure A.2: Consultative transfer
1. 
A multimedia session exists between A-B and between B-C. B initiates transfer A to C, by sending REFER method To: UE-A GRUU with the Referred-To: UE-C?Replaces=dialog2, Referred-By: UE-B. The REFER reuses the dialog that exists from A-B. 

1.1 
Upon reception of the REFER operation AS-B should check whether there is no outgoing call barring active from B to C. Because B is charged for the call from B-C when A is referred to C, when outgoing call barring is active from B-C the REFER is rejected.

AS-B checks whether B is allowed to transfer calls, if it is allowed to transfer the call then AS-B generates a ECT Session Identifier URI, addressed to itself, with the new destination information and billing information that will be needed for the new session. It replaces the Refer-To value with the ECT Session Identifier URI. This ensures that AS-B will remain in the loop

2. 
The REFER to method is sent on to AS-A.

2.1
AS-A checks whether it is allowed to transfer A. 

3. 
Refer is sent on to A by AS-A.

4.1, 7.1, 31.1 
AS-A can use result messages and notifications caused by REFER to track success of REFER and take appropriate actions. The AS should ensure that header fields that where replaced with other content are recreated with the original content on the way back.

5.1, 8.1, 32.1 
AS-B can use this to track success of REFER and take appropriate actions. The AS should ensure that header fields that where replaced with other content are recreated with the original content on the way back.

13. 
he UE-A initiates a new session by sending an INVITE to AS-B's ECT Session Identifier URI (which represents UE-C). And inserts a Replaces: header field that will allow the new session to take the place of the existing session between B and C.

13.1 
AS-A checks whether A is allowed to use the Replace extension and routes the INVITE to AS-B using the AS-B's ECT Session Identifier URI using normal SIP routing procedures. Normal charging from A to B applies.

14.1 
Upon receiving the INVITE to the ECT Session Identifier URI that was inserted by the B-AS, the B-AS replaces the Request URI and creates an INVITE targeted towards UE-C's. 

In this scenario it can be assumed that there is no active outgoing call barring towards UE-C, because UE-B was able to setup a call to UE-C in the first place. However when there was no consultation call to UE-C, there is an issue but this should be solved at the initial reception of the REFER from UE-C and not at this stage. 

Also the Referred-By: and Replaces: header field are filled in with the original uncodified values. Then the INVITE is forwarded to UE-C using normal routing procedures.

15.1, 17.1 Normal terminating services apply for UE-C. The call shall be treated as a call from A-C regarding call policies. AS-C checks whether the Replace mechanism may be used.

19.1 
AS-A. Normal response handling applies.

21.1 
AS-A. Normal ACK handling applies. 

22.1 
AS-B replaces all codified values and the ECT Session Identifier URI with stored values.

25. 
UE-C terminates dialog 2 as consequence of normal Replace procedures. RFC 3891 [4].
Annex B (informative):
Example of filter criteria

B.1
Example of filter criteria for ECT

This Annex provides an example of a filter criterion that triggers SIP requests that are subject to initial filter criteria evaluation. 

When the initial request matches the conditions of the next unexecuted IFC rule for the served user which points to the ECT service. the communication is forwarded to the AS.

An example of an Initial Filter Criteria (IFC) Trigger Point configurations under the assumption that the ECT service is a standalone service that can be invoked by a very specific triggerpoint active at the destination S-CSCF:

· Method="INVITE"

NOTE 1:
The coding of the Initial Filter Criteria is described in TS 183 033 [7].
NOTE 2:
Note that when the REFER is sent on an existing dialog, no IFC processing will be performed, because this is a subsequent request on an existing dialog. It follows that when this scenario should be supported, that then all signalling shall be traversed through the AS.

Annex C (informative):
Example charging model

C.1
Example of B REFER's A to C

This scenario is added to show that the solution presented in the present document is able to support classical charging models. Assumption in this scenario is that A originated the original call and is thus charged for the initial A-B communication.
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Figure C.1: Example of B REFER's A to C

Table C.1

	Initial Session Initiated By
	Initial Session A-B
	Transferred Session
Transfer Targe tC

	A=Transferee
	Transferee (A): A-B
	Transferee (A): A-B
Transferror (B): B-C

	A=Transferror
	Transferror (A): A-B
	Transferror (A): A-B
Transferror (A): A-C


C.2
Example of A REFER's B to C

This scenario is added to show that the solution presented in the present document is able to support classical charging models. Assumption in this scenario is that A originated the original call and is thus charged for initial A-B communication.
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Figure C.2: Example of a REFER's B to C

Table C.2

	Initial Session Initiated By
	Initial Session A-B
	Transferred Session

Transfer Target C

	A=Transferee
	Transferee (A): A-B
	Transferee (A): A-B

Transferror (B): B-C

	A=Transferror
	Transferror (A): A-B
	Transferror (A): A-B

Transferror (A): A-C
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Annex I (temporary):
XCAP over Ut interface for Manipulating NGN PSTN/ISDN Simulation Services 

This temporary Annex shows the complete ETSI TS 183 023 [11] with the changes needed by 3GPP outlined in text marked by blue underscore (example of inserted text) for inserted text, and blue strikethrough for deleted text (example of deleted text). This Annex is intended to be deleted when 3GPP and TISPAN have concluded on how the technical specifications for the Multimedia Telephony Supplementary Services will be documented. 

The reasons for the 3GPP specific additions to the ETSI TS in this annex are motivated by Editor's notes.

Note:
ETSI TS 183 023 [11] can be updated by TISPAN in parallell to the changes proposed by 3GPP. If a new version of ETSI TS 183 023 [11] is created, this temporary Annex will be updated to reflect this new reference version.

All clauses between the temporary Annex I and temporary Annex J are part of ETSI TS 183 023 [11].

Editor’s Note: The security aspects of this document have to be aligned with the 3GPP security aspects as specified in 3GPP TS 24.109 and 3GPP TS 33.220.

1
Scope

The present document defines a protocol used for manipulating data related to PSTN/ISDN Simulation services. The protocol is based on the eXtensible Markup Language (XML) Configuration Access Protocol (XCAP) [8]. A new XCAP application usage is defined for the purpose of manipulating PSTN/ISDN Simulation services data. The common XCAP related aspects that are applicable to PSTN/ISDN services are specified in the present document. The protocol allows authorized users to manipulate service‑related data either when they are connected to IMS or when they are connected to non‑IMS networks (e.g. the public Internet).

2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non‑specific reference, the latest version applies.

Referenced documents which are not found to be publicly available in the expected location might be found at http://docbox.etsi.org/Reference.
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IETF RFC 2246: "The TLS Protocol Version 1.0".
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ETSI TS 124 109: "Universal Mobile Telecommunications System (UMTS); Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details 
(3GPP TS 24.109)".
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ETSI TS 133 222: "Universal Mobile Telecommunications System (UMTS); Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS) (3GPP TS 33.222)".

[7]
ETSI TS 187 001: "Telecommunications and Internet Converged Services and Protocols for Advanced Networking (TISPAN); NGN SECurity (SEC); Requirements".

[8]
IETF draft-ietf-simple-xcap-08.txt: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".

[9]
ETSI TS 187 003: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Security; Security Architecture".

[10]
IETF draft-ietf-simple-xcap-diff-03.txt: "An Extensible Markup Language (XML) Document Format for Indicating A Change in XML Configuration Access Protocol (XCAP) Resources".

[11]
IETF draft-ietf-sipping-config-framework-08.txt: "A Framework for Session Initiation Protocol User Agent Profile Delivery".

[12]
ETSI TS 183 038: "TISPAN; PSTN/ISDN Simulation Services; Extensible Markup Language (XML) Document Management; Protocol Specification (Endorsement of OMA 
OMA-TS-XDM_Core-V1_0-20051103-C and OMA-TS-XDM_Shared-V1_0-20051006-C)".

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in draft-ietf-simple-xcap-08.txt [8] apply.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AP
Authentication Proxy

AS
Application Server

AUID
Application Unique ID

HTTP
HyperText Transfer Protocol

ISDN
Integrated Services Digital Network

MIME
Multipurpose Internet Mail Extensions 
NAF
Network Application Function

NGN
Next Generation Network

PSTN
Public Switched Telephone Network

TLS
Transport Layer Security

UE
User Equipment

URI
Uniform Resource Identifier

XCAP
XML Configuration Access Protocol

XML
eXtended Markup Language

4
Architecture for manipulating NGN PSTN/ISDN simulation services settings

The protocol described in the present document allows to manipulate settings and variables related that influence the execution of one or more PSTN/ISDN simulation services. Manipulation of supplementary services take place over the 
Ut interface (UE to AS), as shown in figure 1.
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Figure 2: Ut interface

The stage 1 security requirements affecting XCAP are documented in TS 187 001 [7].

Manipulation of services does not usually take place during real‑time operation. Typically users manipulate their services configuration data prior to the invocation and execution of the service.

Authentication of the user with HTTP may take place directly at the AS, such as in figure 1, or with the support of an Authentication Proxy, such as in figure 2. The architecture for authentication is provided in TS 187 003 [9] with the remark that the Network Application Function (NAF) is effectively an AS providing an NGN PSTN/ISDN simulation service in an NGN.
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Figure 3: Authentication proxy in the Ut interface path

5
The eXtensible Markup Language (XML) Configuration Access Protocol (XCAP)

5.1
Introduction

For the purpose of manipulating data stored in an application server the XML Configuration Access Protocol (XCAP) [8] is used. XCAP allows a client to read, write and modify application configuration data, stored in XML format on a server. XCAP maps XML document sub‑trees and element attributes to HTTP URIs, so that these components can be directly accessed by HTTP [1]. XCAP uses the HTTP methods PUT, GET, and DELETE to operating on XML documents stored in the server.

In the case of PSTN/ISDN simulation services, the data stored in a server is related to the execution of that given service. The present document defines a new XCAP Application Usage for the purpose of allowing a client to manipulate data related to PSTN/ISDN simulation services.

XCAP [8] defines two logical roles: XCAP client and XCAP servers. An XCAP client is an HTTP/1.1 compliant client. Similarly an XCAP server is an HTTP/1.1 compliant server. The XCAP server acts as a repository of XML documents that customize and modify the execution of NGN PSTN/ISDN simulation services. Figure 3 depicts the XCAP architecture where an XCAP client sends an HTTP/1.1 request to an XCAP server. The server replies with an HTTP/1.1 response.
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Figure 4: XCAP architecture

According to XCAP [8], each application that makes use of XCAP defines its own XCAP application usage. The present document defines an NGN PSTN/ISDN simulation services XCAP application usage in clause 6. This application usage defines the XML schema [2] for the data used by the application, along with other key pieces of information. 
XCAP focuses on the definition of XML documents that are compliant with the XML schema and constrains defined for a particular XCAP application usage. XCAP allows application to provide XML documents that are common for all users or XML documents that affect the service of a given user.

Central to XCAP is the construction of the HTTP URI that points to particular XML document or certain components of it. A component in an XML document can be an XML element, attribute, or the value of it.

5.2
Functional entities

5.2.1
User Equipment (UE)

5.2.1.1
General

The UE implements the role of an XCAP client, as described in clause 5.3.1.

The UE shall implement HTTP Digest access authentication (RFC 2617 [3]).

The UE shall implement Transport Layer Security (TLS) (see RFC 2246 [4]).

On sending an HTTP request, the UE may indicate the user's identity intended to be used with the AS by adding a HTTP X‑3GPP‑Intended‑Identity header (TS 124 109 [5]) to the outgoing HTTP request.

5.2.1.2
Subscription for notification of state changes in XML document

In order to keep the simulation services state synchronized with the network elements and other terminals that the user might be using, the UE should subscribe to changes in the XCAP simserv documents by generating a SUBSCRIBE request in accordance with draft-ietf-simple-xcap-diff-03.txt [10] and draft-ietf-sipping-config-framework-08.txt [11].

5.2.2
Authentication Proxy (AP)

5.2.2.1
Introduction

An Authentication Proxy is an HTTP/1.1 [1] compliant server whose main purpose is to authenticate the user requests. The Authentication Proxy is used to separate the authentication procedure and the Application Server (AS) specific application logic to different logical entities.

The AP is configured as a HTTP reverse proxy, i.e. the FQDN of the AS is configured to the AP such a way that the IP traffic intended to the AS is directed to the AP by the network. The AP performs the authentication of the UE. After the authentication procedure has been successfully completed, the AP assumes the typical role of a reverse proxy, i.e. the AP forwards HTTP requests originating from the UE to the correct AS, and returns the corresponding HTTP responses from the AS to the originating UE.

The AP allows authorized users to manipulate services when they are connected to an IMS network or when they are connected to a non‑IMS network (e.g. the public Internet). Authentication details can differ in both situations. Provisioning of credentials to authenticate the user is outside the scope of the present document. TS 187 003 [9] provides further architectural authentication details.

5.2.2.2
Authentication

On receiving an HTTP request, the AP shall first determine the mechanism used to authenticate the user. The XDM specification [12] provides guidelines for the Authentication Proxy to take such decision. If the Generic Authentication Architecture [6] is used, the AP shall attempt to authenticate the user via the mechanisms specified in TS 133 222 [6] and the AP shall follow the procedures indicated in clause 5.2.2.2.1. If the Generic Authentication Architecture [6] is not used, the AP shall attempt to authenticate the user with HTTP Digest authentication [3].

5.2.2.2.1
Authentication based on the generic authentication architecture

On receiving an HTTP request that contains the Authorization header field, the AP shall:

· use the value of that username parameter of the Authorization header field to authenticate the user;

· apply the procedures specified in RFC 2617 [3] for authentication;

· if the HTTP request contains an X‑3GPP‑Intended‑Identity header field (TS 124 109 [5]) , then the AP may verify that the user identity belongs to the subscriber. This verification of the user identity shall be performed dependant on the subscriber's application specific or AP specific user security settings;

· if authentication is successful, remove the Authorization header field from the HTTP request; 

· insert an HTTP X‑3GPP‑Asserted‑Identity header field (TS 124 109 [5]) that contains the asserted identity or a list of identities; and 

· forward the HTTP request to the appropriate AS.

On receiving an HTTP response for the previous request, the AP shall:

a) add an Authentication‑Info header field in accordance to the procedures described in TS 133 222 [6]; and

b) forward the response to the XCAP client.
On receiving an HTTP request that does not contain the Authorization header field, the AP shall:

c) challenge the user by generating a 401 Unauthorized response according to the procedures specified in TS 133 222 [6] and RFC 2617 [3]; and

d) forward the 401 Unauthorized response to the sender of the HTTP request.

5.2.2.2.2
Void 

5.2.2.3
Authorization

The AP shall be able to decide whether particular subscriber, i.e. the UE, is authorized to access a particular AS. On doing so, the AP may use the User Security Settings specified in TS 124 109 [5]. 

The AP may indicate an asserted identity or a list of identities to the AS by adding an HTTP X‑3GPP‑Asserted‑Identity header field to the HTTP requests prior to forwarding the request to the AS. In case of multiple identities, they shall be separated by comma (,) and each identity shall be surrounded by quotation marks ("). Whether the AP supports this handling of an asserted identity or a list of identities then it shall depend on local policy in the AP. In addition the subscriber's application specific or AP specific user security settings may be considered.

The AP may indicate an authorization flag or a list of authorization flags from the application specific user security settings (USS) to the AS by adding a HTTP X‑3GPP‑Authorization‑Flags header field to the HTTP request prior to forward it to the XCAP server. The HTTP X‑3GPP‑Authorization‑Flags header field shall contain a list of authorization flags separated by comma (,) and each authorization flag is surrounded by quotation marks ("). In case the AP supports this handling of authorization flags from USS then it shall depend on local policy in the AP.

5.2.3
Application Server (AS)

5.2.3.1
General

An Application Server implements the role of an XCAP server as described in clause 5.3.2.

The AS shall implement HTTP Digest access authentication (RFC 2617 [3]).

The AS shall implement Transport Layer Security (TLS) (see RFC 2246 [4]).

5.2.3.2
Authentication and authorization

If an Authentication Proxy (AP) is provided in the path of the HTTP request, then the AS receives an HTTP request from a trusted source (the AP) and contains an HTTP X‑3GPP‑Asserted‑Identity header (TS 124 109 [5]) that includes an asserted identity of the user. In this case the AS does not need to authenticate the user, but just provide authorization to access the requested resource. 

If an HTTP X‑3GPP‑Asserted‑Identity header (TS 124 109 [5]) is not present in the HTTP request or if the request is received from a non‑trusted source, then the AS needs to authenticate the user prior to providing authorization to the XCAP resource by applying the procedures described in clause 5.2.3.2.1.

5.2.3.2.1
HTTP digest authentication 

On receiving an HTTP request that does not contain an Authorization header the AS shall:

e) challenge the user by generating a 401 Unauthorized response that contains the proper Digest authentication parameters (e.g. realm), according to RFC 2617 [3]. Provisioning of credentials to authenticate the user is outside the scope of the present document; and

f) forward the 401 Unauthorized response to the sender of the HTTP request.

On receiving an HTTP request that contains an Authorization header, the AS shall:

g) apply the authentication procedures defined in RFC 2617 [3]; and

h) authorize or deny authorization depending on the authenticated identity.

5.2.3.3
Subscription acceptance and notification of state changes in XML document

When the AS receives a SUBSCRIBE request having the Event header field value set to "ua‑profile", the AS shall first authenticate the source of the SUBSCRIBE request and then perform authorization. Afterwards, the AS shall generate a response to the SUBSCRIBE request and notifications in accordance with draft-ietf-simple-xcap-diff-03.txt [10] and 
draft-ietf-sipping-config-framework-08.txt [11].

5.3
Roles

5.3.1
XCAP client

5.3.1.1
Introduction

The XCAP client is a logical function as defined in draft-ietf-simple-xcap-08.txt [8]. The XCAP client provides the means to manipulate the general data, such as configuration settings related to NGN PSTN/ISDN simulation services.

NOTE:
In order to be able to manipulate data stored on the XCAP server, the XCAP client needs to know the XCAP root directory on the XCAP server and the user's directory name. It is assumed that these values are pre‑provisioned or the UE uses some means to discover it. Discovery mechanisms are outside the scope of the present document.

5.3.1.2
Manipulating NGN PSTN/ISDN simulation services
When the XCAP client intends to manipulate a resource list, it shall generate an HTTP PUT, HTTP GET or 
HTTP DELETE request in accordance with draft-ietf-simple-xcap-08.txt [8] and the NGN PSTN/ISDN simulation services application usage specified in clause 6.

5.3.2
XCAP server

5.3.2.1
Introduction

The XCAP server is a logical function as defined in draft-ietf-simple-xcap-08.txt [8]. The XCAP server can store data related to the configuration of NGN PSTN/ISDN simulation services. The XCAP server shall provide or deny authorization to access XCAP resources by authenticated users.

5.3.2.2
Manipulation acceptance

When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or fetching a resource list, the XCAP server shall first authenticate the request and then perform authorization. Clause 5.2.2. provides more details on the authentication and authorization of HTTP requests.

Afterwards the XCAP server shall perform the requested action and generate a response in accordance with 
draft-ietf-simple-xcap-08.txt [8] and the NGN PSTN/ISDN simulation services application usage specified in clause 6.

6
NGN PSTN/ISDN simulation services XCAP application usage

6.1
Structure of the XML document

XCAP provides for the existence of application usages that define the conventions and constrains related to the manipulation of XML documents in an XCAP server. The present document defines an NGN PSTN/ISDN simulation services XCAP application usage. This application usage is common for a variety of PSTN/ISDN simulation services defined by NGN Release 1. Further releases may extend this application usage when deemed practical.
The present document follows a modular approach, as depicted in figure 4. We provide for the existence of a simservs XML document that contains the data associated to a number of NGN PSTN/ISDN simulation services. The simservs XML document is composed of a common part, defined by the present document, and a number of XML subdocuments corresponding to each of the NGN PSTN/ISDN simulation services. This modular approach has significant advantages. Particularly, it is versatile enough to allow any number of configurations. For example, in one configuration, an XCAP server might be managing a given server. In this case, the simservs XML document will contain one subtree per service. In another configuration, each service is managed in its own XCAP server, case in which the XML document in each XCAP server will contain the common parts and a single XML subtree that manages the service. Yet in a third configuration the XCAP server stores several XML documents, each document managing one or more services.

The XML schema for the simservs XML document, including the common parts, is specified in clause 6.3. This XML schema allows for each of the individual XML schemas pertaining to a particular service to import the common parts XML schema. Each XML subdocument affects the settings of a PSTN/ISDN simulation service (or group of related PSTN/ISDN simulation services). The XML schema of each of the PSTN/ISDN simulation services is specified in its own specification. A template of the XML schema for a PSTN/ISDN simulation service is provided in clause 6.4.
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Figure 5: Structure of an NGN PSTN/ISDN simulation services XML document

The simservs XML document starts with a <simservs> root XML element that can contain one or more child elements pertaining to PSTN/ISDN simulation services. Each of these service elements can contain an "active" attribute that indicates whether the service is activated or not. When the "active" attribute is absent on a service element, it indicates that the service is activated. Elements and attributes from different namespaces can be present as well.

6.2
XCAP application usage

XCAP requires application usages to fulfil a number of steps in the definition of such application usage. The reminder of this clause specifies the required definitions of the NGN PSTN/ISDN simulation services XCAP Application Usage.

Application Unique ID (AUID): Each XCAP application usage is associated with a unique name called the Application Unique ID (AUID). The AUID defined by this application usage falls into the vendor‑proprietary namespace of XCAP AUID, where ETSI is considered a vendor.

The AUID allocated to the NGN PSTN/ISDN simulation services XCAP application usage is:

simservs.ngn.etsi.org

XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 6.3. Additionally, each PSTN/ISDN simulation service (or group of them) is modelled with a XML subdocument that is validated according to a specific XML schema for that subdocument. The XML schema that affects the settings of the related service is specified in the specification of the given PSTN/ISDN simulation service. Clause 6.4 provides a template that shall be used for the XML schema defined by each of the PSTN/ISDN simulation services that implement XML schemas for data manipulation. Additionally the schema in clause 6.3 contains the specification of a number of common service specific elements and types, the semantics and applicability of these elements is described in the service specifications that use them.

Default namespace: XCAP requires application usages to declare the default namespace. The default namespace of the NGN PSTN/ISDN simulation services XCAP application usage is:

urn:org:etsi:ngn:params:xml:ns:simservs
MIME type: The MIME type of NGN PSTN/ISDN simulation services XML documents is:

application/simservs+xml
Validation constraints: The present document does not specify any additional constraint beyond those defined by XCAP [8]. Note, however, that each of the supplementary services may specify additional constraints on each of the XML subdocuments.

Data semantics: The XML schema does not accept URIs that could be expressed as a relative URI reference causing a resolution problem. However, each of the supplementary services should consider if relative URIs are allowed in the subdocument tree, and in that case, they should indicate how to resolve relative URI references. In the absence of further indications, relative URI references should be resolved using the document URI as the base of the relative URI reference.

Naming conventions: By default, NGN PSTN/ISDN simulation services XML documents are stored under the user's Home Directory (which is located under the "users" sub‑tree). In order to facilitate the manipulation of an NGN PSTN/ISDN simulation services XML document, we define a default XML file name:

simservs.xml

Resource interdependencies: The present document does not specify additional resource interdependency beyond those specified in the XML schema and beyond any resource interdependency that may be specified in each of the NGN PSTN/ISDN simulation services.

Authorization policies: The default XCAP [8] authorization policy is used in the application usage defined by the present document.

NOTE:
The default policy indicates that the creator of the XML document is the one authorized to manipulate it.

6.3
XML schema

<?xml version="1.0" encoding="UTF‑8"?>

<xs:schema targetNamespace="urn:org:etsi:ngn:params:xml:ns:simservs"

xmlns:ss="urn:org:etsi:ngn:params:xml:ns:simservs" 

xmlns:xs="http://www.w3.org/2001/XMLSchema" 

elementFormDefault="qualified" 

attributeFormDefault="unqualified">

<!—‑ The element "simservs" maps to the Common Parts of an NGN PSTN/ISDN
Simulation services document ‑‑>


<xs:element name="simservs">

<xs:annotation>

<xs:documentation>XML Schema for data manipulation of ETSI 

NGN PSTN/ISDN Simulation Services

</xs:documentation>

</xs:annotation>

<xs:complexType>

<xs:sequence>

<xs:element ref="ss:absService" minOccurs="0" maxOccurs="unbounded"/>

<xs:any namespace="##other" processContents="lax" 

minOccurs="0" maxOccurs="unbounded"/>

</xs:sequence>

<xs:anyAttribute namespace="##any" processContents="lax"/>

</xs:complexType>

</xs:element>

<xs:element name="absService" abstract="true" type="ss:simservType"/>

<xs:complexType name="simservType">

<xs:attribute name="active" type="xs:boolean" 

use="optional" default="true" />

<xs:anyAttribute namespace="##any" processContents="lax"/>


</xs:complexType>


<!‑‑ service specific IETF common policy condition elements‑‑>


<xs:element name="anonymous" type="ss:empty‑element‑type"/>


<xs:element name="presence‑status" type="ss:presence‑status‑activity‑type"/>


<xs:element name="media" type="ss:media‑type"/>


<xs:element name="communication‑diverted" type="ss:empty‑element‑type"/>


<xs:element name="rule‑deactivated" type="ss:empty‑element‑type"/>


<xs:element name="not‑registered" type="ss:empty‑element‑type"/>


<xs:element name="busy" type="ss:empty‑element‑type"/>


<xs:element name="no‑answer" type="ss:empty‑element‑type"/>


<!‑‑ service specific type declarations ‑‑>


<xs:simpleType name="media‑type" final="list restriction">

<xs:restriction base="xs:string"/>


</xs:simpleType>


<xs:simpleType name="presence‑status‑activity‑type" final="list restriction">

<xs:restriction base="xs:string"/>


</xs:simpleType>


<xs:complexType name="empty‑element‑type"/>

</xs:schema>

6.4
Template for a PSTN/ISDN simulation service XML schema

PSTN/ISDN simulation services that implement XCAP operations to manipulate the data associated to its service shall base their XML schema in the following template. Replace "ServiceName" with the name or acronym of the actual service.

<?xml version="1.0" encoding="UTF‑8"?>

<xs:schema targetNamespace="urn:org:etsi:ngn:params:xml:ns:simservs"
xmlns:ss="urn:org:etsi:ngn:params:xml:ns:simservs"
xmlns:xs="http://www.w3.org/2001/XMLSchema" 

elementFormDefault="qualified" 

attributeFormDefault="unqualified">


<xs:element name="ServiceName" substitutionGroup="ss:absService">

<xs:annotation>

<xs:documentation>Template of a PSTN/ISDN Simulation 

Service XML Schema

</xs:documentation>

</xs:annotation>

<!‑‑ If the service needs to add children elements or attributes ‑‑>

<!‑‑ it can use the following complexType for such purpose ‑‑>

<xs:complexType>

<xs:complexContent>

<xs:extension base="ss:simservType">

<xs:sequence>

<!‑‑ service specific elements can be defined here ‑‑>

</xs:sequence>

<!‑‑ service specific attributes can be defined here ‑‑>

</xs:extension>

</xs:complexContent>

</xs:complexType>


</xs:element>

</xs:schema>
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