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[bookmark: foreword][bookmark: _Toc133953500]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: _Toc112952688][bookmark: _Toc133953501]Introduction
This TR provides recommendations on alignment and deployment aspects of EDGEAPP with ETSI MEC and GSMA Operator Platform (OP).

[bookmark: introduction][bookmark: scope][bookmark: _Toc133953502]
1	Scope
This TR provides the recommendations for the alignment of EDGEAPP architecture with ETSI MEC reference architecture and GSMA Operator Platform (OP) for the industry stakeholders. 
This document provides recommendations of using specifications from 3GPP, ETSI ISG MEC and GSMA OPG to deploy an aligned edge system.
The present document is based on 3GPP TS 23.558 [2].
[bookmark: references][bookmark: _Toc133953503]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.558: "Architecture for enabling Edge Applications".
[3]		GSMA PRD OPG.02 - “Operator Platform Telco Edge Requirements Version 3.0”, https://www.gsma.com/futurenetworks/wp-content/uploads/2022/10/Operator-Platform-Telco-Edge-Requirements.-v.3-October22.pdf.
[4]	ETSI GS MEC 003 (V3.1.1), "Multi-access Edge Computing (MEC); Framework and Reference Architecture".
[5]	ETSI GS MEC 011 (V3.1.1), “Multi-access Edge Computing (MEC); Edge Platform Application Enablement”.
[6]	ETSI GS MEC 040 (V3.1.1), “Multi-access Edge Computing (MEC); Federation enablement APIs”.
[7]	ETSI GS MEC 021 V2.2.1, "Multi-access Edge Computing (MEC); Application Mobility Service API".
[8]	3GPP TS 28.538: "Management and orchestration; Edge Computing Management".
[9]	ETSI GS MEC 010-2 (V2.2.1), "Multi-access Edge Computing (MEC); MEC Management; Part 2: Application lifecycle, rules and requirements management".
[10]	3GPP TS 23.222: “Common API Framework for 3GPP Northbound APIs”.
[11]	ETSI GR MEC 031 (V3.1.1), “Multi-access Edge Computing (MEC); MEC 5G Integration”.



[bookmark: definitions][bookmark: _Toc133953504]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc133953505]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc133953506]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc133953507]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ABBREVIATION>	<Expansion>
AC	Application Client
AEF	API Exposing Function
AF	Application Function
AMF	API Management Function
API	Application Program Interface
APF	API Publishing Function
AS	Application Server
CAPIF	Common API Framework
CCF	CAPIF Core Function
EAS	Edge Application Server
ECS	Edge Configuration Server
ECSP	Edge Computing Service Provider
EDN	Edge Data Network
EEC	Edge Enabler Client
EEL	Edge Enabler layer
EES	Edge Enabler Server
ETSI	European Telecommunications Standards Institute
MEC	Multi-access Edge Computing
MEP	MEC Platform

[bookmark: _Toc133953508]4	Related work in other SDOs
This section includes the existing/on-going work in GSMA/ETSI MEC which is relevant to the alignment work with EDGEAPP e.g., about OP roles, existing mapping/alignment aspects captured by GSMA OP/ETSI MEC,
[bookmark: _Toc133953509]4.1	General
[bookmark: _Toc133953510]4.2	GSMA OPG
The Operator Platform (OP) as defined by GSMA OPG in [3], provides technical requirements, functional blocks and interfaces characteristics of a generic platform to facilitate access to the Edge Cloud capability of an Operator or federation of operators and their partners. It also provides mapping of these requirements and architectures to the specifications from certain SDOs.
In Figure 2 in [3], GSMA OPG presents different OP roles and interfaces reference architecture for an operator platform.

Editor's Note: Figure 2 in [3] can be inserted here once the copyright is obtained from GSMA.
[bookmark: _Toc133953511]4.3	ETSI ISG MEC
Figure 4.3-1 shows the MEC reference architecture as specified by ETSI ISG MEC. This reference architecture describes the functional elements that comprise the multi-access edge system and the reference points between them. It consists of MEC host and MEC management system necessary to run MEC Applications within an operator network or a subset of an operator network.
The MEC platform is the collection of essential functionalities required to run MEC applications on a particular
Virtualisation infrastructure and enable them to provide and consume MEC services.
MEC applications are instantiated on the Virtualisation infrastructure of the MEC host based on configuration or
requests validated by the MEC management. An already instantiated MEC application can optionally register with MEC platform.  The application registration procedure allows an authorized MEC application instance to provide its information to the MEC platform [5].
The Mp1 reference point between the MEC platform and the MEC applications provides service registration, service discovery, and communication support for services. It also provides other functionality such as application availability, session state relocation support procedures, traffic rules and DNS rules activation, access to persistent storage and time of day information, etc.
The Mp3 reference point between MEC platforms is used for control communication between MEC platforms.
ETSI ISG MEC also provides Multi-access system reference architecture variants for the deployment in an NFV environment and for MEC federation [4].  In [6], ETSI ISG MEC specifies “Federation enablement APIs” that enable the shared usage of MEC services and applications across different systems (e.g., MEC system, Cloud system).

Figure 4.3-1: Multi-access Edge System reference architecture [4]
[bookmark: _Toc133953512]5	Alignment of EDGEAPP with ETSI MEC
This section catptures the alignment of EDGEAPP with ETSI MEC as per TS 23.558 which focuss on requirements and mapping of EDGEAPP information elements, APIs, functional blocks etc. with ETSI MEC which are required to support deployment of aligned architectures in an operator network.
[bookmark: _Toc133953513]5.1	General
TBD
Clause 5 provides the mapping of EAS Profile and AppInfo to allow application registration across the platforms.
Editor’s Note: Mapping of EDGE-10 reference point with ETSI MEC architecture is FFS.
[bookmark: _Toc133953514]5.2	Relationship between EDGEAPP and ETSI MEC architectures
Figure 5.2-1 provides the relationship of ETSI ISG MEC architecture with EDGEAPP architecture.

 Figure 5.2-1: Relationship between EDGEAPP and ETSI MEC architectures
Details about MEC entities (MEC Platform, MEC Application, MEC Platform Manager, MEC Orchestrator, OSS and CFS) can be found in ETSI GS MEC 003 [4].
In ETSI MEC, MEC Applications and MEC Platform can expose services which can include network services, subject to their availability at the core or access network level.
Both EAS and MEC application are application servers and can provide similar application specific functionalities. EAS utilizes the services of EES as specified in 3GPP TS 23.558 [2] whereas MEC application utilizes the services provided by MEC platform as specified in ETSI GS MEC 003 [4]. The EAS and MEC application can be aligned in an implementation.
NOTE 1: The details of the functionalities of application servers are implementation specific.
Both EES and MEC platform provide application support capabilities towards the application servers. The EES and MEC platform and their interfaces can be aligned in an implementation.
The orchestration and management aspects of architecture for enabling edge applications are specified in 3GPP TS 28.538 [8].
5.2 3	EDGE-3 and Mp1 reference points
[bookmark: _Toc133953515]5.23.1 	EASProfile and AppInfo
TBD
Both EDGEAPP and ETSI MEC supports registration of EAS and MEC Application Instance with EES and MEC Platform respectively. In order to support MEC application instance registration on EES, it is required that registration request includes at least the mandatory IEs that are required for EAS registration includes at least the mandatory IEs that are required for EAS registration, i.e. EAS ID and EAS endpoint. On the other hand, according to ETSI GS MEC 011 [5] the application registration request must include AppName and App Provider.
AppInfo which is defined in ETSI GS MEC 011 [5] includes AppName and App Provider as mandatory IEs and endpoint as an optional IE. AppName can be considered equivalent to EAS ID. Similarly, App Provider corresponds to EAS Provider Identifier. Endpoint in ETSI GS MEC 011 [5] can be directly mapped to EAS endpoint. See Table 5.2.1-1 for a comparison between the EAS profile and appInfo.
 The Table 5.3.1-1 provides a mapping of MEC attributes to those in the EAS Profile for MEC application registration with EES.
Table 5.3.1-1: Mapping with EASProfile for MEC application registration with EES
	Information element
	Status/ Cardinality [2] 
	Description
	Mapped with

	EASID 
	M
	The identifier of the EAS
	AppInfo
>appName

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.
	AppInfo
>endPoint

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 
	Not Available in case of MEC Application Registration

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.
	AppInfo
>appProvider

	EAS Type
	O
	The category or type of EAS (e.g. V2X)
	AppInfo
>appCategory

	EAS description
	O
	Human-readable description of the EAS 
	AppD
>appDescriptor (NOTE)

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)
	Not Available in case of MEC Application Registration

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.
	Not Available in case of MEC Application Registration

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.
	Not Available in case of MEC Application Registration

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1
	Not Available in case of MEC Application Registration

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS
	Not Available in case of MEC Application Registration

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS
	Not Available in case of MEC Application Registration

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EAS.
	Not Available in case of MEC Application Registration

	General context holding time duration
	O
	The time duration that the EAS holds the context before the AC connects to the EAS in case of ACR for service continuity planning. It is an indication of the time the EAS holds the application context for a UE to move to its service area after receiving an ACR notification from the EES following an ACR request from the EEC.  
	Not Available in case of MEC Application Registration

	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2]. It is a subset of the DNAI(s) associated with the EDN where the EAS resides.
	Not Available in case of MEC Application Registration

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.
	Not Available in case of MEC Application Registration

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.
	Not Available in case of MEC Application Registration

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 
	Not Available in case of MEC Application Registration



[bookmark: _Toc133953516]5.23.2 	Procedures for Application Registration
TBD
[bookmark: _Toc133953517]5.3 4 	EDGE-9 and Mp3 reference points
TBD
EDGE-9 reference point in EDGEAPP architecture is used to provide target EAS discovery to support ACR in case of mobility of user from one EES to another EES. On the other hand, Mp3 reference point between MEC platforms is used for control communication between MEC platforms [3] with a separate application mobility service [7] being provided in support of mobility of users between MEC hosts within a MEC system. Currently, ETSI MEC has not specified APIs over Mp3, no alignment is provided in this release.

[bookmark: _Toc133953518]6	Alignment of EDGEAPP with GSMA OP
This section captures the alignment of EDGEAPP with GSMA OP as per TS 23.558 which mainly provides any mapping guidance and interpretations of different EDGEAPP schemas, IEs, APIs etc. with GSMA requirements e.g. mapping of data models, application profiles etc.
6.1 General
TBD 
Editor’s Note: Mapping of EDGE-10 reference point with GSMA OP architecture is FFS.
6.2 Relationship between EDGEAPP architecture and GSMA OPG reference architecture
Figure 6.2-1 illustrates the relationship between EDGEAPP architecture and GSMA OPG reference architecture [3].


Figure 6.2-1: Relationship between EDGEAPP architecture and GSMA OPG reference architecture
EDGE-1 and EDGE-4 reference points can support similar function(s) as OP's User-Network interface (UNI), providing the Edge Enabler Client (corresponding to Edge/User Client in OP) with the information required to access the edge services. EDGE-1/EDGE-4 neither impact nor overlap with other existing 3GPP interfaces between the UE and the network, catering to the OP's requirements on UNI.
EDGE-2 and EDGE-8 reference points can support similar function(s) as OP's Southbound interface (SBI), through which the edge enabler layer (corresponding to the operator platform) access the 3GPP network capabilities and services. Specifically, EDGE-2 and EDGE-8 cater to the requirements of the SBI-NetworkResource interface. ECSP management system as specified in 3GPP TS 28.538 [8] caters to the requirements of OP's SBI-CloudResource interface.
EDGE-3 reference point can support similar function(s) as OP's Northbound interface (NBI), exposing the capabilities of Edge Enabler Server to the Edge Application Servers (EAS) hosted on the edge. OP's NBI also expands capabilities exposure to ASPs, for example to on-board applications to be deployed as EASs based on specific criteria.
EDGE-9 reference point can support similar function(s) as OP's East/Westbound interface (E/WBI), allowing the edge enabler layer to interact within and beyond its domains e.g., between operator platforms. OP's E/WBI focuses on use cases like user and application roaming or resource sharing across domains.

[bookmark: _Toc133953519]7	Deployment Considerations
This section captures different deployment possibilities of aligned EDGEAPP and ETSI MEC in an operator network and any other deployment considerations w.r.t EDGEAPP, ETSI MEC and GSMA OP as per TS 23.558.
[bookmark: _Toc133953520]7.1	GeneralDeployment Architecture-1
These sections capture deployment of EDGEAPP and ETSI MEC architecture as an aligned edge systemin an operator network, their architectural requirements etc. as per TS 23.558.

[bookmark: _Toc133953521]7.2	Deployment with ETSI MECArchitecture-2
 (
Application Server
(EAS and/or
MEC app instance)
Edge platform
EDGE-3
/ Mp1
EDGE-9 / Mp3
Application Server
(EAS and/or
MEC app instance)
Edge platform
EDGE-3
/ Mp1
CAPIF-1(e) & CAPIF-2(e)
CAPIF-1(e) & CAPIF-2(e)
CAPIF-6(e)
)Figure 7.2-1 shows the EDGEAPP and ETSI MEC aligned Application Server and platform deployment. The depicted Edge platform consists of functionalities provided by both EES and MEC platform. The EES and MEC platform are aligned in the implementation of the Edge platform. The depicted Application Server implements the functionalities of an Edge Application Server or MEC application instance or both. 

Figure 7.2-1: EDGEAPP and ETSI MEC aligned Application Server and platform deployment.
EDGE-3 is provided to Application Servers presenting themselves to the Edge platform as Edge Application Servers. Mp1 is provided for Application Servers presenting themselves to the Edge platform as MEC application instances.
An Edge platform adopting the CAPIF framework could provide the capabilities offered by EDGE-3 and Mp1 through utilisation of CAPIF-1 (/CAPIF-1e) and CAPIF-2 (/CAPIF-2e) to provide a unified service. For instance, a mapping of the MEC service management API to the 3GPP CAPIF API is presented in Annex B of ETSI GS MEC 011 [5].  
EDGE-9 and Mp3 provide services required for interconnectivity between Edge platforms. EDGE-9 provides the interconnectivity required by Edge Enabler Servers, whilst Mp3 provides the interconnectivity required by MEC platforms.
An Edge platform adopting the CAPIF framework could provide the capabilities offered by EDGE-9 and Mp3 through utilisation of CAPIF-6 (/CAPIF-6e) to provide a unified service. 
NOTE: APIs supported over Mp3 have not currently been specified by ETSI MEC.
Management aspects relating to application server and platform management are captured in 3GPP TS 28.538 [2] (EDGEAPP entity specific) and ETSI GS MEC 010-2 [9] (MEC entity specific), where the commonality is that both specify ETSI NFV MANO for performing lifecycle management functions. Management related interfaces are not depicted in Figure 7.2-1.
7.2.1 Deployment option of EDGEAPP and ETSI MEC using CAPIF
3GPP provides a framework for supporting common capabilities for northbound APIs (e.g., onboarding, authentication, authorization, discovery, auditing, etc.) through the so-called common API framework (CAPIF) [10]. The functional model of CAPIF enables an API invoker to access (and invoke) service APIs and supports API exposing functions in publishing the API towards the API invokers. To enable the common supporting capabilities among API invokers and API providers, the CCF is introduced as the functional entity in charge of, among other tasks, authenticating an API invoker, providing authorization for the API invoker prior to accessing the service API, publishing, storing, and supporting the discovery of service APIs information, etc. 
As from Annex A in TS 23.558 [2], an EAS may assume the role of:
· API invoker: for accessing northbound APIs exposed by SCEF/NEF or consuming service APIs offered by other EASs or EES, or
· API provider: exposing its service APIs for consumption by other API invokers,
whereas the EES may act like AEF and CCF (the latter being dispensable if, e.g., a centralized instance of CCF is available, see Clause A.5.3 in TS 23.558 [2]). 
Additionally, as from Annex B in ETSI GR MEC 031 [11], a MEC App may assume the role of:
· API invoker: for accessing northbound APIs exposed by SCEF/NEF or consuming MEC services advertised by the MEP, or
· API provider: registering (publishing) its service APIs and exposing them for consumption by other API invokers,
whereas the MEP may assume the role of API provider, CCF, and API invoker. A MEC service produced by a MEC App or MEP can be mapped into the API provider domain in CAPIF.
Since the different functional entities of both EDGEAPP and ETSI MEC may assume several roles, the number of scenario combinations is high, which becomes worse if several trust domains are considered. Therefore, rather than providing an exhaustive study of possible CAPIF-based deployments, a generic scenario is presented in Figure 7.2.1-1, in which it is assumed that:
· MEC platform and EDGEAPP co-exist in the network within the same PLMN trust domain, 
· API invokers want to access MEC services provided by MEP or MEC Apps, or API invokers want to consume EDGEAPP services provided by EASs or EES,
· REST-HTTP transport is used
NOTE 1:	Enhancements of the functional entities might be needed to fully support the functionalities of the CAPIF functional entities, namely CCF, API provider domain functions and API invoker
NOTE 2:	Extension of the reference point in both platforms might be needed to support the functionalities of the CAPIF-related reference points (see reference points in Figure 7.2.1-1)


Figure 7.2.1-1: Deployment option of EDGEAPP and ETSI MEC using CAPIF
On the left-hand side of Figure 7.2.1-1, EES implements CCF 1 to manage the Service APIs exposed by EAS and EES, EAS implements the API Provider domain functions to expose EAS Service APIs to EDGEAPP EASs (and possibly ETSI MEC Applications acting as API invokers). EES implements API Provider domain functions to expose EES Service APIs (e.g., UE location API, AC information exposure API, etc.) to API invokers (e.g., EASs, ETSI MEC Applications).
On the right-hand side of Figure 7.2.1-1, MEP implements an instance of CCF (i.e., CCF 2) to manage the MEC Services exposed by MEP and MEC App. Both MEP and MEC App implement API Provider domain functions to expose MEC Services via CAPIF-2.
CCF 1 and CCF 2 interact via CAPIF-6 reference point, which supports publishing the service APIs information and discovering the service APIs information on both platforms. The CCF 1 and the CCF 2 publish the service API provided by its connected API exposing function(s) and obtains the service API information provided by other CCF.
An API invoker (e.g., EAS or MEC App) connected to the any of the CCF can discover and invoke service APIs provided by the API exposing function connected to the othe CCF.
Editor’s note:	Deployment options including both trusted and untrusted domains is FFS.
[bookmark: _Toc133953522]8	Recommendations
This section may provide recommendations or best practices for usage of the aligned EDGEAPP and ETSI MEC architectures as specified in TS 23.558 by SA6 to be followed w.r.t deployment, usage of IEs, and APIs etc.

[bookmark: clause4][bookmark: _Toc133953523]
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