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Abstract of document:

This technical report describes scenarios, key issues and solutions relating to discreet listening and logging, to fulfil the requirements of the study into discreet listening and logging for mission critical services FS_MCLOG (unique identifier 800024).
Changes since last presentation to TSG SA:

Since the presentation of TR 23.784 v1.0.0 to SA#83, the following scenarios, key issues and solutions have been added.

Scenarios:

-
Limitations on discreet listening due to regulatory constraints and operator security policies

Key issues:

-
Limitations on discreet listening due to regulatory constraints and operator security

Solutions:

-
Logging of MCData message store and MCData content server

-
Discreet listening of MCData message store and MCData content server

-
Solution supporting regulatory constraints and operator security policies
-
Functionality for on-network logging and replay
Additionally, existing solutions have been updated to include logging and discreet listening where an MC service user is receiving MC service on multiple devices, and to clarify discreet listening of groups, and Annex A capturing requirements has been updated to include the discreet listening requirements revised and added in revisions to 3GPP TS 22.280.

Solution evaluations have been updated accordingly and conclusions have been added.

The revisions satisfy all outstanding issues in TR 23.784 v1.0.0 as presented to SA#83, and TR 23.784 v2.0.0 is considered to be completed.

Outstanding Issues:

None

Contentious Issues:

None

