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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

Edge Computing is a network architecture concept that enables cloud computing capabilities and service environments to be deployed at the edge of the cellular network. It promises several benefits such as lower latency, higher bandwidth, reduced backhaul traffic and prospects for several new services. This technical report identifies the key issues and corresponding application architecture and related solutions with recommendations for the normative work.

1
Scope

The present document is a technical report capturing the study on application architecture for enabling edge applications over 3GPP networks. The aspects of the study include identifying architecture requirements (e.g. discovery of edge services, authentication of the clients), supporting application layer functional model and corresponding solutions to enable the deployment of applications on the edge of 3GPP networks, with minimal impact to edge-based applications on the UE. 

The study takes into consideration the work done for edge computing in 3GPP TS 23.501 [2] and other related work outside 3GPP.

Editor's Note:
This study will take the edge computing study of SA2 into account, wherever applicable. 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TR 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".

[4]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

[5]
3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".

[6]
3GPP TS 23.003: "Numbering, addressing and identification".

[7]
3GPP TS 23.502: "Procedure for the 5G System; Stage 2".

[8]
IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[9]
IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".

[10]
IETF RFC 8252: "OAuth 2.0 for Native Apps".

[11]
ETSI GS MEC 003 (V2.1.1): "Multi-access Edge Computing (MEC); Framework and Reference Architecture".

[12]
ETSI GS MEC 011 (V1.1.1): "Mobile Edge Computing (MEC); Mobile Edge Platform Application Enablement".

[13]
ETSI GS MEC 010-2 (V1.1.1): "Mobile Edge Computing (MEC); Mobile Edge Management; Part 2: Application lifecycle, rules and requirements management".
[14]
3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".

[15]
IETF RFC 6891: "Extension Mechanisms for DNS (EDNS(0))".

[16]
IETF RFC 7871: "Client Subnet in DNS Queries".

[17]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Application Client: Application software resident in the UE performing the client function.
Application Server: Application software resident in the cloud performing the server function.
Edge Application Server: An Application Server resident in the Edge Hosting Environment.
Edge-aware Application: An Edge Application Server or Application Client which is aware of Edge Data Network, and can leverage the Edge Computing capabilities. 
Edge Computing: A concept, as described in 3GPP TS 23.501 [2], that enables operator and 3rd party services to be hosted close to the UE's access point of attachment, to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.

Edge Computing Service Provider: A mobile network operator or a trusted 3rd party service provider offering Edge Computing service.

Edge Data Network: Local Data Network(s) that supports distributed deployment of Edge Hosting Environments.
Edge Enabler Client: A functional entity resident in the UE providing services for the Application Clients.
Edge Enabler Server: A functional entity resident in the Edge Hosting Environment providing services for the Edge Application Servers and Edge Enabler Clients
Edge Hosting Environment: An environment providing support required for Edge Application Server's execution.

Local Data Network: A data network access point geographically close to a UE's point of attachment.

For the purposes of the present document, the following terms and definitions given in 3GPP TR 23.501 [2] apply:

Local Area Data Network
Uplink Classifier

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

4
Key issues


4.1
Key Issue 1: Service provisioning and configuration
In order to avail edge computing services deployed in the edge data network, a UE should be able to connect with the Edge Data Network. What is critical is whether the Application Client is able to find an Edge Application Server in such a manner that the range of required application KPIs (e.g. latency) are satisfied.
Open issues:

-
Whether some configuration information is needed by the UE in order to connect with the Edge Data Network or not? If yes, what are the configuration parameters?

-
How the configuration information, if required, is provided to the UE in a secure manner?

-     In the case that multiple Edge Application Servers are available in multiple Edge Data Networks, whether or not a range of application requirements KPIs (e.g. latency) are needed in order for a UE to connect with the best suitable Edge Data Network (e.g., with Edge Application Server available that satisfies the KPIs)? If yes, what is the range of application requirements KPIs for Edge Data Network selection?

-    How the range of application requirements KPIs, if required, are provided by the UE to the Edge Data Network Configuration Server in a secure manner?

Editor’s note: The source of the range of requirements KPIs is FFS.

4.2
Key Issue 2: Edge Data Network discovery and registration
The deployment of Edge Data Network may not be available at all the locations due to operational constraints. For certain applications, before attempting to avail edge computing services the UE needs to determine the availability of an Edge Data Network at the UE's location. It is critical for an Application Client to find an Edge Application Server that can satisfy the required application requirement KPIs (e.g. latency).
Open issues:

-
Whether and how a UE determines the availability of an Edge Data Network at the UE's location?

-
Whether and how a UE determines the availability of an edge enabler server at the UE's location?

-
Whether and how a UE determines the availability of a suitable Edge Data Network based on a range of application requirement KPIs?

-
Whether and how a UE determines the availability of a suitable Edge Enabler Server based on a range of application requirement KPIs?

-
Whether and how the UE registers to the Edge Enabler Server before availing Edge Computing services? 

-
If there are changes in the availability of the Edge Data Network, whether and how the UE is notified?

-
If there are any changes in the availability of the edge enabler server, whether and how the UE is notified?

NOTE:
This Key Issue relates to Edge Data Network discovery and registration. Key Issue #8 below relates to the subsequent selection of the optimal Edge Data Network if more than one suitable EDN is discovered.

Editor’s note:
Edge Data Network discovery ends once the Application Client has been informed of Edge Data Network(s) containing Edge Application Server(s) whose range of application requirement KPIs matches its own. How the running application responds when the performance of the Edge Data Network it subsequently selects and registers on no longer delivers the levels of performance required by any of the Application Client’s range of application requirement KPIs is FFS.

4.3
Key Issue 3: Edge Application Server enablement on the Edge Hosting Environment
Several application providers can use the Edge Data Network to provide their applications as Edge Application Servers. To enable such Edge Application Servers on the Edge Hosting Environment, the application providers may need to supply Edge Application Servers related information to the Edge Enabler Server. This information can include constraints on the availability of the Edge Application Server to certain geographical area or time of operation etc. 

Open Issues:

-
How the Edge Application Servers are registered on the Edge Enabler Server? How the Edge Enabler Server identifies the registered Edge Application Servers?

-
Whether and how the Edge Application Servers provide availability information such as, certain geographical area, time of operation etc. to the Edge Enabler Server?

-
What are the parameters required for Edge Application Server's enablement on the Edge Enabler Server?

-
How the Edge Application Servers de-register from the Edge Enabler Server?

4.4
Key Issue 4: Edge Application Server discovery

The deployment of Edge Application Servers may not be uniform across the Edge Data Networks due to operational constraints. For certain applications, before attempting to avail services from an Edge Application Servers, the UE needs to determine the availability of the Edge Application Server from the Edge Enabler Server. The meaning of availability of the Edge Application Server includes both the Edge Application Server running on the Edge Hosting Environment, and the Edge Application Server, which can be instantiated on the Edge Hosting Environment.

Open Issues:

-
Whether and how to discover the Edge Application Servers available on the Edge Hosting Environment within the Edge Data Network? 

-
How to check authorization to discover the Edge Application Servers?

4.5
Key Issue 5: Capability Exposure to Edge Application Server
3GPP Network capability exposure function (i.e. SCEF, NEF) provides northbound RESTful APIs which can be utilised by 3rd party applications (see 3GPP TS 29 122 [5] and 3GPP TS 29.522 [14] for information regarding available northbound APIs).

In order for a 3rd party Edge Application Server to access such northbound APIs exposed by SCEF/NEF, the 3rd party application developer would need to onboard onto the MNO's platform (e.g., CAPIF) and accept MNO's SLA terms and conditions.

On the other hand, it would be beneficial if the 3rd party Edge Application Servers in the Edge Data Network can utilize service API(s) exposed by the Edge Enabler Server, which may rely on the SCEF/NEF northbound APIs. Some of the service API(s) that are exposed by the Edge Enabler Server may facilitate communication between Application Client(s) and Edge Application Server(s).
For example, in smart factory, Edge Application Server may have the demand to obtain location information of industrial robotics in order to activate corresponding actions or operations based on location. This kind of location-based service requires the Edge Application Server to be authorized to obtain the location information of the UE through the Edge Enabler Server.

Open issues:

-
Whether there is a need for new service API(s) provided by the Edge Enabler Server to the Edge Application Server, and how to support?
-
How  Edge Application Servers discover available service API(s) within the Edge Data Network?
-
Whether and How to support the Edge Application Server to access the network capability exposure function directly, e.g., how CAPIF as specified in TS 23.222 [4] can be utilized, and whether there is a need to enhance functionalities of CAPIF?
-
Whether there is a need to support exposure of service API provided by the Edge Application Server to the other Edge Application Server within the Edge Data Network, and how to support?
-
Whether there is a need to support exposure of service API provided by the Edge Application Server to the other Edge Application Server of the different Data Network, and how to support?
-
How the Edge Enabling Server re-exposes service API(s) to the Edge Application Server, where the service API(s) are relying on the SCEF/NEF northbound API(s)?
-
How to uniquely identify the UE between the Edge Application Server and the Edge Enabler Server for utilizing capability exposure API(s) which may rely on the SCEF/NEF northbound API(s)?
-
Whether and how the location information of the UE can be exposed to the Edge Application Server from the Edge Enabler Server.
-
How the Edge Enabler Server service API(s) are used to provide Edge Application Servers with information about the capabilities of Edge Enabler Clients that host the Edge Application Server’s Application Client(s).

-
How Edge Enabler Server service API(s) facilitate communication between Application Client(s) and Edge Application Server(s). 

4.6
Key Issue 6: Edge Computing Service authorization
To support Edge Computing Service authorization, the following open issues need to be studied.

-
How to enable the mobile network operator to authorize the usage of Edge Computing Service by UE? 

-
How to authorize the UE to use Edge Computing Service by non-MNOs, if required in specific deployments?

4.7
Key Issue 7: Flexible deployment 

To support flexible deployment for edge computing, the following open issues need to be studied.

-
How to support the multiple Edge Computing Service Providers per PLMN operator network?
-
How to identify Edge Data Network, in case of multiple Edge Data Networks within a single PLMN where one Edge Data Network is defined as a subarea (e.g. list of TAs or cells) in the PLMN coverage?
4.8
Key Issue 8: Edge Data Network selection

A UE may have access to more than one Edge Data Network including Edge Application Servers due to e.g. dual registration with 3GPP access and non-3GPP access. An Edge Enabler Client in the UE needs to discover not only available Edge Application Server(s) but first select the optimal Edge Data Network if more than one is available.

Open issues:

-
How to assist the UE to select the optimal Edge Data Network?

NOTE:
This key issue is related to key issue #2 and #4.

Editor's Note:
The related solutions may need to be coordinated with SA2.

4.9
Key Issue 9: Preserving Service Continuity

When a UE handoffs to a new location, different Edge Application Servers may be more suitable for serving the Application Clients in the UE. There needs to be a way for Application Clients in the UE to continue their service while replacing the serving Edge Application Server, with target Edge Application Server. Furthermore, similar service continuity requirements exist for the cases in which the Edge Application Servers are transferred from the Edge Data Network to Servers in the cloud and vice versa. Such transitions may occur as a result of a mobility event, or even as a result of other non-mobility events such as load balancing.

This key issues proposes to study "upper layer enablers" for service continuity that are within the scope of the application architecture for Edge Application Servers (e.g. mechanisms for traffic redirection).

Open Issues:

-
How to detect the need to reroute traffic from the serving Edge Application Server instance to the target Edge Application Server?

-
How to enable the required switch in the connection between the Application Client and the Edge Application Server while preserving service continuity?

-
How to transfer any required context between Edge Application Servers within the Edge Data Network?

-
How to transfer any required context from the serving Edge Application Server to the target Edge Application Server (or Server) regardless of their location: In the same Edge Data Network, in a different Edge Data Network or in the Cloud?

4.10
Key Issue 10: Dynamic availability

Availability of Edge Data Network and the Edge Application Servers can change dynamically due to multiple reasons, such as change in deployments, mobility of the UE etc. Such changes should be provided to the UE to fine tune the services provided accordingly. 

Open issues:

-
How to keep the UE updated with information about Edge Data Network?

-
How to keep the UE updated with information about Edge Application Servers?

4.11
Key Issue 11: User consent/authorization for network capability exposure to Edge Application Servers

User's consent is an important aspect while dealing with sensitive information about the user or the devices of the user. With the capabilities of the Edge Application Servers to request invocation of 3GPP network capability exposure APIs, such as location APIs, to obtain information about the user and the devices of the user, it is of utmost importance to capture the consent of the user.

The user needs to be in full control of which applications are allowed to request and obtain what information pertaining to the user and the devices belonging to the user and how frequently. Such approvals by the end users ensure that only the legitimate applications, trusted by the user, are able to obtain and make use of the information and services involving the user or user's sensitive information.

While capturing and using user consent is important, it is also important to ensure only authorized users are allowed to grant or modify consent. 

Open issues:

-
How to obtain the user's consent to allow an Edge Application Server's service or information request? 

-
How to ensure that only an authorized user is able to grant or modify the consent?

Editor's Note: The aspects of defining end-user consent/authorization over APIs is in the scope of SA3.

Editor's Note: The aspects of the usage of end-user consent/authorization over APIs is in the scope of SA6.

4.12
Key Issue 12: Lifecycle management

In order to ensure efficient deployment of third-party applications in the edge data network, the application provider should be able to invoke requests pertaining to the lifecycle of applications. These include on-boarding, instantiation, upgrade, scaling and termination of user applications deployed as Edge Application Servers in the Edge Data Network. The edge service provider should process the requests and authorise them when appropriate based on e.g. its own policies, resource availability, etc. 

Further, it should be possible for an edge service provider to manage the lifecycle of the Edge Enabler Server and Edge Data Network Configuration Server in order to deploy edge ecosystems dynamically. This should include the capability to manage the performance and fault of both entities. These actions may be the result of requests from the application provider.
Open issues:

-
A mechanism for the application providers to request lifecycle operations (e.g. instantiation, termination, scaling) for their Edge Application Servers.

-
A mechanism for edge computing service providers to manage the lifecycle (e.g. instantiation, termination, scaling), performance assurance and fault supervision of Edge Enabler Servers.

-
A mechanism for edge computing service providers to manage the lifecycle (e.g. instantiation, termination, scaling), performance assurance and fault supervision of Edge Data Network Configuration Servers.

Editor's Note: The aspects of defining mechanisms to manage the lifecycle (e.g. instantiation, termination, scaling), performance assurance and fault supervision of Edge Application Servers, Edge Enabler Servers and Edge Data Network Configuration Servers should be consulted with SA5.

Editor’s Note: Whether this issue is restricted to the MNO domain is FFS.

4.13
Key Issue 13: Provision of QoS information for the Edge Application Server.
Edge application Servers of the same type may have different requirements in terms of QoS (e.g., guaranteed bitrate, maximum bitrate, priority). For instance, certain video streaming applications may be expected to provide higher QoS than other video streaming applications. 

Open Issues: 
-
Whether the information related with QoS (e.g., QoS parameters) can be exposed to the Edge Application Server? If yes, how to do it?
-
Whether to differentiate the QoS requirements for the same type of Edge Application Servers? If yes, how to do it?
-
Whether to define certain policy rules (e.g. QoS modification is forbidden) for certain Edge Application Servers? If yes, how to do it?
5
Architectural requirements


5.1
General requirements

5.1.1
General


The application architecture for enabling Edge Applications is designed based on the following architecture principles:

-
Application Client portability: Changes in logic of Application Clients to interact with Edge Application Servers, compared to existing cloud environment, are avoided.

-
Edge Application Server's portability: Changes in logic of Application Servers when resident in Edge Hosting Environment, compared to existing cloud environment, are avoided. An Edge Application Server should be able to run in Edge Hosting Environments of multiple Edge Computing Service Providers, without any modification. 

-
Service differentiation: The mobile network operator is able to provide service differentiation (e.g. by enabling/disabling the Edge Computing features).
-
Flexible deployment: There can be multiple Edge Computing Service Providers within a single PLMN operator network. The Edge Data Network can be a subarea of a PLMN.
-
Interworking with 3GPP network: To provide Edge Computing features, already developed or to be developed in 3GPP network (such as location service, QoS, AF traffic influence), to Edge Application Servers, the application architecture supports interworking with 3GPP network using existing capability exposure functions such as NEF and PCF.

5.1.2
Requirements


In order to meet the architecture principles described, the application architecture for enabling edge applications shall support the following requirements:

[AR-5.1.2-a]
The application architecture shall support deployment of application server and application client without any modifications compared to its deployment in existing cloud environments.

5.2
Edge Data Network configuration data
5.2.1
General
5.2.2
Requirements

[AR-5.2.2-a]
The edge enabling application architecture shall provide mechanisms to provide configuration parameters to a UE to access the Edge Data Network(s).

5.3
Edge Enabler Client registration

5.3.1
General

5.3.2
Requirements

[AR-5.3.2-a]
The edge enabling application architecture shall provide mechanisms for a UE to register onto the Edge Enabler Server.

[AR-5.3.2-b]
The edge enabling application architecture shall provide mechanisms to notify a UE about relevant changes in availability of the Edge Application Servers.

5.4
Edge Application Server enablement

5.4.1
General

5.4.2
Requirements

[AR-5.4.2-a]
The edge enabling application architecture shall provide mechanisms so that the Edge Application Servers are uniquely identifiable. 
[AR-5.4.2-b]
The edge enabling application architecture shall provide mechanisms for an Edge Application Server to maintain it's availability information based on variable such as time, location etc.

[AR-5.4.2-c]
The edge enabling application architecture shall provide mechanisms to notify an Edge Application Server about relevant changes (e.g. changes in the availability of edge computing services).

5.5
Edge Application Server discovery

5.5.1
General

5.5.2
Requirements

[AR-5.5.2-a]
The edge enabling application architecture shall provide mechanisms for a UE to discover available Edge Application Servers.

[AR-5.5.2-b]
The edge enabling application architecture shall provide relevant configurations of the Edge Application Servers to the UE, in order to enable communication between Application Clients and the Edge Application Servers.

[AR-5.5.2-c]
The edge enabling application architecture shall provide mechanisms to notify relevant changes to the UE.

5.6
Capability exposure to Edge Application Servers

5.6.1
General

5.6.2
Requirements

[AR-5.6.2-a]
The edge enabling application architecture shall support for exposure of 3GPP network's capabilities to the Edge Application Servers.

5.7
Security

5.7.1
General

5.7.2
Requirements

[AR-5.7.2-a]
The edge enabling application architecture shall provide mechanisms for the mobile network operator to authorize the usage of Edge Computing services by the UE. 

[AR-5.7.2-b]
The edge enabling application architecture shall provide mechanisms for the mobile network operator to authorize the usage of Edge Computing services by the Edge Application Servers. 

[AR-5.7.2-c]
The edge enabling application architecture shall provide mechanisms to protect the communications over EDGE interfaces.

[AR-5.7.2-d] The authentication and authorization for the use of Edge Computing services shall support the deployment where the edge enabling server is in the same or different trust domains with the 3GPP system. 

[AR-5.7.2-e] The edge enabling application architecture shall support the use of either 3GPP credentials or application specific credentials for different deployment needs, for the communication between the UE and the edge enabler functional entities (Edge Enabler Server, Edge Data Network Configuration Server, Edge Application Server).

6
Application architecture for enabling edge applications

6.1
General

6.2
Application architecture

The Figure 6.2-1 shows the application architecture for enabling Edge Applications.
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Figure 6.2-1: Application architecture for enabling edge applications

NOTE 1:
It is possible that an application server only resides in the Edge Data Network.
NOTE 2:
The Edge Application Server in the Edge Data Network may or may not be the same as the Application Server in the Cloud.
NOTE 3:
If the Edge Application Server and Application Server in the Cloud are different, the Application Data Traffic may also be different.
NOTE 4.
Example of some deployment scenarios for Edge Data Network are described in clause 8.

NOTE 5.
The Edge Application(s) is able to run in an Edge Hosting Environment that is resident in Edge Data Network. 

NOTE 6.  Although the Edge Application Server(s) can utilize the 3GPP capability exposure functions via the Edge Enabler Server, the Edge Application Server(s) may utilize directly 3GPP Network capability exposure functions (e.g. SCEF, NEF) defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [7], 3GPP TS 23.222 [4], 3GPP TS 29.522 [14] and 3GPP TS 29.122 [5].


Editor's Note:
It is FFS whether a separate Edge Data Network Configuration Client in the UE is needed 
6.3
Functional elements
6.3.1
General

The functional entities of the application architecture for enabling edge applications are described in this clause.

6.3.2
Edge Enabler Server

Edge Enabler Server provides supporting functions needed for Edge Application Servers to run in an Edge Data Network

Functionalities of Edge Enabler Server:

-
Provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Application Server; and
-
Providing information related to the Edge Application Servers, such as availability, to the Edge Enabler Client.

6.3.3
Edge Enabler Client

Edge Enabler Client provides supporting functions needed for Application Client(s).

Functionalities of Edge Enabler Client:

-
Retrieval and provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Application Server; and

-
Discovery of Edge Application Servers available in the Edge Data Network.

6.2.4
Edge Data Network Configuration Server

Edge Data Network Configuration Server provides supporting functions needed for the UE to connect with an Edge Enabler Server.

Functionalities of Edge Data Network Configuration Server:

-
Provisioning of Edge Data Network configuration information to the Edge Enabler Client. The Edge Data Network configuration information includes the following:

i.
The information for the UE to connect to the Edge Data Networks with its service area information; and 

ii.
The information for establishing a connection with Edge Enabler Servers (such as URI).
NOTE:
The Edge Data Network Configuration Server can be deployed in the MNO domain, or can be deployed in non-MNO domain by service provider who has the agreement with the MNO on Edge Data Network configurations.

6.4
Reference Points

6.4.1
General

The reference points of the application architecture for enabling Edge Application Servers are described in this clause.

6.4.2
EDGE-1

The interactions related to enabling Edge Computing, between the Edge Enabler Server and the Edge Enabler Client are supported by the EDGE-1 reference point. This reference point supports:

-
Retrieval and provisioning of configuration information for the UE; and

-
Discovery of Edge Application Servers available in the Edge Data Network.

6.4.3
EDGE-2

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the 3GPP Network are supported by the EDGE-2 reference point. This reference point supports:

-
Access to 3GPP Network functions and APIs for retrieval of network capability information.

6.4.4
EDGE-3

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the Edge Application Servers are supported by the EDGE-3 reference point. This reference point supports:

-
Registration of Edge Application Servers with availability information (e.g. time constraints, location constraints); and

-
Providing access to network capability information (e.g. location information).

6.4.5
EDGE-4

The interactions related to Edge Enabler Layer, between the Edge Data Network Configuration Server and the Edge Enabler Client are supported by the EDGE-4 reference point. This reference point supports:

-
Provisioning of Edge Data Network configuration information to the Edge Enabler Client in the UE.

6.4.6
EDGE-5

The interactions between Application Client(s) and the Edge Enabler Client in the UE are supported by the EDGE-5 reference point. This reference point supports:

-
Obtaining information about Edge Application Servers that Application Client require to connect; and

-
Notifications about events related to the connection between Application Clients and their corresponding Edge Application Servers.

Editor’s Note: Whether or not any normative work will be done in SA6 scope is FFS.

6.4.7
EDGE-6

The interactions related to Edge Enabler Layer, between the Edge Data Network Configuration Server and the Edge Enabler Server are supported by the EDGE-6 reference point. This reference point supports:

-
Registration of Edge Enabler Server information to the Edge Enabler Network Configuration Server.

6.4.8
EDGE-7

Editor’s Note: To be provided.

7
Solutions


7.1
Solution #1: Edge Application Server Discovery

7.1.1
Solution description

The following solution corresponds to the key issue #4 on Edge Application Server discovery as specified in clause 4.4. 

The Edge Enabler Server allows the Edge Enabler Client to discover both, the Edge Application Servers running on the Edge Hosting Platform within the Edge Data Network and the Edge Application Servers which can be instantiated on the Edge Hosting Platform within the Edge Data Network. The Edge Enabler Server employs authorization checks and discovery filters and provide requested information to the Edge Enabler Client.

The discovery filters may be used to indicate to the Edge Enabler server what Application Clients might attempt to access the discovered services, what types of access permissions are required by the Application Clients, etc.  The Edge Enabler Server may use this information to filter its response to the Edge Enabler Client in order to avoid, or reduce, situations where Application Client Servers connect to Edge Application Servers before recognizing that the Edge Application Server can not provide the desired services.

Figure 7.1.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for Edge Application Server discovery. 

Pre-conditions:

1.
Trigger conditions for initiating an Edge Application Server discovery request are configured in the Edge Enabler Client.

2.
Information related to the Edge Enabler Server is available with the Edge Enabler Client.
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Figure 7.1.1-1: Solution 1 – Edge Application Server Discovery

1.
Certain configured trigger condition, for e.g. establishment of PDU Session or PDN connectivity to the Edge Data Network, connecting to the Edge Enabler Sever for the first time, expiry of a periodic timer, entering or exiting a geographic area (i.e. Edge Data Network service area) etc., or a combination of configured trigger conditions met at the Edge Enabler Client.

2.
As a result of Step 1, the Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The discovery request may contain query filters to retrieve information about a particular Edge Application Server or a category of Edge Application Servers, for e.g. gaming applications. Query filters may also indicate a desired level of access permissions (e.g. trial, gold-class, etc.), desired features (e.g. multi-player or single player), and desired location availability. The request may also include the identities of Application Client(s) that may initiate application data traffic with the discovered Edge Application Server(s).  If no query filter is included, it indicates a request to discover all available Edge Applications Server.

3.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e., to all the Edge Application Servers. If the discovery request contained query filters that indicated a desired level of access permissions, features, and/or location availability, then the Edge Enabler Server may also check if the Edge Enabler Server is able to provide access to Edge Application Servers that are able to provide the desired level of access permissions, features, and/or location availability.
4.
If the Edge Enabler client is authorized, the Edge Enabler Server retrieves the information of Edge Application Servers. The information includes a list of FQDN(s) along with a mapping to the IP address(es) of the Edge Application Servers running on the Edge Hosting Platforms in the Edge Data Network. For Edge Application Servers that are available but not instantiated, the Edge Enabler Server includes relevant information. Further, the Edge Enabler Server applies any discovery policies or filters, including the filters received in the Edge Application Server discovery request to the retrieved information, if any. . If additional access permissions were specified in the query filters of the discovery request, the Edge Enabler Server may include additional information regarding the discovered Edge Application Servers.  For example, the Edge Enabler Server may indicate the access permissions, the types of features, and the Application Client locations(s) that the Edge Application Servers can support.
5.
The Edge Enabler Server sends the filtered information to the Edge Enabler Client in an Edge Application Server discovery response.

6.
Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the FQDN and/or IP address mapping to resolve the domain name requested by the Application Client for routing the outgoing application data traffic and direct it to the instantiated Edge Application Server(s) in the Edge Data Network, as required. Further, the Edge Enabler Client may provide necessary notifications to the Edge-aware Application Client(s).

7.1.2
Solution evaluation

This solution allows an Edge Enabler Client to discover the Edge Application Servers, running or available for running, in the Edge Data Network. The solution also allows discovery and policy based filters for the discovery requests and provides relevant information about the Edge Application Servers to the Edge Enabler Clients.

This solution relates to key issue #4 and, satisfies [AR-5.5.2-a] and [AR-5.5.2-b].

7.2
Solution #2: Provisioning of Edge Data Network configuration

7.2.1
Solution description

7.2.1.1
General
This solution addresses the key issue #1 and key issue #7. 

The architecture principle of flexible deployment of Edge Data Networks in operator network is described in the clause 5 as follows:

Flexible deployment: There can be multiple Edge Computing Service Providers within a single PLMN operator network. The Edge Data Network can be a subarea of a PLMN.

In this solution, it is assumed that there are multiple Edge Computing Service Providers and the service area of each Edge Data Network is a subarea of PLMN and the possibility that the UE may have more than one connectivity, for example with Dual SIM. 

The UE shall be configured information for with Edge Data Network(s) to identify the availability of Edge Computing service(s) based on the UE location and/or UE’s service requirements/preferences and optional the UE’s connectivity, to establish the connection(s) to the Edge Data Network(s) and the Edge enabler server(s).

To provision the information, the UE shall connect to the initial provisioning server (i.e. Edge Data Network Configuration Server) in application layer. The provisioning server determines the Edge Data Network(s) that the UE may connect to and provides the following information to the UE:
1.
The information for the UE to connect to the Edge Data Network(s). 

2.
The additional service area identification information

NOTE:
If the DNN is a LADN DNN, service area of Edge Data Network is LADN service area as define in 3GPP TS 23.501 [2] clause 5.6.5.
3.
The information for establishing a connection to Edge Enabler Server(s)
The Edge Enabler Client may provide the Edge Configuration Server with Application Client Profiles that hold information about the Application Clients that the Edge Enabler Client hosts (e.g. type of application, schedule, etc.). The Edge Data Network Configuration Server maybe provisioned with information about what type of Application Clients an Edge Data network can accommodate.  The Edge Data Network Configuration Server may use this provisioned information and the Application Client Profiles that are provided by the Edge Enabler Client to filter its response to the Edge Enabler Client.
7.2.1.2
Procedure for provisioning Edge Data Network configuration

Pre-conditions:
1.
The Edge Enabler Client in UE has been configured with the address (e.g. URI) of the Edge Data Network configuration server. The address can be pre-configured or pre-defined value (e.g. http://edgeconfiguration.<domain>/provisioning) where <domain> is constructed as described in 3GPP TS 23.003 [6] clause 13.2)

2.
The Edge Enabler Client has been authenticated to enable the communication with the Edge Data Network Configuration Server. The UE Identifier is known to the Edge Enabler Client.


NOTE: How to verify the legitimacy of the Edge Enabler Client is within the scope of SA3.
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Figure 7.2.1.2-1: Provisioning of Edge Data Network configuration 

1.
The UE sends the initial provisioning request to the Edge Data Network Configuration Server. The request message includes the UE identifier such as GPSI (See 3GPP TS 23.003 [6] clause 28.8 for the definition of GPSI) and Application Client Profile(s). 

Table 7.2.1.2-1: Provisioning request

	Information element
	Status
	Description

	UE Identifier
	M 
	The identifier of the UE

	Application Client Profile(s)
	O
	Information about what services the Edge Enabler Client wants to connect to. This information will be used by the Edge Data Network Configuration Server to filter its response.

	Connectivity Filter
	O
	List of connectivity information for the UE. For example: PLMN ID, SSID (NOTE)

	NOTE: The UE connectivity is only relevant in the deployment scenarios when the Edge Data Network Configuration Server is centralized for multiple Edge Data Networks.


Table 7.2.1.2-2: Application Client Profile

	Information element
	Status
	Description

	ECSP Filter
	O
	The identity of Edge Computing Service Provider(s) that Edge Enabler Client is willing to connect to. If this field is present, the Edge Data Network Configuration Server may filter its response based on this preference.

	Application Client Type
	O
	The category or type of Application Client (e.g. V2X)

	Application Client Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Application Client Service Area
	O
	The expected location of the UE during the Application Client’s operation schedule.

	Application Client Required KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive their desired services form the EAS.



Editor’s Note: The definition and usage of Application Client Required KPIs is FFS. 

Editor’s Note: It is FFS whether the UE Identifier is pre-configured in the Edge Enabler Client or received as a result of Edge Enabler Client authentication step as listed in the pre-condition section above.

2.
The Edge Data Network Configuration Server responds to the UE by sending the list of Edge Data Network configuration(s). When Edge Data Network Configuration Server was configured with information about what services each Edge Data Network can provide, the response may be filtered based on any of the Application Client Profile(s) that were provided in step 1. An Edge Data Network configuration includes the identification of Edge Data Network, service area information, and the information for establishing a connection to the Edge Enabler Server (e.g. URI).

Table 7.2.1.2-2: Provisioning response

	Information element
	Status
	Description

	EDN connection info
	O 
	DNN (or APN), S-NSSAI, etc.

	EDN Service Area 
	O
	Cell list, List of TA, PLMN IDs

	EES connection info
	M
	The endpoint address (e.g. URI) of Edge Enabler Server.

	ECSP info
	O
	Information for Edge Computing Service Provider (see NOTE 1)

	NOTE 1: This IE is present if the Edge Computing Service Provider is different than the PLMN operator that the UE is registered.
NOTE 2: If the URSP is deployed in 5GC and used by the MNO, EDN connection Info may be provided to the UE using URSP.


Editor’s Note: It is FFS how to handle the conflicts of EDN connection info with the URSP rules or pre-configurations provisioned by 3GPP network to the UE. Coordination with SA2 may be needed.
7.2.1.3
Procedure for initial provisioning and connecting to the Edge Enabler Server

Pre-conditions:

1.
The UE is triggered to perform the initial registration (e.g. power-on)
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Figure 7.2.1.3-1: Procedure Initial Provisioning and Connecting to Edge Enabler Server 

1.
The UE and the 3GPP Network performs the initial registration and session establishment procedure. For the case that 3GPP Network is EPC, the UE and the EPC performs the initial attach procedure as defined in 3GPP TS 23.401 [17] clause 5.3.2. For the case that 3GPP Network is 5GC, the UE and the 5GC performs the initial registration as defined in 3GPP TS 23.502 [7] clause 4.2.2.2 and session establishment procedure as defined in 3GPP TS 23.502 [7] clause 4.3.2. 

NOTE:
This session establishment procedure in step 1 is necessary if the UE must connect to the EDN Configuration Server through the internet access.

2.
The UE performs the initial provisioning procedure as described in Figure 7.2.1.2-1: Provisioning of Edge Data Network configuration. 
3.
The UE checks if DNN (or APN) specified in EDN Configuration is the established session as in the step 1. If the UE knows the EDN service area, the UE should not establish a PDU session for the EDN DNN if the UE is outside the EDN service area. 




4.
If the UE determines that a new session establishment is needed in the step 3, the UE and 3GPP Network performs the session establishment for EDN. The procedure is defined in 3GPP TS 23.502 [7] clause 4.3.2.

5.
If the UE detects that Edge Enabler Server is available in the current location, the Edge Enabler Client initiates a procedure to connect Edge Enabler Server. This procedure is defined in Figure 7.1.1-1.

7.2.2
Solution Evaluation

This solution solves the study items addressed in the key issue #1, and the key issue #7: Flexible Deployment. This solution is able to support the regional Edge Data Network deployment and partial Edge Data Network deployment. Also, this solution allows the MNO to deploy multiple Edge Hosting Environments while each Edge Hosting Environment is operated by multiple Edge Computing Service Providers.

This solution is dependant on SA3 to verify the legitimacy of the Edge Enabler Client.

7.3
Solution #3: Edge Data Network using LADN

7.3.1
Solution description

The solution describes the Edge Data Network and its service area using LADN. This solution addressed the following open issues under Key Issue #2 as follows: 

-
Whether and how a UE determines the availability of an Edge Data Network at the UE's location?

-
If there are changes in the availability of the Edge Data Network, whether and how the UE is notified?

In addition, this solution also addresses the following issues addressed in the Key Issue #7. Flexible deployment

-
How to identify Edge Data Network, in case of multiple Edge Data Networks within a single PLMN where one edge data network is defined as a subarea (e.g. list of TAs or cells) in the PLMN coverage. 

This solution is for the deployment scenario option 3.

In this solution, an Edge Data Network is identified by LADN DNN and Edge Data Network Service Area is defined as LADN Service Area (see 3GPP TS 23.501 [2] clause 5.6.5 for LADN DNN and LADN Service Area). 

After the initial registration procedure as defined in 3GPP TS 23.502 [7] clause 4.2.2.2, the UE performs the initial provisioning procedure as described in the solution #2 as described in clause 7.2. If the Edge Data Network configuration information includes an LADN DNN as an identifier for the Edge Data Network, the UE considers the LADN as the Edge Data Network. 

In this solution, since the LADN is the Edge Data Network, the UE can discover the service area of Edge Data Network by discovering LADN Service Area using Registration Procedure as defined in 3GPP TS 23.502 [7] clause 4.2.2.2. 

The UE determines the availability of an Edge Data Network by detecting whether the UE is located in LADN service area. When the UE detects that the UE moves into the LADN Service Area (see 3GPP TS 23.501 [2] clause 5.6.5 for the detailed UE operation), the UE initiates the establishment of the PDU Session for the LADN.  

When the MNO reconfigures the LADN service area, the AMF uses UE Configuration Update procedure to notify the UE of the change of LADN service area as described in 3GPP TS 23.501 [2] clause 5.6.5.

7.3.2
Solution Evaluation

This solution addresses the key issue #2 and #7 for the deployment scenario option 3

7.4
Solution #4: Location Reporting API

7.4.1
Solution description

7.4.1.1
General

The following solution corresponds to the key issue #5 on Capability Exposure to Edge Application Server as specified in clause 4.5, especially use case for the exposure of UE location information.

The Edge Enabler Server exposes Location Reporting API to the Edge Application Server in order to support tracking or checking the valid location of the UE. Location Reporting API exposed by the Edge Enabler Server may be relying on the SCEFN/NEF northbound API for monitoring event of UE location.

The Edge Application Server can request Location Reporting API for one-time reporting to check current UE location. The Edge Application Server can also request Location Reporting API for continuous reporting to track UE location.

7.4.1.2
Procedure

Pre-conditions:

1.
The Edge Application Server is authorized to discover and to use Location Reporting API provided by the Edge Enabler Server;
2.
Edge Enabler Server is authorized to use Nnef Event Exposure API for Location Reporting, based on SLA with MNO;
3.
UE Identifier between Edge Application Server and the Edge Enabler Server is authorized for the Location Reporting API.; and
4.
It is assumed there is user consent between the UE and the Edge Enabler Server for exposing location information of the UE to the Edge Application Server.

7.4.1.2.1
Request-Response model

Figure 7.4.1.2.1 illustrates the interactions between the Edge Enabler Server and the Edge Application Server for one-time location reporting. 
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Figure 7.4.1.2.1: Solution 4 – Location Reporting API: Request-Response model

1.
The Edge Application Server requests Location Reporting API (UE Identifier, Location Granularity) to the Edge Enabler Server based on the decision from the Edge Application Server. The Edge Application Server shall include UE Identifier. Location granularity is optional parameter to indicate format of location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.), which can be understood by the Edge Application Server.

NOTE 1:
The trigger condition of the Location Reporting API is up to application service logic, which is out of scope of this specification.

NOTE 2:
The Edge Application Servers can obtain the UE Identifier using the UE Identifier API defined by solution #5.

2.
The Edge Enabler Server checks the location of the UE:
a.
If the request from the Edge Application Server includes the location granularity, the Edge Enabler Server consider the location granularity parameter for checking the location of the UE. 

b.
If the Edge Enabler Server caches locally the location of the UE as the latest, the Edge Enabler Server may use this information to responds to the Edge Application Server.

c.
The Edge Enabler Server may modify the format of location information to fit to the location granularity requested from the Edge Application Server in the step 1, if supported. For example, if the Edge Enabler Server receives the UE location in a format of tracking area ID or cell ID, the Edge Enabler Server can modify the representation of the location information to the GPS Coordinates, or civic addresses (e.g. streets, districts, etc.) as requested by the Edge Application Server.

3.
The Edge Enabler Server responds to the Edge Application Server with the location of the UE, and optionally the timestamp of the location. The timestamp can be included to indicate the age of the location information.

7.4.1.2.2
Subscribe-Notify model

Figure 7.4.1.2.2-1 illustrates the subscribe operation between the Edge Enabler Server and the Edge Application Server for continuous location reporting. 
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Figure 7.4.1.2.2-1: Solution 4 – Location Reporting API: Subscribe Operation

1.
The Edge Application Server requests Location Reporting subscribe operation (UE Identifier, Location Granularity) for tracking the UE location continuously. The Edge Application Server shall include UE Identifier. Location granularity is optional parameter to indicate format of location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.), which can be understood by the Edge Application Server.

2.
The Edge Enabler Server determines that the request from the Edge Application Server is authorized. If it is authorized, the Edge Enabler Server responds ACK for the subscribe request. If it is not authorized, the Edge Enabler Server responds rejection with cause.

Figure 7.4.1.2.2-2 illustrates the notify operation between the Edge Enabler Server and the Edge Application Server for continuous location reporting. 
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Figure 7.4.1.2.2-2: Solution 4 – Location Reporting API: Notify Operation

1.
The Edge Enabler Server detects the location of the UE e.g., receiving location reporting for the UE from the 3GPP system. The Edge Enabler Server may cache the detected location information locally with timestamp as the latest location information of the UE. The Edge Enabler Server determines to notify the location information of the UE to the Edge Application Server which has subscribed location reporting.

2.
The Edge Enabler Server sends Location Reporting notify operation to the Edge Application Server. The Edge Enabler Server includes the location of the UE and optionally the timestamp of the location. The timestamp can be included to indicate the age of the location information.

The Edge Enabler Server may modify the format of location information to fit to the location granularity requested from the Edge Application Server during the subscribe operation, if supported. For example, if the Edge Enabler Server receives the UE location in a format of tracking area ID or cell ID, the Edge Enabler Server can modify the representation of the location information to the GPS Coordinates, or civic addresses (e.g. streets, districts, etc.) as requested from the Edge Application Server.

7.4.1.2.3
Detection of UE location from the 3GPP system

Figure 7.4.1.2.3 illustrates the interaction between the Edge Enabler Server and 3GPP system (e.g., 5GS, EPS) for detecting the location information of the UE.
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Figure 7.4.1.2.3: Solution 4 – Detection of UE location from the 3GPP system

1.
The Edge Enabler Server interacts with 3GPP system (e.g., 5GS, EPS) in order to retrieve the location of the UE. For example, the Edge Enabler Server can use API exposed by SCEF/NEF, LCS (Location Service) or NWDAF as specified in 3GPP TS 23.502 [7]. 

The Edge Enabler Server may request continuous location reporting to the 3GPP system to keep informed up to date location information of the UE in order to avoid repetition of location reporting request to the 3GPP system, so that the Edge Enabler Server always detects the latest location information of the UE. 

The Edge Enabler Server may consider the location granularity parameter (e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses) requested from the Edge Application Server for retrieving the location of the UE from the 3GPP system. 

7.4.1.3
Service Operations

Table 7.4.1.3-1 describes the service operations of Location Reporting API provided by the Edge Enabler Server.

Table 7.4.1.3-1: Location Reporting Services provided by the Edge Enabler Server

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_LocationReporting
	Subscribe
	Subscribe/Notify
	Edge Application Server

	
	Unsubscribe
	
	Edge Application Server

	
	Notify
	
	Edge Application Server

	
	Request
	Request/Response
	Edge Application Server


7.4.1.3.1
EDGE3_LocationReporting_Subscribe operation

Service operation name: EDGE3_LocationReporting_Subscribe
Description: the consumer subscribes to receive a location reporting.

Inputs (required): target of location reporting (UE Identifier), Notification Target Address.

Inputs (optional): Location Granularity (e.g., format of range of GPS information, or civic addresses), Expiry time.

Outputs (required): The indication that the subscription is accepted, Expiry time (required if the subscription can be expired based on the local policy), and Subscription Correlation ID.
Outputs (optional): None.
7.4.1.3.2
EDGE3_LocationReporting_Unsubscribe operation

Service operation name: EDGE3_LocationReporting_unsubscribe
Description: The consumer uses this service operation to unsubscribe the location reporting.

Input, Required: Subscription Correlation ID.

Input, Optional: None.
Output, Required: Operation execution result indication.
Output, Optional: None.
The consumer unsubscribes the location reporting subscription by invoking EDGE3_LocationReporting_Unsubscribe (Subscription Correlation ID) to the Edge Enabler Server.

7.4.1.3.3
EDGE3_LocationReporting_Notify operation

Service operation name: EDGE3_LocationReporting_Subscribe
Description: Provides the location reporting information to the Consumer which has subscribed to that event before.
Input, Required: Target of location reporting (UE Identifier), Location information, timestamp.

Input, Optional: Location Granularity (e.g., format of range of GPS information, or civic addresses)

Output, Required: None.
Output, Optional: None.
7.4.1.3.4
EDGE3_LocationReporting_Request operation

Service operation name: EDGE3_LocationReporting_Requset
Description: the consumer requests to receive a location reporting for the UE.

Inputs (required): target of location reporting (UE Identifier), Notification Target Address.

Inputs (optional): Location Granularity (e.g., range of GPS information, or civic addresses)

Outputs (required): Target of location reporting (UE Identifier), Location information, timestamp.
Outputs (optional): Location Granularity (e.g., format of range of GPS information, or civic addresses)
7.4.2
Solution Evaluation

This solution provides APIs for the Edge Application Servers to obtain the location of the UEs. The Edge Application Servers can do a one-time location check (request-response model) or can track the location of the UE (subscribe-notify model).

To detect the location of the UE, the solution relies on SCEF/NEF northbound APIs and hence provides a model for network capability exposure to Edge Application Servers.

This solution provides the location of the UE to the Edge Application Servers that corresponds to key issue #5.


7.5
Solution #5: UE Identifier API

7.5.1
Solution description

7.5.1.1
General

The following solution corresponds to the key issue #5 on Capability Exposure to Edge Application Server as specified in clause 4.5, especially how to uniquely identify the UE between the Edge Application Server and the Edge Enabler Server for utilizing capability exposure API(s).

The Edge Enabler Server exposes UE Identifier API to the Edge Application Server in order to provide valid UE identifier for the capability exposure API(s) over EDGE-3. This API enables Edge Application Server to point to a user anonymously over different service API(s) exposed by the Edge Enabler Server. The UE Identifier provided by the UE Identifier API is called as Edge UE ID in this solution. The Edge Application Server uses Edge UE ID to identify the UE for service API(s).

7.5.1.2
Procedure

Figure 7.5.1.2-1 illustrates the interactions between the Edge Enabler Server and the Edge Application Server for UE Identifier API. 

Pre-conditions:

1.
The Edge Application Server is authorized to discover and to use UE Identifier API provided by the Edge Enabler Server;
2.
The Edge Enabler Server is able to determine the Edge UE ID based on the user information received from the Edge Application; and
3.
User and the Edge Application Server has made consent to expose user information.
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Figure 7.5.1.2-1: Solution 5 – UE Identifier API

1.
The Edge Application Server requests UE Identifier API (User information, Identifier of Edge Application Server) from the Edge Enabler Server. The User information can be a form of ACR (Anonymous Customer Reference, see OMA-TS-REST_NetAPI_ACR), Edge Application Server user ID, or IP address of the Application Client, if available.

NOTE 1:
This solution assumes that the IP address provided by the Edge Application Server is not NAT'ed from the PDN-GW at the user plane.

2.
The Edge Enabler Server determines the UE based on the received user information in the step 1. 

If the Edge Enabler Server has retrieved user information (e.g. ACR or IP address) for the UE during the authorization procedure, the Edge Enabler Server can determine the UE for the request. The Edge Enabler Server may query 3GPP Network to retrieve GPSI corresponding to the user information. The GPSI is used when the Edge Enabler Server relies on the T8 APIs as specified in TS 29.122 [5] for capability exposure API(s) over EDGE-3.
NOTE 2:
It is assumed that UE subscription information in 3GPP system includes the GPSI (Generic Public Subscription Identifier, as specified in 3GPP TS 23.501 [2]) for Edge Computing Service.


After determining the UE, the Edge Enabler Server responds to the Edge Application Server including the GPSI as an Edge UE ID.

Editor's Note: It is FFS whether the Edge Enabler Server allocates different Edge UE ID per Edge Application Server due to privacy reason. (e.g., hiding UE identifier used for an Edge Application Server to other Edge Applications)



3.
The Edge Application Server uses the Edge UE ID received in the step 2 for further capability exposure API(s) provided by the Edge Enabler Server.

The Edge Enabler Server can update the Edge UE ID to the Edge Application Server if the Edge UE ID has been changed due to privacy reason (e.g., change of GPSI). The Edge Enabler Server can purge the Edge UE ID from the Edge Application Server if there is no need to support the Edge UE ID for capability exposure API(s).

7.5.1.3
Service Operations

Table 7.5.1.3-1 describes the service operations of UE Identifier API provided by the Edge Enabler Server.

Table 7.5.1.3-1: UE Identifier Services provided by the Edge Enabler Server

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	 EDGE3_UEIdentifier
	Request
	Request/Response
	Edge Application Server

	
	Notify
	Notify
	Edge Application Server


7.5.1.3.1
EDGE3_UEIdentifier_Request operation

Service operation name: EDGE3_UEIdentifier_Request
Description: The consumer requests to receive UE Identifier for capability exposure APIs over EDGE-3.
Input, Required: User Information (ACR, IP Address), Identifier of Edge Application

Input, Optional: None
Output, Required: Edge UE ID (e.g., GPSI)

Output, Optional: None

7.5.1.3.2
EDGE3_UEIdentifier_Notify operation

Service operation name: EDGE3_UEIdentifier_Notify
Description: Provides the updated Edge UE ID to the Edge Application or Purges the Edge UE ID from the Edge Application.
Input, Required: None

Input, Optional: Edge UE ID, Old Edge UE ID, Cause (e.g., Purge)
Output, Required: None

Output, Optional: None

7.5.2
Solution Evaluation

In order to invoke the capability exposure APIs, this solution provides an API for the Edge Application Servers to obtain the UE Identifier i.e. the GPSI of the UE from the Edge Enabler Servers, using the user information (e.g., IP address). The solution also allows the Edge Enabler Server to notify relevant Edge Application Servers in case of change in the UE Identifier.

The solution has dependency on SA2 to provide a method for Edge Enabler Server to obtain GPSI from the 3GPP network using the user information (e.g., IP address).

The solution has following dependencies on SA3:

-
to evaluate privacy concerns on providing the GPSI to Edge Application Servers, including providing same GPSI to multiple Edge Application Servers which may lead to privacy issues;

-
user authentication/authorization (e.g. OAuth 2.0) by the MNO network for generation of required anonymized UE Id.

This solution provides UE Identifiers to the Edge Application Servers in order to invoke capability exposure APIs, and corresponds to key issue #5 and satisfies [AR-5.6.2-a]. 


7.6
Solution #6: Service Authorization for Edge Computing service

7.6.1
Solution description

This solution addresses the key issue #6 on Edge Computing Service authorization as specified in clause 4.6



This solution addresses the open item of the key issue #6 as follows:

· How to enable the mobile network operator to authorize the usage of Edge Computing Service by UE?


The solution for UE/User authentication and authorization is used to differentiate the UE's Edge Computing service based on the user profile or subscription.
NOTE 1: the authentication and authorization mechanism will be defined by SA3.
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Figure 7.6.1-1: Service differentiation using Edge Enabler Client Authentication/Authorization

1.
Edge Enabler Client Authentication/Authorization procedure 

If the Edge Enabler Client authentication/authorization is required, either the step 1A or the step 1B is performed between the Edge Enabler Client and the Authentication/Authorization Function. The Authentication/Authorization Function determines the appropriate authentication method. If the AAF decides to perform AKA method through application layer protocol, the AAF requests the 3GPP CN to authenticate the UE. Otherwise, the user authentication/authorization of the step 1B is performed. 
NOTE 2: The step 1A is performed over an application protocol using AKA credential to authenticate the Edge Enabler Client.

After successful authentication (authorization), the AAF may retrieve the edge computing related profile information (e.g. subscription category or subscription level) for the UE from the 3GPP Core Network or from its separate profile database for edge computing.

NOTE 3: How to retrieve edge computing related profile information from 3GPP Core Network will be defined in SA2.


Editor's Note: The detailed contents of edge computing related profile information is FFS.

Editor’s Note: It’s FFS whether the Authentication/Authorization Function is within the MNO’s trust domain.

Editor’s Note: It’s FFS whether the interface between Authentication/Authorization Function and the 3GPP CN is needed.

2.
Access Token Acquisition procedure is performed between the UE and AAF. 

Editor's Note: The step 1 and step 2 of this procedure is the scope of SA3.

3.
The UE sends an application request (e.g. a request for a list of Edge Application Servers) to the Application Function (e.g. Edge Enabler Server), the application request message includes an Access Token. 

Editor's Note: It is FFS how to use Access Token. Based on the use case, it is FFS whether the use of Access Token is mandatory or not.

4.
The Edge Enabler Server performs Access Token Verification procedure with AAF. If the AAF verifies the Access Token successfully, it responds to the Application Function with the verification result and authorized edge computing related profiles information.

Editor's Note: It is FFS what is the authorized application profiles and the entity which grants and enforces the application profile.

5.
The Edge Enabler Server provides the granted application service or requested information selectively based on the application profile to the UE.

7.6.2
Solution Evaluation

This solution addresses the key issue #6: Edge Computing Service authorization described in clause 4.6.

7.7
Solution #7: Dynamic availability of Edge Application Servers

7.7.1
Solution description

The following solution corresponds to the key issue #10 on dynamic availability of the Edge Application Servers as specified in clause 4.10. 

The Edge Enabler Client subscribes to the Edge Enabler Server for dynamic information. These subscriptions can be very specific to an Edge Application Server or can be generic to include all the Edge Application Servers running on an Edge Hosting Platform within an Edge Data Network. 

Figure 7.7.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for dynamic availability information subscription. 

Pre-conditions:

1.
Information related to the Edge Enabler Server is available with the Edge Enabler Client.
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Figure 7.7.1-1: Solution 7 – Dynamic Availability subscription and notification

1.
To subscribe for dynamic availability information, the Edge Enabler Client sends a dynamic information subscription request to the Edge Enabler Server. The request can indicate the level of dynamic information that is required by the Edge Enabler Client, such as per Edge Application Server or for all Edge Application Servers running on the Edge Hosting Platform in the Edge Data Network. The Edge Enabler Client may also indicate the trigger conditions for the notifications along with the subscription request. The request may also contain additional criteria that may be used to filter the response(s) to the subscription request, for e.g. category of Edge Application Servers such as gaming.

2.
The Edge Enabler Server checks the authorization of the Edge Enabler Client to subscribe to such dynamic information, and filters the unauthorized requests, if any.

3.
If authorized, the Edge Enabler Server creates the subscription and sends the dynamic information subscription response to the Edge Enabler Client.

4.
The Edge Application Server(s) may update the availability information or related criteria such as time or location of availability that can be discovered by the Edge Enabler Client(s)

5.
Trigger condition or a combination of trigger conditions such as information update from the Edge Application Server illustrated in Step 4, change in UE's location, change in network conditions etc., as configured in the Edge Enabler Server or as requested by the Edge Enabler Client, meet at the Edge Enabler Server.

6.
As a result of Step 5, the Edge Enabler Server triggers a notification to the Edge Enabler Client containing the latest update on availability information.

7.
Upon receiving the notification described in Step 6, the Edge Enabler Client processes the notification and may adjust the UE's behaviour, such as rerouting the application traffic. 

8.
The Edge Enabler Client may notify the Edge-aware Application Client(s) on the UE about the changes in availability of the Edge Application Server(s). Upon receiving the notification from the Edge Enabler Client, the Application Client(s) may adjust its behaviour, for e.g. changes the QoS requirements, alters the feature set, changes the interfaces etc. accordingly.



7.7.2
Solution Evaluation

This solution allows an Edge Enabler Client to subscribe for dynamic information related to Edge Application Servers.

This solution corresponds to key issue #10 and satisfies [AR-5.5.2-c].

NOTE:
This procedure and the procedure for discovery of Edge Application Servers may be converged into a single procedure during normative work.

7.8
Solution #8: Registering Edge Enabler Client on Edge Enabler Server

7.8.1
Solution description

The following solution corresponds to the key issue #2 on Edge Data Network discovery and registration as specified in clause 4.2. 

The Edge Enabler Client, after receiving the Edge Data Network configuration from the Edge Data Network Configuration Server and security credentials from the Authentication and Authorization function, uses the configuration information and security credentials to register on the Edge Enabler Server. The Edge Enabler Server verifies the validity of the registration request and provides the Edge Enabler Client with an identity. The Edge Enabler Client uses the provided identity in all relevant transactions.

The Edge Enabler Client may already be registered on an Edge Enabler Server (i.e. source Edge Enabler Server) before attempting registration on another Edge Enabler Server (i.e. target Edge Enabler Server). In such a scenario, the Edge Enabler Client provides the target Edge Enabler Server with identity information of the source Edge Enabler Server and the Edge Enabler Client's identity that was assigned by the source Edge Enabler Server. Using the provided information, the target Edge Enabler Server ensures availability of UE's Edge Enabler Server context and thereby uses the UE's Edge Enabler Server context.
Figure 7.8.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for registration. 

Pre-conditions:

1.
The UE is authorized for Edge Computing service and has received relevant security credentials from the AAF as described in solution #6, clause 7.6.

2.
The Edge Enabler Client has received configuration from the Edge Data Network Configuration Server, including the information related to the Edge Enabler Server.
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Figure 7.8.1-1: Solution 8 – Edge Enabler Client registration

1.
The Edge Enabler Client sends Edge Enabler Client registration request (New or Update Indication, Application Client Profile(s)) to the Edge Enabler Server. The request from the client includes the security credentials received from the Authentication/Authorization Function after successful authorization for the Edge Computing service, as described in solution #6, clause 7.6. The request also optionally includes Application Client Profile(s) for the Application Clients that use the Edge Enabler’s services. The Application Client Profile indicates to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. The contents of the Application Client Profile are listed in Table 7.8.1-1. The Edge Enabler Client registration request indicates to the Edge Enabler Server if the request is a new registration or a registration update.  A registration update may be used to send new or updated Application Client Profile(s) to the Edge Enabler Server.

If the Edge Enabler Client is moving from the purview of a source Edge Enabler Server to this Edge Enabler Server, the request from the Edge Enabler Client may include the identity of the source Edge Enabler Server and an Edge Enabler Client Registration Context ID that was provided by the source Edge Enabler Server. 
Table 7.8.1-1: Application Client Profile

	Information element
	Status
	Description

	Application Client Type
	O
	The category or type of Application Client (e.g. V2X)

	Application Client Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Application Client Service Area
	O
	The expected location of the UE during the Application Client’s operation schedule.

	Application Client Required KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive their desired services form the EAS.


Editor’s Note: The definition and usage of Application Client Required KPIs is FFS. 

2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 
3.
Upon successful validation of the request, if the received request contained in Edge Enabler Client Registration Context ID and the source Edge Enabler Server Identifier, the Edge Enabler Server retrieves the Edge Enabler’s Registration Context from the Source Edge Enabler Server. Otherwise, this step is skipped.

4.
I Edge Enabler Server sends an Edge Enabler Client registration response to the Edge Enabler Client, which includes a unique identity for the Edge Enabler Client, either assigned by the Edge Enabler Server or reused from the UE's former context. The Edge Enabler Client stores the identity and uses it in all future communication with the Edge Enabler Server. If the Edge Enabler Server is not able to fulfil, or provide, the services that are indicated an Application Client Profile(s), then the Edge Enabler Server will indicate this in the Edge Enabler Client registration response.

7.8.2
Solution evaluation

This solution allows an Edge Enabler Client to register on an Edge Enabler Server post successful authorization for the Edge Computing service. The procedures also provides for maintaining the UE's context across Edge Enabler Servers.

7.9
Solution #9: Relocation of application context

7.9.1
Solution description

7.9.1.1
Procedure

This solution addresses the open issues under Key Issue #9. In this solution, the Edge Application Server is responsible to make the decision whether the application context for a UE is to be relocated. The Edge Application Server prepares the required UE application context to be relocated and transfers it to the target Edge Application Server. The required UE application context will be transferred via Edge Enabler Servers to the target Edge Application Server. With this solution the UE will not be aware of the application context of the UE being relocated and preserves the service continuity. Further, the user plane is reconfigured as described in clause 4.3.6 of 3GPP TS 23.502 [7].

NOTE:
This solution may require the application to adapt for relocation of the application context to preserve service continuity.

The high level signalling flows for application context relocation is illustrated in figure 7.9.1.1-1.

Pre-conditions:

1.
The application client at the UE already has a connection to the source Edge Application Server.


2.
The source Edge Application Server has subscribed to the user plane management event and receives the notifications as described in 3GPP TS 23.502 [7].
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Figure 7.9.1.1-1: Application context relocation

1.
The source Edge Application Server determines the application context for the UE needs to be relocated (e.g. based on the user plane management event notifications, application mobility capability and requirements).

2.
The source Edge Application Server sends the application context relocation request (UE info) to the source EES for the target Edge Application Server. The UE info can be the UE IP address or UE identity.
3.
The source EES determines the target Edge Application Server and its associated target EES for the application context relocation based the target DNAI and target EES information (e.g. the Edge Application Server availability).
4.
The source EES sends application context relocation request (source Edge Application Server info, UE info, CN NF info) for UE application context transfer. The source Edge Application Server info includes the application FQDN, and the IP address of the source Edge Application Server may be also included. The CN NF information (such as the NEF, PCF) may be also included to assist the target EES to communicate with the 3GPP system.

5.
If target EES accepts the application context relocation, an application context relocation ack may be provided to the source EES.

6.
The target EES determines the target Edge Application Server corresponding to the source Edge Application Server information, and sends the application context relocation request (Source Edge Application Server info, UE info) to the target Edge Application Server for UE application context transfer. Edge Application Server instantiation or other operations to activate this Edge Application Server is required, if the Edge Application Server is not running.

7.
The target Edge Application Server responds with an application context relocation response, indicating success or failure.

8.
The target EES returns the application context relocation response (accepted source Edge Application Server info, UE info) to the source EES.

9.
The source EES provides the application context relocation response to the source Edge Application Server to indicate that the Edge Application Server is ready for UE application context transfer.

10. When the source Edge Application Server determines the UE application context can be transferred, the source Edge Application Server delivers it to the target Edge Application Server via the source EES and target EES.

NOTE:
Step 10 can occur directly between the source edge application server and the target edge application server.


11.
When the UE application context transfer is completed, an application context transfer complete notify is sent from source/target Edge Application Server to source/target EES. 

12.
The source EES acting as AF triggers the AF request to influence on traffic routing procedure as described in 3GPP TS 23.502 [7].
7.9.1.2
API description

7.9.1.2.1
General

Table 7.9.1.2.1-1 illustrates the API for application context relocation.

Table 7.9.1.2.1-1: Application context relocation API

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_Application_context_relocation API
	Create
	Request/Response
	Edge Application Server

	
	Update
	Request/Response
	Edge Application Server

	
	Delete
	Request/Response
	Edge Application Server


7.9.1.2.2
EDGE3_Application_context_relocation_create operation

Service operation name: EDGE3_Application_context_relocation_create

Description: The consumer requests this operation to create the transport channel via the Edge enabler server to transfer the application context to the target edge AS.

Inputs (required): UE information (IP address or UE identity)

Inputs (optional): None

Outputs (required): Media handle (e.g. SDP like information) for transferring the application context to the target edge AS including a session ID.

Outputs (optional): None.

See clause 7.9.1.1 for details of usage of this operation.

7.9.1.2.3
EDGE3_Application_context_relocation_update operation

Service operation name: EDGE3_Application_context_relocation_update

Description: The consumer requests this operation to update the channel via the Edge enabler server to transfer the application to the target edge AS.

Inputs (required): UE information (IP address or UE identity)

Inputs (optional): None

Outputs (required): Media handle (e.g. SDP like information) for transferring the application context to the target edge AS including a session ID.

Outputs (optional): None.

7.9.1.2.4
EDGE3_Application_context_relocation_delete operation

Service operation name: EDGE3_Application_context_relocation_delete

Description: The consumer requests this operation to release the channel via the Edge enabler server to transfer the application to the target edge AS.

Inputs (required): UE information (IP address or UE identity), session ID

Inputs (optional): None

Outputs (required): Result.

Outputs (optional): None.

7.9.2
Solution Evaluation

This solution provides a suitable solution to key issue #9 utilizing the capabilities for application context transfer of the Edge enabler server. 

7.10
Solution #10: Network capability exposure to edge application server using CAPIF

7.10.1
Solution description
7.10.1.1
General
The following solution corresponds to the key issue #5 on network capability exposure to edge applications using CAPIF as specified in clause 4.5. 

7.10.1.2
Distributed CAPIF

The edge enabler server can support edge application server (owned by 3rd party or by PLMN operator) access to northbound APIs exposed by SCEF/NEF by providing distributed CAPIF functions as shown in figure 7.10.1.2-1.
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Figure 7.10.1.2-1: Edge enabler server supporting distributed CAPIF functions

The edge enabler server of an edge data network provides the following functions for network capability exposure:

-
the CAPIF core function as specified in TS 23.222 [4] to support onboarding of edge application servers (API invokers), publish of service APIs, discovery of service APIs and charging of service APIs invocations; and

-
the API exposing function as specified in TS 23.222 [4] to expose the service APIs from SCEF/NEF to the edge application servers via proxy or gateway function.

The following procedures are performed as specified in 3GPP TS 23.222 [4]:

-
The SCEF and NEF act as API exposing function and the service APIs from SCEF (T8) and NEF (Nnef) are published to the edge enabler servers (CAPIF core function 2 and CAPIF core function 3). The service APIs are published to the edge enabler servers (CAPIF core function 2 and CAPIF core function 3) from the CAPIF core function 1.

-
The edge application server acts as an API invoker and is onboarded to the edge enabler server (CAPIF core function 2 or CAPIF core function 3) within the edge data network.

-
The edge application servers (API invokers) are authenticated with edge enabler servers (CAPIF core function 2 or CAPIF core function 3).

NOTE:
The trusted edge application servers can utilize the services of a centralized CAPIF core function deployed by the PLMN operator instead of the CAPIF core function of edge enabler server deployed within the edge data network.

-
The edge application server discovers the service APIs published by the SCEF and NEF via the edge enabler server (CAPIF core function 2 or CAPIF core function 3) within the edge data network including the end point address of the API exposing function where the service API invocation is to be performed.

-
The edge application server obtains authorization to invoke the service APIs of the SCEF and NEF from the edge enabler server (CAPIF core function 2 or CAPIF core function 3).

Editor's note:
The role of end user in the authentication and authorization procedure for invoking service APIs (e.g. location of a user) is FFS.

-
The edge application server invokes the service APIs of the SCEF and NEF after performing authentication with the edge enabler server (API exposing function) and obtaining the UE identifier as specified in solution #5: UE Identifier API.


7.10.1.3
Centralized CAPIF

The edge enabler server can support edge application server (owned by 3rd party or by PLMN operator) access to northbound APIs exposed by SCEF/NEF by providing centralized CAPIF functions as shown in figure 7.10.1.3-1.
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Figure 7.10.1.3.-1: Edge enabler server supporting centralized CAPIF functions

The edge enabler server of an edge data network provides the following functions for network capability exposure:

-
the centralized CAPIF core function as specified in TS 23.222 [4] to support onboarding of edge application servers (API invokers), publish of service APIs, discovery of service APIs and charging of service APIs invocations; and

-
the API exposing function as specified in TS 23.222 [4] to expose the service APIs from SCEF/NEF to the edge application servers via proxy or gateway function.

The following procedures are performed as specified in 3GPP TS 23.222 [4]:

-
The SCEF and NEF act as API exposing function and the service APIs from SCEF (T8) and NEF (Nnef) are published to the centralized CAPIF core function. The service APIs exposed by the edge enabler servers are published to the centralized CAPIF core function.

-
The edge application server acts as an API invoker and is onboarded to the centralized CAPIF core function residing outside of the edge data network.

-
The edge application servers (API invokers) are authenticated with the centralized CAPIF core function.

-
The edge application server discovers the service APIs published by the SCEF and NEF via the centralized CAPIF core function including the end point address of the API exposing function where the service API invocation is to be performed.

-
The edge application server obtains authorization to invoke the service APIs of the SCEF and NEF from the centralized CAPIF core function.

Editor's note:
The role of end user in the authentication and authorization procedure for invoking service APIs (e.g. location of a user) is FFS.

-
The edge application server invokes the service APIs of the SCEF and NEF after performing authentication with the edge enabler server (API exposing function) and obtaining the UE identifier as specified in solution #5: UE Identifier API.

7.10.2
Solution Evaluation

Solutions in clauses 7.10.1.2 and 7.10.1.3 satisfy the key issue #5 for network capability exposure to edge application servers in different deployment scenarios. The solution in clause 7.10.1.2 assumes that SCEF and NEF are deployed centrally and CAPIF core function in a distributed manner. The solution in clause 7.10.1.3 assumes that SCEF, NEF and CAPIF core function are deployed centrally.
There is no impact to the procedures specified in 3GPP TS 23.222 [4] to support network capability exposure to edge application servers.


7.11
Solution #11: QoS Management for 5G Edge Applications 
7.11.1
Solution description

This solution addresses the following open issues under Key Issue #13:
-
Whether the information related with QoS (e.g., QoS parameters) can be exposed to the Edge Application Server. If yes, how to do it.

-
Whether to differentiate the QoS requirements for the same type of Edge Application Servers. If yes, how to do it.

-
Whether to define certain policy rules (e.g. QoS modification is forbidden) for certain Edge Application Servers. If yes, how to do it.

Pre-conditions:
1.
The Edge Application Server has registered with the Edge Enabler Server.

The procedure in 3GPP TS 23.502 [7], Section 4.16.5.2 step 1a is reused. The Edge Enabler Server acts as an Application Function communicating with the PCF over the N5 reference point. 

7.11.2
Solution evaluation

7.12
Solution #12: Edge Application Server Enablement 

7.12.1
Solution description

7.12.1.1
General

This solution addresses Key Issue #3. 

The solution introduces a registration procedure for Edge Application Server registration with an Edge Enabler Server.  The procedure is used to create a new, or update an existing, registration.  The procedure can be used by the Edge Application Server to provide profile/availability information such as, geographical area of availability, time of operation, etc. to the Edge Enabler Server. 

Editor’s Note: It is FFS whether the Registration procedure is mandatory and registration via pre-configuration (e.g. where an Edge Application Server’s profile is pre-configured in the Edge Enabler Server).

The solution also introduces an Edge Application Server de-registration procedure. This procedure is used by the Edge Application Server to de-register from an Edge Enabler Server.

The solution also introduces an Edge Application Server subscription procedure.  This procedure is used by the Edge Application Server to subscribe to and receive notifications from the Edge Enabler Server.


7.12.1.2
Edge Application Server Registration

When registering, the Edge Application Server provides service profile information to the Edge Enabler Server.  

The solution assumes that the Edge Application Server is responsible for triggering the registration to the Edge Enabler Server.  

NOTE 1:
The trigger condition for registering is based on application service logic, and is out of scope of this specification.

The signalling flow for Edge Application Server registration is illustrated in figure 7.12.1.2-1.

Pre-conditions:

1.
The Edge Application Server has been configured with an Edge Application Server Identity. 

2.
The Edge Application Server has been configured with the address (e.g. URI) of the Edge Enabler Server. 

3.
Both the Edge Application Server and Edge Enabler Server have been configured with the necessary credentials to enable authenticating one another. 

NOTE 2: 
The structure and definition of the credentials required by the Edge Application Server and Edge Enabler Server to authenticate are left for SA3 to define.
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Figure 7.12.1.2-1: Edge Application Server Registration

1.
The Edge Application Server determines that registration to the Edge Enabler Server is needed (e.g. the Edge Application Server is instantiated and started up). The Edge Application Server may also determine that its existing registration needs to be updated (e.g. because the Edge Application Server’s status or availability schedule has changed). 

2.
The Edge Application Server sends a Registration Request (New or Update Indication, Service Profile) to the Edge Enabler Server.  The request indicates if the request is for a new registration or an update to an existing registration. The Service Profile information is defined in Table 7.12.1.2-1.

NOTE 3: The Edge Application Server and Edge Enabler Server are assumed to have performed an authentication procedure.  How and when this is done is left for SA3 to define.

Table 7.12.1.2-1: Edge Application Server (EAS) Service Profile

	Information element
	Status
	Description

	EAS Identifier
	O 
	The identifier of the Edge Application Server Instance

	EAS Provider Identifier
	M
	The identifier of the Edge Application Server Provider 

	EAS Type
	O
	The category or type of Edge Application Server (e.g. V2X)

	Edge Application Server instance description
	O
	Human-readable description of the Edge Application Server instance

	EAS Schedule
	O
	The availability schedule of the Edge Application Server (e.g. time windows)

	EAS Service Area
	O
	The geographical service area that the Edge Application Server serves

	EAS Required KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive services from the EAS.

	EAS Service Continuity Mode
	O
	The Required service continuity mode for the EAS.

	EAS Application Context Relocation Required 
	O
	Indicates whether application context relocation is required or not

	EAS Availability Reporting Period
	O
	The Availability reporting period (i.e. heart beat period) that indicates to the Edge Enabler Server how often it needs to check the Edge Application Server’s availability of the after a successful Registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the Edge Application Server (e.g. enabled, disabled, etc.) 

	EAS Point-Of-Contact
	M
	The Point-of-Contact information (e.g. URI, FQDN) that Application Clients use to send requests to the Edge Application Server. This information maybe discovered by Edge Enabler Clients and exposed to Application Clients so that application clients can establish contact with the EAS.


Editor's Note:
SA3 should consider the security implications of exposing information from the EAS Service Profile to Edge Application Clients. 

Editor's Note:
The format of the EAS Identifier and how it is assigned is FFS.

Editor’s Note: The definition and usage of EAS Required KPIs is FFS. 

Editor’s Note: It is FFS whether and how EAS Service Continuity Mode is related to the Service and Session Continuity (SSC) Modes in 5GC Session Management.

3.
The Edge Enabler Server performs an authorization check to verify whether the Edge Application Server has the proper privileges to register.  

4.
Upon successful authorization, the Edge Enabler Server stores the Service Profile for later use (e.g. for serving  Edge Application Server discovery requests received from Edge Enabler Clients, etc.) and replies to the Edge Application Server with a Registration Response.

7.12.1.3
Edge Application Server De-registration

By de-registering, the Edge Application Server informs the Edge Enabler Server that it is no longer available for service and wishes to terminate its association with the Edge Application Server.    

The procedure assumes that the Edge Application Server is responsible for triggering the de-registration from the Edge Enabler Server.  

NOTE:
The trigger condition for de-registering is based on application service logic, and is out of scope of this specification.

Editor's Note:
The details of an Edge Enabler Server initiated de-registration procedure are FFS.
The signalling flow for Edge Application Server de-registration is illustrated in figure 7.12.1.3-1.

Pre-conditions
1.
The Edge Application Server is registered to the Edge Enabler Server.
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Figure 7.12.1.3-1: Edge Application Server De-registration

1.
The Edge Application Server determines that de-registration from the Edge Enabler Server is needed (e.g. the Edge Application Server is shutting down). 

2.
The Edge Application Server sends a De-registration Request to the Edge Enabler Server. The de-registration request includes information as defined in Table 7.12.1.3-1.

Table 7.12.1.3-1: Edge Application Server De-registration Request

	Information element
	Status
	Description

	EAS Identifier
	M
	The identifier of the Edge Application Server


3.
The Edge Enabler Server replies to the Edge Application Server with a De-registration Response. The Edge Enabler Server optionally notifies any applicable Edge Client Enabler(s) and Edge Data Network Configuration Servers that Edge Application Server is no longer available for service. 

7.12.1.4
Edge Application Server Subscription and Notification

By subscribing to the Edge Enabler Server, the Edge Application Server can receive notifications from the Edge Enabler Server.    

Editor's Note:
When events can be subscribed to (e.g. changes to the availability of the Edge Enabler Server or Edge Enabler Clients, etc.) are FFS.

The solution assumes that the Edge Application Server is responsible for deciding when to initiate the subscription to the Edge Enabler Server.  

NOTE:
The trigger condition for subscription is based on application service logic, and is out of scope of this specification.

The signalling flow for an Edge Application Server subscribe operation is illustrated in figure 7.12.1.4-1.
Pre-conditions:

1.
The Edge Application Server is registered to the Edge Enabler Server.
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Figure 7.12.1.4-1: Edge Application Server Subscribe Operation

1.
The Edge Application Server determines that a subscription to the Edge Enabler Server is needed. For example, the Edge Application Server may need to be notified when Edge Enabler Client de-registers.

2.
The Edge Application Server sends a Subscription Request (Notification Criteria, Notification Address) to the Edge Enabler Server.  The Edge Application Server includes Notification Criteria to indicate the events of interest to the Edge Application Server.  A Notification Address is also be included and configured with the address (e.g. URI) of where notifications are sent.  

3.
The Edge Enabler Server replies to the Edge Application Server with a Subscription Response (Subscription ID) indicating that the subscription was created. 

The signalling flow for an Edge Application Server notification operation is illustrated in figure 7.12.1.4-2.
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Figure 7.12.1.4-2: Edge Application Server Notify Operation

1.
The Edge Enabler Server detects an event that matches the Notification Criteria of an Edge Application Server subscription. 

2.
The Edge Enabler Server sends a Notification Request (Subscription ID, Notification Description) to the Notification Address.  

3.
The Edge Application Server responds with a Notification Response. 

7.12.2
Solution Evaluation

7.13
Solution #13: Discovery of Edge Data Network and Edge Application Server

7.13.1
Solution description

7.13.1.1
General

This solution addresses the following open issue listed in Key Issue #4:

-
Whether and how to discover the Edge Application Servers available on the Edge Hosting Environment within the Edge Data Network?

and the following open issue listed in Key Issue #8:

-
How to assist the UE to select the optimal Edge Data Network?

7.13.1.2
Procedure for Edge Data Network Selection

Precondition. The UE may be connected to one or more Edge Data Networks.

Figure 7.13.1.2-1 shows the Edge Data Network Selection procedure.
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Figure 7.13.1.2-1: Edge Data Network Selection 

1.
The Edge Enabler Client sends the Edge Data Network query message to the Edge Data Network Configuration Server. The query message includes information of a list of the Application Clients residing in the UE. See table 7.13.1.2-1 below;

Table 7.13.1.2-1: Application Client Information

	Information element
	Status
	Description

	Application Client ID
	M 
	ID of the Application Client

	Application provider
	O
	Provider of the Application 

	Application description
	O
	Human-readable description of the application

	Application Characteristics
	O
	Characteristics of the application.

As defined below.



	
	
	

	> Geographical area of operation 
	O
	The geographical area where the Application Client instance is located. 

	> Latency
	O
	The required round trip time in milliseconds for the application.

	> Bandwidth
	O
	The required connection bandwidth in kbit/s for the application.

	> Service continuity
	O
	Required service continuity mode for the application.


Editor’s Note: It is FFS whether the information listed in the table is required and if required, it is FFS how the EDN CS use Application Characteristics, Latency, Bandwidth, Service to select Edge Data Network.

2.
The Edge Data Network Configuration Server responds with the information of the most suitable Edge Data Network that can satisfy the requirements of the Application Clients, as well as the access information of the corresponding Edge Enable Server.

Editor’s note: it is FFS the information of the Edge Data Network.

Editor’s note: How the Edge Data Network Configuration Server obtains all the Edge Application Server information from many Edge Data Networks is FFS.   

Editor’s note: How the Edge Enabler Client selects the appropriate Edge Data Network when the UE is roaming nationally or internationally is FFS.

Editor’s note: Methods for resolution of potential conflicts between an MNO’s rules for access to specific Edge Data Networks and access to the EDN(s) returned in step 2 above are FFS. 

7.13.1.3
Procedure for Edge Application Server Discovery

Figure 7.13.1.3-1 shows the Edge Application Server Discovery procedure.
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Figure 7.13.1.3-1: Edge Application Server Discovery 

1.
The Edge Enabler Client sends the Edge Application Server query message to the Edge Enabler Server. The query message includes information of a list of the application clients residing in the UE. See Table 7.13.1.3-1 below;

Table 7.13.1.3-1: Application Client Information

	Information element
	Status
	Description

	Application Client ID
	M 
	ID of the Application Client

	Application provider
	O
	Provider of the Application Client

	Application description
	O
	Human-readable description of the application 

	Application Characteristics
	O
	Characteristics of the application.

As defined below.

	> Geographical area of operation 
	O
	The geographical area where the Application Client instance is located. 

	> Latency
	O
	The required round trip time in milliseconds for the application.

	> Bandwidth
	O
	The required connection bandwidth in kbit/s for the application.

	> Service continuity
	O
	Required service continuity mode for the application.


Editor’s Note: It is FFS how the Edge Enabler Server uses the Application Characteristics in the table abo
2.
The Edge Enabler Server responds with the information of the available Edge Application Server instances that can satisfy the requirements of the Application Clients. See Table 7.13.1.3-2 below;

Table 7.13.1.3-2: Edge Application Server Information

	Information element
	Status
	Description

	Edge Application Server instance Identifier
	M 
	The identifier of the instance of the Edge Application Server instance

	Edge Application Server instance name
	O
	Name of the instance of the Edge Application Server instance

	Application instance description
	O
	Human-readable description of the application instance

	URI of the application instance
	M
	Address of the Edge Application Server instance. 

	Geographical area of operation
	O
	The geographical area where the Edge Application Server instance is available

	Time of operation
	O
	The operation time during which the Edge Application Server instance is available

	Latency
	O
	The required round trip time in milliseconds for the application.

	Bandwidth
	O
	The required connection bandwidth in kbit/s for the application.

	Service continuity
	O
	Required service continuity mode for the application.


NOTE:
The Edge Enabler Server may respond with multiple sets of Edge Application Server Information if more than one Edge Application Server instance registered on the Edge Enabler Server can satisfy the Application Client’s requirements. In the event of a null response from the Edge Enabler Server lifecycle management operations may be triggered in order to instantiate the relevant Edge Application Server on the desired Edge Hosting Environment.
7.13.2
Solution Evaluation

This solution solves the study items addressed in Key Issue #4: Edge Application Server Discovery, and in Key Issue #8: Edge Data Network Selection.

This helps UEs to discover and select the most suitable Edge Data Network, as well as to discover the available Edge Application Servers. 

7.14
Solution #14: User plane management event API

7.14.1
Solution description

7.14.1.1
General

The following solution corresponds to the key issue #5 on Capability Exposure to Edge Application Server, especially use case for the application context relocation.

The Edge Enabler Server exposes user plane management event notifications API to the Edge Application Server in order to trigger the application context relocation. User plane management event notifications API exposed by the Edge Enabler Server may rely on the NEF northbound API for monitoring event of user plane management event. The Edge Application Server can request user plane management event notifications API via request/response or subscribe/notify mechanism. The procedure in solution #5 may be utilized prior to executing this procedure.

7.14.1.2
User plane management event –PI - Request-Response model
Figure 7.14.1.2-1 illustrates the request-response model of interactions between the Edge Enabler Server and the Edge for obtaining user plane management event notifications.
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Figure 7.14.1.2-1: User plane management event –PI - Request-Response model

1.
The Edge Application Server invokes the user plane management event API (UE Identifier) on the Edge Enabler Server based. The Edge Application Server shall include UE Identifier.

NOTE:
The trigger condition of the user plane management event API is up to application service logic, which is out of scope of this specification.

2.
The Edge Enabler Server checks if there exists a subscription with the 3GPP system for the user plane management event notifications corresponding to the UE information obtained in step 1 as described in clause 4.3.6.2 and in clause 5.6.7 of 3GPP TS 23.501 [2], which may be triggered by other Edge Application Server for the same UE.

a.
if a subscription does not exist, then the Edge Enabler Server subscribes with the 3GPP system for the user plane management event notifications of the UE as described in clause 4.3.6.2 and in clause 5.6.7 of 3GPP TS 23.501 [2];

b.
if a subscription exists, then the Edge Enabler Server uses the locally cached user plane management event notification information of the UE to respond to the Edge Application Server.

3.
The Edge Enabler Server responds to the Edge Application Server with the user plane management event notification information (e.g., DNAI), and optionally the timestamp. The timestamp can be included to indicate the age of the information.

The Edge Enabler Server may only provide part of information included in the user plane management event notification received from 3GPP network, e.g., DNAI.

7.14.1.3
User plane management event API – Subscribe-Notify model
Figure 7.14.1.3-1 illustrates the subscribe operation between the Edge Enabler Server and the Edge Application Server for continuous user plane management event notifications.
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Figure 7.14.1.3-1: User plane management event API: Subscribe/Unsubscribe Operation

1.
The Edge Application Server requests user plane management event subscribe operation (UE Identifier) for tracking the UE's user plane change continuously. The Edge Application Server shall include UE Identifier. For cancelling the subscription, the Edge Application Server uses the unsubscribe operation.

2.
If the request is subscribe, the Edge Enabler Server determines that the request from the Edge Application Server is authorized. If it is authorized, the Edge Enabler Server responds ACK for the subscribe request. If it is not authorized, the Edge Enabler Server responds rejection with cause. If the request is for unsubscribe, the Edge Enabler server removes any subscription information related to the Edge Application Server and provides a ACK response for the unsubscribe request.

Figure 7.14.1.3-2 illustrates the notify operation between the Edge Enabler Server and the Edge Application Server for continuous User plane management event notifications. 
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Figure 7.14.1.3-2: User plane management event API: Notify Operation

1.
The Edge Enabler Server detects the user plane management event of the UE e.g., receiving User plane management event notification for the UE from the 3GPP system. The Edge Enabler Server may cache the detected User plane management event notification locally with timestamp as the latest information of the UE. The Edge Enabler Server determines to notify the user plane management event notification information (e.g., DNAI) to the Edge Application Servers which has subscribed the user plane management event.

2.
The Edge Enabler Server sends user plane management event notify operation to the Edge Application Server. The Edge Enabler Server includes the user plane management event notification information of the UE and optionally the timestamp of the location. The timestamp can be included to indicate the age of the location information. The Edge Enabler Server may only provide part of information included in the user plane management event notification from 3GPP network, e.g., DNAI.

7.14.1.4
API description

7.14.1.4.1
General

Table 7.14.1.4.1-1 illustrates the API for user plane management event.

Table 7.14.1.4.1-1: User plane management API

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_User_plane_management_event API
	Subscribe
	Subscribe/Notify
	Edge Application Server

	
	Notify
	Subscribe/Notify
	Edge Application Server

	
	Request
	Request/Response
	Edge Application Server


7.14.1.4.2
EDGE3_User_plane_management_event_subscribe operation

Service operation name: EDGE3_User_plane_management_event_subscribe

Description: The consumer subscribes to receive an event, or if the event is already defined in Edge Enabler Server, then the subscription is updated.

Inputs (required): (Set of) Event ID(s) as specified in Npcf_PolicyAuthorization_Notify service operation, target of event reporting (GPSI or External Group Identifier), Event Reporting Information defined in Table 4.15.1-1 of 3GPP TS 23.501 [2], Notification Target Address (+ Notification Correlation ID).

Inputs (optional): Event Filter, Subscription Correlation ID (in case of modification of the event subscription), Expiry time.

Outputs (required): Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs (optional): First corresponding event report is included, if available (see clause 4.15.1 of 3GPP TS 23.501 [2]).
See clause 7.14.1.3 for details of usage of this operation.

7.14.1.4.3
EDGE3_User_plane_management_event_notify operation

Service operation name: EDGE3_User_plane_management_event_notify

Description: The consumer is notified of an event by the Edge enabler server.

Inputs (required): Event report (see clause 4.15.1 of 3GPP TS 23.501 [2]).

Inputs (optional): None.

Outputs (required): None.
Outputs (optional): None.
See clause 7.14.1.3 for details of usage of this operation.

7.14.1.4.4
EDGE3_User_plane_management_event_request operation

Service operation name: EDGE3_User_plane_management_event_request

Description: The consumer requests for an event report.

Inputs (required): (Set of) Event ID(s) as specified in Npcf_PolicyAuthorization_Notify service operation, target of event reporting (GPSI or External Group Identifier), Event Reporting Information defined in Table 4.15.1-1 of 3GPP TS 23.501 [2], Notification Target Address (+ Notification Correlation ID).

Inputs (optional): Event Filter, Expiry time.

Outputs (required): Event report is included, if available (see clause 4.15.1 of 3GPP TS 23.501 [2]).
Outputs (optional): None.
See clause 7.14.1.2 for details of usage of this operation.

7.14.2
Solution Evaluation

Editor's Note:
To be added

7.15
Solution #15: Edge application server's service APIs publish and discovery using CAPIF

7.15.1
Solution description

7.15.1.1
Distributed CAPIF

The following solution corresponds to the key issue #5 describing the edge application server's service APIs publish and discovery using CAPIF as specified in clause 4.5. 

The edge enabler server can support edge application (owned by 3rd party or by PLMN operator) access to the service APIs offered by other edge application servers within and across the edge data network by providing CAPIF functions as shown in figure 7.15.1.1-1.
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Figure 7.15.1.1-1: Edge application server's service APIs publish and discovery in distributed CAPIF scenario

NOTE:
The edge application server which provides service APIs can exist outside the PLMN trust domain and still utilize the CAPIF of the PLMN trust domain. This aspect is not shown in the figure 7.15.1.1-1

The edge enabler server of an edge data network provides the following function for edge application server's service APIs publish and discovery:

-
the CAPIF core function as specified in TS 23.222 [4] to support onboarding of edge application servers (API invokers), publish of edge application server's service APIs, discovery of edge application server's service APIs and charging of edge application server's service APIs invocations.

The edge application server of an edge data network provides the following function for edge application server's service APIs publish and discovery:

-
the API exposing function as specified in TS 23.222 [4] to support the invocation of the service APIs exposed from the edge application servers via CAPIF-2 or CAPIF-2e and supporting charging of the edge application server's service API invocations via CAPIF-3;

-
the API publishing function as specified in TS 23.222 [4] to support the publishing of the service APIs of the edge applications to the CAPIF core function of the edge enabler server via CAPIF-4; and

-
the API management function as specified in TS 23.222 [4] to support the management of the service APIs of the edge application servers to the CAPIF core function of the edge enabler server via CAPIF-5.

The following procedures are performed as specified in 3GPP TS 23.222 [4]:

-
The edge application server 1 and edge application server 2 act as API exposing function and the service APIs from the edge application server 1 and edge application server 2 are published to the edge enabler servers (CAPIF core function 2 and CAPIF core function 3) respectively. The service APIs of the edge applications in edge data network 1 and edge data network 2 are published from their corresponding edge enabler servers (CAPIF core function 2 and CAPIF core function 3) to the edge data network configuration server (CAPIF core function 1). The edge application service APIs of the edge data network 1 and edge data network 2 are made available to each other by the edge data network configuration server (CAPIF core function 1). The edge data network configuration server (CAPIF core function 1) publishes the edge application server's service APIs provided by edge enabler server 1 (CAPIF core function 2) to the edge enabler server 2 (CAPIF core function 3) and vice-versa.

-
The edge application server acts as an API invoker and is onboarded to the edge enabler server (CAPIF core function 2 or CAPIF core function 3) within the edge data network.

-
The edge application servers (API invokers) are authenticated with edge enabler servers (CAPIF core function 2 or CAPIF core function 3).

-
The edge application servers (API invokers) discover the service APIs published by the edge application server 1 and edge application server 2 via the corresponding edge enabler servers (CAPIF core function 2 or CAPIF core function 3) within the edge data network including the end point address of the API exposing function where the service API invocation is to be performed.

-
The edge application servers (API invokers) obtain authorization to invoke the service APIs of the edge application server 1 and edge application server 2 from the corresponding edge enabler servers (CAPIF core function 2 or CAPIF core function 3).

-
The edge application servers (API invokers) invoke the service APIs after performing authentication with the corresponding edge application servers (API exposing function 1 or API exposing function 2).

7.15.1.2
Centralized CAPIF

Editor's note: The description of this clause is FFS

7.15.2
Solution Evaluation

This solution satisfies the key issue #5 for edge application service APIs publish and discovery using CAPIF in any deployment scenario. 

There is no impact to the procedures specified in 3GPP TS 23.222 [4] to support publish and discovery of edge application service APIs by other edge applications.

7.16
Solution #16: Relocation of application context

7.16.1
Solution description

This solution addresses the open issues under Key Issue #9. In this solution, the Edge Enabler Server is responsible to make the decision whether the application context for a UE is to be relocated and to provide the related instruction to the Edge Application Server. The Edge Application Server prepares the required UE application context to be relocated and transfers it to the target Edge Application Server. The required UE application context will be transferred via Edge Enabler Servers to the target Edge Application Server. With this solution the UE will not be aware of the application context of the UE being relocated and preserves the service continuity. Further, the user plane is reconfigured as described in clause 4.3.6 of 3GPP TS 23.502 [7].

NOTE:
This solution may require the application to adapt for relocation of the application context to preserve service continuity.

The high level signalling flows for application context relocation is illustrated in figure 7.16.1-1.

Pre-conditions:

1.
The application client at the UE already has a connection to the source Edge Application Server.

2.
The UE IP address is not changed during the mobility.

3.
The source Edge Enabler Server has subscribed to the user plane path management event and receives the notifications as described in 3GPP TS 23.502 [7].
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Figure 7.16.1-1: Application context relocation

1.
The source Edge Enabler Server determines the application context for the UE needs to be relocated (e.g. based on the user plane management event notifications, application mobility capability and requirements).

2.
The source EES determines the target Edge Application Server and its associated target EES for the application context relocation based the target DNAI and target EES information (e.g. the Edge Application Server availability).

3.
The source EES sends application context relocation request (source Edge Application Server info, UE info, CN NF info, Application ID, Edge Enabler Client Registration Context) to the target EES for UE application context transfer. The source Edge Application Server info includes the application FQDN, and the IP address of the source Edge Application Server may be also included. The CN NF information (such as the NEF, PCF) may be also included to assist the target EES to communicate with the 3GPP system. The Application ID is used for determining a target Edge Application Server. The Edge Enabler Client Registration Context is for the Registration to the target Edge Enabler Server.

4.
If target EES accepts the application context relocation, an application context relocation ack may be provided to the source EES.

5.
The target EES determines the target Edge Application Server corresponding to the source Edge Application Server information based on the Application ID and the source Edge Application Server info, and sends the application context relocation request (Source Edge Application Server info, UE info) to the target Edge Application Server for UE application context transfer. Edge Application Server instantiation or other operations to activate this Edge Application Server is required, if the Edge Application Server is not running.

6.
The target Edge Application Server responds with an application context relocation response, indicating success or failure. If it indicates the success, the target Edge Application Server info is included in the application context relocation response.

7.
The target EES returns the application context relocation response (accepted source Edge Application Server info, UE info, and target Edge Application Server info) to the source EES.

8.
The source EES provides the application context relocation command with the target Edge Application Server info to the source Edge Application Server to indicate that the Edge Application Server is ready for UE application context transfer.

9. When the source Edge Application Server receives the application context relocation command and determines the UE application context can be transferred, the source Edge Application Server delivers it to the target Edge Application Server via the source EES and target EES.

Editor's note:
Whether the UE application context can be directly transferred from source Edge Application Server to the target Edge Application server is FFS.

10.
When the UE application context transfer is completed, an application context transfer ack is sent from the target Edge Application Server to the source Edge Application Server via the EESs. 

11. Upon receiving the application context transfer ack, the source Edge Application Server sends the application context transfer completion notification to the source EES.

12.
The source EES acting as AF triggers the AF request to influence on traffic routing procedure as described in 3GPP TS 23.502 [7].

7.16.2
Solution Evaluation

7.17
Solution #17: Registering Edge enabler server on Edge Data Network

7.17.1
Solution description

The following solution fulfils the need for making available the Edge enabler server information (EES connection info) at the Edge Data Network Configuration Server.

Figure 7.17.1-1 illustrates the solution for registering edge enabler server on the edge data network configuration server. 
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Figure 7.17.1-1: Edge enabler server registration on edge data network

1.
The Edge enabler server sends Edge enabler server registration request to the Edge Data Network Configuration Server. The request from the edge enabler server includes the edge enabler server identity, EES connection information. (e.g. IP address), edge application server information and EES security credentials.

Editor's note:
The details of the edge application server information is FFS.

2.
Upon receiving the request from the Edge enabler server, the Edge Data Network Configuration Server verifies the security credentials of Edge enabler server. Further, the Edge data network configuration server stores the edge enabler server registration information obtained in step 1. If the Edge enabler server already contained the edge enabler server registration information corresponding to the edge enabler server identity, then the stored edge enabler server registration information is updated with the received information in step 1.

3.
The Edge data network configuration server sends an Edge enabler server registration response indicating success or failure of the registration operation.

7.17.2
Solution evaluation

This solution satisfies the key issue #2 on Edge data network discovery and registration and supplements the solution #2 to obtain the latest EES connection information and also supplements the solution #9 to obtain the target EES information corresponding to the EAS. It is possible that the EES connection info may change due to it hosting requirements in the edge data network.

7.18
Solution #18: Fetch target edge application server API

7.18.1
Solution description

7.18.1.1
General

The following solution corresponds to the key issue #5 on Capability Exposure to Edge Application Server, especially use case for the application context relocation to fetch the target edge application server information.

The Edge Enabler Server exposes fetch target edge application server API to the Edge Application Server in order to obtain the IP address of the target edge application server which can serve the UE in mobility.

7.18.1.2
Procedure
Figure 7.18.1.2-1 illustrates the interactions between the Edge Enabler Server and the Edge Application Server for fetching target Edge Application Server information. 
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Figure 7.18.1.2-1: Procedure for Fetch target Edge Application Server API

1.
The Edge Application Server invokes the Fetch target Edge Application Server API (target EAS information (e.g. FQDN), UE location information) on the Edge Enabler Server. 

NOTE:
The trigger condition of the Fetch target Edge Application Server API is up to application service logic, which is out of scope of this specification.

2.
The Edge Enabler Server checks if it has locally cached the target Edge Application Server IP address associated with the requesting edge application server information (e.g. FQDN) and UE location information. If not, the Edge Enabler Server sends DNS query with UE location information (e.g. network information) gets the target Edge Application Server IP address from the DNS server (compliant with IETF RFC 6891 [15]).

Editor's note:
As described in IETF RFC 7871 [16], the support for DNS server compliance with IETF RFC 6891 [15] to provide IP address resolution based on location information (e.g. network information) is FFS.

3.
The Edge Enabler Server responds to the Edge Application Server with the  target Edge Application Server IP address associated with the requesting target EAS information (e.g. FQDN).

7.18.1.3
API description

7.18.1.3.1
General

Table 7.18.1.3.1-1 illustrates the API for fetch target edge application server.

Table 7.18.1.3.1-1: Fetch target edge application server API

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_Fetch_target_edge_application_server API
	Request
	Request/Response
	Edge Application Server


7.18.1.3.2
EDGE3_Fetch_target_edge_application_server_request operation

Service operation name: EDGE3_ Fetch_target_edge_application_server_request

Description: The consumer requests for the target edge application server information from the edge enabler server.

Inputs (required): FQDN.

Inputs (optional): None.

Outputs (required): IP address of the target edge application server.
Outputs (optional): None.
See clause 7.18.1.2 for details of usage of this operation.

7.18.2
Solution Evaluation

Editor's Note:
To be added

7.19
Solution #19: Fetching target Edge Enabler Server information from EDN CS

7.19.1
Solution description

This solution is supplementary to solution #9 for application context relocation where a source edge enabler server can obtain a target edge enabler server information via an EDN CS.

Figure 7.19.1-1 illustrates the procedure for fetching target EES information from EDN CS.

Pre-condition:

-
An edge application server triggers the Edge Enabler server for UE's application context transfer.
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Figure 7.19.1-1: Fetching target EES information from EDN CS

1.
The EES sends a Get EES request (edge application server information (e.g. FQDN) and UE location information) to the EDN CS to retrieve the target EES which serves the target Edge Application Server. 

2.
The EDN CS retrieves the target EES based on the edge application server information and UE location information, and provides a Get EES response to the source EES with the target EES information.

7.19.2
Solution Evaluation

This solution supplements solution #9 for application context relocation where a source edge enabler server (when triggered by an edge application server) can obtain a target edge enabler server information via an EDN CS.

7.20
Solution #20: Application Client Initiated Relocation of application context

7.20.1
Solution description

This solution addresses the open issues under Key Issue #9. In this solution, the Application Client or the Edge Enabler Client is able to make the decision to relocate application context from a source Edge Application Server to a target Edge Application Server.

The solution assumes that, because of the UE’s location, the UE (i.e. Application Client and Edge Enabler Client) may not be able to communicate with the source Edge Application Server and source Edge Enabler Server when context is transferred. 

The solution relies on the principle that the UE (i.e. Application Client and/or Edge Enabler Client) requests that the target Edge Enabler Server and target Edge Application Server fetch the UE’s context from the source Edge Enabler Server and target Edge Application Server. The required UE Edge Application Server and Edge Enabler Client context will then be transferred via Edge Enabler Servers to the target Edge Application Server.

NOTE:
This solution may require the Application Client to adapt for relocation of the application context to preserve service continuity.

The high-level signalling flow for application context relocation is illustrated in figure 7.20.1-1.

Pre-conditions:

1.
The Application Client and source Edge Application Server exchanged a credential that can later be used by the Application Client to request that its context be transferred to a target Edge Application Server.
2.
The Application Client knows the identity of a target Edge Application Server that it wants to connect to.  The Application Client may know this identity based on provisioned information or information that was provisioned on the Edge Enabler Client and discovered by the Application Client.
3.
The Edge Enabler Client and source Edge Enabler Server exchanged a credential that can later be used by the Edge Enabler Client to request that its context be transferred to a target Edge Enabler Server.
4.
The Edge Enabler Client knows the identity of a target Edge Enabler Server that it wants to connect to.  The Edge Enabler Client may know this identity based on provisioned information or information that was received from the Edge Data Network Configuration Server.
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Figure 7.20.1-1: Edge Enabler Client and Application Context Relocation

1.
The Application Client may determine that its context needs to be relocated (e.g. based on UE mobility, the desire to access new features, etc.).

2.
If the Application Client determines that its context needs to be relocated, the Application Client sends a Relocation Request (Application Client Context ID, Application Client Relocation Credential, target Edge Application Server Identity) to the Edge Enabler Client. The Application Client Context ID identifies the Application Client’s context which is stored on the source Edge Application Server. The Application Client Relocation Credential is a parameter that was previously negotiated with the Source Edge Application Server and will be used to authorize the relocation request.

3.
If the Edge Enabler Client receives the Relocation Request (step 2) or if the Edge Enabler Client determines that context needs to be relocated, the Edge Enabler Client determines the Target Edge Enabler Server Identity based on the target Edge Application Server Identity that was provided in step 2, based on provisioned information, or information that was obtained from the Edge Configuration Server.
4.
The Edge Enabler Client sends a Context Relocation Request (target Edge Application Server Identity, source Edge Enabler Server Identity, source Edge Application Server Identity, Application Client Context ID, Application Client Relocation Credential, Edge Enabler Client Registration Context ID, Edge Enabler Server Relocation Credential) to the target Edge Enabler Server. Application Client Context ID and Application Client Relocation Credential only required if step 2 was executed.

5.
The target Edge Enabler Server sends a Context Relocation Request (UE Info) to the target Edge Application Server to check if the target Edge Application Server is able to service the Application Context Relocation Request.

6.
The target Edge Application Server replies to the target Edge Enabler Server with an indication of whether it is able to service Application Context Relocation Request. If the target Edge Application Server indicates that it accepts the request, the flow proceeds to step 7.  Otherwise, the flow skips to step 12.

7.
The target Edge Enabler Server sends a Context Relocation Request (Application Client Context ID, Application Client Relocation Credential, Edge Enabler Client Registration Context ID, Edge Enabler Server Relocation Credential, target Edge Application Server Identity, source Edge Application Server Identity) to the source Edge Enabler Server.  The source Edge Enabler Server checks the Edge Enabler Server Relocation Credential and that locally configured policies indicate that it is permitted to send context to the target Edge Enabler Server.

8.
The source Edge Enabler Server sends a Context Relocation Request (Application Client Context ID, Application Client Relocation Credential, target Edge Application Server Identity) to the source Edge Application Server. 

9.
The source Edge Application Server checks the Application Client Relocation Credential to see if the request should be allowed. The Edge Application Server also checks that locally configured policies indicate that it is permitted to send context to the target Edge Application Server. The source Edge Application Server replies to the target Edge Enabler Server with an indication of whether the request is allowed. 

10.
The source Edge Enabler Server replies to the target Edge Enabler Server with an indication of whether the requests are allowed.

11.
If, in step 10, the source Edge Application Server replied that the request is allowed, the source Edge Application Server delivers the UE application context to the target Edge Application Server via the source Edge Enabler Server and target Edge Enabler Server.  If, in step 9, the source Edge Enabler Server replied that the request is allowed, the source Edge Enabler Server delivers the UE Edge Enabler context to the target Edge Enabler Server.

Editor's note:
Whether the UE application context can be directly transferred from source Edge Application Server to the target Edge Application server is FFS.

12.
The target Edge Enabler Server replies to the Edge Enabler Client with an indication of whether the request was denied or allowed.  If the request was not allowed, the response may also include a cause code that indicates why the request not allowed.

13.
If the Edge Enabler Client received a Relocation Request in step 2, the Edge Enabler Client replies to the Application Client with an indication of whether the request was denied or allowed. If the request was not allowed, the response may also include a cause code that indicates why the request not allowed. Otherwise, if, in step 3, the Edge Enabler client independently determined that the Application Client’s context needs to be relocated and the Edge Enabler Server indicates that the relocation is allowed, then the Edge Enabler Client sends a notification to the Application Client indicating that its context needs to be relocated.

7.20.2
Solution Evaluation

This solution allows the Application Client or the Edge Enabler Client to initiate the transfer of application context from a source Edge Application Server to a target Edge Application Server in situations where the UE cannot communicate with the source Edge Application Server (e.g. due to the UE’s location).  The solution can also be used in situations where the UE can communicate with the source Edge Application Server but wants to initiate a transfer of application context from a source Edge Application Server to a target Edge Application Server (e.g. to obtain better or different services).

This solution does not account for the case where an Edge Application Server determines that the Application Client’s context should be transferred from a source Edge Application Server to a target Edge Application Server.

7.21
Solution #21: Edge Enabler Client triggered application context relocation

This solution addresses the open issues under Key Issue #9. In this solution, the Edge Enabler Client is responsible to trigger the application context relocation from a source Edge Application Server to a target Edge Application Server. The Edge Enabler Client makes the decision whether the application context for a UE needs to be relocated. The Edge Enabler Server determines whether to make the Edge Application Server conduct the application context relocation. 

7.21.1
Solution description

7.21.1.1
Edge Enabler Client triggered and source EES determined Application Context Relocation

In this solution, the Edge Enabler Client triggers the application context relocation and sends a Context relocation request to the source EES. Upon receiving the request, the source EES proceeds application context relocation and provides an instruction for application context relocation to the source Edge Application Server. Then, the application context will be transferred.

The high-level signalling flow for application context relocation is illustrated in figure 7.21.1.1-1.

Pre-conditions:

1. The application client at the UE already has a connection to the source Edge Application Server.

2. The UE is able to communicate with the source Edge Enabler Server.


[image: image38.emf]EEC S-EAS S-EES T-EES T-EAS

1. Determine app 

context relocation

3. Context relocation request

(UE info (UE id or 

IP address), S-EAS info, 

T-EES info, Application ID)

4. App context relocation request

(UE info, S-EAS info, Application ID,

EEC REG context)

5. App context relocation request

(UE info, S-EAS info)

6. App context relocation response

(Accepted or rejected, T-EAS info)

7. App context relocation response

(T-EAS info)

8. App context 

relocation command

11. Response to App context 

relocation command

13. Reroute App data 

traffic

12. Context relocation response(T-EAS info)

(T-EAS info)

10. App context transfer ack

2. Get T-EES info

9. App context transfer


Figure 7.21.1.1-1: Edge Enabler Client triggered and source EES determined Application context relocation

1.
The Edge Enabler Client determines the application context for the UE needs to be relocated (e.g. based on the EDN service area and UE location information). The Edge Enabler Client may have target EES information that is provisioned during the procedure for provisioning Edge Data Network configuration in clause 7.2.1.

2.
[Optional] The Edge Enabler Client gets target EES information from the Edge Data Network Configuration Server (e.g. by providing UE location information). 

3.
The Edge Enabler Client sends a Context relocation request (UE info, source Edge Application Server info, target EES information, Application ID) to the source EES.

Table 7.21.1.1-1: Parameters in Context relocation request

	Information element
	Status
	Description

	UE information
	M 
	UE ID or IP address

	Source Edge Application Server information
	M
	FQDN of the source Edge Application Server (the IP address of the source Edge Application Server may be also included)

	Application ID
	M
	Application ID of the application served by the source Edge Application Server

	Target EES information
	M
	The endpoint address (e.g. URI) of the determined target Edge Enabler Server as in Edge Data Network Configuration data in clause 7.2.1.2.


4.
The source EES sends the application context relocation request (UE info, source Edge Application Server info, Application ID, Edge Enabler Client Registration Context) to the target EES. 

5.
The target EES determines the target Edge Application Server based on the received application context relocation request from the Edge Enabler Client. The target EES sends the application context relocation request (UE info, source Edge Application Server info) to the determined target Edge Application Server.

6.
The target Edge Application Server determines acceptance of the application context relocation and sends an application context relocation response to the target EES. 

7.
The target Edge Application Server sends an application context relocation response (target Edge Application Server info) to the source EES. If the application context relocation is rejected, the application context relocation response indicates that the relocation request is rejected, and the following steps 7 – 11 are not conducted, and the indication of the rejection is included in the step 12.

8.
The source EES sends an application context relocation command (target Enabler Application Server info) to the source Edge Application Server. 

9.
The source Edge Application Server delivers UE application context to the target Edge Application Server via the source Edge Application Server to the target Edge Application Server. 

Editor's note:
Whether the application context can be directly transferred from source Edge Application Server to the target Edge Application server is FFS.

10.
When the UE application context transfer is completed, an application context transfer ack is sent from the target Edge Application Server to the source Edge Application Server via EESs.

11. Upon receiving the application context transfer ack, the source Edge Application Server sends a response to the application context relocation command to the source EES. 
12. The target EES sends a Context relocation response (target Edge Application Server info) to the Edge Enabler Client, informing the Context Relocation completion. The Context relocation response also includes the required information that is necessary for rerouting the application data traffic. If the application context relocation is rejected in the step 6, the Context relocation response indicates the rejection.

Editor's note:
How traffic is managed during this procedure to minimize the impact to the Application Client and Edge Application Server(s) is FFS.

13. Upon receiving the Context relocation response, the Edge Enabler Client reroutes the UE application data traffic.

7.21.2
Solution Evaluation

8
Identities and commonly used values

8.1
General

The following clauses list identities and commonly used values that are used in this technical report.

8.2
Edge Enabler Client ID

The Edge Enabler Client ID uniquely identifies the Edge Enabler Clients.

8.3
Edge Enabler Server ID

The Edge Enabler Server ID is the FQDN of that Edge Enabler Server and each Edge Enabler Server ID is unique within PLMN domain.

8.4
Edge Application Server ID

The Edge Application Server ID identifies a particular application, for e.g. SA6Video, SA6Game etc. For example, all Edge SA6Video Servers will share the same Edge Application Server ID.

8.5
Edge Application Server Instance ID

The Edge Application Server Instance ID identifies a particular instance of an Edge Application Server in a particular Edge Data Network.

8.6
Application Client ID

The Application Client ID identifies the client side of a particular application, for e.g. SA6Video viewer, SA6MsgClient etc. For example, all SA6MsgClient clients will share the same Application Client ID.

8.7
Application Client Instance ID

The Application Client Instance ID identifies a particular instance of an Application Client in a particular UE.

8.8
UE ID

The UE ID uniquely identifies a particular UE within a PLMN domain. Following identities can be used:

-
GPSI, as defined in 3GPP TS 23.501 [02].

8.9
UE Location

The UE location identifies where the UE is present. It provides consistent definition of the UE’s location across the UE and network entities. Following values can be used:

-
For UEs that are connected via the 3GPP connection – Cell Identity, as defined in 3GPP TS 23.003 [06].

-
Another possibility for UEs that are connected via the 3GPP connection – TAI (Tracking Area Identity), as defined in 3GPP TS 23.003 [06]. 

9.
Deployment scenarios

9.1 Option 1. Use of non-dedicated DN

There is no dedicated DN for support of edge computing. A DN common to other services (e.g. internet access) is used to connect to the Edge Applications. In the Option 1A, Edge Data Networks covers all the PLMN area, while in Option 1B, Edge Data Network covers some portions of PLMN area. 
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Figure 9.1-1. Option 1. Use of non-dedicated DN 
9.2 Option 2. Use of Dedicated DN

The UE uses a dedicated DN for support of edge computing. In the Option 2A, the dedicated DN for edge computing covers all the PLMN area, while in the Option 2B, the dedicated DN for edge computing only covers some portion of the PLMN area. The dedicated DN is a collection of Edge Data Networks (Local DNs). 
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Figure 9.2-1. Option 2. Use of dedicated DN with Local DN(s)

9.3 Option 3. Use of LADN

The UE uses a dedicated DN for edge computing in one Edge Data Network Service Area. The UE uses multiple dedicated DN when it moves across the service area. Dedicated DN(s) for edge computing is LADN DNN(s). The Edge Data network can be identified by the LADN DNN. The LADN service area is the service area that the Edge Computing is supported.
In the Option 3A, all the PLMN area is covered by multiple Edge Data Networks where the Edge Data Network is reachable to the UE within a service area. In Option 3B, some portion of PLMN area is covered by the LADN DNNs. 

Editor's Note: In this deployment option, when the UE moves across different DNNs, the service continuity may not be guaranteed for non-edge aware UEs

Editor's Note: This deployment option requires a UE to map at the same time an application to different LADN DNNs depending on different locations, and to switch the application between PDU sessions corresponding to different DNNs in order to guarantee the service continuity across different LADNs.
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Figure 9.3-1. Option 3. Use of LADN(s)

9.4 Option 4. Edge Data Network with multiple Local DNs
There is no dedicated DNN for support of edge computing. The same DNN is used for a UE to establish the PDN connection for the application deployed in cloud and the Edge application instance of the same application deployed in the Edge Data Network. The UE can connect to the Edge Enabler server in the same Edge Data Network through multiple DNNs. 

In this deployment model, multiple Local DNs can be deployed in an Edge Data Network, and a DN may have local DNs in each of the Edge Data Network (e.g., DNN1) or in some of the Edge Data Network (e.g., DNN3). One logical Edge Enabler Server is responsible for Edge Applications deployed in different DNs and different Local DNs. In this deployment scenario, the Edge Data Network is identified by DNAI, and local DN is identified by DNN and DNAI. 
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Figure 9.4-1: Option 4. Edge Data Network with multiple Local DNs

10.
Involved business relationships

Figure 10-1 illustrates the business relationship of the the edge computing service provider, the PLMN operator, the application service provider and the application user.
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Figure 10-1: Business relationships involved in edge computing

The end user is the consumer of the applications provided by the application service provider (ASP) and can have ASP service agreement with a single or multiple application service providers. The end user/UE has a PLMN subscription arrangement with the PLMN operator. The UE used by the end user is allowed to be registered on the PLMN operator network.

The application service provider consumes the edge services (e.g. infrastructure, platform) provided by the edge computing service provider and can have edge computing service provider service agreement with a single or multiple edge computing service providers.

The edge computing service provider can have PLMN operator service agreement with single or multiple PLMN operators which offer edge computing support.

The edge computing service provider and the PLMN operator can be part of the same organization, in which case the business relationship between the two is internal to a single organization.

11
Overall evaluation


11.1
General

The following clauses contain an overall evaluation of the solutions presented in this technical report, their applicability to the identified key issues and dependencies on other working groups which will need consideration. 

-
Clause 11.2 provides an evaluation of the application architecture for enabling edge applications, specified in clause  6; and

-
Clause  11.3 lists the key issues and their corresponding solution(s).

Editor's Note: the following clauses are based on version 0.3.0 of the TR and should be updated.

11.2
Architecture evaluation

The architecture specified in clause 6.2 describes the application architecture for enabling edge applications.

A summary of the architecture and key issues specified in this technical report are listed in table 11.2-1.

Table 11.2-1 Architecture evaluation

	Architecture solution
	Applicable key issues 

(clause reference)

	6
Application architecture for enabling edge applications
	Supports all key issues specified in clause 4


The architecture is compliant to all the architecture principles, listed in clause 5.1.1 and all the architectural requirements listed under clause 5.

11.3
Solution evaluations

All the key issues and solutions specified in this technical report are listed in table 11.3-1. It includes the mapping of the key issues (clause 4) to the solutions and corresponding solution evaluations. Also it lists the dependencies on other working groups that will need consideration during the Release 17 normative phase.

Table 11.3-1 Key issue and solution evaluation

	Key issues
	Solution
	Evaluation

(clause reference)
	Dependency on other working groups

	#1: Service provisioning and configuration
	#2: Provisioning of Edge Data Network configuration
	7.2.2
	FFS

	#2: Edge Data Network discovery and registration
	#3: Edge Data Network using LADN 
	7.3.2
	-

	
	#8: Registering Edge Enabler Client on Edge Enabler Server
	7.8.2
	-

	#3: Edge Application Server enablement on the Edge Hosting Environment
	FFS
	FFS
	FFS

	#4: Edge Application Server discovery
	#1: Edge Application Server Discovery
	7.1.2
	-

	#5: Capability Exposure to Edge Application Server
	#4: Location Reporting API
	7.4.2
	-

	
	#5: UE Identifier API
	7.5.2
	SA2, SA3

	
	10: Network capability exposure to edge applications using CAPIF
	7.10.2
	FFS

	#6: Edge Computing Service authorization
	#6: Service Authorization for Edge Computing service
	7.6.2
	SA2, SA3

	#7: Flexible deployment
	#2: Provisioning of Edge Data Network configuration
	7.2.2
	FFS

	
	#3: Edge Data Network using LADN 
	7.3.2
	FFS

	#8: Edge Data Network selection
	FFS
	FFS
	FFS

	#9: Preserving Service Continuity
	#9: Relocation of application context
	FFS
	FFS

	#10: Dynamic availability
	#7: Dynamic availability of Edge Application Servers
	7.7.2
	-

	#11: User consent/authorization for network capability exposure to Edge Application Servers
	-
	-
	SA3


12
Conclusions

This clause provides conclusion of the study.

Annex A: Analysis of edge computing standards

A.1
Edge computing support in 3GPP 5GS

A.1.1
Description

Support of Edge Computing in the 5G system is specified in clause 5.13 in 3GPP TS 23.501 [2]. The 5G Core Network selects a UPF close to the UE and performs the traffic steering via the UPF to the Local Data Network via an N6 interface. 

The following enablers are provided to support edge computing:

-
User plane (re)selection;

-
Local Routing and Traffic Steering via the use of uplink classifiers and multi-homed PDU sessions as described in 3GPP TS 23.501 [2] clause 5.6.4;

-
Session and service continuity to enable UE and application mobility, including support of user plane relocation for Session and Service Continuity mode 2 and mode 3 (clause 5.6.9 of 3GPP TS 23.501 [2]) and uplink classifier relocation (clause 4.3.5.7 of 3GPP TS 23.502 [7]);

-
An Application Function may influence UPF (re)selection and traffic routing via PCF or NEF;

-
Network capability exposure, including QoS network exposure (clause 7.2.8 of 3GPP TS 23.501 [2]);

-
QoS, including QoS notification control (clause 5.7.2.4 of 3GPP TS 23.501 [2]), and Charging; and 

-
Support of Local Area Data Network.

A.1.2
Analysis of terminologies

Editor's note:
The relationship between SA2 terminology and SA6 terminology is FFS.

A.2
Analysis of ETSI MEC

A.2.1
Introduction

Multi-access Edge Computing describes a MEC system that enables MEC applications to run efficiently and seamlessly in a multi-access network.

A.2.2
MEC framework and architecture

A.2.2.1
Reference architecture

ETSI GS MEC 003 [11] specifies a framework for Multi-access Edge Computing consisting of the following entities:

-
MEC host, including the following:

--
MEC platform;

--
MEC applications;

--
virtualization infrastructure;

-
MEC system level management;

-
MEC host level management;

-
external related entities, i.e. network level entities:

Based on the MEC framework, ETSI GS MEC 003 [11] also specifies a MEC system reference architecture.

There are three groups of reference points defined between the system entities:

-
Reference points regarding the MEC platform functionality (Mp);

-
Management reference points (Mm); and

-
Reference points connecting to external entities (Mx).

ETSI MEC has developed interface specifications (APIs) for reference points Mp1, Mm1, Mm3 and Mx2. In addition ETSI MEC has defined several MEC service APIs. These interface specifications are introduced in the following sections.

A.2.2.2
MEC application enablement

The application enablement API specified in ETSI GS MEC 011 [12] exposes MEC platform functionality to the MEC applications. The API is on Mp1 reference point. MEC application can query available services, subscribe to service availability notifications, activate and deactivate traffic rules (originally included in the application descriptor) and DNS rules, query available transports in the given MEC host.

A.2.2.3
MEC services

A MEC service is a service provided and consumed either by the MEC platform or a MEC application. When provided by an application, it can be registered in the list of services to the MEC platform over the Mp1 reference point. A MEC service is consumed through the corresponding MEC service API. Such service API exposes to the consumer application information or capability produced by the service producing application or the MEC platform.

A.2.2.4
Application lifecycle and package management

MEC application lifecycle management and application package management interfaces are specified in ETSI GS MEC 010-2 [13]. The APIs on Mm1 and Mm3 reference points support the on-boarding of the application package, querying already on-boarded application packages, disabling, enabling and deleting such packages, and, importantly, instantiation and termination of applications.

A.2.2.5
Device application interface

Device application interface is an API on Mx2 reference point. The API exposes a limited set of application lifecycle management related operations to an authorized external application. Such external application is referred to as a device application in ETSI MEC reference architecture. The operations currently supported by the device application interface API are query of applications available to the given device application, the ability to join an existing application that is either already up and running in the system or is instantiated for the device application, and the ability to request on-boarding and instantiation of a yet non-existing application package. The device application client is subscribed to app LCM related events as soon as the application context is created in the MEC system. The device application client can update the callback address for the notifications during the lifetime of the application context.

A.2.2.6
ETSI ISG MEC version of Edge Application Server registration

The features and functions enabled by MEC 010-2 and MEC 011 can address the open issue listed in Key Issue #3 related to registration of Edge Application Servers (similar to MEC Application in ETSI ISG MEC) on the Edge Enabler Server (similar to MEC Platform in ETSI ISG MEC). In this case it is assumed that the Edge Enabler Server is directly involved in Edge Application Server lifecycle management, including Edge Application Server registration. 

Other functional entities out of scope of SA6 are included in ETSI MEC’s procedure. These are;

The Operations Support System (OSS): refers to the OSS of an operator. In ETSI ISG MEC’s system it receives requests via ETSI’s Customer Facing Service Portal and from UE applications for instantiation or termination of applications, and decides on the granting of these requests. Granted requests are forwarded to the orchestrator for further processing.

The Orchestrator: it is responsible for 

•
on-boarding of application packages, including checking the integrity and authenticity of the packages, validating application rules and requirements and if necessary adjusting them to comply with operator policies, keeping a record of on-boarded packages, and preparing the virtualisation infrastructure manager(s) to handle the applications;

•
triggering application instantiation and termination;

•
triggering application relocation as needed when supported.

The Virtualised Infrastructure Manager (VIM). It allocates compute, storage and network resources, loads virtual machines or containers with the application images, and runs the VMs/containers and application instances.

Editor’s note: The mapping of entities between SA6 and ETSI ISG MEC is FFS.

The following figure represents the end-to-end flow for edge application instantiation in ETSI ISG MEC.


[image: image44]
Figure A.2.2.6-1: ETSI ISG MEC Edge Application instantiation flow

1)
The OSS sends an instantiate Edge Application Server request to the Orchestrator.

2)
The Orchestrator checks the application instance configuration data, and authorizes the request. In the case there are multiple Edge Data Networks available, the Orchestrator selects the most suitable Edge Enabler Server corresponding to the selected Edge Data Network, and sends an instantiate Edge Application Server request to the Edge Enabler Server.

3)
The Edge Enabler Server sends a resource allocation request to the Virtualisation Infrastructure Manager (VIM), with the requested resource including compute, storage, and network resources. The Edge Enabler Server will include Edge Application Server image information (e.g. a link to the image or an ID of the EAS image) in the request.

4)
The VIM allocates the resources according to the request of the Edge Enabler Server. If the EAS image is available, the VIM loads the virtual machine/container with the EAS image, and runs the VM/container and the EAS instance. The VIM sends resource allocation response to the Edge Enabler Server.

5)
The Edge Enabler Server updates Traffic Rules and/or DNS Rules if necessary.

6)
The Edge Enabler Server acknowledges the Edge Application Server registration to the Orchestrator

7)
The Orchestrator acknowledges the Edge Application Server registration to the OSS. 
A.2.3
Mapping of ETSI MEC and EDGEAPP architecture

Editor's Note:
The mapping of ETSI MEC and architecture of EDGEAPP is FFS.
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