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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The objective and scope of this TR is to study enhancements to 5GS that are required to fulfil Stage-1 service requirements in vertical domains defined in TS 22.261[2] and TS 22.CAV[xx]:
-
Enablers (e.g. time synchronization of packet delivery in each hop) to support Time Sensitive Networking, and industrial control use cases specified by Stage 1. 

-
Architecture enhancements required to support security requirements.

NOTE: Security aspects will be studied in cooperation with SA3.
-
Enhancements to the 5G system to support 5GLAN service.

-
Enhancements to service exposure via APIs for 3rd party use of functionalities e.g. for information regarding the geographic location of coverage area of type-a/type-b network; 

-
Enablers to support new KPIs (e.g. 5QI) to meet service requirements of vertical;

-
Support for type-b networks.

-
Support for UEs being registered in type-b network and a PLMN when the UE supports credentials required for type-b network and credentials required for a PLMN and is able to maintain both registrations independently.
-
Support for type-a networks and interworking, roaming between public and type-a networks;

-
Support for roaming, mobility and service continuity between PLMN and type-a networks (e.g. for mobility from type-a networks to PLMN) with direct interaction between type-a networks and PLMN.

NOTE:
While support for stand-alone operation of type-b and type-a networks and interworking between PLMN and type-a networks is one of the objectives of the study, there is no assumption that either are required in all deployment scenarios.

NOTE:
The objectives are subject to alignment with the corresponding normative work of TS 22.261[2] and TS22.CAV[xx] that is still ongoing in SA1.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.261: "Service requirements for next generation new services and markets".

[3]
3GPP TS 23.501: "System Architecture for the 5G System".

[4]
3GPP TS 23.502: "Procedures for the 5G System".

[5]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".

[6]
3GPP TR 22.804: "Study on Communication for Automation in Vertical domains (CAV)".

[7]
3GPP TR 22.821: "Feasibility Study on LAN Support in 5G".
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.
Type-a network: a 3GPP network that is not for public use and for which service continuity and roaming with a public PLMN is possible. 
Editor's note:
The relationship between type-a networks and PLMNs is FFS and will be clarified based on SA1 input.

NOTE:
According to TR 21.905 [1] PLMN is defined as "A telecommunications network providing mobile cellular services".
Type-b network: an isolated 3GPP network that does not interact with a public PLMN. 
Editor's note:
The type-a and type-b network definitions will be aligned with SA1.

5GLAN Group: a set of UEs using private communication for 5G LAN-type service.

5G LAN-type service: a service over the 5G system offering private communication using IP and/or non-IP type communications.

private communication: a communication between two or more UEs belonging to a restricted set of UEs.
Editor's note:
The definition of 5GLAN Group, 5G-LAN type service, and private communication may be updated to align SA WG1 specification and further enhanced for the architecture development work.
5GLAN one to one communication: communication between two UEs in a 5GLAN group.

5GLAN one to many communication: communication between one UE and many UEs in a 5GLAN group.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
Architecture Assumptions
Following are the architectural assumptions for this study item:

1)
This study is assumed to inherit the exposure framework as defined in Rel-15 for 5G System. It is also assumed that each Key issue identified for this study item determines the need for capabilities and events (as needed) that will be exposed.
5
Key Issues
Editor's note:
This clause will describe the key issues for the enhancement of Verticals and LAN Services in 5GS. 
5.1
Key Issue #1: Network discovery, selection and access control for type-a and type-b networks
5.1.1
General description
This key issue aims at studying network discovery, selection and access control for type-a and type-b networks. Solutions to this key issue are expected to address the following aspects:

-
Type-a and type-b network subscriptions
-
How is information identifying a type-a or type-b network provided to the UE for network discovery and selection?

-
Which criteria are used by the UE for automatic selection of type-a or type-b networks

-
How to support manual selection of type-a and type-b networks

-
How to prevent UEs not authorized for a given type-a or type-b network from attempting to automatically select and register in that type-a or type-b network?

How to enable the network to verify whether a UE is authorized to access a type-a or type-b network?

-
Which network entities perform access control for type-a and type-b networks?

-
Access barring aspects for type-a and type-b networks
-
Where access restrictions are configured (e.g. subscription or configuration)?

-
How to enable UEs to access type-b networks but prevent the same UEs from accessing public PLMNs?
-
How to prevent UEs not supporting type-a and type-b networks from attempting to access type-a and type-b networks?

-
How to prevent NG-RAN from handing over a UE to a type-a network if the UE is not permitted to access the type-a network?
5.2
Key Issue #2: Network Identification for type-a and type-b networks
5.2.1
General description

This key issue aims at studying network identification for type-a and type-b networks.

Solutions to this key issue are expected to address the following aspects:
-
What are the information elements included in the network identification and what is the granularity of each information, e.g. network operator identifier, type of the network, location information?

-
Whether and how to provide differentiation between type-a and type-b network in a network identification?

-
What are the assumption on the uniqueness of the network identification?

-
Whether and how is the network identification related to the UE identification.

5.3
Key issue #3: Enablers to support Time Sensitive Networking (TSN)
5.3.1
Key issue #3.1: System Enhancements to support Time Sensitive Networking (TSN)

5.3.1.1
Description

The objective of this Key Issue is to introduce support for Time Sensitive Networking in 5G System. With starting point in TR 22.804 [6] and TS 22.261 [2], further clarify reference scenarios (i.e. at the architectural level) for 5G System support for TSN, including functional as well as performance requirements related to TSN use-cases (e.g. user plane jitter versus synchronization requirements).

Editor's note:
definition for TSN is FFS.

The open issues for this key issue in order to support TSN are as follows:

-
What are the architecture assumptions and principles for supporting TSN in 5G System?

-
What are the necessary enhancements to QoS (e.g. new 5QI), policy framework to support TSN?

-
What are the necessary enhancements to 3GPP network to support scheduling requirements between UE(s) and application for wireless TSN deployment (e.g. coordination and synchronization of scheduling across multiple cells, multiple gNBs for multiple UE(s) etc.) in the 5G System for TSN support?

-
What are the impact on 5G System when TSN support is introduced due to mobility and determine to what extent TSN can be supported when there is mobility?

-
How and whether interworking and co-existence can be supported with existing TSN deployments should be identified?

-
It needs to be studied whether and how work done in other SDOs (e.g. IEEE, IETF) can be leveraged for support of TSN in 5G System e.g. scheduling of traffic (IEEE 802.1Qbv).

NOTE:
Items that are not specific to TSN are in the scope of FS_5G_URLLC. For instance, system enhancements to increase reliability (e.g. by potentially enabling support for IEEE 802.1CB) and to reduce handover related Jitter is in the scope of FS_5G_URLLC.
5.3.2
Key issue #3.2: Time synchronization aspect
5.3.2.1
Description

TR 22.821 [7] describes a use case for factory automation in clause 5.17 and corresponding performance requirement in clause 5.21.
Factory Automation applications have stringent requirements on latency, jitter and error rate. Among these requirements, time synchronization is the pre-condition to achieve deterministic packet delivery.

Besides that, time synchronization is also used for other use cases such as defined in TR 22.804 [6], clause 5.6.5, Smart Grid: synchronicity between the entities.
This key issue is to study:

-
How the 5G system achieves time synchronization for the devices connected to the 3GPP network, to meet the requirement defined by SA WG1.

-
How the 5G system achieves time synchronization between the devices connected to the 3GPP network and external time-sensitive network to meet the requirement defined by SA WG1.

5.4
Key Issue #4: Support of 5G LAN-type service

5.4.1
Key Issue #4.1: 5GLAN Group Management
5.4.1.1
Description

According to TR 22.821 [7], use cases are defined for 5G LAN-type service. For example, in the enterprise environment, equipment like smartphone, laptop may communicate with each other within a 5GLAN Group. The 5GLAN Group may be dynamically created by an operator or possibly requested by Application Function via service exposure.
Editor's note:
The architectural requirements requires further clarifications based on stage 1 normative requirements regarding to the definitions and relationship between 5GLAN Group and 5GLAN-type service including clarification of if the 5GLAN Group applies to the UEs or Users and whether group aspects are required on application level or/and 5G system level.

This key issue 4.1 is to study:

-
What is the system architecture and procedure supporting service exposure for creation and management of a 5GLAN Group?
-
How the 5G system create a 5GLAN Group for private communication;

-
How the 5G system identify a 5GLAN Group for private communication;

-
How the UE is added into a 5GLAN Group, e.g. based on the request from an Application Function, including the authentication and authorization of UE to join a 5GLAN Group;

-
How the 5G system remove a UE from a 5GLAN Group, e.g. based on the request from an Application Function;

-
How the 5G system remove a 5GLAN Group.
5.4.2
Key Issue #4.2: Service Discovery, Selection, and Restrictions
5.4.2.1
General description

The 5GLAN type services can span over wide area mobile network. This key issue aims at studying the mechanism in 5GS to enable the support for a UE to discover and select 5GLAN services and the mechanism for the 5GS to configure service restriction, e.g. based on location of a UE group membership, for a particular 5GLAN service.
The following open issues need to be studied:

-
How to identify a 5GLAN service?

-
Whether and how the 5GS network provide the required information to a UE and what the required information to support 5GLAN service discovery?

-
What is the procedure and criteria for a UE to perform 5GLAN service discovery and selection?

-
What is the granularity of 5GLAN service restriction, e.g. per UE, per 5GLAN group, per UE's location information, or other information and combination of such information?

-
How does the 5GS network configure and enforce service restriction for a UE from 5GLAN?

-
Whether and how does the 5GS network enforce respective service restrictions on a UE using multiple 5GLAN services without conflicts?

5.5
Key Issue #5: Support of 5GLAN communication
5.5.1
Description

TR 22.821 [7] describes use cases and potential requirements for 5GLAN service, TS 22.261 [2] describes normative requirements to support the Ethernet transport services of 5GLAN.
This key issue aims to provide solutions to support efficient 5GLAN communication, including IP-type 5GLAN communication and Ethernet-type 5GLAN communication, between two or more UEs within a 5GLAN group.

The following points should be studied:

-
How to authorize a UE for 5GLAN communication.
-
How to support service exposure function for AF managing 5GLAN communications.
-
How to support the one to one or one to many data communication for 5GLAN communication service within a single 5GLAN group, the procedure to establish, modify, and release the one to one and one to many 5GLAN communication.
-
How to know the UE reachability status for 5GLAN communication.
-
How to keep the service continuity for 5GLAN communication due to UE mobility within the same PLMN.
-
How to address the UE within the 5GLAN group for 5GLAN communication.
-
How to ensure isolation of 5GLAN communication between 5GLAN groups.

-
How to secure the 5GLAN one to one and one to many communication.
Specifically, for Ethernet-type 5GLAN communication, following aspects are for study:

-
How to support the Ethernet transport service of the 5GLAN group over wide area mobile network.
-
How to route the Ethernet frames efficiently between UEs within a 5GLAN group.
6
Solutions
6.1
Solution #1: Identification, selection and access control for type-a and type-b networks
6.1.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for type-a and type-b networks") and key issue #2 ("Network Identification for type-a and type-b networks"). The solution is based on the following principles:
-
A type-a network is uniquely identified by the combination of a PLMN ID and a type-a network ID (TA-NID).

-
The UE is assumed to be configured with one or multiple tuples consisting of PLMN ID and TA-NID corresponding to the type-a networks the UE is authorized to register with.

-
NG-RAN nodes supporting access to type-a networks broadcast one or more tuples consisting of PLMN ID and TA-NID to indicate to UEs the type-a networks they support.

-
A type-b network is identified by a type-b network ID (TB-NID). In a given region, TB-NIDs may be centrally managed and assigned (and hence considered unique in that region) or assigned by individual type-b network operators, i.e. unmanaged and hence not unique. Both allocation strategies may exist in the same region.

-
The UE is assumed to be configured with the TB-NIDs corresponding to the type-b networks the UE is authorized to register with.

-
NG-RAN nodes supporting access to type-b networks broadcast one or more TB-NIDs to indicate to UEs the type-b networks they support.

-
A UE shall only automatically select and attempt to register with type-a and type-b networks the UE is authorized and configured for.
6.1.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.1.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.1.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions.
8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
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