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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
Void
1
Scope

This document studies enhancements to the IMS architecture and stage 2 procedures in order to support the requirements defined by SA1 as part of eWebRTCi (Enhancements to WEBRTC interoperability).

The output of this work will not require changes to existing WebRTC enabled web browsers.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

WTPF
WebRTC Third Party Function
4
Assumptions and architectural requirements

Editor’s Note: This section contains Assumptions and Architectural requirements that are valid for all features studied as part of this TR

Editor’s Note: Based on the split of the document into different features for study, whether this section is really needed may be revisited later in the TR work.

-  Minimize the impacts to IMS core.
5
WebRTC support of IMS subscriptions corresponding to users managed by third parties
5.0
General description
Editor’s Note: section 5 is related with SA1 requirements where “The subscription corresponds to a class of users supported by the WebRTC environment (e.g., enterprise associates) rather than a single end user”.
This scenario is IMS subscription corresponding to the third party managed users. (e.g. corporate users or the users of a web service such as a game). The possible characteristics of this scenario are: 

· The number of the third party managed users may scale from a small number to huge number.
· Public User Id(s) for the third party managed user which may contain a part whose definition is left for a 3rd party (Corporate / Web service).This supports flexibility for the 3rd party to manage their services and users.
· A unique P/S-CSCF to support all the users from the same third party may not be feasible because of the huge number of users.
5.1
Architectural requirements

The architecture shall fulfil the following requirements:
· Support scalability from small number of Public User Id(s) to huge number of Public User Id(s) which are managed by the third party.
5.2
Solutions

5.2.1 
Solution 1: Single HSS subscription for an unbounded number of users

NOTE: In this section, the words IMPU and Public User Id are synonyms.

5.2.1.1
Principles

The solution is based on following principles

1
The operator and a 3rd party can agree on a subscription where the 3rd party may be granted a wildcard IMPU and be responsible of allocating individual IMPU within the scope of the wildcard IMPU. 

a. The number of users of the 3rd party (service on WWW, corporate,…) may be unbounded

2 There is one HSS record for a (set of) wildcard IMPU of the 3rd party that share the same IMS services.  
NOTE 1:
For example such wildcard IMPU may be defined as !.*!@my-game.www.operator.com or !.*!.my-game@www.operator.com where “my-game” is responsible of allocating individual IMPU within that scope. Nevertheless all the capabilities currently allowed for wildcarding e.g. defining a set of URIs via a full regular expression is allowed.
3
Terminating calls to individual IMPU are supported.

4
When an end-user is allocated an individual IMPU within the scope of a wildcard IMPU, an IMS registration of this individual IMPU takes place (including the allocation of the S-CSCF for this individual IMPU and the retrieval of user subscription from the HSS). The 3rd party is responsible of (where needed) authenticating the end-user and of allocating individual IMPU within the scope of the wildcard IMPU

a. The registration mechanisms described in 23.228 Annex U.2.1.4
“WIC registration of individual Public User Identity from a pool of Public User Identities” support the corresponding procedures but need to be updated with regard to the mapping between S-CSCF and individual IMPU.

b. A binding is made for an individual IMPU on the eP-CSCF. The eP-CSCF is referenced (via Service-Route header data) from the registry on the S-CSCF for the individual IMPU (The entity that is registered and identified on the eP-CSCF and on the S-CSCF is not the wildcard but the individual IMPU)

5
But there is no storage of the S-CSCF serving an individual IMPU in the HSS as there is no individual record in HSS for each individual IMPU / end-user that uses the service of the 3rd party.

-
an assigned S-CSCF is not stored in the HSS for the wildcard IMPU itself allowing I-CSCF to continue selecting S-CSCF among the pool of S-CSCF for each individual IMPU that is registers. From the HSS perspective the wildcard IMPU remains at the UN-REGISTERED state.

6
(in order to support incoming sessions) The relationship between individual IMPU and S-CSCF is stored in another DB (reachable via LDAP): the WUDB (“WWW users DB”)

7
I-CSCF are modified to consider the IMPU belonging to the domain associated with WWW users (e.g. *.*.www@operator.com) as some kind of PSI: for any incoming request, they look up the WUDB (instead of issuing a LIR to the HSS).

Editor’s Note: It is FFS whether all the wildcarded IMPU of a single HSS subscription correspond to a single IMPI or to multiple IMPI.

5.2.1.2
Architecture

Editor’s Note: Further work is required on this section.
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The architecture correspond to the architecture of Rel12 23.228 Annex U augmented with the addition of: 
WUDB
WWW users DB: Database storing the relationship between an individual IMPU and the S-CSCF serving that IMPU; 
W6
Interface between the S-CSCF and the WUDB: the S-CSCF stores / removes in WUDB the association between an individual IMPU and the S-CSCF serving that IMPU; 
W7
Interface between the I-CSCF and the WUDB: the I-CSCF reads in WUDB the association between an individual IMPU and the S-CSCF serving that IMPU.
5.2.1.3
Flows

5.2.1.3.1
Flows related with the registration

5.2.1.3.1.1
Registration information flow – User not registered
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Figure 5.2.1.3.1.1: Registration – User not registered

1.
Per existing procedures of Annex U of 23.228 sub-clause U.2.1.4.
2.
Per existing procedures of Annex U of 23.228 sub-clause U.2.1.4.
3.
The I-CSCF determines that the target Public User Identity belongs to the set of identities for which the S-CSCF is not stored in the HSS but in the WUDB. This determination may use the detection of the Public User Identity range. It looks up the WUDB for the S-CSCF name (WUDB Get (Public User Identity)). 

4.
As the UE is not registered, the WUDB issues a rejection code and the I‑CSCF shall send a Cx-Select-Pull Request to the HSS (Public User Identity, Private User Identity, P‑CSCF network identifier) per existing procedures of 23.228 (sub-clause 5.2.2.3, step 3). 
Cx-Select-Pull Response is sent from the HSS to the I‑CSCF per existing procedures of 23.228 (sub-clause 5.2.2.3, step 4). 
5.
(per existing procedures of 23.228, sub-clause 5.2.2.3, step 5) The I‑CSCF shall determine the address of a candidate S‑CSCF and forward the registration Request to that S-CSCF.

6.
The S‑CSCF shall send Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS. No Cx-Put is requested from the HSS. 
The HSS shall NOT store the S‑CSCF name for that user (No Cx-Put) and shall return the Cx-Pull Response (user information) to the S‑CSCF. The user information passed from the HSS to the S‑CSCF is as described in 23.228 (sub-clause 5.2.2.3, step 7.

7.
The S‑CSCF shall send WUDB-Put (Public User Identity, S‑CSCF name) to the WUDB. The WUDB stores the association in its DB and removes any previous association.

8.
Based on the filter criteria, the S‑CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate.
9.
The S‑CSCF shall return the 200 OK information flow (home network contact information, a GRUU set) to the I‑CSCF.

10.
The I‑CSCF shall send information flow 200 OK (home network contact information, a GRUU set) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a GRUU set) to the UE. The P‑CSCF may subscribe at the PCRF to notifications of the status of the IMS Signalling connectivity (see TS 23.203 [54] for more details).


If the S-CSCF receives the priority information of the MPS subscribed-UE as a part of user profile from the HSS, the S-CSCF provides the priority information to the P-CSCF and the P-CSCF stores this information for the MPS-subscribed UE.

Editor’s Note: Further flows are FFS.
5.2.1.3.2
Flows related with the session set-up, modification and release

Editor’s Note: FFS.
The flows related with session set-up, modification and release are not modified apart from the flows related with the handling an incoming session by an I-CSCF.

5.2.1.4
Impacts

Editor’s Note: FFS.
The solution implies: 
· The addition of a new functional entity the WUDB (“WWW users DB”) that stores the association between an individual IMPU and the S-CSCF that currently serves this individual IMPU.
· The modification of the S-CSCF in order not to (de)associate their identity with the just (de)registered IMPU in the HSS  but in the WUDB.
· I-CSCF to look up for the S-CSCF associated with an individual IMPU in the WUDB and not in the HSS.
5.3
Evaluation

5.4
Conclusion

 
6
Third-party realization of communication services
6.0
General description
Editor’s Note: section 6 is related with SA1 requirements for “third-party realization of communication services (e.g., enterprise) either instead or in addition to those provided by the IMS operator”. It studies the case where terminals use WebRTC based communication means and are first served by a Third party entity (e.g. PBX) that provides some communications services but also interfaces with an IMS network for other communication services. 
6.1
Architectural requirements
Editor’s Note: When the registrar for the individual IMPU(s) related with the Third part lies in the operator domain, the solution to support Third-party realization of communication services (e.g., enterprise) depends on the solution chosen in clause 5 of this TR.

When the registrar for the individual IMPU(s) related with the Third part lies in the Third party domain:

· When the communication services are provided by the 3rd party instead of those provided by the IMS operator, the business trunking architecture is assumed and the usage of WebRTC between devices and the 3rd party is out of scope of 3GPP.
· When some communication services are provided by the 3rd party (e.g., called party number transformation, call diversion, simultaneous ringing within a call center) and the WebRTC Third Party Function (WTPF) handles both user and control plane, the business trunking architecture is assumed and the usage of WebRTC between devices and the 3rd party is out of scope of 3GPP.
6.2
Solutions

6.2.1
Solution x: WTPF interworking with IMS 

6.2.1.1
Overview

Editor’s Note: This description of this solution requires much enhancements.

This solution addresses the case where: 
· A WebRTC Third Party Function (WTPF) interfaces the WebRTC Client and provides 3rd party services (e.g., called party number transformation, call diversion, simultaneous ringing within a call center) not implying user plane handling.
· the registrar for the individual IMPU(s) related with the Third party lies in the Third party domain. Thus the WUDB defined in solution x of section 5 does not apply.

This solution relies on a mix of the business trunking architecture and of architecture defined 23.228 Annex U as part of 3GPP R12 in order to support WebRTC based UE.

· The user plane flows from the 3rd party follow W3 specifications and are handled in the network by an eIMS-AGW (as defined in R12 23.228 Annex U).
· The W8 interface between the WTPF and the IMS network is based on an evolution of Gm. The Gm evolutions include the capability to control media transport per W3 specifications. 

Editor’s Notes: Further clarifications are needed to clarify these Gm evolutions.
· The solution reuses the evolution of Iq defined in Rel12 to control media transport per W3 specifications.

· This support of W8 requires also an evolution of the P-CSCF.

· The WTPF is responsible of authenticating the WIC (e.g. using procedures similar to those described in 23.228 subclause U.2.1.4) and the WTPF appears as a PBX that interfaces the IMS with a Gm like interface that has been modified for the SDP  to control media transport per W3 specifications.
· It is assumed that the WTPF is trusted by the operator (as the WTFP provides signalling that contains the identity of the user ). Whether the WTPF actually belongs to the IMS operator or to the Third party depends on business agreements with the Third Party. 

· W9 has a similar role to the role of W5.
· W10 has a similar role to the role of W4.

[image: image5.emf]WWSF

WTPF

W8

W

1

W2

W

9

UE

WIC

I/S-CSCF

eIMS-

AGW

I

q

+

Mw

P-

CSCF*

P

C

E

F

H/V-PCRF

G

x

R

x

N

A

T

I

P

-

C

A

N

W1a

W3

WAF

W10


Figure 6.2.x.1: Solution architecture and reference model

Editor's Note: It is FFS whether the Functional Entity shown as P-CSCF* is a Rel-13 evolution of the P-CSCF or a functional entity distinct to the P-CSCF, and whether the reference point shown as W8 needs to be defined as such instead of enhancing Gm.

As with business trunking, 2 cases may be supported by this architecture: 

· Registration mode.
· Static mode.
6.3
Evaluation
Editor’s Note: FFS.
6.4
Conclusion
Editor’s Note: FFS.
7
Interworking of Rel-12 or earlier IMS services with WebRTC
Editor’s Note: The first action to be carried out is to determine whether SA2 work is needed in this area.
7.0
General description
Editor’s Note: section 7 is related with SA1 requirements for “Address any gaps identified to ensure interworking of Rel-12 or earlier IMS services (e.g., Telepresence, presence) with webRTC”.
7.1
Architectural requirements
7.2
Solutions
7.3
Evaluation

7.4
Conclusion
8
Architectural aspects for minimizing the need for bearer level protocol conversion
Editor’s Note: The first action to be carried out is to determine whether SA2 work is needed in this area.
8.0
General description

Editor’s Note: section 8 is related with SA1 requirements for “Minimize the need for bearer level protocol conversion when supporting WebRTC media capabilities between WebRTC IMS clients without the need to convert to/from IMS protocols”.
8.1
Architectural requirements

8.2
Solutions
8.3
Evaluation

8.4
Conclusion
9
Architectural aspects to support for end to end WebRTC security

Editor’s Note: The first action to be carried out is to determine whether SA2 work is needed in this area.
9.0
General description

Editor’s Note: section 9 is related with SA1 requirements for “Support for end to end WebRTC security, subject to regulatory constraints, that avoids conversion between WebRTC and IMS security protocols”.
9.1
Architectural requirements

9.2
Solutions
9.3
Evaluation

9.4
Conclusion
10
Conclusion
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