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Abstract of document:

TR 23.700-99 is a technical report capturing the study on  application architecture aspects solutions and enhancements to SEAL for enabling network slice capability exposure.

The study identifies the architectural requirements and application architecture to support the network slice capability exposure. 12 Key issues, 9 related solutions, and 2 corresponding evaluations to ensure efficient network slice capability exposure has been captured, topics cover: network slice capability management enhancements, application layer exposed network slice lifecycle management, discovery & registration aspects for management service exposure, network slice fault management capability, communication service management exposure, application layer QoS verification capability enablement,  network slice related performance and analytics exposure, support for requirements translation, support for trust enablement, support for managing trusted third-party owned application(s), dynamic slice SLA alignment, network slice capability exposure in the edge data network.

Work in progress to provide solutions and evaluations for the open key issues, and to provide conclusions for the normative work.
Changes since last presentation to SA Meeting:

First presentation of TR 23.700-99 to SA.

Outstanding Issues:

None
Contentious Issues:

None
