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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

In the present document, certain modal verbs have the following meanings:

shall
indicates a mandatory requirement to do something

shall not
indicates an interdiction (prohibition) to do something

NOTE 1:
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.

NOTE 2:
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.

should
indicates a recommendation to do something

should not
indicates a recommendation not to do something

may
indicates permission to do something

need not
indicates permission not to do something

NOTE 3:
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.

can
indicates that something is possible

cannot
indicates that something is impossible

NOTE 4:
The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need not".

will
indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

will not
indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

might
indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

might not
indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

In addition:

is
(or any other verb in the indicative mood) indicates a statement of fact

is not
(or any other negative verb in the indicative mood) indicates a statement of fact

NOTE 5:
The constructions "is" and "is not" do not indicate requirements.

1
Scope
The purpose of this Technical Report is to study enhancements for analytics and NWDAF for the following objectives:

-
Remaining key issues from Release 16: UE driven analytics; How to ensure that slice SLA is guaranteed; Which data from UPF can be used by NWDAF (e.g. applications, other user data characteristics);

-
NWDAF architecture enhancements: Multiple NWDAF Instances in one PLMN including hierarchies, roles and inter-NWDAF instance cooperation;

-
NWDAF features enhancement: Enabling real-time or near real-time NWDAF communication, including mechanism for data collection; Service MOS based NWDAF-Assisted UP Optimization; Minimization of the load generated by NWDAF data collection;

-
New Use Cases/key issues: Interaction between NWDAF and AI Model & Training Service owned by the operator;

2
References
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-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
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-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[5]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services; Stage 2".

[6]
ITU‑T Recommendation P.1203.3: "Parametric bitstream-based quality assessment of progressive download and adaptive audiovisual streaming services over reliable transport - Quality integration module".

[7]
3GPP TS 38.331: "NR; Radio Resource Control (RRC) protocol specification".

[8]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
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3GPP TS 38.215: "NR; Physical layer measurements".
3
Definitions of terms and abbreviations

3.1
Terms

For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

4
Architectural Assumptions
The architecture and framework as specified in TS 23.288 [5], TS 23.501 [2], TS 23.502 [3] and TS 23.503 [4] are regarded as the baseline for the present study.

Solutions shall build on the 5G System architectural principles as in TS 23.501 [2], including flexibility and modularity for newly introduced functionalities.

5
Use Cases and Key Issues

5.1
Use Cases
5.1.1
Use Case #1: NWDAF-assisted RAT/frequency selection
5.1.1.1
Description
Many operators are about to perform frequency reframing and deploy NR with high and low frequency.

The RFSP mechanism is supported in the current specification. It can be beneficial to leverage NWDAF to perform/provide the big data analytics in order to help the PCF to derive suitable RAT/frequency selection policy (e.g. RFSP). Based on UEs behaviour/Service analytics data provided by NWDAF, there are two corresponding scenarios we need to consider:

-
Scenario 1: enable inter-RAT selection from NR (i.e. gNB) to E-UTRAN (i.e. eNB connected to EPC).
-
Scenario 2: enable frequency selection from NR with high frequency to NR with low frequency.
In scenario 1, e.g. enable inter-RAT selection from NR to E-UTRAN if some UEs/users are always inactive or use low value services (e.g. P-to-P download) at some time or somewhere, in order to guarantee other UEs/users' QoE. On the contrast, e.g. maintain on current NR RAT for the UEs/users who use services with higher requirements on low latency and wide bandwidth (e.g. VR, AR). In this scenario, the service MOS is a key point, which could be taken into consideration in further study.

In scenario 2, e.g. enable frequency selection from NR with high frequency to NR with low frequency if some UEs/users want to camp on NR but use the services without extreme wide bandwidth requirements. While the UEs/users using services with higher requirements on wide bandwidth will be maintained on NR with high frequency to guarantee their QoE.

5.1.2
Use Case #2: NWDAF supporting detection of anomaly events and helping in analysing its cause

5.1.2.1
Description

In Rel-16, NWDAF can provide abnormal UE behaviour analytics, as specified in TS 23.288 [5] clause 6.7.5. One area where NWDAF could help is in detecting abnormal behaviour in general, not only related to the UE. With the capability to collect different types of data already in Rel-16, the NWDAF could provide anomaly type of alerts to other network functions together with additional information on the possible cause for the anomaly, thus allowing for 5G service automation, or allowing for troubleshooting in general.

Some examples of anomaly events and information provided could be:

-
Congested cells analysis and a list of heavy users on the congested cells;

-
Signalling events anomaly per device type, per OS, per applications;

-
Signalling congestion events per network function.

Such anomaly events information could be provided to some network functions so that they could take proper action, e.g. to PCF to derive different policies, to AMF to apply different signalling parameters, etc.

5.1.3
Use Case #3: NWDAF support for dispersion analytics

5.1.3.1
Description
In Rel-16, NWDAF can provide UE mobility statistics or prediction as specified in TS 23.288 [5] clause 6.7.2. However, mobility information is not sufficient to determine hot spots areas that may require additional operator attention.

Data dispersion indices go beyond counting or knowing all visited touchpoints to focus only on locations where a UE or group of UEs have dispersed a significant amount of data, significant amount of signalling, sustained significant amount of call drops and significant amount of transaction failures. Same applies to network slice touchpoints. A data dispersion index counts the locations on which a subscriber or group of subscribers have dispersed their bulk of data volume while a voice dispersion index counts the locations where the subscribers or group of subscribers have spent most of their talk time. Other dispersion indices similarly measure the locality of control plane transactions. These indices reveal the cardinality of locations where dispersion of different measures occurred and point to the identity of these camping locations which when aggregated across UEs, quickly reveal hot spot locations.

In contrast to fixed IoT devices, UEs not designated as fixed devices may nevertheless tend to disperse most (not all) of their data in the same location (i.e. cell or an area). Such behaviour of camping UEs create hot spots that may need different operator awareness. In particular, data dispersion indices can help determine hot spot data location and the optimal desired location of edge computing resources for a UE or a group of UEs. It can also exploit the locality information and assist in positioning UPFs in key locations that optimize the User Plan routing (WT #12) and reduce latency.

Obtaining a UE or UE group dispersion indices is not necessarily UE centric measure and can be used as a network centric measure. A UE, or group of UEs mobility profile may indicate N visited locations but in reality, only M << N locations account for the bulk of the dispersed data. With this kind of network centric information, attention for data optimization effort can be directed at the discovered hot spot locations in addition to the operator defined hot spots and/or area of interest.

The various dispersion indices enable NWDAF to assist core elements to take proper action. Examples:

-
When a data hot spot is detected at a particular area, Registration Area or a cell, the NWDAF can assist the PCF to reduce the bandwidth or QoS attributes assigned to the campers that created the hot spot through their excessive data usage.

-
When transaction storm is detected in a particular area, Registration Area or a cell, the NWDAF can assist the AMF to prevent additional access to the detected high transactions hot spots.

-
When a network slice is detected as loaded by campers, or subjected to signalling storm, the NWDAF can assist the NSSF to select alternative network slice instance when additional campers attempt to use the loaded slice.

-
Assist the steering of UP traffic to UPF(s) that better serve hot spot location and the placement of edge computing at the same local.

NOTE:
In this use case, hot spots are dynamically discovered through dispersion analytics. However, a hot spot may be operator defined as well though the dispersion indices still provide insights into the mobility behaviour of users at the hot spot location. Indices could also be specifically measured per selected touchpoints or defined areas of interest.
5.1.4
Use Case #4: Analytics Assisted Smart City Applications
5.1.4.1
Description

Smart city applications may benefit from collecting analytics.

In the case of smart transportation system, the network data from 5G NFs, and the service data from AFs, e.g. Transportation Application and even the Application Functions (e.g. Ride Sharing Applications) are collected to provide analytics related to pedestrian or vehicle movement patterns and traffic information (e.g. vehicle queue length). By using the data analytics, the Transportation Application Platform can perform final decision-making and execution to alleviate urban traffic congestion.
Editor's note:
Further description of other smart city application and the requirements will be provided in future meeting.
5.1.5
Use Case #5: NWDAF supporting the detection of cyber-attacks
5.1.5.1
Description

Cyber-attacks can be efficiently detected by monitoring events and data packets in the UE and in the network with the support of NWDAF and machine-learning algorithms.

The UE and NWDAF collaborate with each other to detect the attacks that may occur in UE, RAN or Core Network.
NOTE:
Relevant parameters to be collected from UEs should be provided by SA WG3.
Attack detection alerts could be provided to OAM and 5GC NFs that have subscribed to them so that they could take proper action.

5.1.6
Use Case #6: Supporting edge computing
5.1.6.1
Description

Edge computing can improve the quality and experience of services by allowing huge data volume with low latency and high efficiency. To support edge computing, 5GS introduced several enabling features for edge computing is introduced such as AF influence traffic routing, Local Area DN (LADN), Uplink Classifier (UL CL)/Branching point, and etc. During the rel-16 eNA study, a use case for edge computing has been studied under named "Use Case 7: NWDAF assisting 5G edge computing". Based on the use case, a key issue has derived to support the decision of SMF and PCF for UP path selection, under key issue was Key Issue 6: NWDAF assisting traffic routing. However, the analytic information had focused on only internal UP path configuration by SMF.

To enhance both edge computing and 5GS operations, NWADF can assist decisions and operations by providing network and service data analytics in advance. The benefits of this use case is to consider the followings; 1) User and service mobility, 2) service/application characteristics such as QoS/QoE, 3) optimal UP path, 4) various edge computing deployment scenario, and more. In order to support edge computing operations efficiently, 5GS could be evolved to support mobility management considering both UE and resource mobility /availability, traffic steering such as UPF selection considering DNAI characteristics, UP path change and optimization such as SMF's path allocation decision and SSC mode selection, and etc. Consequently, it can improve the quality of services of edge computing hosted.

5.1.7
Use Case #7: Real-time data collection and analytics delivery by NWDAF

5.1.7.1
Description
In Release 16, an NWDAF is defined to provide a consumer NF with analytics that assist control decisions at the consumer NF. The NWDAF collects input data by subscribing to event-based or timer-based notifications from the source NFs and/or the OAM. The NWDAF produces analytics outputs based on the collected inputs, and delivers these outputs to a designated consumer NF. In some cases, e.g. if an immediate reaction is required against dynamic change of the network status, the timely delivery of the analytics outputs will be crucial to make the analytics outputs useful at the consumer NF. That is, if an analytics output is provided to the consumer NF after the consumer NF already took some decision/reaction or the network status shifted again, it will not be useful for the consumer NF.

It should also be noted that for the timely delivery of the analytics outputs, the input data collection and analytics output generation need to be done in a specified time limit. This introduces a requirement for real-time or near real-time communication between source NF(s), NWDAF and consumer NFs for data collection, analytics generation and analytics delivery. That is, the eNA system should be able to perform whole operations of receiving data, processing them and returning results, sufficiently quickly to affect the environment at the time.

NOTE:
The time constraint or deadline for data collection and analytics delivery may be different per analytics or specific use case.
Some examples for the use case may include the followings:

-
Network performance monitoring if network congestion level crosses a threshold,

-
Anomaly analysis and report on detecting UE's malfunctions or hacking, etc.

NWDAF may improve network performance in these scenarios by supporting real-time or near real-time data collection and analytics delivery.
5.2
Key Issues
5.2.1
Key Issue #1: Logical decomposition of NWDAF and possible interactions between logical functions
5.2.1.1
Description
Rel-16 introduced possibility of networks implementing multiple NWDAF instances for different Analytics IDs. NWDAF currently is considered to be a monolithic entity and each NWDAF instance may need to reflect such monolithic architecture consisting of all of the logical functions. The NWDAF NF provides the following functionality according to TS 23.501 [2].

-
Support data collection from NFs and AFs;

-
Support data collection from OAM;

-
NWDAF service registration and metadata exposure to NFs/AFs;

-
Support analytics information provisioning to NFs, AF.

The proposal as per this Key Issue is to:

-
Study whether NWDAF functional split is required, and identify the NWDAF functionality in TS 23.288 [5] and TS 23.501 [2] that can be separated or placed in a different NF/NF Service.

-
If the split is required, study how to split the NWDAF functionalities.
-
Study whether standard based services need to be defined as a result of splitting NWDAF functionality.

-
Study how to provide a complete analytics service from the decomposed set of NF/NF Services.
5.2.1.2
Requirements
NOTE:
Logical decomposition of NWDAF does not prevent collocating of some of the decomposed components with 5GC NF(s) to facilitate the network deployment.
5.2.2
Key Issue #2: Multiple NWDAF instances

5.2.2.1
Description

As outlined in Rel-16, a single instance or multiple instances of NWDAF may be deployed in a Public land mobile network (PLMN). In case multiple NWDAF instances are deployed, the architecture supports deploying the NWDAF as a central NF, as a collection of distributed NFs, or as a combination of both.

When multiple NWDAFs exist, not all of them need to be able to provide the same type of analytics results.

However, no specific requirement has been defined regarding how different NWDAFs could cooperate, i.e. in Rel-16 each NWDAF acts independently from the other NWDAFs.

Some of the NWDAFs in one network may be providing the same type of analytics, and so may help each other for e.g. specific analytics for specific target UEs or specific analytics for specific area of interest.

Although some of these NWDAFs may be providing different type of analytics, they may still be able to help each other if e.g. analytics are somehow related: one example is for expected UE behavioural parameters related network data analytics, which have a tight relation with UE mobility analytics and UE communication analytics. As another example, in order to build abnormal behaviour related network data analytics, the NWDAF would need to collect similar type of data than the data needed to build analytics for UE mobility pattern and for UE communication pattern. Investigating how NWDAFs could cooperate is needed to ensure efficiency of analytics service in a network.

In order to support multiple NWDAFs, the following needs to be considered:

-
Study scenarios where deployment of multiple NWDAFs (or NWDAF instances) is beneficial.

-
Study whether there is a need for architectural and functional changes for the support of multiple NWDAF Instances in one PLMN, including hierarchies, roles and inter-NWDAF instance cooperation.

-
Do the current analytics types, input/output data analytics and / or procedures covered by eNA (Rel-16) require any enhancements/extensions?

-
Study whether data collection and/or analytics generation can be enhanced in multiple NWDAFs case, e.g. whether NWDAFs can cooperate with each other. If yes, study how to achieve a specific data collection and/or analytics generation target (e.g. for specific target UEs or specific area of interest) with multiple NWDAFs.
-
Study any interactions between multiple NWDAFs across multiple slices and how they can be optimized to avoid unnecessary signalling.

5.2.2.2
Requirements

The network shall be able to deploy NWDAF as single or multiple instances.

The network architecture shall support deploying NWDAF as a central NF, as a collection of distributed NFs or as combination of both.

Each NWDAF instance can support certain types of analytics, identified by analytics ID.

The NRF stores NWDAF profile per NWDAF instance.
Other NFs may query the NRF (to discover a NWDAF instance supporting certain types of analytics) via including the analytics ID(s) as specified above.

5.2.3
Key Issue #3: Mapping of NWDAF use cases to NFs and identify actions that could be taken based on NWDAF analytics and predictions

5.2.3.1
Description

NOTE:
No work will be progressed on this key issue for Rel-17.

Rel-16 specifies a number of use cases that can be supported by NWDAF. In the description of these use cases a generic consumer of the use case is assumed. While from NWDAF perspective this is appropriate, actions that the consumers could take based on analytics and predictions may not have been specified in Stage 2 specifications.

With analytics output in the form of statistics or prediction data, the behaviour at the consumer NF may be different per NF implementation. The parameters for each analytics output from the NWDAF is defined in the standard, but its interpretation and application at the consumer NF is not specified. Therefore, a consumer NF may have different interpretation of the received statistics which results in different behaviour in the associated usage scenario.

This is especially important for 5G Core Network Functions in order to achieve consistency and interoperability. Analysis of existing NWDAF use cases from 5G Core Network Function perspective will help in ensuring applicability of the use case and validation of inputs and outputs for the use case.

Hence, the proposal as per this Key Issue is to:

-
Study whether triggers at the NF for requesting analytics needs to be defined.

-
Study whether there is need to further define NF usage of statistics and predictions, provided by NWDAF.

-
Identify whether any further functional enhancement or exchange of additional parameters are required for NF interaction with NWDAF.

5.2.3.2
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.4
Key Issue #4: Remaining aspects on how to ensure that slice SLA is guaranteed

5.2.4.1
Description

There is a need to define a solution to ensure that the SLA on Service Experience provided by the MNO can be guaranteed at any time. This includes ensuring that UEs can register in a Network Slice Instance under the condition that the SLA on Service Experience negotiated between the MNO and the ASP is guaranteed. The SLA includes the following "Percentage of UEs that access an Application that report Service Experience between 4-5 should be at least X".
In order to enable measurements of the above described SLA, TS 23.288 [5] defines Analytics ID on Observed Service Experience, with different granularities, including e.g. per Application or list of Applications or for all the traffic running within a certain slice, identified by a S-NSSAI. This Analytics ID provides the Observed Service Experience at a particular point in time, including a time in the future. The consumer of this Analytics ID is in this context OAM according to the Rel-16 TS. In Rel-17, it will be studied whether other consumers of this Analytics ID are possible.

In addition, SA WG5 WID on Closed loop SLS Assurance (SP-190781), covers in its objectives how to specify a closed loop assurance solution that helps an operator to continuously deliver the expected level of communication service quality.

For this study, it is assumed that NFs are configured with the maximum number of UEs registered per Network Slice according to the OAM SLA assurance.

Solutions to this key issue are expected to address the following aspect:

-
How to leverage NWDAF analytics to monitor the number of UEs registered in the Network Slice and their Observed Service Experience. In addition to OAM performing SLA assurance, whether/which 5GC NFs can take actions based on NWDAF slice QoE analytics to prevent further service experience degradation in the Network Slice.

NOTE 1:
This work will need to be coordinated with SA WG5 work on closed loop SLS Assurance WI.

NOTE 2:
When required, this work will consider the results of the ongoing study of eNS_Phase2.

NOTE 3:
Solutions should take into account RAN3 feedback in S2-1903068: solutions described in Rel-16 to provide additional mechanisms to allow 5GC to influence RRM policies configured at the RAN, will not be in scope of Rel-17.

5.2.4.2
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.

5.2.5
Key Issue #5: New types of outputs provided by NWDAF

5.2.5.1
Description

NOTE:
No work will be progressed on this key issue for Rel-17.

NWDAF implementations, as per Rel-16 standards, can provide, for a given analytics ID, two different types of output to the consumer of these analytics: either statistics in the past or predictions for the future.

While statistics and predictions provided by NWDAF can already be a useful source of information for analytics consumer decisions, it is necessary to investigate how to further enhance NWDAF functionality and allow NWDAF to provide more elaborated output to its potential customers. Some related use case is described in clause 5.1.2.

In the context of FS_eNA work in Rel-16, the aspect of NWDAF providing recommendations (where the 5GC NF delegates some calculation of optimal parameters to the NWDAF, but still remains responsible for the final choices) has been partially discussed but decision for Rel-16 was to not progress this further.

Within the context of this key issue, it is proposed to study:

-
Identify whether, for new use cases in Rel-17, the NFs benefit from new type of outputs or recommendations compared to statistics and predictions

-
If new type of outputs or recommendations are needed according to the bullet above, then the next step would be:

-
How a NF consumer requests NWDAF new type of outputs or recommendation analytics and what are the necessary inputs.

-
What information the NWDAF new type of outputs or recommendations will contain.

-
the data needed to collect by the NWDAF to be able to provide such new types of output or recommendations.

5.2.5.2
Requirements

The NWDAF shall not need 5GC NF application knowledge to build these new types of outputs or recommendations.

It shall be studied if there is a need to provide Recommendations to NF, on the actions to be taken. Recommendations must add considerable usefulness on-top of existing analytics.

NOTE:
If it is concluded to have recommendations, the NF receiving statistics/predictions from NWDAF may decide not to apply these recommendations.

Whether the new use cases added in Rel-17 add to a stronger use case base or not, meaning whether they drive the introduction of recommendations from NWDAF shall be studied.

5.2.6
Key Issue #6: Study possible mechanisms for improved correctness of NWDAF analytics
5.2.6.1
Description

NOTE:
No work will be progressed on this key issue for Rel-17.

NWDAF subscribes to various events to collect data required for analytics from Network Functions (NFs). NFs can subscribe to analytics from NWDAF for various use cases. However, if the NWDAF would like to improve its analytics, currently the mechanism NWDAF may use is to subscribe to data from NFs and OAM and form its view on how good a particular analytic was. This might be a tedious and process intense work and could be optimized using other means (such as NF explicitly indicating the action that may have been taken in a specific event).

In addition, the consumer NF utilizes such analytics output data received from the NWDAF in making its decision for related control process. However, since the decision is solely dependent on the consumer NF, it is difficult for the NWDAF to assess the decision made at the consumer NF and the network status change caused by the decision. This may impose two drawbacks in the NWDAF performance perspective. That is, delay in collecting updated data by the NWDAF and additional analytics signalling from the NWDAF may deteriorate the performance. The NWDAF will not detect the change made by the consumer NF until it receives and analyse all related data from the source NFs, which also contribute to the wrong decision in producing subsequent analytics result. Also, the NWDAF may resend the same or similar analytics data to the consumer NF until it detects the new network status change made by the consumer NF. NF feedback for the received analytics output can be introduced to resolve the issue in Release 17. The information and related control procedures including any functional enhancement will need to be studied.

This contribution proposes a new Key Issue improvement of NWDAF analytics performance utilizing NF feedbacks. It shall be studied what additional information (apart from already available information) is of interest for NWDAF to receive. It shall be studied what Analytics IDs do benefit from this mechanism.

Based on this discussion, the proposal as per this Key Issue is to:

-
Study functional enhancement of the NWDAF and the consumer NF for support of NF feedback.
-
Study information to be included in the NF feedback.
-
Study impact of additional signalling load by NF feedback and how to mitigate the signalling.
5.2.6.2
Requirements
Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.7
Key Issue #7: Adding Application attributes and KPIs as the Input data in some services described in TS 23.288 [5]
5.2.7.1
Description
This key issue proposes to study which Analytics Ids described in TS 23.288 [5] and new Analytics Ids that may be studied in Rel-17 can benefit from adding new input data from the Application detection feature such as that described in TS 23.503 [4] clause 6.2.2.2 based on the packet inspection functionality available in the UPF described in TS 23.501 [2] clause 6.2.3.

This key issue will study the following aspects of using Application detection feature to improve the statistics and predictions already defined in TS 23.288 [5] and under the definition in FS_eNA_Ph2.

-
Data collection:
-
What other attributes and KPIs acquired from Application detection can be included based on the type of Analytics Id.

-
Application's Traffic KPIs Measurement:
-
What new measurements can be incorporated in the UPF.
-
Impact on each Analytics Id:
-
What parameter from the current Analytics Ids data Input in TS 23.288 [5] can be improved by using Application detection and maintaining backwards compatibility.
-
New Input data maintaining backwards compatibility.
5.2.7.2
Requirements
Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.8
Key Issue #8: UE data as an input for analytics generation
5.2.8.1
Description
This key issue addresses whether and how to enhance the 5GS to support collection and utilisation of data provided by the UE in NWDAF in order to provide input information to generate analytics information (to be consumed by other NFs).

Where the network enhancements can be envisioned based on UE data provided to NWDAF, the following issues will be studied:

-
What type of information from the UE could be collected by the network (e.g. NWDAF) as input for analytics generation?

-
What types of analytics information could be provided by NWDAF to other NFs to leverage the data provided by the UE?

-
How frequently such data provided by the UE are to be shared with the NWDAF?

-
What are the triggers for the UE to provide data to the NWDAF as input for analytics?

-
How to ensure the integrity and Operator-level accessibility of UE-provided information in order to avoid using misleading or untrusted information in the network?

-
Whether there are privacy aspects that need to be considered, i.e. related to the information provided by the UE? If so, how to ensure privacy on collection and utilisation of UE data?

And finally,
-
How the NWDAF collects the UE's information (the method of collection of data)?

NOTE 1:
The method of collection of RAN impacting parameters from the UE will be investigated after the MDT work of TSG RAN is completed.

NOTE 2:
The study on type of information collected from the UE also considers the level of on-device processing needed on the data (if any) before collection by the network/ NWDAF.

NOTE 3:
The above studies consider already existing 3GPP procedures to collect data from the UE and leverage them whenever possible to avoid duplicated procedures.

NOTE 4:
Any privacy, integrity or accessibility aspects identified will be studied in coordination with SA3 (if needed) and will be considered for the evaluation of the solutions.

5.2.8.2
Requirements

The network is able to ensure the privacy, integrity, and Operator-level accessibility of the data provided from the UE.

The NWDAF is able to provide statistics or prediction information to other NFs to leverage the data provided by the UE.

There is no direct interface between the UE and the NWDAF.

This key issue shall only address how the 5GC can obtain information from the UE that is not already available at the network.
5.2.9
Key Issue #9: Dispersion analytic output provided by NWDAF

5.2.9.1
Description
NWDAF implementations, as per Rel-16 standards, can provide UE mobility and UE communication analytics. This also includes statistics in the past or predictions for the future. While UE mobility and communication analytics provided by NWDAF can already be a useful source of information for analytics consumer decisions, it is necessary to investigate how to further enhance NWDAF functionality and allow NWDAF to provide more elaborated output to its potential consumers and utilize UE(s) collected information to determine network centric attributes.
Within the context of this key issue, it is proposed to study:

-
Identify whether, for new use cases in Rel-17, the NFs benefit from the inclusion of dispersion analytics, i.e. new type of analytics in addition to UE mobility and communication analytics.
-
If new type of dispersion analytics is deemed necessary then the next step would be to study:

-
How a NF consumer requests NWDAF new type of dispersion analytics and what are the necessary inputs.

-
How the NFs can make use of dispersion analytics for its actions.

-
What information the NWDAF dispersion analytics outputs will contain.

-
What data needs to be collected by the NWDAF to be able to provide such new types of dispersion output analytics.
-
If provision of dispersion analytics is likely to reduce the signaling load.
5.2.9.2
Requirements
In order to provide dispersion information, the NWDAF shall may collect relevant additional UE mobility information, data usage and information related to session management from OAM, 5GC and AFs.
5.2.10
Key Issue #10: NWDAF Assisted UP Optimization

5.2.10.1
Description
NWDAF implementations, as per Rel-16 standards, can provide network performance analytics. This also includes communication and mobility information and the amount of UEs located in an area of interest. While network performance provided by NWDAF can already be a useful source of information for analytics consumer decisions, it is necessary to investigate how to further enhance NWDAF network performance functionality to enable visibility of key users to support user-aware performance optimization through data path management. No user or user group customization is possible when users are only counted. However, the ability to discern between different user types gives greater flexibility and accuracy to optimization activities. In particular, NWDAF should provide analytics that points to the users that are driving network activity in a particular area of interest.

In order to support diverse usage scenarios of 5G such as edge computing and AR/VR, the applications or services deployed in cloud or edge computing could be run on multiple external ENs, and/or they can be relocated into another location. It means that the service experience can be affected by both internal and external UP selections. To improve the service experience, this key issue needs to consider service/application traffic characteristics, mobility of UE and frequent relocation of service/application and the end to end service/application performance analytics among the multiple data paths.
Within the context of this key issue, it is proposed to study:

-
What information the NWDAF outputs will contain.
-
Study whether new type of analytics are needed for UP optimization.
-
How the NFs can make use of analytics for its actions.
-
What kind of data should be collected by the NWDAF to provide new type of UP optimization analytics.

-
What kind of analytics should be exposed to AFs or NFs to select optimal UP to improve end-to-end service experience.
5.2.10.2
Requirements
Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.11
Key Issue #11: Increasing efficiency of data collection
5.2.11.1
General Description

Currently following mechanisms are supported for NWDAF data collection:

-
Subscription and Notification.
-
Request and Response.
For NWDAF to utilize subscription mechanism, it has to become aware of the serving entity. In 5GC such serving entities could keep changing even for a single UE. Tracking serving entities and managing subscriptions/de-subscriptions in a large scale network could be quite complex for NWDAF. Thus, it is important to study ways to reduce the load on tracking serving entities (i.e. of collecting data on 5G entities association information), to avoid forcing NWDAF to subscribe to all events from all NFs (i.e. UDM, NRF, BSF), so that NWDAF is able to determine the serving entities at any period in time. Hence, both NFs and NWDAFs need to store contexts related to subscriptions, manage and restore them when lifecycle events occur.

Similarly, an event that a NF may raise may be of interest to multiple NWDAFs that are supporting different Analytics IDs. In subscription/notification model, all of these NWDAFs need to make explicit subscription with the NF. NF has to send multiple notifications to NWDAFs i.e. one for each subscriber.
In a multiple NWDAF environment, NWDAF instance(s) may receive from different consumers the request for the same Analytics ID and trigger multiple times the data collection for the same type of data.
As the networks scale the above mentioned issues in the context of Network Analytics become manifold leading to inefficiencies and complexity and may cause important signalling load in data collection by the NWDAF.

Based on this discussion, the proposal as per this Key Issue is to investigate whether mechanisms are needed to:

-
Reduce signalling load for data collection;

-
Achieve communication efficiencies in large networks consisting of many NF instances and NWDAF instances.
-
Reduce dependency on managing subscriptions because of lifecycle events on NF/NWDAF.
-
Reduce dependency on managing subscriptions because of change in serving entities for a UE.
-
Reduce complexity at NWDAF in determining entities serving a UE or a group of UEs and entities serving an area at a particular time window.
-
Which architectural enhancement should be defined to minimize load for data collection, e.g. for a single NWDAF as well as in a multiple NWDAF environment?

-
Which enhanced mechanisms can be defined for NWDAF and NFs to minimize the load for data collection?

-
How to prevent NWDAF(s) triggering multiple times the data collection of the same data from the same NF(s)/AF(s)/OAM?
-
How to reduce frequency of notifications that are transmitted by the source NF

NOTE:
All of the above studies shall take into consideration coexistence with Rel-16 eNA architecture

5.2.11.2
Requirements
The NWDAF shall be enhanced to minimize signalling generated by data collection.

5.2.12
Key issue #12: NWDAF-assisted RFSP policy
5.2.12.1
Description

This key issue is to address the use case #1 NWDAF-assisted RAT/frequency selection. This key issue describes analytics information that may be provided by NWDAF to support NFs to assist on RAT and frequency selection.
In this key issue, the following mechanisms need to be studied:
-
What kind of information is made available to the NWDAF for the data analytics (e.g. the information collected for assisting RFSP index) and from which provided NFs?
-
Which kind of information should the NWDAF output to the NWDAF consumer as the data analytics.

5.2.12.2
Requirements
Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.13
Key Issue #13: Triggering conditions for analytics

5.2.13.1
Description

Rel-16 eNA work has introduced several types of analytics in TS 23.288 [5]. In parallel, SA2 has specified some use of these analytics by 5GC NFs, in TS 23.501 [2] or TS 23.502 [3] for e.g. AMF, SMF, and in TS 23.503 [4] for PCF.

The analytics framework defined in TS 23.288 [5] relies on the consumer-producer paradigm, with NWDAF providing analytics to consumers upon request or subscription to notifications from these consumers. The decision to trigger analytics then rely on the consumer. The NWDAF can also provide analytics to AFs, again upon request from the AFs.

One aspect which has not been investigated yet is under which conditions the consumers can request for these analytics or under which conditions NWDAF should start collecting data. Taking the example of UE related analytics, some UEs may need specific analytics irrespective of the applications running, or alternatively only for specific applications, and not all UEs may require the performed analytics. Also, some criteria such as network conditions may influence the decision to trigger analytics, i.e. the level of congestion in the network may influence when to trigger the analytics, or analytics for a UE may only be needed in specific areas.

In order to minimize the load for data collection and to allow real-time or near real-time communication for analytics, it is required to investigate the triggers at NWDAF for starting data collection.

It is required to study how analytics can be triggered from the analytics consumer perspective or from the NWDAF perspective.

Within the context of this key issue, it is proposed to study:

-
which types of triggers can be used by analytics consumers to request for or subscribe to analytics;

-
whether triggers need to be defined for data collection by NWDAF and which types of triggers can be used by NWDAF to start collecting data;

-
whether triggers need to be defined for analytics generation by NWDAF and which types of triggers can be used by NWDAF to build analytics;

-
whether configuration for these triggers is needed;

-
whether changes to 5Gs architecture and services are needed to allow for such triggers and configuration.

5.2.13.2
Requirements
Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.14
Key Issue #14: NWDAF-assisted application detection

5.2.14.1
Description
This key issue proposes to study adding new input data from the application detection feature described in TS 23.503 [4] clause 6.2.2.2 to support the analytics defined in TS 23.288 [5] and new analytics during Rel-17. The detection of application can be requested and reported by means of 1) a set of SDF filters and 2) an application ID. The former method detects the target application using packet header matching, and the later method is based on the packet inspection functionality available in the UPF described in TS 23.501 [2] clause 6.2.3. The result of application KPI measurement can improve the analytics provided by the NWDAF.

Meanwhile, the number of applications or services available in the market is growing highly, and thousands of new applications are released on the market per day. The velocity of new application release is also increasing very rapidly. Detecting and managing all application using manually provisioned rules are hard to match with the velocity, and the deployment of those rules are very expensive. It is needed to study how to detect and manage new application traffic automatically. The issues to be studied are described as follows:

-
Study on how to detect newly released applications assisted by the NWDAF.

-
What kind of data need to be collected for new application detection?

-
What kind of analytics should be exposed?

5.2.14.2
Requirements
Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.15
Key Issue #15: User consent for UE data collection/analysis
5.2.15.1
Description
In Rel-16, standard has already specified operator can collect network data or AF data and do analytics based on it. However, user's consent of per UE data retrieving and user's consent of per UE data analysis are not discussed.
A user consent may be required for some or all the UEs based analytics information. However, how the user consent will be collected is up to the operator.
In this key issue, it is to discuss and specify:
-
How the user consent is provided to the relevant 5GC entities?

-
Which network entities will be involved in enforcing the user consent?

5.2.15.2
Requirements

User interrogation for user consent via signalling is out of the scope of this Key Issue.
Any solution or conclusion of this key issue shall be coordinated with SA3.
5.2.16
Key Issue #16: UP optimization for edge computing
5.2.16.1
Description

Edge computing enables to locate resources near the consumers to provide low latency and high data volume. In order to support tremendous services/applications running in edge computing efficiently, 5GC need to consider edge computing deployment and hosted application/service characteristics. In this context, it is necessary to consider 1) native edge service/application characteristics, 2) mobility of both UE mobility and service/application mobility, 3) the characteristics and performance of DN between UPF and edge computing, 4) edge computing infrastructure deployment. In order to support both 5GS and edge computing operations, the following issued could be studied:

-
What kind of analytics could be exposed to AF (edge computing) and internal NFs to improve UP optimization and support edge computing operations efficiently?
-
What kind of data should be collected by the NWDAF to provide analytics information to support edge computing?
-
How to assist UP path optimization considering DN characteristics?
NOTE:
the solutions of this key issue should be aligned with the agreements from FS_enh_EC.
5.2.16.2
Requirements
Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.17
Key Issue #17: Definition of accuracy levels

5.2.17.1
Description

The Rel-16 specification TS 23.288 [5] introduced the notion of accuracy levels for the provision of analytics to NWDAF consumers.

This accuracy levels are limited to two values (High/Low) with a non-specified semantics. The limited number of accuracy levels, as well as the lack of definition of semantics may lead to excess or deficiency in the quality of provided analytics, interoperability issues for the interpretation of the analytics provided by consumer NFs, and global deployment issues (ex: high load for computation or data collection).

The proposal as per this Key Issue is to study the following points:
-
Global definition of semantics (i.e. possible values and their meaning), with possible impacts on procedures;

-
Semantics common to all analytics, or either defined on a per-analytics basis;

-
Common or different semantics for statistics in the past and predictions in the future;

-
Possibility of additional standardized accuracy levels, at finer grain, for better control; and

-
Possibility of non-standardized accuracy levels.

5.2.17.2
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.18
Key Issue #18: Enhancement for real-time communication with NWDAF
5.2.18.1
Description
The validity of an analytics output at a consumer NF is also affected by the timely delivery of the output by the NWDAF, e.g. when the network status changes rapidly and drastically. In this case, an output should be timely provided to a consumer NF by the NWDAF to allow the consumer NF to use the analytics output for proper reaction/decision.

The NWDAF is supposed to provide analytics outputs based on the data that are collected from the source NFs and/or the OAM. The correctness of NWDAF outputs heavily relies on the freshness, completeness and accuracy of the data that are available at the NWDAF at the time when the outputs are produced by the NWDAF. Some analytics outputs (e.g. short-term prediction) may be valid for use at a consumer NF, if and only if they are based on the fresh, complete and accurate input data.

In this key issue, the following aspects will be studied:

-
Whether real-time or near real-time communication for data collection and analytics generation by the NWDAF, and analytics delivery from the NWDAF to the consumer NF is required for some analytics types.

Editor's note:
Definition for real-time and near real-time communication is needed to progress such study.

-
Whether and which enhancement for data collection and/or analytics exposure framework is required to enable real-time or near real-time NWDAF communication.

-
Whether and which information or parameters are required to enable real-time or near real-time NWDAF communication.
5.2.18.2
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.

5.2.19
Key Issue #19: Trained data model sharing between multiple NWDAF instances
5.2.19.1
Description
NWDAF is responsible for data analytics generation based on a model which can be trained using a machine-learning algorithm and a training data set. The model could be a structured file which is used for data analytics generation.

NWDAF may perform both model training (e.g. Service MOS Model training as defined in TS 23.288 [5]) and inference.
Considering the different requirements and multiple NWDAF instances, as described in clause 4.1 in TS 23.288 [5] and the Key Issue #2: Multiple NWDAF instances, it is considered to study trained data model sharing between multiple NWDAF instances. This key issue includes the following aspects:

-
Are there use cases where NWDAF instances can generate Analytics IDs (i.e. data analytics) reusing a model trained by other NWDAF instances?

-
How does a NWDAF instance provide the trained data model to other NWDAF instances?

-
How does a NWDAF instance discover and consume the data model trained by other NWDAF instances?

-
Which interactions should have standardized interfaces with NWDAF architecture?

-
How are features and components of trained data model shared between NWDAF instances?
NOTE 1:
This Key Issue does not specify a model such as the model structure or parameters, but reuses the data model.
NOTE 2:
The models shall be sent transparently over any possible specified interface.

NOTE 3:
This Key Issue studies the cases where a model is provided from one NWDAF instance to another (to be distinguished from the SA5 scope where a data model is provisioned or configured).

NOTE 4:
This Key Issue has dependency with Key Issue #1: Logical decomposition of NWDAF and possible interactions between logical.
Editor's note:
Before going to normative phase for this key issue, we shall assure that neither SA5 nor any open source project or similar has an appropriate feature to send models that fit the purpose.

5.2.19.2
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.20
Key Issue #20: NWDAF assisting in detecting anomaly events for the user plane

5.2.20.1
Description

As described in clause 5.1.2, one use case for NWDAF is to help supporting detection of anomaly events and helping in analysing the possible related cause. In order to optimize user plane handling, NWDAF could help in detecting anomaly events for the user plane and help other functions in the network to analyse the cause for the anomaly.

With this key issue, it is proposed to study:

-
which types of anomaly events for user plane could be detected by NWDAF,

-
what would be the format of the related output analytics provided by NWDAF,

-
which data the NWDAF would need to collect, and from which 5GS function, in order to be able to build analytics related to anomaly events for the user plane.
5.2.20.2
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.21
Key Issue #21: NWDAF assisting in user plane performance
5.2.21.1
Description

One area where NWDAF could help is in providing user plane performance analytics, e.g. in relation with the UL/DL throughput, the packet loss rate, the RTT, etc. possibly per Application Id.
With this key issue, it is proposed to study:

-
which types of user plane performance analytics could be provided by the NWDAF,

-
what would be the format of the related output analytics,

-
which data the NWDAF would need to collect, and from which 5GS function, in order to be able to build analytics related to user plane performance.
5.2.21.2
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
6
Solutions

6.0
Mapping Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	Key Issues

	1
	11
	
	
	

	2
	4
	
	
	

	3
	15
	
	
	

	4
	12
	
	
	

	
	
	
	
	

	
	
	
	
	


6.1
Solution #1: Utilization of Pub/Sub model to increase efficiency of data collection
As per the solution described in this clause, Publish/Subscribe mechanism is proposed to be utilized for data collection purposes for analytics. Publish/Subscribe mechanism decouples producers and consumers of data collection events. In this proposal from data collection perspective, NFs and trusted AFs can be considered as producers and NWDAF(s) can be considered as consumers.

Editor's note:
Utilization of this solution for data collection from OAM is FFS

6.1.1
High-level Description

A Messaging Framework that supports Publish/Subscribe mechanism is depicted below.
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Figure 6.1.1-1: Publish-Subscribe Mechanism for NWDAF Data Collection
The messaging framework consists of following functionalities. Messaging Framework is not expected to be standardized by 3GPP.

Editor's note:
If 3GPP needs to standardize any of the solution components is FFS

-
3GPP Producer Adaptor (3PA):

-
3PA adaptor may be collocated with NF or can be collocated with Messaging Infrastructure.

-
A network may have a number of 3PAs.

-
3PA may optionally subscribe to NRF to discover and identify NF instances when they are created:

-
3PA may associate itself with specific NF types and/or instances.
-
3PA subscribes to all events supported by the NF type for all UEs:

-
Alternately, 3PA may subscribe to events supported by the NF instance based on subscriptions that other consumers may have made.

-
In such a case, 3PA may consolidate subscriptions from other consumers.

Editor's note:
Association of multiple 3PAs with NF instances is FFS

-
3PA may add additional meta data or transform the event information according to the needs of Messaging Infrastructure:

-
Such meta data may be used for propagation and filtering of events by 3CA.

-
NFs send event notifications to 3PA using existing 3GPP Rel-15 and Rel-16 mechanisms:

-
Content and format of event information exchanged between NF and 3PA shall be based on 3GPP Rel-15 and Rel-16 mechanisms.

-
3GPP Consumer Adaptor (3CA):

-
3CA acts a pseudo NF towards NWDAF(s).

-
3CA may be collocated with NWDAF or can be collocated with Messaging Infrastructure.

-
A network may have a number of 3CAs.

-
NWDAF discovers 3CAs that it can interact with through configuration.

Editor's note:
Discovery of 3CA through NRF is FFS.
Editor's note:
Association of multiple 3CAs with a single NWDAF instance is FFS.
-
NWDAF based on Analytics ID(s) that are supported by it, subscribes with 3CA for all of its needs using existing 3GPP mechanisms. NWDAF sees 3CA as a super NF encompassing all of NF types and instances in -the network.

-
NWDAF need not discover or track serving NF entities for UEs or sessions.

-
NWDAF should utilize 3CA as a "Super NF" representing all of the NF instances/NF Service instances in the network.

-
3CA propagates analytics events to NWDAF based on NWDAF's subscriptions to events:
-
3CA may transform event information from Messaging Infrastructure semantics to 3GPP formats if required.

-
Content and format of event information exchanged between 3CA and NWDAF shall be based on 3GPP Rel-15 and Rel-16 mechanisms.

-
Messaging Infrastructure:

-
Messaging Infrastructure is responsible for event information propagation between consumers and producers.
-
Messaging Infrastructure and/or 3CA maintain NWDAF subscriptions and filtering information.
-
Messaging Infrastructure may support multiple event delivery mechanisms such as best effort or guaranteed delivery:
-
For 3GPP purposes guaranteed delivery of events may be utilized.

-
Messaging Infrastructure, 3PA and 3CAs may have functionality to filter out events that may not meet certain guaranteed delivery timeframes.

6.1.2
Impacts on services, entities and interfaces
-
Impact on NF:

-
None.

-
Impact on NWDAF:

-
NWDAF discovers 3CA either by configuration or through NRF.
-
NWDAF subscribes to and utilizes 3CA for all analytics data collection needs.
-
Coexistence with Rel-16 model can be achieved as follows:

-
NWDAFs that do not support usage of 3CA can continue to utilize Rel-16 mechanisms. Since NF functionality is not changed as per this solution, NWDAF can continue to utilize Rel-16 mechanisms.

-
3GPP Consumer Adaptor (3CA):

-
3CA functionality is part of Messaging Framework.

-
3CA represents all of the NF instances/NF Service instances in the network from NWDAF perspective for data collection purposes.

-
NWDAF instance may discover 3CA using NRF or configuration.
-
3GPP Producer Adaptor (3PA):

-
3PA functionality is part of Messaging Framework.

-
3PA may utilize NRF to discover and associate with NF instances.
6.2
Solution #2: Remaining aspects on how to ensure that slice SLA is guaranteed
6.2.1
Description

6.2.1.1
General
This solution addresses Key Issue #4 on remaining aspects of slice SLA. As stated in Clause 5.2.4.1, there is a need to identify which NF(s) should subscribe to NWDAF slice level analytics as defined in TS 23.288 [5] to trigger actions in the 5GC that could prevent further degradation of the slice SLA. In this solution, it is proposed to utilize NSSF for such purposes. NSSF subscribes to slice service experience analytics to enhance its slice selection functionality and NWDAF collects the corresponding data as detailed in TS 23.288 [5]. In addition, NSSF subscribes to slice load analytics to avoid selecting an overloaded slice for new UE registrations. The purpose of the NSSF subscriptions to slice level analytics is to inform the slice selection functionality of NSSF, allowing default NSSF decisions to be modified whenever it is required or beneficial for the network. For that purpose, NSSF continuously analyzes statistics and/or predictions for both service experience and load of the slice. The internal logic of the NSSF determines when a load balancing/distribution decision is required to address an issue identified by processing the analytics, e.g. whenever a slice is detected or forecasted to experience service experience degradation, new UE registrations are not assigned to that slice anymore by modifying NSSF's slice selection policy.

In addition to NSSF, OAM may also simultaneously subscribe to both slice service experience and slice load analytics from NWDAF. OAM may use these analytics in addition to other management plane data to make eventual management decisions on a slice (e.g. scaling of a slice) and, if required, it may inform NSSF of such decisions.

6.2.1.2
Procedures
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Figure 6.2.1.2-1: Procedure for NWDAF-assisted slice SLA guarantee
0a.-0b.
OAM creates a new slice and configures initial resources in RAN and in CN allocated to the slice. The slice is also configured to support a maximum number of UEs and/or PDU sessions.

1a.-1b.
NSSF and optionally OAM subscribe to slice service experience analytics from NWDAF.

2.
NSSF and optionally OAM subscribe to slice load analytics from NWDAF.

Editor's note:
How input data for slice load analytics is collected by NWDAF is FFS.
3.
New UEs get continously registered in the slice.

NOTE 1:
Steps 0b and 3 should be performed according to the currently ongoing eNS_ph2 work on how to enforce UE and/or PDU session quotas on a Network Slice.
4.
Slice service experience analytics are continuously delivered by NWDAF to NSSF and optionally to OAM.

5.
Slice load analytics are continuously delivered by NWDAF to NSSF and optionally to OAM.

Editor's note:
How OAM uses NWDAF slice level analytics needs to be determined by SA5.
6.
NSSF continuously analyzes statistics and predictions on slice load and service experience aiming to improve slice assignment decisions.

7.
OAM continuously monitors slice SLA. For that purpose it may use as optional inputs NWDAF slice level analytics in addition to other management data.

8.
OAM may take management decisions based on the collected inputs including managament data and NWDAF analytics. If required, OAM may inform NSSF of such management decisions.

9.
Based on its continuous analysis and the previous steps, NSSF decides on new slice assignments for new UE registrations.

NOTE 2:
This solution assumes that more than one slice may have been previously created by OAM.

10.
NSSF triggers a slice load distribution procedure whereby a new slice is allocated for newly arriving UEs.
Editor's note:
NSSF is an optional NF in 5GC so the applicability of this solution without NSSF is FFS.
6.2.2
Impacts on services, entities and interfaces
NWDAF:

-
Needs to provide both slice service experience and slice load analytics to both NSSF and OAM.

NSSF:

-
Subscribes to both slice service experience and slice load analytics from NWDAF;

-
Continuously analyzes slice level analytics (i.e. service experience and load) provided by NWDAF;

-
Needs to support modifying the slice selection policy for new UE arrivals in the network.

OAM:

-
May take management decisions using NWDAF slice level analytics as inputs and inform NSSF if required.

6.3
Solution #3: User consent for UE data collection

6.3.1
Description

6.3.1.1
General
To satisfy the requirement in Key Issue #15: User consent for UE data collection/analytics for privacy of some of the UE data, a User consent may be required for some or all the UE information. It is network operator's responsibility to collect and manage the User consent, if required, before initiating UE data collection and reporting by the UE. The user consent information can be considered as part of the subscription data.
Editor's note:
Coordination with SA3 is required.
6.3.1.2
Procedure
The provision of the User consent for the UE data collection is shown in Figure 6.3.1.2-1 below.
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Figure 6.3.1.2-1: User consent provision for UE data collection

1a.
Nudm_ParameterProvision_Update Request(UE_Id, UE data consent) - The Service Provider may collect the user consent for UE data collection (if applicable) from its users and provide the information via the UE data consent parameter along with the UE Id for which the user consent applies. The Service Provider may also update or revocate the user consent. The UE data consent parameter is stored in the UDM/UDR as a subscription information. The UE data consent parameter may define the user consent for UE level data collection from UE or application or network side. The UE data consent parameter may also be provisioned by the network operator.
1b.
Alternatively, the UE data consent parameter may be configured in the UDM/UDR as a user subscription information.
Editor's note:
How the user consent is validated is FFS.

2.
Nudm_SDM_Get (UE_Id, UE data consent) - The NWDAF may retrieve the UE data consent before triggering some UE data specificanalytics and data collection.
Editor's note:
Whether any other NFs need to retrieve the User consent is for FFS.

6.3.2
Impacts on services, entities and interfaces
UDM/UDR:
-
Holds the UE data consent as a subscription data.
NWDAF:
-
Retrieves and checks the UE data consent before triggering some UE data specific analytics and data collection.

6.4
Solution #4: Service Behaviour analytics and Service Experience analytics for NWDAF-assisted RFSP policy
6.4.1
Description

6.4.1.1
General

This solution is proposed to address Key Issue #12: NWDAF-assisted RFSP policy.

This solution specifies for how NWDAF can provide service behavior analytics and/or service experience analytics to a service consumer to derive a suitable RFSP index.

6.4.1.2
Input data

The service data collected from the AF/NEF, the network data from other 5GC NFs and the network data from OAM for service behavior analytics and service experience analytics are defined in Table 6.4.1.2-1, Table 6.4.1.2-2 and Table 6.4.1.2-3, respectively.
Table 6.4.1.2-1: Service Data from AF related to the Service Behaviour analytics and/or Service Experience analytics
	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service).

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [6] or a customized MOS.

	Timestamp
	AF
	A time stamp associated to the observed level of Service Experience provided by the AF, mandatory if the observed Service Experience is provided by the ASP.


Editor's note:
Which information is respectively exploited to generate Service Behaviour analytics and Service Experience analytics is FFS.
Table 6.4.1.2-2: QoS flow level Network Data from 5GC NF

	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location Info
	AMF
	The UE location information when the service is delivered.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow.

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow.

	Application ID
	PCF/SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow.

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow.

	QFI
	SMF
	QoS Flow Identifier.

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and

The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and

The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	The observed number of packet transmission.

	Packet retransmission
	UPF
	The observed number of packet retransmission.


Editor's note:
Whether more information is needed as input data is FFS.

Editor's note:
Which information is respectively exploited to generate Service Behaviour analytics and Service Experience analytics is FFS.
Table 6.4.1.2-3: QoS flow level Network Data from OAM
	Information
	Source
	Description

	Reference Signal Received Power
	OAM
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [7] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [8].

	Reference Signal Received Quality
	OAM
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [7] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [8].

	Signal-to-noise and interference ratio
	OAM
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [9].

	RAT type(e.g. NR or EUTRA )
	OAM
	Indicating which RAT the UE uses/camps on.

	Frequency
	OAM
	Indicating which Frequency the UE uses/camps on.


Editor's note:
Which information is respectively exploited to generate Service Behaviour analytics and Service Experience analytics is FFS.
6.4.1.3
Output Analytics
The NWDAF services as defined in the clause 7.2 and 7.3, TS 23.288 [5], are used to expose the analytics.
-
Service Experience statistics information per observed service experience information for each Application is defined in Table 6.4.3-1 of TS 23.288 [5].

-
Service Experience predictions information per observed service experience information for each Application is defined in Table 6.4.3-2 of TS 23.288 [5].

-
Service Behavior statistics information per UE for each application is defined in Table 6.4.1.3-1.

-
Service Behavior predictions information per UE for each application is defined in Table 6.4.1.3-2.

Table 6.4.1.3-1: Service Behavior statistics
	Information
	Description

	UE ID
	Identity of the UE (such as SUPI) for the Service Behavior analytics.

	Service Behaviour (1..n)
	

	> Application ID
	Identification of the application.

	> Occurrence probability
	Probability for the application used by the UE.

	> Duration Time
	Period for the application used by the UE.

	> Spatial validity
	Area where the Service Behaviour applies.

If Area of Interest information was provided in the request or subscription, spatial validity may be a subset of the requested Area of Interest.


Table 6.4.1.3-2: Service Behavior predictions
	Information
	Description

	UE ID
	Identity of the UE (such as SUPI) for the Service Behavior analytics

	Service Behaviour (1..n)
	

	> Application ID
	Identification of the application.

	> Occurrence probability
	Probability for the application used by the UE

	> Duration Time
	Period for the application used by the UE

	> Spatial validity
	Area where the Service Behaviour applies.

If Area of Interest information was provided in the request or subscription, spatial validity may be a subset of the requested Area of Interest.

	> Probability assertion
	Confidence of this prediction.


Editor's note:
Whether service behaviour analytics are required in addition to service experience analytics is FFS.
Editor's note:
Whether more information is needed as part of service experience analytics and/or service behaviour analytics is FFS.
6.4.1.4
Procedures
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Figure 6.4.1.4-1: Procedure for NWDAF providing Service Behaviour analytics
1.
Consumer NF sends an Analytics subscribe (Analytics ID = Service Experience/Service Behaviour, Target of Analytics Reporting =/UE ID, Analytics Filter information = (Application ID, S-NSSAI, DNN, Area of Interest), Analytics target period) to NWDAF by invoking a Nnwdaf_AnalyticsSubscription_Subscribe.
2.
NWDAF subscribes the service data from AF in the Table 6.4.1.2-1 by invoking Nnef_EventExposure_Subscribe or Naf_EventExposure_Subscribe service (Event ID = Service Data, Event Filter information = (Application ID, Area of Interest), Target of Event Reporting = /UE ID) as defined TS 23.502 [3].

NOTE 1:
In the case of external AF, NEF translates the requested Area of Interest into a list of geographic zone identifier(s) as described in clause 5.6.7.1 of TS 23.501 [2].

3.
NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.1.2-2 by invoking Nnf_EventExposure_Subscribe service operation.
4.
With these data, the NWDAF derives the subscribed Service Experience analytics and Service Behaviour analytics.

5.
The NWDAF provides the data analytics, i.e. the observed Service Experience (which can be a range of values) and service behaviour to the consumer NF by means of Nnwdaf_AnalyticsSubscription_Notify.
NOTE 2:
The call flow only shows a subscription-notify model for the interaction of NWDAF and consumer NF for simplicity instead of both request-response model and subscription-notification model as defined in clause 6.1, TS 23.288 [5].
If the consumer NF is PCF, it could use the data analytics to derive suitable RFSP index (specified in clause 5.3.4.3 of TS 23.501 [2]), i.e. Service Experience analytics and Service Behaviour analytics which are defined in clause 6.4.1.3.
6.4.2
Impacts on services, entities and interfaces
PCF:
-
Using the information of analysis result of NWDAF to make decision on the RSFP index.
6.X
Solution for Key Issue #: <Solution Title>

6.X.1
Description

Editor's note:
Describe the solutions. (sub) clause(s) may be added to capture details, input data, output analytics, procedural flow etc. if necessary.
6.X.2
Input Data
6.X.3
Output Analytics
6.X.4
Procedures
6.X.5
Impacts on services, entities and interfaces
Editor's note:
This clause lists impacts to services and interfaces.
7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions.
8
Conclusions

Editor's note:
This clause is intended to list conclusions that have been agreed during the course of the study item activities. This should also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA WG2.
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