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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

In the present document, certain modal verbs have the following meanings:

shall
indicates a mandatory requirement to do something

shall not
indicates an interdiction (prohibition) to do something

NOTE 1:
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.

NOTE 2:
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.

should
indicates a recommendation to do something

should not
indicates a recommendation not to do something

may
indicates permission to do something

need not
indicates permission not to do something

NOTE 3:
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.

can
indicates that something is possible

cannot
indicates that something is impossible

NOTE 4:
The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need not".

will
indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

will not
indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

might
indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

might not
indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

In addition:

is
(or any other verb in the indicative mood) indicates a statement of fact

is not
(or any other negative verb in the indicative mood) indicates a statement of fact

NOTE 5:
The constructions "is" and "is not" do not indicate requirements.

1
Scope

Editor's note:
This clause will describe the scope for this study item.

This technical report studies further enhancements to the IMS network architecture, interfaces and procedures to support the next generation real time communication services requirements on the following aspects:
1.
Study on the enhancements to framework for exposure of IMS capability in the context of IMS data channel session, including:

-
enhancing the IMS architecture to define an event subscription mechanism to enable subscription to various IMS events of IMS data channel services;

-
how to enhance NF services of IMS and 5GC to expose existing IMS services (e.g. IMS voice/video call, message) in the context of an IMS data channel session, i.e. when DC is established.

2.
Study how to provide IMS data channel applications to the subscriber who is using a MTSI UE where it is appropriate depending on the applications.

3.
Study how IMS architecture and procedures are enhanced to support verified OIP service for 3rd party in IMS session using SA WG3 work on third party identity authentication as basis.

4.
Study on the enhancements to IMS data channel related services and operational aspects, including:

-
whether and how to support standalone IMS data channel without accompanying audio/video/messaging media in an IMS session;

-
how to support 3GPP PS Data Off for IMS data channel and applications over IMS data channel;

-
study enhancements of IMS DC architecture and procedure to support multiplexing a SCTP connection for multiple DC applications.

5.
Study whether and how to enhance IMS architecture, procedures, interfaces for supporting avatar call (including multi-party communication) and communication with accessibility as specified in clause 5.2.2 of TS 22.156 [9].

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G system, Stage 2".

[4]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".

[5]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS)".
[6]
3GPP TS 26.114: "Media handling and interaction".
[7]
3GPP TS 22.261: "Service requirements for the 5G system".

[8]
3GPP TR 26.813: "Study of Avatars in Real-Time Communication Services".
[9]
3GPP TS 22.156: "Mobile Metaverse Services".

[10]
3GPP TS 24.229: "IP Multimedia Call Control based on SIP and SDP; Stage 3".

[11]
3GPP TS 24.607: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem".

[12]
3GPP TS 29.175: "IP Multimedia Subsystem; IP Multimedia Subsystem (IMS) Application Server (AS) Services Stage 3 (Release 18)".

[13]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

[14]
IETF RFC 3725: "Best Current Practices for Third Party Call Control (3pcc) in the Session Initiation Protocol (SIP)".

[15]
3GPP TS 24.341: "Support of SMS over IP networks".
[16]
3GPP TR 22.873: "Study on evolution of the IP Multimedia Subsystem (IMS) multimedia telephony service".

[17]
ATIS-1000074: "Signature-based Handling of Asserted information using Tokens (SHAKEN)".

[18]
IETF draft-ietf-stir-passport-rcd-26: "PASSporT Extension for Rich Call Data".

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.

[19]
IETF draft-ietf-sipcore-callinfo-rcd-08: "SIP Call-Info Parameters for Rich Call Data".

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
3
Definitions of terms and abbreviations

3.1
Terms

For the purposes of the present document, the terms given in TR 21.905 [1], in TS 23.501 [2] , in TS 23.228 [5] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1], in TS 23.501 [2] or in TS 23.228 [5].

Avatar: A digital representation specific to media that encodes facial (possibly body) position, motions and expressions of a person or some software generated entity.

NOTE 1:
This definition was taken from TS 22.156 [9].
IMS Avatar Communication: The communication between two or more users using Avatar representation associated with the user based on IMS architecture.

Gesture: A change in the pose that is considered significant, i.e. as a discriminated interaction with a mobile metaverse service.

NOTE 2:
This definition was taken from TS 22.156 [9].
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], in TS 23.501 [2] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1] or in TS 23.501 [2].

3PCC
3rd Party Call Control

API
Application Programming Interface

CAPIF
Common API Framework

DAC
Digital Asset Container

DC
Data Channel

DCSF
Data Channel Signalling Function

IMS
IP Multimedia Subsystem

IMSEF
IMS Exposure Function

MF
Media Function

NEF
Network Exposure Function

NF
Network Function

OIP
Originating Identification Presentation

OMA
Open Mobile Alliance

UUID
Universally Unique Identifier

4
Architectural Assumptions and Principles

The following architectural assumptions and principles shall be considered during the study:
-
IMS reference architecture defined in TS 23.228 [5] is used as basis architecture.

-
Solutions should have minimal impact to IMS architecture and procedures.

-
IMS enhancements to support media handling of avatar calls should consider alignment with SA4 and should take SA WG4 output in TR 26.813 [8] as a baseline.

-
For exposure of IMS capability, existing OMA specifications should be considered.

5
Key Issues

5.1
Key Issue #1: Extensible IMS mechanism supporting IMS events in the context of DC communication
5.1.1
Description

This key issue investigates needed architectural and procedural enhancement to IMS to support an extensible mechanism that enables trusted and untrusted applications to subscribe to and receive reports about IMS events related to IMS services in the context of Data Channel communication.

The KI covers following aspects:

-
Identification and definition of events related to IMS Data Channel services that a Network Function/Application Function can subscribe to. The events can be related to a specific IMS subscriber or list of IMS subscribers.

-
Event subscription and notification mechanisms. When the IMS event associated with specific IMS subscriber(s), determine the NF(s) and nodes serving the specific IMS subscriber(s).
5.2
Key issue #2: Impact on IMS architecture, interfaces and procedures to support IMS capability exposure in the context of IMS data channel session
5.2.1
Description

This KI will address the following aspects:

-
Study enhancements to IMS architecture, interfaces and procedures to expose IMS services in the following IMS data channel related scenarios:

-
IMS data channel initiation, update and release. This includes the initiation, update and release of application and bootstrap data channels.

-
Study whether and how an application server can request to use the existing bootstrap data channel for downloading a specific application.

5.3
Key Issue #3: Data channel interworking with MTSI UE

5.3.1
Description

Providing service experience of specific IMS data channel applications to subscribers using MTSI UE when appropriate can significantly extend the accessibility of IMS data channel applications. Since MTSI UE does not support IMS data channel, solutions are required to ensure interworking with legacy media types that MTSI UE supports.

This key issue studies the following aspects:

-
How to enhance IMS architecture and procedures to provide some form of IMS data channel applications service experience by interworking with a MTSI UE supporting only legacy media types (audio/video/messaging) where it is appropriate.

-
How the IMS network determines whether interworking with a MTSI UE supporting only legacy media types can be provided, e.g. considering, on a case by case basis, the media types used in the data channel application subject to interworking.

5.4
Key Issue #4: Extensible IMS framework to support authorization and authentication of third-party identities in IMS sessions

5.4.1
Description
Study how to enhance the IMS architecture and procedures to support third party identities in IMS sessions, including:

-
Study and if needed, define a mechanism how the serving IMS network can authorize the usage of third party identities in an IMS session.

-
Study and if needed, define a mechanism how the terminating IMS network can support the called party to verify third-party specific identities used in a session.

-
Study whether and how IMS procedures need to be enhanced to support authentication, authorization, signing and verification of third-party specific identities. This includes for example studying potential impacts on the STIR/SHAKEN procedures defined in TS 24.229 [10].

-
Study and if needed, identify required enhancements to IMS subscription data to support third-party identities.

NOTE 1:
Enhancements must support multiple use cases, e.g. verifying third-party identities in OIP service as specified in TS 24.607 [11] and the usage of identities in the context of IMS Avatar communication.

NOTE 2:
This key issue requires coordination with SA WG3 on security aspects.

5.5
Key Issue #5: Handling of PS data off exemption for services over IMS DC

5.5.1
Description
This key issue studies how IMS architecture, procedures need to be enhanced to support PS Data off for services over IMS DC. In particular, this key issue will study:

-
Whether and how to enhance the current 3GPP PS Data Off Exempt service information (e.g. list of 3GPP PS Data Off Exempt services) to support 3GPP PS Data Off for services over IMS data channel.

Editor's note:
The definition of services over IMS data channel needs to be further clarified. Whether the services over IMS Data channel to be exempted can be per DC service granularity is FFS.

5.6
Key Issue #6: Support of Standalone IMS Data Channel Sessions
5.6.1
Description
This key issue aims to study enhancements of IMS architecture, interfaces, and procedures to support standalone IMS data channel session. This includes studying following aspects:
-
How to support standalone IMS bootstrap and application data channel sessions without accompanying audio/video/messaging media in an IMS session. This includes studying the establishment and termination of standalone IMS data channel sessions.

-
Study whether and how to negotiate support of standalone IMS data channel between UE and IMS network, and between two UEs. The negotiation should include the ability to add audio/video/messaging media to an established standalone IMS data channel.

-
Whether and how to establish an (standalone) application data channel without accompanying bootstrap data channel.

-
Whether and how to establish a (standalone) bootstrap data channel without accompanying application data channel.

-
How to add audio/video/messaging media to an established standalone IMS data channel session.

-
How to remove audio/video/messaging media from an IMS session that also contains IMS data channel media.

-
Whether and how to define new service data in the HSS for support of standalone data channel or extend existing MMTel service data.

5.7
Key issue #7: Support multiplexing multiple DC applications over single SCTP connection

5.7.1
Description

This key issue addresses the request from GSMA NG to SA WG4 and SA WG2 concerning the use of single SDP m=line for multiple DC applications. The solutions of this KI will address the following aspects:
-
Study whether and how to modify IMS DC architecture, interfaces, procedures and functionalities of IMS DC specific network functions to support the following scenarios:
-
Scenario 1: the remote endpoints of different DC applications are different ones, for example, one is the local MF, the other is the remote MF.

-
Scenario 2: the remote endpoints of different DC applications are the same one, for example, both are the peer UE.

-
Define the mechanism that allows the UEs and the network to distinguish the data channels used by multiple DC applications in a SCTP connection.

-
Define the mechanism that confirms whether the UE and the network support multiplexing a SCTP connection for multiple DC applications before media negotiation for back-compatibility.

-
For each endpoint, define a mechanism that confirms whether the endpoint network supports multiplexing a SCTP connection for multiple DC applications before media negotiation.

-
Support interworking between end points supporting multiplexing and those that do not support multiplexing.

NOTE:
Collaboration and alignment with SA WG4 are needed.

5.8
Key Issue #8: Support of IMS Avatar Communication
5.8.1
Description
This key issue aims to study enhancements of IMS architecture, interfaces, and procedures to support IMS based Avatar communication. This includes studying following aspects:
-
Define and identify the impacts from Avatar communication between two or more users in the context of IMS.

-
Study the identifiers required for IMS Avatar communication, e.g. identifier for an Avatar representation in IMS, and the association of an Avatar representation with a user.

-
Study whether and how Avatar objects such as an Avatar representation are stored and accessed by the authenticated and authorized UE and/or IMS network nodes avoiding fraud and ensuring privacy.

-
Study whether and how to authorise the use of an Avatar representation in an IMS Avatar communication.

-
Study whether and how to enable service/capability negotiation between UE and IMS network. This includes service/capability negotiation to enable transition, transcoding and rendering of media in an Avatar communication.

-
Study how to enable transition and transcoding between a MMTel session using audio/video codec and IMS Avatar based communication which may use a special Avatar codec.

-
Study how to enable transcoding between speech and gesture (or text) in an IMS Avatar communication.

-
Study how to enable UE based and network based rendering in case of IMS Avatar communication.

NOTE 1:
Transition, transcoding and rendering is based on UE/network capabilities and user preferences.

NOTE 2:
Transition, transcoding, rendering and service/capability negotiation aspects require coordination with SA WG4.

NOTE 3:
Security and privacy aspects require coordination with SA WG3.

6
Solutions

6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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6.1
Solution #1: Architectural Enhancements in Support of exposure of IMS events using HSS Subscription

6.1.1
Description

In this solution, DCSF subscribes to Data Channel Session Control events defined in Table AA.2.4.2.2-1 in clause AA.2.4.2 of TS 23.228 [5] related to a given IMS user of interest via HSS. When the event is fulfilled, the IMS AS notifies the event to DCSF directly or via HSS.

Additionally, in this solution, it is also proposed that a similar approach is used for trusted and untrusted Application Servers to subscribe to IMS events of interest via the NEF. When the IMS exposure event is related to a given IMS user, the NEF subscribes to the corresponding IMS AS allocated to the IMS user via the HSS. When the event is fulfilled, the IMS AS notifies the IMS exposure event to the NEF.

Editor's note:
Definition of IMS events which can be exposed by this solution is FFS.
To support the above, once an IMS subscriber successfully registers in IMS and if at least one IMS AS is selected for this IMS subscriber, the IMS AS register in HSS the IMS AS instance allocated for the subscriber using an enhanced Nhss_imsUECM service over N71 for that purpose.
Editor's note:
Which IMS AS(s) register in HSS for the IMS subscriber is FFS.

Editor's note:
The use of Diameter for registering the IMS AS instance in HSS is FFS.

For DC Session Control related events specified in Annex AA, clause AA.2.4.2 of TS 23.228 [5], DCSF subscribes with HSS for such an event using a new service Nhss_imsEE over N72. HSS subscribes with IMS AS using Nimas_SessionControEvent Subscribe Request over N71.

For other type of IMS events, an AF subscribes to NEF for an IMS event for a subscriber via a new service Nnef_imsEE, over N33. The NEF in turns forwards such a subscription request to HSS via a new service Nhss_imsEE, over Nxx.

HSS subscribes to the event with the identified IMS AS instance via a new service Nimsas_imsEE, over N71. For unregistered UEs, the HSS keeps the subscription request and subscribes to the requested IMS event when the UE registers in IMS.

Upon detection of the requested IMS event, the IMS AS notifies the event directly to the NEF/DCSF via a new service Nimsas_imsEE, over DC1/Nyy.

The architecture depicting the solution is shown in Figure 6.1.1-1.
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Figure 6.1.1-1: IMS Event Framework

Figure 6.1.1-1includes the following reference points:

-
N33 is enhanced to enable an AF to subscribe to, and receive notifications about the requested IMS event of interest via the NEF.

-
A new reference point between NEF and HSS is introduced to enable NEF to subscribe to HSS for IMS related events for a specific subscriber. This reference point is labelled Nxx.

-
N72 is enhanced to allow the DCSF to subscribe to DC Session Control related events via the HSS.

NOTE 1:
DCSF can also subscribe to other IMS events of interest.

-
N71 is enhanced to enable HSS to receive registration of an AS instance allocated for a specific subscriber upon initial IMS registration and to subscribe to the IMS AS instance of a specific subscriber for any IMS event of interest..

NOTE 2:
IMS AS supports subscription to DC Session Control related events as well as other IMS events of interest. The existing Subscribe service operation place holder in TS 23.228 [5] in Nimsas_SessionEventControl for Session Event Control is dedicated only to DC Session Control related events.

-
A new reference point between IMS AS and NEF is introduced to enable IMS AS to send notifications regarding directly subscribed IMS events to the NEF. This reference point is labelled Nyy.

-
DC1 is enhanced to allow the DCSF to receive notifications for DC Session Control related events.

Editor's note:
Handling of exposure of IMS events for a group of IMS subscribers is FFS.

Editor's note:
How HSS knows the producer of events is FFS.

6.1.2
Procedures

6.1.2.1
Subscription to DC Events Via HSS

To subscribe to DC Session Control Event specified defined in Table AA.2.4.2.2-1 in clause AA.2.4.2 of TS 23.228 [5], DCSF subscribes to HSS for that purpose by sending the Nhss_ImsEE-Subscribe Request and includes the DC Session Control Event, as well as the subscriber Identity (e.g. IMPU) in the request. When any of the defined events in Table AA.2.4.2.2-1 is fulfilled, a notification is generated including the relevant information for the event as defined in clause AA.2.4..2.2 of TS 23.228 [5].

Figure 6.1.2.1-1 depicts a typical call flow for DCSF subscribing to DC Session Control events via HSS.
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6.1.2.2-1: DCSF Subscription to Data Channel Session Control Events

1)
UE performs initial IMS Registration.

2)
S-CSCF performs third party Registration with the IMS AS instance allocated to the registering UE.

3)
IMS AS registers in HSS using Nhss_ImsUECM_Registration operation the IMS AS instance allocated to the UE.

4)
DCSF subscribes to DC Session Control event by sending to HSS a Nhss_ImsEE_Subscribe Request. The requested event is DC Session Control event. The request includes the subscriber IMPU.

5)
HSS returns to DCSF Nhss_ImsEE_Subscribe Response including the Correlation ID.

6)
HSS in turn locates the IMS AS instance serving the UE. Subsequently, HSS sends to the IMS AS an Nimsas_SessionControlEvent Subscribe Request and includes the subscriber IMPU.

7)
IMS AS returns to HSS Nimsas_SessionControlEvent Subscribe Response including the Correlation ID.


There are two options in this call flow. In option 1, DCSF requests direct Notification from IMS AS. In the second option the notification is received from HSS. For option 1, the received notification request would be Nimsas_SessionControlEvent Notify. In the second option, the notification received from HSS would be Nhss_ImsEE_Notfiy.

8a)
When the requested event is fulfilled, IMS AS returns to DCSF an Nimasas_SessionControlEvent_Notifty Request including the the relevant event information and the Correlation ID.

9a)
DCSF returns Nimasas_SessionControlEvent_Notifty Request

8b)
When requested event is fulfilled, IMS AS returns to HSS an Nimasas_SessionControlEvent_Notifty Request including the received the relevant event information and the Correlation ID.

9b)
HSS returns to DCSF an Nhss_ImsEE_Notify Request including the received the relevant event information and the Correlation ID.

10b)
DCSF returns to HSS Nhss_ImsEE_Notify Response.

11b)
DCSF returns to HSS Nimsas_SessionControlEvent_Notify Response.

6.1.2.2
Subscription to IMS Generic events via NEF
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6.1.2.2-1: AF Subscription to IMS events via NEF
Figure 6.1.2.2-1 depicts a typical call flow for an AF subscribing to an IMS event for a UE.
1)
UE performs initial IMS Registration.

2)
S-CSCF performs third party Registration with the IMS AS instance allocated to the registering UE.

3)
IMS AS registers in HSS using Nhss_ImsUECM_Registration operation the IMS AS instance allocated to the UE.

4)
AF subscribes to NEF initiating the Nnef_imsEE_Subscribe Request for a specific IMS event.

5)
An NF, e.g. DCSF, may also subscribe for an IMS event for a subscriber via HSS.

6)
HSS locates the IMS AS instance(s) serving the UE.

7)
HSS subscribes to the IMS AS instance(s) serving the UE using Nimsas_ImsEE_Subscribe Request for the requested IMS event.

8)
IMS AS returns to HSS the Nimsas_ImsEE_Subscribe Response.

9)
HSS returns to NEF (or to the NF, e.g. DCSF) the Nhss_ImsEE_Subscribe Response.

10)
NEF returns to AF the Nnef_ImsEE_Subscribe Response.

11)
At some point, the requested event for the UE is detected by the IMS AS. The IMS AS sends an Nimsas_ImsEE_Notify Request to NEF.

12)
NEF sends to AF Nnef_imsEE Notify Request.

6.1.2.3
Additional Services and Operations in Support of IMS Event subscription

6.1.2.3.1
Enhancements to hss Services

Nhss_imsUECM service operations are modified to support registering a UE IMS AS instance.
Table 6.1.2.3.1-1

	Service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nhss_ImsUE Context
	Register
	Request/Response
	S-CSCF, IMS AS instance

	Management (Nhss_ImsUECM)
	Deregister
	Request/Response
	S-CSCF, IMS AS instance


6.1.2.3.1.1
Nhss_ImsUECM service

6.1.2.3.1.1.1
Nhss_ImsUECM Register service operation

Service operation name: Nhss_ImsUECM_Register

Description: This service operation registers the serving NF instance for an initial IMS registering subscriber.

Inputs, Required: Public Identity, Registering Identity representing the identity of the registering NF.

The list of allowed Identities to register their instance are configured based on operator policy.

Outputs, Required: Result indication.

6.1.2.3.1.1.2
Nhss_ImsUECM Deregister service operation

Service operation name: Nhss_ImsUECM Deregister

Description: This service operation deregisters the serving NF instance for an IMS de-registering subscriber.
Inputs, Required: Public Identity, Deregistering Identity representing the identity of the deregistering NF.

Outputs, Required: Result indication.

Outputs, Optional: None.

Services provided by HSS are enhanced to enable NEF and DCSF to subscribe for non-Data Channel session control events of interest related to a given IMS user. To that effect, a new service is introduced for IMS Event Exposure as depicted below.
Table 6.1.2.3.1.1.2-1

	Service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nhss_imsEventExposure (ImsEE)
	Subscribe
	Subscribe/Notify
	NEF, DCSF

	
	Unsubscribe
	Subscribe/Notify
	NEF, DCSF


6.1.2.3.2
Enhancements to Nimsas Services

Service provided by IMS AS are also enhanced to enable HSS to subscribe to an IMS AS instance for non-Data Channel session control events of interest related to a given IMS user. To that effect, a new service is introduced for IMS Event Exposure as depicted below.
Table 6.1.2.3.2-1

	Service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nimsas_imsEventExposure (ImsEE)
	Subscribe
	Subscribe/Notify
	HSS

	
	Unsubscribe
	Subscribe/Notify
	HSS

	
	Notify
	Subscribe/Notify
	NEF, DCSF


6.1.2.3.2.1
Nimsas_Ims_Event_Exposure (Ims_EE) service

6.1.2.3.2.1.1
Nimsas_Ims_EE Subscribe service operation

Service operation name: Nimsas_Ims_EE Subscribe

Description: The NF consumer subscribes to an IMS event of interest.

Inputs, Required: Public Identity, Event name.

Editor's note:
The list of events are FFS.

Editor's note:
Additional input is FFS.

Outputs, Required: When the subscription is accepted: Subscription Correlation ID

6.1.2.3.2.1.2
Nimsas_Ims_EE Unsubscribe service operation

Service operation name: Nimsas_Ims_EE Unsubscribe

Description: The NF consumer unsubscribes to an IMS event.
Inputs, Required: Subscription Correlation ID.

Outputs, Required: None.

Outputs, Optional: None.

6.1.2.3.3
Enhancements to Nnef Services

A new service is introduced for IMS Event Exposure as depicted below:

Table 6.1.2.3.3-1

	Service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	imsEventExposure (ImsEE)
	Subscribe
	Subscribe/Notify
	HSS

	
	Unsubscribe
	Subscribe/Notify
	HSS

	
	Notify
	Subscribe/Notify
	NEF


6.1.2.3.3.1
Nnef_Ims_Event_Exposure (Ims_EE) service

6.1.2.3.3.1.1
Nnef_Ims_EE Subscribe service operation

Service operation name: Nnef_Ims_EE Subscribe

Description: The NF consumer subscribes to an IMS event of interest.

Inputs, Required: Public Identity, Event name.

Editor's note:
The list of events are FFS.

Editor's note:
Additional input is FFS

Outputs, Required: When the subscription is accepted: Subscription Correlation ID

6.1.2.3.3.1.2
Nnef_Ims_EE Unsubscribe service operation

Service operation name: Nnef_Ims_EE Unsubscribe

Description: The NF consumer unsubscribes to an IMS event.
Inputs, Required: Subscription Correlation ID.

Outputs, Required: None.

Outputs, Optional: None.
6.1.3
Impacts on existing services, entities and interfaces

Editor's note:
Additional impacts are FFS.

HSS impacts:

-
Stores IMS AS instance serving a UE at initial IMS registration.

-
Receive subscription from NEF for a UE for IMS related events.

-
Subscribe to an IMS AS instance for a UE for IMS related events on behalf of the NEF.

IMS AS:

-
Registering the IMS AS instance serving a UE at IMS initial registration.

-
Receive subscription from HSS for a UE for IMS related events.

-
Send notifications of requested IMS events to the NEF.

NEF:

-
Receive subscription from AFs for a UE for IMS related events.

-
Subscribe to HSS for a UE or a group of UEs for IMS related events.

-
Receive notifications of requested IMS events from the IMS AS.

-
Send notifications of requested IMS events to the AF.

6.2
Solution #2: Event subscription and notification enhancements for DC applications
6.2.1
Description

6.2.1.1
General
This solution addresses Key Issue #1 Extensible IMS mechanism supporting IMS events in the context of DC communication.

This solution follows the Rel-18 IMS data channel architecture in TS 23.228 [5] and support both scenarios that DC application server interacts with IMS network via N33 and via DC4.
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Figure 6.2.1.1: IMS DC architecture in TS 23.228 [5]
In Rel-18 the event subscription and notification only exist between IMS AS and DCSF via DC1 interface and notification is not based on explicit or implicit subscription mechanism but on local configuration or Default notification endpoint mechanism. The Rel-18 solution does not apply to this KI because of the following reasons:

1)
Different subscribers are provided with different applications based on subscription, which means the subscription and notification should be dynamically determined per subscriber and per application server. In this case local configuration is not possible at per subscriber level on any NF.

2)
It can not be assumed that the DC application server supports Default notification endpoint mechanism and is allowed to access operator's NRF. In this case Default notification endpoint mechanism can not be used.

3)
Rel-18 solution does not support selection of interaction scenario, via N33 or DC4 for different DC applications.

This solution proposes a subscription and notification mechanism on top of Rel-18 event subscription and notification mechanism to support selection of DC application server and dynamic subscription of the IMS event reports.

This solution also support DC application server subscribing and being notified of IMS events for groups of IMS subscribers.

6.2.1.2
Report of registration events
This solution proposes to introduce report of registration events from IMS AS to DC application server via DCSF by which DC application server have a chance to subscribe the upcoming events from IMS network.

When the IMS AS receives third party registration request from S-CSCF, it triggers registration event report to DCSF reusing Rel-18 mechanism. The event report may include information in the REGISTER request or the 200 OK to the REGISTER request, e.g. IMPU or implicitly registered IMPU set.

The DCSF retrieves the IMS DC service data from UDM/HSS after receiving the registration event notification from IMS AS. The service data includes the information of subscribed DC application list and the corresponding DC application server addresses/URL. According to the service data the DCSF notifies all the DC application servers about the registration of the IMPU or implicitly registered IMPU set directly or via NEF. When the DCSF invokes NEF service to notify NEF about the registration event and trigger the NEF to further notify the DC application server, it includes the address or the URL of the DC application server in the service invocation.

Editor's note:
Whether and how to specify the notification from the DCSF to DC application servers is FFS.

The DC application servers saves the address of the DCSF or the NEF and the registered IMPU or implicitly registered IMPU set, which is used to invoke DCSF service or NEF service to subscribe interested event notifications.

6.2.1.3
Determination the interaction mode between DC application server and IMS network

If the DCSF supports both interaction with DC application server directly or via DC3, when it notifies the DC application server about the IMS events, it determine which interaction mode is used based on the service data received from UDM/HSS. In this case the service data stores the information of interaction mode per DC application.
6.2.1.4
Discovery and selection of NFs

IMS AS discovers and selects the DCSF using existing Rel-18 mechanism.

The DCSF discovers and selects NEF via NRF. If a NEF only serves to specific subscribers, the NEF registers itself to NRF with the IMPU range it serves. The DCSF discovers and selects NEF using the IMPU in the REGISTER request to discover the NEF serving the subscriber.

The DCSF discovers and selects DC application server via DNS using the DC application server address retrieved from service data.

The NEF discovers and selects DC application via DNS using the DC application server address included in the report of registration event from the DCSF.

6.2.1.5
Definition of group of IMS subscriber

The DC application server supports generating a group of served IMS subscribers and subscribes IMS events for the group in a single service invocation. The group of served IMS subscribers can be all IMPUs in implicitly registered IMPU set or any combination of IMPUs it serves.
Editor's note:
Whether and how to indicate the group of IMS subscribers is FFS.
6.2.1.6
Subscription and notification of IMS events
During the registration event report procedure in clause 6.2.1.2, the DC application server has known the notification address of further event subscription for a specific IMPU or implicitly registered IMPU set, i.e. the DCSF or the NEF.

When a DC application server wants to subscribe the IMS events to the IMS network, it revokes subscription services provided by the DCSF or the NEF.

The DC application server is able to support generating a group of served subscribers and subscribes IMS events for the group in a single service invocation.

Editor's note:
The services of DCSF and NEF for subscription and notification are to be defined.

Editor's note:
The events to be further subscribed for DC application server, e.g. DC media status, de-registration, is FFS.
6.2.2
Procedures
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Figure 6.2.1.1: IMS DC architecture in TS 23.228 [5]
1.
IMS registration procedure.

2.
The S-CSCF send third party registration request to IMS AS, which includes IMPU or implicitly registered IMPU set.

3.
The IMS AS notifies the registration event of the UE to DCSF using the same notification mechanism in Rel-18.

4.
The DCSF retrieves the IMS DC service data from UDM/HSS, which includes interaction mode, the list of DC application servers and their notification address or URL.

5.
The DCSF determines which interaction mode is used based on the service data received from UDM/HSS.

6a.
If the DCSF determines to interact with DC application server via NEF, it discovers a NEF using the IMPU via NRF.

7a.
The DCSF sends notification to the NEF by invoking NEF service, including in the request IMPU or implicitly registered IMPU set and notification address or URL of the DC application server for all the DC application servers to be notified.

8a.
The NEF gets DC application server notification address directly or via DNS if the URL of DC application server is included in the notification of registration event from the DCSF.

9a.
The NEF sends notification to the NEF including IMPU or implicitly registered IMPU set.

7b.
If the DCSF determines to interact directly with DC application server, it gets DC application address directly or via DNS if the URL of DC application server is included in IMS DC service data.

8b.
The DCSF sends notification to the NEF including IMPU or implicitly registered IMPU set.


The DC application server stores the notification address of the DCSF or NEF.

11a-12a.
The DC application server subscribes events to the DCSF via NEF.

11b.
The DC application server subscribes events to the DCSF directly.

12.
IMS network notifies the subscribed events to the DC application server.

6.2.3
Impacts on Existing Nodes and Functionality

IMS AS:

-
support notification of registration event to DCSF.

DCSF:

-
determine which interaction mode is used based on the service data received from UDM/HSS.

-
support notification of registration event to NEF or DC application server.

-
support subscription from DC application server and notification of IMS events to DC application server.

NEF:

-
support notification of registration event to DC application server.

-
support subscription from DC application server and notification of IMS events to DC application server.

DC application server:

-
support notification of registration event from DCSF or NEF.

-
support subscription and notification of IMS events to/from DCSF or NEF.

6.3
Solution #3: Subscription and Notification for DC Events

6.3.1
Description
The subscription and notification for data channel events are introduced in TS 23.228 [5]. The services and their operations provided by IMS AS are defined as following:
Table 6.3.1-1

	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nimsas_SessionEventControl
	Subscribe
	Subscribe/Notify
	DCSF

	
	Notify
	Subscribe/Notify
	DCSF

	
	Unsubscribe
	Subscribe/Notify
	DCSF

	Nimsas_MediaControl
	MediaInstruction
	Request/Response
	DCSF


NOTE:
The Unsubscribe service operation is new added in the table by this solution.
In Release 18, for Nimsas_SessionEventControl service only Notify service operation is specified. While explicit subscription to session events is not addressed in Release 18; and notifying IMS session events of a specific IMS subscriber to NFs, e.g. DCSF is only based on local configuration in the IMS AS. In this solution, the Subscribe and Unsubscribe service operations are introduced and related procedures are described.

Editor's note:
This solution specifies Subscribe/Unsubscribe service operations and related procedures; the subscription and notification mechanism for discovery of NF(s) serving the specific IMS subscriber(s) will be addressed by other solutions; the service operations may be updated accordingly if needed.

6.3.1.1
Nimsas_SessionEventControl_Subscribe service operation

Service operation name: Nimsas_SessionEventControl_Subscribe

Description: This service operation enables NF consumers (e.g. DCSF) subscribe session events related to a specific served IMS subscriber or a group of IMS subscribers requesting use of data channel media.

Inputs, Required: NF type, Event type.
In this Release, NT type is DCSF.

Event type is DC Event.

Inputs, Optional: IMS Subscriber, Group Identity of IMS subscribers.
IMS Subscriber is the subscriber requesting use of data channel media and its session event is subscribed.

Group Identity of IMS subscribers is the identity of the subscribed group of IMS subscribers and one of its members is requesting use of data channel media.

These two inputs are optional and only one of them will be given in a service operation.
Outputs, Required: Result indication, when the subscription is accepted: Subscription Correlation ID.

Outputs, Optional: None.

6.3.1.2
Nimsas_SessionEventControl_Notify service operation

Nimsas_SessionEventControl_Notify service operation is specified in clause AA.2.4.2.2 of TS 23.228 [5].
6.3.1.3
Nimsas_SessionEventControl_Unsubscribe service operation

Service operation name: Nimsas_SessionEventControl_Unsubscribe

Description: This service operation enables NF consumers (e.g. DCSF) unsubscribe session events related to a specific served IMS subscriber or a group of IMS subscribers requesting use of data channel media.

Inputs, Required: Subscription Correlation ID

Inputs, Optional: None

Outputs, Required: Result indication

Outputs, Optional: None.
6.3.2
Procedures

6.3.2.1
Subscription procedure for a specific IMS Subscriber

Figure 6.3.2.1-1 depicts a flow diagram for subscription procedure for a specific IMS Subscriber.
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Figure 6.3.2.1-1: Subscription procedure for a specific IMS Subscriber
The steps in the subscription flow are as follows:

DCSF subscribes session events related to a specific served IMS subscriber requesting use of data channel media using service operation Nimsas_SessionEventControl_Subscribe as specified in clause 6.3.1.1.

IMS AS will notify DCSF the session event of the subscribed IMS subscriber requesting use of data channel media using service operation Nimsas_SessionEventControl_Notify as specified in clause AA.2.4.2.2 of TS 23.228 [5].

6.3.2.2
Subscription procedure for a group of IMS Subscribers

Figure 6.3.2.2-1 depicts a flow diagram for subscription procedure for a group of IMS Subscribers.
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Figure 6.3.2.2-1: Subscription procedure for a group of IMS Subscriber
The steps in the subscription flow are as follows:

DCSF subscribes session events related to a group of IMS subscribers whose member requests use of data channel media using service operation Nimsas_SessionEventControl_Subscribe as specified in clause 6.3.1.1.

IMS AS interacts with HSS to fetch the member information of the group of IMS subscribers.

IMS AS will notify DCSF the session event of one of members in the subscribed group of IMS subscribers requesting use of data channel media using service operation Nimsas_SessionEventControl_Notify as specified in clause AA.2.4.2.2 of TS 23.228 [5].

Editor's note:
The nature of member information of the group of IMS subscribers in HSS is FFS.

Editor's note:
Whether HSS can provide group information of IMS Subscribers and the interaction of IMS AS and HSS for providing group information and the related service operations are FFS.

Editor's note:
How to handle unregistered IMS Subscribers is FFS.

6.3.3
Impacts on Existing Nodes and Functionality
IMS AS:

-
Supporting service operation of subscribing session events related to a specific served IMS subscriber or a group of IMS subscribers requesting use of data channel media.

DCSF:

-
Supporting the use of subscription service operation for session events related to a specific served IMS subscriber or a group of IMS subscribers requesting use of data channel media.

HSS:

-
Supporting storage of the group information of IMS Subscribers and provision the information to IMS AS.

6.4
Solution #4: Event subscription and notification of IMS DC for related subscribers

6.4.1
Description

This paper proposes solution for handling IMS NW providing mechanism for providing event notification of IMS DC for related subscribers to the subscribed node, which includes network function like DCSF and Application Function like any third party.

This proposal is to enhance by reusing the existing IMS DC service exposed by IMS AS supporting IMS DC as described in clause AA 2.4.1 of TS 23.228 [5]. This is achieved in two step approach.

Step 1: Discovery of IMS AS.

IMS AS supporting IMS DC for a list of subscribers (e.g. IMPUs) will register with NRF. Then for network function like DCSF or Trusted AF will discover IMS AS supporting IMS DC using NRF by providing the IMS DC and list of IMPUs as an input for discovery.

Editor's note:
Relationship between IMS AS selection based on iFC and NRF is FFS.Step 2: Subscription with IMS AS.

DCSF or Trusted AF (e.g. DC AS) will subscribe with those IMS AS received from NRF as part of discovery response. After the subscriber establish or release the IMS DC then IMS AS will notify to DCSF or Trusted AF. Such subscription mechanism is required to support flexible IMS DC architecture, e.g. if more than one DSCF is deployed in a PLMN, IMS AS needs to know to which DCSF IMS AS sends a notification when an event occurs.

Editor's note:
Subscription with IMS AS for unregistered IMPU is FFS.

Table AA.2.4.2.2-1 of TS 23.228 [5] illustrates list of events that the IMS AS can support. DCSF or AF can subscribes to these events and the event subscription can be performed as individual subscription or bulk subscription.

NOTE:
More number of events that will be supported by IMS AS and/or DCSF as part of KI#2 will be considered for the subscriptions. Individual subscription for specific events: DCSF or AF can indicate which event(s) the DCSF or AF are interested in and subscribe to. DCSF or AF can selectively and sequentially subscribe to DC related IMS AS, e.g. DCSF or AF first subscribes to Session Establishment Request Event for an UE, and after session is established and upon the receipt of session establishment request event notification, the DCSF or AF subscribes to e.g. Session Establishment Success/Failure event.

-
Bulk subscription for all DC related events: DCSF or AF can subscribes all DC related IMS AS events. In such case, no specific event ID is included in the event subscription request and all DC related events can be subscribed explicitly.

Editor's note:
Clarification on Bulk Subscription is FFS.

In the case of Untrusted AF (e.g. DC AS), it will subscribe with NEF and then NEF will behave like DCSF/Trusted AF for discovery and subscription towards IMS AS. Once NEF receives the notification from IMS AS, it will forward to Application Function.

6.4.2
Procedures

The procedure of subscription and notification for IMS DC for one of the subscriber or list of subscribers.
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Figure 6.4.2-1

1.
IMS AS sends the support for list of IMPUs and IMS DC in Nnrf_NFManagement_NFRegister channel while registering to NRF.

2.
NRF will store IMS AS profile.

3.
NRF will provide Nnrf_NFManagement_NFRegister response to IMS AS.

3a.
In the case of Untrusted AF, Untrusted AF subscribe to NEF by sending Nnef_EventExposure_Subscribe request (Event ID: IMS DC establishment or update or release, Event Filter: For one subscriber (IMPU) or list of subscribers (IMPUs).

3b.
NEF authorizes AF request and provides response by sending Nnef_EventExposure_Subscribe response.

4.
DCSF/Trusted AF/NEF discover IMS AS by sending the input as list of IMPUs, IMS DC service and expected NF type is IMS AS in Nnrf_NFDiscovery_Request.

5.
NRF provides the list of IMS AS, which supports IMS DC and the IMPUs asked by DCSF/Trusted AF/NEF in Nnrf_NFDiscovery_Request Response.

6.
DCSF will subscribe with all the IMS AS received from NRF by sending Nimsas_SessionEventControl. The request can include (Event ID, e.g. SessionEstablishmentRequestEvent and Event Filter: For one subscriber (IMPU) or list of subscribers (IMPUs).

7.
One of the subscribers establishes IMS DC and the event is observed by IMS AS.

8.
IMS AS will notify by sending Nimsas_SessionEventControl_Notify to DCSF or Trusted AF or NEF. The subscriber can establish multiple sessions associated with IMS DC, therefore IMS AS provides notification for each of the session separately by providing session id to distinguish multiple sessions.

9.
NEF will provide the notification report by sending Nnef_EventExposure_Subscribe_Notify to Application Function.

10.
DCSF performs resource allocation for data channel.

11.
After completion of resource allocation for data channel, the DSCF sends notification response to inform the IMS AS of that the notification has been received at step 8. The DCSF may determine to subscribe to subsequent events such as SessionEstablishmentSuccess/FailureEvent.

6.4.3
Impacts on Existing Nodes and Functionality
This solution may have the following impacts to existing entities and interfaces:


IMS AS:

-
IMS AS will register its profile with NRF by providing its support for list of IMPUs and IMS DC.


DCSF/NEF/AF:

-
Discovery of IMS AS using NRF by providing input as IMS DC and list of IMPUs to NRF and then subscribing with all the received IMS AS from NRF to get notification for the IMS DC.

6.5
Solution #5: IMS event subscription mechanism

6.5.1
Description

This solution addresses the Key Issue#1 "Extensible IMS mechanism supporting IMS events in the context of DC communication", which covers:

-
Identification of IMS events that Network Function/Application function can subscribe to. The IMS events can include events related to a specific IMS subscriber / groups of IMS subscribers.

Editor's note:
Handling of groups of IMS subscribers is FFS.

-
Event subscription mechanisms. When the IMS event is related to IMS specific subscriber(s) this includes functionality to determine the IMS NF(s)/Nodes serving the specific IMS subscriber(s) for which the specific event was requested.

6.5.1.1
IMS events that NF/AF can subscribe to

The IMS events include:
-
IMS data channel application events. When a specific subscriber downloads some IMS data channel application from the DCSF, the event is reported by the DCSF.

-
IMS session events. When the session status and media of a specific IMS session change, the event is reported by the IMS AS. Some of the events have been defined in 3GPP Rel-18 TS 29.175 [12], which are reported to DCSF by the IMS AS via Nimsas_SessionEventControl_Notify messages.

-
Supplementary service event. When a supplementary service in a specific IMS session is invoked, the event is reported by the IMS AS.

-
3rd Party registration event. When the procedure of the 3rd Party registration to the IMS AS, as specified in TS 24.229 [10], is completed, the event is reported by the IMS AS.

Editor's note:
The full list of events that can be subscribed to is FFS.

These IMS events can be subscribed by either the NFs inside IMS network, or the AFs outside IMS network. The latter shall subscribe IMS events through the NEF.

6.5.2
Procedures

The following clauses illustrate how the NF service consumer subscribes and unsubscribes the events of a specific IMS subscriber generated by the DCSF and the IMS AS, and how the subscribed events are reported to the NF service consumer.

The NF service consumer in the sub-clauses below can be either the NFs inside IMS network or the NEF which subscribes or unsubscribes the events reported by the DCSF according to the requests from the 3rd Party DC AS.

6.5.2.1
Event subscription mechanism of DCSF

Figure 6.5.2.1-1 illustrates that the NF service consumer subscribes the event(s) of a specific IMS subscriber generated by the DCSF.
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Figure 6.5.2.1-1: Create a subscription of the DCSF

1.
The NF service consumer invokes Nnrf_NFDiscovery API of the NRF, carrying with the UE identity, e.g. IMPU, IMPI, IMSI or MSISDN, to query the DCSF instance serving the specific IMS subscriber.

Editor's note:
Further criteria to select DCSF of a specific user is FFS.

2.
The NRF returns the DCSF instance list that serves the specific IMS subscriber.

3.
The NF service consumer selects one DCSF instance and invokes the event subscription API of the DCSF. The request message includes the UE identity and the event(s) identification to subscribe, a Notification Correlation ID assigned by the NF service consumer for the requested notifications, a notification endpoint and so on.

4.
The DCSF instance creates the new event subscription resource, stores the subscription data and starts to observe the subscribed event(s) of the specific IMS subscriber.

5.
The DCSF instance returns a response to the NF service consumer with the subscription ID to indicate that the subscription creation is successful.

Figure 6.5.2.1-2 illustrates that the DCSF notifies the NF service consumer of the observed event(s) when the event(s) is triggered.
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Figure 6.5.2.1-2: Notification about the subscribed event(s) from the DCSF

0.
The DCSF instance observes that the subscribed event of the specific IMS subscriber is triggered.

1.
The DCSF instance sends a Ndcsf_EE_Notify request to the NF service consumer. The request includes the Notification Correlation ID assigned by the NF service consumer, the information of the subscribed event(s) and so on.

2.
The NF service consumer returns a response to the DCSF instance, indicating that the notification is successful.

Figure 6.5.2.1-3 illustrates that the NF service consumer unsubscribes the event(s) of a specific IMS subscriber generated by the DCSF.
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Figure 6.5.2.1-3: Unsubscribe from a subscription of the DCSF

-
In step 1 and 3, the event un-subscription API is invoked by the NF service consumer and the DCSF returns the result of the un-subscription.

-
In step 2, the DCSF stops observing the subscribed event(s) and removes the corresponding subscription.

6.5.2.2
Event subscription mechanism of IMS AS

For the IMS AS instance serving the specific subscriber can't be founded by the NRF through the UE identity, such as IMPU, IMPI, IMSI or MSISDN and the IMS AS serving the specific subscriber may change if some network failure happens, this clause shows a solution that the subscription information to the IMS AS is stored into the subscriber's data on the HSS and downloaded to the IMS AS serving the specific subscriber.

Editor's note:
The format of the stored subscription information and how it is stored in HSS is FFS.

Editor's note:
How NF that subscribed to HSS is authenticated and authorized by IMS is FFS.

Editor's note:
How is subscription is refreshed is FFS.

Figure 6.5.2.2-1 illustrates that the NF service consumer stores the subscription information to the event(s) of a specific IMS subscriber generated by the IMS AS into the specific subscriber's data on the HSS.


[image: image14.emf]NF service 

consumer

NRF HSS

1. Nnrf_NFDiscovery_Req

2. Nnrf_NFDiscovery_Resp

3. Nhss_ImsSDM_Update_Req 

(the subscriptionInfo to the IMS AS)

5. Nhss_ImsSDM_Update_Resp

4. Store the received 

subscriptionInfo to the IMS 

AS into the specific 

subscriber's data..


Figure 6.5.2.2-1: Store a subscription of the IMS AS into the subscriber's data

1-2.
The NF service consumer interacts with the NRF to find the HSS instance list that serves the specific IMS subscriber.

3.
The NF service consumer selects one HSS instance and invokes the Nhss_ImsSDM_Update API of the HSS to add a new subscription information to the IMS AS serving the specific subscriber into the subscriber's data stored in the HSS instance. The request message includes the subscription information to the event(s) of the specific subscriber generated by the IMS AS, including the UE identity and the event(s) identification to subscribe, a Notification Correlation ID assigned by the NF service consumer for the requested notifications, a notification endpoint and so on.

4.
The HSS instance stores the received subscription information to the IMS AS into the subscriber's data.

5.
The HSS instance returns a response to the NF service consumer, indicating that the operation is successful.

Then Figure 6.5.2.2-2 illustrates that how the IMS AS retrieves the event(s) subscription to the specific subscriber from the subscriber's data stored in the HSS. It includes two phases:

-
During the third-party registration procedure, the IMS AS serving the specific subscriber downloads from the HSS the subscriber's data, which contains the subscription information to the IMS AS.

-
After the third-party registration, the HSS will send the changes of the subscription information to the IMS AS serving the subscriber based on the IMS AS subscription to the HSS about the changes of the subscriber data during the third-party registration procedure.
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Figure 6.5.2.2-2: The IMS AS retrieves the event subscription to the specific subscriber

0.
The registration procedure of the specific IMS subscriber is successful.

1.
The S-CSCF initiates the third-party registration procedure and sends a REGISTER request to the IMS AS serving the subscriber.

2-3.
The IMS AS invokes the Nhss_ImsSDM_Get API of the HSS instance serving the subscriber and the HSS instance returns a response with the subscriber's data.

4.
The IMS AS retrieves the subscription information to it from the subscriber's data contained in the response, then creates the subscription resource according to the subscription information and starts observing the subscribed event(s).

5-7.
The IMS AS invokes the Nhss_ImsSDM_Subscribe API of the HSS instance to subscribe the changes of the subscriber's data. The HSS instance creates the corresponding subscription resource, starts observing the subscribed event(s) and returns a successful response to the IMS AS.

8.
The IMS AS returns a 200 OK response to the S-CSCF, indicating that the third-party registration is successful.

9-10.
The HSS instance observes the change of the subscription information to the subscriber, for example, a new subscription information to the subscriber is added into the subscriber's data, then sends a Nhss_ImsSDM_Notify request to the IMS AS serving the subscriber to notify it of the change.

11-12.
The IMS AS retrieves the new subscription information contained in the request message, creates the corresponding subscription resource and starts observing the subscribed event(s). Then the IMS AS returns a successful response to the HSS instance.

Figure 6.5.2.2-3 illustrates that the IMS AS notifies the NF service consumer of the observed event(s) when the event(s) is triggered.
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Figure 6.5.2.2-3: Notification about the subscribed event(s) from the IMS AS

0.
The IMS AS observes that the subscribed event of the specific IMS subscriber is triggered.

1.
The IMS AS sends a Nimsas_SEC_Notify request to the NF service consumer. The request message includes the Notification Correlation ID assigned by the NF service consumer, the information of the subscribed event(s) and so on.

2.
The NF service consumer returns a response to the IMS AS, indicating that the notification is successful.

Figure 6.5.2.2-4 illustrates that the NF service consumer unsubscribes the event(s) of a specific IMS subscriber generated by the IMS AS.
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Figure 6.5.2.2-4: Unsubscribe from a subscription of the IMS AS

1.
The NF service consumer selects same HSS instance and invokes the Nhss_ImsSDM_Update API of the HSS instance to remove the subscription information to the IMS AS from the subscriber's data stored in the HSS instance.

2-3.
The HSS instance removes the received subscription information to the IMS AS from the subscriber's data and returns response to the NF service consumer, indicating that the operation is successful.

4.
Then the HSS instance sends a Nhss_ImsSDM_Notify request to the IMS AS which notifies it of the change of the specific subscriber's data. The request message includes the subscription information to be removed.

5-6.
The IMS AS stops observing the subscribed event(s) and removes the corresponding subscription. Then it returns a response to the HSS instance, indicating that the subscription to the subscribed event(s) is successful.

6.5.3
Impacts on Existing Nodes and Functionality

The impacts on the DCSF:

-
Support to expose the IMS data channel application event subscription and notification mechanism.

The impacts on the IMS AS:

-
Support to retrieves the subscription information from the subscriber's data stored in the HSS.

-
Support to expose IMS session status and media event notification.

The impacts on the HSS:

-
Support to store the subscription information to the IMS AS serving the specific subscriber into the subscriber's data.

6.6
Solution #6: IMS capability exposure architecture

6.6.1
Description
This solution addresses Key Issue#2 "Impact on IMS architecture, interfaces and procedures to support IMS capability exposure in the context of IMS data channel session" which covers:

-
Identification of IMS events that Network Function/Application function can subscribe to. The IMS events can include events related to a specific IMS subscriber / groups of IMS subscribers.

-
Event subscription mechanisms. When the IMS event is related to IMS specific subscriber(s) this includes functionality to determine the IMS NF(s)/Nodes serving the specific IMS subscriber(s) for which the specific event was requested.

-
Study enhancements to IMS architecture, interfaces and procedures to expose IMS network capabilities in the following IMS data channel related scenarios:

-
IMS data channel establishment, update and release.

-
Study whether and how an application server can request to use the bootstrap data channel and download a specific application.

6.6.1.1
Architecture Description

The following Figure 6.6.1.1-1 shows the high-level architecture of the solution.
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Figure 6.6.1.1-1: Architecture of IMS capability exposure

The following network function is introduced in this architecture, whose function description are described in clause 6.6.1.2.

-
IMSEF: IMS Exposure Function, is supported by the NEF and used for external exposure of IMS capability and service to the 3rd Party DC AS. A dedicated NEF may be deployed to provide only the IMSEF functionality. When CAPIF is supported by the IMSEF, the IMSEF supports the CAPIF API provider domain functions as specified in TS 23.222 [13].

The following service-based interfaces are defined to support IMS capability exposure, whose services are described in clause 6.6.1.3.

-
Nimsef: the SBI provided by IMSEF to support IMS capability exposure.

-
Ndscf: the SBI provided by DCSF to support create/update/release an IMS session with data channel capability.

The following service-based interfaces are enhanced to support IMS capability exposure, whose services are described in clause 6.6.1.3.

-
Nimsas: the SBI provided by IMS AS and is enhanced to support create/update/release an IMS session with data channel capability.

6.6.1.2
Network Function Description
6.6.1.2.1
IMS Exposure Function (IMSEF)

IMSEF is a dedicated NEF instance and is used for exposure of IMS capabilities to the DC AS, i.e. to support the IMS domain specific features/APIs and potentially the NEF features/APIs that are specified for capability exposure towards the DC AS to implement IMS services such as audio, video and data channel session.

When CAPIF is supported by the IMSEF, the IMSEF supports the CAPIF API provider domain functions as specified in TS 23.222 [13], such as authenticating/authorizing the API invoker, publishing and storing the API information, etc.

6.6.1.3
Network Function Service Description

6.6.1.3.1
IMSEF Services
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Figure 6.6.1.3.1-1: Reference Architecture for the Nimsef Services; SBI representation
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Figure 6.6.1.3.1-2: Reference Architecture for the Nimsef Services; reference point representation

The IMSEF provides the following services to the DC AS:

-
Control operations of IMS session with data channel media, such as initiating, modifying, terminating and querying an IMS session.

-
Subscribe and unsubscribe to IMS events of the specific subscriber.

6.6.1.3.2
DCSF Services
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Figure 6.6.1.3.2-1: Reference Architecture for the Ndcsf Services; SBI representation
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Figure 6.6.1.3.2-2: Reference Architecture for the Ndcsf Services; reference point representation

The DCSF provides the following services to the IMSEF and the DC AS:

-
Control operations of IMS session with data channel media, such as initiating, modifying, terminating and querying an IMS session.

-
Subscribe and unsubscribe to IMS events of the specific subscriber.

6.6.1.3.3
IMS AS Services

The Nimsas SBI and the DC1 reference point have been specified in clauses AA.1.2 and AA.1.3 of TS 23.228 [5].
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Figure 6.6.1.3.3-1: Reference Architecture for the Nimsas Services; SBI representation
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Figure 6.6.1.3.3-2: Reference Architecture for the Nimsas Services; reference point representation

Two services of the IMS AS have been specified in 3GPP Release-18 TS 23.228 [5] as follows:

-
Nimsas_SessionEventControl Service enables the consumer to be notified about session events when served IMS subscribers takes part in IMS sessions.

-
Nimsas_MediaControl Service enables the consumer to control IMS AS handling of media flow within an IMS session.

In addition, the IMS AS needs to provide the following services the support IMS capability exposure:

-
Control operations of IMS session with data channel media, such as initiating, continuing, modifying, terminating and querying an IMS session and playing tones in an IMS session. The data channel media can be carried in the initial INVITE or be added at the subsequent stage.

Editor's note:
Whether new service is needed or existing service could be reused is FFS.

6.6.2
Procedures

6.6.2.1
General Description

Figure 6.6.2.1-1 illustrates the network model of IMS session with data channel media using 3rd Party Call Control procedure.
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Figure 6.6.2.1-1: Network model of an IMS session with data channel media using 3PCC procedure

The 3rd Party DC AS establishes and manages an IMS session with data channel media between UE A and UE B by invoking the APIs exposed through the IMSEF and provided by the 3PCC IMS network. In this network model, UE A and UE B shall establish a bootstrap data channel with the 3PCC IMS network respectively to download some DC Application from the DCSF-1 in the 3PCC IMS network.

NOTE:
UE A and UE B can either be the subscribers of 3PCC network or not.

Editor's note:
Whether a simplified procedure need to be provided is FFS.

Editor's note:
The impact on procedure when UE is not registered is FFS.

6.6.2.2
Establishing an IMS session with data channel media

Figure 6.6.2.2-1 below illustrates how to establish an IMS session with data channel media using 3PCC procedure. According to the session creation API invoked by the 3rd Party DC AS, the IMS network initiates an IMS session with data channel media.
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Figure 6.6.2.2-1: Establishing an IMS session with data channel media using 3PCC procedure

1-3.
The 3rd Party DC AS invokes the session creation API of the IMSEF to create an IMS session with data channel media. Then the IMSEF invokes the session creation API of the DCSF-1 and the DCSF-1 invokes the session creation API to the IMS AS-1.

4.
The DCSF-1 indicates the IMS AS-1 to allocate bootstrap data channel resource on MF-1 for UE A in the specific session. Then the IMS AS-1 interacts with the MF-1 to allocate the DC resource.

5.
The IMS AS-1 sends to UE A through IMS Core-1 an INVITE request, in the SDP of which the audio and video media are black holed as specified in IETF RFC 3725 [14] and the data channel media is actual. UE A returns 200 OK with its SDP answer of audio, video and data channel media. Then the IMS AS-1 returns an ACK request.

6-7.
The IMS AS-1 notifies the DCSF-1 of the event that UE A is connected. Then the DCSF-1 indicates the IMS AS-1 to update BDC resource on the MF-1 for UE A in the specific session and the IMS AS-1 interacts with the MF-1 to update the BDC resource.

Editor's note:
How IMS AS knows what events will and when to trigger notification to DCSF is FFS.

Until now, the bootstrap data channel between the MF-1 and UE A can be established.

8-9.
The DCSF-1 notifies the IMSEF of the event that UE A is connected and the IMSEF returns a successful response.


The IMSEF notifies the 3rd Party DC AS of the event that UE A is connected and the 3rd Party DC AS returns a successful response.

10-12.
The DCSF-1 invokes the session forwarding API of the IMS AS-1 and indicates the IMS AS-1 to allocate BDC resource on the MF-1 for UE B in the specific session. According to the invocation, the IMS AS-1 interacts with the MF-1 to allocate the BDC resource and then sends to UE B through IMS Core-1 an INVITE request including the audio, video and data channel media from UE A.

13-14.
The DCSF-1 invokes the playing announcement API of the IMS AS-1 for UE A. The IMS AS-1 sends a re-INVITE request to UE A to re-negotiate audio and video media between UE A and the MRFP (it's not shown in Figure 6.6.2.2-1. After the re-INVITE/200 OK/ACK procedure, UE A can hear the specific announcement tone from the MRFP.

15-17.
UE B returns 200 OK with its SDP answer of audio, video and data channel media. Then the IMS AS-1 returns an ACK request. The IMS AS-1 notifies the DCSF-1 of the event that UE B is connected and the DCSF-1 indicates the IMS AS-1 to update BDC resource on the MF-1 for UE B in the specific session. Then the IMS AS-1 interacts with the MF-1 to update the BDC resource.

Until now, the bootstrap data channel between the MF-1 and UE B can be established.

18-19.
The DCSF-1 notifies the IMSEF of the event that UE B is connected and the IMSEF returns a successful response.

The IMSEF notifies the 3rd Party DC AS of the event that UE B is connected and the 3rd Party DC AS returns a successful response.

19-22.
The IMS AS-1 initiates a re-INVITE/200 OK/Ack procedure to UE A and UE B respectively, to re-negotiate audio and video media between UE A and UE B. The IMS AS-1 notifies the DCSF-1 of the media change events in the two procedures.

Then UE A and UE B begin to talk with each other with interaction over data channel.

6.6.2.3
Terminating an IMS session with data channel media

Figure 6.6.2.3-1 and Figure 6.6.2.3-2 below illustrate how to terminate an IMS session with data channel media using 3PCC procedure. The terminating procedure in Figure 6.6.2.3-1 is triggered by UE A sending a BYE request and that in Figure 6.6.2.3-2 is triggered by the 3rd Party DC AS invoking a release session API provided by the IMSEF.
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Figure 6.6.2.3-1: Terminating an IMS session with data channel media by UE A sending a BYE request

1.
UE A sends a BYE request to the IMS AS-1 through the IMS Core-1 and the IMS AS-1 returns a 200 OK response.

2.
The IMS AS-1 notifies the DCSF-1 of UE A release event and the DCSF-1 returns a successful response.

3.
The DCSF-1 indicates the IMS AS-1 to release the DC resource on MF-1 allocated for UE A in the specific session. Then the IMS AS-1 interacts with the MF-1 to release the DC resource.

4.
The DCSF-1 notifies the IMSEF of UE A release event and the IMSEF returns a successful response.

5.
The IMSEF notifies the 3rd Party DC AS of UE A release event and the 3rd Party DC AS returns a successful response.

6.
The IMS AS-1 sends a BYE request message to UE B through the IMS Core-1 and UE B returns a 200 OK response message.

7.
The IMS AS-1 notifies the DCSF-1 of the session release event and the DCSF-1 returns a successful response.

8.
The DCSF-1 indicates the IMS AS-1 to release the DC resource on MF-1 allocated for UE B in the specific session. Then the IMS AS-1 interacts with the MF-1 to release the DC resource.

9.
The DCSF-1 notifies the IMSEF of the session release event and the IMSEF returns a successful response.

10.
The IMSEF notifies the 3rd Party DC AS of the session release event and the 3rd Party DC AS returns a successful response.
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Figure 6.6.2.3-2: Terminating an IMS session with data channel media by 3rd Party DC AS

1-3.
The 3rd Party DC AS invokes the session release API of the IMSEF to release an IMS session specified by the session ID. Then the IMSEF invokes the session release API of the DCSF-1 and the DCSF-1 invokes the session release API of the IMS AS-1serving the specific session.

4.
The IMS AS-1 sends a BYE request to the UE A through the IMS-Core-1 and UE A returns a 200 OK response.

5-13.
The following procedure is the same as steps 2-10 of Figure 6.6.2.3-1.

6.6.2.4
Modifying an IMS session to add data channel media

Figure 6.6.2.4-1 below illustrates how to modify an established IMS session to add data channel media using 3PCC procedure. It's assumed that the 3rd Party DC AS has established an IMS session with audio and video media between UE A and UE B using 3PCC procedure.
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Figure 6.6.2.4-1: Modifying an IMS session to add data channel media by 3rd Party DC AS

1-3.
The 3rd Party DC AS invokes the session modification API of the IMSEF to add data channel media into the specific session. Then the IMSEF invokes the session modification API of the DCSF-1 and the DCSF-1 invokes a session modification API of the IMS AS-1.

4.
The DCSF-1 indicates the IMS AS-1 to allocate bootstrap data channel resource on MF-1 for UE A in the specific session. Then the IMS AS-1 interacts with the MF-1 to allocate the DC resource.

5.
The IMS AS-1 sends to UE A through IMS Core-1 an re-INVITE request, in the SDP of which a bootstrap data channel media is added. UE A returns 200 OK with its SDP answer of audio, video and the added data channel media. Then the IMS AS-1 returns an ACK request.

6-7.
The IMS AS-1 notifies the DCSF-1 of the media change event. Then the DCSF-1 indicates the IMS AS-1 to update BDC resource on the MF-1 for UE A in the specific session and the IMS AS-1 interacts with the MF-1 to update the BDC resource.

Until now, the bootstrap data channel between the MF-1 and UE A can be established.

8.
The DCSF-1 indicates the IMS AS-1 to allocate bootstrap data channel resource on MF-1 for UE B in the specific session. Then the IMS AS-1 interacts with the MF-1 to allocate the DC resource.

9.
The IMS AS-1 sends to UE A through IMS Core-1 an re-INVITE request, in the SDP of which a bootstrap data channel media is added. UE A returns 200 OK with its SDP answer of audio, video and the added data channel media. Then the IMS AS-1 returns an ACK request.

10-11.
The IMS AS-1 notifies the DCSF-1 of the media change event. Then the DCSF-1 indicates the IMS AS-1 to update BDC resource on the MF-1 for UE B in the specific session and the IMS AS-1 interacts with the MF-1 to update the BDC resource.

12-13.
The DCSF-1 notifies the IMSEF of the session change event and the IMSEF returns a successful response. The IMSEF notifies the 3rd Party DC AS of the session change event and the 3rd Party DC AS returns a successful response.

6.6.3
Impacts on Existing Nodes and Functionality
MMTel AS:

-
Support IMS session handling with data channel media under the control of the DCSF, such as initiating, continuing, modifying, terminating and querying an IMS session and playing tones in an IMS session. The data channel media can be carried in the initial INVITE or be added at the subsequent stage.

-
Support session event notification to the DCSF.

DCSF:

-
Support initiation, modification and termination of an IMS session with data channel media according to the request from the IMSEF. The data channel media can be added when the session is established.

-
Support session event notification to the IMSEF.

6.7
Solution #7: Solution for IMS capability exposure via DC3/DC4
6.7.1
Description

The architecture to enable IMS capability exposure in the context of IMS data channel (DC) sessions is based on Figure AC.2.1-1 in clause AC.2.1 of TS 23.228 [5] and is depicted in Figure 6.7.1-1.
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Figure 6.7.1-1: IMS capability exposure architecture
This solution defines the exposure of IMS capabilities related to DC session via DC3/DC4.

6.7.1.1
IMS capabilities to be exposed

With this solution, there are two types of capabilities, which can be exposed via DC3/DC4 interfaces (see Figure 6.7.1-1) from DCSF to DCAS via Ndcsf services.

The first type of capabilities are call related events from IMS AS via DC1 interface, for example:

-
establishing, updating, answering, terminating of IMS calls, and

-
subscription and notification to call related events (e.g. UE has established or terminated a call).

The second type of capabilities are DC related events, for example:

-
establishing, terminating of (P2A/A2P, P2A2P, P2P) application data channels,

-
downloading of an application via an existing bootstrap data channel, and

-
subscription and notification to DC related events (e.g. UE has established an application DC or downloaded a certain application via the bootstrap DC).

Editor's note:
Need for additional capabilities is FFS.

One Ndcsf service can provide event subscription/notification capabilities (e.g. Ndcsf_dc_event_exposure) while another one exposes capabilities related to DC operation (e.g. Ndcsf_dc_operation) including establishing, termination, update of application data channels.
Editor's note:
Exact definition of the Ndcsf services is FFS.
6.7.1.2
Information to invoke the exposure service

DCAS provides following information to invoke a service on DC3/DC4:
-
There are two types of actions which can be provided:

1.
First type of action is related to DC establishment, DC update, and DC termination. Following information can be provided:

-
Type of DC, which can be P2A/A2P, P2A2P, and P2P,

-
DC application binding information,

-
User ID which includes Calling ID and/or Called ID, and

-
User ID which the DC application apply to, and

-
Session ID which the DC application apply to, and

-
External DC identifier to determine a DC that is established, updated, or terminated; and

2.
Second type of action is related to DC event subscription and notification. Following information can be provided:

-
subscription to event for specific application DC establishment/termination,

-
subscription to event for downloading of a specific DC application, and

-
subscription to IMS capability exposure.

-
Event can be application DC is established or terminated, specific DC application was downloaded via bootstrap DC.

-
Unique external DC identifier to determine a DC that is established, updated, or terminated.

Editor's note:
The concrete list of information provided from DCAS to DCSF is FFS.

Editor's note:
Whether DCAS can request establishing, update, termination of bootstrap data channel is FFS.

6.7.1.3
Information to be exposed

One Ndcsf service can provide session control capabilities (e.g. Ndcsf_dc_session_control). This service allows DCAS to create DC session and take control on DC session via DCSF.

DCSF can return to DCAS the following information on DC3/DC4:

-
response code (success or failure);

-
other information, e.g. session identifier (session ID), IP address of the UE, location, MDC2 identifier, user identifier (user ID), PVNI, and external DC identifier, Call ID which can be used to determine a DC uniquely;

-
notifications to the reported events (DC establishment/termination, downloaded DC application, IMS capability exposure) ; and

-
session control status (DC session creation result, DC termination).

Editor's note:
The concrete information to be exposed is FFS.

6.7.2
Procedures

6.7.2.1
IMS Capability Exposure

The event subscription and event exposure can be realized in two different ways.

Figure 6.7.2.1-1 depicts the call flow of the first approach, that both call and DC related events are subscribed and exposed via the same service.
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Figure 6.7.2.1-1: Approach 1 Procedure of call and DC related event subscription and exposure via the same service
The steps in the call flow are as follows:
1.
DC Application Server subscribes for events (through NEF) via DC3/DC4 to DCSF. As described in clause 6.7.1.1, there are two types of capabilities, which can be subscribed to and exposed. Specifically, for call related events, the subscription request is forwarded to IMS AS via DC1 from DCSF. DC Application Server can provide the information listed in clause 6.7.1.2 to invoke the exposure service.

Editor's note:
How DCSF and IMS AS are selected in step 1 is FFS.

2.
DCSF (and IMS AS) respond(s) to DC Application Server via DC3/DC4 (and DC1), whether the event subscription is successful or not.

3.
The subscribed event(s) are occurred.

4.
Information about the subscribed events (listed in Clause 6.7.1.3) is exposed to DC Application Server (through NEF) via DC3/DC4 from DCSF. Specifically, for call related events, IMS AS exposes the information to DCSF via DC1, and then DCSF exposes the information to DC Application Server (through NEF) via DC3/DC4.

5.
DC Application Server respond(s) to DCSF (and IMS AS) via DC3/DC4 (and DC1).

Figure 6.7.2.1-2 depicts the call flow of the first approach, that the call and DC related events are subscribed and exposed via two different services. The call related events are subscribed by DC Application Server at IMS AS, and the DC related events are subscribed by DC Application Server at DCSF. Based on the event type (e.g. call related event or DC related event), IMS AS or DCSF is contacted.
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Figure 6.7.2.1-2: Approach 2 Procedure of call and DC related event subscription and exposure via the separated service
The steps in the call flow are as follows:
1.
DC Application Server subscribes events for call related event exposure (through NEF) to IMS AS. The call related events are described in clause 6.7.1.1. DC Application Server can provide the information listed in clause 6.7.1.2 to invoke the exposure service. It is assumed that IMS AS has been registered at HSS, and NEF has fetched the IMS AS information from HSS.

Editor's note:
Which IMS AS is selected in step 1 is FFS.

2.
IMS AS responds to DC Application Server (through NEF), whether the call related event subscription is successful or not.

3.
DC Application Server subscribes events for DC related event exposure (through NEF) via DC3/DC4 to DCSF. The DC related events are described in clause 6.7.1.1. DC Application Server can provide the information listed in clause 6.7.1.2 to invoke the exposure service.

Editor's note:
Which DCSF to be subscribed in step 3 is FFS.

4.
DCSF responds to DC Application Server (through NEF) via DC3/DC4, whether the DC related event subscription is successful or not.

5.
The subscribed event(s) are occurred.

6.
Information about the subscribed call related events (listed in clause 6.7.1.3) is notified to DC Application Server (through NEF) from IMS AS.

7.
DC Application Server responds to IMS AS (through NEF).

8.
Information about the subscribed call related events (listed in clause 6.7.1.3) is notified to DC Application Server (through NEF) via DC3/DC4 from DCSF.

7.
DC Application Server responds to DCSF (through NEF) via DC3/DC4.

6.7.2.2
Person-to-Person (P2P) Application Data Channel Setup

Based on Figure AC.7.2.1-1 in clause AC.7.2.1 of TS 23.228 [5], Figure 6.7.2.2-1 depicts a call flow for establishing an Application Data Channel triggered by IMS capability exposure in a person to person use case.
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Figure 6.7.2.2-1: Person-to-Person (P2P) application data channel set up triggered by IMS capability exposure signalling procedure
The steps in the call flow are as follows:
1.
Event subscribed and exposed following the procedure described in clause 6.7.2.1. The event can be, e.g. an application has been downloaded to UE#1.

2.
DC Application Server requests IMS AS to establish a data channel with session ID, user IDs, binding information, through (NEF and) DCSF.

3.
IMS AS determines whether the media change request event should be notified to a DCSF and selects a DCSF.

4.
IMS AS notifies the DCSF of the media change request event.

5.
The DCSF determines the DC control policy.

6.
The DCSF responds to the notification received in step 4.

7.
IM AS starts IMS DC negotiation with UE#1 and UE#2.

8.
IMS IM AS sends a SIP reINVITE request to I/S-CSCF.

9.
I/S-CSCF sends the SIP reINVITE request to Terminating Network/UE#2.

10.
Terminating Network/UE#2 responds a SIP 200 OK with audio/video SDP offer to I/S-CSCF.

11.
I/S-CSCF sends the SIP 200 OK with audio/video SDP offer to IMS AS.

12.
IMS AS sends a SIP reINVITE request with audio/video, application DC SDP offer to UE#1, through I/S-CSCF and P-CSCF.

13.
UE#1 responds a SIP 200 OK with audio/video, application DC SDP offer to IMS AS, through P-CSCF and I/S-CSCF.

14.5IMS AS notifies DCSF of the successful media change, with session ID and a list of media information.

15.
DCSF responds IMS AS.

16.
IMS AS sends a SIP ACK with audio/video SDP answer to I/S-CSCF.

17.
I/S-CSCF sends the SIP ACK with audio/video SDP answer to Terminating Network/UE#2.

18.
IMS AS returns a message to DC Application Server, through DCSF (and NEF), to notify if the application DC establishment is successful or failed. If the establishment is failed, step 24 shall be skipped.

19.
The application data channel between the UE#1 and the UE#2 is established. In this example, it is not anchored in MF/MRF.

6.7.2.3
Person-to-Application (P2A) Application Data Channel Setup

Based on Figure AC.7.2.2-1 in clause AC.7.2.2 of TS 23.228 [5], Figure 6.7.2.3-1 depicts a call flow for establishing an Application Data Channel in a person to application use case. Note that there are two options to reserve the MDC2 media resources. The first option is that the media resources are reserved by DC Application Server before the application DC establishment request. The second option is that the media resource reservation is requested by IMS AS and resources are reserved by MF/MRF after the application DC establishment request.
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Figure 6.7.2.3-1: Person-to-Application (P2A) application data channel set up signalling procedure
The steps in the call flow are as follows:
1.
Event subscribed and exposed following the procedure described in clause 6.7.2.1. The event can be, e.g. an application has been downloaded to UE#1.

2.
Optionally, DC Application Server can reserve the media resource, before it starts the request of data channel establishment.

3.
If the media resource is not reserved in step 2, the DC Application Server requests IMS AS to establish an application data channel with session ID, user IDs, and binding information, through (NEF and) DCSF. If the media resource is reserved in step 2, together with the request, the reserved media resource shaw also be sent, so that DCSF is informed about the reserved media resource. The SDP offer to UE#1 is also provided.

4.
IMS AS determines whether the media change request event should be notified to a DCSF and selects a DCSF.

5.
IMS AS notifies the DCSF of the media change request event.

6.
The DCSF determines the DC control policy.

7.
The DCSF responds to the notification received in step 5.

8.
If the media resource is not reserved in step 2, IMS AS requests MF/MRF to reserve media resource for the originating side and the MDC2, for DC Application Server use. If the media resource is reserved in step 2, the media resource reservation for the MDC2 in this step shaw be skipped.

9.
After the media resource is reserved, IMS AS responds DCSF with the information of the reserved media resource.

10.
If the media resource is not reserved in step 2, in this step, DCSF sends the MDC2 SDP offer received from MF/MRF to the DC Application Server via DC3/DC4. If the media resource is reserved in step 2, this step shaw be skipped.

11.
If the media resource is not reserved in step 2, in this step, DC Application Server returns an MDC2 SDP answer and is prepared for UE#1 traffic through MDC2. If the media resource is reserved in step 2, this step shaw be skipped.

12.
DCSF requests IMS AS to update the MF resource with MDC2 media endpoint information of DC Application Server.

13.
IM AS updates the MF/MRF resource.

14.
IM AS responds DCSF with the updated information of the reserved media resource.

15.
DCSF responds IMS AS.

16.
IMS AS starts IMS DC negotiation with UE#1 and UE#2.

17.
IMS AS sends a SIP reINVITE request to I/S-CSCF for media re-negotiation between UE#1 and UE#2.

18.
I/S-CSCF sends the SIP reINVITE request to Terminating Network/UE#2.

19.
Terminating Network/UE#2 responds a SIP 200 OK with audio/video SDP offer to I/S-CSCF.

20.
I/S-CSCF sends the SIP 200 OK with audio/video SDP offer to IMS AS.

21.
IMS AS sends a SIP reINVITE request with audio/video, application DC SDP offer to UE#1, through I/S-CSCF and P-CSCF.

22.
UE#1 responds a SIP 200 OK with audio/video, application DC SDP answer to IMS AS, through P-CSCF and I/S-CSCF.

23.
IMS AS notifies DCSF of the successful media change, with session ID and a list of media information.

24.
DCSF responds IMS AS.

25.
IMS AS sends a SIP ACK with audio/video SDP answer to I/S-CSCF.

26.
I/S-CSCF sends the SIP ACK with audio/video SDP answer to Terminating Network/UE#2.

27.
IMS AS returns a message to DC Application Server, through DCSF (and NEF), to notify if the application DC establishment is successful or failed. If the establishment is failed, step 24 shall be skipped.

28.
The application data channel between the UE#1 and DC Application Server is established via MF/MRF. MF/MRF forwards data channel traffic between the UE#1 and DC Application Server based on MDC2 media point information received in step 8.

6.7.3
Impacts on existing nodes and functionality

Impacted nodes and functionality are as follows:
-
DC Signalling Function (DCSF): The DCSF interacts with the DCAS for exposes DC resource and session control related capabilities to IMS capability exposure via DC3/DC4. The DCSF sends call related event subscription to IMS AS via DC1. The DCSF receives call related event exposure from IMS AS via DC1.

-
Network Exposure Function (NEF): It shall securely expose IMS capability and events provided by DCSF to DCAS exposure and exposes new services to external AF.

-
DC Application Server (DCAS): An application server that interacts with the DCSF (through NEF) for IMS capability exposure using DC3/DC4 interfaces. DCAS acts as AF.

-
IMS Application Server (IMS AS): The IMS AS interacts with the DCSF via DC1 for event subscription and exposure.

6.8
Solution #8: Interworking between a DCMTSI UE and an MTSI UE by using messaging

6.8.1
Description

This solution addresses Key Issue #3 "Data channel interworking with MTSI UE" and focuses on how to support interworking by using messaging.

For the MTSI UE, the legacy media types usually include video media, audio media, message etc. This solution proposes a method to send a file from DCMTSI UE to MTSI UE by using messaging, i.e. SMS, to send a hyperlink of the file to the MTSI UE, and the user of MTSI UE has the ability to download it using the hyperlink if the user wants.

6.8.2
Procedures
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Figure 6.8.2-1: Person-to-Application (P2A) Application Data Channel set up Signalling Procedure

Precondition:


UE#1 is a DCMTSI UE, UE#2 is a MTSI UE.


The user of UE#1 wants to transfer a file, e.g. a photo, to the user of UE#2 during the call.

The steps in the call flow are as follows:


0-27. Step 0-27 from clause AC.7.2.2: (Person-to-Application (P2A) Application Data Channel Setup) in TS 23.228 [5] is performed with the differences that:

In step 0, The bootstrap DC will only be established between UE#1 and MF/MRF.


UE#1 can know which DC application support interworking, e.g. the DCSF only provides the application list which support interworking to UE#1 when the DCSF determines that UE#2 or the network of UE#2 does not support data channel.


UE#1 determines that UE#2 or the network of UE#2 doesn't support data channel based on the received response.

Editor's note:
It is FFS how does the DCSF know the UE#2 or the network of UE#2 does not support interworking.

In step 1, when the user of UE#1 selects the File Transfer APP, the UE#1 initials the P2A application data channel establishment procedure based on UE#2 or the network of UE#2 doesn't support data channel, and the File Transfer APP supports interworking.


In step 9, DCSF additionally sends the UE#2' SIP URI and an indication to the DC Application Server of the File Transfer APP to indicate that sending a hyperlink to UE#2 by SMS when determines that UE#2 does not support data channel.


The UE#2's SIP URI is received by DCSF during the bootstrap DC establishment procedure.

NOTE 1:
Details on how DCSF communicates with the DC Application Server is out of scope of this Release.
Editor's note:
It is FFS how the DCSF knows the DC AS can sends SMS and whether the step 9 is really needed.
28.
UE#1 sends the File which will be sent to UE#2 to DC Application Server through the P2A application DC.

29.
DC Application Server generates a hyperlink associated with the File received in step 28 based on the indication in step 9.

30.
DC Application Server sends a SMS with the hyperlink to DCSF as specified in TS 24.341 [15].

31.
The user of UE#2 can download the File using the hyperlink if he/she wants.

NOTE 2:
How the user of UE#2 trust the hyperlink is out of scope of this specification. E.g. the user of UE#2 can trust the hyperlink based on the oral negotiation with the user of UE#1.

6.8.3
Impacts on Existing Nodes and Functionality
This solution has some requirements on the existing IMS nodes below:


DCSF:

-
Determine that the peer UE or the network of peer UE does not support data channel.

-
Send peer UE's SIP URI and an indication to DC Application Server to indicate it to send a SMS with hyperlink to peer UE.


DC Application server:

-
Send a SMS with hyperlink associated with received File to peer UE.

6.9
Solution #9: Data Channel Interworking mechanism between DCMTSI UE and MTSI UE
6.9.1
Description
This solution addresses Key Issue#3 "Data channel interworking with MTSI UE" to support data channel interworking mechanism between DCMTSI UE and MTSI UE, which covers:

-
how to enhance IMS architecture and procedures to provide some form of IMS data channel applications service experience by data channel interworking with MTSI UE supporting only legacy media types where it is appropriate.

This solution proposes a method to achieve the one-sided interactive communication between a DCMTSI client in terminal and an MTSI client in terminal.

6.9.2
Procedures

6.9.2.1
Interworking between a DCMTSI client and an MTSI client

6.9.2.1.1
General
The procedures described in this clause is applied to some data channel use cases in which it's a audio session and only unidirectional interaction is needed between both UEs. Real-time Screen Sharing as specified in TR 22.873 [16] is used as an example to describe the procedure. For example, in Real-time Sharing Screen use case, only UE A supports IMS data channel and it establishes application data channels with the MF in its local network and transfers its mobile screen data, including RTP stream and RTCP stream, over the application data channels. The MF decapsulates RTP data and RTCP data from the data channels, encapsulates and sends these data through video media streams to UE B. Figure 6.9.2.1-1 depicts the workflow below.
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Figure 6.9.2.1-1: Interworking between a DCMTSI client in terminal and an MTSI client in terminal

6.9.2.1.2
Interworking between a DCMTSI client in terminal and an MTSI client in terminal during BootstrapData Channel establishment

Figure 6.9.2.1.2-1 demonstrates the procedure of UE-initiated bootstrap data channel establishment between network A and UE A (a DCMTSI client in terminal), while an IMS audio call is established between UE A and UE B (an MTSI client in terminal).
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Figure 6.9.2.1.2-1: Bootstrap data channel establishment procedure for interworking between a DCMTSI client in terminal and an MTSI client in terminal
1-2.
UE #1 initiates the bootstrap DC establishment procedure along with audio media components, originating DCSF receives the DC negotiation result from IMS AS, which indicates the bootstrap DC established successfully in local network.

3-6.
The INVITE request is sent to remote network with SDP containing data channel media component for terminating UE #2. In the bootstrap DC negotiation result returned from remote network to originating DCSF, the port of bootstrap data channel between the originating DCSF and UE #2 is set to zero, which means that terminating network or UE #2 does not support or does not use IMS data channel in this session. The IMS AS sends 18X message to UE A to indicate that the data channel for local side has been established successfully in local network. The DCSF also determine that UE B or network B does not support data channel, at least UE B or network B does not use data channel in this session.

7.
The dedicated bearer/QCI Flow of data channel is created between UE A and its local network.

8-11. After the precondition procedure is completed, UE A initiates SCTP association and DTLS connection establishment procedures and establishes a bootstrap data channel with the MF A. Then UE A sends the data channel application list request to DCSF A. After DCSF A responses the request, UE A downloads the application (for instance, Real-time Screen Sharing application) accordingly.

6.9.2.1.3
Interworking between a DCMTSI client in terminal and an MTSI client in terminal during Application Data Channel establishment

The following procedure uses Real-time Screen Sharing application as the example. When UE A retrieves Real-time Screen Sharing application from the DCSF A and runs the application, the following procedure shown in Figure 6.9.2.1-3 is performed to transfer UE A's mobile screen data to UE B.
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Figure 6.9.2.1.3-3: Application channel establishment procedure for interworking between a DCMTSI client in terminal and an MTSI client in terminal
1~3.
UE#1 initiates a re-INVITE request to establish an application data channel for Real-time Screen Sharing application , in which two application data channels (for instance, stream 1000 and 1001) and data channel application information (for instance, application ID) are contained. Stream 1000 is used to transfer video RTP stream of screen shots sequence and stream 1001 is used to transfer RTCP stream. The IMS AS notifies the DCSF as specified in Rel-18.

4~5.
Since the DCSF has determined that remote network or UE#2 does not support or does not use IMS data channel, the DCSF decides to start one-side data channel procedure in this IMS session and to anchor the data channel media on the MF.

6~9.
The DCSF invokes Nimsas_MediaControl_MediaInstruction to the IMS AS and instructs the IMS AS to create resources and association for two application data channels (stream 1000 and 1001) on originating side and video media on terminating side. The IMS AS invokdes Nmf_MediaResourceManagement to the MF to allocate resource accordingly. The DCSF also includes the instruction of how to transform data channel media to video media which is sent to the MF via IMS AS.

Editor's note:
The details of instruction of how to transform data channel media to video media is FFS and needs coordination with SA4.

10-17.
After the resource reservation, the IMS AS sends a re-INVITE request with the SDP offer for anchoring the video media of UE#2 to the MF. UE#2 returns 200 OK for the re-NVITE. DCSF is notified about the terminating network media negotiation result.

18-21.
The IMS AS sends 200 OK for re-INVITE initiated by UE#1 and UE#1 returns ACK.

22.
UE#1 initiates SCTP association and DTLS connection establishment procedures and establishes two application data channels (stream 1000 and 1001) with the MF.


The application data channels (stream 1000 and 1001) between the MF and UE#1 are associated with the RTP and RTCP video streams between the MF and UE#2. The RTP and RTCP stream of UE#1's screenshot sequence is received by UE#2 from video streams.

Editor's note:
The impact on services of IMS AS and MF is FFS.

6.10
Solution #10: Extensible IMS framework to support authorization and authentication of third-party identities in IMS sessions
6.10.1
Description

This solution corresponds to KI#4 on Extensible IMS framework to support authorization and authentication of third-party identities in IMS sessions.

In this solution, the IMS network is enhanced to support the identity verification and authorization of 3rd party user identity during an IMS call.

This solution proposes to use the existing Ms reference point and procedures as described in TS 24.229 [10] and STIR/SHAKEN framework [17] while adopting draft-ietf-stir-passport-rcd-26 [18].

The Ms reference point as described in TS 24.229 [10] is used to request signing of a SIP Identity header field and verification of a signed assertion in a SIP Identity header field. This enables calling number verification using signature verification and attestation information based on the STIR/SHAKEN framework in ATIS-1000074 [17].

The types of 3rd party user identity information as used in IMS need to be aligned with the definitions in draft-ietf-stir-passport-rcd-26 [18] and may include the calling person's name and job title, information related to the organization the caller is associated with and information related to the caller's location.

This solution proposes that the originating IMS network verifies that the use of 3rd party ID data is allowed and the validity of the incoming 3rd party ID data (e.g. the display name in From header or other header info) of the calling party before adding Rich Call Data that is associated with the 3rd party ID data and invoking the signing on behalf of the 3rd Party. The detailed call flows are depicted in Figures 6.10.2.1-1 and 6.10.2.2-1.

There main user identity information involved in this solution includes:

1)
The IMS identity (IMPU) of the calling party (typically fetched from P-Asserted-Identity header). This is used to fetch the RCD from the database.

Editor's note:
The exact form for retrieving the information fro the database using the is FFS.

2)
The 3rd Party ID optionally included in the SIP INVITE from the UE (or PBX) to the Originating IMS network. This is a pointer to an RCD record in case more than one RCD record is fetched and it points to the one to be used. If there is only one RCD record expected to be fetched, then nothing is inserted by the UE. The enables flexibility for users with more than one identity, to select the identity, to be presented to the caller.

NOTE 1:
When the 3rd party ID is not included, default Rich Call Data can optionally be added by the originating IMS network based on policy.

3)
The Rich Call Data (RCD) which may be embedded, signed and verified in the SIP INVITE by the originating IMS network.

Examples of Rich Call Data are:

-
the name of the calling person or of an entity;

-
the traditional caller ID along with related display information that would be rendered to the called party during alerting;

-
hyperlinks to images, such as logos or pictures of faces, or to similar external profile information;

-
information related to the location of the caller;

-
information related to an organization the caller is associated with, or categories/departments of organizations and institutions;

-
possibly other Rich Call Data (RCD) information elements.

A 3rd party ID Server (3P ID Server) stores the associations between the originating IMPU, 3rd Party ID and the corresponding Rich Call Data information. The Rich Call Data information is subject to signing in the originating IMS network The address of the applicable 3rd Party ID Server for the user can be included in HSS.
Assumptions:
-
In the PBX case, it is assumed that this 3P ID Server is under control of the 3rd Party (Enterprise) as the enterprise is responsible for assigning the IMS identities which are provided by the IMS operator to their employees and therefore also maintaining the corresponding Rich Call Data (RCD) information. Otherwise, the 3P ID Server could be provided by the originating IMS operator and allow certain access to the enterprise or user via a self-management portal. The access to the enterprise administrator (in the PBX case) or the UE (in the single UE case) self-management portal is assumed to be secured. How this is done is out of scope of the present solution.

-
The originating IMS network is assumed to have a secure channel to the 3P ID Server which stores Rich Call Data. How this secure channel is set-up is out of scope of the present solution.

NOTE 2:
When 3P ID Server is located outside the IMS operator domain, the access to the 3P ID Server can be secured in the same way as the SIP trunk link between the IMS network and the PBX; i.e. using mutual TLS as defined in clause S.2.2 of TS 23.228 [5].

-
If the user has multiple 3P IDs, the RCD that matches the provided 3P ID for the IMS identity will be selected. If no match is found, a default RCD record or no RCD for the IMS identity will be selected depending on the operator policy.

6.10.2
Procedures

6.10.2.1
How Originating IMS network invokes the signing on behalf of 3rd party (PBX Scenario)
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Figure 6.10.2.1-1: How Originating IMS network invokes the signing on behalf of 3rd party (SIP trunk)

1.
The 3rd party PBX sends a SIP INVITE that contains the IMPU of the calling UE and that may or may not contain the 3P ID e.g. provided in a new header on behalf of 3rd party subscriber to IBCF.

2.
The IBCF forwards the SIP request to the S-CSCF and then to the IMS AS.

3a-b.
The IMS AS checks whether the IMS subscription of the calling PBX is authorized to use 3P IDs. This is enabled through a new attribute in the IMS AS user profile for the PBX retrieved from the HSS as repository data. If the PBX is not authorized to use 3P IDs, then the IMS AS removes the 3P ID within the SIP INVITE (if present) and do not execute the rest of 3P ID related steps during the call set-up.


If the PBX is authorized to use 3P IDs, the IMS AS gets Rich Call Data of 3rd party subscriber from the 3P ID Server based on the received IMS identity. The address of the applicable 3P ID Server for the user is also retrieved from HSS as part of the IMS AS user profile. If no RCD data exists for this user (IMPU), the rest of 3P ID related steps are not executed during the call set-up. The call continues without presenting 3P ID to the called endpoint.

NOTE 1:
If no 3P ID is received in the SIP INVITE from the PBX, suppression of a 3P ID Server lookup can be optionally applied based on a local policy. If there is a mismatch between the received 3P ID in the SIP INVITE and data retrieved from the 3P ID Server based on the IMS identity, it is governed by a local policy of the IMS AS how the population of the Rich Call Data into the SIP Identity header will be done.

4.
The IMS AS adds a P-Asserted-Identity header field asserting the telephone number and Rich Call Data of the 3rd party subscriber and invokes the STI-AS to sign the Identity header based on TS 24.229 [10].

NOTE 2:
The STI-AS is the signing network function in this solution. However the role of the signing network function is undertaken by the IBCF if the target is in a different terminating network.

5.
The STI-AS interacts with SKS (not shown in the figure) and signs the SIP identity header according to STIR/SHAKEN framework and draft-ietf-stir-passport-rcd-26.

6.
The STI-AS returns the signed SIP identity header back to the IMS AS.

7a-b.
The IMS-AS, through standard solution, routes the call to the S-CSCF or egress IBCF. Then the SIP INVITE is routed over the NNI through the standard inter-domain routing configuration. The terminating service provider's ingress IBCF receives the INVITE over the NNI and forwards to terminating IMS subsystems.

8.
The terminating IMS subsystem invokes the STI-VS to verify the signed SIP identity header.

9.
The STI-VS interacts with STI-CR (not shown in the figure) to validate the certificate, extracts the public key and verifies the signature in the Identity header field, which validates the Caller ID and Rich Call Data when signing the INVITE on the originating STI-AS based on TS 24.229 [10].

10.
Depending on the result of the STI validation, the STI-VS determines that the call is to be completed with an appropriate indicator and the result is passed back to terminating IMS subsystem which continues to set up the call to the terminating SIP UA. If the Caller ID is validated OK but not the rich call data, the call can continue but without showing name card info to terminating SIP UA.

11.
The SIP INVITE with the result is sent to terminating SIP UA.

12.
The terminating SIP UA sends 18X and 200 to originating IMS subsystem and to the 3rd party PBX. The call continues following standard solution.

6.10.2.2
How Originating IMS network invokes the signing on behalf of 3rd party (Single SIP registration)
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Figure 6.10.2.2-1: How Originating IMS network invokes the signing on behalf of 3rd party (single SIP registration)

1.
The originating SIP UA sends a SIP INVITE that contains the IMPU of the calling UE and that may or may not contain the 3P ID e.g. provided in a new header on behalf of 3rd party subscriber to P-CSCF.

2.
The P-CSCF forwards the SIP request to the S-CSCF and then to the IMS AS.

3a-b.
The IMS AS checks whether the IMS subscription of the calling user (IMPI or IMPU based) is authorized to use 3P IDs. This is enabled through a new attribute in the IMS AS user profile for the user retrieved from the HSS as repository data. If the user is not authorized to use 3P IDs, then the IMS AS removes the 3P ID within the SIP INVITE (if present) and do not execute the rest of 3P ID related steps during the call set-up.


If the user is authorized to use 3P IDs, the IMS AS gets Rich Call Data of 3rd party subscriber from the 3P ID Server based on the received IMS identity. The address of the applicable 3P ID Server for the user is also retrieved from HSS as part of the IMS AS user profile. If no RCD data exists for this user (IMPU), the rest of 3P ID related steps are not executed during the call set-up. The call continues without presenting 3P ID to the called endpoint.

NOTE 1:
If no 3P ID is received in the SIP INVITE from the user, suppression of a 3P ID Server lookup can be optionally applied based on a local policy. If there is a mismatch between the received 3P ID in the SIP INVITE and data retrieved from the 3P ID Server based on the IMS identity, it is governed by a local policy of the IMS AS how the population of the Rich Call Data into the SIP Identity header will be done.

4.
The IMS AS adds a P-Asserted-Identity header field asserting the telephone number and Rich Call Data of the 3rd party subscriber and invokes the STI-AS to sign the Identity header based on TS 24.229 [10].

NOTE 2:
The STI-AS is the signing network function in this solution. However the role of the signing network function is undertaken by the IBCF if the target is in a different terminating network, although the IBCF is not used in this solution case.

5.
The STI-AS interacts with SKS (not shown in the figure) and signs the SIP identity header according to STIR/SHAKEN framework and draft-ietf-stir-passport-rcd-26.

6.
The STI-AS returns the signed SIP identity header back to the IMS AS.

7a-b.
The IMS-AS, through standard solution, routes the call to the S-CSCF or egress IBCF. Then the SIP INVITE is routed over the NNI through the standard inter-domain routing configuration. The terminating service provider's ingress IBCF receives the INVITE over the NNI and forwards to terminating IMS subsystems.

8.
The terminating IMS subsystem invokes the STI-VS to verify the signed SIP identity header.

9.
The STI-VS interacts with STI-CR (not shown in the figure) to validate the certificate, extracts the public key and verifies the signature in the Identity header field, which validates the Caller ID and Rich Call Data when signing the INVITE on the originating STI-AS based on TS 24.229 [10].

10.
Depending on the result of the STI validation, the STI-VS determines that the call is to be completed with an appropriate indicator and the result is passed back to terminating IMS subsystem which continues to set up the call to the terminating SIP UA. If the Caller ID is validated OK but not the rich call data, the call can continue but without showing name card info to terminating SIP UA.

11.
The SIP INVITE with the result is sent to terminating SIP UA.

12.
The terminating SIP UA sends 18X and 200 to originating IMS subsystem and to the originating SIP UA. The call continues following standard solution.

6.10.3
Impacts on services, entities and interfaces
This solution addresses the requirements of KI#4 and is applicable to both UNI (SIP UA) and NNI (IP PBX) case. The solution reuses existing STIR/SHAKEN architecture with enhancements that the STI-AS and STI-VS needs to support the signing and verification of the Rich Call Data identity header.

The solution relies on a Database which contains the association of the 3rd Party specific user identities and the corresponding Rich call data information with the corresponding IMS identities.

6.11
Solution #11: Enhancement of STIR/SHAKEN framework to support delivery of third party ID

6.11.1
Description
6.11.1.1
Introduction
SHAKEN (Signature-based Handling of Asserted Information Using toKENs) is defined as a framework that utilizes protocols defined in the IETF STIR Working Group that work together in an end-to-end architecture for the authentication and assertion of a Caller ID by an originating service provider and the verification of this identity by a terminating service provider.

STIR/SHAKEN framework has been adopted in 3GPP and related procedures are defined in TS 24.229 [10].
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Figure 6.11.1.1-1: Enhancement to SHAKEN Reference Architecture
This solution introduced an enhancement to existing STIR/SHAKEN framework to support the secure delivery and present of third-party specific user identities (e.g. enterprise name card) to the terminating UE.

For the originating UE, subscription data for the usage of third party specific user identity and signing of third party specific user ID for secure delivery may be configured in the HSS.

For the terminating UE, subscription data for the verification of third party specific user identity may be configured in the HSS.

6.11.1.2
Third party ID related data storage and retrieval
The content of third-party specific user identities used in IMS should be aligned with the definitions in draft-ietf-sipcore-callinfo-rcd-08 [19] and may include the calling person's name and job title, information related to the organization the caller is associated with and information related to the caller's location.

Based on the service agreement between IMS operator and third party, following two options are applicable for the storage and retrieval of third-party specific user identities information:

1.
Third-party specific user identities information is provisioned by third part and stored in HSS as service data for the specific IMS Public User Identity. The creation, updating and deletion of Third-party specific user identities information is supported via OSS/BSS.

2.
The third-party specific user identities information is stored in a repository either provided/managed by operator or third party. A URI associated with the user identities information in the repository is configured in HSS per IMS Public User Identity as service data. HSS or IMS AS can retrieve the third-party specific user identities information based on the URI. Third party or operator may dynamically update the content of third party user identities in the repository without impact to the URI stored in the HSS.

NOTE:
How to manage the access control of the repository is out of the scope of SA2.

6.11.2
Procedures
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Figure 1: Procedure of third party specific user identity signing
1.
UE-A or third party PBX creates a SIP INVITE with the Public User Identity that has subscribed for the delivery of third party user identity information.

2.
CSCF matches the originating Public User Identity with filter criteria, and determines to forward the SIP INVITE to IMS AS for processing of third party user identity service.

3.
The IMS AS sends a request to HSS to retrieve the third party user ID information.

4.
HSS responses to IMS AS with third party user ID information or a URI.

5.
If HSS sends the URI, IMS_AS retrieves the third party user ID information from the repository linked to the URI.

6-7.
IMS AS sends the third party user ID information to the Signing Server and receives a Personal Assertion Token (PASSporT) in the response.

8-9.
The third party user ID information and associated PASSporT contained in SIP INVITE is forwarded to the terminating NW.
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Figure 2: Procedure of third party specific user identity verification
10-11.
CSCF in the terminating network receives the SIP INVITE with PASSporT, and determines to forward the SIP INVITE to IMS AS based on UE subscription data and network policy.

12-13.
IMS AS in the terminating network sends the third party user ID information and associated PASSporT to the Verification Server, then receives the message of verification success in the response.

14-15.
The verified third party user ID information is sent to UE-B for rendering and presented to the user. The user can trust on the presented information and decides whether to accept the IMS call.

6.11.3
Impacts on Existing Nodes and Functionality
IMS AS is enhanced to support following functionalities:

-
Triggering the signing of third-party specific user ID with the Signing Server for originating call.

-
Triggering the Verification Server for the verification of the signature for terminating call.

-
Interworking with the repository to retrieve the third party user ID information if a URI is received from HSS.

HSS is enhanced to support following functionalities:

-
Managing the subscription of third party user ID service, e.g. singing and verification.

-
Managing the related service profile, service data or URI for third party user ID service.

UE is enhanced to support:

-
Rendering caller information (e.g. enterprise name card) in the terminating UE.

6.12
Solution #12: Verification of calling party when using third party specific identity

6.12.1
Description

This paper proposes solution for IMS network to authorize the user when user uses third party identity in the IMS session. The following are the main principles of the solution:
-
Authentication and Authorization of third party identity in each session irrespective of it is needed or not will add delay to the call setup time. Hence, IMS network shall selectively identify the session during which this third party identity authentication and authorization is needed.

-
The third party, which provides third party identity to its users to use during IMS session, will provide this information to operator and operator will have this information in the subscription profile.

-
The subscription profile in the HSS for the subscriber/user (i.e. IMPU) will have one parameter which will indicate whether the authentication and authorization of third party identity is needed. In addition, subscription profile will contain the third party identities, which will be used by the user (IMPU). If the third party identities are common/same for all the users, then the third party may create a group with the list of the third party users/IMPUs along with the third party identity and provide it to HSS through NEF.

-
During IMS session when Originating S-CSCF receives the INVITE from UE, it shall check the subscription information. If the parameter indicates that, the third party identity authentication and authorization is needed then S-CSCF will proceed.

-
The third party identity information may be retrieved from the PAI/From header or some Call-Info header (some other SIP header using which UE has sent the third party identity) by S-CSCF and then compared against the stored third party identities from the subscription profile

-
Upon a successful match, S-CSCF will invoke the Signing server (STI-AS) . This Signing server address network get it from subscription information

-
Then Signing server after receiving the INVITE from IMS originating network/S-CSCF, will add identity header and sign it as per the TS 24.229 [10].
-
Then IMS terminating network/S-CSCF will invoke verification server based on the presence of identity header. Verification server address is configured at S-CSCFs/IBCFs

-
Then Verification server will provide the validation status according to TS 24.229 [10].

Editor's note:
The exact definition of third party identity is FFS.

6.12.2
Procedures
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Figure 6.12.2-1: Third Party Identity verification used in an IMS session

The detailed procedure is described in Figure 6.12.2-1.

1.
Third party will provision the list of IMPUs along with the third party identity, which is common for all IMPUs. If the IMPUs use unique third party identities, which is different for each IMPUs, then these information will be shared by third party to operator and operator will provision in the subscription profile for each IMPUs in HSS.

2.
UE1 is already registered.

3.
UE1 initiate an IMS session by sending INVITE to UE2.

4.
S-CSCF download the subscription information of the IMPU from HSS.

5.
S-CSCF checks the subscription information whether the user is authorized to use the third party identity service. If the parameter is enabled, then S-CSCF extract the third party identity from the PAI/From/Call-Info header and validates against the stored third party identities for the IMPUs in the subscription profile.

6.
Upon a successful match, S-CSCF will invoke the Signing server (STI-AS) . This Signing server address, S-CSCF may get it from subscription information.

7.
Signing server after receiving the INVITE from IMS originating network/S-CSCF, will add identity header and sign it as per the TS 24.229 [10].

8.
S-CSCF forwards the INVITE to the terminating side.

9.
S-CSCF at terminating side will invoke the verification server based on the presence of Identity header and forwards the INVITE request to STI-VS

10.
Verification server will verify the Identity header using certificates and provides the validity status along with the INVITE to S-CSCF.

11.
S-CSCF at terminating side sends the INVITE towards UE2 based on the successful validation result. S-CSCF may reject the call for the unsuccessful result received from verification server.

12.
Successful call happens between UE1 & UE2.

6.12.3
Impacts on Existing Nodes and Functionality

This solution may have the following impacts to existing entities and interfaces:
HSS:

-
Third Party will provision with list of IMPUs along with third party identity and the need for third party identity authentication and authorization.

S-CSCF:

-
S-CSCF at originating side, based on parameter, which indicates the need for third party identity verification from the subscription profile and upon successful validation of the third party identity used by user invokes STI-AS.

-
S-CSCF at terminating side, will invoke STI-VS based on the presence of Identity header. Also based on the successful result from verification server it will forward the invite to called party and may reject the call for unsuccessful result.

6.13
Solution #13: Support of Third Party User Identities in IMS using STIR/SHAKEN

6.13.1
Description

The Ms reference point as described in TS 24.229 [10], Annex V.2, is used to request signing of an Identity header field or request verification of a signed assertion in an Identity header field. This enables calling number verification using signature verification and attestation information based on the STIR/SHAKEN framework.

This solution proposes to use the existing Ms reference point and procedures for signing and verifying other identities than for example the ones in the P-Asserted-Identity header field which are mainly in the format of a SIP URI or Tel URL. For verification of the calling line identity the IBCF or an IMS AS of the originating network sends a HTTP signing request to the signing AS which in turn replies with a Personal Assertion Token (PASSporT). At the terminating network side, the IBCF or an IMS AS sends a HTTP verification request to the signing AS including the PASSporT which in turn replies with a verification success or failure message. The Ms reference point involves an AS for signing of the Identity at the originating side and another AS for verification of the signed token at the terminating side. It can be extended to enable signing and verification of different kind of identities.

The draft-ietf-stir-passport-rcd-26 [18] describes an optional mechanism for PASSporT and the associated STIR procedures allowing to sign and verify additional data elements including for example:

-
Name of the calling person or of an entity.

-
Caller ID along with related display information that would be rendered to the called party during alerting.

-
Hyperlinks to images, logos, pictures of faces, Avatar representations, or to similar external profile information.

-
Information related to the location of the caller.

-
Information related to an organization, or categories/departments of organizations and institutions.

-
Possibly other Rich Call Data (RCD) information elements.

The solution assumes that the types of Third Party User Identities used in IMS are aligned with the definitions in draft-ietf-sipcore-callinfo-rcd-08 [19]. Other possible user identity information, e.g. using an Avatar representation in an IMS call that is identified via an Avatar ID or a URL to download the representation, can also be added and used for signing and verification. The concrete list of Third Party User identities is determined during normative phase in alignment with stage 3.

Example of a Call-Info header field according draft-ietf-sipcore-callinfo-rcd-08 [19]:

Call-Info: <https://example.com/qbranch.json>;purpose=jcard.

Example contents of a URL linked jCard JSON file:

["vcard",

  [

    ["version",{},"text","4.0"],

    ["fn",{},"text","SA2 WG"],

    ["org",{},"text","3GPP;SA2 WG delegate"],

    ["photo",{},"uri","https://example.com/photos/sa2-256x256.png"],

    ["logo",{},"uri","https://example.com/logos/3gpp-256x256.jpg"],

    ["logo",{},"uri","https://example.com/logos/3gpp-64x64.jpg"]

  ]

]

The overall reference architecture is depicted in Figure 6.13.1-1. The Third Party network can be connected to the serving IMS network via UNI or NNI interfaces. The serving IMS network handles outbound SIP calls from the Third Party network.
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Figure 6.13.1-1: Third Party network connected to the serving IMS network

There are several options how and where Third Party identities are signed and verified, listed below as Options 1, 2 and 3. These options allow for different deployment scenarios, e.g. using UNI or NNI interface between Third Party and IMS network, with different levels of impact to the Third Party network and the IMS network and with different levels of trust relationship between both.
Option 1: Third Party network invokes the signing procedure

Third Party network can use the SHAKEN framework and protocols defined by STIR. This requires a certificate assigned to the Third Party to cryptographically assert authority over telephone numbers. The scope of such a certificate can be expressed by the certificate's TNAuthList identifying a set or subset of Telephone Numbers (TN) assigned to the certificate holder. This allows the terminating network to compare the calling number attested by the SIP request with the TNAuthList of the certificate to determine whether the caller is authorized to use the calling number. In addition, with the use of the delegate certificate mechanism it is possible to extend the SHAKEN credential system to enable also non-SHAKEN entities such as a Third Party IP-PBX to create and sign a PASSporT to demonstrate its association with the calling TN when initiating calls to a telephone service provider. This allows the serving IMS network (IBCF or IMS AS) to verify the provided PASSporT for an incoming SIP request, compare the calling number with the TNAuthList of the certificate and, if accepted, forward the SIP request with the signature towards the terminating network which can invoke the verification. With this approach the serving IMS network is not required to configure and store the list of numbers or other information the Third Party is authorized to use.

Option 2: Serving IMS network (IBCF, S-CSCF or IMS AS) invokes the signing procedure on behalf of the Third Party
In this case the signing AS is invoked by the IMS network based on local policy, e.g. signing is only invoked if the call leaves the IMS network and Third Party specific user identity information is present. The verification of the signature is invoked in the terminating IMS network. The Third Party specific user identities subject to signing in the serving IMS network can be provided by the Third Party in the SIP signalling during session setup. The legitimacy of the calling telephone number or other provided information can be part of the service level agreement between IMS service provider and Third Party network, or the IMS service provider can obtain telephone number or other data (e.g. name card, Avatar ID) assignment information from the Third Party network by means outside the scope of 3GPP.

Option 3: Third Party specific user identities and data stored in the HSS
In this case the HSS stores one or several URL(s) pointing to resources on Web servers where Third Party specific user identities and data are stored. This includes URLs pointing to Rich Call Data as described above or URLs pointing to Avatar representations to be used in an IMS call or any other user or Third Party specific data. Storing just a URL in the HSS avoids possibly frequent updates to the data based on request from the Third Party network and avoids defining Third Party specific data formats in HSS or defining an extra interface between IMS and Third Party network to fetch data. Nevertheless, the HSS may also store additional data in the subscription of a Third Party subscriber like caller name or organization information. The URLs and possibly other data are fetched from the HSS by the S-CSCF or IMS AS depending which entity invokes the signing. If these data are not user specific (e.g. just a company name), also other entities like IBCF or IMS AS may be configured with this Third Party specific identity information e.g. based on the Caller ID.

The SIP header extensions (e.g. Call-Info header) required to transfer Third Party specific user identity information are defined by stage 3.
6.13.2
Procedures

The procedures to sign and verify PASSporT tokens follow the descriptions in TS 24.229 [10] with the main difference that besides telephone numbers also other information as described in draft-ietf-sipcore-callinfo-rcd-08 [19] and draft-ietf-stir-passport-rcd-26 [18] can be used for signing and verification.
6.13.3
Impacts on existing nodes and functionality
Following nodes are impacted by this solution.

HSS:

-
HSS stores one or several URL(s) pointing to resources on Web servers where the terminating network or terminating party can download the respective data, e.g. Rich Call Data or an Avatar representation to be used in the IMS call. Optionally, HSS may directly store trusted information from the Third Party network like caller name, job title, organization, and location information.

Editor's note:
Whether HSS needs to store above mentioned Third Party and user specific information is FFS.

IBCF, S-CSCF and IMS AS:

-
Need to be able to invoke signing and verification of new information elements in SIP headers based on local policies and trust relationship with the Third Party network.
-
IBCF, AS: May be configured with Third Party specific user identity information that is not user specific but specific to the Third Party network like company name or company logo.

-
IBCF: IBCF forwards the signed PASSporT and Third-Party specific information if received from the Third-Party network.

-
S-CSCF, AS: May fetch data from HSS for signing.
Signing AS:

-
Need to be able to sign new information elements in SIP headers.

Verification AS:

-
Need to be able to verify new information elements in SIP headers.

P/I/S-CSCF:

-
Potentially support of new SIP headers. Transparently forwards the signature from the Third Party towards the terminating network.

-
P-CSCF: P-CSCF forwards the signed PASSporT and Third-Party specific information if received from the Third-Party network.
6.14
Solution #14: Standalone IMS data channel without extra subscription
6.14.1
Description

6.14.1.1
General
This clause provides solution against Key Issue #6 Support of Standalone IMS Data Channel Sessions.
This solution uses the architecture of IMS data channel as specified in TS 23.228 [5] as the basis and has no requirement to enhance the architecture.
The following scenarios are supported in this solution:

-
The UE establishes an IMS session for a standalone application data channel or combination of bootstrap data channel and application data channel(s), without accompanying any audio/video/messaging media;

Editor's note:
If the originating UE initiates a standalone data channel session, but the terminating UE has not yet downloaded the application, it is FFS how to handle this scenario.
-
The UE changes an IMS session to a data channel standalone session by releasing all audio/video/messaging media;
-
The UE adds audio/video/messaging media to a data channel standalone IMS session.
Editor's note:
How to support interworking with Rel-18 UE not supporting standalone data channel is FFS.

Editor's note:
The procedures including establishing bootstrap data channel and application data channel simultaneously and releasing standalone application data channel will be further provided.
When the UE initiates establishment of a standalone bootstrap data channel, the UE includes PSI indicating the IMS AS in the INVITE request as the Request-URI which can route the request to IMS AS. The IMS AS determines that the session is establishing a data channel and then trigger the event report as specified in Rel-18 to the DCSF.

The UE and network generally follows the existing procedures specified in current TS 23.228 [5] with some modifications, e.g. by only including SDP offer and answer for standalone bootstrap or application data channel.

When the UE changes an IMS session to a data channel standalone session, it initiates session modification procedure by sending re-INVITE request and deletes other audio/video/messaging media components.

When the UE changes a data channel standalone session to a normal IMS session, it initiates session modification procedure by sending re-INVITE request and adds the audio/video/messaging media components.

The standalone data channel session is terminated by session release procedure as specified in TS 23.228 [5].

6.14.1.2
Subscription of standalone data channel

Support of standalone data channel is under the condition that the UE and IMS network both support data channel and the data channel service is already subscribed. Moreover, supporting standalone data channel can significantly extend the scope and the flexibility of using IMS data channel applications, which allows operators to extend the dialing panel on the smartphone to IMS data channel application store for their subscribers.

It is proposed in this solution that standalone data channel does not need extra subscription to use, i.e. any subscriber using DCMTSI UE with IMS data channel subscription is allowed to use standalone IMS data channel directly.

6.14.1.3
Capability negotiation of standalone data channel

Supporting of standalone data channel is based on the capability of supporting data channel and can be seen as a specific case of handling SDP for data channel media component. Therefore it is reasonable to assume that UE and IMS network who generally support IMS data channel can support handling SDP of standalone data channel without or with minor protocol enhancements.
With the assumption, it is proposed in this solution that capability negotiation of supporting standalone data channel between UE and IMS network is not needed beyond what is already specified in TS 23.228 [5].
Editor's note:
Whether subscription and capability negotiation of standalone data channel is needed is FFS.
6.14.2
Procedures
6.14.2.1
Establishment of an IMS session with standalone application data channel
The user may trigger to establish an IMS session with standalone application data channel if the UE has previously downloaded the application and provided to the user. In this case the UE may establish a new IMS session with only application data channel media. In the example below, the MF is not used to anchor the Application data channel.

When a UE initiates an IMS session with standalone application data channel, the procedure specified in clause AC.7.2.1 of TS 23.228 [5] applies with the following differences:

-
If the UE initiates an application data channel, e.g. by clicking the application list, the SDP offer in step 1 only includes media component for application data channel.
Figure 6.14.2.2-1 depicts a signalling flow diagram for establishing an IMS session with standalone bootstrap data channel.
The UE sends initial INVITE request instead of re-INVITE request and only includes media component for application data channel in step 1.
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Figure 6.14.2.1-1: Procedure to establishment of standalone application data channel

The procedure to establish a standalone application data channel is as follows:
1.
UE#1 sends the SIP INVITE request with an initial SDP to the IMS AS, through P-CSCF and S-CSCF in the originating network. The initial SDP only contains SDP offers for the application data channel with application DC stream ID. The request-URI is the identity of the terminating UE.

2-4.
Step 2 to 4 in clause AC.7.1 of TS 23.228 [5].

5-6.
Step 5 to 6 in clause AC.7.2.1 of TS 23.228 [5].

7-8.
IMS AS sends the INVITE request to the originating S-CSCF and then to the terminating network side and UE#2.

9-11.
UE#2 and terminating network returns a 18X response with SDP answer for application data channel to originating network.

12-13.
IMS AS notifies the DCSF of the successful data channel modification.

14.
The IMS AS sends 18X response with SDP answer through S-CSCF and P-CSCF to the UE.

15-19.
The session with standalone application data channel is established.

20-21.
The data channel application is activated and the end-to-end traffic of the application is established.

6.14.2.3
Session modification
6.14.2.3.1
Change an IMS session to a standalone data channel session
When the user wants to delete the media components of audio/video/messaging of an IMS session and only leave data channel for further usage, the user may click a button to just release the voice/video/message session but the session is not released. By this the UE sends re-INVITE request with the SDP offer setting all the audio/video/messaging media to zero. A normal SDP negotiation procedure applies to delete the media components of audio/video/messaging from the IMS session. This applies to both P2P and P2A/A2P scenarios.

NOTE:
To correctly charge the termination of voice/video/messaging media, the IMS AS or S-CSCF may report the charging event of the media termination to charging system. The detail of charging for standalone data channel is responsibility of SA WG5.
6.14.2.3.2
Add audio/video/message media to a standalone data channel session
When the user want to add the media components of audio/video/messaging to a standalone data channel, the user may keep the DC application and select the called party on the phone and initiates a voice/video/messaging session with the called party. By this the UE sends re-INVITE request with the SDP offer including media components of existing data channels and added audio/video/messaging. A normal SDP negotiation procedure applies to add the media components of audio/video/messaging to the IMS session. This applies to both P2P and P2A/A2P scenarios.

NOTE:
To correctly charge the added voice/video/messaging media, the IMS AS or S-CSCF may report the charging event of the media change to charging system. The detail of charging for standalone data channel is responsibility of SA WG5.
Editor's note:
The detailed procedures of session modification can be further provided.
6.15
Solution #15: Solution to support standalone bootstrap data channel

6.15.1
Description

This solution addresses Key Issue #6 " Support of Standalone IMS Data Channel Sessions " and focuses on how to support establishing a (standalone) bootstrap data channel without accompanying application data channel.

When the UE initiates establishment of a standalone bootstrap data channel, the UE includes a specific PSI used for standalone bootstrap DC only in the INVITE request as the Request-URI to terminate the session and data channel towards IMS AS and DCSF.

The UE and network generally follow the existing procedures specified in current TS 23.228 [5] with some modifications, e.g. by only including SDP offer and answer for standalone bootstrap.

In a standalone IMS data channel scenario, the original UE typically communicates with the terminating UE using a specific DC application, such as Screen Share APP. To enable the user to decide which DC application to use, it would be better to display the list of available applications to the user. To achieve this, the original UE needs to establish a standalone bootstrap DC to download the DC application list before the user makes such a decision.

6.15.2
Procedures

When a UE initiates an IMS session with standalone bootstrap data channel, the procedure specified in clause AC.7.1 of TS 23.228 [5] applies with the following differences:
-
If the UE initiates a bootstrap data channel the SDP offer in step 1 only includes media component for originating bootstrap data channel;

-
The procedure terminates on originating network.

Figure 6.15.2-1depicts a signalling flow diagram for establishing a standalone bootstrap data channel.
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Figure 6.15.2-1: Standalone Bootstrap Data Channel set up Signalling Procedure

The steps in the call flow are as follows:

1-10.
Step 1-10 from clause AC.7.1: (Bootstrap Data Channel Setup Signalling procedure) in TS 23.228 [5] is performed with the differences that:


In step 1, The UE#1 sends the SIP INVITE request, the Request URI of the SIP INVITE message is a specific target URI used for standalone bootstrap DC only. The initial SDP contains only bootstrap data channel offers for UE#1.

NOTE 1:
UE#1 can perform step 1 immediately after completing the SIP registration procedure.

Editor's note:
 It is FFS how the specific target URI is configured or sent to UE.


In step 5, DCSF determines that UE#1 requests to establish a standalone bootstrap DC based on the value of the Called ID and creates only the originating side media information.


In step 6, DCSF instructs the IMS AS how to set up bootstrap data channel with MF for originating side only.


In step 8, IMS AS instructs MF to allocate required data channel media resources for originating side only. IMS AS request creation of only one Media Termination which representing the local bootstrap media to be terminated.

11.
IMS AS terminates the IMS session based on the specific Request URI and sends 18X response with the SDP answer through S-CSCF and P-CSCF to UE#1.

12-13.
The session with bootstrap data channel is established.

14.
The bootstrap data channels have been established between originating MF or MRF and UE#1. The UE#1 sends application request messages to MF or MRF to request a data channel application or an application list if multiple DC applications are available, via the established bootstrap data channel with its data channel capabilities. The MF or MRF replaces the root URL with the replacement URL received in steps 8 and forwards the message to received media point of DCSF. The DCSF provides the application list and proper data channel applications further to UE#1 based on their data channel capabilities and their choices through MF or MRF.

15-16.
If the established bootstrap DC is not used for a period of time, UE#1 sends SIP BYE to release the bootstrap DC to save power.

6.15.3
Impacts on Existing Nodes and Functionality

This solution has some requirements on the existing IMS nodes below:

DCSF:

-
Determines that the UE requests to establish a standalone bootstrap DC based on the called ID.

-
Creates only the originating side media information. 

IMS AS:

-
Terminates the IMS session based on the specific Request URI.
Editor's note:
 Further impacts are FFS.
6.16
Solution #16: Supporting of standalone IMS DC sessions

6.16.1
Description
6.16.1.1
General

This clause provides solution against Key Issue #6: Support of Standalone IMS Data Channel Sessions.
This solution provides an analysis of potential impacts to IMS architecture in supporting standalone IMS DC session and proposed a solution based on the analysis.

Editor's note:
The usage scenario of standalone IMS DC is FFS.

6.16.1.2
The existing clarification on the restriction of standalone IMS DC

Following clarification is specified in TS 23.228 [5]:

UE can establish an IMS Data Channel simultaneously while establishing an IMS audio/video session or upgrade an ongoing IMS audio/video session through a re-INVITE to an IMS Data Channel session.
Following clarification is specified in TS 24.229 [10]:

IMS data channels are always associated with MMTEL sessions.

NOTE:
In this Release of the specification, a standalone IMS data channel without accompanying MMTEL voice and/or video call is not supported.

Following clarification is specified in TS 26.114 [6]:

A data channel SDP media description shall not be placed before the first SDP speech media description.
In order to support standalone IMS DC Sessions as specified in KI#6, the above restrictive clarification needs to be updated in the normative phase.

6.16.1.3
Analysis on the impact of standalone IMS DC to existing NFs

If the P-CSCF, S-CSCF or IMS AS was performing policy restriction i.e. not allow support for IMS DC without MMTEL then the following would have to be present in the specifications of previous releases e.g. Rel-18.

P-CSCF: When the P-CSCF receives any SIP request containing an SDP offer, the P-CSCF shall examine the media parameters in the received SDP offer. If the P-CSCF finds any media parameters which are not allowed on the network by local policy or if available by bandwidth authorisation limitation information coming from the IP-CAN (e.g. via PCRF), the P-CSCF shall return a 488 (Not Acceptable Here) response containing an SDP message body. There is no enforcement in P-CSCF to restrict the application of standalone IMS DC in the media parameters, and it's assumed that supporting of standalone IMS DC has no impact to P-CSCF.

S-CSCF: When the S-CSCF receives any SIP request containing an SDP offer, the S-CSCF shall examine the media parameters in the received SDP offer. If the S-CSCF finds any media parameters which are not allowed based on local policy or subscription, the S-CSCF shall return a 488 (Not Acceptable Here) response containing an SDP message body. There is no enforcement in S-CSCF to restrict the application of standalone IMS DC in the media parameters, and it's assumed that supporting of standalone IMS DC has no impact to S-CSCF.

IMS-AS: Since an AS may provide a wide range of different services, procedures for the SDP usage for an AS acting as originating UA, terminating UA or third-party call control role are dependent on the service provided to the UA and on the capabilities on the remote UA. There is no special requirements regarding the usage of the SDP in IMS AS. It's assumed that supporting of standalone IMS DC has no additional requirement to IMS-AS.

As a reference use case, IMS Messaging service specified in clause 5.16 of TS 23.228 [5] has already supported the establishment of IMS session without audio/video, but only a message session. The similar mechanism can be applied for standalone IMS DC sessions.

6.16.1.4
Proposal
Since none of the above exists in specifications of previous releases, in summary, the support of standalone IMS DC sessions can be achieved without impact to the existing NFs and therefore it can work with legacy NFs of previous releases.
Editor's note:
This proposal is to be updated if any impact to existing IMS NFs in supporting standalone IMS DC is discovered.
6.16.2
Procedures

Figure 6.16.2-1 demonstrate the signalling flow for establishing an IMS session with standalone data channels (bootstrap and/or application data channels).
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Figure 6.16.2-1: Establishment of standalone IMS DC session procedures

1.
UE-1 sends the SIP INVITE request with an initial SDP to the S-CSCF, via P-CSCF. The SDP offer requests only for IMS data channel(s) without simultaneous media request for audio/video. The initial SDP may contain offers for the bootstrap data channel, application data channel, or both.

2.
The INVITE request is forwarded to the IMS AS.

3.
IMS AS validates the user subscription and communicates with DCSF for the data channel route decision. Based on the response of DCSF, IMS As may also instruct MF/MRF for the media resource reservation.

4.
IMS AS sends the INVITE which includes the updated SDP offer to the S-CSCF.

5-6.
The INVITE request is forwarded to the to remote network side and UE-2.

7.
UE-2 and terminating network may return an 18X response with the SDP answer the data channel to originating network. If the SDP offer for standalone IMS data channel is not accepted by the terminating network, UE-1 may cancel the session request or try to re-negotiate the session with other media e.g. audio/video.

8.
UE#2 and terminating network returns a 200 OK response.

9.
IMS AS notifies the successful session establishment event to DCSF.

10-11.
200 OK forwarded to UE-1 which indicates the data channel has been established.

Editor's note:
Supporting of other IMS session procedures (e.g. adding audio/video/messaging media to an established standalone IMS data channel session or removal of audio/video/messaging media from an IMS session that also contains IMS data channel media) is FFS.

6.16.3
Impacts on existing services, entities and interfaces
UE:

-
Initiates IMS session with standalone IMS DC;

-
Terminates IMS Session with standalone IMS DC.

6.17
Solution #17: Solution for support of IMS avatar communication using data channel

6.17.1
Description
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Figure 6.17.1-1: Architecture to support IMS avatar communication

To support of IMS avatar communication, the architecture is enhanced as follows:

Digital Asset Container (DAC):

-
The Digital Asset Container is used for storing and retrieving the avatar model from 5GC. DAC can be internal to the PLMN, e.g. a new network function, a part of network function (HSS, UDM, IMS AS), a XR application server or a web server within the IMS and/or 5GC; or DAC can be external to the PLMN, e.g. a webserver of a cloud provider,

XR Application Server (XR AS):

-
The XR Application Server is responsible for XR service control related to XR communication, including XR session media control, XR media capability negotiation with the UE.

Editor's note:
The definition of the reference point and the interaction between DAC and XR Application Server is for FFS.
Three new information elements are defined as follows:

Avatar metadata:

-
Avatar metadata is the 2D/3D representational content/model of an avatar stored in a file, which can be accessed via a URL. Avatar metadata are stored in the DAC. The avatar metadata, or a reference of the avatar metadata (e.g. identifier), is associated per subscriber and/or per subscriber's user identifier. Avatar metadata needs to correspond to face, full body, or a portion of the body. Additional metadata can be associated with the avatar metadata, e.g. format, resolution, access/usage rights & time, date of creation, licensing, etc.

Avatar-id:

-
Avatar metadata are accessible via an Avatar-id and can be fetched from the DAC using the Avatar-id. It can be an integer, string, UUID, or a URI (URN or URL). 

Avatar media:

-
Avatar media is a media stream (e.g. video) that mixes gesture/movement using avatar metadata. It can be a combination of (real-time) face/gesture movement and the avatar metadata. Avatar media shall be encrypted using the standard secured RTP or data channel mechanism using DTLS.

Editor's note:
The avatar-related terminology will be updated once agreed upon.
Editor's note:
Further details regarding the three information elements above are FFS.
6.17.2
Procedures

Supporting IMS avatar communication including providing avatar or a reference to one or several avatars in the IMS signalling, downloading and negotiating the avatar with B-party. In the proposed solutions of this document, avatar can be transferred via data channel, and rendering of avatar media can be performed by network, UE-A, or UE-B, which are described in clauses 6.17.2.1, 6.17.2.2, and 6.17.2.3, respectively.
6.17.2.1
Network centric IMS avatar call flow using data channel

Based on Figure AC.9.3.2-1 in clause AC.9.3.2 of TS 23.228 [5], Figure 6.17.2.1-1 depicts a call flow to establish a network centric IMS avatar call with rendering in the network. UE-A avatar media are transmitted to UE-B via MF/MRF.
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Figure 6.17.2.1-1: Establishment of network centric IMS avatar call using data channel
The main steps in the call flow are as follows:
1.
The UE-A initiates an IMS session and establishes audio and video session connections with the UE-B. The bootstrap data channel(s) are established at the same time for both the UE-A and UE-B.

2.
The UE-A decides to request network media rendering of an avatar intended to use for the call based on its status such as power, signal, computing power, internal storage, etc. The UE-A selects the Avatar-id of the avatar.

Editor's note:
How the UE-A is configured or is aware of the Avatar-id is for FFS.

3.
The UE-A performs the XR media rendering negotiation with the XR Application Server. The negotiation includes usage of the Avatar-id.

4.
If the negotiation result is successful in step 3, the UE-A initiates new P2A application data channels, which are used for XR data transmission between the UE-A and the network. During the P2A application data channel establishment procedure, the DCSF will instruct the MF/MRF via IMS AS how to establish the data channel and corresponding media processing specification.

5(Optional). IMS AS initiates a media re-negotiation request with UE-A by exchanging the Avatar-id via the application DC, to connect UE-A's audio/video media stream to MF/MRF. UE-A provides to the XR Application Server via the application DC the Avatar-id of the avatar intended to use for the call.

6.
IMS AS initiates a media re-negotiation request with UE-B, to connect UE-B's audio/video media stream to MF/MRF. The Avatar-id is exchanged with UE-B to indicate about the avatar session during the signalling. UE-B has the option to reject the avatar alone or terminate the session based on Avatar-id.

Editor's note:
The SDP content is to be decided by SA4.

7.
The XR Application Server retrieves the avatar metadata using the Avatar-id from DAC.

Editor's note:
How the XR Application Server is triggered to download the Avatar metadata is FFS.

8.
The DAC responds to the XR Application Server with the avatar metadata.

9.
The XR Application Server starts controlling the XR media rendering.

10.
The XR Application Server sends the avatar metadata to MF/MRF and requests rendering of the avatar by MF/MRF.

11.
The UE-A sends information about UE-A to MF/MRF.

Editor's note:
What information about UE-A to be sent is FFS.

12.
The MF/MRF receives the information of UE-A from the UE-A and replaces the face/body with the selected avatar metadata, e.g. via face detection and/or recognition mechanisms.

13.
The rendered avatar media is sent as regular video media to UE-B.

Editor's note:
If the audio should be part of the avatar media is FFS.

14.
The rendered avatar media is sent back to the UE-A as feedback (same content as the one sent to the UE-B in step 13), e.g. to display a thumbnail view of the avatar to the UE-A in the IMS session.

6.17.2.2
UE-A centric IMS avatar call flow using data channel

Based on Figure AC.9.3.1-1 in clause AC.9.3.1 of TS 23.228 [5], Figure 6.17.2.2-1 depicts a call flow procedure to establish a UE centric IMS avatar call with rendering in the UE-A.
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Figure 6.17.2.2-1: Establishment of UE-A centric IMS avatar call using data channel
The main steps in the call flow are as follows:

1.
The UE-A initiates an IMS session and establishes audio and video session connections with the UE-B. The bootstrap data channel(s) are established at the same time for both the UE-A and UE-B.

2.
The UE-A decides to request UE-A media rendering of an avatar intended to use for the call based on its status such as power, signal, computing power, internal storage, etc. The UE-A selects the Avatar-id of the avatar.

Editor's note:
How the UE-A is configured or is aware of the Avatar-id is for FFS.

3.
The UE-A performs the XR media rendering negotiation with the XR Application Server. The negotiation includes usage of the Avatar-id.

4.
If the negotiation result is successful in step 3, the UE-A initiates new P2A application data channel, which are used for XR data transmission between the UE-A and the network. During the P2A application data channel establishment procedure, the DCSF will instruct the MF/MRF via IMS AS how to establish the data channel and corresponding media processing specification.

5.
IMS AS initiates a media re-negotiation request with UE-B, to connect UE-B's audio/video media stream to MF/MRF. The Avatar-id is exchanged with UE-B to indicate about the avatar session during the signalling. UE-B has the option to reject the avatar alone or terminate the session based on Avatar-id.

Editor's note:
The SDP content is to be decided by SA4.

6-9.
The XR Application Server requests DAC to retrieve avatar metadata by providing UE-identity and Avatar-id via DC, and send the avatar metadata to the UE-A. If the UE-A has the association avatar metadata available in cache, step 6-9 shall be skipped.

Editor's note:
How the XR Application Server is triggered to download the Avatar metadata is FFS.

10.
The UE-A locally mixes the avatar metadata together with the audio/video media received from local sensors (e.g. camera) to animate the avatar (the rendered avatar audio/video media).

11.
The UE-A sends the rendered avatar audio/video media as regular video media to the UE-B.

6.17.2.3
UE-B centric IMS avatar call flow using data channel

Based on Figure AC.9.3.1-1 in clause AC.9.3.1 of TS 23.228 [5], Figure 6.17.2.3-1 depicts a call flow procedure to establish a UE centric IMS avatar call with rendering in the UE-B.
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Figure 6.17.2.3-1: Establishment of UE-B centric IMS avatar call using data channel
The main steps in the call flow are as follows:

1.
The UE-A initiates an IMS session and establishes audio and video session connections with the UE-B. The bootstrap data channel(s) are established at the same time for both the UE-A and UE-B.

2.
The UE-A decides to request UE-B media rendering of an avatar intended to use for the call based on its status such as power, signal, computing power, internal storage, etc. The UE-A selects the Avatar-id of the avatar.

Editor's note:
How the UE-A is configured or is aware of the Avatar-id is for FFS.

3.
The UE-A performs the XR media rendering negotiation with the XR Application Server and the UE-B. The Avatar-id is exchanged with UE-B to indicate about the avatar session during the signalling.

4.
If the negotiation result is successful in step 3, the UE-B initiates new P2A application data channels, which are used for XR data transmission between the UE-A and UE-B. During the P2A application data channel establishment procedure, the DCSF will instruct the MF/MRF via IMS AS how to establish the data channel and corresponding media processing specification.

5.
IMS AS initiates a media re-negotiation request with UE-B, to connect UE-B's audio/video media stream to MF/MRF. UE-B has the option to reject the avatar alone or terminate the session based on Avatar-id.

NOTE:
The SDP content is to be decided by SA4.

6-9.
The XR Application Server requests DAC to retrieve avatar metadata by providing UE-identity and Avatar-id via DC, and send the avatar metadata to the UE-B. If the UE-B has the association avatar metadata available in cache, step 6-9 shall be skipped.

Editor's note:
How the XR Application Server is triggered to download the Avatar metadata is FFS.

10.
The UE-A sends information about UE-A to UE-B.

Editor's note:
What information about UE-A to be sent is FFS.

11.
The UE-B locally mixes the avatar metadata together with the received information of UE-A to animate the avatar (the rendered avatar audio/video media).

6.17.3
Impacts on existing nodes and functionality

Impacted nodes and functionality are listed as follows:
-
DAC: stores avatar model, names, and further data, based on avatar ID.

-
XR Application Server: retrieves avatar model from DAC based on avatar ID and user identity, triggers MF/MRF rendering/transcoding.

-
IMS AS: supports avatar call, provide avatar ID to XR Application Server.

-
MF/MRF: enables avatar rendering/transcoding.

-
UE (UE-A centric or UE-B centric): selects and sends avatar ID, downloads avatar model via IMS data channel, negotiates avatar codec (optional) with other parties and networks via SIP/SDP, provides rendering capability (optional).

7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions.
8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
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