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[bookmark: _Toc2086433][bookmark: _Toc76547865][bookmark: _Toc160614549]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.

[bookmark: introduction][bookmark: _Toc507354338][bookmark: _Toc76547866][bookmark: _Toc160614550]1	Scope
The present document is a technical report which identifies the SA1 requirements and the potential vertical requirements for location services and proposes the application architecture requirements, key issues, and solutions to address the enhanced location capabilities based on the current vertical application enabler (e.g. SEAL).
The study takes into consideration the existing SEAL architecture specified in 3GPP TS 23.434 [9], the Core Network exposure specified in 3GPP TS 23.501[6] and 3GPP TS 23.502 [7], the 5GS location services as defined in TS 23.273[5], etc. to investigate how to support the enhanced location services in application layer. 
Furthermore, the study also provides recommendations for the normative work.
[bookmark: references][bookmark: _Toc76547867][bookmark: _Toc160614551]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for next generation new services and markets; Stage 1".
[3]	3GPP TS 22.071: "Location Services (LCS); Service description; Stage 1".
[4]	3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".
[5]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[6]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[7]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[8]	3GPP TS 29.572: "Location Management Services; Stage 3".
[9]	3GPP TS 23.434: Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows.
[10]	3GPP TS 38.305: "Stage 2 functional specification of User Equipment (UE) positioning in NG-RAN".
[11]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs".
[12]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
[13]	3GPP TS 23.586: "Architectural Enhancements to support Ranging based services and Sidelink Positioning".
[14]	3GPP TS 22.104: "Service requirements for cyber-physical control applications in vertical domains ".
[15]	3GPP TS 23.436: "Functional architecture and information flows for Application Data Analytics Enablement Service ".
[16]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services ".

[bookmark: definitions][bookmark: _Toc76547868][bookmark: _Toc160614552]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc76547869][bookmark: _Toc160614553]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc76547870][bookmark: _Toc160614554]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc76547871][bookmark: _Toc160614555]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AF	Application Function
API	Application Programming Interface
CAPIF	Common API Framework for northbound APIs
FLF	Fused Location Function
FLS	Fused Location Service
GMLC	Gateway Mobile Location Centre
LCS	LoCation Services
LMC	Location Management Client
LMS	Location Management Server
NEF	Network Exposure Function
SCEF	Service Capability Exposure Function
SEAL	Service Enabler Architecture Layer for Verticals
SEAL-UU	Service Enabler Architecture Layer for Verticals, Universal UE-network interface
VAL	Vertical Application Layer

[bookmark: _Toc160614556]4	Architectural assumption and requirements
[bookmark: _Toc160614557]4.1	Architectural assumption
[AA-4.1-a] The application enabled layer architecture for the enhanced location services should take the location management which is specified in clause 9 of 3GPP TS 23.434[9] as the baseline.
 [AA-4.1-b] The location capabilities and the positioning methods used in the application enabled layer should follow the one as defined in TS 23.501[6], 23.502[7] and 23.273[5].
[bookmark: _Toc160614558]4.2	Architectural requirements
[AA-4.2-a] The SEAL-LM shall enable collecting target UE location via other UEs close to the target UE.
[AA-4.2-b] The SEAL-LM shall support Geofencing request from the VAL server.
[AA-4.2-c] The SEAL-LM shall support Location history request from the VAL server.
[AA-4.2-d] The SEAL-LM shall enable exposing the UE location with more information (e.g. velocity) to the VAL server.
[bookmark: clause4][bookmark: _Toc76547872][bookmark: _Toc160614559][bookmark: _Hlk75185868]5	Key Issues
[bookmark: _Toc160614560][bookmark: OLE_LINK1][bookmark: OLE_LINK2]5.1	Key Issue #1: Support of Geofencing
[bookmark: OLE_LINK17][bookmark: OLE_LINK18]Geofencing is a type of location-based marketing and advertising. A mobile app or software uses e.g. the Global Positioning System (GPS), radio frequency identification (RFID), Wi-Fi or cellular data to define a virtual geographical boundary and trigger a specific alert or push notification when a device enters or exits that boundary. This boundary is known as a geofence. Furthermore, Geofencing also has a widespread use in the industrial field.
In Rel-17 and Rel-18, the Location Management architecture and functional model in SEAL have introduced and supported the "Location report trigger with location area criteria", "Monitoring Location Deviation " and "Location area monitoring" functions and procedures related to Geofencing. However, they are still gaps to fulfil the requirements for Geofencing. For example, how to trigger the location alert or push notification to users in case a device enters or exits the boundary which has been established before.
None of the existing LM function related to Geofencing supports to report UE status when the network is unable to determine UE location (e.g., UE power off, network connectivity issue). This exposure capability is essential for application to know in Geofencing.Geofencing may be dynamic (in time and location) and it is needed to support more cases. E.g., A person may forget to bring wearable device or wallet when leaving home. Currently, SEAL LM does not fully support such dynamic Geofencing with target UE(s) under monitoring.
NOTE:	For instance, Geofencing service subscription (e.g. Location area monitoring) in SEAL LM is not time-based. 
So to support the Geofencing which is one of value-added location services, the following aspects need to be studied:
-	How to provision/update/revoke the Geofencing services.
-	How to trigger the location alert or push notification to VAL UEs/users.
-	How to provide more UE status in Geofencing service.
-	How to support dynamic Geofencing.
-	How to support the above identified functions based on the functions and procedures as defined in the SEAL-LM and/or other application enabler architecture.
[bookmark: _Toc160614561][bookmark: OLE_LINK15][bookmark: OLE_LINK16]5.2	Key Issue #2: Support of history tracing request or playback
Activity history can help keep track of the things you do on your device, such as the apps and services you use, the files you open, and the websites you browse. 
In the enterprise, the role of history tracing is mainly reflected in management and event backtracking. In the current positioning system for personnel safety management, the historical track function is one of the more important functions besides real-time positioning, and its main functions are embodied in personnel management and event backtracking. For example, when and where the inspection personnel perform the inspection work, they can view it through the historical behavior track combined with the video system. The positioning system will also provide the inspection route planning function, which can better assist the inspection work in management. According to the historical track, it can achieve job supervision and ensure that the work flow conforms to the job management standards.
In Rel-17 and Rel-18, the Location Management architecture and functional model in SEAL has introduced and supported the retrieval of the UE location report in real-time or based on the event-triggered in the LM server. However, it doesn’t support the history tracing request or playback which is very important and useful both for the individuals and companies. 
To support the history tracing request/playback which is one of value-added location services, the following aspects need to be studied:
-    How to provision/update/revoke the history tracing request/playback service.
-    Whether and how the existing application enablers support the above functions.
[bookmark: _Toc160614562][bookmark: OLE_LINK45][bookmark: OLE_LINK46][bookmark: OLE_LINK13][bookmark: OLE_LINK14]5.3	Key Issue #3: Location QoS improvement 
The 3GPP TS 22.261 [2] has specified low latency and high accuracy positioning requirements of 5G for the support of V2X, Rail communication, etc. And the 3GPP TS 22.104[x] also has specified low power, high accuracy positioning use cases and example scenarios for Industrial IoT devices. These applications all request the location requirements with high-level/strict LCS QoS that the 3GPP system should meet. 
[bookmark: OLE_LINK58][bookmark: OLE_LINK59][bookmark: OLE_LINK60]According to 3GPP TS 23.273[5], the LCS Quality of Service is characterized by 3 key attributes: LCS QoS Class, Accuracy, and Response time. Based on TS 22.071[3], the Accuracy and Response time are application driven and can be negotiated between the 3GPP network and the application server. 
To improve the LCS QoS, the 5G-enabled Fused Location Service (5GFLS) has been studied in SA6 Rel-18 to aggregate the UE location information from multiple data sources. And  the Application Data Analytics Enablement Service(ADAES) also studied how to enable application layer analytics enablement to allow a VAL server to be notified based on analytics whether the accuracy of a location can be met for a given application and optionally for a given UE/group route.
Besides, some additional positioning methods (e.g. Ranging, UE location report via user plane, GNSS assistance, etc.) have been introduced and specified in TS 23.273[5] to further improve the LCS QoS that the existing application enabler should consider utilizing to meet the strict LCS QoS requirements from vertical applications. 
To further improve Location QoS, especially for location accuracy and latency (service response time) in application layer, the following aspects need to be studied:
[bookmark: OLE_LINK19][bookmark: OLE_LINK20]-	How to provide more accurate UE location reports and/or reduce the service latency (service response time) to VAL server utilizing the existing positioning methods.
-	How to improve the LCS QoS based on the procedures and functions as defined in the current SEAL-LM architecture and/or other related application enablers if needed.
[bookmark: _Toc160614563]5.4	Key Issue #4: Enhancement to support location information exposure
In Rel-17 and Rel-18, the Location Management architecture and functional model in SEAL has introduced to support the “Monitoring Location Deviation” and “Location area monitoring” functions and procedures.  Utilizing these functions, the LM server could monitor the VAL UE's location information periodically and notify the VAL server when the VAL UE relationship (e.g. inside or outside) to the area of interest along with current location information of the VAL UE.  However, it’s not enough to analyse the location information further to provide more value-added location services. For example, for personnel management scenario, besides to monitor the person who is moving in/out the office, statistic his/her time period in the office is also important. It’s needed to statistic the time information of the first entering and the last leaving the office, the length of time to stay in the office,the times to re-enter and re-leave the office for some special employee, etc. The application enabler related to location should support to statistic the location information based on time/area domain and then expose them to the vertical applications.
[bookmark: OLE_LINK33][bookmark: OLE_LINK34]Another value-added use case is for heatmap service. It’s not sufficient to only collect the location information based on the current SEAL-LM architecture and functions to fulfil the heatmap service requirements. E.g. if the road congestion needs to be showed, the velocity of the vehicles may be monitored as well as the location of the vehicles.
So to support the location information statistic and location data collection with additional parameters, the following aspects need to be studied:
-	Whether and how to expose the location data information per the e.g. time/area/space granularity in application enabled layer.
-	Whether and how to expose the location data in one area of interest with additional parameters from the requirements of the VAL server, e.g. the velocity of the vehicles.
-	Whether and how to support above functions based on the existing functions and procedures as defined in the SEAL-LM and/or other application enabled architecture.
[bookmark: _Toc144371491][bookmark: _Toc160614564]5.5	Key Issue #5: Support for ranging/sidelink positioning services
Ranging-based services are the applications utilizing the distance between two UEs and/or the direction of one UE from the other one. In 3D case, direction includes horizontal direction and elevation direction. Ranging-based services can apply to a variety of verticals, such as smart home, smart city, smart transportation, smart retail, and industry 4.0. Some ranging-based services can only require the distance measurement, some can only require direction measurement, others can require both distance and direction measurement.  
From network perspective, 3GPP currently focuses on aspects related to the authorization, provisioning, and discovery of UEs supporting or assisting ranging services. 
From enablement layer perspective, the issues which can be part of the study are the following:
-	How to support the selection and configuration of VAL UEs acting as reference UEs?
-	Whether and how the enabler layer can support exposing ranging information to 3rd party consumers?
[bookmark: _Toc76547875][bookmark: _Toc160614565][bookmark: _Toc440360446][bookmark: _Toc507354358]6	Solutions
[bookmark: _Toc82472200][bookmark: _Toc82473745][bookmark: _Toc113900639][bookmark: _Toc117521224][bookmark: _Toc160614566]6.0	Mapping of solutions to key issues
Table 6.0-1 Mapping of solutions to key issues
	
	KI # 1
	KI # 2
	KI # 3
	KI # 4
	KI # 5
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	[bookmark: OLE_LINK50]X
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	[bookmark: OLE_LINK47][bookmark: OLE_LINK48]X
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[bookmark: _Toc440360447][bookmark: _Toc507354359][bookmark: _Toc76547876][bookmark: _Toc160614567]6.1	Solution #1: Target UE Location provided by surrounding UEs.
[bookmark: _Toc440360448][bookmark: _Toc507354360][bookmark: _Toc76547877][bookmark: _Toc160614568]6.1.1	Description
In a vertical case like V2X, UEs can move fast and obtained UE location information from SEAL LM service can be further enhanced with more data source to improve accuracy. If a UE is temporarily out of RAN coverage or served by congested RAN, indirect location retrieval via surrounding UEs via D2D methods is also beneficial. 
In the following figures, for illustration purpose, the LM client 1 is in UE 1 which is a target UE, and LM client 2..n are in UE 2..n correspondingly which are close to UE 1.
Figure 6.1.1-1 illustrates the high-level procedure of location information subscription request. The same procedure can be applied for location management client and other entities that would like to subscribe to VAL user or VAL UE location information. This procedure is also used for initiating tracking a UE's location. 


Figure 6.1.1-1: Location information subscription request procedure
1-4.	Same as step 1 to 4 of clause 9.3.7 in 3GPP TS 23.434[9]. In addition, the VAL server may request velocity information of target UEs in step 1.
[bookmark: OLE_LINK42][bookmark: OLE_LINK43][bookmark: OLE_LINK44]5.	The LM server decides how to retrieve surrounding UEs which may be based on LM client 1 registered positioning method in location service registration. If the LM server decides to use UE-assisted surrounding UE retrieval, the LM server requests the LM client 1 with an optional surrounding UE retrieval method (e.g. ProSe, BT, WiFi) to provide its surrounding UEs and the LM client 1 responds the LM server with VAL UE/User ID of discovered UEs; otherwise, NW-assisted surrounding UE retrieval is used as described in step 6 and 7.
NOTE 1:	For ProSe capable UE, the User Info ID defined in 3GPP TS 23.586 [13] can represent VAL user ID.
NOTE 2:	For Bluetooth capable UE, the Bluetooth MAC address can represent VAL UE ID.
NOTE 3:	For WiFi Direct capable UE, the WiFi MAC address can represent VAL UE ID.
6.	The LM server derives an appropriate location area (where UE to UE communication is possible) internally using the location information of UE 1 (determined in step 4) as reference location. If the UE 1 location is last known UE location, the LM server uses UE mobility analytics service from 3GPP CN to derive UE location estimation for UE 1.
7.	The LM server uses 3GPP CN service to obtain all UEs within the derived location area in step 6.
8.	The LM server selects a set of UEs (LM client 2..n) from UEs obtained in step 5 or step 7 based on registered location service information (e.g. positioning method) from LM client 2..n. Then LM server sends location request to LM client 2..n using On-demand location reporting procedure (as defined in clause 9.3.4 of TS 23.434) to obtain UE 1 location including an optional UE positioning  method (e.g. PC5 SEAL LM, BT, WiFi) to be used to retrieve location. For LM client 2..n, if the UE positioning method is PC5 SEAL LM, UE 1 location information (including velocity) is obtained via off-network procedure as defined in clause 9.5 of 3GPP TS 23.434; if the UE positioning  method is non-3GPP (e.g. WiFi, BT), UE 1 location information (including velocity) is obtained via the corresponding non-3GPP method in LM client 2..n.
NOTE 4:	The LM server can, based on local policy, select an UE without LM registration and trigger location request to the UE. If so, the request can be ignored by the UE (e.g., if SEAL LM-UU service is not supported) or the UE can reject the request (if the required positioning method is not supported).
NOTE 5:	Since the target VAL UE ID or user ID is not equal to its own identity, the LM client 2..n trigger UE to UE communication to obtain UE 1 location.
NOTE 6:	It is assumed that the VAL service user in UE 1 authorizes location information sharing with UE 2..n.
NOTE 7:	The user consent aspects about UE location sharing between LM clients need SA3 coordination.
9.	The LM server takes the location information of UE 1 reported by LM client 2..n into consideration to calibrate UE 1 location determined in step 4. 
NOTE 8:	It is assumed that different location information collected over different positioning method may have differences in accuracy.
10.	Same as step 5 of clause 9.3.7 in 3GPP TS 23.434[9]. In addition, velocity of the requested VAL UEs may be included.
NOTE 9:	The VAL server can use obtained UE location and velocity in application specific ways (e.g. traffic monitoring in V2X).
Figure 6.1.1-2 illustrates the high-level procedure of event-trigger usage of location information. The same procedure can be applied for location management client and other entities that would like to subscribe to location information of VAL user or VAL UE. This procedure is also used for obtaining latest UE's location for tracking purpose.


Figure 6.1.1-2: Event-trigger usage of location information procedure
1-3.	Same as step 1 to 3 of clause 9.3.8 in 3GPP TS 23.434[9].
4-7.	Same as step 5-9 of Figure 6.1.1-1. Either step 4 (UE-assisted surrounding UE retrieval) or step 5 (NW-assisted surrounding UE retrieval) is executed.
8-9.	Same as step 4 to 5 of clause 9.3.8 in 3GPP TS 23.434[9]. In addition, velocity of the requested VAL UEs may be included as part of the location information report.
For figure 6.1.1-1 and figure 6.1.1-2, with additional location information obtained via D2D method, LM server can populate more accurate UE location information to be exposed to its consumer.
[bookmark: _Toc160614569]6.1.2	Solution evaluation
This solution addresses KI#3 about how to provide more accurate UE location exposure by additionally collecting target UE location via other UEs close to the target UE.
NOTE:	Different technology (e.g. BT, WiFi, RAN) has different accuracy in positioning. The LM server can, based on its internal algorithm, consolidate a UE location information for exposure to the VAL server.
[bookmark: OLE_LINK25][bookmark: OLE_LINK26]The existing service API SS_LocationInfoEvent provided by LM server is used to accommodate needed enhancements in this solution.
The impacted entities are VAL server, LM server and LM client.
The solution considers target UE location information provided by its surrounding UEs, the solution can be used also for target UE temporarily out of 3GPP RAN coverage. 
[bookmark: _Toc160614570]6.2	Solution #2:  Application enabled Geofencing
[bookmark: _Toc160614571]6.2.1	Description
[bookmark: _Toc160614572]6.2.1.1	General
This solution addresses the key issue #1: Support of Geofencing. 
[bookmark: _Toc160614573]6.2.1.2	Procedure of Geofencing subscription/unsubscribe request
[bookmark: OLE_LINK38][bookmark: OLE_LINK39]The figure 6.2.1.2-1 describes the Geofencing subscription/unsubscribe procedure which could reuse the procedure as defined in clause 9.3.12 of TS 23.434[9] with some clarification and enhancements for Geofencing requirements (e.g. support Geofencing criteria based on LCS QoS and/or time/area/space/amount granularity). 


Figure 6.2.1.2-1: Procedure of Geofencing subscription/unsubscribe request 
1.	The specific application server sends a Geofencing subscription request to the SEAL-LM Server embedded with the value-added location function, to ask the SEAL-LM to report the UE information when the UE location meets the Geofencing criteria. The Geofencing criteria may contain the geographical area information, event or conditions for triggering the Geofencing application (e.g. per time/area/space/amount granularity), location quality information (e.g. location QoS), UE identities and the service identification, etc.
NOTE 1: If the Geofencing subscription request initials without the UE identities, that means it is applicable to all of UEs.
2.	The SEAL-LM Server checks whether the specific application server is authorized to request the Geofencing service. If the request is authorized, the SEAL-LM Server stores the parameters in the request as the UE Geofencing contexts. If the request includes multiple UEs, the SEAL-LM server creates and stores Geofencing contexts for each UE.
3.	The SEAL-LM Server responses to the specific application server that the Geofencing subscription request is accepted.
[bookmark: OLE_LINK40][bookmark: OLE_LINK41]4.	The SEAL-LM Server obtains the UE location data from multiple sources as defined in clause 9.3.3 and clause 9.3.5 of TS 23.434[9]. Based on the event triggers or conditions in the request of Step 1, the SEAL-LM Server may obtain the UE location data periodically. The SEAL-LM Server may check the user's privacy and authorization for the Geofencing service. And the SEAL-LM Server determines whether the user's location is allowed to be provided to the specific application server and stores the user's authorization information in the UE's contexts for Geofencing. The future location information of the user will uses the stored authorization information without new interaction with the user again.
5.	After fetched the UE location information, the SEAL-LM may transform the UE location data into the same format of the geographical area information in the Geofencing context (or conversely, the SEAL-LM transforms the geographical area information in the Geofencing context into the same location format received in Step 4).
6.	The SEAL-LM Server checks whether the UE is inside/outside or entered/left the Geofencing area based on the Geofencing criteria and the (transformed) UE location data.
7.	The SEAL-LM Server reports the Geofencing information (e.g. UE status for inside/outside, UE current location, entered/left time, time duration in the dedicated location, and the amount of UE inside/outside of the geographical area, etc.) to the specific application server if the UE location matches the Geofencing criteria.
If the SEAL-LM server didn't obtain any UE location information due to UE issues (e.g., UE power off) or network issues (e.g., network outage) in Step 4, it shall inform the specific application server with the proper reason (e.g., "UE cannot be connected") in the Geofencing information report.
[bookmark: OLE_LINK36][bookmark: OLE_LINK37]After received the Geofencing information report from the SEAL-LM Server, the specific application server may perform some addition actions. For example:
a.	Send alarms or warning information to the UE via the application layer which is out of 3GPP scope.
b.	Trigger the notification procedure as defined in the clause 17.3.3 of TS 23.434[9] if the UE has subscribed to receive the notification message before.
8.	If the specific application server decides to stop the Geofencing services, it sends a Geofencing unsubscribe request to the SEAL-LM Server with or without the UE identities.
NOTE 2: If the Geofencing unsubscribe request initials without the UE identities, it means all of UEs will be forbidden to use Geofencing service.
9.	The SEAL-LM Server stops getting the UE(s) location and deletes the UE Geofencing context for the UE(s).
10.	The SEAL-LM Server sends Geofencing unsubscribe response to the specific application server.
[bookmark: _Toc160614574]6.2.2	Solution evaluation
The solution addresses KI#2 to support Geofencing requests from VAL server based on current SEAL-LM architecture and functional model. 
The Geofencing subscription/unsubscribe procedure can reuse the one as defined in clause 9.3.12 of TS 23.434[9] with some clarification and enhancements. The main enhancement is Geofencing criteria is supported and Geofencing information (e.g. UE status/UE amount for inside/outside of the geographical area, UE entered time/left time/time duration in the dedicated location, etc.) will be reported to the specific application server if the UE location matches the Geofencing criteria. 
The impacted entities are VAL server and LM server.
[bookmark: _Toc160614575][bookmark: OLE_LINK49][bookmark: OLE_LINK51][bookmark: OLE_LINK52][bookmark: OLE_LINK53][bookmark: OLE_LINK54][bookmark: OLE_LINK55]6.3	Solution #3: Application enabled history tracing 
[bookmark: _Toc160614576]6.3.1	Description
[bookmark: _Toc160614577]6.3.1.1	General
This solution addresses the key issue #2: Support of history tracing request or playback. 
The figure 6.3.1.2-1 describes the procedure of querying for location history in application enabled layer.
[bookmark: _Toc160614578]6.3.1.2	Procedure of querying for history location


Figure 6.3.1.2-1: Procedure of querying for history location
1.	The specific application server sends a location tracing configuration request to the SEAL-LM Server to configure the service in advance. The location tracing configuration request may contain the geographical area for history tracing, events or conditions for triggering the location history report (e.g.time duration till when history needs to be captured or stored and required positioning method to use), location quality information (e.g. location QoS), UE identities and the service identification information, etc.
2.	The SEAL-LM Server checks whether the application server is authorized to request the location tracing configuration service. If the request is granted, the SEAL-LM Server stores the parameters included in the request. If the request includes multiple UEs, the SEAL-LM server will create and store the contexts for each UE.
3.	The SEAL-LM Server sends the location tracing configuration responses to the specific application server.
4.	The SEAL-LM Server may obtain the UE location data from multiple sources as defined in clause 9.3.3 and 9.3.5 of TS 23.434[9] periodically based on the event triggers or conditions received in the request of Step 1 and then store all of them. The SEAL-LM Server may check the user's privacy and authorization for the location  tracing configuration request. And the SEAL-LM Server determines whether the user's location is allowed to be provided to the specific application server and stores the user's authorization information in the UE's contexts for location tracing service. The future location information of the user will uses the stored authorization information without new interaction with the user again.
5.	The specific application server sends a location history request to the SEAL-LM Server with the specific conditions (e.g. the specific time or area) to query the location history data for a single UE or multiple UEs.
6.	The SEAL-LM server checks if the obtained UE location data information could meet the location history request. If yes, the SEAL-LM performs the step 7. If not, it will continue to perform the step 4 repeatedly.
7.  The SEAL-LM Server reports the UE location information to the specific application server if the UE location data matches the location history request.
8.	If the specific application server decides to stop the location tracing services for the UE(s), it sends a location tracing configuration cancel request to the SEAL-LM Server with the UE identities.
9.	The SEAL-LM Server stops getting the UE(s) location and deletes the stored UE location data and the location tracing configuration for the service.
10.	The SEAL-LM Server sends location tracing configuration cancel response to the specific application server.
[bookmark: _Toc160614579]6.3.2	Solution evaluation
This solution addresses KI#2 to provide the location history tracing query in application enabled layer to support more value-added location services to the VAL servers via introducing the procedure of location tracing configuration request, location history request, and location tracing configuration cancel, etc.
The solution is based on the current SEAL-LM architecture and functional model to obtain the UE location data from multiple sources and then expose/report the history UE location information to the specific application server if the obtained UE location data matches the location history requests from the VAL server.
NOTE: Whether the procedure of location history tracing service can reuse the current SEAL-LM procedure will be determined in normative phase.
The impacted entities are VAL server and LM server.
[bookmark: _Toc160614580]6.4	Solution #4: Support dynamic Geofencing
[bookmark: _Toc160614581]6.4.1	Description
The following procedure is an example of LM provided service to monitor UE location in relation to Area of Interest (AoI), it supports the following additional functions comparing to clause 9.3.11.2 of 3GPP TS 23.434 [9]:
-	the AoI consists of a reference UE and proximity range from the reference UE.
NOTE 1:	The proximity range is an application defined proximity range.
-	multiple target UEs can be specified by the VAL server.
-	the VAL server can specify a temporal, connectivity and/or a spatial condition(s) for the reference UE in the monitoring location subscription. For instance, the monitoring is valid when a reference UE is served by operator A without using satellite in location area X from 7:00am to 9:00am on working days.
NOTE 2:	The VAL server can be aware of UE/user’s preference via communication with AC, which is out of the scope of 3GPP.
-	the VAL server can request LM server to suppress uninterested notifications (e.g. Notify Presence).
-	the SEAL LM server can notify the VAL server (e.g. Notify Unknown) if the target UE location information cannot be obtained (e.g. UE power off).


Figure 6.4.1-1: Dynamic Geofencing support procedure
1.	The Geofencing subscription request from the VAL server is same as step 1, clause 9.3.11.2 of 3GPP TS 23.434 [9]. For AoI related to the target UE(s), a reference UE and its proximity range are included. The VAL server may include interested notification information (e.g. Notify Absence and Notify Unknown), a temporal condition(s) (e.g. time of day and day of week), connectivity condition(s) (e.g. operator information, roaming status, access type) and/or a spatial condition(s) (e.g. location area(s)) for the reference UE. The target UE information under monitoring can be a list of UEs.
NOTE 3:	Geofencing subscription service re-uses Monitor Location subscription service.
2.	The LM server requests 3GPP CN (e.g. NEF service for location, access type and roaming status monitoring as specified in 3GPP TS 23.502 [7]) to monitor the reference UE location change, access type change and roaming status change, in order to determine spatial dynamicity in AoI related to the target UE(s). If spatial condition is received, the LM server also requests 3GPP CN (i.e. NEF service for AoI monitoring as specified in 3GPP TS 23.502 [7]) to know whether the reference UE is in the VAL server’s predetermined area (e.g. PLMN x). The LM server will process the Geofencing monitoring considering the received temporal, connectivity and/or spatial condition(s) for the reference UE.
[bookmark: OLE_LINK30][bookmark: OLE_LINK31][bookmark: OLE_LINK32]NOTE 4:	For temporal condition with time of day and day of week, the LM server supervises the time since it is not supported by UE location service in CN.
3.	In order to know UE status (e.g. purged or detached) in 3GPP CN, the LM server requests 3GPP CN (i.e. NEF service for losss of connectivity as specified in 3GPP TS 23.502 [7]) for both target UE(s) and reference UE.
4a-4c.	Same as step 2, 3 and 4, clause 9.3.11.2 of 3GPP TS 23.434 [9]. If multiple target UEs are received from the VAL server, step 4a-4c are performed for each target UE.
5.	Same as step 5, clause 9.3.11.2 of 3GPP TS 23.434 [9].
6a. Same as step 6a, clause 9.3.11.2 of 3GPP TS 23.434 [9].
6b.	If the location information is matching as a result of step 6a, then the LM server checks if the VAL UE's current location is within the proximity range of the reference UE.
[bookmark: _Hlk61015415]7.	Same as step 7, clause 9.3.11.2 of 3GPP TS 23.434 [9].
8.	If the location information is matching as a result of step 6a, and the target UE is not within the proximity range of the reference UE, then the LM server considers the target UE as outside from the AoI related to the target UE(s) and notifies the VAL server that the target UE's current location is outside of AoI and target VAL UE ID in "Notify Absence" message.
9.	If the location information is matching as a result of step 6a, and the target UE is within the proximity range of the reference UE, then the LM server notifies ("Notify Presence" message) the VAL server periodically, according to the "Notify_Interval" value in "Monitor Location Subscription Request" message, indicating the VAL server that the target UE is within the AoI, along with the target UE's current location information.
10.	If the LM server is notified by the 3GPP CN about loss of connectivity for the reference UE or target UE(s), then the LM server notifies ("Notify Unknown" message) the VAL server indicating that the LM server does not know whether the target UE is "Present" or “Absence", therefore the Geofencing monitoring for the impacted target UE(s) is suspended.
NOTE 5:	Upon "Notify Unknown", the VAL server can remind end user to check status for the reference/target UE, which is out of 3GPP scope. When the connectivity issue is solved (e.g. UE registered in 3GPP CN), the Geofencing monitoring process resumes and the VAL server will be notified accordingly.
Editor's note:	It is to FFS for an appropriate action (whether the Geofencing monitoring needs to be suspended and resumed later) in the LM server after sending Notify Unknown notification.
NOTE 6:	Notifications in step 7-10 can be subject to explicit notification indication from the VAL server, for instance, the VAL server can be interested to know only "Notify Absence" and "Notify Unknown" in Geofencing.
[bookmark: _Toc160614582]6.4.2	Solution evaluation
This solution enhances LM function described in clause 9.3.11.2 of 3GPP TS 23.434 [9], it addresses KI#1 about how to support dynamic Geofencing and how to provide more UE status in Geofencing.
The impacted entities are VAL server and LM server.
[bookmark: _Toc160614583][bookmark: OLE_LINK271][bookmark: OLE_LINK270]6.5	Solution #5:  Location information exposure enhancement
[bookmark: _Toc160614584]6.5.1	Description
[bookmark: _Toc160614585]6.5.1.1	General
[bookmark: OLE_LINK156][bookmark: OLE_LINK155][bookmark: OLE_LINK355][bookmark: OLE_LINK354]This solution addresses the key issue #4: Enhancement to support location information exposure.
[bookmark: OLE_LINK357][bookmark: OLE_LINK356][bookmark: OLE_LINK345][bookmark: OLE_LINK344][bookmark: OLE_LINK311][bookmark: OLE_LINK312][bookmark: OLE_LINK313][bookmark: OLE_LINK329][bookmark: OLE_LINK310][bookmark: OLE_LINK309][bookmark: OLE_LINK325][bookmark: OLE_LINK316][bookmark: OLE_LINK315][bookmark: OLE_LINK314]After obtained different level UE location information from different sources, the LMS could statistic and calculate these UE location data per the temporal/spatial granularity and expose the value-added UE location data with different granularity as well as additional parameters (e.g., velocity) to the VAL server. 
[bookmark: OLE_LINK79][bookmark: OLE_LINK78][bookmark: OLE_LINK324][bookmark: OLE_LINK323][bookmark: OLE_LINK163][bookmark: OLE_LINK162][bookmark: OLE_LINK322][bookmark: OLE_LINK321]The figure 6.5.1.2-1 describes the procedure of LMS supporting to expose the value-added UE location data.

[bookmark: _Toc160614586]6.5.1.2	Procedure of LMS supporting to expose value-added UE location data


Figure 6.5.1.2-1: Procedure of LMS supporting to expose value-added UE location data
[bookmark: OLE_LINK286][bookmark: OLE_LINK287][bookmark: OLE_LINK352][bookmark: OLE_LINK353][bookmark: OLE_LINK337][bookmark: OLE_LINK336][bookmark: OLE_LINK340][bookmark: OLE_LINK341][bookmark: OLE_LINK347][bookmark: OLE_LINK346][bookmark: OLE_LINK338][bookmark: OLE_LINK339][bookmark: OLE_LINK342][bookmark: OLE_LINK343][bookmark: OLE_LINK351][bookmark: OLE_LINK350]1.	The VAL server sends a location information subscription request to the location management server to subscribe location information of one or more VAL users or VAL UEs. The request may include the velocity information of target UEs, an indication whether the statistic of target UE location is needed per e.g., temporal/spatial granularity, the time/location validity if the indication is included, etc. 
2.	Same with the Step 2~3 as defined in clause 9.3.7 of TS 23.434[9], the LMS shall check if the VAL server is authorized to initiate the location information subscription request and obtain the target UE location information from different sources with requested parameters (e.g., velocity, temporal, spatial information) received in Step 1. 
[bookmark: OLE_LINK218][bookmark: OLE_LINK219][bookmark: OLE_LINK220][bookmark: OLE_LINK349][bookmark: OLE_LINK348]3a.	If the indication that the statistic of target UE location is needed per temporal granularity is included in Step 1, the LMS will statistic and calculate the received UE location data in Step 2 per the temporal granularity with the requested time validity.
3b.	If the indication that the statistic of target UE location is needed per spatial granularity is included in Step 1, the LMS will statistic and calculate the received UE location data in Step 2 per the spatial granularity with the requested location validity.
[bookmark: OLE_LINK118][bookmark: OLE_LINK119][bookmark: OLE_LINK117][bookmark: OLE_LINK116]3c.	If the additional parameters, e.g., velocity information of target UEs is included in Step 1, the LMS will report the target UE location data with the requested velocity information.
4.	The LMS sends a location information subscription response or location information notification to the VAL server with the target UE location information as well as the additional parameters.
[bookmark: _Toc160614587]6.6	Solution #6: Reduce response time for LCS QoS 
[bookmark: _Toc160614588]6.6.1	Description
[bookmark: _Toc160614589]6.6.1.1	General
[bookmark: OLE_LINK290][bookmark: OLE_LINK291]This solution addresses the key issue #3: Location QoS improvement.
[bookmark: OLE_LINK157][bookmark: OLE_LINK158]According to 3GPP TS 23.273[5], the LCS Quality of Service is characterized by 3 key attributes: LCS QoS Class, Accuracy, and Response time. And this solution improves the LCS QoS mainly by reducing the response time.
The way how to reduce the response time for LMS is as follows:
[bookmark: OLE_LINK122][bookmark: OLE_LINK123][bookmark: OLE_LINK161]-	The LMS can reuse the stored UE location information instead of re-obtaining them from the LMC and/or 3GPP CN to reduce the response time. 
[bookmark: OLE_LINK319][bookmark: OLE_LINK320]The figure 6.6.1.2-1 describes the procedure of LMS checking if the stored UE location data can be reused to report it to the VAL server to reduce the response time.
[bookmark: _Toc160614590][bookmark: OLE_LINK76][bookmark: OLE_LINK77][bookmark: OLE_LINK83][bookmark: OLE_LINK84]6.6.1.2	Procedure of LMS subscribing UE mobility analytics to NWDAF



[bookmark: OLE_LINK136][bookmark: OLE_LINK137][bookmark: OLE_LINK175][bookmark: OLE_LINK176][bookmark: OLE_LINK173][bookmark: OLE_LINK174]Figure 6.6.1.2-1: Procedure of LMS subscribing UE mobility analytics to NWDAF
1.	The VAL server may request the target UE location.
[bookmark: OLE_LINK145][bookmark: OLE_LINK146][bookmark: OLE_LINK98][bookmark: OLE_LINK99][bookmark: OLE_LINK100]2.	The LMS will check if there is stored and valid UE location data for the target UE. If yes, LMS will reuse the stored UE location information and report it to the VAL server to reduce the response time.
3.	If there is no stored target UE location data or the stored UE location data is invalid, LMS will re-obtain the UE location data via initiating an on-demand location reporting procedure or an event-triggered location reporting procedure as defined in clause 9.3.4 and 9.3.5 of TS 23.434[9].
[bookmark: OLE_LINK151][bookmark: OLE_LINK152]4.	The LMS reports the target UE location data to the VAL server. 

[bookmark: _Toc76547878][bookmark: _Toc160614591]7	Overall Evaluation
[bookmark: _Toc160614592]7.1	General evaluation
Editor's Note: This clause will provide a general evaluation for all of the solutions.
[bookmark: _Toc160614593]7.2	Solution evaluation
[bookmark: _Hlk148622120]Editor's Note:	This clause will provide the overall solution evaluation for the specific key issue.

[bookmark: _Toc76547879][bookmark: _Toc160614594]8	Conclusions
[bookmark: _Toc532994046][bookmark: _Toc77252120][bookmark: _Toc160614595]8.1	General conclusions
[bookmark: _Toc532994047]Editor's note:	This clause will provide general conclusions for the study.
[bookmark: _Toc77252121][bookmark: _Toc160614596]8.2	Conclusions of key issue #x
[bookmark: tsgNames]Editor's Note:	This clause will provide conclusions for the specific key issue.

[bookmark: _Toc2086459][bookmark: _Toc76547881][bookmark: _Toc160614597]Annex A:
Change history
	[bookmark: historyclause]Change history

	Date
	Meeting
	TDoc
	CR
	Rev
	Cat
	Subject/Comment
	New version

	2023-08
	SA6#56
	S6-232514
	
	
	
	Skeleton document proposal
	0.0.0

	2023-08
	SA6#56
	
	
	
	
	Implementation of the following pCRs approved by SA6:
S6-232405, S6-232406, S6-232703, S6-232740, S6-232760
	0.1.0

	2023-10
	SA6#57
	
	
	
	
	Implementation of the following pCRs approved by SA6:
S6-233281, S6-233282, S6-233283, S6-233284, S6-233285, S6-233286
	0.2.0

	2023-11
	SA6#58
	
	
	
	
	Implementation of the following pCRs approved by SA6:
S6-233526, S6-233851, S6-233852, S6-233853, S6-233929, S6-233930
	0.3.0

	2024-03
	SA6#59
	
	
	
	
	Implementation of the following pCRs approved by SA6:
S6-240593, S6-240596, S6-240718, S6-240719，S6-240747，S6-240789
	0.4.0



3GPP
image2.png
=

A GLOBAL INITIATIVE




image3.emf
VAL server

Location 

Management 

Client 1

3GPP CN

1. Location Information subscription request

10. Location Information subscription response

Location 

Management 

Server(FLF)

3

rd

 party Location 

Management 

Server

2. Authorization check and initiate 

location reporting configuration with 

immediate reporting

3. Obtain UE location (VAL UE ID)

4. Determine UE location

6. according to UE current location or 

last known UE location, derive a 

location area where the UE is residing

Location 

Management 

Client 2..n

7. obtain all UEs within the location area

8. obtain UE location from its surrounding UEs

9. Calibrate UE location

5. Obtain surrounding UEs


oleObject1.bin
Location Management 
Server(FLF)



image4.emf
Location 

Management 

Client 1

VAL server

3GPP CN

8. Location Information notification

Location 

Management 

Server(FLF)

3

rd

 party Location 

Management 

Server

2. UE location reporting

9. VAL server may share to other VAL 

user

3. Based on configurations and 

subscription, determine location 

information

1. Location Reporting

Location 

Management 

Client 2..n

5. derive a location area where the UE is residing and obtain all UEs 

within the location area

6. obtain UE location from its surrounding UEs

7. Calibrate UE location

4. Obtain surrounding UEs


oleObject2.bin
Location Management 
Server(FLF)



image5.emf
SEAL LMS

Specific 

Application Server

1. Geofencing Subscription Request

LMC 3GPP CN

3. Geofencing Subscription response

4. Obtain the UE Location data from multiple sources 

periodically

2. Authorization and Store

7. Geofencing information Notification

8. Geofencing unsubscribe Request

9. Delete the geofencing Context

5. Transform the UE location data

6. Match the UE location data with 

the Geofencing location area

10. Geofencing unsubscribe Response


oleObject3.bin
�

1. Geofencing Subscription Request


SEAL LMS


10. Geofencing unsubscribe Response


LMC


3. Geofencing Subscription response



image6.emf
SEAL LMS

Specific Application  

Server

1. Location tracing configuration request

LMC 3GPP CN

4. Obtain the UE Location data from multiple sources 

periodically and store

2. Authorization and Store

9. Delete the history location 

data 

6. Match the UE location data with the 

location history query request

3. Location tracing configuration response

7. Location history response

8. Location tracing configuration cancel request

10. Location tracing configuration cancel response

5. Location history request


oleObject4.bin
�

1. Location tracing configuration request


SEAL LMS


3. Location tracing configuration response


7. Location history response



image7.emf
SEAL LMS

1. Monitor Location Subscription Request

6a. Validate target UE location 

information obtained from step 4 

referring to the same location

6b. Verify if the location of VAL UE is 

in the proximity range of the 

reference UE

4c. Fetch target UE location periodically

3GPP CN

3rd party 

LMS

LMC

target

UE

4a. Fetch target UE location periodically using Monitoring Procedure 

as per TS 23.502

4b. Fetch target UE location periodically using SEAL Location Information 

Procedure as per TS 23.434

7. Notify Mismatch Location

8. Notify Absence

9. Notify Presence

5. Monitor Location Subscription Response

VAL Server

10. Notify Unknown

2. Monitor reference UE as per TS 23.502

Ref. UE

3. Monitor reference UE and target UE for loss of connectivity 


oleObject5.bin
LMC


3rd party LMS


3GPP CN


SEAL LMS


6a. Validate target UE location information obtained from step 4 referring to the same location
6b. Verify if the location of VAL UE is in the proximity range of the reference UE


4a. Fetch target UE location periodically using Monitoring Procedure as per TS 23.502


4c. Fetch target UE location periodically


1. Monitor Location Subscription Request


targetUE



image8.emf
Location 

Management 

Client

3

rd

party LMS

Location Management 

Server(FLF)

VAL Server

3a. Statistic the UE location per 

temporal granularity

3b. Statistic the UE location per 

spatial granularity

3c. Report the UE location with 

additional parameters

3GPP CN

2. Same as the Step 2~3 of procedure as defined in clause 9.3.7 of TS 

23.434, LMS obtains the UE location.

1.Location information 

subscription request

4.Location information 

subscription reponse

/Location information 

notification


Microsoft_Visio_2003-2010_Drawing.vsd
Location Management 
Client


3rd party LMS


Location Management Server(FLF)


VAL Server


1.Location information subscription request


4.Location information subscription reponse
/Location information notification


2. Same as the Step 2~3 of procedure as defined in clause 9.3.7 of TS 23.434, LMS obtains the UE location.


3a. Statistic the UE location per temporal granularity
3b. Statistic the UE location per spatial granularity
3c. Report the UE location with additional parameters


3GPP CN



image9.emf
Location 

Management 

Client

Location Management 

Server(FLF)

VAL Server

2. 

Determine the UE location 

based on the stored UE location 

information

3. Re-obtain the UE location data

1. Location Information request 

4. Location Information Report


Microsoft_Visio_2003-2010_Drawing1.vsd
Location Management 
Client


Location Management Server(FLF)


VAL Server


1. Location Information request 


2. Determine the UE location based on the stored UE location information



image1.jpeg
s




