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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

In the present document, certain modal verbs have the following meanings:

shall
indicates a mandatory requirement to do something

shall not
indicates an interdiction (prohibition) to do something

NOTE 1:
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.

NOTE 2:
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.

should
indicates a recommendation to do something

should not
indicates a recommendation not to do something

may
indicates permission to do something

need not
indicates permission not to do something

NOTE 3:
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.

can
indicates that something is possible

cannot
indicates that something is impossible

NOTE 4:
The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need not".

will
indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

will not
indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

might
indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

might not
indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

In addition:

is
(or any other verb in the indicative mood) indicates a statement of fact

is not
(or any other negative verb in the indicative mood) indicates a statement of fact

NOTE 5:
The constructions "is" and "is not" do not indicate requirements.

1
Scope

The purpose of this Technical Report is to enhance the ATSSS feature by investigating solutions that can support the following capabilities:
1)
Support new steering functionalities that can steer/switch/split non-TCP traffic flows (e.g. UDP traffic flows and IP traffic flows). Two types of such steering functionalities are studied: (i) a steering functionality based on the QUIC protocol and its multipath extensions, and (ii) a steering functionality based on the DCCP protocol and its multipath extensions.
2)
Support redundant traffic steering for both GBR and non-GBR traffic flows. With redundant traffic steering, a traffic flow (GBR or non-GBR) can be replicated on multiple access paths and, therefore, can improve transmission reliability and reduce packet latency.
3)
Support traffic switching between one non-3GPP access path, from a UE to a N3IWF in a PLMN, and another non-3GPP access path, from the UE to a TNGF in the same PLMN.
4)
Support the establishment of a MA PDU Session with one 3GPP access path via 5GC and one non-3GPP access path via ePDG/EPC. This is to complement the existing ATSSS capability that supports the establishment of a MA PDU Session with one non-3GPP access path via 5GC and one 3GPP access path via EPC.

For each of the above capabilities, the conclusions of the study identify whether a solution is required for the normative phase and, if required, which solution to consider in the normative phase.
2
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3
Definitions of terms and abbreviations

3.1
Terms

For the purposes of the present document, the terms given in TR 21.905 [1], in TS 23.501 [2] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1] or in TS 23.501 [2].
3.2
Symbols
For the purposes of the present document, the following symbols apply:
<symbol>
<Explanation>

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], in TS 23.501 [2] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1] or in TS 23.501 [2].

4
Architectural Assumptions and Requirements
The study in this technical report is based on the following architectural requirements and assumptions:

-
The study takes the Rel-17 ATSSS architecture (see TS 23.501 [2]) as a baseline.
-
It is assumed that an MA PDU Session is required for supporting all ATSSS capabilities. Only ATSSS enhancements using an MA PDU Session are considered.
-
The study may impact the core network (5GC and/or EPC) but it shall not impact the access network (e.g. NG-RAN, W-5GAN, etc.).

-
All ATSSS steering functionalities (existing and new) shall reside in the UE and in an UPF. Steering functionalities outside either of the UE or the UPF are not considered.

-
Any new steering functionality shall be based on the multipath extensions of the QUIC or DCCP protocols as defined in IETF.

-
New ATSSS capabilities shall either be able to co-exist with the existing ATSSS capabilities or any dependencies between new and existing capabilities shall be explicitly defined.

-
The study considers, not only ATSSS-capable UEs, but also ATSSS-capable 5G-RGs. The conclusions of the study identify which aspects / solutions are applicable only to ATSSS-capable UEs and which are applicable only to ATSSS-capable 5G-RGs.

NOTE:
Co-ordination with BBF and CableLabs will take place as needed during the study.

5
Key Issues

NOTE:
The numbering of the key issues below corresponds to the numbering of the Work Tasks in the approved ATSSS_ph3 study item (see SP-211612).

5.1
Key Issue #2: New steering functionalities for non-TCP traffic

5.1.1
Description

This key issue aims at studying new steering functionalities (in addition to the existing ATSSS-LL and MPTCP steering functionalities defined in TS 23.501 [2]), which can be used to support steering, switching and splitting of non-TCP traffic flows (e.g. UDP traffic flows and IP traffic flows). Presently, traffic splitting of non-TCP traffic flows is not fully supported with the ATSSS-LL because this steering functionality may introduce out of order delivery, which can severely impact the transport performance.
Editor's note:
Whether support of steering, switching and splitting of Ethernet traffic flows is required is FFS.

More specifically, this key issue aims to:

1)
Continue the Rel-17 study of the QUIC-based steering functionality and its multipath extensions by considering some of the aspects that were left open (see clause 8.2 of TR 23.700‑93 [5]). The resolution of these aspects may lead to new solutions, in addition to those specified in TR 23.700‑93 [5], and any of them should support per-packet splitting. For example, it will be considered whether the QUIC-based steering functionality will apply other IETF protocols, such as the MASQUE protocol, and whether a single multipath QUIC connection can support one or multiple steering modes.

The study of the QUIC-based steering functionality is based on the QUIC protocol [6], its multipath extensions (e.g. draft-ietf-quic-multipath [10]) and, possibly, on other relevant documents specified by IETF, such as RFC 9001 [7], RFC 9002 [8], draft-ietf-quic-datagram [9].

Any security aspects associated with the QUIC protocol mandating the usage of TLS 1.3 for key exchange, authentication, and negotiation of security and performance parameters (see RFC 9001 [7]), will be studied in conjunction with SA WG3.
2)
Study a new steering functionality based on the DCCP protocol RFC 4340 [11] and its multipath extensions draft-ietf-tsvwg-multipath-dccp [12] that provide support for per-packet splitting.
The conclusions of the study will identify which one of the above two steering functionalities may be specified in the normative phase.
This key issue shall also consider the following additional aspects:

-
How the new steering functionalities can co-exist with MPTCP and ATSSS-LL;

-
What is the impact on the user plane performance (e.g. additional overhead) for each one of the new steering functionalities;

-
Whether it is needed and how to negotiate the support of the new steering functionalities between the UE and the network;

-
Whether it is needed and how to enhance PCC rules, ATSSS rules and N4 rules to support the new steering functionalities;

-
UE impacts in order to support each one of the new steering functionalities;

-
How to treat out-of-order delivery caused by per packet-splitting.

5.2
Key Issue #3: Support of redundant traffic steering

5.2.1
Description

This key issue is to enable the transmitter (UE for UL traffic and UPF for DL traffic) to support redundant traffic steering with duplication criteria, in order to improve reliability and latency.
The key issue also studies potential duplication criteria, i.e. how to activate or deactivate packet transmission redundancy on both accesses with additional mechanisms. The duplication criteria are known to UE and UPF, e.g. allowing to decide which DL and/or UL packets need to be duplicated on all access paths of a MA PDU session and which ones not.

This key issue aims to study the following issues:

-
How to support redundant traffic steering mode for different steering functionalities.

NOTE:
The redundant traffic steering mode does not apply to the ATSSS-LL steering functionality.

-
Whether new measurements are needed to support redundant traffic steering mode.

-
Whether and which criteria for traffic duplication should be introduced in order to allow the UE and UPF to decide, e.g. which packets must be duplicated on all access paths of a MA PDU session and which packets must be send over only one access path.

-
If duplication criteria are introduced, how ATSSS and MA rules should be modified to allow to indicate the duplication criteria to UE and UPF.

-
How the UE and UPF operate based on the modified ATSSS and MA rules for both GBR and non-GBR traffic. This includes the definition of UE and UPF behaviours for the case in which traffic is not duplicated on both access paths as it does not fulfil the configured duplication criteria.

-
Whether and how to introduce mechanisms to activate and deactivate packet duplication in a dynamic manner, e.g. triggered by network entities or application functions.

-
How the receiver (UPF for UL traffic and UE for DL traffic) will treat duplicated packets.

5.3
Key Issue #5: Switching traffic of an MA PDU Session between two non-3GPP access paths

5.3.1
Description

This key issue aims to study how the data traffic of an MA PDU Session can be switched between one non-3GPP access path, from the UE to a N3IWF in a PLMN, and another non-3GPP access path, from the UE to a TNGF in the same PLMN.
Editor's note:
It is FFS whether traffic switching between two non-3GPP access paths using two N3IWFs, or two TNGFs, can also be considered.

The following topics are considered:

-
How the UE can register to 5GC in order to enable switching the traffic from one non-3GPP access path to another non-3GPP access path.
-
How to switch the traffic of an MA PDU Session between one non-3GPP access path from the UE to a N3IWF and another non-3GPP access path from the UE to a TNGF in the same PLMN. This includes how the UE and the network take decision to perform the switch of the traffic.
-
Study how existing steering modes and steering functionalities, as well as new steering modes and steering functionalities (defined in this TR) can be reused, or, if needed, be modified to allow switching the traffic from one non-3GPP access path to another non-3GPP access path.
The study of the above topics will be based on the following assumptions:

-
Both non-3GPP access paths traverse the same PLMN.
-
One non-3GPP access path is using an N3IWF, while the other non-3GPP access path is using a TNGF.
-
After switching the traffic, only one UE registration via non-3GPP access may exist.

-
If the UE is able to access the same PLMN directly using 3GPP radio technology, then the UE may have an MA PDU Session with three access paths (two non-3GPP and one 3GPP) for the duration of switching the traffic from a source non-3GPP access path to a target non-3GPP access path.

-
Impact to the UE and network should be minimized.

NOTE:
In conclusion if time permits, it can be considered whether the selected solution enables also the traffic switching between one non-3GPP access path (e.g. from the UE to a N3IWF), and another non-3GPP access path (e.g. from the UE to a TNGF) per single access PDU session.

5.4
Key Issue #6: Supporting MA PDU Session with one 3GPP access path via 5GC and one non-3GPP access path via ePDG/EPC
5.4.1
Description

This key issue considers how to support the establishment of a MA PDU Session with one 3GPP access path via 5GC and one non-3GPP access path via ePDG/EPC. A solution for this key issue complements the existing ATSSS solution that supports the establishment of a MA PDU Session with one non-3GPP access path via 5GC and one 3GPP access path via EPC (see clause 4.22.2.3 of TS 23.501 [2]).
The key issue addresses the following aspects:

-
How to establish a MA PDU session with a non-3GPP access path over ePDG/EPC and a 3GPP access path over 5GC.

-
How to establish an PDN Connection in EPC using the S2b procedures with untrusted non-3GPP access and designate this PDN Connection as user-plane resource associated with a MA PDU Session.

-
How to transfer a non-3GPP access path over ePDG/EPC (while keeping the 3GPP access path over 5GC) to a trusted non-3GPP access path over 5GC.

NOTE:
Handover between non-3GPP of EPC and non-3GPP access of 5GC will not be defined.

-
The impact on UE, ePDG, EPC and 5GC.
-
Which steering functionalities and which steering modes can be applied to an MA PDU Session with a non-3GPP access path over ePDG/EPC and a 3GPP access path over 5GC.

It is assumed that:

-
The UE can attach to EPC via an ePDG using the S2b procedures (see clause 7.2 of TS 23.402 [25]) and can simultaneously register with 5GC over 3GPP access.

-
The study is restricted to EPC attach using the S2b procedures via untrusted non-3GPP access. EPC attach using S2c procedures via untrusted non-3GPP access are not considered.

-
Solutions are preferred that re-use (as much as possible) the existing concepts and procedures for enabling an MA PDU Session with one non-3GPP access path via 5GC and one 3GPP access path via EPC, as defined in clause 4.22.2.3 of TS 23.501 [2].
6
Solutions

6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
	Solution #
	Solution Title
	Key Issue(s)

	#1
	New steering mode - Redundancy steering mode with packet loss rate
	#3

	#2
	Support non-3GPP access leg of MA-PDU Session with PDN connection in EPC
	#6

	#3
	MP-DCCP based Steering Functionality
	#2 (DCCP)

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


6.1
Solution #1: New steering mode - Redundancy steering mode with packet loss rate

6.1.1
Introduction

This solution addresses KI#3 on support of redundant traffic steering.

6.1.2
High-level Description

The redundancy steering mode was discussed during both Rel-16 and Rel-17 ATSSS study phase, as described in clause 6.3.1.1, 6.4.1 of TR 23.793 [26] for the loss rate sensitive traffic, such as IMS singling, video, and some TCP-based traffic, and the solution 4 in clause 6.4 of TR 23.700‑93 [5]. It allows the traffic transmitted via 3GPP and non-3GPP accesses in a redundant way to achieve the lowest latency and to lower the loss rate.
It is proposed to further enhance the redundancy steering mode as described in TR 23.793 [26], with which the traffic will always be transmitted over both accesses once applied, to make it possible that the traffic transmission goes via both accesses, if necessary, or via only one access to save the transport resource. In details, when the traffic is allowed on both accesses and the packet loss rate (PLR) is provided with the redundancy steering mode:

-
The UE and the UPF can select any one of the accesses (based on implementation) to transport the traffic, if both accesses can satisfy the PLR requirement.
-
If only one access can satisfy the PLR value, this access is applied to transport the traffic.
-
Otherwise, redundant transmission over both accesses is triggered.
For example, if the loss rate on one access does not exceed the PLR threshold, then only this one access is applied, otherwise, redundant transmission is triggered.
When the traffic is allowed on both accesses and the redundancy steering mode is provided without a PLR threshold value, both accesses are always applied for the redundant transmission.
See below Figure 6.1.2-1 for details, where UL packet flow is taken as an example. The DL packet flow shares the same mechanism.

This redundancy steering mode can be applied by the MPTCP functionality with new requirements to be derived from this study/solution.
NOTE 1:
The redundant transmission algorithm required by the redundancy steering mode with packet loss rate relies on the implementation of the MPTCP by the OS today.

NOTE 2:
The redundancy steering mode with packet loss rate does not apply to the ATSSS-LL steering functionality.

Editor's note:
How the receiver will treat duplicated packets in case of MP-QUIC or MP-DCCP is FFS.

Editor's note:
The redundant traffic steering mode for the GBR traffic is FFS.

Editor's note:
Whether threshold values other than packet loss rate, such as RTT, are applicable, or whether and how multiple threshold values can be used together, is FFS.

Editor's note:
Whether the redundancy transmission solution can be triggered during the traffic switching phase to avoid packet loss during handover procedure is FFS.
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Figure 6.1.2-1: Redundancy steering mode
6.2
Solution #2: Support non-3GPP access leg of MA-PDU Session with PDN connection in EPC

6.2.1
Introduction

This solution enables a UE and the network to create an MA PDU Session with the non-3GPP access leg of a normal PDU connection in EPC, while keeping the 3GPP access leg in 5GC.

6.2.2
High-level Description

In this solution, it is assumed that the UE is able to attach to the EPC via GTP-based S2b interface and simultaneously to register with the 5GC over 3GPP access. The architecture is shown in Figure 6.2.2-1.
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Figure 6.2.2-1: Multi-access between EPC and 5GC
The solution as defined in clause 4.22.2.3.2 of TS 23.502 [3] is reused, with the major difference:
-
Extend the ATSSS container and apply APCO IE to transport the ATSSS related parameters.

The key points of the solution are as follows:

When the UE firstly requests a new PDN connection to EPC via non-3GPP access and wants to use this PDN connection as user-plane resource associated with a MA PDU Session:
-
The UE requests establishment of a new PDN connection when the UE is registered via non-3GPP access in EPS using the IPsec tunnel establishment procedure. The UE provides the ATSSS container to ePDG via IKE_AUTH request message. The ATSSS container is extended to include the ATSSS request PCO parameter as defined in clause 6.1.6.2 of TS 24.193 [13]. The ePDG forwards the ATSSS request PCO parameter in APCO IE to the PGW-C/SMF.

-
PGW-C+SMF replies the Create Session Response message to ePDG including APCO. The APCO includes the ATSSS response with the length of two octets PCO parameter as defined in clause 6.1.6.3 of TS 24.193 [13]. The ePDG obtains the ATSSS response parameter from APCO and forwards this information via ATSSS container to the UE via IKE_AUTH response message.

When the UE firstly requests a new MA PDU Session in 5GC/3GPP access and wants to add the user-plane resources on non-3GPP access over EPC, it applies the procedures as defined in clause 4.22.2.3.2 of TS 23.502 [3] and clause 7.2.2.1 of TS 24.302 [14] for the transferring an existing PDU session from 5GS:
-
The UE sends ATSSS container with the ATSSS request PCO parameter in the IKE_AUTH request message to the ePDG including a "handover" indication, an "MA PDU Request" indication and the PDU Session ID of the existing MA PDU Session on non-3GPP access over 5GC. The ePDG forwards the ATSSS request PCO parameter in the APCO to the PGW-C/SMF via Create Session Request message.

-
PGW-C+SMF replies the Create Session Response message to ePDG including APCO with ATSSS response with the length of two octets PCO parameter. The ePDG obtains the ATSSS response parameter from APCO and forwards this information via ATSSS container to the UE via IKE_AUTH response message.
Editor's note:
It is FFS whether and how to support the handover of non-3GPP access from EPS to 5GS or 3GPP access from 5GS to EPC when the MA PDU Session is established via both EPS and 5GS, or the handover of the non-3GPP access from 5GS to EPS when the MA PDU Session is established via 5GS.

6.3
Solution #3: MP-DCCP based Steering Functionality
6.3.1
Introduction

This solution addresses Key Issue #2 "New steering functionalities for non-TCP traffic" proposing MP-DCCP-LL to enable Access Traffic Steering, Switching and Splitting for any type of traffic, e.g. UDP, etc.

The ATSSS feature is to enable a UE the advantage that application traffic can use both access resources to raise the bandwidth or/and access reliability by simultaneously connecting over both 3GPP and non-3GPP accesses. Since release-16, the splitting mode is only available to TCP streams using the ATSSS-HL functionality based on MPTCP. For UDP and even plain IP traffic, it can only be supported by the ATSSS-LL functionality, thus an UDP or even an IP packet flow cannot be efficiently split over both accesses due to missing re-ordering support and to the lack of access path bandwidth capabilities, so actually the increase of bandwidth requirement is not achieved for those types of traffic. This solution is proposed to introduce a new steering method based on MP-DCCP to resolve this issue.

The Datagram Congestion Control Protocol (DCCP) was specified in IETF in RFC 4340 [11] for the transport layer to complement TCP and UDP for traffic that does not require reliable transport and re-transmission (in contrast to TCP traffic), but needs session and congestion control (in contrast to UDP traffic). For an introduction to DCCP please refer to RFC 4336 [15]. DCCP RFC 4340 [11] and its multipath pendant MP-DCCP, draft-ietf-tsvwg-multipath-dccp [12] provide protocol inherent measurement of path characteristics like latency, packet loss and available bandwidth. In that regard MP-DCCP is similar to MPTCP and therefore can support the same steering modes. Different to MPTCP though, is the handling of missing packets. Re-transmission and resulting head-of-line blocking are not under the responsibility of (MP-)DCCP, which is therefore similar to the ATSSS-LL characteristics provided for any type of traffic. This makes it suitable to be applied to Ethernet, IP and higher layer traffic when it becomes integrated with an encapsulation framework, draft-amend-tsvwg-multipath-framework [16], which tunnels these types of traffic over a MP-DCCP connection. Moreover MP-DCCP provides measures to facilitate the process of re-ordering at the termination points of ATSSS. For this purpose, timing and sequencing information are transmitted along with the encapsulated data to facilitate re-ordering or partial reordering of the data received from the 3GPP and non-3GPP access. Both access types provide different path characteristics that let the original data stream scramble during transport after it has been split. Re-ordering helps in the receiving ATSSS entity (UPF or UE) to reconstruct a certain degree order.
For example, MP-DCCP supports similar functionality as provided by ATSSS-LL and ATSSS-HL (MPTCP) for all ATSSS steering modes, for any type of traffic, and provides re-ordering capabilities. MP-DCCP does not introduce encryption but relies on the security layer of 3GPP.

MP-DCCP implementation already supports the following steering modes:

-
Cheapest Pipe First (similar to Priority-based of ATSSS): MP-DCCP priority-based scheduling mechanism allows the operator to assign a cost value to each network path. In case of congestion the next available path is chosen, in case of equal cost paths the path with minimum delay is selected.

-
Handover mode (similar to Active Standby of ATSSS): Data on the prioritized path (main path) are switched to next available one, as soon as prioritized DCCP tunnel becomes unavailable.

-
MinRTT (similar to Smallest Delay of ATSSS): Prioritizes the path with the smallest round trip time.

-
Round-Robin: Alternates PDU distribution between available accesses paths.

-
Fixed-Ratio (similar to Load Balancing of ATSSS): allows distribution of traffic based on a given ratio (e.g. 60:40).

-
Redundancy mode: Data are sent via all available paths to enhance reliability.

-
OTIAS mode: The "Out-of-Order Transmission for In-Order Arrival Scheduling" for multipath transport protocols supports reordering at the receiver side and is defined in IEEE AINAW [17].

And the following re-ordering modes:

-
Passive: Forward PDUs as received (effectively no re-ordering)

-
Static: Out-of order PDUs are hold in a re-ordering buffer until a static timer expires (e.g. 50ms). During this time delayed and missing packets are sorted into the sequence gaps.

-
Adaptive: Like the Static re-ordering mode but with an adaptive timer, which covers the latency difference across the access paths. The adaptive timer value is built from the MP-DCCP timing information sent along with the PDUs.

-
Static + Fast packet loss detection: Like the Static re-ordering mode, but additionally exploit the connection and path sequencing used in MP-DCCP for early packet loss detection, see clause 5.6 of draft-amend-iccrg-multipath-reordering [18]

-
Adaptive + Fast packet loss detection: Like the Adaptive re-ordering mode, but additionally exploit the connection and path sequencing used in MP-DCCP for early packet loss detection, see clause 5.6 of draft-amend-iccrg-multipath-reordering [18].

This solution can be applied to any type of traffic, at least to the UDP based application traffic, with IP-based MA PDU Sessions for various IP versions (IPv4, IPv6, IPv4v6).

6.3.2
Description

The MP-DCCP-LL solution is applicable to applications relying on any type of traffic (plain IP, Ethernet, TCP, UDP), but at least provides ATSSS functionalities to non-TCP based traffic (e.g. UDP, QUIC). MP-DCCP-LL is able to co-exist with ATSSS-LL and MPTCP, even if it can take over their functionality.

To support ATSSS using the MP-DCCP-LL steering functionality, the architecture reference model for ATSSS, as specified in TS 23.501 [2] clause 4.2.10, is enhanced as shown in Figure 6.3.2-1. The MP-DCCP-LL steering functionality is implemented in the UE and in the PSA UPF. The PMF functionality is not needed for an MA PDU Session that applies MP-DCCP-LL.
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Figure 6.3.2-1: Reference Architecture for ATSSS using MP-DCCP

The MP-DCCP protocol is specified in draft-ietf-tsvwg-multipath-dccp [12]: "DCCP Extensions for Multipath Operation with Multiple Addresses". It is designed to support the multipath scenario, and provides Steering, Switching, Splitting decisions and optimizations in terms of features and modules for multipath scheduling in order to support, e.g. steering modes as specified for ATSSS at ATSSS sender and re-ordering functionality at ATSSS receiver side. Depending on the traffic direction, the UE or PSA UPF acts as ATSSS sender or ATSSS receiver, respectively. The UE, according to draft-amend-tsvwg-multipath-framework [16], uses the MP-DCCP-LL functionality to establish multiple sub-flows as DCCP tunnels which are set up and operated towards the PSA UPF for bi-directional usage. Within each sub-flow inherent sequencing is given and DCCP congestion control provides real-time path characteristic information, which is required for splitting based steering modes (e.g. priority-based, smallest delay, load-balancing) and packet reordering measures.
The MP-DCCP-LL provides an unreliable tunnelling service between the UE and the UPF that is based on:

1.
The DCCP protocol specified in RFC4340 [11] along with accompanying documents that describe congestion control (CCID2, RFC 4341 [19], CCID3, RFC 4342 [20], CCID4, RFC 5622 [21], CCID5, draft-romo-iccrg-ccid5 [22]); and

2.
The DCCP extension specified in draft-ietf-tsvwg-multipath-dccp [12] for supporting multipath DCCP.

The Figure 6.3.2-2 shows the model of an MA PDU Session that operates using the MP-DCCP-LL steering functionality.
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Figure 6.3.2-2: Model of MA PDU Session using MP-DCCP-LL

The MP-DCCP-LL is composed of the following components which can also be found in Figure 6.3.2-3:

-
MP-DCCP Tunnel Client (MDTC): The MDTC operates in the UE as a MP-DCCP client application and provides the following functionality:

-
It establishes N MP-DCCP connections with the MP-DCCP tunnel server (MDTS) in the UPF. The number N of MP-DCCP connections, as well as the destination IP address & port for each MP-DCCP connection, is determined from information contained in the PDU Session Establishment Accept message (see the "MP-DCCP Connection Setup Information" below). Each MP-DCCP connection is established immediately after the setup of the MA PDU Session.

NOTE 1:
As explained below, each MP-DCCP connection carries the traffic of one QoS flow only. By using a separate MP-DCCP connection for each QoS flow, we ensure that PDUs belonging to different QoS flows, which may require a different QoS treatment, can apply to different steering modes.

Editor's note:
It is FFS if the separate MP-DCCP connections are required or if PDUs with different QoS can be multiplexed into one MP-DCCP connection.

-
It receives UL PDUs from the upper layer and, for each UL PDU:

-
First, it selects a QoS flow based on the QoS rules in the UE.

-
Then, it selects a steering mode to be applied for the UL PDU based on the ATSSS rules in the UE.

-
It compresses the headers (e.g. IP, UDP, TCP, Ethernet) of the UL PDU.

-
Finally, it selects a MP-DCCP connection to transmit the PDU based on the selected QoS flow and the selected steering mode. For each established MP-DCCP connection, the MDTC maintains an associated steering mode and QoS flow indicator.

NOTE 2:
It is assumed that the scheduler of a MP-DCCP connection can apply only one steering mode. Therefore, if different steering modes are needed for the traffic of a QoS flow, then different MP-DCCP connections are setup for this QoS flow, one per steering mode.

-
MP-DCCP Tunnel Server (MDTS): The MDTS operates in the UPF as a MP-DCCP server application and provides the following functionality:

-
It accepts the MP-DCCP connections requested by MDTC in the UE.

-
It receives DL PDUs from the upper layer and, for each DL PDU, it selects a MP-DCCP connection to transmit the PDU. The MP-DCCP connection is selected based on the N4 (e.g. MAR) rules.

-
MP-DCCP protocol: The DCCP protocol as defined by IETF with the applicable multipath extensions, draft-ietf-tsvwg-multipath-dccp [12]. It receives PDUs from the MDTC in the UE (or the MDTS in the UPF) indicating the MP-DCCP connection to be sent on and, for each PDU, it selects an access type (i.e. a MP-DCCP sub-flow) to transmit the PDU. The access type selection is based on the steering mode associated with the MP-DCCP connection and the measurements provided by the MP-DCCP protocol (e.g. RTT, loss rate, congestion).

The MP-DCCP-LL functionality tunnels PDUs (e.g. IP packets or Ethernet frames) over a multipath DCCP transport. The protocol stack in the UE and UPF is shown in Figure 6.3.2-3. The different IP addresses shown in this figure are explained in the next clause.
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Figure 6.3.2-3: Protocol stack for MP-DCCP-LL

In summary, the MP-DCCP-LL steering functionality:
a.
Supports a multipath, unreliable, and transparent bi-directional tunneling service between the UE and UPF.

b.
Does not support retransmission of lost DCCP datagrams but supports loss detection, according to RFC 4340 [11].

c.
Provides mechanisms for reordering of out-of-order arrived DCCP datagrams according to re-ordering modes as described in clause 6.3.7.

d.
Supports congestion control per DCCP sub-flow, based on standardized CC algorithms RFC 4341 [19], RFC 4342 [20], RFC 5622 [21], draft-romo-iccrg-ccid5 [22] or newly developed ones (see, e.g. draft-romo-iccrg-ccid5 [22]). As a result, the UE and the UPF may stop sending datagram frames on a DCCP sub-flow when congestion is detected by the MP-DCCP protocol on this sub-flow.

e.
Supports round-trip, packet loss measurements per DCCP sub-flow, as part of the CCID framework as specified in RFC 4340 [11] and provides available bandwidth estimation.

f.
Supports steering modes compatible with the ATSSS rules, the QoS rules and the N4 rules as defined in Rel-17.

6.3.3
MA PDU Session Establishment procedure
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Figure 6.3.3-1: MA PDU Session establishment using MP-DCCP

The above Figure 6.3.3-1 shows how an MA PDU Session is established when (a) the UE indicates support for MP-DCCP-LL and (b) the network accepts to apply MP-DCCP-LL for one or more traffic flows. All steps are the same as the steps used to establish an MA PDU Session in Rel-17 specifications. The additions to support MP-DCCP-LL are further discussed below.
1a.
In the PDU Session Establishment Request the UE indicates (in the 5GSM capability) that it supports the MP-DCCP-LL steering functionality and, possibly, other steering functionalities such as MPTCP and ATSSS-LL.

1b.
The AMF selects an SMF supporting ATSSS.

5a.
In the SM Policy Control Create Request, the SMF includes the ATSSS Capabilities of the MA PDU Session (see TS 23.502 [3] and TS 29.512 [23]), which contain the MP-DCCP-LL capability and, possibly, other capabilities already defined, such as "MPTCP functionality with any steering mode and ATSSS-LL functionality with any steering mode", etc.

5b.
The PCF decides to allow the requested MA PDU Session and creates PCC rules containing MA PDU Session Control information (see TS 29.512 [23]), which specifies a steering functionality (e.g. MP-DCCP-LL, ATSSS-LL), a steering mode (e.g. Active/Standby), etc.

6a.
Based on the received PCC rules, the SMF creates N4 rules for the UPF including MAR rules for MP-DCCP-LL.

6b.
In the N4 Session Establishment Request, the SMF includes the N4 rules and indicates to UPF that MP-DCCP-LL Control Information should be provided (see next step). The MP-DCCP-LL Control Information indicates to UPF how many MP-DCCP connections are needed, which is determined from the received PCC rules map to QoS Flows. For example, if the SMF has two QoS Flows carrying traffic with steering functionality = MP-DCCP-LL, then the SMF indicates to UPF that two MP-DCCP connections are needed.

6c.
Based on the requested MP-DCCP-LL Control Information, the UPF provides the following MP-DCCP-LL parameters:

1)
Two "UE link-specific MP-DCCP-LL" IP addresses used only by the MP-DCCP-LL functionality in the UE, one associated with the 3GPP access and another associated with the non-3GPP access. It is possible that the UPF provides "UE link-specific MP-DCCP-LL" IP addresses that are not routable via N6 (e.g. IPv6 link-local addresses). For example, the "UE link-specific MP-DCCP-LL" IP addresses may be the following:


UE link-specific MP-DCCP-LL IP address over 3GPP access = 10.10.1.1


UE link-specific MP-DCCP-LL IP address over non-3GPP access = 10.10.2.1

NOTE 1:
The "UE link-specific MP-DCCP-LL" IP addresses are similar to the "UE link-specific multipath" IP addresses used for MPTCP, specified in TS 23.502 [3] and TS 29.244 [24].

NOTE 2:
In case MP-DCCP-LL and MPTCP are enabled for the same MA PDU Session, the "UE link-specific MP-DCCP-LL" IP addresses and the "UE link-specific multipath" IP addresses can be the same.

2)
"MP-DCCP Address Information" which contains (1) two "UPF link-specific MP-DCCP-LL" IP addresses for the UPF, one for each access and (2) one UPF port number per MP-DCCP connection.

7.
Based on the received PCC rules and the MP-DCCP-LL parameters received from UPF, the SMF creates the following information, which will be sent to the UE:

-
ATSSS rules;
-
QoS rules; and

-
"MP-DCCP Connection Setup Information" which contains information for the UE to setup the MP-DCCP connections with the UPF. For example, it indicates that MP-DCCP Connection #1 over 3GPP access should be established toward the UPF IP address 10.10.1.2 and UPF port 53671.

8a. In the PDU Session Establishment Accept, the ATSSS Container (defined in TS 24.193 [13]) contains:

1)
The ATSSS rules, which are applied by MDTC in the UE to route the traffic of the MA PDU Session across the DCCP connections; and

2)
The "network steering functionalities information" (see TS 24.193 [13]), which contains:

a.
The two "UE link-specific MP-DCCP-LL" IP addresses provided by UPF in step 6c; and

b.
The "MP-DCCP Connection Setup information" created by SMF in step 7.

11.
Based on the received "MP-DCCP Connection Setup information" the MDTC in the UE establishes one or more MP-DCCP connections with the MDTS in the UPF. The UE establishes the MP-DCCP connections immediately after receiving the PDU Session Establishment Accept message. The application protocol negotiated during each MP-DCCP connection will be decided by stage-3 (for example, it could be "mp-dccp-ll").

The MP-DCCP connections established between the MDTC in UE and the MDTS in UPF include also MP-DCCP connections associated with downlink-only QoS flows. This is achieved by sending "MP-DCCP connection setup information" to UE that includes information for establishing a MP-DCCP connection associated with a downlink-only QoS flow. The UE does not send uplink PDUs to a MP-DCCP connection associated with a downlink-only QoS flow, because the UE has no associated QoS rule for this MP-DCCP connection. However, the UE sends DCCP packets (e.g. Data-ACK, etc.) over this MP-DCCP connection based on the normal MP-DCCP protocol operation.

6.3.4
MA PDU Session Modification procedure

The MA PDU Session Modification procedure (either network-requested or UE-requested) may be used to add or remove QoS flows from an established MA PDU Session, as specified since Rel-16.

After the MA PDU Session Modification procedure is completed, then:

-
If a QoS flow is deleted and this QoS flow was used to transfer MP-DCCP-LL traffic, then the MP-DCCP connection associated with this QoS flow (one DCCP connection per access) is released. The UE receives updated "MP-DCCP Connection Setup Information" in order to determine which MP-DCCP connection to release.

-
If a QoS flow is created and this QoS flow will be used to transfer MP-DCCP-LL traffic, then the MP-DCCP connection associated with this QoS flow (one DCCP connection per access) is established between the UE and UPF. The UE receives updated "MP-DCCP Connection Setup Information" in order to determine the UPF IP addresses and ports for the new MP-DCCP connections.

6.3.5
Example of MP-DCCP-LL Operation

To better explain the MP-DCCP-LL operation, we consider an example in this clause. In this example, it is assumed that the PCF creates two PCC rules which contain steering functionality = MP-DCCP-LL (see Figure 6.3.5-1 below) and the UPF provides the following MP-DCCP-LL parameters:

1)
"UE Link-specific MP-DCCP-LL" IP addresses:


UE Link-specific MP-DCCP-LL IP address over 3GPP access = 10.10.1.1


UE Link-specific MP-DCCP-LL IP address over non-3GPP access = 10.10.2.1

2)
MP-DCCP-LL Address Information:


UPF Link-specific MP-DCCP-LL IP address for 3GPP access = 10.10.1.2


UPF Link-specific MP-DCCP-LL IP address for non-3GPP access = 10.10.2.2


UPF Port for MP-DCCP Connection #1 = 53671

UPF Port for MP-DCCP Connection #2 = 53672

Based on the above MP-DCCP-LL Address Information, the SMF creates the following " MP-DCCP Connection Setup information", which is sent to UE.

-
MP-DCCP Connection #1:

-
UPF Link-specific MP-DCCP-LL IP address for 3GPP access: 10.10.1.2

-
UPF Link-specific MP-DCCP-LL IP address for non-3GPP access: 10.10.2.2

-
UPF Port: 53671

-
Associated QFI: QFI-x

-
Associated Steering Mode: Active/Standby

-
MP-DCCP Connection #2:

-
UPF Link-specific MP-DCCP-LL IP address for 3GPP access: 10.10.1.2

-
UPF Link-specific MP-DCCP-LL IP address for non-3GPP access: 10.10.2.2

-
UPF port: 53672

-
Associated QFI: QFI-y

-
Associated Steering Mode: Smallest Delay

The UE applies the received "UE link-specific MP-DCCP-LL" IP addresses and the " MP-DCCP Connection Setup information" and establishes two MP-DCCP connections with the UPF over both 3GPP access and non-3GPP access, as shown below.


[image: image9.emf]MP-DCCP Connection #1

over 3GPP access

MP-DCCP Connection #2

over 3GPP access

MP-DCCP Connection #1

over non-3GPP access

MP-DCCP Tunnel Client 

(MDTC)

Non-3GPP

access

3GPP

access

PDU (IP@0)

IP@2

MP-DCCP

IP@1

MP-DCCP-LL

MP-DCCP Tunnel Server 

(MDTS)

PDU

IP@3

MP-DCCP-LL

GTP tunnel

(Non-3GPP 

access)

UE UPF

GTP tunnel

(3GPP

access)

IP address of 

MA PDU session

UE link-specific MP-

DCCP-LL address for 

3GPP access = 

10.10.1.1

UE link-specific 

MP-DCCP-LL 

address for Non-

3GPP access = 

10.10.2.1

UPF link-specific MP-

DCCP-LL address for 

3GPP access = 

10.10.1.2

Port

53671

MP-DCCP Connection #2

over non-3GPP access

IP@4

UPF link-specific 

MP-DCCP-LL 

address for non-

3GPP access = 

10.10.2.2

MP-DCCP

Port

53672

Port

53671

Port

53672


Figure 6.3.5-1: Example of MP-DCCP-LL Operation

After the two MP-DCCP connections are established between the UE and the UPF, the MP-DCCP-LL routes the PDUs received from the upper layers to one of the flows of a MP-DCCP connection, as illustrated in Figure 6.3.5-2 and Figure 6.3.5-3 below for up-link and down-link traffic, respectively.

First, the QoS rules are applied on a received PDU (e.g. IP packet or Ethernet frame) to determine a QFI for this PDU. Subsequently, the MDTC finds a matching ATSSS rule for the PDU based on which it identifies the steering mode that should be applied for this PDU. Finally, the MDTC selects a MP-DCCP connection for the PDU based on the selected QFI and the steering mode. For each MP-DCCP Connection, the MDTC maintains an associated steering mode and QFI according on the received " MP-DCCP Connection Setup information". Finally, the PDU is encapsulated in a DCCP datagram and is added to a DCCP/IP packet destined to [UPF Link-specific MP-DCCP-LL IP address = 10.10.1.2, UPF Port = 53671].

NOTE 1:
The QFI selected for a PDU is transferred down to the selected access (3GPP or non-3GPP) so that the selected access can transfer the PDU via the corresponding QoS flow. For a packet created by the MP-DCCP protocol itself (e.g. a Data ACK), the QFI delivered to the access is the QFI associated with the MP-DCCP connection over which this packet is transmitted.

NOTE 2:
The header compression performed by the MP-DCCP Tunnel Client and the MP-DCCP Tunnel Server (see clause 6.3.2) is not shown in the following two figures for simplicity.
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Figure 6.3.5-2: Example of user-plane operation with MP-DCCP-LL (UL direction)
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Figure 6.3.5-3: Example of user-plane operation with MPDCCP-LL (DL direction)

6.3.6
Support of Steering Modes

MP-DCCP solution supports all specified steering modes in TS 23.501 [2]. In addition, MP-DCCP can support additional steering modes as listed in clause 6.3.1.

MP-DCCP protocol may provide additional modes by new scheduling algorithms and by flexibly combining any of the existing steering modes.

6.3.7
Support of Re-Ordering Modes

Traffic splitting over access paths with different characteristics causes scrambling of the original data stream. A reassembly of such data stream requires a Re-ordering mode. Such re-ordering modes would be part of ATSSS and N4 rules.
Editor's note:
Proposal on re-ordering modes will be part of a future contribution, i.e. is FFS.

6.3.8
Impacts on services, entities, interfaces and IETF protocols

The ATSSS rules and the N4 rules are enhanced to support values for the MP-DCCP-LL steering functionality and for potentially new steering modes. The UE and the UPF receive information (see the " MP-DCCP Connection Setup information") which indicates how many MP-DCCP connections should be established between the UE and the UPF, and the QoS flow and steering mode associated with each MP-DCCP connection.

IETF protocols

-
The MP-DCCP-LL solution is based on the following draft specifications defined by IETF. The MP-DCCP-LL does not require any changes to these specifications.


RFC 4340 [11], draft-ietf-tsvwg-multipath-dccp [12].

AMF

-
No impact. It is assumed that if 5GC supports ATSSS / Rel-18, then all ATSSS-capable SMFs in 5GC are capable of supporting MP-DCCP-LL.

SMF

-
From the PCC rules, it shall determine the number of MP-DCCP connections needed.

-
Shall indicate to UPF the number of MP-DCCP connections needed.

-
Shall create and send to UE the " MP-DCCP Connection Setup Information" based on the MP-DCCP-LL Address Information received from UPF.

-
From the received PCC rules, it shall create corresponding ATSSS rules and QoS rules for the UE.

-
From the received PCC rules, it shall create corresponding N4 rules (PDRs, MAR, QER, etc.) for the UPF.

PCF

-
Shall be able to create PCC rules using the MP-DCCP-LL steering functionality.

UPF:

-
Shall be able to allocate the "UE Link-specific MP-DCCP-LL" IP addresses.

-
Shall be able to allocate MP-DCCP-LL Address Information, i.e. two IP addresses used for MP-DCCP-LL (one per access) and one UDP port number for each MP-DCCP connection.

-
Shall apply the N4 rules (e.g. PDRs and associated MARs) to select a MP-DCCP connection and an access (sub-flow) on this connection, for each DL PDU. Each MAR using the MP-DCCP-LL steering functionality shall identify a MP-DCCP Connection.

-
Shall select a MP-DCCP connection for an DL PDU based on the steering mode and QoS flow selected with this PDU.

-
Shall be able to support the DCCP protocol with multipath extensions.

-
Shall apply the QoS Enforcement Rules (QERs) to map the traffic of each MP-DCCP connection to a QoS flow.

UE:

-
Shall be able to indicate support of MP-DCCP-LL when requesting a MA PDU Session.

-
Shall establish N MP-DCCP connections to UPF via each access, based on the received " MP-DCCP Connection Setup Information".

-
Shall apply the ATSSS rules to select a steering mode for each UL PDU.

-
Shall select a MP-DCCP connection for an UL PDU based on the steering mode and QoS flow selected with this PDU.

-
Shall be able to support the DCCP protocol with multipath extensions.

-
Shall apply the QoS rules to map the traffic of a SDF to a QoS flow.

6.X
Solution #X: <Solution Title>
6.X.1
Introduction
Editor's note:
This clause makes a brief introduction of the solution, and provides the key aspects of the solution as well as the principles and the architecture assumptions of the solution.
6.X.2
High-level Description
Editor's note:
This clause describes the solution in more detail. (Sub) clause(s) may be added to describe different aspects of the solution.
6.X.2
Procedures

Editor's note:
This clause describes the procedures and information flows for the solution.
6.X.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

7
Evaluation
Editor's note:
This clause provides the evaluation of different solutions. It may contain an evaluation for each Key Issue.
8
Conclusions

Editor's note:
This clause enlists the conclusions of the study, including agreements for work to be done in the normative phase.
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